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18 USC § 1029. Fraud and related activity in connection with access devices
18 USC § 1030. Fraud and related activity in connection with computers
18 USC § 1037. Fraud and related activity in connection with electronic mail
18 USC § 1039. Fraud and related activity in connection with obtaining confidential phone
records information of a covered entity

CHAPTER 67—MILITARY AND NAVY
18 USC § 1385. Use of Army and Air Force as posse comitatus
18 USC § 1386. Keys and keyways used in security applications by the Department of Defense

CHAPTER 73—OBSTRUCTION OF JUSTICE
18 USC § 1503. Influencing or injuring officer or juror generally
18 USC § 1509. Obstruction of court orders
18 USC § 1510. Obstruction of criminal investigations
18 USC § 1511. Obstruction of State or local law enforcement
18 USC § 1512. Tampering with a witness, victim, or an informant
18 USC § 1513. Retaliating against a witness, victim, or an informant
18 USC § 1514. Civil action to restrain harassment of a victim or witness
18 USC § 1515. Definitions for certain provisions; general provision
18 USC § 1519. Destruction, alteration, or falsification of records in Federal investigations and bankruptcy

CHAPTER 79—PERJURY
18 USC § 1621. Perjury generally
18 USC § 1622. Subornation of perjury
18 USC § 1623. False declarations before grand jury or court

CHAPTER 88—PRIVACY
18 USC § 1801. Video voyeurism

CHAPTER 90—PROTECTION OF TRADE SECRETS
18 USC § 1831. Economic espionage
18 USC § 1837. Applicability to conduct outside the United States
18 USC § 1839. Definitions

CHAPTER 93—PUBLIC OFFICERS AND EMPLOYEES
18 USC § 1905. Disclosure of confidential information generally
18 USC § 1913. Lobbying with appropriated moneys
18 USC § 1918. Disloyalty and asserting the right to strike against the Government
18 USC § 1924. Unauthorized removal and retention of classified documents or material

CHAPTER 101—RECORDS AND REPORTS
18 USC § 2071. Concealment, removal, or mutilation generally
18 USC § 2075. Officer failing to make returns or reports

CHAPTER 102—RIOTS
18 USC § 2101. Riots
18 USC § 2102. Definitions

CHAPTER 105—SABOTAGE
18 USC § 2151. Definitions
18 USC § 2152. Fortifications, harbor defenses, or defensive sea areas
18 USC § 2153. Destruction of war material, war premises, or war utilities
18 USC § 2154. Production of defective war material, war premises, or war utilities
18 USC § 2155. Destruction of national-defense materials, national-defense premises, or national-defense utilities
<table>
<thead>
<tr>
<th>Section</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>18 USC § 2156</td>
<td>Production of defective national-defense material, national-defense premises, or national-defense utilities</td>
</tr>
<tr>
<td>18 USC § 2231</td>
<td>Assault or resistance</td>
</tr>
<tr>
<td>18 USC § 2232</td>
<td>Destruction or removal of property to prevent seizure</td>
</tr>
<tr>
<td>18 USC § 2233</td>
<td>Rescue of seized property</td>
</tr>
<tr>
<td>18 USC § 2234</td>
<td>Authority exceeded in executing warrant</td>
</tr>
<tr>
<td>18 USC § 2235</td>
<td>Search warrant procured maliciously</td>
</tr>
<tr>
<td>18 USC § 2236</td>
<td>Searches without warrant</td>
</tr>
<tr>
<td>18 USC § 2237</td>
<td>Criminal sanctions for failure to heave to, obstruction of boarding, or providing false information</td>
</tr>
<tr>
<td>18 USC § 2331</td>
<td>Definitions</td>
</tr>
<tr>
<td>18 USC § 2332</td>
<td>Criminal penalties</td>
</tr>
<tr>
<td>18 USC § 2332a</td>
<td>Use of weapons of mass destruction</td>
</tr>
<tr>
<td>18 USC § 2332b</td>
<td>Acts of terrorism transcending national boundaries</td>
</tr>
<tr>
<td>18 USC § 2332d</td>
<td>Financial transactions</td>
</tr>
<tr>
<td>18 USC § 2332e</td>
<td>Requests for military assistance to enforce prohibition in certain emergencies</td>
</tr>
<tr>
<td>18 USC § 2332f</td>
<td>Bombings of places of public use, government facilities, public transportation systems and infrastructure facilities</td>
</tr>
<tr>
<td>18 USC § 2332g</td>
<td>Missile systems designed to destroy aircraft</td>
</tr>
<tr>
<td>18 USC § 2332h</td>
<td>Radiological dispersal devices</td>
</tr>
<tr>
<td>18 USC § 2333</td>
<td>Civil remedies</td>
</tr>
<tr>
<td>18 USC § 2334</td>
<td>Jurisdiction and venue</td>
</tr>
<tr>
<td>18 USC § 2335</td>
<td>Limitation of actions</td>
</tr>
<tr>
<td>18 USC § 2336</td>
<td>Other limitations</td>
</tr>
<tr>
<td>18 USC § 2337</td>
<td>Suits against Government officials</td>
</tr>
<tr>
<td>18 USC § 2338</td>
<td>Exclusive Federal jurisdiction</td>
</tr>
<tr>
<td>18 USC § 2339</td>
<td>Harboring or concealing terrorists</td>
</tr>
<tr>
<td>18 USC § 2339A</td>
<td>Providing material support to terrorists</td>
</tr>
<tr>
<td>18 USC § 2339B</td>
<td>Providing material support or resources to designated foreign terrorist organizations</td>
</tr>
<tr>
<td>18 USC § 2339C</td>
<td>Prohibitions against the financing of terrorism</td>
</tr>
<tr>
<td>18 USC § 2339D</td>
<td>Receiving military-type training from a foreign terrorist organization</td>
</tr>
<tr>
<td>18 USC § 2340</td>
<td>Definitions</td>
</tr>
<tr>
<td>18 USC § 2340A</td>
<td>Torture</td>
</tr>
<tr>
<td>18 USC § 2340B</td>
<td>Exclusive remedies</td>
</tr>
<tr>
<td>18 USC § 2381</td>
<td>Treason</td>
</tr>
<tr>
<td>18 USC § 2382</td>
<td>Misprision of treason</td>
</tr>
<tr>
<td>18 USC § 2383</td>
<td>Rebellion or insurrection</td>
</tr>
<tr>
<td>18 USC § 2384</td>
<td>Seditious conspiracy</td>
</tr>
<tr>
<td>18 USC § 2385</td>
<td>Advocating overthrow of Government</td>
</tr>
<tr>
<td>18 USC § 2386</td>
<td>Registration of certain organizations</td>
</tr>
<tr>
<td>18 USC § 2387</td>
<td>Activities affecting armed forces generally</td>
</tr>
<tr>
<td>18 USC § 2388</td>
<td>Activities affecting armed forces during war</td>
</tr>
<tr>
<td>18 USC § 2389</td>
<td>Recruiting for service against United States</td>
</tr>
<tr>
<td>18 USC § 2390</td>
<td>Enlistment to serve against United States</td>
</tr>
<tr>
<td>18 USC § 2340</td>
<td>Receiving military-type training from a foreign terrorist organization</td>
</tr>
</tbody>
</table>
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22 USC § 254b. Privileges and immunities of mission of nonparty to Vienna Convention—969
22 USC § 254c. Extension of more favorable or less favorable treatment than provided under Vienna Convention; authority of President—969
22 USC § 254c–1. Policy toward certain agents of foreign governments—970
22 USC § 254d. Dismissal on motion of action against individual entitled to immunity—970

CHAPTER 23—PROTECTION OF CITIZENS ABROAD—972
22 USC § 1731. Protection to naturalized citizens abroad—972
22 USC § 1732. Release of citizens imprisoned by foreign governments—972

CHAPTER 32—FOREIGN ASSISTANCE—974
SUBCHAPTER I—INTERNATIONAL DEVELOPMENT—974
Part VIII—International Narcotics Control—974
22 USC § 2291. Policy, general authorities, coordination, foreign police actions, definitions, and other provisions—974
22 USC § 2291–4. Official immunity for authorized employees and agents of United States and foreign countries engaged in interdiction of aircraft used in illicit drug trafficking—980
22 USC § 2291–5. Provision of nonlethal equipment to foreign law enforcement organizations for cooperative illicit narcotics control activities—982
22 USC § 2291a. Authorization of appropriations—983
22 USC § 2291b. Prohibition on use of foreign assistance for reimbursements for drug crop eradications—986
22 USC § 2291c. Requirements relating to aircraft and other equipment—986
22 USC § 2291d. Records of aircraft use—988
22 USC § 2291e. Reallocation of funds withheld from countries which fail to take adequate steps to halt illicit drug production or trafficking—988
22 USC § 2291f. Prohibition on assistance to drug traffickers—989
22 USC § 2291g. Limitations on acquisition of real property and construction of facilities—990
22 USC § 2291h. Reporting requirements—991
22 USC § 2291j. Annual certification procedures—996
22 USC § 2291j–1. International drug control certification procedures—1000
SUBCHAPTER II—MILITARY ASSISTANCE AND SALES—1003
Part I—Declaration of Policy—1003
22 USC § 2301. Congressional statement of policy—1003
22 USC § 2302. Utilization of defense articles and defense services—1005
22 USC § 2304. Human rights and security assistance—1005
Part II—Military Assistance—1014
22 USC § 2311. General authority—1014
22 USC § 2312. Authorization of appropriations—1016
22 USC § 2314. Furnishing of defense articles or related training or other defense service on grant basis—1017
22 USC § 2318. Special authority—1022
22 USC § 2321b. Excess defense article—1025
22 USC § 2321c. Definitions—1026
22 USC § 2321d. Considerations in furnishing military assistance—1026
22 USC § 2321h. Stockpiling of defense articles for foreign countries—1026
22 USC § 2321i. Overseas management of assistance and sales programs—1028
22 USC § 2321j. Authority to transfer excess defense articles—1030
22 USC § 2321k. Designation of major non-NATO allies—1034
Part III—Foreign Military Sales—1035
22 USC § 2344. Reimbursements—1035
Part V—International Military Education and Training—1036
22 USC § 2347. General authority—1036
22 USC § 2347a. Authorization of appropriations—1036
22 USC § 2347b. Congressional declaration of purpose—1037
CHAPTER 80—DIPLOMATIC TELECOMMUNICATIONS SERVICE PROGRAM OFFICE (DTS-PO)

22 USC § 7301. Reorganization; duties _____________________________ 1087
22 USC § 7302. Establishment of the Diplomatic Telecommunications Service Governance Board ________________________ 1088
22 USC § 7303. Funding of the Diplomatic Telecommunications Service __________________________ 1090
22 USC § 7304. Definitions _______________________________________ 1091

CHAPTER 89—ADVANCING DEMOCRATIC VALUES ____________________________ 1093

22 USC § 8201. Findings __________________________________________ 1093
22 USC § 8202. Statement of policy __________________________________ 1094
22 USC § 8203. Definitions ________________________________________ 1095
SUBCHAPTER I—ACTIVITIES TO ENHANCE THE PROMOTION OF DEMOCRACY 1097
22 USC § 8211. Democracy promotion at the Department of State ________ 1097
22 USC § 8213. Investigations of violations of international humanitarian law ______ 1100
SUBCHAPTER II—STRATEGIES AND REPORTS ON HUMAN RIGHTS AND THE PROMOTION OF DEMOCRACY ____________________________ 1100
22 USC § 8221. Strategies, priorities, and annual report ________________ 1100
22 USC § 8222. Translation of human rights reports ____________________ 1101
SUBCHAPTER III—ADVISORY COMMITTEE ON DEMOCRACY PROMOTION AND THE INTERNET WEBSITE OF THE DEPARTMENT OF STATE ___________________________________________________________________________ 1102
22 USC § 8231. Advisory Committee on Democracy Promotion _____________ 1102
22 USC § 8232. Sense of Congress regarding the Internet website of the Department of State ____________________________ 1103

SUBCHAPTER IV—TRAINING IN DEMOCRACY AND HUMAN RIGHTS; INCENTIVES
22 USC § 8241. Training in democracy promotion and the protection of human rights _____________ 1103
22 USC § 8242. Sense of Congress regarding ADVANCE Democracy Award ________ 1104
22 USC § 8243. Personnel policies at the Department of State _____________ 1105
SUBCHAPTER V—COOPERATION WITH DEMOCRATIC COUNTRIES _____________ 1105
22 USC § 8251. Cooperation with democratic countries _________________ 1105
SUBCHAPTER VI—FUNDING FOR PROMOTION OF DEMOCRACY ______________ 1107
22 USC § 8261. The United Nations Democracy Fund ____________________ 1107
22 USC § 8262. United States democracy assistance programs _____________ 1107

Title 28: Judiciary and Judicial Procedure _____________________________ 1109

PART II—DEPARTMENT OF JUSTICE ________________________________ 1110

CHAPTER 31—THE ATTORNEY GENERAL ______________________________ 1110
28 USC § 501. Executive department _________________________________ 1110
28 USC § 503. Attorney General ____________________________________ 1110
28 USC § 504. Deputy Attorney General ______________________________ 1110
28 USC § 504a. Associate Attorney General ___________________________ 1110
28 USC § 505. Solicitor General _____________________________________ 1110
42 USC § 2000h–6. Separability .................................................. 1314

CHAPTER 21A—PRIVACY PROTECTION ........................................ 1315

SUBCHAPTER I—FIRST AMENDMENT PRIVACY PROTECTION ........... 1315
Part A—Unlawful Acts .................................................................... 1315
42 USC § 2000aa. Searches and seizures by government officers and employees in connection with investigation or prosecution of criminal offenses .................................................. 1315
Part B—Remedies, Exceptions, and Definitions ................................ 1318
42 USC § 2000aa–6. Civil actions by aggrieved persons ...................... 1318

SUBCHAPTER II—ATTORNEY GENERAL GUIDELINES ................. 1321
42 USC § 2000aa–12. Binding nature of guidelines; disciplinary actions for violations; legal proceedings for non-compliance prohibited .................................................. 1322

CHAPTER 21D—DETAINEE TREATMENT ....................................... 1323
42 USC § 2000dd. Prohibition on cruel, inhuman, or degrading treatment or punishment of persons under custody or control of the United States Government .................. 1323
42 USC § 2000dd–0. Additional prohibition on cruel, inhuman, or degrading treatment or punishment .................................................. 1323

CHAPTER 21E—PRIVACY AND CIVIL LIBERTIES PROTECTION AND OVERSIGHT .............................................................. 1326
42 USC § 2000ee. Privacy and Civil Liberties Oversight Board ........... 1326
42 USC § 2000ee–1. Privacy and civil liberties officers ......................... 1334
42 USC § 2000ee–2. Privacy and data protection policies and procedures .................................................. 1337

CHAPTER 84—DEPARTMENT OF ENERGY ....................................... 1344
42 USC § 7101. Definitions .............................................................. 1344
SUBCHAPTER I—DECLARATION OF FINDINGS AND PURPOSES .......... 1345
42 USC § 7111. Congressional findings ............................................. 1345
42 USC § 7112. Congressional declaration of purpose .......................... 1345
42 USC § 7113. Relationship with States ........................................... 1348
SUBCHAPTER II—ESTABLISHMENT OF DEPARTMENT ............... 1349
42 USC § 7131. Establishment ......................................................... 1349
42 USC § 7132. Principal officers ...................................................... 1349
42 USC § 7133. Assistant Secretaries; appointment and confirmation; identification of responsibilities .................................................. 1351
42 USC § 7134. Federal Energy Regulatory Commission; compensation of Chairman and members .................................................. 1354
42 USC § 7135. Energy Information Administration .......................... 1354
42 USC § 7135a. Delegation by Secretary of Energy of energy research, etc., functions to Administrator of Energy Information Administration; prohibition against required delegation; utilization of capabilities by Secretary .................................................. 1361
42 USC § 7136. Economic Regulatory Administration; appointment of Administrator; compensation; qualifications; functions .................................................. 1362
42 USC § 7137. Functions of Comptroller General .............................. 1362
42 USC § 7144. Establishment of policy for National Nuclear Security Administration .................................................. 1362
42 USC § 7144a. Establishment of security, counterintelligence, and intelligence policies .................................................. 1363
42 USC § 7144b. Office of Counterintelligence .................................... 1364
42 USC § 7144c. Office of Intelligence ................................................. 1366
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SUBCHAPTER XV—MATTERS RELATING TO SAFEGUARDS, SECURITY, AND COUNTERINTELLIGENCE .................................................. 1367
42 USC § 7383. Commission on Safeguards, Security, and Counterintelligence at Department of Energy Facilities ........................................... 1367
42 USC § 7383e. Annual report by the President on espionage by the People’s Republic of China ........................................... 1371
42 USC § 7383i. Definitions of national laboratory and nuclear weapons production facility ........................................... 1371
42 USC § 7383j. Definition of Restricted Data ........................................... 1372

Title 44: Public Printing and Documents ........................................... 1373

CHAPTER 15—FEDERAL REGISTER AND CODE OF FEDERAL REGULATIONS ................................................................................. 1374
44 USC § 1501. Definitions ........................................................................ 1374
44 USC § 1502. Custody and printing of Federal documents; appointment of Director ........................................... 1374
44 USC § 1503. Filing documents with Office; notation of time; public inspection; transmission for printing ........................................... 1374
44 USC § 1504. “Federal Register”; printing; contents; distribution; price ........................................... 1375
44 USC § 1505. Documents to be published in Federal Register ........................................... 1376
44 USC § 1506. Administrative Committee of the Federal Register; establishment and composition; powers and duties ........................................... 1377
44 USC § 1507. Filing document as constructive notice; publication in Federal Register as presumption of validity; judicial notice; citation ........................................... 1378
44 USC § 1508. Publication in Federal Register as notice of hearing ........................................... 1379
44 USC § 1509. Costs of publication, etc. ........................................... 1379
44 USC § 1510. Code of Federal Regulations ........................................... 1379
44 USC § 1511. International agreements excluded from provisions of chapter ........................................... 1381

CHAPTER 22—PRESIDENTIAL RECORDS ........................................... 1382
44 USC § 2201. Definitions ........................................................................ 1382
44 USC § 2202. Ownership of Presidential records ........................................... 1383
44 USC § 2203. Management and custody of Presidential records ........................................... 1383
44 USC § 2204. Restrictions on access to Presidential records ........................................... 1385
44 USC § 2205. Exceptions to restricted access ........................................... 1387
44 USC § 2206. Regulations ........................................... 1388
44 USC § 2207. Vice-President’s records ........................................... 1388

CHAPTER 31—RECORDS MANAGEMENT BY FEDERAL AGENCIES .................................................................................. 1390
44 USC § 3101. Records management by agency heads; general duties ........................................... 1390
44 USC § 3102. Establishment of program of management ........................................... 1390
44 USC § 3103. Transfer of records to records centers ........................................... 1390
44 USC § 3104. Certifications and determinations on transferred records ........................................... 1391
44 USC § 3105. Safeguards ........................................... 1391
44 USC § 3106. Unlawful removal, destruction of records ........................................... 1391
44 USC § 3107. Authority of Comptroller General ........................................... 1392

CHAPTER 33—DISPOSAL OF RECORDS ........................................... 1393
44 USC § 3301. Definition of records ........................................... 1393
44 USC § 3302. Regulations covering lists of records for disposal, procedure for disposal, and standards for reproduction ........................................... 1393
44 USC § 3303. Lists and schedules of records to be submitted to the Archivist by head of each Government agency ........................................... 1394
44 USC § 3303a. Examination by Archivist of lists and schedules of records lacking preservation value; disposal of records ........................................... 1394
44 USC § 3308. Disposal of similar records where prior disposal was authorized ........................................... 1396
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50 USC § 403–1b. Additional education and training requirements ........................................ 1468
50 USC § 403–1c. National Intelligence Reserve Corps ..................................................... 1470
50 USC § 403–2. Intelligence community contracting ....................................................... 1471
50 USC § 403–2a. Construction of intelligence community facilities; Presidential authorization ................................................................. 1471
50 USC § 403–2b. Limitation on construction of facilities to be used primarily by intelligence community ......................................... 1471
50 USC § 403–3. Office of the Director of National Intelligence ......................................... 1473
50 USC § 403–3a. Deputy Directors of National Intelligence ............................................. 1475
50 USC § 403–3b. National Intelligence Council ................................................................. 1477
50 USC § 403–3c. General Counsel .................................................................................... 1479
50 USC § 403–3d. Civil Liberties Protection Officer ......................................................... 1480
50 USC § 403–3e. Director of Science and Technology ..................................................... 1481
50 USC § 403–3f. National Counterintelligence Executive ............................................. 1482
50 USC § 403–3g. Chief Information Officer ....................................................................... 1483
50 USC § 403–3h. Inspector General of the Intelligence Community .................................. 1484
50 USC § 403–3i. Chief Financial Officer of the Intelligence Community ....................... 1498
50 USC § 403–4. Central Intelligence Agency ................................................................. 1500
50 USC § 403–4a. Director of the Central Intelligence Agency ........................................ 1500
50 USC § 403–4b. Transformation of Central Intelligence Agency ................................. 1502
50 USC § 403–4c. Deputy Director of the Central Intelligence Agency ............................. 1503
50 USC § 403–5. Responsibilities of Secretary of Defense pertaining to National Intelligence Program ................................................................. 1503
50 USC § 403–5a. Assistance to United States law enforcement agencies ....................... 1507
50 USC § 403–5b. Disclosure of foreign intelligence acquired in criminal investigations; notice of criminal investigations of foreign intelligence sources ........................................ 1508
50 USC § 403–5c. Transferred ........................................................................................... 1509
50 USC § 403–5d. Foreign intelligence information ......................................................... 1509
50 USC § 403–5e. Transferred ........................................................................................... 1511
50 USC § 403–6. Appointment of officials responsible for intelligence-related activities .... 1511
50 USC § 403–7. Prohibition on using journalists as agents or assets ............................... 1513
50 USC § 403–8. Reaffirmation of longstanding prohibition against drug trafficking by employees of the intelligence community ................................................................. 1513
50 USC § 403–9. Information access by the Comptroller General of the United States ...... 1514
50 USC § 403a. Definitions relating to Central Intelligence Agency .............................. 1515
50 USC § 403b. Seal of office of Central Intelligence Agency ........................................ 1516
50 USC § 403c. Procurement authority of Central Intelligence Agency ......................... 1516
50 USC § 403e. Central Intelligence Agency personnel; allowances and benefits ............ 1517
50 USC § 403e–1. Eligibility for incentive awards .............................................................. 1522
50 USC § 403f. General authorities of Agency ................................................................. 1523
50 USC § 403g. Protection of nature of Agency's functions .............................................. 1525
50 USC § 403h. Admission of essential aliens; limitation on number .............................. 1526
50 USC § 403j. Central Intelligence Agency; appropriations; expenditures ................. 1526
50 USC § 403k. Authority to pay death gratuities .............................................................. 1527
50 USC § 403l. Authority to accept gifts, devises and bequests ......................................... 1528
50 USC § 403m. Misuse of Agency name, initials, or seal ............................................... 1530
50 USC § 403n. Special provisions for spouses of Central Intelligence Agency employees applicable to Agency participants in Civil Service Retirement and Disability System ... 1531
50 USC § 403o. Security personnel at Agency installations ............................................... 1532
50 USC § 403p. Health benefits for certain former spouses of Central Intelligence Agency employees ................................................................. 1534
50 USC § 403q. Inspector General for Agency ................................................................. 1537
50 USC § 403r. Special annuity computation rules for certain employees’ service abroad 1547
SUBCHAPTER VII—APPLICATION OF SANCTIONS LAWS TO INTELLIGENCE ACTIVITIES
50 USC § 441. Stay of sanctions ........................................ 1697
50 USC § 441a. Extension of stay ...................................... 1697
50 USC § 441b. Reports ..................................................... 1697
50 USC § 441c. Laws subject to stay .................................. 1698

SUBCHAPTER VII—A—EDUCATION IN SUPPORT OF NATIONAL INTELLIGENCE_ 1699
Part A—Science and Technology 1699
50 USC § 441g. Scholarships and work-study for pursuit of graduate degrees in science and technology ............................ 1699
50 USC § 441h. Framework for cross-disciplinary education and training ................................................... 1700
Part B—Foreign Languages Program 1702
50 USC § 441j. Program on advancement of foreign languages critical to the intelligence community .................................................. 1702
50 USC § 441j–1. Education partnerships ................................ 1702
50 USC § 441j–2. Voluntary services .................................... 1704
50 USC § 441j–3. Regulations .............................................. 1706
50 USC § 441j–4. Definitions ............................................... 1706
Part C—Additional Education Provisions 1708
50 USC § 441m. Assignment of intelligence community personnel as language students 1708
50 USC § 441n. Program on recruitment and training .......................... 1708
50 USC § 441o. Educational scholarship program ..................... 1710
50 USC § 441p. Intelligence officer training program ................. 1710

SUBCHAPTER VIII—ADDITIONAL MISCELLANEOUS PROVISIONS 1713
50 USC § 442. Applicability to United States intelligence activities of Federal laws implementing international treaties and agreements ........................................ 1713
50 USC § 442a. Counterintelligence initiatives .......................... 1713
50 USC § 442b. Misuse of the Office of the Director of National Intelligence name, initials, or seal ..................................................... 1714

CHAPTER 33—WAR POWERS RESOLUTION 1716
50 USC § 1541. Purpose and policy .................................... 1716
50 USC § 1542. Consultation; initial and regular consultations .... 1716
50 USC § 1543. Reporting requirement ................................. 1717
50 USC § 1544. Congressional action .................................... 1718
50 USC § 1545. Congressional priority procedures for joint resolution or bill ............................................................ 1719
50 USC § 1546. Congressional priority procedures for concurrent resolution ....................... 1720
50 USC § 1546a. Expedited procedures for certain joint resolutions and bills .................. 1721
50 USC § 1547. Interpretation of joint resolution ....................... 1721
50 USC § 1548. Separability ............................................... 1722

CHAPTER 36—FOREIGN INTELLIGENCE SURVEILLANCE 1724
SUBCHAPTER I—ELECTRONIC SURVEILLANCE 1724
50 USC § 1801. Definitions .............................................. 1724
50 USC § 1802. Electronic surveillance authorization without court order; certification by Attorney General; reports to Congressional committees; transmittal under seal; duties and compensation of communication common carrier; applications; jurisdiction of court .... 1737
50 USC § 1803. Designation of judges .................................... 1742
50 USC § 1804. Applications for court orders .......................... 1747
50 USC § 1805. Issuance of order ........................................ 1752
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50 USC § 1806. Use of information

50 USC § 1807. Report to Administrative Office of the United States Court and to Congress

50 USC § 1808. Report of Attorney General to Congressional committees; limitation on authority or responsibility of information gathering activities of Congressional committees; report of Congressional committees to Congress

50 USC § 1809. Criminal sanctions

50 USC § 1810. Civil liability

50 USC § 1811. Authorization during time of war

50 USC § 1812. Statement of exclusive means by which electronic surveillance and interception of certain communications may be conducted

SUBCHAPTER II—PHYSICAL SEARCHES

50 USC § 1820. Definitions

50 USC § 1821. Authorization of physical searches for foreign intelligence purposes

50 USC § 1822. Application for order

50 USC § 1823. Use of information

50 USC § 1824. Congressional oversight

50 USC § 1825. Penalties

50 USC § 1826. Civil liability

50 USC § 1827. Authorization during time of war

SUBCHAPTER III—PEN REGISTERS AND TRAP AND TRACE DEVICES FOR FOREIGN INTELLIGENCE PURPOSES

50 USC § 1830. Definitions

50 USC § 1831. Authorization during time of war

50 USC § 1832. Authorization during emergencies

50 USC § 1833. Use of information

50 USC § 1834. Congressional oversight

SUBCHAPTER IV—ACCESS TO CERTAIN BUSINESS RECORDS FOR FOREIGN INTELLIGENCE PURPOSES

50 USC § 1840. Definitions

50 USC § 1841. Authorization during time of war

50 USC § 1842. Authorization during emergencies

50 USC § 1843. Use of information

50 USC § 1844. Congressional oversight

SUBCHAPTER V—REPORTING REQUIREMENT

50 USC § 1850. Definitions

50 USC § 1851. Joint applications and concurrent authorizations

50 USC § 1852. Use of information

50 USC § 1853. Congressional oversight

50 USC § 1854. Savings provision

SUBCHAPTER VI—ADDITIONAL PROCEDURES REGARDING CERTAIN PERSONS OUTSIDE THE UNITED STATES

50 USC § 1860. Definitions

50 USC § 1861. Procedures for targeting certain persons outside the United States other than United States persons

50 USC § 1862. Certain acquisitions inside the United States targeting United States persons outside the United States

50 USC § 1863. Other acquisitions targeting United States persons outside the United States

50 USC § 1864. Joint applications and concurrent authorizations

50 USC § 1865. Use of information acquired under this subchapter

50 USC § 1866. Congressional oversight

50 USC § 1867. Savings provision

SUBCHAPTER VII—PROTECTION OF PERSONS ASSISTING THE GOVERNMENT

50 USC § 1870. Definitions

50 USC § 1871. Joint applications and concurrent authorizations

50 USC § 1872. Use of information

50 USC § 1873. Congressional oversight

50 USC § 1874. Penalties

50 USC § 1875. Civil liability

50 USC § 1876. Authorization during time of war

SUBCHAPTER VIII—ADDITIONAL PROCEDURES REGARDING CERTAIN PERSONS INSIDE THE UNITED STATES

50 USC § 1880. Definitions

50 USC § 1881. Procedures for targeting certain persons inside the United States other than United States persons

50 USC § 1882. Certain acquisitions inside the United States targeting United States persons inside the United States

50 USC § 1883. Other acquisitions targeting United States persons inside the United States

50 USC § 1884. Joint applications and concurrent authorizations

50 USC § 1885. Use of information acquired under this subchapter

50 USC § 1886. Congressional oversight

50 USC § 1887. Savings provision

SUBCHAPTER IX—ADDITIONAL REGULATIONS

50 USC § 1890. Definitions

50 USC § 1891. Authorization during time of war

50 USC § 1892. Authorization during emergencies

50 USC § 1893. Use of information

50 USC § 1894. Congressional oversight

50 USC § 1895. Penalties

50 USC § 1896. Civil liability
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CHAPTER 6—CONGRESSIONAL AND COMMITTEE PROCEDURE; INVESTIGATIONS

2 USC § 190d. Legislative review by standing committees of the Senate and the House of Representatives

(a) Scope of assistance

In order to assist the Congress in—

(1) its analysis, appraisal, and evaluation of the application, administration, and execution of the laws enacted by the Congress, and

(2) its formulation, consideration, and enactment of such modifications of or changes in those laws, and of such additional legislation, as may be necessary or appropriate,

each standing committee of the Senate and the House of Representatives shall review and study, on a continuing basis, the application, administration, and execution of those laws, or parts of laws, the subject matter of which is within the jurisdiction of that committee. Such committees may carry out the required analysis, appraisal, and evaluation themselves, or by contract, or may require a Government agency to do so and furnish a report thereon to the Congress. Such committees may rely on such techniques as pilot testing, analysis of costs in comparison with benefits, or provision for evaluation after a defined period of time.

(b) Reports to the Senate and the House of Representatives

In each odd-numbered year beginning on or after January 1, 1973, each standing committee of the Senate shall submit, not later than March 31, to the Senate, and each standing committee of the House shall submit, not later than January 2, to
the House, a report on the activities of that committee under this section during the Congress ending at noon on January 3 of such year.

(c) Exceptions

The preceding provisions of this section do not apply to the Committees on Appropriations and the Budget of the Senate and the Committees on Appropriations, the Budget, House Oversight, Rules, and Standards of Official Conduct of the House.


2 USC § 190f. General appropriation bills


(b) Standard appropriation classification schedule

The Committees on Appropriations of the two Houses are authorized and directed, acting jointly, to develop a standard appropriation classification schedule which will clearly define in concise and uniform accounts the subtotals of appropriations asked for by agencies in the executive branch of the Government. That part of the printed hearings containing each such agency’s request for appropriations shall be preceded by such a schedule.

(c) Nonconsideration if a provision reappropriates unexpended balances

No general appropriation bill or amendment thereto shall be received or considered in either House if it contains a provision reappropriating unexpended balances of appropriations; except that this provision shall not apply to appropriations in continuation of appropriations for public works on which work has commenced.

2 USC § 190m. Subpoena for taking testimony; compensation of officers and witnesses; return of depositions

It shall be the duty of the marshal of the United States for the district in which the testimony is to be taken to serve, or cause to be served, all subpoenas issued in behalf of the United States under this section and section 190l of this title, in the same manner as if issued by the district court for his district; and he shall, upon being first paid his fees therefor, serve any subpoenas that may be issued at the instance of such private party or parties. And the said master may, in his discretion, appoint any other person to serve any subpoena. Such master shall have full power to administer oaths to witnesses, and the same power to issue attachments to compel the attendance of witnesses and the production of books, papers, and documents, as the district court of his district would have in a case pending before it; and it shall be his duty to report the conduct of contumacious witnesses before him to the House of Congress appointing such committee. The compensation of such master in chancery, and the fees of marshals and deputy marshals, and of any person appointed to serve papers, shall be the same as for like services in equity cases in the district court of the United States; and the compensation of witnesses shall be the same as for like attendance and travel of witnesses before such district courts; and all such fees and compensation of officers and witnesses on behalf of the United States, and other expenses of all investigations which may be had under the provisions of this section and section 190l of this title on the part of the United States, shall be paid out of the contingent fund of the Senate, in the case of a committee of the Senate, or the applicable accounts of the House of Representatives, in the case of a committee of the House of Representatives. Said master, when the examination is concluded, shall attach together all the depositions and exhibits, and attach thereto his certificate setting forth or referring to the authority by which they were taken, any notices he may have given, the names of the witnesses for whom subpoenas or attachments were issued, the names of witnesses who attended, with the time of attendance and mileage and fees of each witness on behalf of the United States, which he may require to be shown by affidavit, his own fees, the fees of the marshal, his deputies or other persons serving papers, giving the items, and such other facts in relation to the circumstances connected with the taking of the depositions as he may deem material. He shall then seal up such depositions and papers securely, direct them to the chairman of such committee at Washington, stating briefly on the outside the nature of the contents, and place them in a secure place in the post office, paying the postage thereon; and said package shall be opened only in the presence of such committee. The chairman of any committee ordering testimony to be taken under this section and section 190l of this title shall, at least ten days before the time fixed for such examination, and within two days after the adoption of such order, cause a copy thereof to be directed and delivered to the Attorney General of the United States, or sent to him by mail at the Department of Justice, to enable him to give such instructions as he may deem
best to the United States attorney of the district where such testimony is to be taken, who may, and, if required by the Attorney General, shall, though not requested by the committee, appear for the United States in person or by assistant, and take such part in such examination as the Attorney General shall direct.


2 USC § 191. Oaths to witnesses

The President of the Senate, the Speaker of the House of Representatives, or a chairman of any joint committee established by a joint or concurrent resolution of the two Houses of Congress, or of a committee of the whole, or of any committee of either House of Congress, is empowered to administer oaths to witnesses in any case under their examination.

Any member of either House of Congress may administer oaths to witnesses in any matter depending in either House of Congress of which he is a Member, or any committee thereof.

(R.S. §101; June 26, 1884, ch. 123, 23 Stat. 60; June 22, 1938, ch. 594, 52 Stat. 942, 943.)

2 USC § 192. Refusal of witness to testify or produce papers

Every person who having been summoned as a witness by the authority of either House of Congress to give testimony or to produce papers upon any matter under inquiry before either House, or any joint committee established by a joint or concurrent resolution of the two Houses of Congress, or any committee of either House of Congress, willfully makes default, or who, having appeared, refuses to answer any question pertinent to the question under inquiry, shall be deemed guilty of a misdemeanor, punishable by a fine of not more than $1,000 nor less than $100 and imprisonment in a common jail for not less than one month nor more than twelve months.

(R.S. §102; June 22, 1938, ch. 594, 52 Stat. 942.)

2 USC § 193. Privilege of witnesses

No witness is privileged to refuse to testify to any fact, or to produce any paper, respecting which he shall be examined by either House of Congress, or by any joint committee established by a joint or concurrent resolution of the two Houses.
of Congress, or by any committee of either House, upon the ground that his testimony to such fact or his production of such paper may tend to disgrace him or otherwise render him infamous.

(R.S. §103; June 22, 1938, ch. 594, 52 Stat. 942.)

2 USC § 194. Certification of failure to testify or produce; grand jury action

Whenever a witness summoned as mentioned in section 192 of this title fails to appear to testify or fails to produce any books, papers, records, or documents, as required, or whenever any witness so summoned refuses to answer any question pertinent to the subject under inquiry before either House, or any joint committee established by a joint or concurrent resolution of the two Houses of Congress, or any committee or subcommittee of either House of Congress, and the fact of such failure or failures is reported to either House while Congress is in session or when Congress is not in session, a statement of fact constituting such failure is reported to and filed with the President of the Senate or the Speaker of the House, it shall be the duty of the said President of the Senate or Speaker of the House, as the case may be, to certify, and he shall so certify, the statement of facts aforesaid under the seal of the Senate or House, as the case may be, to the appropriate United States attorney, whose duty it shall be to bring the matter before the grand jury for its action.

(R.S. §104; July 13, 1936, ch. 884, 49 Stat. 2041; June 22, 1938, ch. 594, 52 Stat. 942.)

2 USC § 194a. Request by Congressional committees to officers or employees of Federal departments, agencies, etc., concerned with foreign countries or multilateral organizations for expression of views and opinions

Upon the request of a committee of either House of Congress, a joint committee of Congress, or a member of such committee, any officer or employee of the Department of State, the Agency for International Development, or any other department, agency, or independent establishment of the United States Government primarily concerned with matters relating to foreign countries or multilateral organizations may express his views and opinions, and make recommendations he considers appropriate, if the request of the committee or member of the committee relates to a subject which is within the jurisdiction of that committee.
2 USC § 195. Fees of witnesses in District of Columbia

Witnesses residing in the District of Columbia and not in the service of the government of said District or of the United States, who shall be summoned to give testimony before any committee of the House of Representatives, shall not be allowed exceeding $2 for each day’s attendance before said committee.

(May 1, 1876, ch. 88, 19 Stat. 41.)

House Rule on Pay of Witnesses

Rule XI, clause 5, Rules of the House of Representatives, provides that: “Witnesses appearing before the House or any of its committees shall be paid the same per diem rate as established, authorized, and regulated by the Committee on House Administration for Members, Delegates, the Resident Commissioner, and employees of the House, plus actual expenses of travel to or from the place of examination. Such per diem may not be paid when a witness has been summoned at the place of examination.”

2 USC § 195a. Restriction on payment of witness fees or travel and subsistence expenses to persons subpoenaed by Congressional committees

No part of any appropriation disbursed by the Secretary of the Senate shall be available on and after July 12, 1960, for the payment to any person, at the time of the service upon him of a subpoena requiring his attendance at any inquiry or hearing conducted by any committee of the Congress or of the Senate or any subcommittee of any such committee, of any witness fee or any sum of money as an advance payment of any travel or subsistence expense which may be incurred by such person in responding to that subpoena.


2 USC § 195b. Fees for witnesses requested to appear before Majority Policy Committee or Minority Policy Committee

Any witness requested to appear before the Majority Policy Committee or the Minority Policy Committee shall be entitled to a witness fee for each full day spent in traveling to and from the place at which he is to appear, and
reimbursement of actual and necessary transportation expenses incurred in traveling to and from that place, at rates not to exceed those rates paid witnesses appearing before committees of the Senate.


2 USC § 196. Senate resolutions for investigations; limit of cost

Senate resolutions providing for inquiries and investigations shall contain a limit of cost of such investigation, which limit shall not be exceeded except by vote of the Senate authorizing additional amounts.

(Mar. 3, 1926, ch. 44, §1, 44 Stat. 162.)

2 USC § 197. Compensation of employees

The rate of compensation for any position under the appropriations now available for, or hereafter made for, expenses of inquiries and investigations of the Senate or expenses of special and select committees of the House of Representatives shall not exceed the rates fixed under chapter 51 and subchapter III of chapter 53 of title 5, for positions with comparable duties; and the salary limitations of $3,600 attached to appropriations heretofore made for expenses of inquiries and investigations of the Senate or for expenses of special and select committees of the House of Representatives are repealed.

(Feb. 9, 1937, ch. 9, title I, §1, 50 Stat. 9; Oct. 28, 1949, ch. 782, title XI, §1106(a), 63 Stat. 972.)

2 USC § 198. Adjournment

(a) Unless otherwise provided by the Congress, the two Houses shall—

(1) adjourn sine die not later than July 31 of each year; or

(2) in the case of an odd-numbered year, provide, not later than July 31 of such year, by concurrent resolution adopted in each House by roll-call vote, for the adjournment of the two Houses from that Friday in August which occurs at least thirty days before the first Monday in September (Labor Day) of such year to the second day after Labor Day.

(b) This section shall not be applicable in any year if on July 31 of such year a state of war exists pursuant to a declaration of war by the Congress.
2 USC § 199. Member of commission, board, etc., appointed by President pro tempore of Senate; recommendation process; applicability

(a) Any provision of law which provides that any member of a commission, board, committee, advisory group, or similar body is to be appointed by the President pro tempore of the Senate shall be construed to require that the appointment be made—

(1) upon recommendation of the Majority Leader of the Senate, if such provision of law specifies that the appointment is to be made on the basis of the appointee's affiliation with the majority political party,

(2) upon the recommendation of the Minority Leader of the Senate, if such provision of law specifies that the appointment is to be made on the basis of the appointee's affiliation with the minority party, and

(3) upon the joint recommendation of the Majority Leader of the Senate and the Minority Leader of the Senate, if such provision of law does not specify that the appointment is to be made on the appointee's affiliation with the majority or minority political party.

(b) The provisions of subsection (a) of this section shall be applicable in the case of appointments made after December 22, 1980, pursuant to provisions of law enacted on, before, and after, December 22, 1980.

CHAPTER 4—DELEGATION OF FUNCTIONS

3 USC § 301. General authorization to delegate functions; publication of delegations

The President of the United States is authorized to designate and empower the head of any department or agency in the executive branch, or any official thereof who is required to be appointed by and with the advice and consent of the Senate, to perform without approval, ratification, or other action by the President (1) any function which is vested in the President by law, or (2) any function which such officer is required or authorized by law to perform only with or subject to the approval, ratification, or other action of the President: Provided, That nothing contained herein shall relieve the President of his responsibility in office for the acts of any such head or other official designated by him to perform such functions. Such designation and authorization shall be in writing, shall be published in the Federal Register, shall be subject to such terms, conditions, and limitations as the President may deem advisable, and shall be revocable at any time by the President in whole or in part.

(Added Oct. 31, 1951, ch. 655, §10, 65 Stat. 712.)

Memorandum on Assignment of Reporting Functions Under the Intelligence Reform and Terrorism Prevention Act of 2004

Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 48633, as amended by Memorandum of President of the United States, July 1, 2005, 70 F.R. 41341, provided:

Memorandum for the Secretary of State[,] the Secretary of Defense[, the Director of National Intelligence[,] the Attorney General[, and] the Secretary of Homeland Security
By the authority vested in me as President by the Constitution and laws of the United States, including section 301 of title 3, United States Code:

1. The reporting functions of the President under sections 4026(a)(4)(A), 4026(c)(2), 7104(e)(4)(A), 7202(d) [now 7202(g)], 7204(c)(1)–(2), and 7120 [118 Stat. 3803] of the Intelligence Reform and Terrorism Prevention Act of 2004 (Public Law 108–458, 118 Stat. 3638) (the “Act”) [8 U.S.C. 1777(g), 22 U.S.C. 2656 note, 2751 note, 7555] are hereby assigned to the Secretary of State.

The reporting function under section 7202(d) [now 7202(g)] of the Act [8 U.S.C. 1777(g)] on the Human Smuggling and Trafficking Center shall be coordinated with the Attorney General and the Secretary of Homeland Security.

Heads of departments and agencies shall, to the extent permitted by law, furnish to the Secretary of State information the Secretary requests to perform such functions, in the format and on the schedule specified by the Secretary.

2. The reporting function of the President under section 7104(i) of the Act [22 U.S.C. 7536] is hereby assigned to the Secretary of Defense.

Heads of departments and agencies shall, to the extent permitted by law, furnish to the Secretary of Defense information the Secretary requests to perform such functions, in the format and on the schedule specified by the Secretary.

3. The reporting functions under sections 1022 and 1094 of the Act [50 U.S.C. 4040–1, 401 note] are hereby assigned to the Director of National Intelligence.

Heads of departments and agencies shall, to the extent permitted by law, furnish to the Director of National Intelligence information the Director requests to perform such functions, in the format and on the schedule specified by the Director.

The Secretaries of State and Defense, and the Director of National Intelligence shall perform such functions in a manner consistent with the President’s constitutional authority to withhold information the disclosure of which could impair foreign relations, national security, the deliberative processes of the Executive, or the performance of the Executive’s constitutional duties.

Any reference in this memorandum to the provision of any Act shall be deemed to include references to any hereafter-enacted provision of law that is the same or substantially the same as such provision.

The Secretary of State is authorized and directed to publish this memorandum in the Federal Register.
3 USC § 302. Scope of delegation of functions

The authority conferred by this chapter shall apply to any function vested in the President by law if such law does not affirmatively prohibit delegation of the performance of such function as herein provided for, or specifically designate the officer or officers to whom it may be delegated. This chapter shall not be deemed to limit or derogate from any existing or inherent right of the President to delegate the performance of functions vested in him by law, and nothing herein shall be deemed to require express authorization in any case in which such an official would be presumed in law to have acted by authority or direction of the President.

(Added Oct. 31, 1951, ch. 655, §10, 65 Stat. 712.)

3 USC § 303. Definitions

As used in this chapter, the term “function” embraces any duty, power, responsibility, authority, or discretion vested in the President or other officer concerned, and the terms “perform” and “performance” may be construed to mean “exercise”.

(Added Oct. 31, 1951, ch. 655, §10, 65 Stat. 712.)
CHAPTER 5—EXTENSION OF CERTAIN RIGHTS AND PROTECTIONS TO PRESIDENTIAL OFFICES

3 USC § 417. Prohibition of intimidation or reprisal

(a) In General.—It shall be unlawful for an employing office to intimidate, take reprisal against, or otherwise discriminate against, any covered employee because the covered employee has opposed any practice made unlawful by this chapter, or because the covered employee has initiated proceedings, made a charge, or testified, assisted, or participated in any manner in a hearing or other proceeding under this chapter.

(b) Remedy.—A violation of subsection (a) may be remedied by any legal remedy available to redress the practice opposed by the covered employee or other violation of law as to which the covered employee initiated proceedings, made a charge, or engaged in other conduct protected under subsection (a).


3 USC § 435. Generally applicable remedies and limitations

(a) Attorney's Fees.—If a covered employee, with respect to any claim under this chapter, or a qualified person with a disability, with respect to any claim under section 421, is a prevailing party in any proceeding under section 453(1), the administrative agency may award attorney's fees, expert fees, and any other costs as would be appropriate if awarded under section 706(k) of the Civil Rights Act of 1964.

(b) Interest.—In any proceeding under section 453(1), the same interest to compensate for delay in payment shall be made available as would be appropriate if awarded under section 717(d) of the Civil Rights Act of 1964.

(c) Civil Penalties and Punitive Damages.—Except as otherwise provided in this chapter, no civil penalty or punitive damages may be awarded with respect to any claim under this chapter.

(d) Exclusive Procedure.—

(1) In general.—Except as provided in paragraph (2), no person may commence an administrative or judicial proceeding to seek a remedy for the rights and protections afforded by this chapter except as provided in this chapter and in sections 1296 and 1346(g) and chapter 179 of title 28.
(2) Veterans.—A covered employee under section 416 may also utilize any provisions of chapter 43 of title 38 that are applicable to that employee.

(e) Scope of Remedy.—Only a covered employee who has undertaken and completed the procedures described in section 452 may be granted a remedy under part A of this subchapter.

(f) Construction.—

(1) Definitions and exemptions.—Except where inconsistent with definitions and exemptions provided in this chapter, the definitions and exemptions in the laws made applicable by this chapter shall apply under this chapter.

(2) Size limitations.—Notwithstanding paragraph (1), provisions in the laws made applicable under this chapter (other than paragraphs (2) and (3) of section 2(a) of the Worker Adjustment and Retraining Notification Act) determining coverage based on size, whether expressed in terms of numbers of employees, amount of business transacted, or other measure, shall not apply in determining coverage under this chapter.

(g) Political Affiliation.—It shall not be a violation of any provision of this chapter to consider, or make any employment decision based on, the party affiliation, or political compatibility with the employing office, of an employee who is a covered employee.
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PART I—THE AGENCIES GENERALLY

CHAPTER 1—ORGANIZATION

5 USC § 101. Executive departments

The Executive departments are:

The Department of State.

The Department of the Treasury.

The Department of Defense.

The Department of Justice.

The Department of the Interior.

The Department of Agriculture.

The Department of Commerce.

The Department of Labor.

The Department of Health and Human Services.

The Department of Housing and Urban Development.

The Department of Transportation.

The Department of Energy.

The Department of Education.

The Department of Veterans Affairs.

The Department of Homeland Security.

5 USC § 102. Military departments

The military departments are:

The Department of the Army.

The Department of the Navy.

The Department of the Air Force.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 378.)

5 USC § 103. Government corporation

For the purpose of this title—

(1) “Government corporation” means a corporation owned or controlled by the Government of the United States; and

(2) “Government controlled corporation” does not include a corporation owned by the Government of the United States.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 378.)

5 USC § 104. Independent establishment

For the purpose of this title, “independent establishment” means—

(1) an establishment in the executive branch (other than the United States Postal Service or the Postal Regulatory Commission) which is not an Executive department, military department, Government corporation, or part thereof, or part of an independent establishment; and

(2) the Government Accountability Office.


5 USC § 105. Executive agency

For the purpose of this title, “Executive agency” means an Executive department, a Government corporation, and an independent establishment.

CHAPTER 3—POWERS

5 USC § 301. Departmental regulations

The head of an Executive department or military department may prescribe regulations for the government of his department, the conduct of its employees, the distribution and performance of its business, and the custody, use, and preservation of its records, papers, and property. This section does not authorize withholding information from the public or limiting the availability of records to the public.


5 USC § 302. Delegation of authority

(a) For the purpose of this section, “agency” has the meaning given it by section 5721 of this title.

(b) In addition to the authority to delegate conferred by other law, the head of an agency may delegate to subordinate officials the authority vested in him—

(1) by law to take final action on matters pertaining to the employment, direction, and general administration of personnel under his agency; and

(2) by section 3702 of title 44 to authorize the publication of advertisements, notices, or proposals.


5 USC § 303. Oaths to witnesses

(a) An employee of an Executive department lawfully assigned to investigate frauds on or attempts to defraud the United States, or irregularity or misconduct of an employee or agent of the United States, may administer an oath to a witness attending to testify or depose in the course of the investigation.

(b) An employee of the Department of Defense lawfully assigned to investigative duties may administer oaths to witnesses in connection with an official investigation.

5 USC § 304. Subpenas

(a) The head of an Executive department or military department or bureau thereof in which a claim against the United States is pending may apply to a judge or clerk of a court of the United States to issue a subpena for a witness within the jurisdiction of the court to appear at a time and place stated in the subpena before an individual authorized to take depositions to be used in the courts of the United States, to give full and true answers to such written interrogatories and cross-interrogatories as may be submitted with the application, or to be orally examined and cross-examined on the subject of the claim.

(b) If a witness, after being served with a subpena, neglects or refuses to appear, or, appearing, refuses to testify, the judge of the district in which the subpena issued may proceed, on proper process, to enforce obedience to the subpena, or to punish for disobedience, in the same manner as a court of the United States may in case of process of subpena ad testificandum issued by the court.


5 USC § 305. Systematic agency review of operations

(a) For the purpose of this section, “agency” means an Executive agency, but does not include—

(1) a Government controlled corporation;

(2) the Tennessee Valley Authority;

(3) the Virgin Islands Corporation;

(4) the Atomic Energy Commission;

(5) the Central Intelligence Agency;

(6) the Panama Canal Commission; or

(7) the National Security Agency, Department of Defense.

(b) Under regulations prescribed and administered by the President, each agency shall review systematically the operations of each of its activities, functions, or organization units, on a continuing basis.
(c) The purpose of the reviews includes—

(1) determining the degree of efficiency and economy in the operation of the agency’s activities, functions, or organization units;

(2) identifying the units that are outstanding in those respects; and

(3) identifying the employees whose personal efforts have caused their units to be outstanding in efficiency and economy of operations.


5 USC § 306. Agency strategic plans

(a) Not later than the first Monday in February of any year following the year in which the term of the President commences under section 101 of title 3, the head of each agency shall make available on the public website of the agency a strategic plan and notify the President and Congress of its availability. Such plan shall contain—

(1) a comprehensive mission statement covering the major functions and operations of the agency;

(2) general goals and objectives, including outcome-oriented goals, for the major functions and operations of the agency;

(3) a description of how any goals and objectives contribute to the Federal Government priority goals required by section 1120(a) of title 31;

(4) a description of how the goals and objectives are to be achieved, including—

(A) a description of the operational processes, skills and technology, and the human, capital, information, and other resources required to achieve those goals and objectives; and

(B) a description of how the agency is working with other agencies to achieve its goals and objectives as well as relevant Federal Government priority goals;

(5) a description of how the goals and objectives incorporate views and suggestions obtained through congressional consultations required under subsection (d);
(6) a description of how the performance goals provided in the plan required by section 1115(a) of title 31, including the agency priority goals required by section 1120(b) of title 31, if applicable, contribute to the general goals and objectives in the strategic plan;

(7) an identification of those key factors external to the agency and beyond its control that could significantly affect the achievement of the general goals and objectives; and

(8) a description of the program evaluations used in establishing or revising general goals and objectives, with a schedule for future program evaluations to be conducted.

(b) The strategic plan shall cover a period of not less than 4 years following the fiscal year in which the plan is submitted. As needed, the head of the agency may make adjustments to the strategic plan to reflect significant changes in the environment in which the agency is operating, with appropriate notification of Congress.

(c) The performance plan required by section 1115(b) of title 31 shall be consistent with the agency's strategic plan. A performance plan may not be submitted for a fiscal year not covered by a current strategic plan under this section.

(d) When developing or making adjustments to a strategic plan, the agency shall consult periodically with the Congress, including majority and minority views from the appropriate authorizing, appropriations, and oversight committees, and shall solicit and consider the views and suggestions of those entities potentially affected by or interested in such a plan. The agency shall consult with the appropriate committees of Congress at least once every 2 years.

(e) The functions and activities of this section shall be considered to be inherently governmental functions. The drafting of strategic plans under this section shall be performed only by Federal employees.

(f) For purposes of this section the term “agency” means an Executive agency defined under section 105, but does not include the Central Intelligence Agency, the Government Accountability Office, the United States Postal Service, and the Postal Regulatory Commission.

CHAPTER 5—ADMINISTRATIVE PROCEDURE

SUBCHAPTER I—GENERAL PROVISIONS

5 USC § 500. Administrative practice; general provisions

(a) For the purpose of this section—

(1) “agency” has the meaning given it by section 551 of this title; and

(2) “State” means a State, a territory or possession of the United States including a Commonwealth, or the District of Columbia.

(b) An individual who is a member in good standing of the bar of the highest court of a State may represent a person before an agency on filing with the agency a written declaration that he is currently qualified as provided by this subsection and is authorized to represent the particular person in whose behalf he acts.

(c) An individual who is duly qualified to practice as a certified public accountant in a State may represent a person before the Internal Revenue Service of the Treasury Department on filing with that agency a written declaration that he is currently qualified as provided by this subsection and is authorized to represent the particular person in whose behalf he acts.

(d) This section does not—

(1) grant or deny to an individual who is not qualified as provided by subsection (b) or (c) of this section the right to appear for or represent a person before an agency or in an agency proceeding;

(2) authorize or limit the discipline, including disbarment, of individuals who appear in a representative capacity before an agency;

(3) authorize an individual who is a former employee of an agency to represent a person before an agency when the representation is prohibited by statute or regulation; or

(4) prevent an agency from requiring a power of attorney as a condition to the settlement of a controversy involving the payment of money.
(e) Subsections (b)–(d) of this section do not apply to practice before the United States Patent and Trademark Office with respect to patent matters that continue to be covered by chapter 3 (sections 31–33) of title 35.

(f) When a participant in a matter before an agency is represented by an individual qualified under subsection (b) or (c) of this section, a notice or other written communication required or permitted to be given the participant in the matter shall be given to the representative in addition to any other service specifically required by statute. When a participant is represented by more than one such qualified representative, service on any one of the representatives is sufficient.


5 USC § 503. Witness fees and allowances

(a) For the purpose of this section, “agency‖ has the meaning given it by section 5721 of this title.

(b) A witness is entitled to the fees and allowances allowed by statute for witnesses in the courts of the United States when—

(1) he is subpenaed under section 304(a) of this title; or

(2) he is subpenaed to and appears at a hearing before an agency authorized by law to hold hearings and subpena witnesses to attend the hearings.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 381.)

5 USC § 504. Costs and fees of parties

(a)(1) An agency that conducts an adversary adjudication shall award, to a prevailing party other than the United States, fees and other expenses incurred by that party in connection with that proceeding, unless the adjudicative officer of the agency finds that the position of the agency was substantially justified or that special circumstances make an award unjust. Whether or not the position of the agency was substantially justified shall be determined on the basis of the administrative record, as a whole, which is made in the adversary adjudication for which fees and other expenses are sought.

(2) A party seeking an award of fees and other expenses shall, within thirty days of a final disposition in the adversary adjudication, submit to the agency an application which shows that the party is a prevailing party and is eligible to
receive an award under this section, and the amount sought, including an itemized statement from any attorney, agent, or expert witness representing or appearing in behalf of the party stating the actual time expended and the rate at which fees and other expenses were computed. The party shall also allege that the position of the agency was not substantially justified. When the United States appeals the underlying merits of an adversary adjudication, no decision on an application for fees and other expenses in connection with that adversary adjudication shall be made under this section until a final and unreviewable decision is rendered by the court on the appeal or until the underlying merits of the case have been finally determined pursuant to the appeal.

(3) The adjudicative officer of the agency may reduce the amount to be awarded, or deny an award, to the extent that the party during the course of the proceedings engaged in conduct which unduly and unreasonably protracted the final resolution of the matter in controversy. The decision of the adjudicative officer of the agency under this section shall be made a part of the record containing the final decision of the agency and shall include written findings and conclusions and the reason or basis therefor. The decision of the agency on the application for fees and other expenses shall be the final administrative decision under this section.

(4) If, in an adversary adjudication arising from an agency action to enforce a party's compliance with a statutory or regulatory requirement, the demand by the agency is substantially in excess of the decision of the adjudicative officer and is unreasonable when compared with such decision, under the facts and circumstances of the case, the adjudicative officer shall award to the party the fees and other expenses related to defending against the excessive demand, unless the party has committed a willful violation of law or otherwise acted in bad faith, or special circumstances make an award unjust. Fees and expenses awarded under this paragraph shall be paid only as a consequence of appropriations provided in advance.

(b)(1) For the purposes of this section—

(A) “fees and other expenses” includes the reasonable expenses of expert witnesses, the reasonable cost of any study, analysis, engineering report, test, or project which is found by the agency to be necessary for the preparation of the party's case, and reasonable attorney or agent fees (The amount of fees awarded under this section shall be based upon prevailing market rates for the kind and quality of the services furnished, except that (i) no expert witness shall be compensated at a rate in excess of the highest rate of compensation for expert witnesses paid by the agency involved, and (ii) attorney or agent fees shall not be awarded in excess of $125 per hour unless the agency determines by regulation that an increase in the cost of living or a special factor, such as the limited availability of qualified attorneys or agents for the proceedings involved, justifies a higher fee.).
(B) “party” means a party, as defined in section 551(3) of this title, who is (i) an individual whose net worth did not exceed $2,000,000 at the time the adversary adjudication was initiated, or (ii) any owner of an unincorporated business, or any partnership, corporation, association, unit of local government, or organization, the net worth of which did not exceed $7,000,000 at the time the adversary adjudication was initiated, and which had not more than 500 employees at the time the adversary adjudication was initiated; except that an organization described in section 501(c)(3) of the Internal Revenue Code of 1986 (26 U.S.C. 501(c)(3)) exempt from taxation under section 501(a) of such Code, or a cooperative association as defined in section 15(a) of the Agricultural Marketing Act (12 U.S.C. 1141j(a)), may be a party regardless of the net worth of such organization or cooperative association or for purposes of subsection (a)(4), a small entity as defined in section 601;

(C) “adversary adjudication” means (i) an adjudication under section 554 of this title in which the position of the United States is represented by counsel or otherwise, but excludes an adjudication for the purpose of establishing or fixing a rate or for the purpose of granting or renewing a license, (ii) any appeal of a decision made pursuant to section 7103 of title 41 before an agency board of contract appeals as provided in section 7105 of title 41, (iii) any hearing conducted under chapter 38 of title 31, and (iv) the Religious Freedom Restoration Act of 1993;

(D) “adjudicative officer” means the deciding official, without regard to whether the official is designated as an administrative law judge, a hearing officer or examiner, or otherwise, who presided at the adversary adjudication;

(E) “position of the agency” means, in addition to the position taken by the agency in the adversary adjudication, the action or failure to act by the agency upon which the adversary adjudication is based; except that fees and other expenses may not be awarded to a party for any portion of the adversary adjudication in which the party has unreasonably protracted the proceedings; and

(F) “demand” means the express demand of the agency which led to the adversary adjudication, but does not include a recitation by the agency of the maximum statutory penalty (i) in the administrative complaint, or (ii) elsewhere when accompanied by an express demand for a lesser amount.

(2) Except as otherwise provided in paragraph (1), the definitions provided in section 551 of this title apply to this section.
(c)(1) After consultation with the Chairman of the Administrative Conference of the United States, each agency shall by rule establish uniform procedures for the submission and consideration of applications for an award of fees and other expenses. If a court reviews the underlying decision of the adversary adjudication, an award for fees and other expenses may be made only pursuant to section 2412(d)(3) of title 28, United States Code.

(2) If a party other than the United States is dissatisfied with a determination of fees and other expenses made under subsection (a), that party may, within 30 days after the determination is made, appeal the determination to the court of the United States having jurisdiction to review the merits of the underlying decision of the agency adversary adjudication. The court’s determination on any appeal heard under this paragraph shall be based solely on the factual record made before the agency. The court may modify the determination of fees and other expenses only if the court finds that the failure to make an award of fees and other expenses, or the calculation of the amount of the award, was unsupported by substantial evidence.

(d) Fees and other expenses awarded under this subsection shall be paid by any agency over which the party prevails from any funds made available to the agency by appropriation or otherwise.

(e) The Chairman of the Administrative Conference of the United States, after consultation with the Chief Counsel for Advocacy of the Small Business Administration, shall report annually to the Congress on the amount of fees and other expenses awarded during the preceding fiscal year pursuant to this section. The report shall describe the number, nature, and amount of the awards, the claims involved in the controversy, and any other relevant information which may aid the Congress in evaluating the scope and impact of such awards. Each agency shall provide the Chairman with such information as is necessary for the Chairman to comply with the requirements of this subsection.

(f) No award may be made under this section for costs, fees, or other expenses which may be awarded under section 7430 of the Internal Revenue Code of 1986.

SUBCHAPTER II—ADMINISTRATIVE PROCEDURE

Short Title

The provisions of this subchapter and chapter 7 of this title were originally enacted by act June 11, 1946, ch. 324, 60 Stat. 237, popularly known as the “Administrative Procedure Act”. That Act was repealed as part of the general revision of this title by Pub. L. 89–554 and its provisions incorporated into this subchapter and chapter 7 hereof.

5 USC § 551. Definitions

For the purpose of this subchapter—

(1) “agency” means each authority of the Government of the United States, whether or not it is within or subject to review by another agency, but does not include—

(A) the Congress;

(B) the courts of the United States;

(C) the governments of the territories or possessions of the United States;

(D) the government of the District of Columbia;

or except as to the requirements of section 552 of this title—

(E) agencies composed of representatives of the parties or of representatives of organizations of the parties to the disputes determined by them;

(F) courts martial and military commissions;

(G) military authority exercised in the field in time of war or in occupied territory; or

(H) functions conferred by sections 1738, 1739, 1743, and 1744 of title 12; subchapter II of chapter 471 of title 49; or sections 1884, 1891–1902, and former section 1641(b)(2), of title 50, appendix;
(2) “person” includes an individual, partnership, corporation, association, or public or private organization other than an agency;

(3) “party” includes a person or agency named or admitted as a party, or properly seeking and entitled as of right to be admitted as a party, in an agency proceeding, and a person or agency admitted by an agency as a party for limited purposes;

(4) “rule” means the whole or a part of an agency statement of general or particular applicability and future effect designed to implement, interpret, or prescribe law or policy or describing the organization, procedure, or practice requirements of an agency and includes the approval or prescription for the future of rates, wages, corporate or financial structures or reorganizations thereof, prices, facilities, appliances, services or allowances therefor or of valuations, costs, or accounting, or practices bearing on any of the foregoing;

(5) “rule making” means agency process for formulating, amending, or repealing a rule;

(6) “order” means the whole or a part of a final disposition, whether affirmative, negative, injunctive, or declaratory in form, of an agency in a matter other than rule making but including licensing;

(7) “adjudication” means agency process for the formulation of an order;

(8) “license” includes the whole or a part of an agency permit, certificate, approval, registration, charter, membership, statutory exemption or other form of permission;

(9) “licensing” includes agency process respecting the grant, renewal, denial, revocation, suspension, annulment, withdrawal, limitation, amendment, modification, or conditioning of a license;

(10) “sanction” includes the whole or a part of an agency—

(A) prohibition, requirement, limitation, or other condition affecting the freedom of a person;

(B) withholding of relief;

(C) imposition of penalty or fine;

(D) destruction, taking, seizure, or withholding of property;
(E) assessment of damages, reimbursement, restitution, compensation, costs, charges, or fees;

(F) requirement, revocation, or suspension of a license; or

(G) taking other compulsory or restrictive action;

(11) “relief” includes the whole or a part of an agency—

(A) grant of money, assistance, license, authority, exemption, exception, privilege, or remedy;

(B) recognition of a claim, right, immunity, privilege, exemption, or exception; or

(C) taking of other action on the application or petition of, and beneficial to, a person;

(12) “agency proceeding” means an agency process as defined by paragraphs (5), (7), and (9) of this section;

(13) “agency action” includes the whole or a part of an agency rule, order, license, sanction, relief, or the equivalent or denial thereof, or failure to act; and

(14) “ex parte communication” means an oral or written communication not on the public record with respect to which reasonable prior notice to all parties is not given, but it shall not include requests for status reports on any matter or proceeding covered by this subchapter.


5 USC § 552. Public information; agency rules, opinions, orders, records, and proceedings

(a) Each agency shall make available to the public information as follows:

(1) Each agency shall separately state and currently publish in the Federal Register for the guidance of the public—
(A) descriptions of its central and field organization and the established places at which, the employees (and in the case of a uniformed service, the members) from whom, and the methods whereby, the public may obtain information, make submittals or requests, or obtain decisions;

(B) statements of the general course and method by which its functions are channeled and determined, including the nature and requirements of all formal and informal procedures available;

(C) rules of procedure, descriptions of forms available or the places at which forms may be obtained, and instructions as to the scope and contents of all papers, reports, or examinations;

(D) substantive rules of general applicability adopted as authorized by law, and statements of general policy or interpretations of general applicability formulated and adopted by the agency; and

(E) each amendment, revision, or repeal of the foregoing.

Except to the extent that a person has actual and timely notice of the terms thereof, a person may not in any manner be required to resort to, or be adversely affected by, a matter required to be published in the Federal Register and not so published. For the purpose of this paragraph, matter reasonably available to the class of persons affected thereby is deemed published in the Federal Register when incorporated by reference therein with the approval of the Director of the Federal Register.

(2) Each agency, in accordance with published rules, shall make available for public inspection and copying—

(A) final opinions, including concurring and dissenting opinions, as well as orders, made in the adjudication of cases;

(B) those statements of policy and interpretations which have been adopted by the agency and are not published in the Federal Register;

(C) administrative staff manuals and instructions to staff that affect a member of the public;

(D) copies of all records, regardless of form or format, which have been released to any person under paragraph (3) and which, because of the nature of their subject matter, the agency determines have become or are likely to become the subject of subsequent requests for substantially the same records; and
(E) a general index of the records referred to under subparagraph (D);

unless the materials are promptly published and copies offered for sale. For records created on or after November 1, 1996, within one year after such date, each agency shall make such records available, including by computer telecommunications or, if computer telecommunications means have not been established by the agency, by other electronic means. To the extent required to prevent a clearly unwarranted invasion of personal privacy, an agency may delete identifying details when it makes available or publishes an opinion, statement of policy, interpretation, staff manual, instruction, or copies of records referred to in subparagraph (D). However, in each case the justification for the deletion shall be explained fully in writing, and the extent of such deletion shall be indicated on the portion of the record which is made available or published, unless including that indication would harm an interest protected by the exemption in subsection (b) under which the deletion is made. If technically feasible, the extent of the deletion shall be indicated at the place in the record where the deletion was made. Each agency shall also maintain and make available for public inspection and copying current indexes providing identifying information for the public as to any matter issued, adopted, or promulgated after July 4, 1967, and required by this paragraph to be made available or published. Each agency shall promptly publish, quarterly or more frequently, and distribute (by sale or otherwise) copies of each index or supplements thereto unless it determines by order published in the Federal Register that the publication would be unnecessary and impracticable, in which case the agency shall nonetheless provide copies of such index on request at a cost not to exceed the direct cost of duplication. Each agency shall make the index referred to in subparagraph (E) available by computer telecommunications by December 31, 1999. A final order, opinion, statement of policy, interpretation, or staff manual or instruction that affects a member of the public may be relied on, used, or cited as precedent by an agency against a party other than an agency only if—

(i) it has been indexed and either made available or published as provided by this paragraph; or

(ii) the party has actual and timely notice of the terms thereof.

(3)(A) Except with respect to the records made available under paragraphs (1) and (2) of this subsection, and except as provided in subparagraph (E), each agency, upon any request for records which (i) reasonably describes such records and (ii) is made in accordance with published rules stating the time, place, fees (if any), and procedures to be followed, shall make the records promptly available to any person.
(B) In making any record available to a person under this paragraph, an agency shall provide the record in any form or format requested by the person if the record is readily reproducible by the agency in that form or format. Each agency shall make reasonable efforts to maintain its records in forms or formats that are reproducible for purposes of this section.

(C) In responding under this paragraph to a request for records, an agency shall make reasonable efforts to search for the records in electronic form or format, except when such efforts would significantly interfere with the operation of the agency’s automated information system.

(D) For purposes of this paragraph, the term “search” means to review, manually or by automated means, agency records for the purpose of locating those records which are responsive to a request.

(E) An agency, or part of an agency, that is an element of the intelligence community (as that term is defined in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4))) shall not make any record available under this paragraph to—

(i) any government entity, other than a State, territory, commonwealth, or district of the United States, or any subdivision thereof; or

(ii) a representative of a government entity described in clause (i).

(4)(A)(i) In order to carry out the provisions of this section, each agency shall promulgate regulations, pursuant to notice and receipt of public comment, specifying the schedule of fees applicable to the processing of requests under this section and establishing procedures and guidelines for determining when such fees should be waived or reduced. Such schedule shall conform to the guidelines which shall be promulgated, pursuant to notice and receipt of public comment, by the Director of the Office of Management and Budget and which shall provide for a uniform schedule of fees for all agencies.

(ii) Such agency regulations shall provide that—

(I) fees shall be limited to reasonable standard charges for document search, duplication, and review, when records are requested for commercial use;

(II) fees shall be limited to reasonable standard charges for document duplication when records are not sought for commercial use and the request is made by an educational or noncommercial scientific institution, whose purpose is made by an educational or noncommercial scientific institution, whose purpose is scholarly or scientific research; or a representative of the news media; and
(III) for any request not described in (I) or (II), fees shall be limited to reasonable standard charges for document search and duplication.

In this clause, the term “a representative of the news media” means any person or entity that gathers information of potential interest to a segment of the public, uses its editorial skills to turn the raw materials into a distinct work, and distributes that work to an audience. In this clause, the term “news” means information that is about current events or that would be of current interest to the public. Examples of news-media entities are television or radio stations broadcasting to the public at large and publishers of periodicals (but only if such entities qualify as disseminators of “news”) who make their products available for purchase by or subscription by or free distribution to the general public. These examples are not all-inclusive. Moreover, as methods of news delivery evolve (for example, the adoption of the electronic dissemination of newspapers through telecommunications services), such alternative media shall be considered to be news-media entities. A freelance journalist shall be regarded as working for a news-media entity if the journalist can demonstrate a solid basis for expecting publication through that entity, whether or not the journalist is actually employed by the entity. A publication contract would present a solid basis for such an expectation; the Government may also consider the past publication record of the requester in making such a determination.

(iii) Documents shall be furnished without any charge or at a charge reduced below the fees established under clause (ii) if disclosure of the information is in the public interest because it is likely to contribute significantly to public understanding of the operations or activities of the government and is not primarily in the commercial interest of the requester.

(iv) Fee schedules shall provide for the recovery of only the direct costs of search, duplication, or review. Review costs shall include only the direct costs incurred during the initial examination of a document for the purposes of determining whether the documents must be disclosed under this section and for the purposes of withholding any portions exempt from disclosure under this section. Review costs may not include any costs incurred in resolving issues of law or policy that may be raised in the course of processing a request under this section. No fee may be charged by any agency under this section—

(I) if the costs of routine collection and processing of the fee are likely to equal or exceed the amount of the fee; or

(II) for any request described in clause (ii) (II) or (III) of this subparagraph for the first two hours of search time or for the first one hundred pages of duplication.
(v) No agency may require advance payment of any fee unless the requester has previously failed to pay fees in a timely fashion, or the agency has determined that the fee will exceed $250.

(vi) Nothing in this subparagraph shall supersede fees chargeable under a statute specifically providing for setting the level of fees for particular types of records.

(vii) In any action by a requester regarding the waiver of fees under this section, the court shall determine the matter de novo: Provided, That the court's review of the matter shall be limited to the record before the agency.

(viii) An agency shall not assess search fees (or in the case of a requester described under clause (ii)(II), duplication fees) under this subparagraph if the agency fails to comply with any time limit under paragraph (6), if no unusual or exceptional circumstances (as those terms are defined for purposes of paragraphs (6)(B) and (C), respectively) apply to the processing of the request.

(B) On complaint, the district court of the United States in the district in which the complainant resides, or has his principal place of business, or in which the agency records are situated, or in the District of Columbia, has jurisdiction to enjoin the agency from withholding agency records and to order the production of any agency records improperly withheld from the complainant. In such a case the court shall determine the matter de novo, and may examine the contents of such agency records in camera to determine whether such records or any part thereof shall be withheld under any of the exemptions set forth in subsection (b) of this section, and the burden is on the agency to sustain its action. In addition to any other matters to which a court accords substantial weight, a court shall accord substantial weight to an affidavit of an agency concerning the agency's determination as to technical feasibility under paragraph (2)(C) and subsection (b) and reproducibility under paragraph (3)(B).

(C) Notwithstanding any other provision of law, the defendant shall serve an answer or otherwise plead to any complaint made under this subsection within thirty days after service upon the defendant of the pleading in which such complaint is made, unless the court otherwise directs for good cause shown.


(E)(i) The court may assess against the United States reasonable attorney fees and other litigation costs reasonably incurred in any case under this section in which the complainant has substantially prevailed.
(ii) For purposes of this subparagraph, a complainant has substantially prevailed if the complainant has obtained relief through either—

(I) a judicial order, or an enforceable written agreement or consent decree; or

(II) a voluntary or unilateral change in position by the agency, if the complainant's claim is not insubstantial.

(F)(i) Whenever the court orders the production of any agency records improperly withheld from the complainant and assesses against the United States reasonable attorney fees and other litigation costs, and the court additionally issues a written finding that the circumstances surrounding the withholding raise questions whether agency personnel acted arbitrarily or capriciously with respect to the withholding, the Special Counsel shall promptly initiate a proceeding to determine whether disciplinary action is warranted against the officer or employee who was primarily responsible for the withholding. The Special Counsel, after investigation and consideration of the evidence submitted, shall submit his findings and recommendations to the administrative authority of the agency concerned and shall send copies of the findings and recommendations to the officer or employee or his representative. The administrative authority shall take the corrective action that the Special Counsel recommends.

(ii) The Attorney General shall—

(I) notify the Special Counsel of each civil action described under the first sentence of clause (i); and

(II) annually submit a report to Congress on the number of such civil actions in the preceding year.

(iii) The Special Counsel shall annually submit a report to Congress on the actions taken by the Special Counsel under clause (i).

(G) In the event of noncompliance with the order of the court, the district court may punish for contempt the responsible employee, and in the case of a uniformed service, the responsible member.

(5) Each agency having more than one member shall maintain and make available for public inspection a record of the final votes of each member in every agency proceeding.
(6)(A) Each agency, upon any request for records made under paragraph (1), (2), or (3) of this subsection, shall—

(i) determine within 20 days (excepting Saturdays, Sundays, and legal public holidays) after the receipt of any such request whether to comply with such request and shall immediately notify the person making such request of such determination and the reasons therefor, and of the right of such person to appeal to the head of the agency any adverse determination; and

(ii) make a determination with respect to any appeal within twenty days (excepting Saturdays, Sundays, and legal public holidays) after the receipt of such appeal. If on appeal the denial of the request for records is in whole or in part upheld, the agency shall notify the person making such request of the provisions for judicial review of that determination under paragraph (4) of this subsection.

The 20-day period under clause (i) shall commence on the date on which the request is first received by the appropriate component of the agency, but in any event not later than ten days after the request is first received by any component of the agency that is designated in the agency’s regulations under this section to receive requests under this section. The 20-day period shall not be tolled by the agency except—

(I) that the agency may make one request to the requester for information and toll the 20-day period while it is awaiting such information that it has reasonably requested from the requester under this section; or

(II) if necessary to clarify with the requester issues regarding fee assessment. In either case, the agency’s receipt of the requester’s response to the agency’s request for information or clarification ends the tolling period.

(B)(i) In unusual circumstances as specified in this subparagraph, the time limits prescribed in either clause (i) or clause (ii) of subparagraph (A) may be extended by written notice to the person making such request setting forth the unusual circumstances for such extension and the date on which a determination is expected to be dispatched. No such notice shall specify a date that would result in an extension for more than ten working days, except as provided in clause (ii) of this subparagraph.

(ii) With respect to a request for which a written notice under clause (i) extends the time limits prescribed under clause (i) of subparagraph (A), the agency shall notify the person making the request if the request cannot be processed within
the time limit specified in that clause and shall provide the person an opportunity to limit the scope of the request so that it may be processed within that time limit or an opportunity to arrange with the agency an alternative time frame for processing the request or a modified request. To aid the requester, each agency shall make available its FOIA Public Liaison, who shall assist in the resolution of any disputes between the requester and the agency. Refusal by the person to reasonably modify the request or arrange such an alternative time frame shall be considered as a factor in determining whether exceptional circumstances exist for purposes of subparagraph (C).

(iii) As used in this subparagraph, “unusual circumstances” means, but only to the extent reasonably necessary to the proper processing of the particular requests—

(I) the need to search for and collect the requested records from field facilities or other establishments that are separate from the office processing the request;

(II) the need to search for, collect, and appropriately examine a voluminous amount of separate and distinct records which are demanded in a single request; or

(III) the need for consultation, which shall be conducted with all practicable speed, with another agency having a substantial interest in the determination of the request or among two or more components of the agency having substantial subject-matter interest therein.

(iv) Each agency may promulgate regulations, pursuant to notice and receipt of public comment, providing for the aggregation of certain requests by the same requestor, or by a group of requestors acting in concert, if the agency reasonably believes that such requests actually constitute a single request, which would otherwise satisfy the unusual circumstances specified in this subparagraph, and the requests involve clearly related matters. Multiple requests involving unrelated matters shall not be aggregated.

(C)(i) Any person making a request to any agency for records under paragraph (1), (2), or (3) of this subsection shall be deemed to have exhausted his administrative remedies with respect to such request if the agency fails to comply with the applicable time limit provisions of this paragraph. If the Government can show exceptional circumstances exist and that the agency is exercising due diligence in responding to the request, the court may retain jurisdiction and allow the agency additional time to complete its review of the records. Upon any determination by an agency to comply with a request for records, the records shall be made promptly available to such person making such request. Any
notification of denial of any request for records under this subsection shall set forth the names and titles or positions of each person responsible for the denial of such request.

(ii) For purposes of this subparagraph, the term “exceptional circumstances” does not include a delay that results from a predictable agency workload of requests under this section, unless the agency demonstrates reasonable progress in reducing its backlog of pending requests.

(iii) Refusal by a person to reasonably modify the scope of a request or arrange an alternative time frame for processing a request (or a modified request) under clause (ii) after being given an opportunity to do so by the agency to whom the person made the request shall be considered as a factor in determining whether exceptional circumstances exist for purposes of this subparagraph.

(D)(i) Each agency may promulgate regulations, pursuant to notice and receipt of public comment, providing for multitrack processing of requests for records based on the amount of work or time (or both) involved in processing requests.

(ii) Regulations under this subparagraph may provide a person making a request that does not qualify for the fastest multitrack processing an opportunity to limit the scope of the request in order to qualify for faster processing.

(iii) This subparagraph shall not be considered to affect the requirement under subparagraph (C) to exercise due diligence.

(E)(i) Each agency shall promulgate regulations, pursuant to notice and receipt of public comment, providing for expedited processing of requests for records—

(I) in cases in which the person requesting the records demonstrates a compelling need; and

(II) in other cases determined by the agency.

(ii) Notwithstanding clause (i), regulations under this subparagraph must ensure—

(I) that a determination of whether to provide expedited processing shall be made, and notice of the determination shall be provided to the person making the request, within 10 days after the date of the request; and

(II) expeditious consideration of administrative appeals of such determinations of whether to provide expedited processing.
(iii) An agency shall process as soon as practicable any request for records to which the agency has granted expedited processing under this subparagraph. Agency action to deny or affirm denial of a request for expedited processing pursuant to this subparagraph, and failure by an agency to respond in a timely manner to such a request shall be subject to judicial review under paragraph (4), except that the judicial review shall be based on the record before the agency at the time of the determination.

(iv) A district court of the United States shall not have jurisdiction to review an agency denial of expedited processing of a request for records after the agency has provided a complete response to the request.

(v) For purposes of this subparagraph, the term “compelling need” means—

(I) that a failure to obtain requested records on an expedited basis under this paragraph could reasonably be expected to pose an imminent threat to the life or physical safety of an individual; or

(II) with respect to a request made by a person primarily engaged in disseminating information, urgency to inform the public concerning actual or alleged Federal Government activity.

(vi) A demonstration of a compelling need by a person making a request for expedited processing shall be made by a statement certified by such person to be true and correct to the best of such person’s knowledge and belief.

(F) In denying a request for records, in whole or in part, an agency shall make a reasonable effort to estimate the volume of any requested matter the provision of which is denied, and shall provide any such estimate to the person making the request, unless providing such estimate would harm an interest protected by the exemption in subsection (b) pursuant to which the denial is made.

(7) Each agency shall—

(A) establish a system to assign an individualized tracking number for each request received that will take longer than ten days to process and provide to each person making a request the tracking number assigned to the request; and

(B) establish a telephone line or Internet service that provides information about the status of a request to the person making the request using the assigned tracking number, including—
(i) the date on which the agency originally received the request; and

(ii) an estimated date on which the agency will complete action on the request.

(b) This section does not apply to matters that are—

(1)(A) specifically authorized under criteria established by an Executive order to be kept secret in the interest of national defense or foreign policy and (B) are in fact properly classified pursuant to such Executive order;

(2) related solely to the internal personnel rules and practices of an agency;

(3) specifically exempted from disclosure by statute (other than section 552b of this title), if that statute—

(A)(i) requires that the matters be withheld from the public in such a manner as to leave no discretion on the issue; or

(ii) establishes particular criteria for withholding or refers to particular types of matters to be withheld; and

(B) if enacted after the date of enactment of the OPEN FOIA Act of 2009, specifically cites to this paragraph.

(4) trade secrets and commercial or financial information obtained from a person and privileged or confidential;

(5) inter-agency or intra-agency memorandums or letters which would not be available by law to a party other than an agency in litigation with the agency;

(6) personnel and medical files and similar files the disclosure of which would constitute a clearly unwarranted invasion of personal privacy;

(7) records or information compiled for law enforcement purposes, but only to the extent that the production of such law enforcement records or information (A) could reasonably be expected to interfere with enforcement proceedings, (B) would deprive a person of a right to a fair trial or an impartial adjudication, (C) could reasonably be expected to constitute an unwarranted invasion of personal privacy, (D) could reasonably be expected to disclose the identity of a confidential source, including a State, local, or foreign agency or authority or any private institution which furnished information on a confidential basis, and, in the case
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of a record or information compiled by criminal law enforcement authority in the course of a criminal investigation or by an agency conducting a lawful national security intelligence investigation, information furnished by a confidential source, (E) would disclose techniques and procedures for law enforcement investigations or prosecutions, or would disclose guidelines for law enforcement investigations or prosecutions if such disclosure could reasonably be expected to risk circumvention of the law, or (F) could reasonably be expected to endanger the life or physical safety of any individual;

(8) contained in or related to examination, operating, or condition reports prepared by, on behalf of, or for the use of an agency responsible for the regulation or supervision of financial institutions; or

(9) geological and geophysical information and data, including maps, concerning wells.

Any reasonably segregable portion of a record shall be provided to any person requesting such record after deletion of the portions which are exempt under this subsection. The amount of information deleted, and the exemption under which the deletion is made, shall be indicated on the released portion of the record, unless including that indication would harm an interest protected by the exemption in this subsection under which the deletion is made. If technically feasible, the amount of the information deleted, and the exemption under which the deletion is made, shall be indicated at the place in the record where such deletion is made.

(c)(1) Whenever a request is made which involves access to records described in subsection (b)(7)(A) and—

(A) the investigation or proceeding involves a possible violation of criminal law; and

(B) there is reason to believe that (i) the subject of the investigation or proceeding is not aware of its pendency, and (ii) disclosure of the existence of the records could reasonably be expected to interfere with enforcement proceedings,

the agency may, during only such time as that circumstance continues, treat the records as not subject to the requirements of this section.

(2) Whenever informant records maintained by a criminal law enforcement agency under an informant's name or personal identifier are requested by a third
party according to the informant's name or personal identifier, the agency may treat the records as not subject to the requirements of this section unless the informant's status as an informant has been officially confirmed.

(3) Whenever a request is made which involves access to records maintained by the Federal Bureau of Investigation pertaining to foreign intelligence or counterintelligence, or international terrorism, and the existence of the records is classified information as provided in subsection (b)(1), the Bureau may, as long as the existence of the records remains classified information, treat the records as not subject to the requirements of this section.

(d) This section does not authorize withholding of information or limit the availability of records to the public, except as specifically stated in this section. This section is not authority to withhold information from Congress.

(e)(1) On or before February 1 of each year, each agency shall submit to the Attorney General of the United States a report which shall cover the preceding fiscal year and which shall include—

(A) the number of determinations made by the agency not to comply with requests for records made to such agency under subsection (a) and the reasons for each such determination;

(B)(i) the number of appeals made by persons under subsection (a)(6), the result of such appeals, and the reason for the action upon each appeal that results in a denial of information; and

(ii) a complete list of all statutes that the agency relies upon to authorize the agency to withhold information under subsection (b)(3), the number of occasions on which each statute was relied upon, a description of whether a court has upheld the decision of the agency to withhold information under each such statute, and a concise description of the scope of any information withheld;

(C) the number of requests for records pending before the agency as of September 30 of the preceding year, and the median and average number of days that such requests had been pending before the agency as of that date;

(D) the number of requests for records received by the agency and the number of requests which the agency processed;

(E) the median number of days taken by the agency to process different types of requests, based on the date on which the requests were received by the agency;

(F) the average number of days for the agency to respond to a request beginning on the date on which the request was received by the agency, the median number
of days for the agency to respond to such requests, and the range in number of
days for the agency to respond to such requests;

(G) based on the number of business days that have elapsed since each request
was originally received by the agency—

(i) the number of requests for records to which the agency has responded with a
determination within a period up to and including 20 days, and in 20-day
increments up to and including 200 days;

(ii) the number of requests for records to which the agency has responded with a
determination within a period greater than 200 days and less than 301 days;

(iii) the number of requests for records to which the agency has responded with a
determination within a period greater than 300 days and less than 401 days; and

(iv) the number of requests for records to which the agency has responded with a
determination within a period greater than 400 days;

(H) the average number of days for the agency to provide the granted information
beginning on the date on which the request was originally filed, the median
number of days for the agency to provide the granted information, and the range
in number of days for the agency to provide the granted information;

(I) the median and average number of days for the agency to respond to
administrative appeals based on the date on which the appeals originally were
received by the agency, the highest number of business days taken by the agency
to respond to an administrative appeal, and the lowest number of business days
taken by the agency to respond to an administrative appeal;

(J) data on the 10 active requests with the earliest filing dates pending at each
agency, including the amount of time that has elapsed since each request was
originally received by the agency;

(K) data on the 10 active administrative appeals with the earliest filing dates
pending before the agency as of September 30 of the preceding year, including
the number of business days that have elapsed since the requests were originally
received by the agency;

(L) the number of expedited review requests that are granted and denied, the
average and median number of days for adjudicating expedited review requests,
and the number adjudicated within the required 10 days;
(M) the number of fee waiver requests that are granted and denied, and the average and median number of days for adjudicating fee waiver determinations;

(N) the total amount of fees collected by the agency for processing requests; and

(O) the number of full-time staff of the agency devoted to processing requests for records under this section, and the total amount expended by the agency for processing such requests.

(2) Information in each report submitted under paragraph (1) shall be expressed in terms of each principal component of the agency and for the agency overall.

(3) Each agency shall make each such report available to the public including by computer telecommunications, or if computer telecommunications means have not been established by the agency, by other electronic means. In addition, each agency shall make the raw statistical data used in its reports available electronically to the public upon request.

(4) The Attorney General of the United States shall make each report which has been made available by electronic means available at a single electronic access point. The Attorney General of the United States shall notify the Chairman and ranking minority member of the Committee on Government Reform and Oversight of the House of Representatives and the Chairman and ranking minority member of the Committees on Governmental Affairs and the Judiciary of the Senate, no later than April 1 of the year in which each such report is issued, that such reports are available by electronic means.

(5) The Attorney General of the United States, in consultation with the Director of the Office of Management and Budget, shall develop reporting and performance guidelines in connection with reports required by this subsection by October 1, 1997, and may establish additional requirements for such reports as the Attorney General determines may be useful.

(6) The Attorney General of the United States shall submit an annual report on or before April 1 of each calendar year which shall include for the prior calendar year a listing of the number of cases arising under this section, the exemption involved in each case, the disposition of such case, and the cost, fees, and penalties assessed under subparagraphs (E), (F), and (G) of subsection (a)(4). Such report shall also include a description of the efforts undertaken by the Department of Justice to encourage agency compliance with this section.

(f) For purposes of this section, the term—
(1) “agency” as defined in section 551(1) of this title includes any executive department, military department, Government corporation, Government controlled corporation, or other establishment in the executive branch of the Government (including the Executive Office of the President), or any independent regulatory agency; and

(2) “record” and any other term used in this section in reference to information includes—

(A) any information that would be an agency record subject to the requirements of this section when maintained by an agency in any format, including an electronic format; and

(B) any information described under subparagraph (A) that is maintained for an agency by an entity under Government contract, for the purposes of records management.

(g) The head of each agency shall prepare and make publicly available upon request, reference material or a guide for requesting records or information from the agency, subject to the exemptions in subsection (b), including—

(1) an index of all major information systems of the agency;

(2) a description of major information and record locator systems maintained by the agency; and

(3) a handbook for obtaining various types and categories of public information from the agency pursuant to chapter 35 of title 44, and under this section.

(h)(1) There is established the Office of Government Information Services within the National Archives and Records Administration.

(2) The Office of Government Information Services shall—

(A) review policies and procedures of administrative agencies under this section;

(B) review compliance with this section by administrative agencies; and

(C) recommend policy changes to Congress and the President to improve the administration of this section.
(3) The Office of Government Information Services shall offer mediation services to resolve disputes between persons making requests under this section and administrative agencies as a non-exclusive alternative to litigation and, at the discretion of the Office, may issue advisory opinions if mediation has not resolved the dispute.

(i) The Government Accountability Office shall conduct audits of administrative agencies on the implementation of this section and issue reports detailing the results of such audits.

(j) Each agency shall designate a Chief FOIA Officer who shall be a senior official of such agency (at the Assistant Secretary or equivalent level).

(k) The Chief FOIA Officer of each agency shall, subject to the authority of the head of the agency—

(1) have agency-wide responsibility for efficient and appropriate compliance with this section;

(2) monitor implementation of this section throughout the agency and keep the head of the agency, the chief legal officer of the agency, and the Attorney General appropriately informed of the agency's performance in implementing this section;

(3) recommend to the head of the agency such adjustments to agency practices, policies, personnel, and funding as may be necessary to improve its implementation of this section;

(4) review and report to the Attorney General, through the head of the agency, at such times and in such formats as the Attorney General may direct, on the agency's performance in implementing this section;

(5) facilitate public understanding of the purposes of the statutory exemptions of this section by including concise descriptions of the exemptions in both the agency's handbook issued under subsection (g), and the agency's annual report on this section, and by providing an overview, where appropriate, of certain general categories of agency records to which those exemptions apply; and

(6) designate one or more FOIA Public Liaisons.
(l) FOIA Public Liaisons shall report to the agency Chief FOIA Officer and shall serve as supervisory officials to whom a requester under this section can raise concerns about the service the requester has received from the FOIA Requester Center, following an initial response from the FOIA Requester Center Staff. FOIA Public Liaisons shall be responsible for assisting in reducing delays, increasing transparency and understanding of the status of requests, and assisting in the resolution of disputes.


Amendments

2009—Subsec. (b)(3). Pub. L. 111–83 added par. (3) and struck out former par. (3), which read as follows: “specifically exempted from disclosure by statute (other than section 552b of this title), provided that such statute (A) requires that the matters be withheld from the public in such a manner as to leave no discretion on the issue, or (B) establishes particular criteria for withholding or refers to particular types of matters to be withheld;”.

Short Title

This section is popularly known as the “Freedom of Information Act”.

Protected National Security Documents


“(a) Short Title.—This section may be cited as the ‘Protected National Security Documents Act of 2009’.

“(b) Notwithstanding any other provision of the law to the contrary, no protected document, as defined in subsection (c), shall be subject to disclosure under section 552 of title 5, United States Code[,] or any proceeding under that section.

“(c) Definitions.—In this section:

“(1) Protected document.—The term ‘protected document’ means any record—
“(A) for which the Secretary of Defense has issued a certification, as described in subsection (d), stating that disclosure of that record would endanger citizens of the United States, members of the United States Armed Forces, or employees of the United States Government deployed outside the United States; and

“(B) that is a photograph that—

“(i) was taken during the period beginning on September 11, 2001, through January 22, 2009; and

“(ii) relates to the treatment of individuals engaged, captured, or detained after September 11, 2001, by the Armed Forces of the United States in operations outside of the United States.

“(2) Photograph.—The term ‘photograph’ encompasses all photographic images, whether originals or copies, including still photographs, negatives, digital images, films, video tapes, and motion pictures.

“(d) Certification.—

“(1) In general.—For any photograph described under subsection (c)(1), the Secretary of Defense shall issue a certification if the Secretary of Defense determines that disclosure of that photograph would endanger citizens of the United States, members of the United States Armed Forces, or employees of the United States Government deployed outside the United States.

“(2) Certification expiration.—A certification and a renewal of a certification issued pursuant to subsection (d)(3) shall expire 3 years after the date on which the certification or renewal, [sic] is issued by the Secretary of Defense.

“(3) Certification renewal.—The Secretary of Defense may issue—

“(A) a renewal of a certification at any time; and

“(B) more than 1 renewal of a certification.

“(4) Notice to congress.—The Secretary of Defense shall provide Congress a timely notice of the Secretary's issuance of a certification and of a renewal of a certification.

“(e) Rule of Construction.—Nothing in this section shall be construed to preclude the voluntary disclosure of a protected document.

“(f) Effective Date.—This section shall take effect on the date of enactment of this Act [Oct. 28, 2009] and apply to any protected document.”
Classified National Security Information

For provisions relating to a response to a request for information under this section when the fact of its existence or nonexistence is itself classified or when it was originally classified by another agency, see Ex. Ord. No. 13526, §3.6, Dec. 29, 2009, 75 F.R. 718, set out as a note under section 435 of Title 50, War and National Defense.

Ex. Ord. No. 12600. Predisclosure Notification Procedures for Confidential Commercial Information

Ex. Ord. No. 12600, June 23, 1987, 52 F.R. 23781, provided:

By the authority vested in me as President by the Constitution and statutes of the United States of America, and in order to provide predisclosure notification procedures under the Freedom of Information Act [5 U.S.C. 552] concerning confidential commercial information, and to make existing agency notification provisions more uniform, it is hereby ordered as follows:

Section 1. The head of each Executive department and agency subject to the Freedom of Information Act [5 U.S.C. 552] shall, to the extent permitted by law, establish procedures to notify submitters of records containing confidential commercial information as described in section 3 of this Order, when those records are requested under the Freedom of Information Act [FOIA], 5 U.S.C. 552, as amended, if after reviewing the request, the responsive records, and any appeal by the requester, the department or agency determines that it may be required to disclose the records. Such notice requires that an agency use good-faith efforts to advise submitters of confidential commercial information of the procedures established under this Order. Further, where notification of a voluminous number of submitters is required, such notification may be accomplished by posting or publishing the notice in a place reasonably calculated to accomplish notification.

Sec. 2. For purposes of this Order, the following definitions apply:

(a) “Confidential commercial information” means records provided to the government by a submitter that arguably contain material exempt from release under Exemption 4 of the Freedom of Information Act, 5 U.S.C. 552(b)(4), because disclosure could reasonably be expected to cause substantial competitive harm.

(b) “Submitter” means any person or entity who provides confidential commercial information to the government. The term “submitter” includes, but is not limited to, corporations, state governments, and foreign governments.
Sec. 3. (a) For confidential commercial information submitted prior to January 1, 1988, the head of each Executive department or agency shall, to the extent permitted by law, provide a submitter with notice pursuant to section 1 whenever:

(i) the records are less than 10 years old and the information has been designated by the submitter as confidential commercial information; or

(ii) the department or agency has reason to believe that disclosure of the information could reasonably be expected to cause substantial competitive harm.

(b) For confidential commercial information submitted on or after January 1, 1988, the head of each Executive department or agency shall, to the extent permitted by law, establish procedures to permit submitters of confidential commercial information to designate, at the time the information is submitted to the Federal government or a reasonable time thereafter, any information the disclosure of which the submitter claims could reasonably be expected to cause substantial competitive harm. Such agency procedures may provide for the expiration, after a specified period of time or changes in circumstances, of designations of competitive harm made by submitters. Additionally, such procedures may permit the agency to designate specific classes of information that will be treated by the agency as if the information had been so designated by the submitter. The head of each Executive department or agency shall, to the extent permitted by law, provide the submitter notice in accordance with section 1 of this Order whenever the department or agency determines that it may be required to disclose records:

(i) designated pursuant to this subsection; or

(ii) the disclosure of which the department or agency has reason to believe could reasonably be expected to cause substantial competitive harm.

Sec. 4. When notification is made pursuant to section 1, each agency's procedures shall, to the extent permitted by law, afford the submitter a reasonable period of time in which the submitter or its designee may object to the disclosure of any specified portion of the information and to state all grounds upon which disclosure is opposed.

Sec. 5. Each agency shall give careful consideration to all such specified grounds for nondisclosure prior to making an administrative determination of the issue. In all instances when the agency determines to disclose the requested records, its procedures shall provide that the agency give the submitter a written statement briefly explaining why the submitter's objections are not sustained. Such statement shall, to the extent permitted by law, be provided a reasonable number of days prior to a specified disclosure date.
Sec. 6. Whenever a FOIA requester brings suit seeking to compel disclosure of confidential commercial information, each agency's procedures shall require that the submitter be promptly notified.

Sec. 7. The designation and notification procedures required by this Order shall be established by regulations, after notice and public comment. If similar procedures or regulations already exist, they should be reviewed for conformity and revised where necessary. Existing procedures or regulations need not be modified if they are in compliance with this Order.

Sec. 8. The notice requirements of this Order need not be followed if:

(a) The agency determines that the information should not be disclosed;

(b) The information has been published or has been officially made available to the public;

(c) Disclosure of the information is required by law (other than 5 U.S.C. 552);

(d) The disclosure is required by an agency rule that (1) was adopted pursuant to notice and public comment, (2) specifies narrow classes of records submitted to the agency that are to be released under the Freedom of Information Act [5 U.S.C. 552], and (3) provides in exceptional circumstances for notice when the submitter provides written justification, at the time the information is submitted or a reasonable time thereafter, that disclosure of the information could reasonably be expected to cause substantial competitive harm;

(e) The information requested is not designated by the submitter as exempt from disclosure in accordance with agency regulations promulgated pursuant to section 7, when the submitter had an opportunity to do so at the time of submission of the information or a reasonable time thereafter, unless the agency has substantial reason to believe that disclosure of the information would result in competitive harm; or

(f) The designation made by the submitter in accordance with agency regulations promulgated pursuant to section 7 appears obviously frivolous; except that, in such case, the agency must provide the submitter with written notice of any final administrative disclosure determination within a reasonable number of days prior to the specified disclosure date.

Sec. 9. Whenever an agency notifies a submitter that it may be required to disclose information pursuant to section 1 of this Order, the agency shall also notify the requester that notice and an opportunity to comment are being provided the submitter. Whenever an agency notifies a submitter of a final
decision pursuant to section 5 of this Order, the agency shall also notify the requester.

Sec. 10. This Order is intended only to improve the internal management of the Federal government, and is not intended to create any right or benefit, substantive or procedural, enforceable at law by a party against the United States, its agencies, its officers, or any person.

Ronald Reagan.

Ex. Ord. No. 13392. Improving Agency Disclosure of Information

Ex. Ord. No. 13392, Dec. 14, 2005, 70 F.R. 75373, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America, and to ensure appropriate agency disclosure of information, and consistent with the goals of section 552 of title 5, United States Code, it is hereby ordered as follows:

Section 1. Policy.

(a) The effective functioning of our constitutional democracy depends upon the participation in public life of a citizenry that is well informed. For nearly four decades, the Freedom of Information Act (FOIA) [5 U.S.C. 552] has provided an important means through which the public can obtain information regarding the activities of Federal agencies. Under the FOIA, the public can obtain records from any Federal agency, subject to the exemptions enacted by the Congress to protect information that must be held in confidence for the Government to function effectively or for other purposes.

(b) FOIA requesters are seeking a service from the Federal Government and should be treated as such. Accordingly, in responding to a FOIA request, agencies shall respond courteously and appropriately. Moreover, agencies shall provide FOIA requesters, and the public in general, with citizen-centered ways to learn about the FOIA process, about agency records that are publicly available (e.g., on the agency's website), and about the status of a person's FOIA request and appropriate information about the agency's response.

(c) Agency FOIA operations shall be both results-oriented and produce results. Accordingly, agencies shall process requests under the FOIA in an efficient and appropriate manner and achieve tangible, measurable improvements in FOIA processing. When an agency's FOIA program does not produce such results, it should be reformed, consistent with available resources appropriated by the Congress and applicable law, to increase efficiency and better reflect the policy goals and objectives of this order.
(d) A citizen-centered and results-oriented approach will improve service and performance, thereby strengthening compliance with the FOIA, and will help avoid disputes and related litigation.

Sec. 2. Agency Chief FOIA Officers.

(a) Designation. The head of each agency shall designate within 30 days of the date of this order a senior official of such agency (at the Assistant Secretary or equivalent level), to serve as the Chief FOIA Officer of that agency. The head of the agency shall promptly notify the Director of the Office of Management and Budget (OMB Director) and the Attorney General of such designation and of any changes thereafter in such designation.

(b) General Duties. The Chief FOIA Officer of each agency shall, subject to the authority of the head of the agency:

(i) have agency-wide responsibility for efficient and appropriate compliance with the FOIA;

(ii) monitor FOIA implementation throughout the agency, including through the use of meetings with the public to the extent deemed appropriate by the agency's Chief FOIA Officer, and keep the head of the agency, the chief legal officer of the agency, and the Attorney General appropriately informed of the agency's performance in implementing the FOIA, including the extent to which the agency meets the milestones in the agency's plan under section 3(b) of this order and training and reporting standards established consistent with applicable law and this order;

(iii) recommend to the head of the agency such adjustments to agency practices, policies, personnel, and funding as may be necessary to carry out the policy set forth in section 1 of this order;

(iv) review and report, through the head of the agency, at such times and in such formats as the Attorney General may direct, on the agency's performance in implementing the FOIA; and

(v) facilitate public understanding of the purposes of the FOIA's statutory exemptions by including concise descriptions of the exemptions in both the agency's FOIA handbook issued under section 552(g) of title 5, United States Code, and the agency's annual FOIA report, and by providing an overview, where appropriate, of certain general categories of agency records to which those exemptions apply.

(c) FOIA Requester Service Center and FOIA Public Liaisons. In order to ensure appropriate communication with FOIA requesters:
(i) Each agency shall establish one or more FOIA Requester Service Centers (Center), as appropriate, which shall serve as the first place that a FOIA requester can contact to seek information concerning the status of the person's FOIA request and appropriate information about the agency's FOIA response. The Center shall include appropriate staff to receive and respond to inquiries from FOIA requesters;

(ii) The agency Chief FOIA Officer shall designate one or more agency officials, as appropriate, as FOIA Public Liaisons, who may serve in the Center or who may serve in a separate office. FOIA Public Liaisons shall serve as supervisory officials to whom a FOIA requester can raise concerns about the service the FOIA requester has received from the Center, following an initial response from the Center staff. FOIA Public Liaisons shall seek to ensure a service-oriented response to FOIA requests and FOIA-related inquiries. For example, the FOIA Public Liaison shall assist, as appropriate, in reducing delays, increasing transparency and understanding of the status of requests, and resolving disputes. FOIA Public Liaisons shall report to the agency Chief FOIA Officer on their activities and shall perform their duties consistent with applicable law and agency regulations;

(iii) In addition to the services to FOIA requesters provided by the Center and FOIA Public Liaisons, the agency Chief FOIA Officer shall also consider what other FOIA-related assistance to the public should appropriately be provided by the agency;

(iv) In establishing the Centers and designating FOIA Public Liaisons, the agency shall use, as appropriate, existing agency staff and resources. A Center shall have appropriate staff to receive and respond to inquiries from FOIA requesters;

(v) As determined by the agency Chief FOIA Officer, in consultation with the FOIA Public Liaisons, each agency shall post appropriate information about its Center or Centers on the agency's website, including contact information for its FOIA Public Liaisons. In the case of an agency without a website, the agency shall publish the information on the Firstgov.gov website or, in the case of any agency with neither a website nor the capability to post on the Firstgov.gov website, in the Federal Register; and

(vi) The agency Chief FOIA Officer shall ensure that the agency has in place a method (or methods), including through the use of the Center, to receive and respond promptly and appropriately to inquiries from FOIA requesters about the status of their requests. The Chief FOIA Officer shall also consider, in consultation with the FOIA Public Liaisons, as appropriate, whether the agency's implementation of other means (such as tracking numbers for requests, or an agency telephone or Internet hotline) would be appropriate for responding to status inquiries.
Sec. 3. Review, Plan, and Report.

(a) Review. Each agency's Chief FOIA Officer shall conduct a review of the agency's FOIA operations to determine whether agency practices are consistent with the policies set forth in section 1 of this order. In conducting this review, the Chief FOIA Officer shall:

(i) evaluate, with reference to numerical and statistical benchmarks where appropriate, the agency's administration of the FOIA, including the agency's expenditure of resources on FOIA compliance and the extent to which, if any, requests for records have not been responded to within the statutory time limit (backlog);

(ii) review the processes and practices by which the agency assists and informs the public regarding the FOIA process;

(iii) examine the agency's:

(A) use of information technology in responding to FOIA requests, including without limitation the tracking of FOIA requests and communication with requesters;

(B) practices with respect to requests for expedited processing; and

(C) implementation of multi-track processing if used by such agency;

(iv) review the agency's policies and practices relating to the availability of public information through websites and other means, including the use of websites to make available the records described in section 552(a)(2) of title 5, United States Code; and

(v) identify ways to eliminate or reduce its FOIA backlog, consistent with available resources and taking into consideration the volume and complexity of the FOIA requests pending with the agency.

(b) Plan.

(i) Each agency's Chief FOIA Officer shall develop, in consultation as appropriate with the staff of the agency (including the FOIA Public Liaisons), the Attorney General, and the OMB Director, an agency-specific plan to ensure that the agency's administration of the FOIA is in accordance with applicable law and the policies set forth in section 1 of this order. The plan, which shall be submitted to the head of the agency for approval, shall address the agency's implementation of the FOIA during fiscal years 2006 and 2007.
(ii) The plan shall include specific activities that the agency will implement to eliminate or reduce the agency's FOIA backlog, including (as applicable) changes that will make the processing of FOIA requests more streamlined and effective, as well as increased reliance on the dissemination of records that can be made available to the public through a website or other means that do not require the public to make a request for the records under the FOIA.

(iii) The plan shall also include activities to increase public awareness of FOIA processing, including as appropriate, expanded use of the agency’s Center and its FOIA Public Liaisons.

(iv) The plan shall also include, taking appropriate account of the resources available to the agency and the mission of the agency, concrete milestones, with specific timetables and outcomes to be achieved, by which the head of the agency, after consultation with the OMB Director, shall measure and evaluate the agency’s success in the implementation of the plan.

(c) Agency Reports to the Attorney General and OMB Director.

(i) The head of each agency shall submit a report, no later than 6 months from the date of this order, to the Attorney General and the OMB Director that summarizes the results of the review under section 3(a) of this order and encloses a copy of the agency’s plan under section 3(b) of this order. The agency shall publish a copy of the agency’s report on the agency’s website or, in the case of an agency without a website, on the Firstgov.gov website, or, in the case of any agency with neither a website nor the capability to publish on the Firstgov.gov website, in the Federal Register.

(ii) The head of each agency shall include in the agency's annual FOIA reports for fiscal years 2006 and 2007 a report on the agency's development and implementation of its plan under section 3(b) of this order and on the agency's performance in meeting the milestones set forth in that plan, consistent with any related guidelines the Attorney General may issue under section 552(e) of title 5, United States Code.

(iii) If the agency does not meet a milestone in its plan, the head of the agency shall:

(A) identify this deficiency in the annual FOIA report to the Attorney General;

(B) explain in the annual report the reasons for the agency's failure to meet the milestone;

(C) outline in the annual report the steps that the agency has already taken, and will be taking, to address the deficiency; and
(D) report this deficiency to the President's Management Council.

Sec. 4. Attorney General.

(a) Report. The Attorney General, using the reports submitted by the agencies under subsection 3(c)(i) of this order and the information submitted by agencies in their annual FOIA reports for fiscal year 2005, shall submit to the President, no later than 10 months from the date of this order, a report on agency FOIA implementation. The Attorney General shall consult the OMB Director in the preparation of the report and shall include in the report appropriate recommendations on administrative or other agency actions for continued agency dissemination and release of public information. The Attorney General shall thereafter submit two further annual reports, by June 1, 2007, and June 1, 2008, that provide the President with an update on the agencies’ implementation of the FOIA and of their plans under section 3(b) of this order.

(b) Guidance. The Attorney General shall issue such instructions and guidance to the heads of departments and agencies as may be appropriate to implement sections 3(b) and 3(c) of this order.

Sec. 5. OMB Director. The OMB Director may issue such instructions to the heads of agencies as are necessary to implement this order, other than sections 3(b) and 3(c) of this order.

Sec. 6. Definitions. As used in this order:

(a) the term “agency” has the same meaning as the term “agency” under section 552(f)(1) of title 5, United States Code; and

(b) the term “record” has the same meaning as the term “record” under section 552(f)(2) of title 5, United States Code.

Sec. 7. General Provisions.

(a) The agency reviews under section 3(a) of this order and agency plans under section 3(b) of this order shall be conducted and developed in accordance with applicable law and applicable guidance issued by the President, the Attorney General, and the OMB Director, including the laws and guidance regarding information technology and the dissemination of information.

(b) This order:

(i) shall be implemented in a manner consistent with applicable law and subject to the availability of appropriations;
(ii) shall not be construed to impair or otherwise affect the functions of the OMB Director relating to budget, legislative, or administrative proposals; and

(iii) is intended only to improve the internal management of the executive branch and is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by a party against the United States, its departments, agencies, instrumentalities, or entities, its officers or employees, or any other person.

George W. Bush.

Freedom of Information Act

Memorandum of President of the United States, Jan. 21, 2009, 74 F.R. 4683, provided:

Memorandum for the Heads of Executive Departments and Agencies

A democracy requires accountability, and accountability requires transparency. As Justice Louis Brandeis wrote, “sunlight is said to be the best of disinfectants.” In our democracy, the Freedom of Information Act (FOIA), which encourages accountability through transparency, is the most prominent expression of a profound national commitment to ensuring an open Government. At the heart of that commitment is the idea that accountability is in the interest of the Government and the citizenry alike.

The Freedom of Information Act should be administered with a clear presumption: In the face of doubt, openness prevails. The Government should not keep information confidential merely because public officials might be embarrassed by disclosure, because errors and failures might be revealed, or because of speculative or abstract fears. Nondisclosure should never be based on an effort to protect the personal interests of Government officials at the expense of those they are supposed to serve. In responding to requests under the FOIA, executive branch agencies (agencies) should act promptly and in a spirit of cooperation, recognizing that such agencies are servants of the public.

All agencies should adopt a presumption in favor of disclosure, in order to renew their commitment to the principles embodied in FOIA, and to usher in a new era of open Government. The presumption of disclosure should be applied to all decisions involving FOIA.

The presumption of disclosure also means that agencies should take affirmative steps to make information public. They should not wait for specific requests from the public. All agencies should use modern technology to inform citizens about what is known and done by their Government. Disclosure should be timely.
I direct the Attorney General to issue new guidelines governing the FOIA to the heads of executive departments and agencies, reaffirming the commitment to accountability and transparency, and to publish such guidelines in the Federal Register. In doing so, the Attorney General should review FOIA reports produced by the agencies under Executive Order 13392 of December 14, 2005. I also direct the Director of the Office of Management and Budget to update guidance to the agencies to increase and improve information dissemination to the public, including through the use of new technologies, and to publish such guidance in the Federal Register.

This memorandum does not create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

The Director of the Office of Management and Budget is hereby authorized and directed to publish this memorandum in the Federal Register.

Barack Obama.

5 USC § 552a. Records maintained on individuals

(a) Definitions.—For purposes of this section—

(1) the term “agency” means agency as defined in section 552(e) of this title;

(2) the term “individual” means a citizen of the United States or an alien lawfully admitted for permanent residence;

(3) the term “maintain” includes maintain, collect, use, or disseminate;

(4) the term “record” means any item, collection, or grouping of information about an individual that is maintained by an agency, including, but not limited to, his education, financial transactions, medical history, and criminal or employment history and that contains his name, or the identifying number, symbol, or other identifying particular assigned to the individual, such as a finger or voice print or a photograph;

(5) the term “system of records” means a group of any records under the control of any agency from which information is retrieved by the name of the individual or by some identifying number, symbol, or other identifying particular assigned to the individual;

(6) the term “statistical record” means a record in a system of records maintained for statistical research or reporting purposes only and not used in whole or in
part in making any determination about an identifiable individual, except as provided by section 8 of title 13;

(7) the term “routine use” means, with respect to the disclosure of a record, the use of such record for a purpose which is compatible with the purpose for which it was collected;

(8) the term “matching program”—

(A) means any computerized comparison of—

(i) two or more automated systems of records or a system of records with non-Federal records for the purpose of—

(I) establishing or verifying the eligibility of, or continuing compliance with statutory and regulatory requirements by, applicants for, recipients or beneficiaries of, participants in, or providers of services with respect to, cash or in-kind assistance or payments under Federal benefit programs, or

(II) recouping payments or delinquent debts under such Federal benefit programs, or

(ii) two or more automated Federal personnel or payroll systems of records or a system of Federal personnel or payroll records with non-Federal records,

(B) but does not include—

(i) matches performed to produce aggregate statistical data without any personal identifiers;

(ii) matches performed to support any research or statistical project, the specific data of which may not be used to make decisions concerning the rights, benefits, or privileges of specific individuals;

(iii) matches performed, by an agency (or component thereof) which performs as its principal function any activity pertaining to the enforcement of criminal laws, subsequent to the initiation of a specific criminal or civil law enforcement investigation of a named person or persons for the purpose of gathering evidence against such person or persons;
(iv) matches of tax information (I) pursuant to section 6103(d) of the Internal Revenue Code of 1986, (II) for purposes of tax administration as defined in section 6103(b)(4) of such Code, (III) for the purpose of intercepting a tax refund due an individual under authority granted by section 404(e), 464, or 1137 of the Social Security Act; or (IV) for the purpose of intercepting a tax refund due an individual under any other tax refund intercept program authorized by statute which has been determined by the Director of the Office of Management and Budget to contain verification, notice, and hearing requirements that are substantially similar to the procedures in section 1137 of the Social Security Act;

(v) matches—

(I) using records predominantly relating to Federal personnel, that are performed for routine administrative purposes (subject to guidance provided by the Director of the Office of Management and Budget pursuant to subsection (v)); or

(II) conducted by an agency using only records from systems of records maintained by that agency;

if the purpose of the match is not to take any adverse financial, personnel, disciplinary, or other adverse action against Federal personnel;

(vi) matches performed for foreign counterintelligence purposes or to produce background checks for security clearances of Federal personnel or Federal contractor personnel;

(vii) matches performed incident to a levy described in section 6103(k)(8) of the Internal Revenue Code of 1986;

(viii) matches performed pursuant to section 202(x)(3) or 1611(e)(1) of the Social Security Act (42 U.S.C. 402(x)(3), 1382(e)(1)); or

(ix) matches performed by the Secretary of Health and Human Services or the Inspector General of the Department of Health and Human Services with respect to potential fraud, waste, and abuse, including matches of a system of records with non-Federal records;

(9) the term “recipient agency” means any agency, or contractor thereof, receiving records contained in a system of records from a source agency for use in a matching program;
(10) the term “non-Federal agency” means any State or local government, or agency thereof, which receives records contained in a system of records from a source agency for use in a matching program;

(11) the term “source agency” means any agency which discloses records contained in a system of records to be used in a matching program, or any State or local government, or agency thereof, which discloses records to be used in a matching program;

(12) the term “Federal benefit program” means any program administered or funded by the Federal Government, or by any agent or State on behalf of the Federal Government, providing cash or in-kind assistance in the form of payments, grants, loans, or loan guarantees to individuals; and

(13) the term “Federal personnel” means officers and employees of the Government of the United States, members of the uniformed services (including members of the Reserve Components), individuals entitled to receive immediate or deferred retirement benefits under any retirement program of the Government of the United States (including survivor benefits).

(b) Conditions of Disclosure.—No agency shall disclose any record which is contained in a system of records by any means of communication to any person, or to another agency, except pursuant to a written request by, or with the prior written consent of, the individual to whom the record pertains, unless disclosure of the record would be—

(1) to those officers and employees of the agency which maintains the record who have a need for the record in the performance of their duties;

(2) required under section 552 of this title;

(3) for a routine use as defined in subsection (a)(7) of this section and described under subsection (e)(4)(D) of this section;

(4) to the Bureau of the Census for purposes of planning or carrying out a census or survey or related activity pursuant to the provisions of title 13;

(5) to a recipient who has provided the agency with advance adequate written assurance that the record will be used solely as a statistical research or reporting record, and the record is to be transferred in a form that is not individually identifiable;
(6) to the National Archives and Records Administration as a record which has sufficient historical or other value to warrant its continued preservation by the United States Government, or for evaluation by the Archivist of the United States or the designee of the Archivist to determine whether the record has such value;

(7) to another agency or to an instrumentality of any governmental jurisdiction within or under the control of the United States for a civil or criminal law enforcement activity if the activity is authorized by law, and if the head of the agency or instrumentality has made a written request to the agency which maintains the record specifying the particular portion desired and the law enforcement activity for which the record is sought;

(8) to a person pursuant to a showing of compelling circumstances affecting the health or safety of an individual if upon such disclosure notification is transmitted to the last known address of such individual;

(9) to either House of Congress, or, to the extent of matter within its jurisdiction, any committee or subcommittee thereof, any joint committee of Congress or subcommittee of any such joint committee;

(10) to the Comptroller General, or any of his authorized representatives, in the course of the performance of the duties of the Government Accountability Office;

(11) pursuant to the order of a court of competent jurisdiction; or

(12) to a consumer reporting agency in accordance with section 3711(e) of title 31.

(c) Accounting of Certain Disclosures.—Each agency, with respect to each system of records under its control, shall—

(1) except for disclosures made under subsections (b)(1) or (b)(2) of this section, keep an accurate accounting of—

(A) the date, nature, and purpose of each disclosure of a record to any person or to another agency made under subsection (b) of this section; and

(B) the name and address of the person or agency to whom the disclosure is made;
(2) retain the accounting made under paragraph (1) of this subsection for at least five years or the life of the record, whichever is longer, after the disclosure for which the accounting is made;

(3) except for disclosures made under subsection (b)(7) of this section, make the accounting made under paragraph (1) of this subsection available to the individual named in the record at his request; and

(4) inform any person or other agency about any correction or notation of dispute made by the agency in accordance with subsection (d) of this section of any record that has been disclosed to the person or agency if an accounting of the disclosure was made.

(d) Access to Records.—Each agency that maintains a system of records shall—

(1) upon request by any individual to gain access to his record or to any information pertaining to him which is contained in the system, permit him and upon his request, a person of his own choosing to accompany him, to review the record and have a copy made of all or any portion thereof in a form comprehensible to him, except that the agency may require the individual to furnish a written statement authorizing discussion of that individual's record in the accompanying person's presence;

(2) permit the individual to request amendment of a record pertaining to him and—

(A) not later than 10 days (excluding Saturdays, Sundays, and legal public holidays) after the date of receipt of such request, acknowledge in writing such receipt; and

(B) promptly, either—

(i) make any correction of any portion thereof which the individual believes is not accurate, relevant, timely, or complete; or

(ii) inform the individual of its refusal to amend the record in accordance with his request, the reason for the refusal, the procedures established by the agency for the individual to request a review of that refusal by the head of the agency or an officer designated by the head of the agency, and the name and business address of that official;
(3) permit the individual who disagrees with the refusal of the agency to amend his record to request a review of such refusal, and not later than 30 days (excluding Saturdays, Sundays, and legal public holidays) from the date on which the individual requests such review, complete such review and make a final determination unless, for good cause shown, the head of the agency extends such 30-day period; and if, after his review, the reviewing official also refuses to amend the record in accordance with the request, permit the individual to file with the agency a concise statement setting forth the reasons for his disagreement with the refusal of the agency, and notify the individual of the provisions for judicial review of the reviewing official's determination under subsection (g)(1)(A) of this section;

(4) in any disclosure, containing information about which the individual has filed a statement of disagreement, occurring after the filing of the statement under paragraph (3) of this subsection, clearly note any portion of the record which is disputed and provide copies of the statement and, if the agency deems it appropriate, copies of a concise statement of the reasons of the agency for not making the amendments requested, to persons or other agencies to whom the disputed record has been disclosed; and

(5) nothing in this section shall allow an individual access to any information compiled in reasonable anticipation of a civil action or proceeding.

(e) Agency Requirements.—Each agency that maintains a system of records shall—

(1) maintain in its records only such information about an individual as is relevant and necessary to accomplish a purpose of the agency required to be accomplished by statute or by executive order of the President;

(2) collect information to the greatest extent practicable directly from the subject individual when the information may result in adverse determinations about an individual's rights, benefits, and privileges under Federal programs;

(3) inform each individual whom it asks to supply information, on the form which it uses to collect the information or on a separate form that can be retained by the individual—

(A) the authority (whether granted by statute, or by executive order of the President) which authorizes the solicitation of the information and whether disclosure of such information is mandatory or voluntary;
(B) the principal purpose or purposes for which the information is intended to be used;

(C) the routine uses which may be made of the information, as published pursuant to paragraph (4)(D) of this subsection; and

(D) the effects on him, if any, of not providing all or any part of the requested information;

(4) subject to the provisions of paragraph (11) of this subsection, publish in the Federal Register upon establishment or revision a notice of the existence and character of the system of records, which notice shall include—

(A) the name and location of the system;

(B) the categories of individuals on whom records are maintained in the system;

(C) the categories of records maintained in the system;

(D) each routine use of the records contained in the system, including the categories of users and the purpose of such use;

(E) the policies and practices of the agency regarding storage, retrievability, access controls, retention, and disposal of the records;

(F) the title and business address of the agency official who is responsible for the system of records;

(G) the agency procedures whereby an individual can be notified at his request if the system of records contains a record pertaining to him;

(H) the agency procedures whereby an individual can be notified at his request how he can gain access to any record pertaining to him contained in the system of records, and how he can contest its content; and

(I) the categories of sources of records in the system;

(5) maintain all records which are used by the agency in making any determination about any individual with such accuracy, relevance, timeliness, and completeness as is reasonably necessary to assure fairness to the individual in the determination;
(6) prior to disseminating any record about an individual to any person other than an agency, unless the dissemination is made pursuant to subsection (b)(2) of this section, make reasonable efforts to assure that such records are accurate, complete, timely, and relevant for agency purposes;

(7) maintain no record describing how any individual exercises rights guaranteed by the First Amendment unless expressly authorized by statute or by the individual about whom the record is maintained or unless pertinent to and within the scope of an authorized law enforcement activity;

(8) make reasonable efforts to serve notice on an individual when any record on such individual is made available to any person under compulsory legal process when such process becomes a matter of public record;

(9) establish rules of conduct for persons involved in the design, development, operation, or maintenance of any system of records, or in maintaining any record, and instruct each such person with respect to such rules and the requirements of this section, including any other rules and procedures adopted pursuant to this section and the penalties for noncompliance;

(10) establish appropriate administrative, technical, and physical safeguards to insure the security and confidentiality of records and to protect against any anticipated threats or hazards to their security or integrity which could result in substantial harm, embarrassment, inconvenience, or unfairness to any individual on whom information is maintained;

(11) at least 30 days prior to publication of information under paragraph (4)(D) of this subsection, publish in the Federal Register notice of any new use or intended use of the information in the system, and provide an opportunity for interested persons to submit written data, views, or arguments to the agency; and

(12) if such agency is a recipient agency or a source agency in a matching program with a non-Federal agency, with respect to any establishment or revision of a matching program, at least 30 days prior to conducting such program, publish in the Federal Register notice of such establishment or revision.

(f) Agency Rules.—In order to carry out the provisions of this section, each agency that maintains a system of records shall promulgate rules, in accordance with the requirements (including general notice) of section 553 of this title, which shall—
(1) establish procedures whereby an individual can be notified in response to his request if any system of records named by the individual contains a record pertaining to him;

(2) define reasonable times, places, and requirements for identifying an individual who requests his record or information pertaining to him before the agency shall make the record or information available to the individual;

(3) establish procedures for the disclosure to an individual upon his request of his record or information pertaining to him, including special procedure, if deemed necessary, for the disclosure to an individual of medical records, including psychological records, pertaining to him;

(4) establish procedures for reviewing a request from an individual concerning the amendment of any record or information pertaining to the individual, for making a determination on the request, for an appeal within the agency of an initial adverse agency determination, and for whatever additional means may be necessary for each individual to be able to exercise fully his rights under this section; and

(5) establish fees to be charged, if any, to any individual for making copies of his record, excluding the cost of any search for and review of the record.

The Office of the Federal Register shall biennially compile and publish the rules promulgated under this subsection and agency notices published under subsection (e)(4) of this section in a form available to the public at low cost.

(g)(1) Civil Remedies.—Whenever any agency

(A) makes a determination under subsection (d)(3) of this section not to amend an individual's record in accordance with his request, or fails to make such review in conformity with that subsection;

(B) refuses to comply with an individual request under subsection (d)(1) of this section;

(C) fails to maintain any record concerning any individual with such accuracy, relevance, timeliness, and completeness as is necessary to assure fairness in any determination relating to the qualifications, character, rights, or opportunities of, or benefits to the individual that may be made on the basis of such record, and consequently a determination is made which is adverse to the individual; or
(D) fails to comply with any other provision of this section, or any rule promulgated thereunder, in such a way as to have an adverse effect on an individual,

the individual may bring a civil action against the agency, and the district courts of the United States shall have jurisdiction in the matters under the provisions of this subsection.

(2)(A) In any suit brought under the provisions of subsection (g)(1)(A) of this section, the court may order the agency to amend the individual's record in accordance with his request or in such other way as the court may direct. In such a case the court shall determine the matter de novo.

(B) The court may assess against the United States reasonable attorney fees and other litigation costs reasonably incurred in any case under this paragraph in which the complainant has substantially prevailed.

(3)(A) In any suit brought under the provisions of subsection (g)(1)(B) of this section, the court may enjoin the agency from withholding the records and order the production to the complainant of any agency records improperly withheld from him. In such a case the court shall determine the matter de novo, and may examine the contents of any agency records in camera to determine whether the records or any portion thereof may be withheld under any of the exemptions set forth in subsection (k) of this section, and the burden is on the agency to sustain its action.

(B) The court may assess against the United States reasonable attorney fees and other litigation costs reasonably incurred in any case under this paragraph in which the complainant has substantially prevailed.

(4) In any suit brought under the provisions of subsection (g)(1)(C) or (D) of this section in which the court determines that the agency acted in a manner which was intentional or willful, the United States shall be liable to the individual in an amount equal to the sum of—

(A) actual damages sustained by the individual as a result of the refusal or failure, but in no case shall a person entitled to recovery receive less than the sum of $1,000; and

(B) the costs of the action together with reasonable attorney fees as determined by the court.
(5) An action to enforce any liability created under this section may be brought in the district court of the United States in the district in which the complainant resides, or has his principal place of business, or in which the agency records are situated, or in the District of Columbia, without regard to the amount in controversy, within two years from the date on which the cause of action arises, except that where an agency has materially and willfully misrepresented any information required under this section to be disclosed to an individual and the information so misrepresented is material to establishment of the liability of the agency to the individual under this section, the action may be brought at any time within two years after discovery by the individual of the misrepresentation. Nothing in this section shall be construed to authorize any civil action by reason of any injury sustained as the result of a disclosure of a record prior to September 27, 1975.

(h) Rights of Legal Guardians.—For the purposes of this section, the parent of any minor, or the legal guardian of any individual who has been declared to be incompetent due to physical or mental incapacity or age by a court of competent jurisdiction, may act on behalf of the individual.

(i)(1) Criminal Penalties.—Any officer or employee of an agency, who by virtue of his employment or official position, has possession of, or access to, agency records which contain individually identifiable information the disclosure of which is prohibited by this section or by rules or regulations established thereunder, and who knowing that disclosure of the specific material is so prohibited, willfully discloses the material in any manner to any person or agency not entitled to receive it, shall be guilty of a misdemeanor and fined not more than $5,000.

(2) Any officer or employee of any agency who willfully maintains a system of records without meeting the notice requirements of subsection (e)(4) of this section shall be guilty of a misdemeanor and fined not more than $5,000.

(3) Any person who knowingly and willfully requests or obtains any record concerning an individual from an agency under false pretenses shall be guilty of a misdemeanor and fined not more than $5,000.

(j) General Exemptions.—The head of any agency may promulgate rules, in accordance with the requirements (including general notice) of sections 553(b)(1), (2), and (3), (c), and (e) of this title, to exempt any system of records within the agency from any part of this section except subsections (b), (c)(1) and (2), (e)(4)(A) through (F), (e)(6), (7), (9), (10), and (11), and (i) if the system of records is—

(1) maintained by the Central Intelligence Agency; or
(2) maintained by an agency or component thereof which performs as its principal function any activity pertaining to the enforcement of criminal laws, including police efforts to prevent, control, or reduce crime or to apprehend criminals, and the activities of prosecutors, courts, correctional, probation, pardon, or parole authorities, and which consists of (A) information compiled for the purpose of identifying individual criminal offenders and alleged offenders and consisting only of identifying data and notations of arrests, the nature and disposition of criminal charges, sentencing, confinement, release, and parole and probation status; (B) information compiled for the purpose of a criminal investigation, including reports of informants and investigators, and associated with an identifiable individual; or (C) reports identifiable to an individual compiled at any stage of the process of enforcement of the criminal laws from arrest or indictment through release from supervision.

At the time rules are adopted under this subsection, the agency shall include in the statement required under section 553(c) of this title, the reasons why the system of records is to be exempted from a provision of this section.

(k) Specific Exemptions.—The head of any agency may promulgate rules, in accordance with the requirements (including general notice) of sections 553(b)(1), (2), and (3), (c), and (e) of this title, to exempt any system of records within the agency from subsections (c)(3), (d), (e)(1), (e)(4)(G), (H), and (I) and (f) of this section if the system of records is—

(1) subject to the provisions of section 552(b)(1) of this title;

(2) investigatory material compiled for law enforcement purposes, other than material within the scope of subsection (j)(2) of this section: Provided, however, That if any individual is denied any right, privilege, or benefit that he would otherwise be entitled by Federal law, or for which he would otherwise be eligible, as a result of the maintenance of such material, such material shall be provided to such individual, except to the extent that the disclosure of such material would reveal the identity of a source who furnished information to the Government under an express promise that the identity of the source would be held in confidence, or, prior to the effective date of this section, under an implied promise that the identity of the source would be held in confidence;

(3) maintained in connection with providing protective services to the President of the United States or other individuals pursuant to section 3056 of title 18;

(4) required by statute to be maintained and used solely as statistical records;
(5) investigatory material compiled solely for the purpose of determining suitability, eligibility, or qualifications for Federal civilian employment, military service, Federal contracts, or access to classified information, but only to the extent that the disclosure of such material would reveal the identity of a source who furnished information to the Government under an express promise that the identity of the source would be held in confidence, or, prior to the effective date of this section, under an implied promise that the identity of the source would be held in confidence;

(6) testing or examination material used solely to determine individual qualifications for appointment or promotion in the Federal service the disclosure of which would compromise the objectivity or fairness of the testing or examination process; or

(7) evaluation material used to determine potential for promotion in the armed services, but only to the extent that the disclosure of such material would reveal the identity of a source who furnished information to the Government under an express promise that the identity of the source would be held in confidence, or, prior to the effective date of this section, under an implied promise that the identity of the source would be held in confidence.

At the time rules are adopted under this subsection, the agency shall include in the statement required under section 553(c) of this title, the reasons why the system of records is to be exempted from a provision of this section.

(l)(1) Archival Records.—Each agency record which is accepted by the Archivist of the United States for storage, processing, and servicing in accordance with section 3103 of title 44 shall, for the purposes of this section, be considered to be maintained by the agency which deposited the record and shall be subject to the provisions of this section. The Archivist of the United States shall not disclose the record except to the agency which maintains the record, or under rules established by that agency which are not inconsistent with the provisions of this section.

(2) Each agency record pertaining to an identifiable individual which was transferred to the National Archives of the United States as a record which has sufficient historical or other value to warrant its continued preservation by the United States Government, prior to the effective date of this section, shall, for the purposes of this section, be considered to be maintained by the National Archives and shall not be subject to the provisions of this section, except that a statement generally describing such records (modeled after the requirements relating to records subject to subsections (e)(4)(A) through (G) of this section) shall be published in the Federal Register.
(3) Each agency record pertaining to an identifiable individual which is transferred to the National Archives of the United States as a record which has sufficient historical or other value to warrant its continued preservation by the United States Government, on or after the effective date of this section, shall, for the purposes of this section, be considered to be maintained by the National Archives and shall be exempt from the requirements of this section except subsections (e)(4)(A) through (G) and (e)(9) of this section.

(m)(1) Government Contractors.—When an agency provides by a contract for the operation by or on behalf of the agency of a system of records to accomplish an agency function, the agency shall, consistent with its authority, cause the requirements of this section to be applied to such system. For purposes of subsection (i) of this section any such contractor and any employee of such contractor, if such contract is agreed to on or after the effective date of this section, shall be considered to be an employee of an agency.

(2) A consumer reporting agency to which a record is disclosed under section 3711(e) of title 31 shall not be considered a contractor for the purposes of this section.

(n) Mailing Lists.—An individual's name and address may not be sold or rented by an agency unless such action is specifically authorized by law. This provision shall not be construed to require the withholding of names and addresses otherwise permitted to be made public.

(o) Matching Agreements.—(1) No record which is contained in a system of records may be disclosed to a recipient agency or non-Federal agency for use in a computer matching program except pursuant to a written agreement between the source agency and the recipient agency or non-Federal agency specifying—

(A) the purpose and legal authority for conducting the program;

(B) the justification for the program and the anticipated results, including a specific estimate of any savings;

(C) a description of the records that will be matched, including each data element that will be used, the approximate number of records that will be matched, and the projected starting and completion dates of the matching program;

(D) procedures for providing individualized notice at the time of application, and notice periodically thereafter as directed by the Data Integrity Board of such agency (subject to guidance provided by the Director of the Office of Management and Budget pursuant to subsection (v)), to—
(i) applicants for and recipients of financial assistance or payments under Federal benefit programs, and

(ii) applicants for and holders of positions as Federal personnel,

that any information provided by such applicants, recipients, holders, and individuals may be subject to verification through matching programs;

(E) procedures for verifying information produced in such matching program as required by subsection (p);

(F) procedures for the retention and timely destruction of identifiable records created by a recipient agency or non-Federal agency in such matching program;

(G) procedures for ensuring the administrative, technical, and physical security of the records matched and the results of such programs;

(H) prohibitions on duplication and redisclosure of records provided by the source agency within or outside the recipient agency or the non-Federal agency, except where required by law or essential to the conduct of the matching program;

(I) procedures governing the use by a recipient agency or non-Federal agency of records provided in a matching program by a source agency, including procedures governing return of the records to the source agency or destruction of records used in such program;

(J) information on assessments that have been made on the accuracy of the records that will be used in such matching program; and

(K) that the Comptroller General may have access to all records of a recipient agency or a non-Federal agency that the Comptroller General deems necessary in order to monitor or verify compliance with the agreement.

(2)(A) A copy of each agreement entered into pursuant to paragraph (1) shall—

(i) be transmitted to the Committee on Governmental Affairs of the Senate and the Committee on Government Operations of the House of Representatives; and

(ii) be available upon request to the public.
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(B) No such agreement shall be effective until 30 days after the date on which such a copy is transmitted pursuant to subparagraph (A)(i).

(C) Such an agreement shall remain in effect only for such period, not to exceed 18 months, as the Data Integrity Board of the agency determines is appropriate in light of the purposes, and length of time necessary for the conduct, of the matching program.

(D) Within 3 months prior to the expiration of such an agreement pursuant to subparagraph (C), the Data Integrity Board of the agency may, without additional review, renew the matching agreement for a current, ongoing matching program for not more than one additional year if—

(i) such program will be conducted without any change; and

(ii) each party to the agreement certifies to the Board in writing that the program has been conducted in compliance with the agreement.

(p) Verification and Opportunity to Contest Findings.—(1) In order to protect any individual whose records are used in a matching program, no recipient agency, non-Federal agency, or source agency may suspend, terminate, reduce, or make a final denial of any financial assistance or payment under a Federal benefit program to such individual, or take other adverse action against such individual, as a result of information produced by such matching program, until—

(A)(i) the agency has independently verified the information; or

(ii) the Data Integrity Board of the agency, or in the case of a non-Federal agency the Data Integrity Board of the source agency, determines in accordance with guidance issued by the Director of the Office of Management and Budget that—

(I) the information is limited to identification and amount of benefits paid by the source agency under a Federal benefit program; and

(II) there is a high degree of confidence that the information provided to the recipient agency is accurate;
(B) the individual receives a notice from the agency containing a statement of its findings and informing the individual of the opportunity to contest such findings; and

(C)(i) the expiration of any time period established for the program by statute or regulation for the individual to respond to that notice; or

(ii) in the case of a program for which no such period is established, the end of the 30-day period beginning on the date on which notice under subparagraph (B) is mailed or otherwise provided to the individual.

(2) Independent verification referred to in paragraph (1) requires investigation and confirmation of specific information relating to an individual that is used as a basis for an adverse action against the individual, including where applicable investigation and confirmation of—

(A) the amount of any asset or income involved;

(B) whether such individual actually has or had access to such asset or income for such individual's own use; and

(C) the period or periods when the individual actually had such asset or income.

(3) Notwithstanding paragraph (1), an agency may take any appropriate action otherwise prohibited by such paragraph if the agency determines that the public health or public safety may be adversely affected or significantly threatened during any notice period required by such paragraph.

(q) Sanctions.—(1) Notwithstanding any other provision of law, no source agency may disclose any record which is contained in a system of records to a recipient agency or non-Federal agency for a matching program if such source agency has reason to believe that the requirements of subsection (p), or any matching agreement entered into pursuant to subsection (o), or both, are not being met by such recipient agency.

(2) No source agency may renew a matching agreement unless—

(A) the recipient agency or non-Federal agency has certified that it has complied with the provisions of that agreement; and

(B) the source agency has no reason to believe that the certification is inaccurate.
(r) Report on New Systems and Matching Programs.—Each agency that proposes to establish or make a significant change in a system of records or a matching program shall provide adequate advance notice of any such proposal (in duplicate) to the Committee on Government Operations of the House of Representatives, the Committee on Governmental Affairs of the Senate, and the Office of Management and Budget in order to permit an evaluation of the probable or potential effect of such proposal on the privacy or other rights of individuals.

(s) Biennial Report.—The President shall biennially submit to the Speaker of the House of Representatives and the President pro tempore of the Senate a report—

(1) describing the actions of the Director of the Office of Management and Budget pursuant to section 6 of the Privacy Act of 1974 during the preceding 2 years;

(2) describing the exercise of individual rights of access and amendment under this section during such years;

(3) identifying changes in or additions to systems of records;

(4) containing such other information concerning administration of this section as may be necessary or useful to the Congress in reviewing the effectiveness of this section in carrying out the purposes of the Privacy Act of 1974.

(t)(1) Effect of Other Laws.—No agency shall rely on any exemption contained in section 552 of this title to withhold from an individual any record which is otherwise accessible to such individual under the provisions of this section.

(2) No agency shall rely on any exemption in this section to withhold from an individual any record which is otherwise accessible to such individual under the provisions of section 552 of this title.

(u) Data Integrity Boards.—(1) Every agency conducting or participating in a matching program shall establish a Data Integrity Board to oversee and coordinate among the various components of such agency the agency's implementation of this section.

(2) Each Data Integrity Board shall consist of senior officials designated by the head of the agency, and shall include any senior official designated by the head of the agency as responsible for implementation of this section, and the inspector
general of the agency, if any. The inspector general shall not serve as chairman of the Data Integrity Board.

(3) Each Data Integrity Board—

(A) shall review, approve, and maintain all written agreements for receipt or disclosure of agency records for matching programs to ensure compliance with subsection (o), and all relevant statutes, regulations, and guidelines;

(B) shall review all matching programs in which the agency has participated during the year, either as a source agency or recipient agency, determine compliance with applicable laws, regulations, guidelines, and agency agreements, and assess the costs and benefits of such programs;

(C) shall review all recurring matching programs in which the agency has participated during the year, either as a source agency or recipient agency, for continued justification for such disclosures;

(D) shall compile an annual report, which shall be submitted to the head of the agency and the Office of Management and Budget and made available to the public on request, describing the matching activities of the agency, including—

(i) matching programs in which the agency has participated as a source agency or recipient agency;

(ii) matching agreements proposed under subsection (o) that were disapproved by the Board;

(iii) any changes in membership or structure of the Board in the preceding year;

(iv) the reasons for any waiver of the requirement in paragraph (4) of this section for completion and submission of a cost-benefit analysis prior to the approval of a matching program;

(v) any violations of matching agreements that have been alleged or identified and any corrective action taken; and

(vi) any other information required by the Director of the Office of Management and Budget to be included in such report;

(E) shall serve as a clearinghouse for receiving and providing information on the accuracy, completeness, and reliability of records used in matching programs;
(F) shall provide interpretation and guidance to agency components and personnel on the requirements of this section for matching programs;

(G) shall review agency recordkeeping and disposal policies and practices for matching programs to assure compliance with this section; and

(H) may review and report on any agency matching activities that are not matching programs.

(4)(A) Except as provided in subparagraphs (B) and (C), a Data Integrity Board shall not approve any written agreement for a matching program unless the agency has completed and submitted to such Board a cost-benefit analysis of the proposed program and such analysis demonstrates that the program is likely to be cost effective.

(B) The Board may waive the requirements of subparagraph (A) of this paragraph if it determines in writing, in accordance with guidelines prescribed by the Director of the Office of Management and Budget, that a cost-benefit analysis is not required.

(C) A cost-benefit analysis shall not be required under subparagraph (A) prior to the initial approval of a written agreement for a matching program that is specifically required by statute. Any subsequent written agreement for such a program shall not be approved by the Data Integrity Board unless the agency has submitted a cost-benefit analysis of the program as conducted under the preceding approval of such agreement.

(5)(A) If a matching agreement is disapproved by a Data Integrity Board, any party to such agreement may appeal the disapproval to the Director of the Office of Management and Budget. Timely notice of the filing of such an appeal shall be provided by the Director of the Office of Management and Budget to the Committee on Governmental Affairs of the Senate and the Committee on Government Operations of the House of Representatives.

(B) The Director of the Office of Management and Budget may approve a matching agreement notwithstanding the disapproval of a Data Integrity Board if the Director determines that—

(i) the matching program will be consistent with all applicable legal, regulatory, and policy requirements;

(ii) there is adequate evidence that the matching agreement will be cost-effective; and
(iii) the matching program is in the public interest.

(C) The decision of the Director to approve a matching agreement shall not take effect until 30 days after it is reported to committees described in subparagraph (A).

(D) If the Data Integrity Board and the Director of the Office of Management and Budget disapprove a matching program proposed by the inspector general of an agency, the inspector general may report the disapproval to the head of the agency and to the Congress.

(6) In the reports required by paragraph (3)(D), agency matching activities that are not matching programs may be reported on an aggregate basis, if and to the extent necessary to protect ongoing law enforcement or counterintelligence investigations.

(v) Office of Management and Budget Responsibilities.—The Director of the Office of Management and Budget shall—

(1) develop and, after notice and opportunity for public comment, prescribe guidelines and regulations for the use of agencies in implementing the provisions of this section; and

(2) provide continuing assistance to and oversight of the implementation of this section by agencies.

(w) Applicability to Bureau of Consumer Financial Protection.—Except as provided in the Consumer Financial Protection Act of 2010, this section shall apply with respect to the Bureau of Consumer Financial Protection.
Short Title of 1974 Amendment

Pub. L. 93–579, §1, Dec. 31, 1974, 88 Stat. 1896, provided: “That this Act [enacting this section and provisions set out as notes under this section] may be cited as the ‘Privacy Act of 1974’.”

Short Title

This section is popularly known as the “Privacy Act”.

Guidelines and Regulations for Maintenance of Privacy and Protection of Records of Individuals

Pub. L. 93–579, §6, Dec. 31, 1974, 88 Stat. 1909, which provided that the Office of Management and Budget shall develop guidelines and regulations for use of agencies in implementing provisions of this section and provide continuing assistance to and oversight of the implementation of the provisions of such section by agencies, was repealed by Pub. L. 100–503, §6(c), Oct. 18, 1988, 102 Stat. 2513.

Disclosure of Social Security Number


“(a)(1) It shall be unlawful for any Federal, State or local government agency to deny to any individual any right, benefit, or privilege provided by law because of such individual’s refusal to disclose his social security account number.

“(2) The provisions of paragraph (1) of this subsection shall not apply with respect to—

“(A) any disclosure which is required by Federal statute, or

“(B) the disclosure of a social security number to any Federal, State, or local agency maintaining a system of records in existence and operating before January 1, 1975, if such disclosure was required under statute or regulation adopted prior to such date to verify the identity of an individual.

“(b) Any Federal, State, or local government agency which requests an individual to disclose his social security account number shall inform that individual whether that disclosure is mandatory or voluntary, by what statutory or other authority such number is solicited, and what uses will be made of it.”
**Classified National Security Information**

For provisions relating to a response to a request for information under this section when the fact of its existence or nonexistence is itself classified or when it was originally classified by another agency, see Ex. Ord. No. 13526, §3.6, Dec. 29, 2009, 75 F.R. 718, set out as a note under section 435 of Title 50, War and National Defense.

**5 USC § 552b. Open meetings**

(a) For purposes of this section—

(1) the term “agency” means any agency, as defined in section 552(e) of this title, headed by a collegial body composed of two or more individual members, a majority of whom are appointed to such position by the President with the advice and consent of the Senate, and any subdivision thereof authorized to act on behalf of the agency;

(2) the term “meeting” means the deliberations of at least the number of individual agency members required to take action on behalf of the agency where such deliberations determine or result in the joint conduct or disposition of official agency business, but does not include deliberations required or permitted by subsection (d) or (e); and

(3) the term “member” means an individual who belongs to a collegial body heading an agency.

(b) Members shall not jointly conduct or dispose of agency business other than in accordance with this section. Except as provided in subsection (c), every portion of every meeting of an agency shall be open to public observation.

(c) Except in a case where the agency finds that the public interest requires otherwise, the second sentence of subsection (b) shall not apply to any portion of an agency meeting, and the requirements of subsections (d) and (e) shall not apply to any information pertaining to such meeting otherwise required by this section to be disclosed to the public, where the agency properly determines that such portion or portions of its meeting or the disclosure of such information is likely to—

(1) disclose matters that are (A) specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign policy and (B) in fact properly classified pursuant to such Executive order;
(2) relate solely to the internal personnel rules and practices of an agency;

(3) disclose matters specifically exempted from disclosure by statute (other than section 552 of this title), provided that such statute (A) requires that the matters be withheld from the public in such a manner as to leave no discretion on the issue, or (B) establishes particular criteria for withholding or refers to particular types of matters to be withheld;

(4) disclose trade secrets and commercial or financial information obtained from a person and privileged or confidential;

(5) involve accusing any person of a crime, or formally censuring any person;

(6) disclose information of a personal nature where disclosure would constitute a clearly unwarranted invasion of personal privacy;

(7) disclose investigatory records compiled for law enforcement purposes, or information which if written would be contained in such records, but only to the extent that the production of such records or information would (A) interfere with enforcement proceedings, (B) deprive a person of a right to a fair trial or an impartial adjudication, (C) constitute an unwarranted invasion of personal privacy, (D) disclose the identity of a confidential source and, in the case of a record compiled by a criminal law enforcement authority in the course of a criminal investigation, or by an agency conducting a lawful national security intelligence investigation, confidential information furnished only by the confidential source, (E) disclose investigative techniques and procedures, or (F) endanger the life or physical safety of law enforcement personnel;

(8) disclose information contained in or related to examination, operating, or condition reports prepared by, on behalf of, or for the use of an agency responsible for the regulation or supervision of financial institutions;

(9) disclose information the premature disclosure of which would—

(A) in the case of an agency which regulates currencies, securities, commodities, or financial institutions, be likely to (i) lead to significant financial speculation in currencies, securities, or commodities, or (ii) significantly endanger the stability of any financial institution; or

(B) in the case of any agency, be likely to significantly frustrate implementation of a proposed agency action,
except that subparagraph (B) shall not apply in any instance where the agency has already disclosed to the public the content or nature of its proposed action, or where the agency is required by law to make such disclosure on its own initiative prior to taking final agency action on such proposal; or

(10) specifically concern the agency's issuance of a subpoena, or the agency's participation in a civil action or proceeding, an action in a foreign court or international tribunal, or an arbitration, or the initiation, conduct, or disposition by the agency of a particular case of formal agency adjudication pursuant to the procedures in section 554 of this title or otherwise involving a determination on the record after opportunity for a hearing.

(d)(1) Action under subsection (c) shall be taken only when a majority of the entire membership of the agency (as defined in subsection (a)(1)) votes to take such action. A separate vote of the agency members shall be taken with respect to each agency meeting a portion or portions of which are proposed to be closed to the public pursuant to subsection (c), or with respect to any information which is proposed to be withheld under subsection (c). A single vote may be taken with respect to a series of meetings, a portion or portions of which are proposed to be closed to the public, or with respect to any information concerning such series of meetings, so long as each meeting in such series involves the same particular matters and is scheduled to be held no more than thirty days after the initial meeting in such series. The vote of each agency member participating in such vote shall be recorded and no proxies shall be allowed.

(2) Whenever any person whose interests may be directly affected by a portion of a meeting requests that the agency close such portion to the public for any of the reasons referred to in paragraph (5), (6), or (7) of subsection (c), the agency, upon request of any one of its members, shall vote by recorded vote whether to close such meeting.

(3) Within one day of any vote taken pursuant to paragraph (1) or (2), the agency shall make publicly available a written copy of such vote reflecting the vote of each member on the question. If a portion of a meeting is to be closed to the public, the agency shall, within one day of the vote taken pursuant to paragraph (1) or (2) of this subsection, make publicly available a full written explanation of its action closing the portion together with a list of all persons expected to attend the meeting and their affiliation.

(4) Any agency, a majority of whose meetings may properly be closed to the public pursuant to paragraph (4), (8), (9)(A), or (10) of subsection (c), or any combination thereof, may provide by regulation for the closing of such meetings or portions thereof in the event that a majority of the members of the agency votes by recorded vote at the beginning of such meeting, or portion thereof, to
close the exempt portion or portions of the meeting, and a copy of such vote, reflecting the vote of each member on the question, is made available to the public. The provisions of paragraphs (1), (2), and (3) of this subsection and subsection (e) shall not apply to any portion of a meeting to which such regulations apply: Provided, That the agency shall, except to the extent that such information is exempt from disclosure under the provisions of subsection (c), provide the public with public announcement of the time, place, and subject matter of the meeting and of each portion thereof at the earliest practicable time.

(e)(1) In the case of each meeting, the agency shall make public announcement, at least one week before the meeting, of the time, place, and subject matter of the meeting, whether it is to be open or closed to the public, and the name and phone number of the official designated by the agency to respond to requests for information about the meeting. Such announcement shall be made unless a majority of the members of the agency determines by a recorded vote that agency business requires that such meeting be called at an earlier date, in which case the agency shall make public announcement of the time, place, and subject matter of such meeting, and whether open or closed to the public, at the earliest practicable time.

(2) The time or place of a meeting may be changed following the public announcement required by paragraph (1) only if the agency publicly announces such change at the earliest practicable time. The subject matter of a meeting, or the determination of the agency to open or close a meeting, or portion of a meeting, to the public, may be changed following the public announcement required by this subsection only if (A) a majority of the entire membership of the agency determines by a recorded vote that agency business so requires and that no earlier announcement of the change was possible, and (B) the agency publicly announces such change and the vote of each member upon such change at the earliest practicable time.

(3) Immediately following each public announcement required by this subsection, notice of the time, place, and subject matter of a meeting, whether the meeting is open or closed, any change in one of the preceding, and the name and phone number of the official designated by the agency to respond to requests for information about the meeting, shall also be submitted for publication in the Federal Register.

(f)(1) For every meeting closed pursuant to paragraphs (1) through (10) of subsection (c), the General Counsel or chief legal officer of the agency shall publicly certify that, in his or her opinion, the meeting may be closed to the public and shall state each relevant exemptive provision. A copy of such certification, together with a statement from the presiding officer of the meeting setting forth the time and place of the meeting, and the persons present, shall be retained by the agency. The agency shall maintain a complete transcript or electronic recording adequate to record fully the proceedings of each meeting, or
portion of a meeting, closed to the public, except that in the case of a meeting, or portion of a meeting, closed to the public pursuant to paragraph (8), (9)(A), or (10) of subsection (c), the agency shall maintain either such a transcript or recording, or a set of minutes. Such minutes shall fully and clearly describe all matters discussed and shall provide a full and accurate summary of any actions taken, and the reasons therefor, including a description of each of the views expressed on any item and the record of any rollcall vote (reflecting the vote of each member on the question). All documents considered in connection with any action shall be identified in such minutes.

(2) The agency shall make promptly available to the public, in a place easily accessible to the public, the transcript, electronic recording, or minutes (as required by paragraph (1)) of the discussion of any item on the agenda, or of any item of the testimony of any witness received at the meeting, except for such item or items of such discussion or testimony as the agency determines to contain information which may be withheld under subsection (c). Copies of such transcript, or minutes, or a transcription of such recording disclosing the identity of each speaker, shall be furnished to any person at the actual cost of duplication or transcription. The agency shall maintain a complete verbatim copy of the transcript, a complete copy of the minutes, or a complete electronic recording of each meeting, or portion of a meeting, closed to the public, for a period of at least two years after such meeting, or until one year after the conclusion of any agency proceeding with respect to which the meeting or portion was held, whichever occurs later.

(g) Each agency subject to the requirements of this section shall, within 180 days after the date of enactment of this section, following consultation with the Office of the Chairman of the Administrative Conference of the United States and published notice in the Federal Register of at least thirty days and opportunity for written comment by any person, promulgate regulations to implement the requirements of subsections (b) through (f) of this section. Any person may bring a proceeding in the United States District Court for the District of Columbia to require an agency to promulgate such regulations if such agency has not promulgated such regulations within the time period specified herein. Subject to any limitations of time provided by law, any person may bring a proceeding in the United States Court of Appeals for the District of Columbia to set aside agency regulations issued pursuant to this subsection that are not in accord with the requirements of subsections (b) through (f) of this section and to require the promulgation of regulations that are in accord with such subsections.

(h)(1) The district courts of the United States shall have jurisdiction to enforce the requirements of subsections (b) through (f) of this section by declaratory judgment, injunctive relief, or other relief as may be appropriate. Such actions may be brought by any person against an agency prior to, or within sixty days after, the meeting out of which the violation of this section arises, except that if public announcement of such meeting is not initially provided by the agency in
accordance with the requirements of this section, such action may be instituted pursuant to this section at any time prior to sixty days after any public announcement of such meeting. Such actions may be brought in the district court of the United States for the district in which the agency meeting is held or in which the agency in question has its headquarters, or in the District Court for the District of Columbia. In such actions a defendant shall serve his answer within thirty days after the service of the complaint. The burden is on the defendant to sustain his action. In deciding such cases the court may examine in camera any portion of the transcript, electronic recording, or minutes of a meeting closed to the public, and may take such additional evidence as it deems necessary. The court, having due regard for orderly administration and the public interest, as well as the interests of the parties, may grant such equitable relief as it deems appropriate, including granting an injunction against future violations of this section or ordering the agency to make available to the public such portion of the transcript, recording, or minutes of a meeting as is not authorized to be withheld under subsection (c) of this section.

(2) Any Federal court otherwise authorized by law to review agency action may, at the application of any person properly participating in the proceeding pursuant to other applicable law, inquire into violations by the agency of the requirements of this section and afford such relief as it deems appropriate. Nothing in this section authorizes any Federal court having jurisdiction solely on the basis of paragraph (1) to set aside, enjoin, or invalidate any agency action (other than an action to close a meeting or to withhold information under this section) taken or discussed at any agency meeting out of which the violation of this section arose.

(i) The court may assess against any party reasonable attorney fees and other litigation costs reasonably incurred by any other party who substantially prevails in any action brought in accordance with the provisions of subsection (g) or (h) of this section, except that costs may be assessed against the plaintiff only where the court finds that the suit was initiated by the plaintiff primarily for frivolous or dilatory purposes. In the case of assessment of costs against an agency, the costs may be assessed by the court against the United States.

(j) Each agency subject to the requirements of this section shall annually report to the Congress regarding the following:

(1) The changes in the policies and procedures of the agency under this section that have occurred during the preceding 1-year period.

(2) A tabulation of the number of meetings held, the exemptions applied to close meetings, and the days of public notice provided to close meetings.

(3) A brief description of litigation or formal complaints concerning the implementation of this section by the agency.
(4) A brief explanation of any changes in law that have affected the responsibilities of the agency under this section.

(k) Nothing herein expands or limits the present rights of any person under section 552 of this title, except that the exemptions set forth in subsection (c) of this section shall govern in the case of any request made pursuant to section 552 to copy or inspect the transcripts, recordings, or minutes described in subsection (f) of this section. The requirements of chapter 33 of title 44, United States Code, shall not apply to the transcripts, recordings, and minutes described in subsection (f) of this section.

(l) This section does not constitute authority to withhold any information from Congress, and does not authorize the closing of any agency meeting or portion thereof required by any other provision of law to be open.

(m) Nothing in this section authorizes any agency to withhold from any individual any record, including transcripts, recordings, or minutes required by this section, which is otherwise accessible to such individual under section 552a of this title.


Short Title of 1976 Amendment

Pub. L. 94–409, §1, Sept. 13, 1976, 90 Stat. 1241, provided: “That this Act [enacting this section, amending sections 551, 552, 556, and 557 of this title, section 10 of Pub. L. 92–463, set out in the Appendix to this title, and section 410 of Title 39, and enacting provisions set out as notes under this section] may be cited as the ‘Government in the Sunshine Act’.”

Declaration of Policy and Statement of Purpose

Pub. L. 94–409, §2, Sept. 13, 1976, 90 Stat. 1241, provided that: “It is hereby declared to be the policy of the United States that the public is entitled to the fullest practicable information regarding the decisionmaking processes of the Federal Government. It is the purpose of this Act [see Short Title note set out above] to provide the public with such information while protecting the rights of individuals and the ability of the Government to carry out its responsibilities.”
5 USC § 553. Rule making

(a) This section applies, according to the provisions thereof, except to the extent that there is involved—

(1) a military or foreign affairs function of the United States; or

(2) a matter relating to agency management or personnel or to public property, loans, grants, benefits, or contracts.

(b) General notice of proposed rule making shall be published in the Federal Register, unless persons subject thereto are named and either personally served or otherwise have actual notice thereof in accordance with law. The notice shall include—

(1) a statement of the time, place, and nature of public rule making proceedings;

(2) reference to the legal authority under which the rule is proposed; and

(3) either the terms or substance of the proposed rule or a description of the subjects and issues involved.

Except when notice or hearing is required by statute, this subsection does not apply—

(A) to interpretative rules, general statements of policy, or rules of agency organization, procedure, or practice; or

(B) when the agency for good cause finds (and incorporates the finding and a brief statement of reasons therefor in the rules issued) that notice and public procedure thereon are impracticable, unnecessary, or contrary to the public interest.

(c) After notice required by this section, the agency shall give interested persons an opportunity to participate in the rule making through submission of written data, views, or arguments with or without opportunity for oral presentation. After consideration of the relevant matter presented, the agency shall incorporate in the rules adopted a concise general statement of their basis and purpose. When
rules are required by statute to be made on the record after opportunity for an agency hearing, sections 556 and 557 of this title apply instead of this subsection.

(d) The required publication or service of a substantive rule shall be made not less than 30 days before its effective date, except—

(1) a substantive rule which grants or recognizes an exemption or relieves a restriction;

(2) interpretative rules and statements of policy; or

(3) as otherwise provided by the agency for good cause found and published with the rule.

(e) Each agency shall give an interested person the right to petition for the issuance, amendment, or repeal of a rule.


5 USC § 554. Adjudications

(a) This section applies, according to the provisions thereof, in every case of adjudication required by statute to be determined on the record after opportunity for an agency hearing, except to the extent that there is involved—

(1) a matter subject to a subsequent trial of the law and the facts de novo in a court;

(2) the selection or tenure of an employee, except an administrative law judge appointed under section 3105 of this title;

(3) proceedings in which decisions rest solely on inspections, tests, or elections;

(4) the conduct of military or foreign affairs functions;

(5) cases in which an agency is acting as an agent for a court; or

(6) the certification of worker representatives.

(b) Persons entitled to notice of an agency hearing shall be timely informed of—
(1) the time, place, and nature of the hearing;

(2) the legal authority and jurisdiction under which the hearing is to be held; and

(3) the matters of fact and law asserted.

When private persons are the moving parties, other parties to the proceeding shall give prompt notice of issues controverted in fact or law; and in other instances agencies may by rule require responsive pleading. In fixing the time and place for hearings, due regard shall be had for the convenience and necessity of the parties or their representatives.

(c) The agency shall give all interested parties opportunity for—

(1) the submission and consideration of facts, arguments, offers of settlement, or proposals of adjustment when time, the nature of the proceeding, and the public interest permit; and

(2) to the extent that the parties are unable so to determine a controversy by consent, hearing and decision on notice and in accordance with sections 556 and 557 of this title.

(d) The employee who presides at the reception of evidence pursuant to section 556 of this title shall make the recommended decision or initial decision required by section 557 of this title, unless he becomes unavailable to the agency. Except to the extent required for the disposition of ex parte matters as authorized by law, such an employee may not—

(1) consult a person or party on a fact in issue, unless on notice and opportunity for all parties to participate; or

(2) be responsible to or subject to the supervision or direction of an employee or agent engaged in the performance of investigative or prosecuting functions for an agency.

An employee or agent engaged in the performance of investigative or prosecuting functions for an agency in a case may not, in that or a factually related case, participate or advise in the decision, recommended decision, or agency review
pursuant to section 557 of this title, except as witness or counsel in public proceedings. This subsection does not apply—

(A) in determining applications for initial licenses;

(B) to proceedings involving the validity or application of rates, facilities, or practices of public utilities or carriers; or

(C) to the agency or a member or members of the body comprising the agency.

(e) The agency, with like effect as in the case of other orders, and in its sound discretion, may issue a declaratory order to terminate a controversy or remove uncertainty.


5 USC § 555. Ancillary matters

(a) This section applies, according to the provisions thereof, except as otherwise provided by this subchapter.

(b) A person compelled to appear in person before an agency or representative thereof is entitled to be accompanied, represented, and advised by counsel or, if permitted by the agency, by other qualified representative. A party is entitled to appear in person or by or with counsel or other duly qualified representative in an agency proceeding. So far as the orderly conduct of public business permits, an interested person may appear before an agency or its responsible employees for the presentation, adjustment, or determination of an issue, request, or controversy in a proceeding, whether interlocutory, summary, or otherwise, or in connection with an agency function. With due regard for the convenience and necessity of the parties or their representatives and within a reasonable time, each agency shall proceed to conclude a matter presented to it. This subsection does not grant or deny a person who is not a lawyer the right to appear for or represent others before an agency or in an agency proceeding.

(c) Process, requirement of a report, inspection, or other investigative act or demand may not be issued, made, or enforced except as authorized by law. A person compelled to submit data or evidence is entitled to retain or, on payment of lawfully prescribed costs, procure a copy or transcript thereof, except that in a nonpublic investigatory proceeding the witness may for good cause be limited to inspection of the official transcript of his testimony.
(d) Agency subpoenas authorized by law shall be issued to a party on request and, when required by rules of procedure, on a statement or showing of general relevance and reasonable scope of the evidence sought. On contest, the court shall sustain the subpoena or similar process or demand to the extent that it is found to be in accordance with law. In a proceeding for enforcement, the court shall issue an order requiring the appearance of the witness or the production of the evidence or data within a reasonable time under penalty of punishment for contempt in case of contumacious failure to comply.

(e) Prompt notice shall be given of the denial in whole or in part of a written application, petition, or other request of an interested person made in connection with any agency proceeding. Except in affirming a prior denial or when the denial is self-explanatory, the notice shall be accompanied by a brief statement of the grounds for denial.


5 USC § 556. Hearings; presiding employees; powers and duties; burden of proof; evidence; record as basis of decision

(a) This section applies, according to the provisions thereof, to hearings required by section 553 or 554 of this title to be conducted in accordance with this section.

(b) There shall preside at the taking of evidence—

(1) the agency;

(2) one or more members of the body which comprises the agency; or

(3) one or more administrative law judges appointed under section 3105 of this title.

This subchapter does not supersede the conduct of specified classes of proceedings, in whole or in part, by or before boards or other employees specially provided for by or designated under statute. The functions of presiding employees and of employees participating in decisions in accordance with section 557 of this title shall be conducted in an impartial manner. A presiding or participating employee may at any time disqualify himself. On the filing in good faith of a timely and sufficient affidavit of personal bias or other disqualification of a presiding or participating employee, the agency shall determine the matter as a part of the record and decision in the case.
(c) Subject to published rules of the agency and within its powers, employees presiding at hearings may—

(1) administer oaths and affirmations;

(2) issue subpenas authorized by law;

(3) rule on offers of proof and receive relevant evidence;

(4) take depositions or have depositions taken when the ends of justice would be served;

(5) regulate the course of the hearing;

(6) hold conferences for the settlement or simplification of the issues by consent of the parties or by the use of alternative means of dispute resolution as provided in subchapter IV of this chapter;

(7) inform the parties as to the availability of one or more alternative means of dispute resolution, and encourage use of such methods;

(8) require the attendance at any conference held pursuant to paragraph (6) of at least one representative of each party who has authority to negotiate concerning resolution of issues in controversy;

(9) dispose of procedural requests or similar matters;

(10) make or recommend decisions in accordance with section 557 of this title; and

(11) take other action authorized by agency rule consistent with this subchapter.

(d) Except as otherwise provided by statute, the proponent of a rule or order has the burden of proof. Any oral or documentary evidence may be received, but the agency as a matter of policy shall provide for the exclusion of irrelevant, immaterial, or unduly repetitious evidence. A sanction may not be imposed or rule or order issued except on consideration of the whole record or those parts thereof cited by a party and supported by and in accordance with the reliable, probative, and substantial evidence. The agency may, to the extent consistent with the interests of justice and the policy of the underlying statutes administered by the agency, consider a violation of section 557(d) of this title sufficient grounds for a decision adverse to a party who has knowingly committed such violation or knowingly caused such violation to occur. A party is entitled to present his case or
defense by oral or documentary evidence, to submit rebuttal evidence, and to conduct such cross-examination as may be required for a full and true disclosure of the facts. In rule making or determining claims for money or benefits or applications for initial licenses an agency may, when a party will not be prejudiced thereby, adopt procedures for the submission of all or part of the evidence in written form.

(e) The transcript of testimony and exhibits, together with all papers and requests filed in the proceeding, constitutes the exclusive record for decision in accordance with section 557 of this title and, on payment of lawfully prescribed costs, shall be made available to the parties. When an agency decision rests on official notice of a material fact not appearing in the evidence in the record, a party is entitled, on timely request, to an opportunity to show the contrary.


5 USC § 557. Initial decisions; conclusiveness; review by agency; submissions by parties; contents of decisions; record

(a) This section applies, according to the provisions thereof, when a hearing is required to be conducted in accordance with section 556 of this title.

(b) When the agency did not preside at the reception of the evidence, the presiding employee or, in cases not subject to section 554(d) of this title, an employee qualified to preside at hearings pursuant to section 556 of this title, shall initially decide the case unless the agency requires, either in specific cases or by general rule, the entire record to be certified to it for decision. When the presiding employee makes an initial decision, that decision then becomes the decision of the agency without further proceedings unless there is an appeal to, or review on motion of, the agency within time provided by rule. On appeal from or review of the initial decision, the agency has all the powers which it would have in making the initial decision except as it may limit the issues on notice or by rule. When the agency makes the decision without having presided at the reception of the evidence, the presiding employee or an employee qualified to preside at hearings pursuant to section 556 of this title shall first recommend a decision, except that in rule making or determining applications for initial licenses—

(1) instead thereof the agency may issue a tentative decision or one of its responsible employees may recommend a decision; or
(2) this procedure may be omitted in a case in which the agency finds on the record that due and timely execution of its functions imperatively and unavoidably so requires.

(c) Before a recommended, initial, or tentative decision, or a decision on agency review of the decision of subordinate employees, the parties are entitled to a reasonable opportunity to submit for the consideration of the employees participating in the decisions—

(1) proposed findings and conclusions; or

(2) exceptions to the decisions or recommended decisions of subordinate employees or to tentative agency decisions; and

(3) supporting reasons for the exceptions or proposed findings or conclusions.

The record shall show the ruling on each finding, conclusion, or exception presented. All decisions, including initial, recommended, and tentative decisions, are a part of the record and shall include a statement of—

(A) findings and conclusions, and the reasons or basis therefor, on all the material issues of fact, law, or discretion presented on the record; and

(B) the appropriate rule, order, sanction, relief, or denial thereof.

(d)(1) In any agency proceeding which is subject to subsection (a) of this section, except to the extent required for the disposition of ex parte matters as authorized by law—

(A) no interested person outside the agency shall make or knowingly cause to be made to any member of the body comprising the agency, administrative law judge, or other employee who is or may reasonably be expected to be involved in the decisional process of the proceeding, an ex parte communication relevant to the merits of the proceeding;

(B) no member of the body comprising the agency, administrative law judge, or other employee who is or may reasonably be expected to be involved in the decisional process of the proceeding, shall make or knowingly cause to be made
to any interested person outside the agency an ex parte communication relevant to the merits of the proceeding;

(C) a member of the body comprising the agency, administrative law judge, or other employee who is or may reasonably be expected to be involved in the decisional process of such proceeding who receives, or who makes or knowingly causes to be made, a communication prohibited by this subsection shall place on the public record of the proceeding:

(i) all such written communications;

(ii) memoranda stating the substance of all such oral communications; and

(iii) all written responses, and memoranda stating the substance of all oral responses, to the materials described in clauses (i) and (ii) of this subparagraph;

(D) upon receipt of a communication knowingly made or knowingly caused to be made by a party in violation of this subsection, the agency, administrative law judge, or other employee presiding at the hearing may, to the extent consistent with the interests of justice and the policy of the underlying statutes, require the party to show cause why his claim or interest in the proceeding should not be dismissed, denied, disregarded, or otherwise adversely affected on account of such violation; and

(E) the prohibitions of this subsection shall apply beginning at such time as the agency may designate, but in no case shall they begin to apply later than the time at which a proceeding is noticed for hearing unless the person responsible for the communication has knowledge that it will be noticed, in which case the prohibitions shall apply beginning at the time of his acquisition of such knowledge.

(2) This subsection does not constitute authority to withhold information from Congress.

5 USC § 558. Imposition of sanctions; determination of applications for licenses; suspension, revocation, and expiration of licenses

(a) This section applies, according to the provisions thereof, to the exercise of a power or authority.

(b) A sanction may not be imposed or a substantive rule or order issued except within jurisdiction delegated to the agency and as authorized by law.

(c) When application is made for a license required by law, the agency, with due regard for the rights and privileges of all the interested parties or adversely affected persons and within a reasonable time, shall set and complete proceedings required to be conducted in accordance with sections 556 and 557 of this title or other proceedings required by law and shall make its decision. Except in cases of willfulness or those in which public health, interest, or safety requires otherwise, the withdrawal, suspension, revocation, or annulment of a license is lawful only if, before the institution of agency proceedings therefor, the licensee has been given—

(1) notice by the agency in writing of the facts or conduct which may warrant the action; and

(2) opportunity to demonstrate or achieve compliance with all lawful requirements.

When the licensee has made timely and sufficient application for a renewal or a new license in accordance with agency rules, a license with reference to an activity of a continuing nature does not expire until the application has been finally determined by the agency.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 388.)

5 USC § 559. Effect on other laws; effect of subsequent statute

This subchapter, chapter 7, and sections 1305, 3105, 3344, 4301(2)(E), 5372, and 7521 of this title, and the provisions of section 5335(a)(B) of this title that relate to administrative law judges, do not limit or repeal additional requirements imposed by statute or otherwise recognized by law. Except as otherwise required by law, requirements or privileges relating to evidence or procedure apply equally to agencies and persons. Each agency is granted the authority necessary to comply with the requirements of this subchapter through the issuance of rules or
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otherwise. Subsequent statute may not be held to supersede or modify this subchapter, chapter 7, sections 1305, 3105, 3344, 4301(2)(E), 5372, or 7521 of this title, or the provisions of section 5335(a)(B) of this title that relate to administrative law judges, except to the extent that it does so expressly.

CHAPTER 7—JUDICIAL REVIEW

Short Title

The provisions of sections 551 to 559 of this title and this chapter were originally enacted by act June 11, 1946, ch. 423, 60 Stat. 237, popularly known as the “Administrative Procedure Act”. That Act was repealed as part of the general revision of this title by Pub. L. 89–554 and its provisions incorporated into sections 551 to 559 of this title and this chapter.

5 USC § 701. Application; definitions

(a) This chapter applies, according to the provisions thereof, except to the extent that—

(1) statutes preclude judicial review; or

(2) agency action is committed to agency discretion by law.

(b) For the purpose of this chapter—

(1) “agency” means each authority of the Government of the United States, whether or not it is within or subject to review by another agency, but does not include—

(A) the Congress;

(B) the courts of the United States;

(C) the governments of the territories or possessions of the United States;

(D) the government of the District of Columbia;

(E) agencies composed of representatives of the parties or of representatives of organizations of the parties to the disputes determined by them;

(F) courts martial and military commissions;

(G) military authority exercised in the field in time of war or in occupied territory; or
(H) functions conferred by sections 1738, 1739, 1743, and 1744 of title 12; subchapter II of chapter 471 of title 49; or sections 1884, 1891–1902, and former section 1641(b)(2), of title 50, appendix; and

(2) “person”, “rule”, “order”, “license”, “sanction”, “relief”, and “agency action” have the meanings given them by section 551 of this title.


5 USC § 702. Right of review

A person suffering legal wrong because of agency action, or adversely affected or aggrieved by agency action within the meaning of a relevant statute, is entitled to judicial review thereof. An action in a court of the United States seeking relief other than money damages and stating a claim that an agency or an officer or employee thereof acted or failed to act in an official capacity or under color of legal authority shall not be dismissed nor relief therein be denied on the ground that it is against the United States or that the United States is an indispensable party. The United States may be named as a defendant in any such action, and a judgment or decree may be entered against the United States: Provided, That any mandatory or injunctive decree shall specify the Federal officer or officers (by name or by title), and their successors in office, personally responsible for compliance. Nothing herein (1) affects other limitations on judicial review or the power or duty of the court to dismiss any action or deny relief on any other appropriate legal or equitable ground; or (2) confers authority to grant relief if any other statute that grants consent to suit expressly or impliedly forbids the relief which is sought.


Amendments

1976—Pub. L. 94–574 removed the defense of sovereign immunity as a bar to judicial review of Federal administrative action otherwise subject to judicial review.

5 USC § 703. Form and venue of proceeding

The form of proceeding for judicial review is the special statutory review proceeding relevant to the subject matter in a court specified by statute or, in the absence or inadequacy thereof, any applicable form of legal action, including
actions for declaratory judgments or writs of prohibitory or mandatory injunction or habeas corpus, in a court of competent jurisdiction. If no special statutory review proceeding is applicable, the action for judicial review may be brought against the United States, the agency by its official title, or the appropriate officer. Except to the extent that prior, adequate, and exclusive opportunity for judicial review is provided by law, agency action is subject to judicial review in civil or criminal proceedings for judicial enforcement.


Amendments

1976—Pub. L. 94–574 provided that if no special statutory review proceeding is applicable, the action for judicial review may be brought against the United States, the agency by its official title, or the appropriate officer as defendant.

5 USC § 704. Actions reviewable

Agency action made reviewable by statute and final agency action for which there is no other adequate remedy in a court are subject to judicial review. A preliminary, procedural, or intermediate agency action or ruling not directly reviewable is subject to review on the review of the final agency action. Except as otherwise expressly required by statute, agency action otherwise final is final for the purposes of this section whether or not there has been presented or determined an application for a declaratory order, for any form of reconsideration, or, unless the agency otherwise requires by rule and provides that the action meanwhile is inoperative, for an appeal to superior agency authority.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 392.)

5 USC § 705. Relief pending review

When an agency finds that justice so requires, it may postpone the effective date of action taken by it, pending judicial review. On such conditions as may be required and to the extent necessary to prevent irreparable injury, the reviewing court, including the court to which a case may be taken on appeal from or on application for certiorari or other writ to a reviewing court, may issue all necessary and appropriate process to postpone the effective date of an agency action or to preserve status or rights pending conclusion of the review proceedings.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 393.)
5 USC § 706. Scope of review

To the extent necessary to decision and when presented, the reviewing court shall decide all relevant questions of law, interpret constitutional and statutory provisions, and determine the meaning or applicability of the terms of an agency action. The reviewing court shall—

(1) compel agency action unlawfully withheld or unreasonably delayed; and

(2) hold unlawful and set aside agency action, findings, and conclusions found to be—

(A) arbitrary, capricious, an abuse of discretion, or otherwise not in accordance with law;

(B) contrary to constitutional right, power, privilege, or immunity;

(C) in excess of statutory jurisdiction, authority, or limitations, or short of statutory right;

(D) without observance of procedure required by law;

(E) unsupported by substantial evidence in a case subject to sections 556 and 557 of this title or otherwise reviewed on the record of an agency hearing provided by statute; or

(F) unwarranted by the facts to the extent that the facts are subject to trial de novo by the reviewing court.

In making the foregoing determinations, the court shall review the whole record or those parts of it cited by a party, and due account shall be taken of the rule of prejudicial error.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 393.)
PART III—EMPLOYEES

CHAPTER 73—SUITABILITY, SECURITY, AND CONDUCT

SUBCHAPTER I—REGULATION OF CONDUCT

5 USC § 7301. Presidential regulations

The President may prescribe regulations for the conduct of employees in the executive branch.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 524.)

Continuation of Random Drug Testing Program for Certain Department of Defense Employees


“(a) Continuation of Existing Program.—The Secretary of Defense shall continue to actively carry out the drug testing program, originally required by section 3(a) of Executive Order No. 12564 (51 Fed. Reg. 32889; September 15, 1986) [set out below], involving civilian employees of the Department of Defense who are considered to be employees in sensitive positions. The Secretary shall comply with the drug testing procedures prescribed pursuant to section 4 of the Executive order.

“(b) Testing Upon Reasonable Suspicion of Illegal Drug Use.—The Secretary of Defense shall ensure that the drug testing program referred to in subsection (a) authorizes the testing of a civilian employee of the Department of Defense for illegal drug use when there is a reasonable suspicion that the employee uses illegal drugs.

“(c) Notification to Applicants.—The Secretary of Defense shall notify persons who apply for employment with the Department of Defense that, as a condition of employment by the Department, the person may be required to submit to drug testing under the drug testing program required by Executive Order No. 12564 (51 Fed. Reg. 32889; September 15, 1986) pursuant to the terms of the Executive order.

“(d) Definitions.—In this section, the terms ‘illegal drugs’ and ‘employee in a sensitive position’ have the meanings given such terms in section 7 of Executive Order No. 12564 (51 Fed. Reg. 32889; September 15, 1986).”

Ex. Ord. No. 12564, Sept. 15, 1986, 51 F.R. 32889, provided:

I, RONALD REAGAN, President of the United States of America, find that:

Drug use is having serious adverse effects upon a significant proportion of the national workforce and results in billions of dollars of lost productivity each year;

The Federal government, as an employer, is concerned with the well-being of its employees, the successful accomplishment of agency missions, and the need to maintain employee productivity;

The Federal government, as the largest employer in the Nation, can and should show the way towards achieving drug-free workplaces through a program designed to offer drug users a helping hand and, at the same time, demonstrating to drug users and potential drug users that drugs will not be tolerated in the Federal workplace;

The profits from illegal drugs provide the single greatest source of income for organized crime, fuel violent street crime, and otherwise contribute to the breakdown of our society;

The use of illegal drugs, on or off duty, by Federal employees is inconsistent not only with the law-abiding behavior expected of all citizens, but also with the special trust placed in such employees as servants of the public;

Federal employees who use illegal drugs, on or off duty, tend to be less productive, less reliable, and prone to greater absenteeism than their fellow employees who do not use illegal drugs;

The use of illegal drugs, on or off duty, by Federal employees impairs the efficiency of Federal departments and agencies, undermines public confidence in them, and makes it more difficult for other employees who do not use illegal drugs to perform their jobs effectively. The use of illegal drugs, on or off duty, by Federal employees also can pose a serious health and safety threat to members of the public and to other Federal employees;

The use of illegal drugs, on or off duty, by Federal employees in certain positions evidences less than the complete reliability, stability, and good judgment that is consistent with access to sensitive information and creates the possibility of coercion, influence, and irresponsible action under pressure that may pose a serious risk to national security, the public safety, and the effective enforcement of the law; and
Federal employees who use illegal drugs must themselves be primarily responsible for changing their behavior and, if necessary, begin the process of rehabilitating themselves.

By the authority vested in me as President by the Constitution and laws of the United States of America, including section 3301(2) of Title 5 of the United States Code, section 7301 of Title 5 of the United States Code, section 290ee–1 of Title 42 of the United States Code, deeming such action in the best interests of national security, public health and safety, law enforcement and the efficiency of the Federal service, and in order to establish standards and procedures to ensure fairness in achieving a drug-free Federal workplace and to protect the privacy of Federal employees, it is hereby ordered as follows:

Section 1. Drug-Free Workplace. (a) Federal employees are required to refrain from the use of illegal drugs.

(b) The use of illegal drugs by Federal employees, whether on duty or off duty, is contrary to the efficiency of the service.

(c) Persons who use illegal drugs are not suitable for Federal employment.

Sec. 2. Agency Responsibilities. (a) The head of each Executive agency shall develop a plan for achieving the objective of a drug-free workplace with due consideration of the rights of the government, the employee, and the general public.

(b) Each agency plan shall include:

(1) A statement of policy setting forth the agency's expectations regarding drug use and the action to be anticipated in response to identified drug use;

(2) Employee Assistance Programs emphasizing high level direction, education, counseling, referral to rehabilitation, and coordination with available community resources;

(3) Supervisory training to assist in identifying and addressing illegal drug use by agency employees;

(4) Provision for self-referrals as well as supervisory referrals to treatment with maximum respect for individual confidentiality consistent with safety and security issues; and

(5) Provision for identifying illegal drug users, including testing on a controlled and carefully monitored basis in accordance with this Order.
Sec. 3. Drug Testing Programs. (a) The head of each Executive agency shall establish a program to test for the use of illegal drugs by employees in sensitive positions. The extent to which such employees are tested and the criteria for such testing shall be determined by the head of each agency, based upon the nature of the agency’s mission and its employees’ duties, the efficient use of agency resources, and the danger to the public health and safety or national security that could result from the failure of an employee adequately to discharge his or her position.

(b) The head of each Executive agency shall establish a program for voluntary employee drug testing.

(c) In addition to the testing authorized in subsections (a) and (b) of this section, the head of each Executive agency is authorized to test an employee for illegal drug use under the following circumstances:

(1) When there is a reasonable suspicion that any employee uses illegal drugs;

(2) In an examination authorized by the agency regarding an accident or unsafe practice; or

(3) As part of or as a follow-up to counseling or rehabilitation for illegal drug use through an Employee Assistance Program.

(d) The head of each Executive agency is authorized to test any applicant for illegal drug use.

Sec. 4. Drug Testing Procedures. (a) Sixty days prior to the implementation of a drug testing program pursuant to this Order, agencies shall notify employees that testing for use of illegal drugs is to be conducted and that they may seek counseling and rehabilitation and inform them of the procedures for obtaining such assistance through the agency’s Employee Assistance Program. Agency drug testing programs already ongoing are exempted from the 60-day notice requirement. Agencies may take action under section 3(c) of this Order without reference to the 60-day notice period.

(b) Before conducting a drug test, the agency shall inform the employee to be tested of the opportunity to submit medical documentation that may support a legitimate use for a specific drug.

(c) Drug testing programs shall contain procedures for timely submission of requests for retention of records and specimens; procedures for retesting; and procedures, consistent with applicable law, to protect the confidentiality of test results and related medical and rehabilitation records. Procedures for providing urine specimens must allow individual privacy, unless the agency has reason to
believe that a particular individual may alter or substitute the specimen to be provided.

(d) The Secretary of Health and Human Services is authorized to promulgate scientific and technical guidelines for drug testing programs, and agencies shall conduct their drug testing programs in accordance with these guidelines once promulgated.

Sec. 5. Personnel Actions. (a) Agencies shall, in addition to any appropriate personnel actions, refer any employee who is found to use illegal drugs to an Employee Assistance Program for assessment, counseling, and referral for treatment or rehabilitation as appropriate.

(b) Agencies shall initiate action to discipline any employee who is found to use illegal drugs, provided that such action is not required for an employee who:

(1) Voluntarily identifies himself as a user of illegal drugs or who volunteers for drug testing pursuant to section 3(b) of this Order, prior to being identified through other means;

(2) Obtains counseling or rehabilitation through an Employee Assistance Program; and

(3) Thereafter refrains from using illegal drugs.

(c) Agencies shall not allow any employee to remain on duty in a sensitive position who is found to use illegal drugs, prior to successful completion of rehabilitation through an Employee Assistance Program. However, as part of a rehabilitation or counseling program, the head of an Executive agency may, in his or her discretion, allow an employee to return to duty in a sensitive position if it is determined that this action would not pose a danger to public health or safety or the national security.

(d) Agencies shall initiate action to remove from the service any employee who is found to use illegal drugs and:

(1) Refuses to obtain counseling or rehabilitation through an Employee Assistance Program; or

(2) Does not thereafter refrain from using illegal drugs.

(e) The results of a drug test and information developed by the agency in the course of the drug testing of the employee may be considered in processing any adverse action against the employee or for other administrative purposes. Preliminary test results may not be used in an administrative proceeding unless
they are confirmed by a second analysis of the same sample or unless the employee confirms the accuracy of the initial test by admitting the use of illegal drugs.

(f) The determination of an agency that an employee uses illegal drugs can be made on the basis of any appropriate evidence, including direct observation, a criminal conviction, administrative inquiry, or the results of an authorized testing program. Positive drug test results may be rebutted by other evidence that an employee has not used illegal drugs.

(g) Any action to discipline an employee who is using illegal drugs (including removal from the service, if appropriate) shall be taken in compliance with otherwise applicable procedures, including the Civil Service Reform Act [Pub. L. 95–454, see Tables for classification].

(h) Drug testing shall not be conducted pursuant to this Order for the purpose of gathering evidence for use in criminal proceedings. Agencies are not required to report to the Attorney General for investigation or prosecution any information, allegation, or evidence relating to violations of Title 21 of the United States Code received as a result of the operation of drug testing programs established pursuant to this Order.

Sec. 6. Coordination of Agency Programs. (a) The Director of the Office of Personnel Management shall:

(1) Issue government-wide guidance to agencies on the implementation of the terms of this Order;

(2) Ensure that appropriate coverage for drug abuse is maintained for employees and their families under the Federal Employees Health Benefits Program;

(3) Develop a model Employee Assistance Program for Federal agencies and assist the agencies in putting programs in place;

(4) In consultation with the Secretary of Health and Human Services, develop and improve training programs for Federal supervisors and managers on illegal drug use; and

(5) In cooperation with the Secretary of Health and Human Services and heads of Executive agencies, mount an intensive drug awareness campaign throughout the Federal work force.

(b) The Attorney General shall render legal advice regarding the implementation of this Order and shall be consulted with regard to all guidelines, regulations, and policies proposed to be adopted pursuant to this Order.
(c) Nothing in this Order shall be deemed to limit the authorities of the Director of Central Intelligence under the National Security Act of 1947, as amended [50 U.S.C. 401 et seq.], or the statutory authorities of the National Security Agency or the Defense Intelligence Agency. Implementation of this Order within the Intelligence Community, as defined in Executive Order No. 12333 [50 U.S.C. 401 note], shall be subject to the approval of the head of the affected agency.

Sec. 7. Definitions. (a) This Order applies to all agencies of the Executive Branch.

(b) For purposes of this Order, the term “agency” means an Executive agency, as defined in 5 U.S.C. 105; the Uniformed Services, as defined in 5 U.S.C. 2101(3) (but excluding the armed forces as defined by 5 U.S.C. 2101(2)); or any other employing unit or authority of the Federal government, except the United States Postal Service, the Postal Rate Commission, and employing units or authorities in the Judicial and Legislative Branches.

(c) For purposes of this Order, the term “illegal drugs” means a controlled substance included in Schedule I or II, as defined by section 802(6) of Title 21 of the United States Code, the possession of which is unlawful under chapter 13 of that Title. The term “illegal drugs” does not mean the use of a controlled substance pursuant to a valid prescription or other uses authorized by law.

(d) For purposes of this Order, the term “employee in a sensitive position” refers to:

(1) An employee in a position that an agency head designates Special Sensitive, Critical-Sensitive, or Noncritical-Sensitive under Chapter 731 of the Federal Personnel Manual or an employee in a position that an agency head designates as sensitive in accordance with Executive Order No. 10450, as amended [5 U.S.C. 7311 note];

(2) An employee who has been granted access to classified information or may be granted access to classified information pursuant to a determination of trustworthiness by an agency head under Section 4 of Executive Order No. 12356 [50 U.S.C. 435 note];

(3) Individuals serving under Presidential appointments;

(4) Law enforcement officers as defined in 5 U.S.C. 8331(20); and

(5) Other positions that the agency head determines involve law enforcement, national security, the protection of life and property, public health or safety, or other functions requiring a high degree of trust and confidence.
(e) For purposes of this Order, the term “employee” means all persons appointed in the Civil Service as described in 5 U.S.C. 2105 (but excluding persons appointed in the armed services as defined in 5 U.S.C. 2102(2)).

(f) For purposes of this Order, the term “Employee Assistance Program” means agency-based counseling programs that offer assessment, short-term counseling, and referral services to employees for a wide range of drug, alcohol, and mental health programs that affect employee job performance. Employee Assistance Programs are responsible for referring drug-using employees for rehabilitation and for monitoring employees’ progress while in treatment.

Sec. 8. Effective Date. This Order is effective immediately.

Ronald Reagan.

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 401 of Title 50, War and National Defense.]

Ex. Ord. No. 12674. Principles of Ethical Conduct for Government Officers and Employees


By virtue of the authority vested in me as President by the Constitution and the laws of the United States of America, and in order to establish fair and exacting standards of ethical conduct for all executive branch employees, it is hereby ordered as follows:

Part I—Principles of Ethical Conduct

Section 101. Principles of Ethical Conduct. To ensure that every citizen can have complete confidence in the integrity of the Federal Government, each Federal employee shall respect and adhere to the fundamental principles of ethical service as implemented in regulations promulgated under sections 201 and 301 of this order:

(a) Public service is a public trust, requiring employees to place loyalty to the Constitution, the laws, and ethical principles above private gain.
(b) Employees shall not hold financial interests that conflict with the conscientious performance of duty.

(c) Employees shall not engage in financial transactions using nonpublic Government information or allow the improper use of such information to further any private interest.

(d) An employee shall not, except pursuant to such reasonable exceptions as are provided by regulation, solicit or accept any gift or other item of monetary value from any person or entity seeking official action from, doing business with, or conducting activities regulated by the employee's agency, or whose interests may be substantially affected by the performance or nonperformance of the employee's duties.

(e) Employees shall put forth honest effort in the performance of their duties.

(f) Employees shall make no unauthorized commitments or promises of any kind purporting to bind the Government.

(g) Employees shall not use public office for private gain.

(h) Employees shall act impartially and not give preferential treatment to any private organization or individual.

(i) Employees shall protect and conserve Federal property and shall not use it for other than authorized activities.

(j) Employees shall not engage in outside employment or activities, including seeking or negotiating for employment, that conflict with official Government duties and responsibilities.

(k) Employees shall disclose waste, fraud, abuse, and corruption to appropriate authorities.

(l) Employees shall satisfy in good faith their obligations as citizens, including all just financial obligations, especially those—such as Federal, State, or local taxes—that are imposed by law.

(m) Employees shall adhere to all laws and regulations that provide equal opportunity for all Americans regardless of race, color, religion, sex, national origin, age, or handicap.

(n) Employees shall endeavor to avoid any actions creating the appearance that they are violating the law or the ethical standards promulgated pursuant to this order.
Sec. 102. Limitations on Outside Earned Income.

(a) No employee who is appointed by the President to a full-time noncareer position in the executive branch (including full-time noncareer employees in the White House Office, the Office of Policy Development, and the Office of Cabinet Affairs), shall receive any earned income for any outside employment or activity performed during that Presidential appointment.

(b) The prohibition set forth in subsection (a) shall not apply to any full-time noncareer employees employed pursuant to 3 U.S.C. 105 and 3 U.S.C. 107(a) at salaries below the minimum rate of basic pay then paid for GS–9 of the General Schedule. Any outside employment must comply with relevant agency standards of conduct, including any requirements for approval of outside employment.

Part II—Office of Government Ethics Authority

Sec. 201. The Office of Government Ethics. The Office of Government Ethics shall be responsible for administering this order by:

(a) Promulgating, in consultation with the Attorney General and the Office of Personnel Management, regulations that establish a single, comprehensive, and clear set of executive-branch standards of conduct that shall be objective, reasonable, and enforceable.

(b) Developing, disseminating, and periodically updating an ethics manual for employees of the executive branch describing the applicable statutes, rules, decisions, and policies.

(c) Promulgating, with the concurrence of the Attorney General, regulations interpreting the provisions of the post-employment statute, section 207 of title 18, United States Code; the general conflict-of-interest statute, section 208 of title 18, United States Code; and the statute prohibiting supplementation of salaries, section 209 of title 18, United States Code.

(d) Promulgating, in consultation with the Attorney General and the Office of Personnel Management, regulations establishing a system of nonpublic (confidential) financial disclosure by executive branch employees to complement the system of public disclosure under the Ethics in Government Act of 1978 [Pub. L. 95–521, see Tables for classification]. Such regulations shall include criteria to guide agencies in determining which employees shall submit these reports.

(e) Ensuring that any implementing regulations issued by agencies under this order are consistent with and promulgated in accordance with this order.
Sec. 202. Executive Office of the President. In that the agencies within the Executive Office of the President (EOP) currently exercise functions that are not distinct and separate from each other within the meaning and for the purposes of section 207(e) of title 18, United States Code, those agencies shall be treated as one agency under section 207(c) of title 18, United States Code.

Part III—Agency Responsibilities

Sec. 301. Agency Responsibilities. Each agency head is directed to:

(a) Supplement, as necessary and appropriate, the comprehensive executive branch-wide regulations of the Office of Government Ethics, with regulations of special applicability to the particular functions and activities of that agency. Any supplementary agency regulations shall be prepared as addenda to the branch-wide regulations and promulgated jointly with the Office of Government Ethics, at the agency's expense, for inclusion in Title 5 of the Code of Federal Regulations.

(b) Ensure the review by all employees of this order and regulations promulgated pursuant to the order.

(c) Coordinate with the Office of Government Ethics in developing annual agency ethics training plans. Such training shall include mandatory annual briefings on ethics and standards of conduct for all employees appointed by the President, all employees in the Executive Office of the President, all officials required to file public or nonpublic financial disclosure reports, all employees who are contracting officers and procurement officials, and any other employees designated by the agency head.

(d) Where practicable, consult formally or informally with the Office of Government Ethics prior to granting any exemption under section 208 of title 18, United States Code, and provide the Director of the Office of Government Ethics a copy of any exemption granted.

(e) Ensure that the rank, responsibilities, authority, staffing, and resources of the Designated Agency Ethics Official are sufficient to ensure the effectiveness of the agency ethics program. Support should include the provision of a separate budget line item for ethics activities, where practicable.

Part IV—Delegations of Authority

Sec. 401. Delegations to Agency Heads. Except in the case of the head of an agency, the authority of the President under sections 203(d), 205(e), and 208(b) of title 18, United States Code, to grant exemptions or approvals to individuals, is delegated to the head of the agency in which an individual requiring an
exemption or approval is employed or to which the individual (or the committee, commission, board, or similar group employing the individual) is attached for purposes of administration.

Sec. 402. Delegations to the Counsel to the President.

(a) Except as provided in section 401, the authority of the President under sections 203(d), 205(e), and 208(b) of title 18, United States Code, to grant exemptions or approvals for Presidential appointees to committees, commissions, boards, or similar groups established by the President is delegated to the Counsel to the President.

(b) The authority of the President under sections 203(d), 205(e), and 208(b) of title 18, United States Code, to grant exemptions or approvals for individuals appointed pursuant to 3 U.S.C. 105 and 3 U.S.C. 107(a), is delegated to the Counsel to the President.

Sec. 403. Delegation Regarding Civil Service. The Office of Personnel Management and the Office of Government Ethics, as appropriate, are delegated the authority vested in the President by 5 U.S.C. 7301 to establish general regulations for the implementation of this Executive order.

Part V—General Provisions

Sec. 501. Revocations. The following Executive orders are hereby revoked:

(a) Executive Order No. 11222 of May 8, 1965.

(b) Executive Order No. 12565 of September 25, 1986.

Sec. 502. Savings Provision.

(a) All actions already taken by the President or by his delegates concerning matters affected by this order and in force when this order is issued, including any regulations issued under Executive Order 11222, Executive Order 12565, or statutory authority, shall, except as they are irreconcilable with the provisions of this order or terminate by operation of law or by Presidential action, remain in effect until properly amended, modified, or revoked pursuant to the authority conferred by this order or any regulations promulgated under this order. Notwithstanding anything in section 102 of this order, employees may carry out preexisting contractual obligations entered into before April 12, 1989.

(b) Financial reports filed in confidence (pursuant to the authority of Executive Order No. 11222, 5 C.F.R. Part 735, and individual agency regulations) shall continue to be held in confidence.
Sec. 503. Definitions. For purposes of this order, the term:

(a) “Contracting officers and procurement officials” means all such officers and officials as defined in the Office of Federal Procurement Policy Act Amendments of 1988 [see 41 U.S.C. 2101].

(b) “Employee” means any officer or employee of an agency, including a special Government employee.


(d) “Head of an agency” means, in the case of an agency headed by more than one person, the chair or comparable member of such agency.

(e) “Special Government employee” means a special Government employee as defined in 18 U.S.C. 202(a).

Sec. 504. Judicial Review. This order is intended only to improve the internal management of the executive branch and is not intended to create any right or benefit, substantive or procedural, enforceable at law by a party against the United States, its agencies, its officers, or any person.

Ex. Ord. No. 13488. Granting Reciprocity on Excepted Service and Federal Contractor Employee Fitness and Reinvestigating Individuals in Positions of Public Trust

Ex. Ord. No. 13488, Jan. 16, 2009, 74 F.R. 4111, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America, including sections 1104(a)(1), 3301, and 7301 of title 5, United States Code, and in order to simplify and streamline the system of Federal Government personnel investigative and adjudicative processes to make them more efficient and effective, it is hereby ordered as follows:

Section 1. Policy. (a) When agencies determine the fitness of individuals to perform work as employees in the excepted service or as contractor employees, prior favorable fitness or suitability determinations should be granted reciprocal recognition, to the extent practicable.
(b) It is necessary to reinvestigate individuals in positions of public trust in order to ensure that they remain suitable for continued employment.

Sec. 2. Definitions. For the purposes of this order:

(a) “Agency” means an executive agency as defined in section 105 of title 5, United States Code, but does not include the Government Accountability Office.

(b) “Contractor employee” means an individual who performs work for or on behalf of any agency under a contract and who, in order to perform the work specified under the contract, will require access to space, information, information technology systems, staff, or other assets of the Federal Government. Such contracts, include, but are not limited to:

(i) personal services contracts;

(ii) contracts between any non-Federal entity and any agency; and

(iii) sub-contracts between any non-Federal entity and another non-Federal entity to perform work related to the primary contract with the agency.

(c) “Excepted service” has the meaning provided in section 2103 of title 5, United States Code, but does not include those positions in any element of the intelligence community as defined in the National Security Act of 1947, as amended, to the extent they are not otherwise subject to Office of Personnel Management appointing authorities.

(d) “Fitness” is the level of character and conduct determined necessary for an individual to perform work for or on behalf of a Federal agency as an employee in the excepted service (other than a position subject to suitability) or as a contractor employee.

(e) “Fitness determination” means a decision by an agency that an individual has or does not have the required level of character and conduct necessary to perform work for or on behalf of a Federal agency as an employee in the excepted service (other than a position subject to suitability) or as a contractor employee. A favorable fitness determination is not a decision to appoint or contract with an individual.

(f) “Position of Public Trust” has the meaning provided in 5 CFR Part 731.

(g) “Suitability” has the meaning and coverage provided in CFR Part 731.

Sec. 3. Agency Authority to Set Fitness Criteria and Determine Equivalency. The authority to establish criteria for making fitness determinations remains within
the discretion of the agency head. Agency heads also have the discretion to
determine whether their criteria are equivalent to suitability standards
established by the Office of Personnel Management. Agency heads shall take into
account Office of Personnel Management guidance when exercising this
discretion.

Sec. 4. Reciprocal Recognition of Fitness and Suitability Determinations. (a) Except as provided by subsection (b) of this section, agencies making fitness
determinations shall grant reciprocal recognition to a prior favorable fitness or
suitability determination when:

(i) the gaining agency uses criteria for making fitness determinations equivalent
to suitability standards established by the Office of Personnel Management;

(ii) the prior favorable fitness or suitability determination was based on criteria
equivalent to suitability standards established by the Office of Personnel
Management; and

(iii) the individual has had no break in employment since the favorable
determination was made.

(b) Exceptions to Reciprocal Recognition. A gaining agency is not required to
grant reciprocal recognition to a prior favorable fitness or suitability
determination when:

(i) the new position requires a higher level of investigation than previously
conducted for that individual;

(ii) an agency obtains new information that calls into question the individual’s
fitness based on character or conduct; or

(iii) the individual’s investigative record shows conduct that is incompatible with
the core duties of the new position.

Sec. 5. Reinvestigation of Individuals in Positions of Public Trust. Individuals in
positions of public trust shall be subject to reinvestigation under standards
(including but not limited to the frequency of such reinvestigation) as determined
by the Director of the Office of Personnel Management, to ensure their suitability
for continued employment.

Sec. 6. Responsibilities. (a) An agency shall report to the Office of Personnel
Management the nature and results of the background investigation and fitness
determination (or later changes to that determination) made on an individual, to
the extent consistent with law.
(b) The Director of the Office of Personnel Management is delegated authority to implement this order, including the authority to issue regulations and guidance governing suitability, or guidance related to fitness, as the Director determines appropriate.

Sec. 7. General Provisions. (a) Nothing in this order shall be construed to impair or otherwise affect:

(i) authority granted by law to a department or agency, or the head thereof; or

(ii) functions of the Director of the Office of Management and Budget relating to budget, administrative, or legislative proposals.

(b) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.

(c) This order shall not suspend, impede, or otherwise affect Executive Order 10450 of April 27, 1953, as amended, or Executive Order 13467 of June 30, 2008;

(d) This order is intended only to improve the internal management of the executive branch and is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its agencies, instrumentalities, or entities, its officers, employees or agents, or any other person.

Sec. 8. Effective Date and Applicability. This order is effective upon issuance and is applicable to individuals newly appointed to excepted service positions or hired as contractor employees beginning 90 days from the effective date of this order.

George W. Bush.

Ex. Ord. No. 13490. Ethics Commitments by Executive Branch Personnel

Ex. Ord. No. 13490, Jan. 21, 2009, 74 F.R. 4673, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America, including section 301 of title 3, United States Code, and sections 3301 and 7301 of title 5, United States Code, it is hereby ordered as follows:

Section 1. Ethics Pledge. Every appointee in every executive agency appointed on or after January 20, 2009, shall sign, and upon signing shall be contractually committed to, the following pledge upon becoming an appointee:
“As a condition, and in consideration, of my employment in the United States Government in a position invested with the public trust, I commit myself to the following obligations, which I understand are binding on me and are enforceable under law:

“1. Lobbyist Gift Ban. I will not accept gifts from registered lobbyists or lobbying organizations for the duration of my service as an appointee.

“2. Revolving Door Ban—All Appointees Entering Government. I will not for a period of 2 years from the date of my appointment participate in any particular matter involving specific parties that is directly and substantially related to my former employer or former clients, including regulations and contracts.

“3. Revolving Door Ban—Lobbyists Entering Government. If I was a registered lobbyist within the 2 years before the date of my appointment, in addition to abiding by the limitations of paragraph 2, I will not for a period of 2 years after the date of my appointment:

(a) participate in any particular matter on which I lobbied within the 2 years before the date of my appointment;

(b) participate in the specific issue area in which that particular matter falls; or

(c) seek or accept employment with any executive agency that I lobbied within the 2 years before the date of my appointment.

“4. Revolving Door Ban—Appointees Leaving Government. If, upon my departure from the Government, I am covered by the post-employment restrictions on communicating with employees of my former executive agency set forth in section 207(c) of title 18, United States Code, I agree that I will abide by those restrictions for a period of 2 years following the end of my appointment.

“5. Revolving Door Ban—Appointees Leaving Government to Lobby. In addition to abiding by the limitations of paragraph 4, I also agree, upon leaving Government service, not to lobby any covered executive branch official or non-career Senior Executive Service appointee for the remainder of the Administration.

“6. Employment Qualification Commitment. I agree that any hiring or other employment decisions I make will be based on the candidate's qualifications, competence, and experience.

“7. Assent to Enforcement. I acknowledge that the Executive Order entitled ‘Ethics Commitments by Executive Branch Personnel,’ issued by the President on January 21, 2009, which I have read before signing this document, defines
certain of the terms applicable to the foregoing obligations and sets forth the methods for enforcing them. I expressly accept the provisions of that Executive Order as a part of this agreement and as binding on me. I understand that the terms of this pledge are in addition to any statutory or other legal restrictions applicable to me by virtue of Federal Government service.”

Sec. 2. Definitions. As used herein and in the pledge set forth in section 1 of this order:

(a) “Executive agency” shall include each “executive agency” as defined by section 105 of title 5, United States Code, and shall include the Executive Office of the President; provided, however, that for purposes of this order “executive agency” shall include the United States Postal Service and Postal Regulatory Commission, but shall exclude the Government Accountability Office.

(b) “Appointee” shall include every full-time, non-career Presidential or Vice-Presidential appointee, non-career appointee in the Senior Executive Service (or other SES-type system), and appointee to a position that has been excepted from the competitive service by reason of being of a confidential or policymaking character (Schedule C and other positions excepted under comparable criteria) in an executive agency. It does not include any person appointed as a member of the Senior Foreign Service or solely as a uniformed service commissioned officer.

(c) “Gift”

(1) shall have the definition set forth in section 2635.203(b) of title 5, Code of Federal Regulations;

(2) shall include gifts that are solicited or accepted indirectly as defined at section 2635.203(f) of title 5, Code of Federal Regulations; and

(3) shall exclude those items excluded by sections 2635.204(b), (c), (e)(1) & (3) and (j)–(l) of title 5, Code of Federal Regulations.

(d) “Covered executive branch official” and “lobbyist” shall have the definitions set forth in section 1602 of title 2, United States Code.

(e) “Registered lobbyist or lobbying organization” shall mean a lobbyist or an organization filing a registration pursuant to section 1603(a) of title 2, United States Code, and in the case of an organization filing such a registration, “registered lobbyist” shall include each of the lobbyists identified therein.

(f) “Lobby” and “lobbied” shall mean to act or have acted as a registered lobbyist.
(g) “Particular matter” shall have the same meaning as set forth in section 207 of title 18, United States Code, and section 2635.402(b)(3) of title 5, Code of Federal Regulations.

(h) “Particular matter involving specific parties” shall have the same meaning as set forth in section 2641.201(h) of title 5, Code of Federal Regulations, except that it shall also include any meeting or other communication relating to the performance of one’s official duties with a former employer or former client, unless the communication applies to a particular matter of general applicability and participation in the meeting or other event is open to all interested parties.

(i) “Former employer” is any person for whom the appointee has within the 2 years prior to the date of his or her appointment served as an employee, officer, director, trustee, or general partner, except that “former employer” does not include any executive agency or other entity of the Federal Government, State or local government, the District of Columbia, Native American tribe, or any United States territory or possession.

(j) “Former client” is any person for whom the appointee served personally as agent, attorney, or consultant within the 2 years prior to the date of his or her appointment, but excluding instances where the service provided was limited to a speech or similar appearance. It does not include clients of the appointee's former employer to whom the appointee did not personally provide services.

(k) “Directly and substantially related to my former employer or former clients” shall mean matters in which the appointee’s former employer or a former client is a party or represents a party.

(l) “Participate” means to participate personally and substantially.

(m) “Post-employment restrictions” shall include the provisions and exceptions in section 207(c) of title 18, United States Code, and the implementing regulations.

(n) “Government official” means any employee of the executive branch.

(o) “Administration” means all terms of office of the incumbent President serving at the time of the appointment of an appointee covered by this order.

(p) “Pledge” means the ethics pledge set forth in section 1 of this order.

(q) All references to provisions of law and regulations shall refer to such provisions as in effect on January 20, 2009.
Sec. 3. Waiver. (a) The Director of the Office of Management and Budget, or his or her designee, in consultation with the Counsel to the President or his or her designee, may grant to any current or former appointee a written waiver of any restrictions contained in the pledge signed by such appointee if, and to the extent that, the Director of the Office of Management and Budget, or his or her designee, certifies in writing (i) that the literal application of the restriction is inconsistent with the purposes of the restriction, or (ii) that it is in the public interest to grant the waiver. A waiver shall take effect when the certification is signed by the Director of the Office of Management and Budget or his or her designee.

(b) The public interest shall include, but not be limited to, exigent circumstances relating to national security or to the economy. De minimis contact with an executive agency shall be cause for a waiver of the restrictions contained in paragraph 3 of the pledge.

Sec. 4. Administration. (a) The head of every executive agency shall, in consultation with the Director of the Office of Government Ethics, establish such rules or procedures (conforming as nearly as practicable to the agency's general ethics rules and procedures, including those relating to designated agency ethics officers) as are necessary or appropriate to ensure that every appointee in the agency signs the pledge upon assuming the appointed office or otherwise becoming an appointee; to ensure that compliance with paragraph 3 of the pledge is addressed in a written ethics agreement with each appointee to whom it applies, which agreement shall also be approved by the Counsel to the President or his or her designee prior to the appointee commencing work; to ensure that spousal employment issues and other conflicts not expressly addressed by the pledge are addressed in ethics agreements with appointees or, where no such agreements are required, through ethics counseling; and generally to ensure compliance with this order within the agency.

(b) With respect to the Executive Office of the President, the duties set forth in section 4(a) shall be the responsibility of the Counsel to the President or his or her designee.

(c) The Director of the Office of Government Ethics shall:

(1) ensure that the pledge and a copy of this order are made available for use by agencies in fulfilling their duties under section 4(a) above;

(2) in consultation with the Attorney General or the Counsel to the President or their designees, when appropriate, assist designated agency ethics officers in providing advice to current or former appointees regarding the application of the pledge; and
(3) in consultation with the Attorney General and the Counsel to the President or their designees, adopt such rules or procedures as are necessary or appropriate:

(i) to carry out the foregoing responsibilities;

(ii) to apply the lobbyist gift ban set forth in paragraph 1 of the pledge to all executive branch employees;

(iii) to authorize limited exceptions to the lobbyist gift ban for circumstances that do not implicate the purposes of the ban;

(iv) to make clear that no person shall have violated the lobbyist gift ban if the person properly disposes of a gift as provided by section 2635.205 of title 5, Code of Federal Regulations;

(v) to ensure that existing rules and procedures for Government employees engaged in negotiations for future employment with private businesses that are affected by their official actions do not affect the integrity of the Government’s programs and operations;

(vi) to ensure, in consultation with the Director of the Office of Personnel Management, that the requirement set forth in paragraph 6 of the pledge is honored by every employee of the executive branch;

(4) in consultation with the Director of the Office of Management and Budget, report to the President on whether full compliance is being achieved with existing laws and regulations governing executive branch procurement lobbying disclosure and on steps the executive branch can take to expand to the fullest extent practicable disclosure of such executive branch procurement lobbying and of lobbying for presidential pardons, and to include in the report both immediate action the executive branch can take and, if necessary, recommendations for legislation; and

(5) provide an annual public report on the administration of the pledge and this order.

(d) The Director of the Office of Government Ethics shall, in consultation with the Attorney General, the Counsel to the President, and the Director of the Office of Personnel Management, or their designees, report to the President on steps the executive branch can take to expand to the fullest extent practicable the revolving door ban set forth in paragraph 5 of the pledge to all executive branch employees who are involved in the procurement process such that they may not for 2 years after leaving Government service lobby any Government official regarding a Government contract that was under their official responsibility in the last 2 years of their Government service; and to include in the report both immediate
action the executive branch can take and, if necessary, recommendations for legislation.

(e) All pledges signed by appointees, and all waiver certifications with respect thereto, shall be filed with the head of the appointee’s agency for permanent retention in the appointee’s official personnel folder or equivalent folder.

Sec. 5. Enforcement. (a) The contractual, fiduciary, and ethical commitments in the pledge provided for herein are solely enforceable by the United States pursuant to this section by any legally available means, including debarment proceedings within any affected executive agency or judicial civil proceedings for declaratory, injunctive, or monetary relief.

(b) Any former appointee who is determined, after notice and hearing, by the duly designated authority within any agency, to have violated his or her pledge may be barred from lobbying any officer or employee of that agency for up to 5 years in addition to the time period covered by the pledge. The head of every executive agency shall, in consultation with the Director of the Office of Government Ethics, establish procedures to implement this subsection, which procedures shall include (but not be limited to) providing for factfinding and investigation of possible violations of this order and for referrals to the Attorney General for his or her consideration pursuant to subsection (c).

(c) The Attorney General or his or her designee is authorized:

(1) upon receiving information regarding the possible breach of any commitment in a signed pledge, to request any appropriate Federal investigative authority to conduct such investigations as may be appropriate; and

(2) upon determining that there is a reasonable basis to believe that a breach of a commitment has occurred or will occur or continue, if not enjoined, to commence a civil action against the former employee in any United States District Court with jurisdiction to consider the matter.

(d) In any such civil action, the Attorney General or his or her designee is authorized to request any and all relief authorized by law, including but not limited to:

(1) such temporary restraining orders and preliminary and permanent injunctions as may be appropriate to restrain future, recurring, or continuing conduct by the former employee in breach of the commitments in the pledge he or she signed; and

(2) establishment of a constructive trust for the benefit of the United States, requiring an accounting and payment to the United States Treasury of all money
and other things of value received by, or payable to, the former employee arising out of any breach or attempted breach of the pledge signed by the former employee.

Sec. 6. General Provisions. (a) No prior Executive Orders are repealed by this order. To the extent that this order is inconsistent with any provision of any prior Executive Order, this order shall control.

(b) If any provision of this order or the application of such provision is held to be invalid, the remainder of this order and other dissimilar applications of such provision shall not be affected.

(c) Nothing in this order shall be construed to impair or otherwise affect:

(1) authority granted by law to a department, agency, or the head thereof; or

(2) functions of the Director of the Office of Management and Budget relating to budget, administrative, or legislative proposals.

(d) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.

(e) This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

(f) The definitions set forth in this order are solely applicable to the terms of this order, and are not otherwise intended to impair or affect existing law.

Barack Obama.

5 USC § 7302. Post-employment notification

(a) Not later than the effective date of the amendments made by section 1106 of the National Defense Authorization Act for Fiscal Year 2004, or 180 days after the date of the enactment of that Act, whichever is later, the Office of Personnel Management shall, in consultation with the Attorney General and the Office of Government Ethics, promulgate regulations requiring that each Executive branch agency notify any employee of that agency who is subject to the provisions of section 207(c)(1) of title 18, as a result of the amendment to section 207(c)(2)(A)(ii) of that title by that Act.

(b) The regulations shall require that notice be given before, or as part of, the action that affects the employee's coverage under section 207(c)(1) of title 18, by
virtue of the provisions of section 207(c)(2)(A)(ii) of that title, and again when employment or service in the covered position is terminated.


SUBCHAPTER II—EMPLOYMENT LIMITATIONS

Amendments


5 USC § 7311. Loyalty and striking

An individual may not accept or hold a position in the Government of the United States or the government of the District of Columbia if he—

(1) advocates the overthrow of our constitutional form of government;

(2) is a member of an organization that he knows advocates the overthrow of our constitutional form of government;

(3) participates in a strike, or asserts the right to strike, against the Government of the United States or the government of the District of Columbia; or

(4) is a member of an organization of employees of the Government of the United States or of individuals employed by the government of the District of Columbia that he knows asserts the right to strike against the Government of the United States or the government of the District of Columbia.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 524.)

Ex. Ord. No. 10450. Security Requirements for Government Employees

WHEREAS the interests of the national security require that all persons privileged to be employed in the departments and agencies of the Government shall be reliable, trustworthy, of good conduct and character, and of complete and unswerving loyalty to the United States; and

WHEREAS the American tradition that all persons should receive fair, impartial, and equitable treatment at the hands of the Government requires that all persons seeking the privilege of employment or privileged to be employed in the departments and agencies of the Government be adjudged by mutually consistent and no less than minimum standards and procedures among the departments and agencies governing the employment and retention in employment of persons in the Federal service:

NOW, THEREFORE, by virtue of the authority vested in me by the Constitution and statutes of the United States, including section 1753 of the Revised Statutes of the United States (5 U.S.C. 631) [sections 3301 and 7301 of this title]; the Civil Service Act of 1883 (22 Stat. 403; 5 U.S.C. 632, et seq.) [section 1101 et seq. of this title]; section 9A of the act of August 2, 1939, 53 Stat. 1148 (5 U.S.C. 118) [sections 3333 and 7311 of this title]; and the act of August 26, 1950, 64 Stat. 476 (5 U.S.C. 22–1, et seq.) [section 7501 et seq. of this title], and as President of the United States, and deeming such action necessary in the best interests of the national security it is hereby ordered as follows:

Section 1. In addition to the departments and agencies specified in the said act of August 26, 1950, and Executive Order No. 10237 of April 26, 1951 the provisions of that act shall apply to all other departments and agencies of the Government.

Sec. 2. The head of each department and agency of the Government shall be responsible for establishing and maintaining within his department or agency an effective program to insure that the employment and retention in employment of any civilian officer or employee within the department or agency is clearly consistent with the interests of the national security.

Sec. 3. (a) The appointment of each civilian officer or employee in any department or agency of the Government shall be made subject to investigation. The scope of the investigation shall be determined in the first instance according to the degree of adverse effect the occupant of the position sought to be filled could bring about, by virtue of the nature of the position, on the national security, but in no event shall the investigation include less than a national agency check (including a check of the fingerprint files of the Federal Bureau of Investigation), and written inquiries to appropriate local law enforcement agencies, former employers and supervisors, references, and schools attended by the person under investigation: Provided, that upon request of the head of the department or agency concerned, the Office of Personnel Management may, in its discretion, authorize such less investigation as may meet the requirements of the national security with respect to per-diem, intermittent, temporary, or seasonal
employees, or aliens employed outside the United States. Should there develop at any stage of investigation information indicating that the employment of any such person may not be clearly consistent with the interests of the national security, there shall be conducted with respect to such person a full field investigation, or such less investigation as shall be sufficient to enable the head of the department or agency concerned to determine whether retention of such person is clearly consistent with the interests of the national security.

(b) The head of any department or agency shall designate, or cause to be designated, any position within his department or agency the occupant of which could bring about, by virtue of the nature of the position, a material adverse effect on the national security as a sensitive position. Any position so designated shall be filled or occupied only by a person with respect to whom a full field investigation has been conducted: Provided, that a person occupying a sensitive position at the time it is designated as such may continue to occupy such position pending the completion of a full field investigation, subject to the other provisions of this order: And provided further, that in case of emergency a sensitive position may be filled for a limited period by a person with respect to whom a full field pre-appointment investigation has not been completed if the head of the department or agency concerned finds that such action is necessary in the national interest, which finding shall be made a part of the records of such department or agency.

Sec. 4. The head of each department and agency shall review, or cause to be reviewed, the cases of all civilian officers and employees with respect to whom there has been conducted a full field investigation under Executive Order No. 9835 of March 21, 1947, and, after such further investigation as may be appropriate, shall re-adjudicate, or cause to be re-adjudicated, in accordance with the said act of August 26, 1950, such of those cases as have not been adjudicated under a security standard commensurate with that established under this order.

Sec. 5. Whenever there is developed or received by any department or agency information indicating that the retention in employment of any officer or employee of the Government may not be clearly consistent with the interests of the national security, such information shall be forwarded to the head of the employing department or agency or his representative, who, after such investigation as may be appropriate, shall review, or cause to be reviewed, and, where necessary, re-adjudicate, or cause to be re-adjudicated, in accordance with the said act of August 26, 1950, the case of such officer or employee.

Sec. 6. Should there develop at any stage of investigation information indicating that the employment of any officer or employees of the Government may not be clearly consistent with the interests of the national security, the head of the department or agency concerned or his representative shall immediately suspend the employment of the person involved if he deems such suspension necessary in the interests of the national security and, following such investigation and review
as he deems necessary the head of the department or agency concerned shall terminate the employment of such suspended officer in the interests of the national security, or employee whenever he shall determine such termination necessary or advisable in accordance with the said act of August 26, 1950.

Sec. 7. Any person whose employment is suspended or terminated under the authority granted to heads of departments and agencies by or in accordance with the said act of August 26, 1950, or pursuant to the said Executive Order No. 9835 or any other security or loyalty program relating to officers or employees of the Government, shall not be reinstated or restored to duty or reemployed in the same department or agency and shall not be reemployed in any other department or agency, unless the head of the department or agency concerned finds that such reinstatement, restoration, or reemployment is clearly consistent with the interests of the national security, which finding shall be made a part of the records of such department or agency: Provided, that no person whose employment has been terminated under such authority thereafter may be employed by any other department or agency except after a determination by the Office of Personnel Management that such person is eligible for such employment.

Sec. 8. (a) The investigations conducted pursuant to this order shall be designed to develop information as to whether the employment or retention in employment in the Federal service of the person being investigated is clearly consistent with the interests of the national security. Such information shall relate, but shall not be limited, to the following:

(1) Depending on the relation of the Government employment to the national security:

(i) Any behavior, activities, or associations which tend to show that the individual is not reliable or trustworthy.

(ii) Any deliberate misrepresentations, falsifications or omissions of material facts.

(iii) Any criminal, infamous, dishonest, immoral, or notoriously disgraceful conduct, habitual use of intoxicants to excess, drug addiction or sexual perversion.

(iv) Any illness, including any mental condition, of a nature which in the opinion of competent medical authority may cause significant defect in the judgment or reliability of the employee, with due regard to the transient or continuing effect of the illness and the medical findings in such case.
(v) Any facts which furnish reason to believe that the individual may be subjected to coercion, influence, or pressure which may cause him to act contrary to the best interests of the national security.

(2) Commission of any act of sabotage, espionage, treason, or sedition, or attempts thereat or preparation therefor, or conspiring with, or aiding or abetting another to commit or attempt to commit any act of sabotage, espionage, treason, or sedition.

(3) Establishing or continuing a sympathetic association with a saboteur, spy, traitor, seditionist, anarchist, or revolutionist, or with any espionage or other secret agent or representative of a foreign nation, or any representative of a foreign nation whose interests may be inimical to the interests of the United States, or with any person who advocates the use of force or violence to overthrow the government of the United States or the alteration of the form of government of the United States by unconstitutional means.

(4) Advocacy of use of force or violence to overthrow the government of the United States, or of the alteration of the form of government of the United States by unconstitutional means.

(5) Knowing membership with the specific intent of furthering the aims of, or adherence to and active participation in, any foreign or domestic organization, association, movement, group, or combination of persons (hereinafter referred to as organizations) which unlawfully advocates or practices the commission of acts of force or violence to prevent others from exercising their rights under the Constitution or laws of the United States or of any State, or which seeks to overthrow the Government of the United States or any State or subdivision thereof by unlawful means.

(6) Intentional unauthorized disclosure to any person of security information, or of other information disclosure of which is prohibited by law, or willful violation or disregard of security regulations.

(7) Performing or attempting to perform his duties, or otherwise acting, so as to serve the interests of another government in preference to the interests of the United States.

(8) Refusal by the individual, upon the ground of constitutional privilege against self-incrimination, to testify before a congressional committee regarding charges of his alleged disloyalty or other misconduct.

(b) The investigation of persons entering or employed in the competitive service shall primarily be the responsibility of the Office of Personnel Management, except in cases in which the head of a department or agency assumes that
responsibility pursuant to law or by agreement with the Office. The Office shall furnish a full investigative report to the department or agency concerned.

(c) The investigation of persons (including consultants, however employed), entering employment of, or employed by, the Government other than in the competitive service shall primarily be the responsibility of the employing department or agency. Departments and agencies without investigative facilities may use the investigative facilities of the Office of Personnel Management, and other departments and agencies may use such facilities under agreement with the Office.

(d) There shall be referred promptly to the Federal Bureau of Investigation all investigations being conducted by any other agencies which develop information indicating that an individual may have been subjected to coercion, influence, or pressure to act contrary to the interests of the national security, or information relating to any of the matters described in subdivisions (2) through (8) of subsection (a) of this section. In cases so referred to it, the Federal Bureau of Investigation shall make a full field investigation.

Sec. 9. (a) There shall be established and maintained in the Office of Personnel Management a security-investigations index covering all persons as to whom security investigations have been conducted by any department or agency of the Government under this order. The central index established and maintained by the Office under Executive Order No. 9835 of March 21, 1947, shall be made a part of the security-investigations index. The security-investigations index shall contain the name of each person investigated, adequate identifying information concerning each such person, and a reference to each department and agency which has conducted an investigation concerning the person involved or has suspended or terminated the employment of such person under the authority granted to heads of departments and agencies by or in accordance with the said act of August 26, 1950.

(b) The heads of all departments and agencies shall furnish promptly to the Office of Personnel Management information appropriate for the establishment and maintenance of the security-investigations index.

(c) The reports and other investigative material and information developed by investigations conducted pursuant to any statute, order, or program described in section 7 of this order shall remain the property of the investigative agencies conducting the investigations, but may, subject to considerations of the national security, be retained by the department or agency concerned. Such reports and other investigative material and information shall be maintained in confidence, and no access shall be given thereto except with the consent of the investigative agency concerned, to other departments and agencies conducting security programs under the authority granted by or in accordance with the said act of
August 26, 1950, as may be required for the efficient conduct of Government business.

Sec. 10. Nothing in this order shall be construed as eliminating or modifying in any way the requirement for any investigation or any determination as to security which may be required by law.

Sec. 11. On and after the effective date of this order the Loyalty Review Board established by Executive Order No. 9835 of March 21, 1947, shall not accept agency findings for review, upon appeal or otherwise. Appeals pending before the Loyalty Review Board on such date shall be heard to final determination in accordance with the provisions of the said Executive Order No. 9835, as amended. Agency determinations favorable to the officer or employee concerned pending before the Loyalty Review Board on such date shall be acted upon by such Board, and whenever the Board is not in agreement with such favorable determination the case shall be remanded to the department or agency concerned for determination in accordance with the standards and procedures established pursuant to this order. Cases pending before the regional loyalty boards of the Office of Personnel Management on which hearings have not been initiated on such date shall be referred to the department or agency concerned. Cases being heard by regional loyalty boards on such date shall be heard to conclusion, and the determination of the board shall be forwarded to the head of the department or agency concerned. Cases being heard by regional loyalty boards on such date shall be heard to conclusion, and the determination of the board shall be forwarded to the head of the department or agency concerned: Provided, that if no specific department or agency is involved, the case shall be dismissed without prejudice to the applicant. Investigations pending in the Federal Bureau of Investigation or the Office of Personnel Management on such date shall be completed, and the reports thereon shall be made to the appropriate department or agency.

Sec. 12. Executive Order No. 9835 of March 21, 1947, as amended, is hereby revoked.

Sec. 13. The Attorney General is requested to render to the heads of departments and agencies such advice as may be requisite to enable them to establish and maintain an appropriate employee-security program.

Sec. 14. (a) The Office of Personnel Management, with the continuing advice and collaboration of representatives of such departments and agencies as the National Security Council may designate, shall make a continuing study of the manner in which this order is being implemented by the departments and agencies of the Government for the purpose of determining:

(1) Deficiencies in the department and agency security programs established under this order which are inconsistent with the interests of or directly or indirectly weaken, the national security.
(2) Tendencies in such programs to deny to individual employees fair, impartial and equitable treatment at the hands of the Government, or rights under the Constitution and laws of the United States or this order.

Information affecting any department or agency developed or received during the course of such continuing study shall be furnished immediately to the head of the department or agency concerned. The Office of Personnel Management shall report to the National Security Council, at least semiannually, on the results of such study, shall recommend means to correct any such deficiencies or tendencies, and shall inform the National Security Council immediately of any deficiency which is deemed to be of major importance.

(b) All departments and agencies of the Government are directed to cooperate with the Office of Personnel Management to facilitate the accomplishment of the responsibilities assigned to it by subsection (a) of this section.

(c) To assist the Office of Personnel Management in discharging its responsibilities under this order, the head of each department and agency shall, as soon as possible and in no event later than ninety days after receipt of the final investigative report on a civilian officer or employee subject to a full field investigation under the provisions of this order, advise the Office as to the action taken with respect to such officer or employee. The information furnished by the heads of departments and agencies pursuant to this section shall be included in the reports which the Office of Personnel Management is required to submit to the National Security Council in accordance with subsection (a) of this section. Such reports shall set forth any deficiencies on the part of the heads of departments and agencies in taking timely action under this order, and shall mention specifically any instances of noncompliance with this subsection.

Sec. 15. This order shall become effective thirty days after the date hereof.

Executive Order No. 11605


Ex. Ord. No. 11785. Security Requirements for Governmental Employees

Ex. Ord. No. 11785, June 4, 1974, 39 F.R. 20053, provided:

By virtue of the authority vested in me by the Constitution and statutes of the United States, including 5 U.S.C. 1101 et seq., 3301, 3571, 7301, 7313, 7501(c),
7512, 7532, and 7533; and as President of the United States, and finding such action necessary in the best interests of national security, it is hereby ordered as follows:

Section 1. Section 12 of Executive Order No. 10450 of April 27, 1953, as amended [set out as a note under this section], is revised to read in its entirety as follows:

“Sec. 12. Executive Order No. 9835 of March 21, 1947, as amended, is hereby revoked.”

Sec. 2. Neither the Attorney General, nor the Subversive Activities Control Board, nor any other agency shall designate organizations pursuant to section 12 of Executive Order No. 10450, as amended, nor circulate nor publish a list of organizations previously so designated. The list of organizations previously designated is hereby abolished and shall not be used for any purpose.

Sec. 3. Subparagraph (5) of paragraph (a) of section 8 of Executive Order No. 10450, as amended, is revised to read as follows:

“Knowing membership with the specific intent of furthering the aims of, or adherence to and active participation in, any foreign or domestic organization, association, movement, group, or combination of persons (hereinafter referred to as organizations) which unlawfully advocates or practices the commission of acts of force or violence to prevent others from exercising their rights under the Constitution or laws of the United States or of any State, or which seeks to overthrow the Government of the United States or any State or subdivision thereof by unlawful means.”

Sec. 4. Executive Order No. 11605 of July 2, 1971, is revoked.

Richard Nixon.

5 USC § 7312. Employment and clearance; individuals removed for national security

Removal under section 7532 of this title does not affect the right of an individual so removed to seek or accept employment in an agency of the United States other than the agency from which removed. However, the appointment of an individual so removed may be made only after the head of the agency concerned has consulted with the Office of Personnel Management. The Office, on written request of the head of the agency or the individual so removed, may determine whether the individual is eligible for employment in an agency other than the agency from which removed.
5 USC § 7313. Riots and civil disorders

(a) An individual convicted by any Federal, State, or local court of competent jurisdiction of—

(1) inciting a riot or civil disorder;

(2) organizing, promoting, encouraging, or participating in a riot or civil disorder;

(3) aiding or abetting any person in committing any offense specified in clause (1) or (2); or

(4) any offense determined by the head of the employing agency to have been committed in furtherance of, or while participating in, a riot or civil disorder;

shall, if the offense for which he is convicted is a felony, be ineligible to accept or hold any position in the Government of the United States or in the government of the District of Columbia for the five years immediately following the date upon which his conviction becomes final. Any such individual holding a position in the Government of the United States or the government of the District of Columbia on the date his conviction becomes final shall be removed from such position.

(b) For the purposes of this section, “felony” means any offense for which imprisonment is authorized for a term exceeding one year.


SUBCHAPTER III—POLITICAL ACTIVITIES

5 USC § 7321. Political participation

It is the policy of the Congress that employees should be encouraged to exercise fully, freely, and without fear of penalty or reprisal, and to the extent not expressly prohibited by law, their right to participate or to refrain from participating in the political processes of the Nation.

5 USC § 7322. Definitions

For the purpose of this subchapter—

(1) “employee” means any individual, other than the President and the Vice President, employed or holding office in—

(A) an Executive agency other than the Government Accountability Office;

(B) a position within the competitive service which is not in an Executive agency; or

(C) the government of the District of Columbia, other than the Mayor or a member of the City Council or the Recorder of Deeds;

but does not include a member of the uniformed services;

(2) “partisan political office” means any office for which any candidate is nominated or elected as representing a party any of whose candidates for Presidential elector received votes in the last preceding election at which Presidential electors were selected, but shall exclude any office or position within a political party or affiliated organization; and

(3) “political contribution”—

(A) means any gift, subscription, loan, advance, or deposit of money or anything of value, made for any political purpose;

(B) includes any contract, promise, or agreement, express or implied, whether or not legally enforceable, to make a contribution for any political purpose;

(C) includes any payment by any person, other than a candidate or a political party or affiliated organization, of compensation for the personal services of another person which are rendered to any candidate or political party or affiliated organization without charge for any political purpose; and

(D) includes the provision of personal services for any political purpose.

5 USC § 7323. Political activity authorized; prohibitions

(a) Subject to the provisions of subsection (b), an employee may take an active part in political management or in political campaigns, except an employee may not—

(1) use his official authority or influence for the purpose of interfering with or affecting the result of an election;

(2) knowingly solicit, accept, or receive a political contribution from any person, unless such person is—

(A) a member of the same Federal labor organization as defined under section 7103(4) of this title or a Federal employee organization which as of the date of enactment of the Hatch Act Reform Amendments of 1993 had a multicandidate political committee (as defined under section 315(a)(4) of the Federal Election Campaign Act of 1971 (2 U.S.C. 441a(a)(4)));

(B) not a subordinate employee; and

(C) the solicitation is for a contribution to the multicandidate political committee (as defined under section 315(a)(4) of the Federal Election Campaign Act of 1971 (2 U.S.C. 441a(a)(4))) of such Federal labor organization as defined under section 7103(4) of this title or a Federal employee organization which as of the date of the enactment of the Hatch Act Reform Amendments of 1993 had a multicandidate political committee (as defined under section 315(a)(4) of the Federal Election Campaign Act of 1971 (2 U.S.C. 441a(a)(4))); or

(3) run for the nomination or as a candidate for election to a partisan political office; or

(4) knowingly solicit or discourage the participation in any political activity of any person who—

(A) has an application for any compensation, grant, contract, ruling, license, permit, or certificate pending before the employing office of such employee; or

(B) is the subject of or a participant in an ongoing audit, investigation, or enforcement action being carried out by the employing office of such employee.
(b)(1) An employee of the Federal Election Commission (except one appointed by the President, by and with the advice and consent of the Senate), may not request or receive from, or give to, an employee, a Member of Congress, or an officer of a uniformed service a political contribution.

(2)(A) No employee described under subparagraph (B) (except one appointed by the President, by and with the advice and consent of the Senate), may take an active part in political management or political campaigns.

(B) The provisions of subparagraph (A) shall apply to—

(i) an employee of—

(I) the Federal Election Commission or the Election Assistance Commission;
(II) the Federal Bureau of Investigation;
(III) the Secret Service;
(IV) the Central Intelligence Agency;
(V) the National Security Council;
(VI) the National Security Agency;
(VII) the Defense Intelligence Agency;
(VIII) the Merit Systems Protection Board;
(IX) the Office of Special Counsel;
(X) the Office of Criminal Investigation of the Internal Revenue Service;
(XI) the Office of Investigative Programs of the United States Customs Service;
(XII) the Office of Law Enforcement of the Bureau of Alcohol, Tobacco, and Firearms;
(XIII) the National Geospatial-Intelligence Agency; or
(XIV) the Office of the Director of National Intelligence; or
(ii) a person employed in a position described under section 3132(a)(4), 5372, 5372a, or 5372b of title 5, United States Code.

(3) No employee of the Criminal Division or National Security Division of the Department of Justice (except one appointed by the President, by and with the advice and consent of the Senate), may take an active part in political management or political campaigns.

(4) For purposes of this subsection, the term “active part in political management or in a political campaign” means those acts of political management or political campaigning which were prohibited for employees of the competitive service before July 19, 1940, by determinations of the Civil Service Commission under the rules prescribed by the President.

(c) An employee retains the right to vote as he chooses and to express his opinion on political subjects and candidates.


Amendments


5 USC § 7324. Political activities on duty; prohibition

(a) An employee may not engage in political activity—

(1) while the employee is on duty;
(2) in any room or building occupied in the discharge of official duties by an individual employed or holding office in the Government of the United States or any agency or instrumentality thereof;

(3) while wearing a uniform or official insignia identifying the office or position of the employee; or

(4) using any vehicle owned or leased by the Government of the United States or any agency or instrumentality thereof.

(b)(1) An employee described in paragraph (2) of this subsection may engage in political activity otherwise prohibited by subsection (a) if the costs associated with that political activity are not paid for by money derived from the Treasury of the United States.

(2) Paragraph (1) applies to an employee—

(A) the duties and responsibilities of whose position continue outside normal duty hours and while away from the normal duty post; and

(B) who is—

(i) an employee paid from an appropriation for the Executive Office of the President; or

(ii) an employee appointed by the President, by and with the advice and consent of the Senate, whose position is located within the United States, who determines policies to be pursued by the United States in relations with foreign powers or in the nationwide administration of Federal laws.


5 USC § 7325. Political activity permitted; employees residing in certain municipalities

The Office of Personnel Management may prescribe regulations permitting employees, without regard to the prohibitions in paragraphs (2) and (3) of section 7323(a) and paragraph (2) of section 7323(b) of this title, to take an active part in political management and political campaigns involving the municipality or other political subdivision in which they reside, to the extent the Office considers it to be in their domestic interest, when—
(1) the municipality or political subdivision is in Maryland or Virginia and in the immediate vicinity of the District of Columbia, or is a municipality in which the majority of voters are employed by the Government of the United States; and

(2) the Office determines that because of special or unusual circumstances which exist in the municipality or political subdivision it is in the domestic interest of the employees and individuals to permit that political participation.


5 USC § 7326. Penalties

An employee or individual who violates section 7323 or 7324 of this title shall be removed from his position, and funds appropriated for the position from which removed thereafter may not be used to pay the employee or individual. However, if the Merit System Protection Board finds by unanimous vote that the violation does not warrant removal, a penalty of not less than 30 days’ suspension without pay shall be imposed by direction of the Board.


SUBCHAPTER IV—FOREIGN GIFTS AND DECORATIONS

5 USC § 7342. Receipt and disposition of foreign gifts and decorations

(a) For the purpose of this section—

(1) “employee” means—

(A) an employee as defined by section 2105 of this title and an officer or employee of the United States Postal Service or of the Postal Regulatory Commission;

(B) an expert or consultant who is under contract under section 3109 of this title with the United States or any agency, department, or establishment thereof, including, in the case of an organization performing services under such section, any individual involved in the performance of such services;

(C) an individual employed by, or occupying an office or position in, the government of a territory or possession of the United States or the government of the District of Columbia;

(D) a member of a uniformed service;
(E) the President and the Vice President;

(F) a Member of Congress as defined by section 2106 of this title (except the Vice President) and any Delegate to the Congress; and

(G) the spouse of an individual described in subparagraphs (A) through (F) (unless such individual and his or her spouse are separated) or a dependent (within the meaning of section 152 of the Internal Revenue Code of 1986) of such an individual, other than a spouse or dependent who is an employee under subparagraphs (A) through (F);

(2) “foreign government” means—

(A) any unit of foreign governmental authority, including any foreign national, State, local, and municipal government;

(B) any international or multinational organization whose membership is composed of any unit of foreign government described in subparagraph (A); and

(C) any agent or representative of any such unit or such organization, while acting as such;

(3) “gift” means a tangible or intangible present (other than a decoration) tendered by, or received from, a foreign government;

(4) “decoration” means an order, device, medal, badge, insignia, emblem, or award tendered by, or received from, a foreign government;

(5) “minimal value” means a retail value in the United States at the time of acceptance of $100 or less, except that—

(A) on January 1, 1981, and at 3 year intervals thereafter, “minimal value” shall be redefined in regulations prescribed by the Administrator of General Services, in consultation with the Secretary of State, to reflect changes in the consumer price index for the immediately preceding 3-year period; and

(B) regulations of an employing agency may define “minimal value” for its employees to be less than the value established under this paragraph; and
(6) “employing agency” means—

(A) the Committee on Standards of Official Conduct of the House of Representatives, for Members and employees of the House of Representatives, except that those responsibilities specified in subsections (c)(2)(A), (e)(1), and (g)(2)(B) shall be carried out by the Clerk of the House;

(B) the Select Committee on Ethics of the Senate, for Senators and employees of the Senate, except that those responsibilities (other than responsibilities involving approval of the employing agency) specified in subsections (c)(2), (d), and (g)(2)(B) shall be carried out by the Secretary of the Senate;

(C) the Administrative Office of the United States Courts, for judges and judicial branch employees; and

(D) the department, agency, office, or other entity in which an employee is employed, for other legislative branch employees and for all executive branch employees.

(b) An employee may not—

(1) request or otherwise encourage the tender of a gift or decoration; or

(2) accept a gift or decoration, other than in accordance with the provisions of subsections (c) and (d).

(c)(1) The Congress consents to—

(A) the accepting and retaining by an employee of a gift of minimal value tendered and received as a souvenir or mark of courtesy; and

(B) the accepting by an employee of a gift of more than minimal value when such gift is in the nature of an educational scholarship or medical treatment or when it appears that to refuse the gift would likely cause offense or embarrassment or otherwise adversely affect the foreign relations of the United States, except that—

(i) a tangible gift of more than minimal value is deemed to have been accepted on behalf of the United States and, upon acceptance, shall become the property of the United States; and
(ii) an employee may accept gifts of travel or expenses for travel taking place entirely outside the United States (such as transportation, food, and lodging) of more than minimal value if such acceptance is appropriate, consistent with the interests of the United States, and permitted by the employing agency and any regulations which may be prescribed by the employing agency.

(2) Within 60 days after accepting a tangible gift of more than minimal value (other than a gift described in paragraph (1)(B)(ii)), an employee shall—

(A) deposit the gift for disposal with his or her employing agency; or

(B) subject to the approval of the employing agency, deposit the gift with that agency for official use.

Within 30 days after terminating the official use of a gift under subparagraph (B), the employing agency shall forward the gift to the Administrator of General Services in accordance with subsection (e)(1) or provide for its disposal in accordance with subsection (e)(2).

(3) When an employee deposits a gift of more than minimal value for disposal or for official use pursuant to paragraph (2), or within 30 days after accepting travel or travel expenses as provided in paragraph (1)(B)(ii) unless such travel or travel expenses are accepted in accordance with specific instructions of his or her employing agency, the employee shall file a statement with his or her employing agency or its delegate containing the information prescribed in subsection (f) for that gift.

(d) The Congress consents to the accepting, retaining, and wearing by an employee of a decoration tendered in recognition of active field service in time of combat operations or awarded for other outstanding or unusually meritorious performance, subject to the approval of the employing agency of such employee. Without this approval, the decoration is deemed to have been accepted on behalf of the United States, shall become the property of the United States, and shall be deposited by the employee, within sixty days of acceptance, with the employing agency for official use, for forwarding to the Administrator of General Services for disposal in accordance with subsection (e)(1), or for disposal in accordance with subsection (e)(2).

(e)(1) Except as provided in paragraph (2), gifts and decorations that have been deposited with an employing agency for disposal shall be (A) returned to the donor, or (B) forwarded to the Administrator of General Services for transfer,
donation, or other disposal in accordance with the provisions of subtitle I of title 40 and division C (except sections 3302, 3501(b), 3509, 3906, 4710, and 4711) of subtitle I of title 41. However, no gift or decoration that has been deposited for disposal may be sold without the approval of the Secretary of State, upon a determination that the sale will not adversely affect the foreign relations of the United States. Gifts and decorations may be sold by negotiated sale.

(2) Gifts and decorations received by a Senator or an employee of the Senate that are deposited with the Secretary of the Senate for disposal, or are deposited for an official use which has terminated, shall be disposed of by the Commission on Arts and Antiquities of the United States Senate. Any such gift or decoration may be returned by the Commission to the donor or may be transferred or donated by the Commission, subject to such terms and conditions as it may prescribe, (A) to an agency or instrumentality of (i) the United States, (ii) a State, territory, or possession of the United States, or a political subdivision of the foregoing, or (iii) the District of Columbia, or (B) to an organization described in section 501(c)(3) of the Internal Revenue Code of 1986 which is exempt from taxation under section 501(a) of such Code. Any such gift or decoration not disposed of as provided in the preceding sentence shall be forwarded to the Administrator of General Services for disposal in accordance with paragraph (1). If the Administrator does not dispose of such gift or decoration within one year, he shall, at the request of the Commission, return it to the Commission and the Commission may dispose of such gift or decoration in such manner as it considers proper, except that such gift or decoration may be sold only with the approval of the Secretary of State upon a determination that the sale will not adversely affect the foreign relations of the United States.

(f)(1) Not later than January 31 of each year, each employing agency or its delegate shall compile a listing of all statements filed during the preceding year by the employees of that agency pursuant to subsection (c)(3) and shall transmit such listing to the Secretary of State who shall publish a comprehensive listing of all such statements in the Federal Register.

(2) Such listings shall include for each tangible gift reported—

(A) the name and position of the employee;

(B) a brief description of the gift and the circumstances justifying acceptance;

(C) the identity, if known, of the foreign government and the name and position of the individual who presented the gift;

(D) the date of acceptance of the gift;
(E) the estimated value in the United States of the gift at the time of acceptance; and

(F) disposition or current location of the gift.

(3) Such listings shall include for each gift of travel or travel expenses—

(A) the name and position of the employee;

(B) a brief description of the gift and the circumstances justifying acceptance; and

(C) the identity, if known, of the foreign government and the name and position of the individual who presented the gift.

(4)(A) In transmitting such listings for an element of the intelligence community, the head of such element may delete the information described in subparagraph (A) or (C) of paragraph (2) or in subparagraph (A) or (C) of paragraph (3) if the head of such element certifies in writing to the Secretary of State that the publication of such information could adversely affect United States intelligence sources or methods.

(B) Any information not provided to the Secretary of State pursuant to the authority in subparagraph (A) shall be transmitted to the Director of National Intelligence who shall keep a record of such information.

(C) In this paragraph, the term “intelligence community” has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)).

(g)(1) Each employing agency shall prescribe such regulations as may be necessary to carry out the purpose of this section. For all employing agencies in the executive branch, such regulations shall be prescribed pursuant to guidance provided by the Secretary of State. These regulations shall be implemented by each employing agency for its employees.

(2) Each employing agency shall—

(A) report to the Attorney General cases in which there is reason to believe that an employee has violated this section;

(B) establish a procedure for obtaining an appraisal, when necessary, of the value of gifts; and
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(C) take any other actions necessary to carry out the purpose of this section.

(h) The Attorney General may bring a civil action in any district court of the United States against any employee who knowingly solicits or accepts a gift from a foreign government not consented to by this section or who fails to deposit or report such gift as required by this section. The court in which such action is brought may assess a penalty against such employee in any amount not to exceed the retail value of the gift improperly solicited or received plus $5,000.

(i) The President shall direct all Chiefs of a United States Diplomatic Mission to inform their host governments that it is a general policy of the United States Government to prohibit United States Government employees from receiving gifts or decorations of more than minimal value.

(j) Nothing in this section shall be construed to derogate any regulation prescribed by any employing agency which provides for more stringent limitations on the receipt of gifts and decorations by its employees.

(k) The provisions of this section do not apply to grants and other forms of assistance to which section 108A of the Mutual Educational and Cultural Exchange Act of 1961 applies.


Amendments

2010—Subsec. (f)(4). Pub. L. 111–259 amended par. (4) generally. Prior to amendment, par. (4) read as follows:

“(A) In transmitting such listings for the Central Intelligence Agency, the Director of the Central Intelligence Agency may delete the information described in subparagraphs (A) and (C) of paragraphs (2) and (3) if the Director certifies in writing to the Secretary of State that the publication of such information could adversely affect United States intelligence sources.

“(B) In transmitting such listings for the Office of the Director of National Intelligence, the Director of National Intelligence may delete the information
described in subparagraphs (A) and (C) of paragraphs (2) and (3) if the Director certifies in writing to the Secretary of State that the publication of such information could adversely affect United States intelligence sources.”

SUBCHAPTER V—MISCONDUCT

5 USC § 7351. Gifts to superiors

(a) An employee may not—

(1) solicit a contribution from another employee for a gift to an official superior;

(2) make a donation as a gift or give a gift to an official superior; or

(3) accept a gift from an employee receiving less pay than himself.

(b) An employee who violates this section shall be subject to appropriate disciplinary action by the employing agency or entity.

(c) Each supervising ethics office (as defined in section 7353(d)(1)) is authorized to issue regulations implementing this section, including regulations exempting voluntary gifts or contributions that are given or received for special occasions such as marriage or retirement or under other circumstances in which gifts are traditionally given or exchanged.


5 USC § 7352. Excessive and habitual use of intoxicants

An individual who habitually uses intoxicating beverages to excess may not be employed in the competitive service.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 527.)

5 USC § 7353. Gifts to Federal employees

(a) Except as permitted by subsection (b), no Member of Congress or officer or employee of the executive, legislative, or judicial branch shall solicit or accept anything of value from a person—
(1) seeking official action from, doing business with, or (in the case of executive branch officers and employees) conducting activities regulated by, the individual's employing entity; or

(2) whose interests may be substantially affected by the performance or nonperformance of the individual’s official duties.

(b)(1) Each supervising ethics office is authorized to issue rules or regulations implementing the provisions of this section and providing for such reasonable exceptions as may be appropriate.

(2)(A) Subject to subparagraph (B), a Member, officer, or employee may accept a gift pursuant to rules or regulations established by such individual's supervising ethics office pursuant to paragraph (1).

(B) No gift may be accepted pursuant to subparagraph (A) in return for being influenced in the performance of any official act.

(3) Nothing in this section precludes a Member, officer, or employee from accepting gifts on behalf of the United States Government or any of its agencies in accordance with statutory authority.

(4) Nothing in this section precludes an employee of a private sector organization, while assigned to an agency under chapter 37, from continuing to receive pay and benefits from such organization in accordance with such chapter.

(c) A Member of Congress or an officer or employee who violates this section shall be subject to appropriate disciplinary and other remedial action in accordance with any applicable laws, Executive orders, and rules or regulations.

(d) For purposes of this section—

(1) the term “supervising ethics office” means—

(A) the Committee on Standards of Official Conduct of the House of Representatives or the House of Representatives as a whole, for Members, officers, and employees of the House of Representatives;

(B) the Select Committee on Ethics of the Senate, or the Senate as a whole, for Senators, officers, and employees of the Senate;

(C) the Judicial Conference of the United States for judges and judicial branch officers and employees;
(D) the Office of Government Ethics for all executive branch officers and employees; and

(E) in the case of legislative branch officers and employees other than those specified in subparagraphs (A) and (B), the committee referred to in either such subparagraph to which reports filed by such officers and employees under title I of the Ethics in Government Act of 1978 are transmitted under such title, except that the authority of this section may be delegated by such committee with respect to such officers and employees; and

(2) the term “officer or employee” means an individual holding an appointive or elective position in the executive, legislative, or judicial branch of Government, other than a Member of Congress.


References in Text


Limitation on Acceptance of Honorary Club Memberships


“(a) Definitions.—In this section:

“(1) Gift.—The term ‘gift’ has the meaning given under section 109(5) of the Ethics in Government Act of 1978 (5 U.S.C. App.).

“(2) Judicial officer.—The term ‘judicial officer’ has the meaning given under section 109(10) of the Ethics in Government Act of 1978 (5 U.S.C. App.).

“(b) Prohibition on Acceptance of Honorary Club Memberships.—A judicial officer may not accept a gift of an honorary club membership with a value of more than $50 in any calendar year.”
5 USC § 7371. Mandatory removal from employment of law enforcement officers convicted of felonies

(a) In this section, the term—

(1) “conviction notice date” means the date on which an agency that employs a law enforcement officer has notice that the officer has been convicted of a felony that is entered by a Federal or State court, regardless of whether that conviction is appealed or is subject to appeal; and

(2) “law enforcement officer” has the meaning given that term under section 8331(20) or 8401(17).

(b) Any law enforcement officer who is convicted of a felony shall be removed from employment as a law enforcement officer on the last day of the first applicable pay period following the conviction notice date.

(c)(1) This section does not prohibit the removal of an individual from employment as a law enforcement officer before a conviction notice date if the removal is properly effected other than under this section.

(2) This section does not prohibit the employment of any individual in any position other than that of a law enforcement officer.

(d) If the conviction is overturned on appeal, the removal shall be set aside retroactively to the date on which the removal occurred, with back pay under section 5596 for the period during which the removal was in effect, unless the removal was properly effected other than under this section.

(e)(1) If removal is required under this section, the agency shall deliver written notice to the employee as soon as practicable, and not later than 5 calendar days after the conviction notice date. The notice shall include a description of the specific reasons for the removal, the date of removal, and the procedures made applicable under paragraph (2).

(2) The procedures under section 7513(b)(2), (3), and (4), (c), (d), and (e) shall apply to any removal under this section. The employee may use the procedures to contest or appeal a removal, but only with respect to whether—
(A) the employee is a law enforcement officer;

(B) the employee was convicted of a felony; or

(C) the conviction was overturned on appeal.

(3) A removal required under this section shall occur on the date specified in subsection (b) regardless of whether the notice required under paragraph (1) of this subsection and the procedures made applicable under paragraph (2) of this subsection have been provided or completed by that date.

CHAPTER 75—ADVERSE ACTIONS

SUBCHAPTER I—SUSPENSION FOR 14 DAYS OR LESS

5 USC § 7501. Definitions

For the purpose of this subchapter—

(1) “employee” means an individual in the competitive service who is not serving
a probationary or trial period under an initial appointment or who has completed
1 year of current continuous employment in the same or similar positions under
other than a temporary appointment limited to 1 year or less; and

(2) “suspension” means the placing of an employee, for disciplinary reasons, in a
temporary status without duties and pay.


5 USC § 7502. Actions covered

This subchapter applies to a suspension for 14 days or less, but does not apply to
a suspension under section 7521 or 7532 of this title or any action initiated under
section 1215 of this title.


5 USC § 7503. Cause and procedure

(a) Under regulations prescribed by the Office of Personnel Management, an
employee may be suspended for 14 days or less for such cause as will promote the
efficiency of the service (including discourteous conduct to the public confirmed
by an immediate supervisor's report of four such instances within any one-year
period or any other pattern of discourteous conduct).

(b) An employee against whom a suspension for 14 days or less is proposed is
entitled to—

(1) an advance written notice stating the specific reasons for the proposed action;

(2) a reasonable time to answer orally and in writing and to furnish affidavits and
other documentary evidence in support of the answer;
(3) be represented by an attorney or other representative; and

(4) a written decision and the specific reasons therefor at the earliest practicable date.

(c) Copies of the notice of proposed action, the answer of the employee if written, a summary thereof if made orally, the notice of decision and reasons therefor, and any order effecting the suspension, together with any supporting material, shall be maintained by the agency and shall be furnished to the Merit Systems Protection Board upon its request and to the employee affected upon the employee’s request.


5 USC § 7504. Regulations

The Office of Personnel Management may prescribe regulations to carry out the purpose of this subchapter.

SUBCHAPTER II—REMOVAL, SUSPENSION FOR MORE THAN 14 DAYS, REDUCTION IN GRADE OR PAY, OR FURLOUGH FOR 30 DAYS OR LESS

5 USC § 7511. Definitions; application

(a) For the purpose of this subchapter—

(1) “employee” means—

(A) an individual in the competitive service—

(i) who is not serving a probationary or trial period under an initial appointment; or

(ii) who has completed 1 year of current continuous service under other than a temporary appointment limited to 1 year or less;

(B) a preference eligible in the excepted service who has completed 1 year of current continuous service in the same or similar positions—

(i) in an Executive agency; or

(ii) in the United States Postal Service or Postal Regulatory Commission; and

(C) an individual in the excepted service (other than a preference eligible)—

(i) who is not serving a probationary or trial period under an initial appointment pending conversion to the competitive service; or

(ii) who has completed 2 years of current continuous service in the same or similar positions in an Executive agency under other than a temporary appointment limited to 2 years or less;

(2) “suspension” has the same meaning as set forth in section 7501(2) of this title;

(3) “grade” means a level of classification under a position classification system;
(4) “pay” means the rate of basic pay fixed by law or administrative action for the position held by an employee; and

(5) “furlough” means the placing of an employee in a temporary status without duties and pay because of lack of work or funds or other nondisciplinary reasons.

(b) This subchapter does not apply to an employee—

(1) whose appointment is made by and with the advice and consent of the Senate;

(2) whose position has been determined to be of a confidential, policy-determining, policy-making or policy-advocating character by—

(A) the President for a position that the President has excepted from the competitive service;

(B) the Office of Personnel Management for a position that the Office has excepted from the competitive service; or

(C) the President or the head of an agency for a position excepted from the competitive service by statute;

(3) whose appointment is made by the President;

(4) who is receiving an annuity from the Civil Service Retirement and Disability Fund, or the Foreign Service Retirement and Disability Fund, based on the service of such employee;

(5) who is described in section 8337(h)(1), relating to technicians in the National Guard;

(6) who is a member of the Foreign Service, as described in section 103 of the Foreign Service Act of 1980;

(7) whose position is within the Central Intelligence Agency or the Government Accountability Office;

(8) whose position is within the United States Postal Service, the Postal Regulatory Commission, the Panama Canal Commission, the Tennessee Valley Authority, the Federal Bureau of Investigation, an intelligence component of the Department of Defense (as defined in section 1614 of title 10), or an intelligence
activity of a military department covered under subchapter I of chapter 83 of title 10, unless subsection (a)(1)(B) of this section or section 1005(a) of title 39 is the basis for this subchapter's applicability;

(9) who is described in section 5102(c)(11) of this title; or

(10) who holds a position within the Veterans Health Administration which has been excluded from the competitive service by or under a provision of title 38, unless such employee was appointed to such position under section 7401(3) of such title.

(c) The Office may provide for the application of this subchapter to any position or group of positions excepted from the competitive service by regulation of the Office which is not otherwise covered by this subchapter.


Amendments

1996—Subsec. (b)(8). Pub. L. 104–201 substituted “an intelligence component of the Department of Defense (as defined in section 1614 of title 10), or an intelligence activity of a military department covered under subchapter I of chapter 83 of title 10” for “the National Security Agency, the Defense Intelligence Agency, the Central Imagery Office, or an intelligence activity of a military department covered under section 1590 of title 10”.


1992—Subsec. (b)(7). Pub. L. 102–378, §6(a)(1), amended par. (7) generally. Prior to amendment, par. (7) read as follows: “whose position is with the Central Intelligence Agency, the General Accounting Office, or the Veterans Health Services and Research Administration;”.

**5 USC § 7512. Actions covered**

This subchapter applies to—

(1) a removal;

(2) a suspension for more than 14 days;

(3) a reduction in grade;

(4) a reduction in pay; and

(5) a furlough of 30 days or less;

but does not apply to—

(A) a suspension or removal under section 7532 of this title,

(B) a reduction-in-force action under section 3502 of this title,

(C) the reduction in grade of a supervisor or manager who has not completed the probationary period under section 3321(a)(2) of this title if such reduction is to the grade held immediately before becoming such a supervisor or manager,

(D) a reduction in grade or removal under section 4303 of this title, or

(E) an action initiated under section 1215 or 7521 of this title.


**5 USC § 7513. Cause and procedure**

(a) Under regulations prescribed by the Office of Personnel Management, an agency may take an action covered by this subchapter against an employee only for such cause as will promote the efficiency of the service.

(b) An employee against whom an action is proposed is entitled to—

(1) at least 30 days’ advance written notice, unless there is reasonable cause to believe the employee has committed a crime for which a sentence of imprisonment may be imposed, stating the specific reasons for the proposed action;
(2) a reasonable time, but not less than 7 days, to answer orally and in writing and to furnish affidavits and other documentary evidence in support of the answer;

(3) be represented by an attorney or other representative; and

(4) a written decision and the specific reasons therefor at the earliest practicable date.

(c) An agency may provide, by regulation, for a hearing which may be in lieu of or in addition to the opportunity to answer provided under subsection (b)(2) of this section.

(d) An employee against whom an action is taken under this section is entitled to appeal to the Merit Systems Protection Board under section 7701 of this title.

(e) Copies of the notice of proposed action, the answer of the employee when written, a summary thereof when made orally, the notice of decision and reasons therefor, and any order effecting an action covered by this subchapter, together with any supporting material, shall be maintained by the agency and shall be furnished to the Board upon its request and to the employee affected upon the employee’s request.


5 USC § 7514. Regulations

The Office of Personnel Management may prescribe regulations to carry out the purpose of this subchapter, except as it concerns any matter with respect to which the Merit Systems Protection Board may prescribe regulations.

SUBCHAPTER IV—NATIONAL SECURITY

5 USC § 7531. Definitions

For the purpose of this subchapter, “agency” means—

(1) the Department of State;

(2) the Department of Commerce;

(3) the Department of Justice;

(4) the Department of Defense;

(5) a military department;

(6) the Coast Guard;

(7) the Atomic Energy Commission;

(8) the National Aeronautics and Space Administration; and

(9) such other agency of the Government of the United States as the President designates in the best interests of national security.

The President shall report any designation to the Committees on the Armed Services of the Congress.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 528.)


Memorandum of the President of the United States, May 23, 1988, 53 F.R. 26023, provided:

Memorandum for the Secretary of Defense

I have reviewed the personnel security requirements of the National Security Agency, the Defense Intelligence Agency, and the Defense Mapping Agency and the termination provisions of 5 U.S.C. Section 7532. I have determined that these Agencies are sensitive agencies and that it is in the best interests of national security that they be designated “agencies” within the meaning of that section.
Therefore, pursuant to the authority set forth in 5 U.S.C. Section 7531(9), I hereby designate the National Security Agency, the Defense Intelligence Agency, and the Defense Mapping Agency as “agencies” within the meaning of 5 U.S.C. Section 7532.

You are hereby authorized and directed to report these designations to the Committees on Armed Services of the Congress and to publish this memorandum in the Federal Register.

Ronald Reagan.

5 USC § 7532. Suspension and removal

(a) Notwithstanding other statutes, the head of an agency may suspend without pay an employee of his agency when he considers that action necessary in the interests of national security. To the extent that the head of the agency determines that the interests of national security permit, the suspended employee shall be notified of the reasons for the suspension. Within 30 days after the notification, the suspended employee is entitled to submit to the official designated by the head of the agency statements or affidavits to show why he should be restored to duty.

(b) Subject to subsection (c) of this section, the head of an agency may remove an employee suspended under subsection (a) of this section when, after such investigation and review as he considers necessary, he determines that removal is necessary or advisable in the interests of national security. The determination of the head of the agency is final.

(c) An employee suspended under subsection (a) of this section who—

(1) has a permanent or indefinite appointment;

(2) has completed his probationary or trial period; and

(3) is a citizen of the United States;

is entitled, after suspension and before removal, to—

(A) a written statement of the charges against him within 30 days after suspension, which may be amended within 30 days thereafter and which shall be stated as specifically as security considerations permit;
(B) an opportunity within 30 days thereafter, plus an additional 30 days if the charges are amended, to answer the charges and submit affidavits;

(C) a hearing, at the request of the employee, by an agency authority duly constituted for this purpose;

(D) a review of his case by the head of the agency or his designee, before a decision adverse to the employee is made final; and

(E) a written statement of the decision of the head of the agency.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 529.)

5 USC § 7533. Effect on other statutes

This subchapter does not impair the powers vested in the Atomic Energy Commission by chapter 23 of title 42, or the requirement in section 2201(d) of title 42 that adequate provision be made for administrative review of a determination to dismiss an employee of the Atomic Energy Commission.

(Pub. L. 89–554, Sept. 6, 1966, 80 Stat. 529.)
CHAPTER 77—APPEALS

5 USC § 7701. Appellate procedures

(a) An employee, or applicant for employment, may submit an appeal to the Merit Systems Protection Board from any action which is appealable to the Board under any law, rule, or regulation. An appellant shall have the right—

(1) to a hearing for which a transcript will be kept; and

(2) to be represented by an attorney or other representative.

Appeals shall be processed in accordance with regulations prescribed by the Board.

(b)(1) The Board may hear any case appealed to it or may refer the case to an administrative law judge appointed under section 3105 of this title or other employee of the Board designated by the Board to hear such cases, except that in any case involving a removal from the service, the case shall be heard by the Board, an employee experienced in hearing appeals, or an administrative law judge. The Board, administrative law judge, or other employee (as the case may be) shall make a decision after receipt of the written representations of the parties to the appeal and after opportunity for a hearing under subsection (a)(1) of this section. A copy of the decision shall be furnished to each party to the appeal and to the Office of Personnel Management.

(2)(A) If an employee or applicant for employment is the prevailing party in an appeal under this subsection, the employee or applicant shall be granted the relief provided in the decision effective upon the making of the decision, and remaining in effect pending the outcome of any petition for review under subsection (e), unless—

(i) the deciding official determines that the granting of such relief is not appropriate; or

(ii)(I) the relief granted in the decision provides that such employee or applicant shall return or be present at the place of employment during the period pending the outcome of any petition for review under subsection (e); and

(II) the employing agency, subject to the provisions of subparagraph (B), determines that the return or presence of such employee or applicant is unduly disruptive to the work environment.
(B) If an agency makes a determination under subparagraph (A)(ii)(II) that prevents the return or presence of an employee at the place of employment, such employee shall receive pay, compensation, and all other benefits as terms and conditions of employment during the period pending the outcome of any petition for review under subsection (e).

(C) Nothing in the provisions of this paragraph may be construed to require any award of back pay or attorney fees be paid before the decision is final.

(3) With respect to an appeal from an adverse action covered by subchapter V of chapter 75, authority to mitigate the personnel action involved shall be available, subject to the same standards as would apply in an appeal involving an action covered by subchapter II of chapter 75 with respect to which mitigation authority under this section exists.

(c)(1) Subject to paragraph (2) of this subsection, the decision of the agency shall be sustained under subsection (b) only if the agency's decision—

(A) in the case of an action based on unacceptable performance described in section 4303, is supported by substantial evidence; or

(B) in any other case, is supported by a preponderance of the evidence.

(2) Notwithstanding paragraph (1), the agency's decision may not be sustained under subsection (b) of this section if the employee or applicant for employment—

(A) shows harmful error in the application of the agency's procedures in arriving at such decision;

(B) shows that the decision was based on any prohibited personnel practice described in section 2302(b) of this title; or

(C) shows that the decision was not in accordance with law.

(d)(1) In any case in which—
(A) the interpretation or application of any civil service law, rule, or regulation, under the jurisdiction of the Office of Personnel Management is at issue in any proceeding under this section; and

(B) the Director of the Office of Personnel Management is of the opinion that an erroneous decision would have a substantial impact on any civil service law, rule, or regulation under the jurisdiction of the Office;

the Director may as a matter of right intervene or otherwise participate in that proceeding before the Board. If the Director exercises his right to participate in a proceeding before the Board, he shall do so as early in the proceeding as practicable. Nothing in this title shall be construed to permit the Office to interfere with the independent decisionmaking of the Merit Systems Protection Board.

(2) The Board shall promptly notify the Director whenever the interpretation of any civil service law, rule, or regulation under the jurisdiction of the Office is at issue in any proceeding under this section.

(e)(1) Except as provided in section 7702 of this title, any decision under subsection (b) of this section shall be final unless—

(A) a party to the appeal or the Director petitions the Board for review within 30 days after the receipt of the decision; or

(B) the Board reopens and reconsiders a case on its own motion.

The Board, for good cause shown, may extend the 30-day period referred to in subparagraph (A) of this paragraph. One member of the Board may grant a petition or otherwise direct that a decision be reviewed by the full Board. The preceding sentence shall not apply if, by law, a decision of an administrative law judge is required to be acted upon by the Board.

(2) The Director may petition the Board for a review under paragraph (1) of this subsection only if the Director is of the opinion that the decision is erroneous and will have a substantial impact on any civil service law, rule, or regulation under the jurisdiction of the Office.

(f) The Board, or an administrative law judge or other employee of the Board designated to hear a case, may—
(1) consolidate appeals filed by two or more appellants, or

(2) join two or more appeals filed by the same appellant and hear and decide them concurrently,

if the deciding official or officials hearing the cases are of the opinion that the action could result in the appeals’ being processed more expeditiously and would not adversely affect any party.

(g)(1) Except as provided in paragraph (2) of this subsection, the Board, or an administrative law judge or other employee of the Board designated to hear a case, may require payment by the agency involved of reasonable attorney fees incurred by an employee or applicant for employment if the employee or applicant is the prevailing party and the Board, administrative law judge, or other employee (as the case may be) determines that payment by the agency is warranted in the interest of justice, including any case in which a prohibited personnel practice was engaged in by the agency or any case in which the agency's action was clearly without merit.

(2) If an employee or applicant for employment is the prevailing party and the decision is based on a finding of discrimination prohibited under section 2302(b)(1) of this title, the payment of attorney fees shall be in accordance with the standards prescribed under section 706(k) of the Civil Rights Act of 1964 (42 U.S.C. 2000e–5(k)).

(h) The Board may, by regulation, provide for one or more alternative methods for settling matters subject to the appellate jurisdiction of the Board which shall be applicable at the election of an applicant for employment or of an employee who is not in a unit for which a labor organization is accorded exclusive recognition, and shall be in lieu of other procedures provided for under this section. A decision under such a method shall be final, unless the Board reopens and reconsidera a case at the request of the Office of Personnel Management under subsection (e) of this section.

(i)(1) Upon the submission of any appeal to the Board under this section, the Board, through reference to such categories of cases, or other means, as it determines appropriate, shall establish and announce publicly the date by which it intends to complete action on the matter. Such date shall assure expeditious consideration of the appeal, consistent with the interests of fairness and other priorities of the Board. If the Board fails to complete action on the appeal by the announced date, and the expected delay will exceed 30 days, the Board shall publicly announce the new date by which it intends to complete action on the appeal.
(2) Not later than March 1 of each year, the Board shall submit to the Congress a report describing the number of appeals submitted to it during the preceding fiscal year, the number of appeals on which it completed action during that year, and the number of instances during that year in which it failed to conclude a proceeding by the date originally announced, together with an explanation of the reasons therefor.

(3) The Board shall by rule indicate any other category of significant Board action which the Board determines should be subject to the provisions of this subsection.

(4) It shall be the duty of the Board, an administrative law judge, or employee designated by the Board to hear any proceeding under this section to expedite to the extent practicable that proceeding.

(j) In determining the appealability under this section of any case involving a removal from the service (other than the removal of a reemployed annuitant), neither an individual's status under any retirement system established by or under Federal statute nor any election made by such individual under any such system may be taken into account.

(k) The Board may prescribe regulations to carry out the purpose of this section.


5 USC § 7702. Actions involving discrimination

(a)(1) Notwithstanding any other provision of law, and except as provided in paragraph (2) of this subsection, in the case of any employee or applicant for employment who—

(A) has been affected by an action which the employee or applicant may appeal to the Merit Systems Protection Board, and

(B) alleges that a basis for the action was discrimination prohibited by—

(i) section 717 of the Civil Rights Act of 1964 (42 U.S.C. 2000e–16),
(ii) section 6(d) of the Fair Labor Standards Act of 1938 (29 U.S.C. 206(d)),

(iii) section 501 of the Rehabilitation Act of 1973 (29 U.S.C. 791),

(iv) sections 12 and 15 of the Age Discrimination in Employment Act of 1967 (29 U.S.C. 631, 633a), or

(v) any rule, regulation, or policy directive prescribed under any provision of law described in clauses (i) through (iv) of this subparagraph,

the Board shall, within 120 days of the filing of the appeal, decide both the issue of discrimination and the appealable action in accordance with the Board's appellate procedures under section 7701 of this title and this section.

(2) In any matter before an agency which involves—

(A) any action described in paragraph (1)(A) of this subsection; and

(B) any issue of discrimination prohibited under any provision of law described in paragraph (1)(B) of this subsection;

the agency shall resolve such matter within 120 days. The decision of the agency in any such matter shall be a judicially reviewable action unless the employee appeals the matter to the Board under paragraph (1) of this subsection.

(3) Any decision of the Board under paragraph (1) of this subsection shall be a judicially reviewable action as of—

(A) the date of issuance of the decision if the employee or applicant does not file a petition with the Equal Employment Opportunity Commission under subsection (b)(1) of this section, or

(B) the date the Commission determines not to consider the decision under subsection (b)(2) of this section.

(b)(1) An employee or applicant may, within 30 days after notice of the decision of the Board under subsection (a)(1) of this section, petition the Commission to consider the decision.
(2) The Commission shall, within 30 days after the date of the petition, determine whether to consider the decision. A determination of the Commission not to consider the decision may not be used as evidence with respect to any issue of discrimination in any judicial proceeding concerning that issue.

(3) If the Commission makes a determination to consider the decision, the Commission shall, within 60 days after the date of the determination, consider the entire record of the proceedings of the Board and, on the basis of the evidentiary record before the Board, as supplemented under paragraph (4) of this subsection, either—

(A) concur in the decision of the Board; or

(B) issue in writing another decision which differs from the decision of the Board to the extent that the Commission finds that, as a matter of law—

(i) the decision of the Board constitutes an incorrect interpretation of any provision of any law, rule, regulation, or policy directive referred to in subsection (a)(1)(B) of this section, or

(ii) the decision involving such provision is not supported by the evidence in the record as a whole.

(4) In considering any decision of the Board under this subsection, the Commission may refer the case to the Board, or provide on its own, for the taking (within such period as permits the Commission to make a decision within the 60-day period prescribed under this subsection) of additional evidence to the extent it considers necessary to supplement the record.

(5)(A) If the Commission concurs pursuant to paragraph (3)(A) of this subsection in the decision of the Board, the decision of the Board shall be a judicially reviewable action.

(B) If the Commission issues any decision under paragraph (3)(B) of this subsection, the Commission shall immediately refer the matter to the Board.

(c) Within 30 days after receipt by the Board of the decision of the Commission under subsection (b)(5)(B) of this section, the Board shall consider the decision and—

(1) concur and adopt in whole the decision of the Commission; or
(2) to the extent that the Board finds that, as a matter of law, (A) the Commission decision constitutes an incorrect interpretation of any provision of any civil service law, rule, regulation or policy directive, or (B) the Commission decision involving such provision is not supported by the evidence in the record as a whole—

(i) reaffirm the initial decision of the Board; or

(ii) reaffirm the initial decision of the Board with such revisions as it determines appropriate.

If the Board takes the action provided under paragraph (1), the decision of the Board shall be a judicially reviewable action.

(d)(1) If the Board takes any action under subsection (c)(2) of this section, the matter shall be immediately certified to a special panel described in paragraph (6) of this subsection. Upon certification, the Board shall, within 5 days (excluding Saturdays, Sundays, and holidays), transmit to the special panel the administrative record in the proceeding, including—

(A) the factual record compiled under this section,

(B) the decisions issued by the Board and the Commission under this section, and

(C) any transcript of oral arguments made, or legal briefs filed, before the Board or the Commission.

(2)(A) The special panel shall, within 45 days after a matter has been certified to it, review the administrative record transmitted to it and, on the basis of the record, decide the issues in dispute and issue a final decision which shall be a judicially reviewable action.

(B) The special panel shall give due deference to the respective expertise of the Board and Commission in making its decision.

(3) The special panel shall refer its decision under paragraph (2) of this subsection to the Board and the Board shall order any agency to take any action appropriate to carry out the decision.
(4) The special panel shall permit the employee or applicant who brought the complaint and the employing agency to appear before the panel to present oral arguments and to present written arguments with respect to the matter.

(5) Upon application by the employee or applicant, the Commission may issue such interim relief as it determines appropriate to mitigate any exceptional hardship the employee or applicant might otherwise incur as a result of the certification of any matter under this subsection, except that the Commission may not stay, or order any agency to review on an interim basis, the action referred to in subsection (a)(1) of this section.

(6)(A) Each time the Board takes any action under subsection (c)(2) of this section, a special panel shall be convened which shall consist of—

(i) an individual appointed by the President, by and with the advice and consent of the Senate, to serve for a term of 6 years as chairman of the special panel each time it is convened;

(ii) one member of the Board designated by the Chairman of the Board each time a panel is convened; and

(iii) one member of the Commission designated by the Chairman of the Commission each time a panel is convened.

The chairman of the special panel may be removed by the President only for inefficiency, neglect of duty, or malfeasance in office.

(B) The chairman is entitled to pay at a rate equal to the maximum annual rate of basic pay payable under the General Schedule for each day he is engaged in the performance of official business on the work of the special panel.

(C) The Board and the Commission shall provide such administrative assistance to the special panel as may be necessary and, to the extent practicable, shall equally divide the costs of providing the administrative assistance.

(e)(1) Notwithstanding any other provision of law, if at any time after—

(A) the 120th day following the filing of any matter described in subsection (a)(2) of this section with an agency, there is no judicially reviewable action under this section or an appeal under paragraph (2) of this subsection;

(B) the 120th day following the filing of an appeal with the Board under subsection (a)(1) of this section, there is no judicially reviewable action (unless
such action is not as the result of the filing of a petition by the employee under subsection (b)(1) of this section; or

(C) the 180th day following the filing of a petition with the Equal Employment Opportunity Commission under subsection (b)(1) of this section, there is no final agency action under subsection (b), (c), or (d) of this section;

an employee shall be entitled to file a civil action to the same extent and in the same manner as provided in section 717(c) of the Civil Rights Act of 1964 (42 U.S.C. 2000e–16(c)), section 15(c) of the Age Discrimination in Employment Act of 1967 (29 U.S.C. 633a(c)), or section 16(b) of the Fair Labor Standards Act of 1938 (29 U.S.C. 216(b)).

(2) If, at any time after the 120th day following the filing of any matter described in subsection (a)(2) of this section with an agency, there is no judicially reviewable action, the employee may appeal the matter to the Board under subsection (a)(1) of this section.

(3) Nothing in this section shall be construed to affect the right to trial de novo under any provision of law described in subsection (a)(1) of this section after a judicially reviewable action, including the decision of an agency under subsection (a)(2) of this section.

(f) In any case in which an employee is required to file any action, appeal, or petition under this section and the employee timely files the action, appeal, or petition with an agency other than the agency with which the action, appeal, or petition is to be filed, the employee shall be treated as having timely filed the action, appeal, or petition as of the date it is filed with the proper agency.


5 USC § 7703. Judicial review of decisions of the Merit Systems Protection Board

(a)(1) Any employee or applicant for employment adversely affected or aggrieved by a final order or decision of the Merit Systems Protection Board may obtain judicial review of the order or decision.

(2) The Board shall be named respondent in any proceeding brought pursuant to this subsection, unless the employee or applicant for employment seeks review of a final order or decision on the merits on the underlying personnel action or on a
request for attorney fees, in which case the agency responsible for taking the personnel action shall be the respondent.

(b)(1) Except as provided in paragraph (2) of this subsection, a petition to review a final order or final decision of the Board shall be filed in the United States Court of Appeals for the Federal Circuit. Notwithstanding any other provision of law, any petition for review must be filed within 60 days after the date the petitioner received notice of the final order or decision of the Board.

(2) Cases of discrimination subject to the provisions of section 7702 of this title shall be filed under section 717(c) of the Civil Rights Act of 1964 (42 U.S.C. 2000e–16(c)), section 15(c) of the Age Discrimination in Employment Act of 1967 (29 U.S.C. 633a(c)), and section 16(b) of the Fair Labor Standards Act of 1938, as amended (29 U.S.C. 216(b)), as applicable. Notwithstanding any other provision of law, any such case filed under any such section must be filed within 30 days after the date the individual filing the case received notice of the judicially reviewable action under such section 7702.

(c) In any case filed in the United States Court of Appeals for the Federal Circuit, the court shall review the record and hold unlawful and set aside any agency action, findings, or conclusions found to be—

(1) arbitrary, capricious, an abuse of discretion, or otherwise not in accordance with law;

(2) obtained without procedures required by law, rule, or regulation having been followed; or

(3) unsupported by substantial evidence;

except that in the case of discrimination brought under any section referred to in subsection (b)(2) of this section, the employee or applicant shall have the right to have the facts subject to trial de novo by the reviewing court.

(d) The Director of the Office of Personnel Management may obtain review of any final order or decision of the Board by filing, within 60 days after the date the Director received notice of the final order or decision of the Board, a petition for judicial review in the United States Court of Appeals for the Federal Circuit if the Director determines, in his discretion, that the Board erred in interpreting a civil service law, rule, or regulation affecting personnel management and that the Board's decision will have a substantial impact on a civil service law, rule, regulation, or policy directive. If the Director did not intervene in a matter before the Board, the Director may not petition for review of a Board decision under this
section unless the Director first petitions the Board for a reconsideration of its decision, and such petition is denied. In addition to the named respondent, the Board and all other parties to the proceedings before the Board shall have the right to appear in the proceeding before the Court of Appeals. The granting of the petition for judicial review shall be at the discretion of the Court of Appeals.
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- FEDERAL ADVISORY COMMITTEE ACT
- INSPECTOR GENERAL ACT OF 1978
- ETHICS IN GOVERNMENT ACT OF 1978
§1. Short title

This Act may be cited as the “Federal Advisory Committee Act”.


§2. Findings and purpose

(a) The Congress finds that there are numerous committees, boards, commissions, councils, and similar groups which have been established to advise officers and agencies in the executive branch of the Federal Government and that they are frequently a useful and beneficial means of furnishing expert advice, ideas, and diverse opinions to the Federal Government.

(b) The Congress further finds and declares that—

(1) the need for many existing advisory committees has not been adequately reviewed:

(2) new advisory committees should be established only when they are determined to be essential and their number should be kept to the minimum necessary;

(3) advisory committees should be terminated when they are no longer carrying out the purposes for which they were established;

(4) standards and uniform procedures should govern the establishment, operation, administration, and duration of advisory committees;

(5) the Congress and the public should be kept informed with respect to the number, purpose, membership, activities, and cost of advisory committees; and

(6) the function of advisory committees should be advisory only, and that all matters under their consideration should be determined, in accordance with law, by the official, agency, or officer involved.
§3. Definitions

For the purpose of this Act—

(1) The term “Administrator” means the Administrator of General Services.

(2) The term “advisory committee” means any committee, board, commission, council, conference, panel, task force, or other similar group, or any subcommittee or other subgroup thereof (hereafter in this paragraph referred to as “committee”), which is—

(A) established by statute or reorganization plan, or

(B) established or utilized by the President, or

(C) established or utilized by one or more agencies,

in the interest of obtaining advice or recommendations for the President or one or more agencies or officers of the Federal Government, except that such term excludes (i) any committee that is composed wholly of full-time, or permanent part-time, officers or employees of the Federal Government, and (ii) any committee that is created by the National Academy of Sciences or the National Academy of Public Administration.

(3) The term “agency” has the same meaning as in section 551(1) of title 5, United States Code.

(4) The term “Presidential advisory committee” means an advisory committee which advises the President.

§4. Applicability; restrictions

(a) The provisions of this Act or of any rule, order, or regulation promulgated under this Act shall apply to each advisory committee except to the extent that any Act of Congress establishing any such advisory committee specifically provides otherwise.
(b) Nothing in this Act shall be construed to apply to any advisory committee established or utilized by—

(1) the Central Intelligence Agency;

(2) the Federal Reserve System; or

(3) the Office of the Director of National Intelligence, if the Director of National Intelligence determines that for reasons of national security such advisory committee cannot comply with the requirements of this Act.

(c) Nothing in this Act shall be construed to apply to any local civic group whose primary function is that of rendering a public service with respect to a Federal program, or any State or local committee, council, board, commission, or similar group established to advise or make recommendations to State or local officials or agencies.


§5. Responsibilities of Congressional committees; review; guidelines

(a) In the exercise of its legislative review function, each standing committee of the Senate and the House of Representatives shall make a continuing review of the activities of each advisory committee under its jurisdiction to determine whether such advisory committee should be abolished or merged with any other advisory committee, whether the responsibilities of such advisory committee should be revised, and whether such advisory committee performs a necessary function not already being performed. Each such standing committee shall take appropriate action to obtain the enactment of legislation necessary to carry out the purpose of this subsection.

(b) In considering legislation establishing, or authorizing the establishment of any advisory committee, each standing committee of the Senate and of the House of Representatives shall determine, and report such determination to the Senate or to the House of Representatives, as the case may be, whether the functions of the proposed advisory committee are being or could be performed by one or more agencies or by an advisory committee already in existence, or by enlarging the mandate of an existing advisory committee. Any such legislation shall—

(1) contain a clearly defined purpose for the advisory committee;
(2) require the membership of the advisory committee to be fairly balanced in terms of the points of view represented and the functions to be performed by the advisory committee;

(3) contain appropriate provisions to assure that the advice and recommendations of the advisory committee will not be inappropriately influenced by the appointing authority or by any special interest, but will instead be the result of the advisory committee’s independent judgment;

(4) contain provisions dealing with authorization of appropriations, the date for submission of reports (if any), the duration of the advisory committee, and the publication of reports and other materials, to the extent that the standing committee determines the provisions of section 10 of this Act to be inadequate; and

(5) contain provisions which will assure that the advisory committee will have adequate staff (either supplied by an agency or employed by it), will be provided adequate quarters, and will have funds available to meet its other necessary expenses.

(c) To the extent they are applicable, the guidelines set out in subsection (b) of this section shall be followed by the President, agency heads, or other Federal officials in creating an advisory committee.


§6. Responsibilities of the President; report to Congress; annual report to Congress; exclusion

(a) The President may delegate responsibility for evaluating and taking action, where appropriate, with respect to all public recommendations made to him by Presidential advisory committees.

(b) Within one year after a Presidential advisory committee has submitted a public report to the President, the President or his delegate shall make a report to the Congress stating either his proposals for action or his reasons for inaction, with respect to the recommendations contained in the public report.

(c) The President shall, not later than December 31 of each year, make an annual report to the Congress on the activities, status, and changes in the composition of advisory committees in existence during the preceding fiscal year. The report shall contain the name of every advisory committee, the date of and authority for its creation, its termination date or the date it is to make a report, its functions, a
reference to the reports it has submitted, a statement of whether it is an ad hoc or continuing body, the dates of its meetings, the names and occupations of its current members, and the total estimated annual cost to the United States to fund, service, supply, and maintain such committee. Such report shall include a list of those advisory committees abolished by the President, and in the case of advisory committees established by statute, a list of those advisory committees which the President recommends be abolished together with his reasons therefor. The President shall exclude from this report any information which, in his judgment, should be withheld for reasons of national security, and he shall include in such report a statement that such information is excluded.


§7. Responsibilities of the Administrator of General Services; Committee Management Secretariat, establishment; review; recommendations to President and Congress; agency cooperation; performance guidelines; uniform pay guidelines; travel expenses; expense recommendations

(a) The Administrator shall establish and maintain within the General Services Administration a Committee Management Secretariat, which shall be responsible for all matters relating to advisory committees.

(b) The Administrator shall, immediately after October 6, 1972, institute a comprehensive review of the activities and responsibilities of each advisory committee to determine—

(1) whether such committee is carrying out its purpose;

(2) whether, consistent with the provisions of applicable statutes, the responsibilities assigned to it should be revised;

(3) whether it should be merged with other advisory committees; or

(4) whether it should be abolished.

The Administrator may from time to time request such information as he deems necessary to carry out his functions under this subsection. Upon the completion of the Administrator's review he shall make recommendations to the President and to either the agency head or the Congress with respect to action he believes
should be taken. Thereafter, the Administrator shall carry out a similar review annually. Agency heads shall cooperate with the Administrator in making the reviews required by this subsection.

(c) The Administrator shall prescribe administrative guidelines and management controls applicable to advisory committees, and, to the maximum extent feasible, provide advice, assistance, and guidance to advisory committees to improve their performance. In carrying out his functions under this subsection, the Administrator shall consider the recommendations of each agency head with respect to means of improving the performance of advisory committees whose duties are related to such agency.

(d)(1) The Administrator, after study and consultation with the Director of the Office of Personnel Management, shall establish guidelines with respect to uniform fair rates of pay for comparable services of members, staffs, and consultants of advisory committees in a manner which gives appropriate recognition to the responsibilities and qualifications required and other relevant factors. Such regulations shall provide that—

(A) no member of any advisory committee or of the staff of any advisory committee shall receive compensation at a rate in excess of the rate specified for GS–18 of the General Schedule under section 5332 of title 5, United States Code;

(B) such members, while engaged in the performance of their duties away from their homes or regular places of business, may be allowed travel expenses, including per diem in lieu of subsistence, as authorized by section 5703 of title 5, United States Code, for persons employed intermittently in the Government service; and

(C) such members—

(i) who are blind or deaf or who otherwise qualify as handicapped individuals (within the meaning of section 501 of the Rehabilitation Act of 1973 (29 U.S.C. 794)), and

(ii) who do not otherwise qualify for assistance under section 3102 of title 5, United States Code, by reason of being an employee of an agency (within the meaning of section 3102(a)(1) of such title 5),

may be provided services pursuant to section 3102 of such title 5 while in performance of their advisory committee duties.
(2) Nothing in this subsection shall prevent—

(A) an individual who (without regard to his service with an advisory committee) is a full-time employee of the United States, or

(B) an individual who immediately before his service with an advisory committee was such an employee,

from receiving compensation at the rate at which he otherwise would be compensated (or was compensated) as a full-time employee of the United States.

(e) The Administrator shall include in budget recommendations a summary of the amounts he deems necessary for the expenses of advisory committees, including the expenses for publication of reports where appropriate.


§8. Responsibilities of agency heads; Advisory Committee Management Officer, designation

(a) Each agency head shall establish uniform administrative guidelines and management controls for advisory committees established by that agency, which shall be consistent with directives of the Administrator under section 7 and section 10. Each agency shall maintain systematic information on the nature, functions, and operations of each advisory committee within its jurisdiction.

(b) The head of each agency which has an advisory committee shall designate an Advisory Committee Management Officer who shall—

(1) exercise control and supervision over the establishment, procedures, and accomplishments of advisory committees established by that agency;

(2) assemble and maintain the reports, records, and other papers of any such committee during its existence; and

(3) carry out, on behalf of that agency, the provisions of section 552 of title 5, United States Code, with respect to such reports, records, and other papers.

§9. Establishment and purpose of advisory committees; publication in Federal Register; charter: filing, contents, copy

(a) No advisory committee shall be established unless such establishment is—

(1) specifically authorized by statute or by the President; or

(2) determined as a matter of formal record, by the head of the agency involved after consultation with the Administrator, with timely notice published in the Federal Register, to be in the public interest in connection with the performance of duties imposed on that agency by law.

(b) Unless otherwise specifically provided by statute or Presidential directive, advisory committees shall be utilized solely for advisory functions. Determinations of action to be taken and policy to be expressed with respect to matters upon which an advisory committee reports or makes recommendations shall be made solely by the President or an officer of the Federal Government.

(c) No advisory committee shall meet or take any action until an advisory committee charter has been filed with (1) the Administrator, in the case of Presidential advisory committees, or (2) with the head of the agency to whom any advisory committee reports and with the standing committees of the Senate and of the House of Representatives having legislative jurisdiction of such agency. Such charter shall contain the following information:

(A) the committee's official designation;

(B) the committee's objectives and the scope of its activity;

(C) the period of time necessary for the committee to carry out its purposes;

(D) the agency or official to whom the committee reports;

(E) the agency responsible for providing the necessary support for the committee;

(F) a description of the duties for which the committee is responsible, and, if such duties are not solely advisory, a specification of the authority for such functions;

(G) the estimated annual operating costs in dollars and man-years for such committee;

(H) the estimated number and frequency of committee meetings;
(I) the committee's termination date, if less than two years from the date of the committee's establishment; and

(J) the date the charter is filed.

A copy of any such charter shall also be furnished to the Library of Congress.


§10. Advisory committee procedures; meetings; notice, publication in Federal Register; regulations; minutes; certification; annual report; Federal officer or employee, attendance

(a)(1) Each advisory committee meeting shall be open to the public.

(2) Except when the President determines otherwise for reasons of national security, timely notice of each such meeting shall be published in the Federal Register, and the Administrator shall prescribe regulations to provide for other types of public notice to insure that all interested persons are notified of such meeting prior thereto.

(3) Interested persons shall be permitted to attend, appear before, or file statements with any advisory committee, subject to such reasonable rules or regulations as the Administrator may prescribe.

(b) Subject to section 552 of title 5, United States Code, the records, reports, transcripts, minutes, appendixes, working papers, drafts, studies, agenda, or other documents which were made available to or prepared for or by each advisory committee shall be available for public inspection and copying at a single location in the offices of the advisory committee or the agency to which the advisory committee reports until the advisory committee ceases to exist.

(c) Detailed minutes of each meeting of each advisory committee shall be kept and shall contain a record of the persons present, a complete and accurate description of matters discussed and conclusions reached, and copies of all reports received, issued, or approved by the advisory committee. The accuracy of all minutes shall be certified to by the chairman of the advisory committee.

(d) Subsections (a)(1) and (a)(3) of this section shall not apply to any portion of an advisory committee meeting where the President, or the head of the agency to which the advisory committee reports, determines that such portion of such
meeting may be closed to the public in accordance with subsection (c) of section 552b of title 5, United States Code. Any such determination shall be in writing and shall contain the reasons for such determination. If such a determination is made, the advisory committee shall issue a report at least annually setting forth a summary of its activities and such related matters as would be informative to the public consistent with the policy of section 552(b) of title 5, United States Code.

(e) There shall be designated an officer or employee of the Federal Government to chair or attend each meeting of each advisory committee. The officer or employee so designated is authorized, whenever he determines it to be in the public interest, to adjourn any such meeting. No advisory committee shall conduct any meeting in the absence of that officer or employee.

(f) Advisory committees shall not hold any meetings except at the call of, or with the advance approval of, a designated officer or employee of the Federal Government, and in the case of advisory committees (other than Presidential advisory committees), with an agenda approved by such officer or employee.


§11. Availability of transcripts; “agency proceeding”

(a) Except where prohibited by contractual agreements entered into prior to the effective date of this Act, agencies and advisory committees shall make available to any person, at actual cost of duplication, copies of transcripts of agency proceedings or advisory committee meetings.

(b) As used in this section “agency proceeding” means any proceeding as defined in section 551(12) of title 5, United States Code.


§12. Fiscal and administrative provisions; record-keeping; audit; agency support services

(a) Each agency shall keep records as will fully disclose the disposition of any funds which may be at the disposal of its advisory committees and the nature and extent of their activities. The General Services Administration, or such other agency as the President may designate, shall maintain financial records with respect to Presidential advisory committees. The Comptroller General of the United States, or any of his authorized representatives, shall have access, for the purpose of audit and examination, to any such records.
(b) Each agency shall be responsible for providing support services for each advisory committee established by or reporting to it unless the establishing authority provides otherwise. Where any such advisory committee reports to more than one agency, only one agency shall be responsible for support services at any one time. In the case of Presidential advisory committees, such services may be provided by the General Services Administration.


§13. Responsibilities of Library of Congress; reports and background papers; depository

Subject to section 552 of title 5, United States Code, the Administrator shall provide for the filing with the Library of Congress of at least eight copies of each report made by every advisory committee and, where appropriate, background papers prepared by consultants. The Librarian of Congress shall establish a depository for such reports and papers where they shall be available to public inspection and use.


§14. Termination of advisory committees; renewal; continuation

(a)(1) Each advisory committee which is in existence on the effective date of this Act shall terminate not later than the expiration of the two-year period following such effective date unless—

(A) in the case of an advisory committee established by the President or an officer of the Federal Government, such advisory committee is renewed by the President or that officer by appropriate action prior to the expiration of such two-year period; or

(B) in the case of an advisory committee established by an Act of Congress, its duration is otherwise provided for by law.

(2) Each advisory committee established after such effective date shall terminate not later than the expiration of the two-year period beginning on the date of its establishment unless—
(A) in the case of an advisory committee established by the President or an officer of the Federal Government such advisory committee is renewed by the President or such officer by appropriate action prior to the end of such period; or

(B) in the case of an advisory committee established by an Act of Congress, its duration is otherwise provided for by law.

(b)(1) Upon the renewal of any advisory committee, such advisory committee shall file a charter in accordance with section 9(c).

(2) Any advisory committee established by an Act of Congress shall file a charter in accordance with such section upon the expiration of each successive two-year period following the date of enactment of the Act establishing such advisory committee.

(3) No advisory committee required under this subsection to file a charter shall take any action (other than preparation and filing of such charter) prior to the date on which such charter is filed.

(c) Any advisory committee which is renewed by the President or any officer of the Federal Government may be continued only for successive two-year periods by appropriate action taken by the President or such officer prior to the date on which such advisory committee would otherwise terminate.


§15. Requirements relating to the National Academy of Sciences and the National Academy of Public Administration

(a) In General.—An agency may not use any advice or recommendation provided by the National Academy of Sciences or National Academy of Public Administration that was developed by use of a committee created by that academy under an agreement with an agency, unless—

(1) the committee was not subject to any actual management or control by an agency or an officer of the Federal Government;

(2) in the case of a committee created after the date of the enactment of the Federal Advisory Committee Act Amendments of 1997, the membership of the committee was appointed in accordance with the requirements described in subsection (b)(1); and
(3) in developing the advice or recommendation, the academy complied with—

(A) subsection (b)(2) through (6), in the case of any advice or recommendation provided by the National Academy of Sciences; or

(B) subsection (b)(2) and (5), in the case of any advice or recommendation provided by the National Academy of Public Administration.

(b) Requirements.—The requirements referred to in subsection (a) are as follows:

(1) The Academy shall determine and provide public notice of the names and brief biographies of individuals that the Academy appoints or intends to appoint to serve on the committee. The Academy shall determine and provide a reasonable opportunity for the public to comment on such appointments before they are made or, if the Academy determines such prior comment is not practicable, in the period immediately following the appointments. The Academy shall make its best efforts to ensure that (A) no individual appointed to serve on the committee has a conflict of interest that is relevant to the functions to be performed, unless such conflict is promptly and publicly disclosed and the Academy determines that the conflict is unavoidable, (B) the committee membership is fairly balanced as determined by the Academy to be appropriate for the functions to be performed, and (C) the final report of the Academy will be the result of the Academy’s independent judgment. The Academy shall require that individuals that the Academy appoints or intends to appoint to serve on the committee inform the Academy of the individual’s conflicts of interest that are relevant to the functions to be performed.

(2) The Academy shall determine and provide public notice of committee meetings that will be open to the public.

(3) The Academy shall ensure that meetings of the committee to gather data from individuals who are not officials, agents, or employees of the Academy are open to the public, unless the Academy determines that a meeting would disclose matters described in section 552(b) of title 5, United States Code. The Academy shall make available to the public, at reasonable charge if appropriate, written materials presented to the committee by individuals who are not officials, agents, or employees of the Academy, unless the Academy determines that making material available would disclose matters described in that section.

(4) The Academy shall make available to the public as soon as practicable, at reasonable charge if appropriate, a brief summary of any committee meeting that is not a data gathering meeting, unless the Academy determines that the summary would disclose matters described in section 552(b) of title 5, United States Code
States Code. The summary shall identify the committee members present, the topics discussed, materials made available to the committee, and such other matters that the Academy determines should be included.

(5) The Academy shall make available to the public its final report, at reasonable charge if appropriate, unless the Academy determines that the report would disclose matters described in section 552(b) of title 5, United States Code. If the Academy determines that the report would disclose matters described in that section, the Academy shall make public an abbreviated version of the report that does not disclose those matters.

(6) After publication of the final report, the Academy shall make publicly available the names of the principal reviewers who reviewed the report in draft form and who are not officials, agents, or employees of the Academy.

(c) Regulations.—The Administrator of General Services may issue regulations implementing this section.


§16. Effective date

Except as provided in section 7(b), this Act shall become effective upon the expiration of ninety days following October 6, 1972.

INSPECTOR GENERAL ACT OF 1978

§1. Short title

This Act be cited as the “Inspector General Act of 1978”.


§2. Purpose and establishment of Offices of Inspector General; departments and agencies involved

In order to create independent and objective units—

(1) to conduct and supervise audits and investigations relating to the programs and operations of the establishments listed in section 12(2);

(2) to provide leadership and coordination and recommend policies for activities designed (A) to promote economy, efficiency, and effectiveness in the administration of, and (B) to prevent and detect fraud and abuse in, such programs and operations; and

(3) to provide a means for keeping the head of the establishment and the Congress fully and currently informed about problems and deficiencies relating to the administration of such programs and operations and the necessity for and progress of corrective action;

there is established—

(A) in each of such establishments an office of Inspector General, subject to subparagraph (B); and

(B) in the establishment of the Department of the Treasury—

(i) an Office of Inspector General of the Department of the Treasury; and

(ii) an Office of Treasury Inspector General for Tax Administration.

§3. Appointment of Inspector General; supervision; removal; political activities; appointment of Assistant Inspector General for Auditing and Assistant Inspector General for Investigations

(a) There shall be at the head of each Office an Inspector General who shall be appointed by the President, by and with the advice and consent of the Senate, without regard to political affiliation and solely on the basis of integrity and demonstrated ability in accounting, auditing, financial analysis, law, management analysis, public administration, or investigations. Each Inspector General shall report to and be under the general supervision of the head of the establishment involved or, to the extent such authority is delegated, the officer next in rank below such head, but shall not report to, or be subject to supervision by, any other officer of such establishment. Neither the head of the establishment nor the officer next in rank below such head shall prevent or prohibit the Inspector General from initiating, carrying out, or completing any audit or investigation, or from issuing any subpoena during the course of any audit or investigation.

(b) An Inspector General may be removed from office by the President. If an Inspector General is removed from office or is transferred to another position or location within an establishment, the President shall communicate in writing the reasons for any such removal or transfer to both Houses of Congress, not later than 30 days before the removal or transfer. Nothing in this subsection shall prohibit a personnel action otherwise authorized by law, other than transfer or removal.

(c) For the purposes of section 7324 of title 5, United States Code, no Inspector General shall be considered to be an employee who determines policies to be pursued by the United States in the nationwide administration of Federal laws.

(d) Each Inspector General shall, in accordance with applicable laws and regulations governing the civil service—

(1) appoint an Assistant Inspector General for Auditing who shall have the responsibility for supervising the performance of auditing activities relating to programs and operations of the establishment, and

(2) appoint an Assistant Inspector General for Investigations who shall have the responsibility for supervising the performance of investigative activities relating to such programs and operations.
(e) The annual rate of basic pay for an Inspector General (as defined under section 12(3)) shall be the rate payable for level III of the Executive Schedule under section 5314 of title 5, United States Code, plus 3 percent.

(f) An Inspector General (as defined under section 8G(a)(6) or 12(3)) may not receive any cash award or cash bonus, including any cash award under chapter 45 of title 5, United States Code.

(g) Each Inspector General shall, in accordance with applicable laws and regulations governing the civil service, obtain legal advice from a counsel either reporting directly to the Inspector General or another Inspector General.


§4. Duties and responsibilities; report of criminal violations to Attorney General

(a) It shall be the duty and responsibility of each Inspector General, with respect to the establishment within which his Office is established—

(1) to provide policy direction for and to conduct, supervise, and coordinate audits and investigations relating to the programs and operations of such establishment;

(2) to review existing and proposed legislation and regulations relating to programs and operations of such establishment and to make recommendations in the semiannual reports required by section 5(a) concerning the impact of such legislation or regulations on the economy and efficiency in the administration of programs and operations administered or financed by such establishment or the prevention and detection of fraud and abuse in such programs and operations;

(3) to recommend policies for, and to conduct, supervise, or coordinate other activities carried out or financed by such establishment for the purpose of promoting economy and efficiency in the administration of, or preventing and detecting fraud and abuse in, its programs and operations;

(4) to recommend policies for, and to conduct, supervise, or coordinate relationships between such establishment and other Federal agencies, State and local governmental agencies, and nongovernmental entities with respect to (A) all matters relating to the promotion of economy and efficiency in the administration of, or the prevention and detection of fraud and abuse in,
programs and operations administered or financed by such establishment, or (B) the identification and prosecution of participants in such fraud or abuse; and

(5) to keep the head of such establishment and the Congress fully and currently informed, by means of the reports required by section 5 and otherwise, concerning fraud and other serious problems, abuses, and deficiencies relating to the administration of programs and operations administered or financed by such establishment, to recommend corrective action concerning such problems, abuses, and deficiencies, and to report on the progress made in implementing such corrective action.

(b)(1) In carrying out the responsibilities specified in subsection (a)(1), each Inspector General shall—

(A) comply with standards established by the Comptroller General of the United States for audits of Federal establishments, organizations, programs, activities, and functions;

(B) establish guidelines for determining when it shall be appropriate to use non-Federal auditors; and

(C) take appropriate steps to assure that any work performed by non-Federal auditors complies with the standards established by the Comptroller General as described in paragraph (1).

(2) For purposes of determining compliance with paragraph (1)(A) with respect to whether internal quality controls are in place and operating and whether established audit standards, policies, and procedures are being followed by Offices of Inspector General of establishments defined under section 12(2), Offices of Inspector General of designated Federal entities defined under section 8F(a)(2), and any audit office established within a Federal entity defined under section 8F(a)(1), reviews shall be performed exclusively by an audit entity in the Federal Government, including the Government Accountability Office or the Office of Inspector General of each establishment defined under section 12(2), or the Office of Inspector General of each designated Federal entity defined under section 8F(a)(2).

(c) In carrying out the duties and responsibilities established under this Act, each Inspector General shall give particular regard to the activities of the Comptroller General of the United States with a view toward avoiding duplication and insuring effective coordination and cooperation.
(d) In carrying out the duties and responsibilities established under this Act, each Inspector General shall report expeditiously to the Attorney General whenever the Inspector General has reasonable grounds to believe there has been a violation of Federal criminal law.


§5. Semiannual reports; transmittal to Congress; availability to public; immediate report on serious or flagrant problems; disclosure of information; definitions

(a) Each Inspector General shall, not later than April 30 and October 31 of each year, prepare semiannual reports summarizing the activities of the Office during the immediately preceding six-month periods ending March 31 and September 30. Such reports shall include, but need not be limited to—

(1) a description of significant problems, abuses, and deficiencies relating to the administration of programs and operations of such establishment disclosed by such activities during the reporting period;

(2) a description of the recommendations for corrective action made by the Office during the reporting period with respect to significant problems, abuses, or deficiencies identified pursuant to paragraph (1);

(3) an identification of each significant recommendation described in previous semiannual reports on which corrective action has not been completed;

(4) a summary of matters referred to prosecutive authorities and the prosecutions and convictions which have resulted;

(5) a summary of each report made to the head of the establishment under section 6(b)(2) during the reporting period;

(6) a listing, subdivided according to subject matter, of each audit report, inspection reports, and evaluation reports issued by the Office during the reporting period and for each report, where applicable, the total dollar value of questioned costs (including a separate category for the dollar value of unsupported costs) and the dollar value of recommendations that funds be put to better use;

(7) a summary of each particularly significant report;
(8) statistical tables showing the total number of audit reports, inspection reports, and evaluation reports and the total dollar value of questioned costs (including a separate category for the dollar value of unsupported costs), for reports—

(A) for which no management decision had been made by the commencement of the reporting period;

(B) which were issued during the reporting period;

(C) for which a management decision was made during the reporting period, including—

(i) the dollar value of disallowed costs; and

(ii) the dollar value of costs not disallowed; and

(D) for which no management decision has been made by the end of the reporting period;

(9) statistical tables showing the total number of audit reports, inspection reports, and evaluation reports and the dollar value of recommendations that funds be put to better use by management, for reports—

(A) for which no management decision had been made by the commencement of the reporting period;

(B) which were issued during the reporting period;

(C) for which a management decision was made during the reporting period, including—

(i) the dollar value of recommendations that were agreed to by management; and

(ii) the dollar value of recommendations that were not agreed to by management; and

(D) for which no management decision has been made by the end of the reporting period;
(10) a summary of each audit report, inspection reports, and evaluation reports issued before the commencement of the reporting period for which no management decision has been made by the end of the reporting period (including the date and title of each such report), an explanation of the reasons such management decision has not been made, and a statement concerning the desired timetable for achieving a management decision on each such report;

(11) a description and explanation of the reasons for any significant revised management decision made during the reporting period;

(12) information concerning any significant management decision with which the Inspector General is in disagreement;

(13) the information described under section 05(b) of the Federal Financial Management Improvement Act of 1996;

(14)(A) an appendix containing the results of any peer review conducted by another Office of Inspector General during the reporting period; or

(B) if no peer review was conducted within that reporting period, a statement identifying the date of the last peer review conducted by another Office of Inspector General;

(15) a list of any outstanding recommendations from any peer review conducted by another Office of Inspector General that have not been fully implemented, including a statement describing the status of the implementation and why implementation is not complete; and

(16) a list of any peer reviews conducted by the Inspector General of another Office of the Inspector General during the reporting period, including a list of any outstanding recommendations made from any previous peer review (including any peer review conducted before the reporting period) that remain outstanding or have not been fully implemented.

(b) Semiannual reports of each Inspector General shall be furnished to the head of the establishment involved not later than April 30 and October 31 of each year and shall be transmitted by such head to the appropriate committees or subcommittees of the Congress within thirty days after receipt of the report, together with a report by the head of the establishment containing—

(1) any comments such head determines appropriate;
(2) statistical tables showing the total number of audit reports, inspection reports, and evaluation reports and the dollar value of disallowed costs, for reports—

(A) for which final action had not been taken by the commencement of the reporting period;

(B) on which management decisions were made during the reporting period;

(C) for which final action was taken during the reporting period, including—

(i) the dollar value of disallowed costs that were recovered by management through collection, offset, property in lieu of cash, or otherwise; and

(ii) the dollar value of disallowed costs that were written off by management; and

(D) for which no final action has been taken by the end of the reporting period;

(3) statistical tables showing the total number of audit reports, inspection reports, and evaluation reports and the dollar value of recommendations that funds be put to better use by management agreed to in a management decision, for reports—

(A) for which final action had not been taken by the commencement of the reporting period;

(B) on which management decisions were made during the reporting period;

(C) for which final action was taken during the reporting period, including—

(i) the dollar value of recommendations that were actually completed; and

(ii) the dollar value of recommendations that management has subsequently concluded should not or could not be implemented or completed; and

(D) for which no final action has been taken by the end of the reporting period; and
(4) a statement with respect to audit reports on which management decisions have been made but final action has not been taken, other than audit reports on which a management decision was made within the preceding year, containing—

(A) a list of such audit reports and the date each such report was issued;

(B) the dollar value of disallowed costs for each report;

(C) the dollar value of recommendations that funds be put to better use agreed to by management for each report; and

(D) an explanation of the reasons final action has not been taken with respect to each such audit report,

except that such statement may exclude such audit reports that are under formal administrative or judicial appeal or upon which management of an establishment has agreed to pursue a legislative solution, but shall identify the number of reports in each category so excluded.

(c) Within sixty days of the transmission of the semiannual reports of each Inspector General to the Congress, the head of each establishment shall make copies of such report available to the public upon request and at a reasonable cost. Within 60 days after the transmission of the semiannual reports of each establishment head to the Congress, the head of each establishment shall make copies of such report available to the public upon request and at a reasonable cost.

(d) Each Inspector General shall report immediately to the head of the establishment involved whenever the Inspector General becomes aware of particularly serious or flagrant problems, abuses, or deficiencies relating to the administration of programs and operations of such establishment. The head of the establishment shall transmit any such report to the appropriate committees or subcommittees of Congress within seven calendar days, together with a report by the head of the establishment containing any comments such head deems appropriate.

(e)(1) Nothing in this section shall be construed to authorize the public disclosure of information which is—

(A) specifically prohibited from disclosure by any other provision of law;
(B) specifically required by Executive order to be protected from disclosure in the interest of national defense or national security or in the conduct of foreign affairs; or

(C) a part of an ongoing criminal investigation.

(2) Notwithstanding paragraph (1)(C), any report under this section may be disclosed to the public in a form which includes information with respect to a part of an ongoing criminal investigation if such information has been included in a public record.

(3) Except to the extent and in the manner provided under section 6103(f) of the Internal Revenue Code of 1986 [26 U.S.C. 6103(f)], nothing in this section or in any other provision of this Act shall be construed to authorize or permit the withholding of information from the Congress, or from any committee or subcommittee thereof.

(f) As used in this section—

(1) the term “questioned cost” means a cost that is questioned by the Office because of—

(A) an alleged violation of a provision of a law, regulation, contract, grant, cooperative agreement, or other agreement or document governing the expenditure of funds;

(B) a finding that, at the time of the audit, such cost is not supported by adequate documentation; or

(C) a finding that the expenditure of funds for the intended purpose is unnecessary or unreasonable;

(2) the term “unsupported cost” means a cost that is questioned by the Office because the Office found that, at the time of the audit, such cost is not supported by adequate documentation;

(3) the term “disallowed cost” means a questioned cost that management, in a management decision, has sustained or agreed should not be charged to the Government;
(4) the term “recommendation that funds be put to better use” means a recommendation by the Office that funds could be used more efficiently if management of an establishment took actions to implement and complete the recommendation, including—

(A) reductions in outlays;

(B) deobligation of funds from programs or operations;

(C) withdrawal of interest subsidy costs on loans or loan guarantees, insurance, or bonds;

(D) costs not incurred by implementing recommended improvements related to the operations of the establishment, a contractor or grantee;

(E) avoidance of unnecessary expenditures noted in preaward reviews of contract or grant agreements; or

(F) any other savings which are specifically identified;

(5) the term “management decision” means the evaluation by the management of an establishment of the findings and recommendations included in an audit report and the issuance of a final decision by management concerning its response to such findings and recommendations, including actions concluded to be necessary; and

(6) the term “final action” means—

(A) the completion of all actions that the management of an establishment has concluded, in its management decision, are necessary with respect to the findings and recommendations included in an audit report; and

(B) in the event that the management of an establishment concludes no action is necessary, final action occurs when a management decision has been made.

§6. Authority of Inspector General; information and assistance from Federal agencies; unreasonable refusal; office space and equipment

(a) In addition to the authority otherwise provided by this Act, each Inspector General, in carrying out the provisions of this Act, is authorized—

(1) to have access to all records, reports, audits, reviews, documents, papers, recommendations, or other material available to the applicable establishment which relate to programs and operations with respect to which that Inspector General has responsibilities under this Act;

(2) to make such investigations and reports relating to the administration of the programs and operations of the applicable establishment as are, in the judgment of the Inspector General, necessary or desirable;

(3) to request such information or assistance as may be necessary for carrying out the duties and responsibilities provided by this Act from any Federal, State, or local governmental agency or unit thereof;

(4) to require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data in any medium (including electronically stored information, as well as any tangible thing) and documentary evidence necessary in the performance of the functions assigned by this Act, which subpoena, in the case of contumacy or refusal to obey, shall be enforceable by order of any appropriate United States district court: Provided, That procedures other than subpoenas shall be used by the Inspector General to obtain documents and information from Federal agencies;

(5) to administer to or take from any person an oath, affirmation, or affidavit, whenever necessary in the performance of the functions assigned by this Act, which oath, affirmation, or affidavit when administered or taken by or before an employee of an Office of Inspector General designated by the Inspector General shall have the same force and effect as if administered or taken by or before an officer having a seal;

(6) to have direct and prompt access to the head of the establishment involved when necessary for any purpose pertaining to the performance of functions and responsibilities under this Act;

(7) to select, appoint, and employ such officers and employees as may be necessary for carrying out the functions, powers, and duties of the Office subject to the provisions of title 5, United States Code, governing appointments in the competitive service, and the provisions of chapter 51 and subchapter III of chapter 53 of such title relating to classification and General Schedule pay rates;
(8) to obtain services as authorized by section 3109 of title 5, United States Code, at daily rates not to exceed the equivalent rate prescribed for grade GS–18 of the General Schedule by section 5332 of title 5, United States Code; and

(9) to the extent and in such amounts as may be provided in advance by appropriations Acts, to enter into contracts and other arrangements for audits, studies, analyses, and other services with public agencies and with private persons, and to make such payments as may be necessary to carry out the provisions of this Act.

(b)(1) Upon request of an Inspector General for information or assistance under subsection (a)(3), the head of any Federal agency involved shall, insofar as is practicable and not in contravention of any existing statutory restriction or regulation of the Federal agency from which the information is requested, furnish to such Inspector General, or to an authorized designee, such information or assistance.

(2) Whenever information or assistance requested under subsection (a)(1) or (a)(3) is, in the judgment of an Inspector General, unreasonably refused or not provided, the Inspector General shall report the circumstances to the head of the establishment involved without delay.

(c) Each head of an establishment shall provide the Office within such establishment with appropriate and adequate office space at central and field office locations of such establishment, together with such equipment, office supplies, and communications facilities and services as may be necessary for the operation of such offices, and shall provide necessary maintenance services for such offices and the equipment and facilities located therein.

(d)(1)(A) For purposes of applying the provisions of law identified in subparagraph (B) —

(i) each Office of Inspector General shall be considered to be a separate agency; and

(ii) the Inspector General who is the head of an office referred to in clause (i) shall, with respect to such office, have the functions, powers, and duties of an agency head or appointing authority under such provisions.

(B) This paragraph applies with respect to the following provisions of title 5, United States Code:
(i) Subchapter II of chapter 35.

(ii) Sections 8335(b), 8336, 8344, 8414, 8468, and 8425(b).

(iii) All provisions relating to the Senior Executive Service (as determined by the Office of Personnel Management), subject to paragraph (2).

(2) For purposes of applying section 4507(b) of title 5, United States Code, paragraph (1)(A)(ii) shall be applied by substituting “the Council of the Inspectors General on Integrity and Efficiency (established by section 11 of the Inspector General Act) shall” for “the Inspector General who is the head of an office referred to in clause (i) shall, with respect to such office,”.

(e)(1) In addition to the authority otherwise provided by this Act, each Inspector General, any Assistant Inspector General for Investigations under such an Inspector General, and any special agent supervised by such an Assistant Inspector General may be authorized by the Attorney General to—

(A) carry a firearm while engaged in official duties as authorized under this Act or other statute, or as expressly authorized by the Attorney General;

(B) make an arrest without a warrant while engaged in official duties as authorized under this Act or other statute, or as expressly authorized by the Attorney General, for any offense against the United States committed in the presence of such Inspector General, Assistant Inspector General, or agent, or for any felony cognizable under the laws of the United States if such Inspector General, Assistant Inspector General, or agent has reasonable grounds to believe that the person to be arrested has committed or is committing such felony; and

(C) seek and execute warrants for arrest, search of a premises, or seizure of evidence issued under the authority of the United States upon probable cause to believe that a violation has been committed.

(2) The Attorney General may authorize exercise of the powers under this subsection only upon an initial determination that—

(A) the affected Office of Inspector General is significantly hampered in the performance of responsibilities established by this Act as a result of the lack of such powers;
(B) available assistance from other law enforcement agencies is insufficient to meet the need for such powers; and

(C) adequate internal safeguards and management procedures exist to ensure proper exercise of such powers.

(3) The Inspector General offices of the Department of Commerce, Department of Education, Department of Energy, Department of Health and Human Services, Department of Homeland Security, Department of Housing and Urban Development, Department of the Interior, Department of Justice, Department of Labor, Department of State, Department of Transportation, Department of the Treasury, Department of Veterans Affairs, Agency for International Development, Environmental Protection Agency, Federal Deposit Insurance Corporation, Federal Emergency Management Agency, General Services Administration, National Aeronautics and Space Administration, Nuclear Regulatory Commission, Office of Personnel Management, Railroad Retirement Board, Small Business Administration, Social Security Administration, and the Tennessee Valley Authority are exempt from the requirement of paragraph (2) of an initial determination of eligibility by the Attorney General.

(4) The Attorney General shall promulgate, and revise as appropriate, guidelines which shall govern the exercise of the law enforcement powers established under paragraph (1).

(5)(A) Powers authorized for an Office of Inspector General under paragraph (1) may be rescinded or suspended upon a determination by the Attorney General that any of the requirements under paragraph (2) is no longer satisfied or that the exercise of authorized powers by that Office of Inspector General has not complied with the guidelines promulgated by the Attorney General under paragraph (4).

(B) Powers authorized to be exercised by any individual under paragraph (1) may be rescinded or suspended with respect to that individual upon a determination by the Attorney General that such individual has not complied with guidelines promulgated by the Attorney General under paragraph (4).

(6) A determination by the Attorney General under paragraph (2) or (5) shall not be reviewable in or by any court.

(7) To ensure the proper exercise of the law enforcement powers authorized by this subsection, the Offices of Inspector General described under paragraph (3) shall, not later than 180 days after the date of enactment of this subsection, collectively enter into a memorandum of understanding to establish an external
review process for ensuring that adequate internal safeguards and management procedures continue to exist within each Office and within any Office that later receives an authorization under paragraph (2). The review process shall be established in consultation with the Attorney General, who shall be provided with a copy of the memorandum of understanding that establishes the review process. Under the review process, the exercise of the law enforcement powers by each Office of Inspector General shall be reviewed periodically by another Office of Inspector General or by a committee of Inspectors General. The results of each review shall be communicated in writing to the applicable Inspector General and to the Attorney General.

(8) No provision of this subsection shall limit the exercise of law enforcement powers established under any other statutory authority, including United States Marshals Service special deputation.

(9) In this subsection, the term “Inspector General” means an Inspector General appointed under section 3 or an Inspector General appointed under section 8G.

(f)(1) For each fiscal year, an Inspector General shall transmit a budget estimate and request to the head of the establishment or designated Federal entity to which the Inspector General reports. The budget request shall specify the aggregate amount of funds requested for such fiscal year for the operations of that Inspector General and shall specify the amount requested for all training needs, including a certification from the Inspector General that the amount requested satisfies all training requirements for the Inspector General’s office for that fiscal year, and any resources necessary to support the Council of the Inspectors General on Integrity and Efficiency. Resources necessary to support the Council of the Inspectors General on Integrity and Efficiency shall be specifically identified and justified in the budget request.

(2) In transmitting a proposed budget to the President for approval, the head of each establishment or designated Federal entity shall include—

(A) an aggregate request for the Inspector General;

(B) amounts for Inspector General training;

(C) amounts for support of the Council of the Inspectors General on Integrity and Efficiency; and

(D) any comments of the affected Inspector General with respect to the proposal.
(3) The President shall include in each budget of the United States Government submitted to Congress—

(A) a separate statement of the budget estimate prepared in accordance with paragraph (1);

(B) the amount requested by the President for each Inspector General;

(C) the amount requested by the President for training of Inspectors General;

(D) the amount requested by the President for support for the Council of the Inspectors General on Integrity and Efficiency; and

(E) any comments of the affected Inspector General with respect to the proposal if the Inspector General concludes that the budget submitted by the President would substantially inhibit the Inspector General from performing the duties of the office.


§7. Complaints by employees; disclosure of identity; reprisals

(a) The Inspector General may receive and investigate complaints or information from an employee of the establishment concerning the possible existence of an activity constituting a violation of law, rules, or regulations, or mismanagement, gross waste of funds, abuse of authority or a substantial and specific danger to the public health and safety.

(b) The Inspector General shall not, after receipt of a complaint or information from an employee, disclose the identity of the employee without the consent of the employee, unless the Inspector General determines such disclosure is unavoidable during the course of the investigation.

(c) Any employee who has authority to take, direct others to take, recommend, or approve any personnel action, shall not, with respect to such authority, take or threaten to take any action against any employee as a reprisal for making a complaint or disclosing information to an Inspector General, unless the complaint was made or the information disclosed with the knowledge that it was false or with willful disregard for its truth or falsity.

§8. Additional provisions with respect to the Inspector General of the Department of Defense

(a) No member of the Armed Forces, active or reserve, shall be appointed Inspector General of the Department of Defense.

(b)(1) Notwithstanding the last two sentences of section 3(a), the Inspector General shall be under the authority, direction, and control of the Secretary of Defense with respect to audits or investigations, or the issuance of subpoenas, which require access to information concerning—

(A) sensitive operational plans;

(B) intelligence matters;

(C) counterintelligence matters;

(D) ongoing criminal investigations by other administrative units of the Department of Defense related to national security; or

(E) other matters the disclosure of which would constitute a serious threat to national security.

(2) With respect to the information described in paragraph (1) the Secretary of Defense may prohibit the Inspector General from initiating, carrying out, or completing any audit or investigation, or from issuing any subpoena, after the Inspector General has decided to initiate, carry out or complete such audit or investigation or to issue such subpoena, if the Secretary determines that such prohibition is necessary to preserve the national security interests of the United States.

(3) If the Secretary of Defense exercises any power under paragraph (1) or (2), the Inspector General shall submit a statement concerning such exercise within thirty days to the Committees on Armed Services and Governmental Affairs of the Senate and the Committee on Armed Services and the Committee on Government Reform and Oversight of the House of Representatives and to other appropriate committees or subcommittees of the Congress.

(4) The Secretary shall, within thirty days after submission of a statement under paragraph (3), transmit a statement of the reasons for the exercise of power under paragraph (1) or (2) to the congressional committees specified in paragraph (3) and to other appropriate committees or subcommittees.
(c) In addition to the other duties and responsibilities specified in this Act, the Inspector General of the Department of Defense shall—

(1) be the principal adviser to the Secretary of Defense for matters relating to the prevention and detection of fraud, waste, and abuse in the programs and operations of the Department;

(2) initiate, conduct, and supervise such audits and investigations in the Department of Defense (including the military departments) as the Inspector General considers appropriate;

(3) provide policy direction for audits and investigations relating to fraud, waste, and abuse and program effectiveness;

(4) investigate fraud, waste, and abuse uncovered as a result of other contract and internal audits, as the Inspector General considers appropriate;

(5) develop policy, monitor and evaluate program performance, and provide guidance with respect to all Department activities relating to criminal investigation programs;

(6) monitor and evaluate the adherence of Department auditors to internal audit, contract audit, and internal review principles, policies, and procedures;

(7) develop policy, evaluate program performance, and monitor actions taken by all components of the Department in response to contract audits, internal audits, internal review reports, and audits conducted by the Comptroller General of the United States;

(8) request assistance as needed from other audit, inspection, and investigative units of the Department of Defense (including military departments); and

(9) give particular regard to the activities of the internal audit, inspection, and investigative units of the military departments with a view toward avoiding duplication and insuring effective coordination and cooperation.

(d) Notwithstanding section 4(d), the Inspector General of the Department of Defense shall expeditiously report suspected or alleged violations of chapter 47 of title 10, United States Code (Uniform Code of Military Justice), to the Secretary of the military department concerned or the Secretary of Defense.

(e) For the purposes of section 7, a member of the Armed Forces shall be deemed to be an employee of the Department of Defense, except that, when the Coast
Guard operates as a service of another department or agency of the Federal Government, a member of the Coast Guard shall be deemed to be an employee of such department or agency.

(f)(1) Each semiannual report prepared by the Inspector General of the Department of Defense under section 5(a) shall include information concerning the numbers and types of contract audits conducted by the Department during the reporting period. Each such report shall be transmitted by the Secretary of Defense to the Committees on Armed Services and Governmental Affairs of the Senate and the Committee on Armed Services and the Committee on Government Reform and Oversight of the House of Representatives and to other appropriate committees or subcommittees of the Congress.

(2) Any report required to be transmitted by the Secretary of Defense to the appropriate committees or subcommittees of the Congress under section 5(d) shall also be transmitted, within the seven-day period specified in such section, to the congressional committees specified in paragraph (1).

(g) The provisions of section 1385 of title 18, United States Code, shall not apply to audits and investigations conducted by, under the direction of, or at the request of the Inspector General of the Department of Defense to carry out the purposes of this Act.

(h)(1) There is a General Counsel to the Inspector General of the Department of Defense, who shall be appointed by the Inspector General of the Department of Defense.

(2)(A) Notwithstanding section 140(b) of title 10, United States Code, the General Counsel is the chief legal officer of the Office of the Inspector General.

(B) The Inspector General is the exclusive legal client of the General Counsel.

(C) The General Counsel shall perform such functions as the Inspector General may prescribe.

(D) The General Counsel shall serve at the discretion of the Inspector General.

(3) There is an Office of the General Counsel to the Inspector General of the Department of Defense. The Inspector General may appoint to the Office to serve as staff of the General Counsel such legal counsel as the Inspector General considers appropriate.

(i)(1) The Inspector General of the Department of Defense is authorized to require by subpoena the attendance and testimony of witnesses as necessary in the performance of functions assigned to the Inspector General by this Act,
except that the Inspector General shall use procedures other than subpoenas to obtain attendance and testimony from Federal employees.

(2) A subpoena issued under this subsection, in the case of contumacy or refusal to obey, shall be enforceable by order of any appropriate United States district court.

(3) The Inspector General shall notify the Attorney General 7 days before issuing any subpoena under this section.


§8A. Special provisions relating to the Agency for International Development

(a) In addition to the other duties and responsibilities specified in this Act, the Inspector General of the Agency for International Development shall supervise, direct, and control all security activities relating to the programs and operations of that Agency, subject to the supervision of the Administrator of that Agency.

(b) In addition to the Assistant Inspector Generals provided for in section 3(d) of this Act, the Inspector General of the Agency for International Development shall, in accordance with applicable laws and regulations governing the civil service, appoint an Assistant Inspector General for Security who shall have the responsibility for supervising the performance of security activities relating to programs and operations of the Agency for International Development.

(c) In addition to the officers and employees provided for in section 6(a)(6) of this Act, members of the Foreign Service may, at the request of the Inspector General of the Agency for International Development, be assigned as employees of the Inspector General. Members of the Foreign Service so assigned shall be responsible solely to the Inspector General, and the Inspector General (or his or her designee) shall prepare the performance evaluation reports for such members.

(d) In establishing and staffing field offices pursuant to section 6(c) of this Act, the Administrator of the Agency for International Development shall not be bound by overseas personnel ceilings established under the Monitoring Overseas Direct Employment policy.
(e) The Inspector General of the Agency for International Development shall be in addition to the officers provided for in section 624(a) of the Foreign Assistance Act of 1961 [22 U.S.C. 2384(a)].

(f) As used in this Act, the term “Agency for International Development” includes any successor agency primarily responsible for administering part I of the Foreign Assistance Act of 1961 [22 U.S.C. 2151 et seq.].


§8B. Special provisions concerning the Nuclear Regulatory Commission

(a) The Chairman of the Commission may delegate the authority specified in the second sentence of section 3(a) to another member of the Nuclear Regulatory Commission, but shall not delegate such authority to any other officer or employee of the Commission.

(b) Notwithstanding sections 6(a)(7) and (8), the Inspector General of the Nuclear Regulatory Commission is authorized to select, appoint, and employ such officers and employees as may be necessary for carrying out the functions, powers and duties of the Office of Inspector General and to obtain the temporary or intermittent services of experts or consultants or an organization thereof, subject to the applicable laws and regulations that govern such selections, appointments and employment, and the obtaining of such services, within the Nuclear Regulatory Commission.


§8C. Special provisions concerning the Federal Deposit Insurance Corporation

(a) Delegation.—The Chairperson of the Federal Deposit Insurance Corporation may delegate the authority specified in the second sentence of section 3(a) to the Vice Chairperson of the Board of Directors of the Federal Deposit Insurance Corporation, but may not delegate such authority to any other officer or employee of the Corporation.

(b) Personnel.—Notwithstanding paragraphs (7) and (8) of section 6(a), the Inspector General of the Federal Deposit Insurance Corporation may select, appoint, and employ such officers and employees as may be necessary for
carrying out the functions, powers, and duties of the Office of Inspector General and to obtain the temporary or intermittent services of experts or consultants or an organization of experts or consultants, subject to the applicable laws and regulations that govern such selections, appointments, and employment, and the obtaining of such services, within the Federal Deposit Insurance Corporation.


§8D. Special provisions concerning the Department of the Treasury

(a)(1) Notwithstanding the last two sentences of section 3(a), the Inspector General of the Department of the Treasury shall be under the authority, direction, and control of the Secretary of the Treasury with respect to audits or investigations, or the issuance of subpenas, which require access to sensitive information concerning—

(A) ongoing criminal investigations or proceedings;

(B) undercover operations;

(C) the identity of confidential sources, including protected witnesses;

(D) deliberations and decisions on policy matters, including documented information used as a basis for making policy decisions, the disclosure of which could reasonably be expected to have a significant influence on the economy or market behavior;

(E) intelligence or counterintelligence matters; or

(F) other matters the disclosure of which would constitute a serious threat to national security or to the protection of any person or property authorized protection by section 3056 of title 18, United States Code, section 3056A of title 18, United States Code, or any provision of the Presidential Protection Assistance Act of 1976 (18 U.S.C. 3056 note; Public Law 94–524).

(2) With respect to the information described under paragraph (1), the Secretary of the Treasury may prohibit the Inspector General of the Department of the Treasury from carrying out or completing any audit or investigation, or from issuing any subpena, after such Inspector General has decided to initiate, carry out, or complete such audit or investigation or to issue such subpena, if the Secretary determines that such prohibition is necessary to prevent the disclosure
of any information described under paragraph (1) or to prevent significant impairment to the national interests of the United States.

(3) If the Secretary of the Treasury exercises any power under paragraph (1) or (2), the Secretary of the Treasury shall notify the Inspector General of the Department of the Treasury in writing stating the reasons for such exercise. Within 30 days after receipt of any such notice, the Inspector General of the Department of the Treasury shall transmit a copy of such notice to the Committees on Governmental Affairs and Finance of the Senate and the Committees on Government Operations and Ways and Means of the House of Representatives, and to other appropriate committees or subcommittees of the Congress.

(4) The Secretary of the Treasury may not exercise any power under paragraph (1) or (2) with respect to the Treasury Inspector General for Tax Administration.

(b)(1) In carrying out the duties and responsibilities specified in this Act, the Inspector General of the Department of the Treasury shall have oversight responsibility for the internal investigations performed by the Office of Internal Affairs of the Tax and Trade Bureau. The head of such office shall promptly report to the Inspector General of the Department of the Treasury the significant activities being carried out by such office.

(2) The Inspector General of the Department of the Treasury shall exercise all duties and responsibilities of an Inspector General for the Department of the Treasury other than the duties and responsibilities exercised by the Treasury Inspector General for Tax Administration.

(3) The Secretary of the Treasury shall establish procedures under which the Inspector General of the Department of the Treasury and the Treasury Inspector General for Tax Administration will—

(A) determine how audits and investigations are allocated in cases of overlapping jurisdiction; and

(B) provide for coordination, cooperation, and efficiency in the conduct of such audits and investigations.

(c) Notwithstanding subsection (b), the Inspector General of the Department of the Treasury may initiate, conduct and supervise such audits and investigations in the Department of the Treasury (including the bureau referred to in subsection (b)) as the Inspector General of the Department of the Treasury considers appropriate.
(d) If the Inspector General of the Department of the Treasury initiates an audit or investigation under subsection (c) concerning the bureau referred to in subsection (b), the Inspector General of the Department of the Treasury may provide the head of the office of such bureau referred to in subsection (b) with written notice that the Inspector General of the Department of the Treasury has initiated such an audit or investigation. If the Inspector General of the Department of the Treasury issues a notice under the preceding sentence, no other audit or investigation shall be initiated into the matter under audit or investigation by the Inspector General of the Department of the Treasury and any other audit or investigation of such matter shall cease.

(e)(1) The Treasury Inspector General for Tax Administration shall have access to returns and return information, as defined in section 6103(b) of the Internal Revenue Code of 1986 [26 U.S.C. 6103(b)], only in accordance with the provisions of section 6103 of such Code [26 U.S.C. 6103] and this Act.

(2) The Internal Revenue Service shall maintain the same system of standardized records or accountings of all requests from the Treasury Inspector General for Tax Administration for inspection or disclosure of returns and return information (including the reasons for and dates of such requests), and of returns and return information inspected or disclosed pursuant to such requests, as described under section 6103(p)(3)(A) of the Internal Revenue Code of 1986 [26 U.S.C. 6103(p)(3)(A)]. Such system of standardized records or accountings shall also be available for examination in the same manner as provided under section 6103(p)(3) of the Internal Revenue Code of 1986.

(3) The Treasury Inspector General for Tax Administration shall be subject to the same safeguards and conditions for receiving returns and return information as are described under section 6103(p)(4) of the Internal Revenue Code of 1986 [26 U.S.C. 6103(p)(4)].

(f) An audit or investigation conducted by the Inspector General of the Department of the Treasury or the Treasury Inspector General for Tax Administration shall not affect a final decision of the Secretary of the Treasury or his delegate under section 6406 of the Internal Revenue Code of 1986 [26 U.S.C. 6406].

(g)(1) Any report required to be transmitted by the Secretary of the Treasury to the appropriate committees or subcommittees of the Congress under section 5(d) shall also be transmitted, within the seven-day period specified under such section, to the Committees on Governmental Affairs and Finance of the Senate and the Committees on Government Reform and Oversight and Ways and Means of the House of Representatives.

(2) Any report made by the Treasury Inspector General for Tax Administration that is required to be transmitted by the Secretary of the Treasury to the
appropriate committees or subcommittees of Congress under section 5(d) shall also be transmitted, within the 7-day period specified under such subsection, to the Internal Revenue Service Oversight Board and the Commissioner of Internal Revenue.

(h) The Treasury Inspector General for Tax Administration shall exercise all duties and responsibilities of an Inspector General of an establishment with respect to the Department of the Treasury and the Secretary of the Treasury on all matters relating to the Internal Revenue Service. The Treasury Inspector General for Tax Administration shall have sole authority under this Act to conduct an audit or investigation of the Internal Revenue Service Oversight Board and the Chief Counsel for the Internal Revenue Service.

(i) In addition to the requirements of the first sentence of section 3(a), the Treasury Inspector General for Tax Administration should have demonstrated ability to lead a large and complex organization.


(1) during the 2-year period preceding the date of appointment to such position; or

(2) during the 5-year period following the date such individual ends service in such position.

(k)(1) In addition to the duties and responsibilities exercised by an inspector general of an establishment, the Treasury Inspector General for Tax Administration—

(A) shall have the duty to enforce criminal provisions under section 7608(b) of the Internal Revenue Code of 1986 [26 U.S.C. 7608(b)];

(B) in addition to the functions authorized under section 7608(b)(2) of such Code, may carry firearms;

(C) shall be responsible for protecting the Internal Revenue Service against external attempts to corrupt or threaten employees of the Internal Revenue Service.
Service, but shall not be responsible for the conducting of background checks and the providing of protection to the Commissioner of Internal Revenue; and

(D) may designate any employee in the Office of the Treasury Inspector General for Tax Administration to enforce such laws and perform such functions referred to under subparagraphs (A), (B), and (C).

(2)(A) In performing a law enforcement function under paragraph (1), the Treasury Inspector General for Tax Administration shall report any reasonable grounds to believe there has been a violation of Federal criminal law to the Attorney General at an appropriate time as determined by the Treasury Inspector General for Tax Administration, notwithstanding section 4(d).

(B) In the administration of section 5(d) and subsection (g)(2) of this section, the Secretary of the Treasury may transmit the required report with respect to the Treasury Inspector General for Tax Administration at an appropriate time as determined by the Secretary, if the problem, abuse, or deficiency relates to—

(i) the performance of a law enforcement function under paragraph (1); and

(ii) sensitive information concerning matters under subsection (a)(1)(A) through (F).

(3) Nothing in this subsection shall be construed to affect the authority of any other person to carry out or enforce any provision specified in paragraph (1).

(l)(1) The Commissioner of Internal Revenue or the Internal Revenue Service Oversight Board may request, in writing, the Treasury Inspector General for Tax Administration to conduct an audit or investigation relating to the Internal Revenue Service. If the Treasury Inspector General for Tax Administration determines not to conduct such audit or investigation, the Inspector General shall timely provide a written explanation for such determination to the person making the request.

(2)(A) Any final report of an audit conducted by the Treasury Inspector General for Tax Administration shall be timely submitted by the Inspector General to the Commissioner of Internal Revenue and the Internal Revenue Service Oversight Board.

(B) The Treasury Inspector General for Tax Administration shall periodically submit to the Commissioner and Board a list of investigations for which a final
report has been completed by the Inspector General and shall provide a copy of
any such report upon request of the Commissioner or Board.

(C) This paragraph applies regardless of whether the applicable audit or
investigation is requested under paragraph (1).

(Pub. L. 95–452, §8D, formerly §8C, as added Pub. L. 100–504, title I, §102(f),
531; Pub. L. 109–177, title VI, §605(e)(3), Mar. 9, 2006, 120 Stat. 255; Pub. L.

§8E. Special provisions concerning the Department of
Justice

(a)(1) Notwithstanding the last two sentences of section 3(a), the Inspector
General shall be under the authority, direction, and control of the Attorney
General with respect to audits or investigations, or the issuance of subpenas,
which require access to sensitive information concerning—

(A) ongoing civil or criminal investigations or proceedings;

(B) undercover operations;

(C) the identity of confidential sources, including protected witnesses;

(D) intelligence or counterintelligence matters; or

(E) other matters the disclosure of which would constitute a serious threat to
national security.

(2) With respect to the information described under paragraph (1), the Attorney
General may prohibit the Inspector General from carrying out or completing any
audit or investigation, or from issuing any subpena, after such Inspector General
has decided to initiate, carry out, or complete such audit or investigation or to
issue such subpena, if the Attorney General determines that such prohibition is
necessary to prevent the disclosure of any information described under
paragraph (1) or to prevent the significant impairment to the national interests of
the United States.
(3) If the Attorney General exercises any power under paragraph (1) or (2), the Attorney General shall notify the Inspector General in writing stating the reasons for such exercise. Within 30 days after receipt of any such notice, the Inspector General shall transmit a copy of such notice to the Committees on Governmental Affairs and Judiciary of the Senate and the Committees on Government Operations and Judiciary of the House of Representatives, and to other appropriate committees or subcommittees of the Congress.

(b) In carrying out the duties and responsibilities specified in this Act, the Inspector General of the Department of Justice—

(1) may initiate, conduct and supervise such audits and investigations in the Department of Justice as the Inspector General considers appropriate;

(2) except as specified in subsection (a) and paragraph (3), may investigate allegations of criminal wrongdoing or administrative misconduct by an employee of the Department of Justice, or may, in the discretion of the Inspector General, refer such allegations to the Office of Professional Responsibility or the internal affairs office of the appropriate component of the Department of Justice;

(3) shall refer to the Counsel, Office of Professional Responsibility of the Department of Justice, allegations of misconduct involving Department attorneys, investigators, or law enforcement personnel, where the allegations relate to the exercise of the authority of an attorney to investigate, litigate, or provide legal advice, except that no such referral shall be made if the attorney is employed in the Office of Professional Responsibility;

(4) may investigate allegations of criminal wrongdoing or administrative misconduct by a person who is the head of any agency or component of the Department of Justice; and

(5) shall forward the results of any investigation conducted under paragraph (4), along with any appropriate recommendation for disciplinary action, to the Attorney General.

(c) Any report required to be transmitted by the Attorney General to the appropriate committees or subcommittees of the Congress under section 5(d) shall also be transmitted, within the seven-day period specified under such section, to the Committees on the Judiciary and Governmental Affairs of the Senate and the Committees on the Judiciary and Government Operations of the House of Representatives.
(d) The Attorney General shall ensure by regulation that any component of the Department of Justice receiving a nonfrivolous allegation of criminal wrongdoing or administrative misconduct by an employee of the Department of Justice, except with respect to allegations described in subsection (b)(3), shall report that information to the Inspector General.


**Review of Civil Rights Complaints by the Department of Justice**


“(1) review information and receive complaints alleging abuses of civil rights and civil liberties by employees and officials of the Department of Justice;

“(2) make public through the Internet, radio, television, and newspaper advertisements information on the responsibilities and functions of, and how to contact, the official; and

“(3) submit to the Committee on the Judiciary of the House of Representatives and the Committee on the Judiciary of the Senate on a semi-annual basis a report on the implementation of this subsection [section] and detailing any abuses described in paragraph (1), including a description of the use of funds appropriations used to carry out this subsection [section].”

**§8F. Special provisions concerning the Corporation for National and Community Service**

(a) Notwithstanding the provisions of paragraphs (7) and (8) of section 6(a), it is within the exclusive jurisdiction of the Inspector General of the Corporation for National and Community Service to—

(1) appoint and determine the compensation of such officers and employees in accordance with section 195(b) of the National and Community Service Act of 1990 [42 U.S.C. 12651f(b)]; and

(2) procure the temporary and intermittent services of and compensate such experts and consultants, in accordance with section 3109(b) of title 5, United States Code,
as may be necessary to carry out the functions, powers, and duties of the Inspector General.

(b) No later than the date on which the Chief Executive Officer of the Corporation for National and Community Service transmits any report to the Congress under subsection (a) or (b) of section 5, the Chief Executive Officer shall transmit such report to the Board of Directors of such Corporation.

(c) No later than the date on which the Chief Executive Officer of the Corporation for National and Community Service transmits a report described under section 5(b) to the Board of Directors as provided under subsection (b) of this section, the Chief Executive Officer shall also transmit any audit report which is described in the statement required under section 5(b)(4) to the Board of Directors. All such audit reports shall be placed on the agenda for review at the next scheduled meeting of the Board of Directors following such transmittal. The Chief Executive Officer of the Corporation shall be present at such meeting to provide any information relating to such audit reports.

(d) No later than the date on which the Inspector General of the Corporation for National and Community Service reports a problem, abuse, or deficiency under section 5(d) to the Chief Executive Officer of the Corporation, the Chief Executive Officer shall report such problem, abuse, or deficiency to the Board of Directors.


§8G. Requirements for Federal entities and designated Federal entities

(a) Notwithstanding section 12 of this Act, as used in this section—

(1) the term “Federal entity” means any Government corporation (within the meaning of section 103(1) of title 5, United States Code), any Government controlled corporation (within the meaning of section 103(2) of such title), or any other entity in the Executive branch of the Government, or any independent regulatory agency, but does not include—

(A) an establishment (as defined under section 12(2) of this Act) or part of an establishment;
(B) a designated Federal entity (as defined under paragraph (2) of this subsection) or part of a designated Federal entity;

(C) the Executive Office of the President;

(D) the Central Intelligence Agency;

(E) the Government Accountability Office; or

(F) any entity in the judicial or legislative branches of the Government, including the Administrative Office of the United States Courts and the Architect of the Capitol and any activities under the direction of the Architect of the Capitol;

(2) the term “designated Federal entity” means Amtrak, the Appalachian Regional Commission, the Board of Governors of the Federal Reserve System and the Bureau of Consumer Financial Protection, the Board for International Broadcasting, the Commodity Futures Trading Commission, the Consumer Product Safety Commission, the Corporation for Public Broadcasting, the Defense Intelligence Agency, the Denali Commission, the Equal Employment Opportunity Commission, the Farm Credit Administration, the Federal Communications Commission, the Federal Election Commission, the Election Assistance Commission, the Federal Housing Finance Board, the Federal Labor Relations Authority, the Federal Maritime Commission, the Federal Trade Commission, the Legal Services Corporation, the National Archives and Records Administration, the National Credit Union Administration, the National Endowment for the Arts, the National Endowment for the Humanities, the National Geospatial-Intelligence Agency, the National Labor Relations Board, the National Reconnaissance Office, the National Security Agency, the National Science Foundation, the Panama Canal Commission, the Peace Corps, the Pension Benefit Guaranty Corporation, the Securities and Exchange Commission, the Smithsonian Institution, the United States International Trade Commission, the Postal Regulatory Commission, and the United States Postal Service;

(3) the term “head of the Federal entity” means any person or persons designated by statute as the head of a Federal entity, and if no such designation exists, the chief policymaking officer or board of a Federal entity as identified in the list published pursuant to subsection (h)(1) of this section;

(4) the term “head of the designated Federal entity” means the board or commission of the designated Federal entity, or in the event the designated Federal entity does not have a board or commission, any person or persons designated by statute as the head of a designated Federal entity and if no such designation exists, the chief policymaking officer or board of a designated Federal
entity as identified in the list published pursuant to subsection (h)(1) of this section, except that—

(A) with respect to the National Science Foundation, such term means the National Science Board;

(B) with respect to the United States Postal Service, such term means the Governors (within the meaning of section 102(3) of title 39, United States Code);

(C) with respect to the Federal Labor Relations Authority, such term means the members of the Authority (described under section 7104 of title 5, United States Code);

(D) with respect to the National Archives and Records Administration, such term means the Archivist of the United States;

(E) with respect to the National Credit Union Administration, such term means the National Credit Union Administration Board (described under section 102 of the Federal Credit Union Act (12 U.S.C. 1752a);

(F) with respect to the National Endowment of the Arts, such term means the National Council on the Arts;

(G) with respect to the National Endowment for the Humanities, such term means the National Council on the Humanities; and

(H) with respect to the Peace Corps, such term means the Director of the Peace Corps;

(5) the term “Office of Inspector General” means an Office of Inspector General of a designated Federal entity; and


(b) No later than 180 days after the date of the enactment of this section [Oct. 18, 1988], there shall be established and maintained in each designated Federal entity an Office of Inspector General. The head of the designated Federal entity shall transfer to such office the offices, units, or other components, and the functions, powers, or duties thereof, that such head determines are properly related to the functions of the Office of Inspector General and would, if so
transferred, further the purposes of this section. There shall not be transferred to
such office any program operating responsibilities.

(c) Except as provided under subsection (f) of this section, the Inspector General
shall be appointed by the head of the designated Federal entity in accordance
with the applicable laws and regulations governing appointments within the
designated Federal entity. Each Inspector General shall be appointed without
regard to political affiliation and solely on the basis of integrity and demonstrated
ability in accounting, auditing, financial analysis, law, management analysis,
public administration, or investigations. For purposes of implementing this
section, the Chairman of the Board of Governors of the Federal Reserve System
shall appoint the Inspector General of the Board of Governors of the Federal
Reserve System and the Bureau of Consumer Financial Protection. The Inspector
General of the Board of Governors of the Federal Reserve System and the Bureau
of Consumer Financial Protection shall have all of the authorities and
responsibilities provided by this Act with respect to the Bureau of Consumer
Financial Protection, as if the Bureau were part of the Board of Governors of the
Federal Reserve System.

(d)(1) Each Inspector General shall report to and be under the general
supervision of the head of the designated Federal entity, but shall not report to,
or be subject to supervision by, any other officer or employee of such designated
Federal entity. Except as provided in paragraph (2), the head of the designated
Federal entity shall not prevent or prohibit the Inspector General from initiating,
carrying out, or completing any audit or investigation, or from issuing any
subpoena during the course of any audit or investigation.

(2)(A) The Secretary of Defense, in consultation with the Director of National
Intelligence, may prohibit the inspector general of an element of the intelligence
community specified in subparagraph (D) from initiating, carrying out, or
completing any audit or investigation if the Secretary determines that the
prohibition is necessary to protect vital national security interests of the United
States.

(B) If the Secretary exercises the authority under subparagraph (A), the Secretary
shall submit to the committees of Congress specified in subparagraph (E) an
appropriately classified statement of the reasons for the exercise of such
authority not later than 7 days after the exercise of such authority.

(C) At the same time the Secretary submits under subparagraph (B) a statement
on the exercise of the authority in subparagraph (A) to the committees of
Congress specified in subparagraph (E), the Secretary shall notify the inspector
general of such element of the submittal of such statement and, to the extent
consistent with the protection of intelligence sources and methods, provide such
inspector general with a copy of such statement. Such inspector general may
submit to such committees of Congress any comments on a notice or statement
received by the inspector general under this subparagraph that the inspector
general considers appropriate.

(D) The elements of the intelligence community specified in this subparagraph
are as follows:

(i) The Defense Intelligence Agency.

(ii) The National Geospatial-Intelligence Agency.

(iii) The National Reconnaissance Office.

(iv) The National Security Agency.

(E) The committees of Congress specified in this subparagraph are—

(i) the Committee on Armed Services and the Select Committee on Intelligence of
the Senate; and

(ii) the Committee on Armed Services and the Permanent Select Committee on
Intelligence of the House of Representatives.

(e)(1) In the case of a designated Federal entity for which a board or commission
is the head of the designated Federal entity, a removal under this subsection may
only be made upon the written concurrence of a 2/3 majority of the board or
commission.

(2) If an Inspector General is removed from office or is transferred to another
position or location within a designated Federal entity, the head of the designated
Federal entity shall communicate in writing the reasons for any such removal or
transfer to both Houses of Congress, not later than 30 days before the removal or
transfer. Nothing in this subsection shall prohibit a personnel action otherwise
authorized by law, other than transfer or removal.

(f)(1) For purposes of carrying out subsection (c) with respect to the United States
Postal Service, the appointment provisions of section 202(e) of title 39, United
States Code, shall be applied.

(2) In carrying out the duties and responsibilities specified in this Act, the
Inspector General of the United States Postal Service (hereinafter in this
subsection referred to as the “Inspector General”) shall have oversight
responsibility for all activities of the Postal Inspection Service, including any internal investigation performed by the Postal Inspection Service. The Chief Postal Inspector shall promptly report the significant activities being carried out by the Postal Inspection Service to such Inspector General.

(3)(A)(i) Notwithstanding subsection (d), the Inspector General shall be under the authority, direction, and control of the Governors with respect to audits or investigations, or the issuance of subpoenas, which require access to sensitive information concerning—

(I) ongoing civil or criminal investigations or proceedings;

(II) undercover operations;

(III) the identity of confidential sources, including protected witnesses;

(IV) intelligence or counterintelligence matters; or

(V) other matters the disclosure of which would constitute a serious threat to national security.

(ii) With respect to the information described under clause (i), the Governors may prohibit the Inspector General from carrying out or completing any audit or investigation, or from issuing any subpoena, after such Inspector General has decided to initiate, carry out, or complete such audit or investigation or to issue such subpoena, if the Governors determine that such prohibition is necessary to prevent the disclosure of any information described under clause (i) or to prevent the significant impairment to the national interests of the United States.

(iii) If the Governors exercise any power under clause (i) or (ii), the Governors shall notify the Inspector General in writing stating the reasons for such exercise. Within 30 days after receipt of any such notice, the Inspector General shall transmit a copy of such notice to the Committee on Governmental Affairs of the Senate and the Committee on Government Reform and Oversight of the House of Representatives, and to other appropriate committees or subcommittees of the Congress.

(B) In carrying out the duties and responsibilities specified in this Act, the Inspector General—

(i) may initiate, conduct and supervise such audits and investigations in the United States Postal Service as the Inspector General considers appropriate; and
(ii) shall give particular regard to the activities of the Postal Inspection Service with a view toward avoiding duplication and insuring effective coordination and cooperation.

(C) Any report required to be transmitted by the Governors to the appropriate committees or subcommittees of the Congress under section 5(d) shall also be transmitted, within the seven-day period specified under such section, to the Committee on Governmental Affairs of the Senate and the Committee on Government Reform and Oversight of the House of Representatives.

(4) Nothing in this Act shall restrict, eliminate, or otherwise adversely affect any of the rights, privileges, or benefits of either employees of the United States Postal Service, or labor organizations representing employees of the United States Postal Service, under chapter 12 of title 39, United States Code, the National Labor Relations Act, any handbook or manual affecting employee labor relations with the United States Postal Service, or any collective bargaining agreement.

(5) As used in this subsection, the term “Governors” has the meaning given such term by section 102(3) of title 39, United States Code.

(6) There are authorized to be appropriated, out of the Postal Service Fund, such sums as may be necessary for the Office of Inspector General of the United States Postal Service.

(g)(1) Sections 4, 5, 6 (other than subsections (a)(7) and (a)(8) thereof), and 7 of this Act shall apply to each Inspector General and Office of Inspector General of a designated Federal entity and such sections shall be applied to each designated Federal entity and head of the designated Federal entity (as defined under subsection (a)) by substituting—

(A) “designated Federal entity” for “establishment”; and

(B) “head of the designated Federal entity” for “head of the establishment”.

(2) In addition to the other authorities specified in this Act, an Inspector General is authorized to select, appoint, and employ such officers and employees as may be necessary for carrying out the functions, powers, and duties of the Office of Inspector General and to obtain the temporary or intermittent services of experts or consultants or an organization thereof, subject to the applicable laws and
regulations that govern such selections, appointments, and employment, and the obtaining of such services, within the designated Federal entity.

(3) Notwithstanding the last sentence of subsection (d) of this section, the provisions of subsection (a) of section 8C (other than the provisions of subparagraphs (A), (B), (C), and (E) of subsection (a)(1)) shall apply to the Inspector General of the Board of Governors of the Federal Reserve System and the Bureau of Consumer Financial Protection and the Chairman of the Board of Governors of the Federal Reserve System in the same manner as such provisions apply to the Inspector General of the Department of the Treasury and the Secretary of the Treasury, respectively.

(4) Each Inspector General shall—

(A) in accordance with applicable laws and regulations governing appointments within the designated Federal entity, appoint a Counsel to the Inspector General who shall report to the Inspector General;

(B) obtain the services of a counsel appointed by and directly reporting to another Inspector General on a reimbursable basis; or

(C) obtain the services of appropriate staff of the Council of the Inspectors General on Integrity and Efficiency on a reimbursable basis.

(h)(1) No later than April 30, 1989, and annually thereafter, the Director of the Office of Management and Budget, after consultation with the Comptroller General of the United States, shall publish in the Federal Register a list of the Federal entities and designated Federal entities and if the designated Federal entity is not a board or commission, include the head of each such entity (as defined under subsection (a) of this section).

(2) Beginning on October 31, 1989, and on October 31 of each succeeding calendar year, the head of each Federal entity (as defined under subsection (a) of this section) shall prepare and transmit to the Director of the Office of Management and Budget and to each House of the Congress a report which—

(A) states whether there has been established in the Federal entity an office that meets the requirements of this section;

(B) specifies the actions taken by the Federal entity otherwise to ensure that audits are conducted of its programs and operations in accordance with the standards for audit of governmental organizations, programs, activities, and functions issued by the Comptroller General of the United States, and includes a
list of each audit report completed by a Federal or non-Federal auditor during the reporting period and a summary of any particularly significant findings; and

(C) summarizes any matters relating to the personnel, programs, and operations of the Federal entity referred to prosecutive authorities, including a summary description of any preliminary investigation conducted by or at the request of the Federal entity concerning these matters, and the prosecutions and convictions which have resulted.


§8H. Additional provisions with respect to Inspectors General of the Intelligence Community

(a)(1)(A) An employee of the Defense Intelligence Agency, the National Geospatial-Intelligence Agency, the National Reconnaissance Office, or the National Security Agency, or of a contractor of any of those Agencies, who intends to report to Congress a complaint or information with respect to an urgent concern may report the complaint or information to the Inspector General of the Department of Defense (or designee).

(B) An employee of the Federal Bureau of Investigation, or of a contractor of the Bureau, who intends to report to Congress a complaint or information with respect to an urgent concern may report the complaint or information to the Inspector General of the Department of Justice (or designee).

(C) Any other employee of, or contractor to, an executive agency, or element or unit thereof, determined by the President under section 2302(a)(2)(C)(ii) of title 5, United States Code, to have as its principal function the conduct of foreign intelligence or counterintelligence activities, who intends to report to Congress a
complaint or information with respect to an urgent concern may report the complaint or information to the appropriate Inspector General (or designee) under this Act or section 17 of the Central Intelligence Agency Act of 1949 [50 U.S.C. 403q].

(2) If a designee of an Inspector General under this section receives a complaint or information of an employee with respect to an urgent concern, that designee shall report the complaint or information to the Inspector General within 7 calendar days of receipt.

(3) The Inspectors General of the Defense Intelligence Agency, the National Geospatial-Intelligence Agency, the National Reconnaissance Office, and the National Security Agency shall be designees of the Inspector General of the Department of Defense for purposes of this section.

(b) Not later than the end of the 14-calendar day period beginning on the date of receipt of an employee complaint or information under subsection (a), the Inspector General shall determine whether the complaint or information appears credible. Upon making such a determination, the Inspector General shall transmit to the head of the establishment notice of that determination, together with the complaint or information.

(c) Upon receipt of a transmittal from the Inspector General under subsection (b), the head of the establishment shall, within 7 calendar days of such receipt, forward such transmittal to the intelligence committees, together with any comments the head of the establishment considers appropriate.

(d)(1) If the Inspector General does not find credible under subsection (b) a complaint or information submitted to the Inspector General under subsection (a), or does not transmit the complaint or information to the head of the establishment in accurate form under subsection (b), the employee (subject to paragraph (2)) may submit the complaint or information to Congress by contacting either or both of the intelligence committees directly.

(2) The employee may contact the intelligence committees directly as described in paragraph (1) only if the employee—

(A) before making such a contact, furnishes to the head of the establishment, through the Inspector General, a statement of the employee's complaint or information and notice of the employee's intent to contact the intelligence committees directly; and

(B) obtains and follows from the head of the establishment, through the Inspector General, direction on how to contact the intelligence committees in accordance with appropriate security practices.
(3) A member or employee of one of the intelligence committees who receives a complaint or information under paragraph (1) does so in that member or employee’s official capacity as a member or employee of that committee.

(e) The Inspector General shall notify an employee who reports a complaint or information under this section of each action taken under this section with respect to the complaint or information. Such notice shall be provided not later than 3 days after any such action is taken.

(f) An action taken by the head of an establishment or an Inspector General under subsections (a) through (e) shall not be subject to judicial review.

(g)(1) The Inspector General of the Defense Intelligence Agency, the National Geospatial-Intelligence Agency, the National Reconnaissance Office, and the National Security Agency shall each submit to the congressional intelligence committees each year a report that sets forth the following:

(A) The personnel and funds requested by such Inspector General for the fiscal year beginning in such year for the activities of the office of such Inspector General in such fiscal year.

(B) The plan of such Inspector General for such activities, including the programs and activities scheduled for review by the office of such Inspector General during such fiscal year.

(C) An assessment of the current ability of such Inspector General to hire and retain qualified personnel for the office of such Inspector General.

(D) Any matters that such Inspector General considers appropriate regarding the independence and effectiveness of the office of such Inspector General.

(2) The submittal date for a report under paragraph (1) each year shall be the date provided in section 507 of the National Security Act of 1947 [50 U.S.C. 415b].

(3) In this subsection, the term “congressional intelligence committees” shall have the meaning given that term in section 3 of the National Security Act of 1947 (50 U.S.C. 401a).

(h) In this section:
(1) The term “urgent concern” means any of the following:

(A) A serious or flagrant problem, abuse, violation of law or Executive order, or deficiency relating to the funding, administration, or operations of an intelligence activity involving classified information, but does not include differences of opinions concerning public policy matters.

(B) A false statement to Congress, or a willful withholding from Congress, on an issue of material fact relating to the funding, administration, or operation of an intelligence activity.

(C) An action, including a personnel action described in section 2302(a)(2)(A) of title 5, United States Code, constituting reprisal or threat of reprisal prohibited under section 7(c) in response to an employee’s reporting an urgent concern in accordance with this section.

(2) The term “intelligence committees” means the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate.


§8I. Special provisions concerning the Department of Homeland Security

(a)(1) Notwithstanding the last two sentences of section 3(a), the Inspector General of the Department of Homeland Security shall be under the authority, direction, and control of the Secretary of Homeland Security with respect to audits or investigations, or the issuance of subpoenas, that require access to sensitive information concerning—

(A) intelligence, counterintelligence, or counterterrorism matters;

(B) ongoing criminal investigations or proceedings;

(C) undercover operations;

(D) the identity of confidential sources, including protected witnesses;
(E) other matters the disclosure of which would, in the Secretary's judgment, constitute a serious threat to the protection of any person or property authorized protection by section 3056 of title 18, United States Code, section 3056A of title 18 of such Code, or any provision of the Presidential Protection Assistance Act of 1976 (18 U.S.C. 3056 note); or

(F) other matters the disclosure of which would constitute a serious threat to national security.

(2) With respect to the information described in paragraph (1), the Secretary of Homeland Security may prohibit the Inspector General of the Department of Homeland Security from carrying out or completing any audit or investigation, or from issuing any subpoena, after such Inspector General has decided to initiate, carry out, or complete such audit or investigation or to issue such subpoena, if the Secretary determines that such prohibition is necessary to prevent the disclosure of any information described in paragraph (1), to preserve the national security, or to prevent a significant impairment to the interests of the United States.

(3) If the Secretary of Homeland Security exercises any power under paragraph (1) or (2), the Secretary shall notify the Inspector General of the Department of Homeland Security in writing within seven days stating the reasons for such exercise. Within 30 days after receipt of any such notice, the Inspector General shall transmit to the President of the Senate, the Speaker of the House of Representatives, and appropriate committees and subcommittees of Congress the following:

(A) A copy of such notice.

(B) A written response to such notice that includes a statement regarding whether the Inspector General agrees or disagrees with such exercise, and the reasons for any disagreement.

(b) The exercise of authority by the Secretary described in paragraph (2) should not be construed as limiting the right of Congress or any committee of Congress to access any information it seeks.

(c) Subject to the conditions established in subsections (a) and (b) above, in carrying out the duties and responsibilities specified in this Act, the Inspector General of the Department of Homeland Security may initiate, conduct, and
supervise such audits and investigations in the Department of Homeland Security as the Inspector General considers appropriate.

(d) Any report required to be transmitted by the Secretary of Homeland Security to the appropriate committees or subcommittees of Congress under section 5(d) shall be transmitted, within the seven-day period specified under such section, to the President of the Senate, the Speaker of the House of Representatives, and appropriate committees and subcommittees of Congress.

(e) Notwithstanding any other provision of law, in carrying out the duties and responsibilities specified in this Act, the Inspector General of the Department of Homeland Security shall have oversight responsibility for the internal investigations performed by the Office of Internal Affairs of the United States Customs Service, the Office of Inspections of the United States Secret Service, the Bureau of Border Security, and the Bureau of Citizenship and Immigration Services. The head of each such office or bureau shall promptly report to the Inspector General the significant activities being carried out by such office or bureau.

(f)(1) The Inspector General of the Department of Homeland Security shall designate a senior official within the Office of Inspector General, who shall be a career member of the civil service at the equivalent to the GS–15 level or a career member of the Senior Executive Service, to perform the functions described in paragraph (2).

(2) The senior official designated under paragraph (1) shall—

(A) coordinate the activities of the Office of Inspector General with respect to investigations of abuses of civil rights or civil liberties;

(B) receive and review complaints and information from any source alleging abuses of civil rights and civil liberties by employees or officials of the Department and employees or officials of independent contractors or grantees of the Department;

(C) initiate investigations of alleged abuses of civil rights or civil liberties by employees or officials of the Department and employees or officials of independent contractors or grantees of the Department;

(D) ensure that personnel within the Office of Inspector General receive sufficient training to conduct effective civil rights and civil liberties investigations;

(E) consult with the Officer for Civil Rights and Civil Liberties regarding—

(i) alleged abuses of civil rights or civil liberties; and
(ii) any policy recommendations regarding civil rights and civil liberties that may be founded upon an investigation by the Office of Inspector General;

(F) provide the Officer for Civil Rights and Civil Liberties with information regarding the outcome of investigations of alleged abuses of civil rights and civil liberties;

(G) refer civil rights and civil liberties matters that the Inspector General decides not to investigate to the Officer for Civil Rights and Civil Liberties;

(H) ensure that the Office of the Inspector General publicizes and provides convenient public access to information regarding—

(i) the procedure to file complaints or comments concerning civil rights and civil liberties matters; and

(ii) the status of corrective actions taken by the Department in response to Office of the Inspector General reports; and

(I) inform the Officer for Civil Rights and Civil Liberties of any weaknesses, problems, and deficiencies within the Department relating to civil rights or civil liberties.


§8J. Rule of construction of special provisions

The special provisions under section 8, 8A, 8B, 8C, 8D, 8E, 8F, or 8H of this Act relate only to the establishment named in such section and no inference shall be drawn from the presence or absence of a provision in any such section with respect to an establishment not named in such section or with respect to a designated Federal entity as defined under section 8G(a).

§8L. Information on websites of Offices of Inspectors General

(a) Direct Links to Inspectors General Offices.—

(1) In general.—Each agency shall establish and maintain on the homepage of the website of that agency, a direct link to the website of the Office of the Inspector General of that agency.

(2) Accessibility.—The direct link under paragraph (1) shall be obvious and facilitate accessibility to the website of the Office of the Inspector General.

(b) Requirements for Inspectors General Websites.—

(1) Posting of reports and audits.—The Inspector General of each agency shall—

(A) not later than 3 days after any report or audit (or portion of any report or audit) is made publicly available, post that report or audit (or portion of that report or audit) on the website of the Office of Inspector General; and

(B) ensure that any posted report or audit (or portion of that report or audit) described under subparagraph (A)—

(i) is easily accessible from a direct link on the homepage of the website of the Office of the Inspector General;

(ii) includes a summary of the findings of the Inspector General; and

(iii) is in a format that—

(I) is searchable and downloadable; and

(II) facilitates printing by individuals of the public accessing the website.

(2) Reporting of fraud, waste, and abuse.—

(A) In general.—The Inspector General of each agency shall establish and maintain a direct link on the homepage of the website of the Office of the
Inspector General for individuals to report fraud, waste, and abuse. Individuals reporting fraud, waste, or abuse using the direct link established under this paragraph shall not be required to provide personally identifying information relating to that individual.

(B) Anonymity.—The Inspector General of each agency shall not disclose the identity of any individual making a report under this paragraph without the consent of the individual unless the Inspector General determines that such a disclosure is unavoidable during the course of the investigation.


§9. Transfer of functions

(a) There shall be transferred—

(1) to the Office of Inspector General—

(A) of the Department of Agriculture, the offices of that department referred to as the “Office of Investigation” and the “Office of Audit”;

(B) of the Department of Commerce, the offices of that department referred to as the “Office of Audits” and the “Investigations and Inspections Staff” and that portion of the office referred to as the “Office of Investigations and Security” which has responsibility for investigation of alleged criminal violations and program abuse;

(C) of the Department of Defense, the offices of that department referred to as the “Defense Audit Service” and the “Office of Inspector General, Defense Logistics Agency”, and that portion of the office of that department referred to as the “Defense Investigative Service” which has responsibility for the investigation of alleged criminal violations;


(E) of the Department of Energy, the Office of Inspector General (as established by section 208 of the Department of Energy Organization Act);

(F) of the Department of Health and Human Services, the Office of Inspector General (as established by title II of Public Law 94–505);
(G) of the Department of Housing and Urban Development, the office of that department referred to as the “Office of Inspector General”;

(H) of the Department of the Interior, the office of that department referred to as the “Office of Audit and Investigation”;

(I) of the Department of Justice, the offices of that Department referred to as (i) the “Audit Staff, Justice Management Division”, (ii) the “Policy and Procedures Branch, Office of the Comptroller, Immigration and Naturalization Service”, the “Office of Professional Responsibility, Immigration and Naturalization Service”, and the “Office of Program Inspections, Immigration and Naturalization Service”, (iii) the “Office of Internal Inspection, United States Marshals Service”, (iv) the “Financial Audit Section, Office of Financial Management, Bureau of Prisons” and the “Office of Inspections, Bureau of Prisons”, and (v) from the Drug Enforcement Administration, that portion of the “Office of Inspections” which is engaged in internal audit activities, and that portion of the “Office of Planning and Evaluation” which is engaged in program review activities;

(J) of the Department of Labor, the office of that department referred to as the “Office of Special Investigations”;

(K) of the Department of Transportation, the offices of that department referred to as the “Office of Investigations and Security” and the “Office of Audit” of the Department, the “Offices of Investigations and Security, Federal Aviation Administration”, and “External Audit Divisions, Federal Aviation Administration”, the “Investigations Division and the External Audit Division of the Office of Program Review and Investigation, Federal Highway Administration”, and the “Office of Program Audits, Urban Mass Transportation Administration”;

(L)(i) of the Department of the Treasury, the office of that department referred to as the “Office of Inspector General”, and, notwithstanding any other provision of law, that portion of each of the offices of that department referred to as the “Office of Internal Affairs, Tax and Trade Bureau”, the “Office of Internal Affairs, United States Customs Service”, and the “Office of Inspections, United States Secret Service” which is engaged in internal audit activities; and

(ii) of the Treasury Inspector General for Tax Administration, effective 180 days after the date of the enactment of the Internal Revenue Service Restructuring and Reform Act of 1998 [July 22, 1998], the Office of Chief Inspector of the Internal Revenue Service;

(M) of the Environmental Protection Agency, the offices of that agency referred to as the “Office of Audit” and the “Security and Inspection Division”;
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(N) of the Federal Emergency Management Agency, the office of that agency referred to as the “Office of Inspector General”;

(O) of the General Services Administration, the offices of that agency referred to as the “Office of Audits” and the “Office of Investigations”;

(P) of the National Aeronautics and Space Administration, the offices of that agency referred to as the “Management Audit Office” and the “Office of Inspections and Security”;

(Q) of the Nuclear Regulatory Commission, the office of that commission referred to as the “Office of Inspector and Auditor”;

(R) of the Office of Personnel Management, the offices of that agency referred to as the “Office of Inspector General”, the “Insurance Audits Division, Retirement and Insurance Group”, and the “Analysis and Evaluation Division, Administration Group”;

(S) of the Railroad Retirement Board, the Office of Inspector General (as established by section 23 of the Railroad Retirement Act of 1974);

(T) of the Small Business Administration, the office of that agency referred to as the “Office of Audits and Investigations”;

(U) of the Veterans’ Administration, the offices of that agency referred to as the “Office of Audits” and the “Office of Investigations”; and

(V) of the Corporation for National and Community Service, the Office of Inspector General of ACTION;

(W) of the Social Security Administration, the functions of the Inspector General of the Department of Health and Human Services which are transferred to the Social Security Administration by the Social Security Independence and Program Improvements Act of 1994 (other than functions performed pursuant to section 105(a)(2) of such Act), except that such transfers shall be made in accordance with the provisions of such Act and shall not be subject to subsections (b) through (d) of this section; and

(2) to the Office of the Inspector General, such other offices or agencies, or functions, powers, or duties thereof, as the head of the establishment involved may determine are properly related to the functions of the Office and would, if so transferred, further the purposes of this Act,
except that there shall not be transferred to an Inspector General under paragraph (2) program operating responsibilities.

(b) The personnel, assets, liabilities, contracts, property, records, and unexpended balances of appropriations, authorizations, allocations, and other funds employed, held, used, arising from, available or to be made available, of any office or agency the functions, powers, and duties of which are transferred under subsection (a) are hereby transferred to the applicable Office of Inspector General.

(c) Personnel transferred pursuant to subsection (b) shall be transferred in accordance with applicable laws and regulations relating to the transfer of functions except that the classification and compensation of such personnel shall not be reduced for one year after such transfer.

(d) In any case where all the functions, powers, and duties of any office or agency are transferred pursuant to this subsection, such office or agency shall lapse. Any person who, on the effective date of this Act [Oct. 1, 1978], held a position compensated in accordance with the General Schedule, and who, without a break in service, is appointed in an Office of Inspector General to a position having duties comparable to those performed immediately preceding such appointment shall continue to be compensated in the new position at not less than the rate provided for the previous position, for the duration of service in the new position.


§10. Omitted

Codification

Section, Pub. L. 95–452, §10, Oct. 12, 1978, 92 Stat. 1108, amended sections 5315 and 5316 of Title 5, Government Organization and Employees, and section 3522 of Title 42, The Public Health and Welfare, which amendments have been executed to text.
§11. Establishment of the Council of the Inspectors General on Integrity and Efficiency

(a) Establishment and Mission.—

(1) Establishment.—There is established as an independent entity within the executive branch the Council of the Inspectors General on Integrity and Efficiency (in this section referred to as the “Council”).

(2) Mission.—The mission of the Council shall be to—

(A) address integrity, economy, and effectiveness issues that transcend individual Government agencies; and

(B) increase the professionalism and effectiveness of personnel by developing policies, standards, and approaches to aid in the establishment of a well-trained and highly skilled workforce in the offices of the Inspectors General.

(b) Membership.—

(1) In general.—The Council shall consist of the following members:

(A) All Inspectors General whose offices are established under—

(i) section 2; or

(ii) section 8G.

(B) The Inspectors General of the Office of the Director of National Intelligence and the Central Intelligence Agency.

(C) The Controller of the Office of Federal Financial Management.

(D) A senior level official of the Federal Bureau of Investigation designated by the Director of the Federal Bureau of Investigation.

(E) The Director of the Office of Government Ethics.

(F) The Special Counsel of the Office of Special Counsel.

(G) The Deputy Director of the Office of Personnel Management.
(H) The Deputy Director for Management of the Office of Management and Budget.


(2) Chairperson and executive chairperson.—

(A) Executive chairperson.—The Deputy Director for Management of the Office of Management and Budget shall be the Executive Chairperson of the Council.

(B) Chairperson.—The Council shall elect 1 of the Inspectors General referred to in paragraph (1)(A) or (B) to act as Chairperson of the Council. The term of office of the Chairperson shall be 2 years.

(3) Functions of chairperson and executive chairperson.—

(A) Executive chairperson.—The Executive Chairperson shall—

(i) preside over meetings of the Council;

(ii) provide to the heads of agencies and entities represented on the Council summary reports of the activities of the Council; and

(iii) provide to the Council such information relating to the agencies and entities represented on the Council as assists the Council in performing its functions.

(B) Chairperson.—The Chairperson shall—

(i) convene meetings of the Council—

(I) at least 6 times each year;

(II) monthly to the extent possible; and

(III) more frequently at the discretion of the Chairperson;
(ii) carry out the functions and duties of the Council under subsection (c);

(iii) appoint a Vice Chairperson to assist in carrying out the functions of the Council and act in the absence of the Chairperson, from a category of Inspectors General described in subparagraph (A)(i), (A)(ii), or (B) of paragraph (1), other than the category from which the Chairperson was elected;

(iv) make such payments from funds otherwise available to the Council as may be necessary to carry out the functions of the Council;

(v) select, appoint, and employ personnel as needed to carry out the functions of the Council subject to the provisions of title 5, United States Code, governing appointments in the competitive service, and the provisions of chapter 51 and subchapter III of chapter 53 of such title, relating to classification and General Schedule pay rates;

(vi) to the extent and in such amounts as may be provided in advance by appropriations Acts, made available from the revolving fund established under subsection (c)(3)(B), or as otherwise provided by law, enter into contracts and other arrangements with public agencies and private persons to carry out the functions and duties of the Council;

(vii) establish, in consultation with the members of the Council, such committees as determined by the Chairperson to be necessary and appropriate for the efficient conduct of Council functions; and

(viii) prepare and transmit a report annually on behalf of the Council to the President on the activities of the Council.

(c) Functions and Duties of Council.—

(1) In general.—The Council shall—

(A) continually identify, review, and discuss areas of weakness and vulnerability in Federal programs and operations with respect to fraud, waste, and abuse;

(B) develop plans for coordinated, Governmentwide activities that address these problems and promote economy and efficiency in Federal programs and operations, including interagency and interentity audit, investigation, inspection, and evaluation programs and projects to deal efficiently and effectively with those problems concerning fraud and waste that exceed the capability or jurisdiction of an individual agency or entity;
(C) develop policies that will aid in the maintenance of a corps of well-trained and highly skilled Office of Inspector General personnel;

(D) maintain an Internet website and other electronic systems for the benefit of all Inspectors General, as the Council determines are necessary or desirable;

(E) maintain 1 or more academies as the Council considers desirable for the professional training of auditors, investigators, inspectors, evaluators, and other personnel of the various offices of Inspector General;

(F) submit recommendations of individuals to the appropriate appointing authority for any appointment to an office of Inspector General described under subsection (b)(1)(A) or (B);

(G) make such reports to Congress as the Chairperson determines are necessary or appropriate; and

(H) perform other duties within the authority and jurisdiction of the Council, as appropriate.

(2) Adherence and participation by members.—To the extent permitted under law, and to the extent not inconsistent with standards established by the Comptroller General of the United States for audits of Federal establishments, organizations, programs, activities, and functions, each member of the Council, as appropriate, shall—

(A) adhere to professional standards developed by the Council; and

(B) participate in the plans, programs, and projects of the Council, except that in the case of a member described under subsection (b)(1)(I), the member shall participate only to the extent requested by the member and approved by the Executive Chairperson and Chairperson.

(3) Additional administrative authorities.—

(A) Interagency funding.—Notwithstanding section 1532 of title 31, United States Code, or any other provision of law prohibiting the interagency funding of activities described under subclause (I), (II), or (III) of clause (i), in the performance of the responsibilities, authorities, and duties of the Council—

(i) the Executive Chairperson may authorize the use of interagency funding for—
(I) Governmentwide training of employees of the Offices of the Inspectors General;

(II) the functions of the Integrity Committee of the Council; and

(III) any other authorized purpose determined by the Council; and

(ii) upon the authorization of the Executive Chairperson, any department, agency, or entity of the executive branch which has a member on the Council shall fund or participate in the funding of such activities.

(B) Revolving fund.—

(i) In general.—The Council may—

(I) establish in the Treasury of the United States a revolving fund to be called the Inspectors General Council Fund; or

(II) enter into an arrangement with a department or agency to use an existing revolving fund.

(ii) Amounts in revolving fund.—

(I) In general.—Amounts transferred to the Council under this subsection shall be deposited in the revolving fund described under clause (i)(I) or (II).

(II) Training.—Any remaining unexpended balances appropriated for or otherwise available to the Inspectors General Criminal Investigator Academy and the Inspectors General Auditor Training Institute shall be transferred to the revolving fund described under clause (i)(I) or (II).

(iii) Use of revolving fund.—

(I) In general.—Except as provided under subclause (II), amounts in the revolving fund described under clause (i)(I) or (II) may be used to carry out the functions and duties of the Council under this subsection.
(II) Training.—Amounts transferred into the revolving fund described under clause (i)(I) or (II) may be used for the purpose of maintaining any training academy as determined by the Council.

(iv) Availability of funds.—Amounts in the revolving fund described under clause (i)(I) or (II) shall remain available to the Council without fiscal year limitation.

(C) Superseding provisions.—No provision of law enacted after the date of enactment of this subsection shall be construed to limit or supersede any authority under subparagraph (A) or (B), unless such provision makes specific reference to the authority in that paragraph.

(4) Existing authorities and responsibilities.—The establishment and operation of the Council shall not affect—

(A) the role of the Department of Justice in law enforcement and litigation;

(B) the authority or responsibilities of any Government agency or entity; and

(C) the authority or responsibilities of individual members of the Council.

(d) Integrity Committee.—

(1) Establishment.—The Council shall have an Integrity Committee, which shall receive, review, and refer for investigation allegations of wrongdoing that are made against Inspectors General and staff members of the various Offices of Inspector General described under paragraph (4)(C).

(2) Membership.—The Integrity Committee shall consist of the following members:

(A) The official of the Federal Bureau of Investigation serving on the Council, who shall serve as Chairperson of the Integrity Committee, and maintain the records of the Committee.

(B) Four Inspectors General described in subparagraph (A) or (B) of subsection (b)(1) appointed by the Chairperson of the Council, representing both
establishments and designated Federal entities (as that term is defined in section 8G(a)).

(C) The Special Counsel of the Office of Special Counsel.

(D) The Director of the Office of Government Ethics.

(3) Legal advisor.—The Chief of the Public Integrity Section of the Criminal Division of the Department of Justice, or his designee, shall serve as a legal advisor to the Integrity Committee.

(4) Referral of allegations.—

(A) Requirement.—An Inspector General shall refer to the Integrity Committee any allegation of wrongdoing against a staff member of the office of that Inspector General, if—

(i) review of the substance of the allegation cannot be assigned to an agency of the executive branch with appropriate jurisdiction over the matter; and

(ii) the Inspector General determines that—

(I) an objective internal investigation of the allegation is not feasible; or

(II) an internal investigation of the allegation may appear not to be objective.

(B) Definition.—In this paragraph the term “staff member” means any employee of an Office of Inspector General who—

(i) reports directly to an Inspector General; or

(ii) is designated by an Inspector General under subparagraph (C).

(C) Designation of staff members.—Each Inspector General shall annually submit to the Chairperson of the Integrity Committee a designation of positions whose holders are staff members for purposes of subparagraph (B).
(5) Review of allegations.—The Integrity Committee shall—

(A) review all allegations of wrongdoing the Integrity Committee receives against an Inspector General, or against a staff member of an Office of Inspector General described under paragraph (4)(C);

(B) refer any allegation of wrongdoing to the agency of the executive branch with appropriate jurisdiction over the matter; and

(C) refer to the Chairperson of the Integrity Committee any allegation of wrongdoing determined by the Integrity Committee under subparagraph (A) to be potentially meritorious that cannot be referred to an agency under subparagraph (B).

(6) Authority to investigate allegations.—

(A) Requirement.—The Chairperson of the Integrity Committee shall cause a thorough and timely investigation of each allegation referred under paragraph (5)(C) to be conducted in accordance with this paragraph.

(B) Resources.—At the request of the Chairperson of the Integrity Committee, the head of each agency or entity represented on the Council—

(i) may provide resources necessary to the Integrity Committee; and

(ii) may detail employees from that agency or entity to the Integrity Committee, subject to the control and direction of the Chairperson, to conduct an investigation under this subsection.

(7) Procedures for investigations.—

(A) Standards applicable.—Investigations initiated under this subsection shall be conducted in accordance with the most current Quality Standards for Investigations issued by the Council or by its predecessors (the President's Council on Integrity and Efficiency and the Executive Council on Integrity and Efficiency).

(B) Additional policies and procedures.—
(i) Establishment.—The Integrity Committee, in conjunction with the Chairperson of the Council, shall establish additional policies and procedures necessary to ensure fairness and consistency in—

(I) determining whether to initiate an investigation;

(II) conducting investigations;

(III) reporting the results of an investigation; and

(IV) providing the person who is the subject of an investigation with an opportunity to respond to any Integrity Committee report.

(ii) Submission to congress.—The Council shall submit a copy of the policies and procedures established under clause (i) to the congressional committees of jurisdiction.

(C) Reports.—

(i) Potentially meritorious allegations.—For allegations described under paragraph (5)(C), the Chairperson of the Integrity Committee shall make a report containing the results of the investigation of the Chairperson and shall provide such report to members of the Integrity Committee.

(ii) Allegations of wrongdoing.—For allegations referred to an agency under paragraph (5)(B), the head of that agency shall make a report containing the results of the investigation and shall provide such report to members of the Integrity Committee.

(8) Assessment and final disposition.—

(A) In general.—With respect to any report received under paragraph (7)(C), the Integrity Committee shall—

(i) assess the report;

(ii) forward the report, with the recommendations of the Integrity Committee, including those on disciplinary action, within 30 days (to the maximum extent practicable) after the completion of the investigation, to the Executive
Chairperson of the Council and to the President (in the case of a report relating to an Inspector General of an establishment or any employee of that Inspector General) or the head of a designated Federal entity (in the case of a report relating to an Inspector General of such an entity or any employee of that Inspector General) for resolution; and

(iii) submit to the Committee on Government Oversight and Reform of the House of Representatives, the Committee on Homeland Security and Governmental Affairs of the Senate, and other congressional committees of jurisdiction an executive summary of such report and recommendations within 30 days after the submission of such report to the Executive Chairperson under clause (ii).

(B) Disposition.—The Executive Chairperson of the Council shall report to the Integrity Committee the final disposition of the matter, including what action was taken by the President or agency head.

(9) Annual report.—The Council shall submit to Congress and the President by December 31 of each year a report on the activities of the Integrity Committee during the preceding fiscal year, which shall include the following:

(A) The number of allegations received.

(B) The number of allegations referred to other agencies, including the number of allegations referred for criminal investigation.

(C) The number of allegations referred to the Chairperson of the Integrity Committee for investigation.

(D) The number of allegations closed without referral.

(E) The date each allegation was received and the date each allegation was finally disposed of.

(F) In the case of allegations referred to the Chairperson of the Integrity Committee, a summary of the status of the investigation of the allegations and, in the case of investigations completed during the preceding fiscal year, a summary of the findings of the investigations.

(G) Other matters that the Council considers appropriate.
(10) Requests for more information.—With respect to paragraphs (8) and (9), the Council shall provide more detailed information about specific allegations upon request from any of the following:

(A) The chairperson or ranking member of the Committee on Homeland Security and Governmental Affairs of the Senate.

(B) The chairperson or ranking member of the Committee on Oversight and Government Reform of the House of Representatives.

(C) The chairperson or ranking member of the congressional committees of jurisdiction.

(11) No right or benefit.—This subsection is not intended to create any right or benefit, substantive or procedural, enforceable at law by a person against the United States, its agencies, its officers, or any person.


§12. Definitions

As used in this Act—

(1) the term “head of the establishment” means the Secretary of Agriculture, Commerce, Defense, Education, Energy, Health and Human Services, Housing and Urban Development, the Interior, Labor, State, Transportation, Homeland Security, or the Treasury; the Attorney General; the Administrator of the Agency for International Development, Environmental Protection, General Services, National Aeronautics and Space, Small Business, or Veterans’ Affairs; the Administrator of the Federal Emergency Management Agency, or the Office of Personnel Management; the Chairman of the Nuclear Regulatory Commission or the Railroad Retirement Board; the Chairperson of the Thrift Depositor Protection Oversight Board; the Chief Executive Officer of the Corporation for National and Community Service; the Administrator of the Community Development Financial Institutions Fund; the chief executive officer of the Resolution Trust Corporation; the Chairperson of the Federal Deposit Insurance Corporation; the Commissioner of Social Security, Social Security Administration; the Director of the Federal Housing Finance Agency; the Board of Directors of the Tennessee Valley Authority; the President of the Export-
Import Bank; or the Federal Cochairpersons of the Commissions established under section 15301 of title 40, United States Code; as the case may be;

(2) the term “establishment” means the Department of Agriculture, Commerce, Defense, Education, Energy, Health and Human Services, Housing and Urban Development, the Interior, Justice, Labor, State, Transportation, Homeland Security, or the Treasury; the Agency for International Development, the Community Development Financial Institutions Fund, the Environmental Protection Agency, the Federal Emergency Management Agency, the General Services Administration, the National Aeronautics and Space Administration, the Nuclear Regulatory Commission, the Office of Personnel Management, the Railroad Retirement Board, the Resolution Trust Corporation, the Federal Deposit Insurance Corporation, the Small Business Administration, the Corporation for National and Community Service, the Veterans’ Administration, the Social Security Administration, the Tennessee Valley Authority, the Export-Import Bank, or the Commissions established under section 15301 of title 40, United States Code, as the case may be;

(3) the term “Inspector General” means the Inspector General of an establishment;

(4) the term “Office” means the Office of Inspector General of an establishment; and

(5) the term “Federal agency” means an agency as defined in section 552(f) of title 5 (including an establishment as defined in paragraph (2)), United States Code, but shall not be construed to include the Government Accountability Office.

§13. Effective date

The provisions of this Act and the amendments made by this Act [see section 10 of this Act] shall take effect October 1, 1978.

ETHICS IN GOVERNMENT ACT OF 1978


TITLE I—FINANCIAL DISCLOSURE REQUIREMENTS OF FEDERAL PERSONNEL

Codification
§101. Persons required to file

(a) Within thirty days of assuming the position of an officer or employee described in subsection (f), an individual shall file a report containing the information described in section 102(b) unless the individual has left another position described in subsection (f) within thirty days prior to assuming such new position or has already filed a report under this title with respect to nomination for the new position or as a candidate for the position.

(b)(1) Within five days of the transmittal by the President to the Senate of the nomination of an individual (other than an individual nominated for appointment to a position as a Foreign Service Officer or a grade or rank in the uniformed services for which the pay grade prescribed by section 201 of title 37, United States Code, is O–6 or below) to a position, appointment to which requires the advice and consent of the Senate, such individual shall file a report containing the information described in section 102(b). Such individual shall, not later than the date of the first hearing to consider the nomination of such individual, make current the report filed pursuant to this paragraph by filing the information required by section 102(a)(1)(A) with respect to income and honoraria received as of the date which occurs five days before the date of such hearing. Nothing in this Act shall prevent any Congressional committee from requesting, as a condition of confirmation, any additional financial information from any Presidential nominee whose nomination has been referred to that committee.

(2) An individual whom the President or the President-elect has publicly announced he intends to nominate to a position may file the report required by paragraph (1) at any time after that public announcement, but not later than is required under the first sentence of such paragraph.

(c) Within thirty days of becoming a candidate as defined in section 301 of the Federal Campaign Act of 1971, in a calendar year for nomination or election to the office of President, Vice President, or Member of Congress, or on or before May 15 of that calendar year, whichever is later, but in no event later than 30 days before the election, and on or before May 15 of each successive year an individual continues to be a candidate, an individual other than an incumbent President, Vice President, or Member of Congress shall file a report containing the information described in section 102(b). Notwithstanding the preceding sentence, in any calendar year in which an individual continues to be a candidate for any office but all elections for such office relating to such candidacy were held

in prior calendar years, such individual need not file a report unless he becomes a
candidate for another vacancy in that office or another office during that year.

(d) Any individual who is an officer or employee described in subsection (f)
during any calendar year and performs the duties of his position or office for a
period in excess of sixty days in that calendar year shall file on or before May 15
of the succeeding year a report containing the information described in section
102(a).

(e) Any individual who occupies a position described in subsection (f) shall, on or
before the thirtieth day after termination of employment in such position, file a
report containing the information described in section 102(a) covering the
preceding calendar year if the report required by subsection (d) has not been filed
and covering the portion of the calendar year in which such termination occurs
up to the date the individual left such office or position, unless such individual
has accepted employment in another position described in subsection (f).

(f) The officers and employees referred to in subsections (a), (d), and (e) are—

(1) the President;

(2) the Vice President;

(3) each officer or employee in the executive branch, including a special
Government employee as defined in section 202 of title 18, United States Code,
who occupies a position classified above GS–15 of the General Schedule or, in the
case of positions not under the General Schedule, for which the rate of basic pay
is equal to or greater than 120 percent of the minimum rate of basic pay payable
for GS–15 of the General Schedule; each member of a uniformed service whose
pay grade is at or in excess of O–7 under section 201 of title 37, United States
Code; and each officer or employee in any other position determined by the
Director of the Office of Government Ethics to be of equal classification;

(4) each employee appointed pursuant to section 3105 of title 5, United States
Code;

(5) any employee not described in paragraph (3) who is in a position in the
executive branch which is excepted from the competitive service by reason of
being of a confidential or policymaking character, except that the Director of the
Office of Government Ethics may, by regulation, exclude from the application of
this paragraph any individual, or group of individuals, who are in such positions,
but only in cases in which the Director determines such exclusion would not
affect adversely the integrity of the Government or the public’s confidence in the
integrity of the Government;
(6) the Postmaster General, the Deputy Postmaster General, each Governor of the Board of Governors of the United States Postal Service and each officer or employee of the United States Postal Service or Postal Regulatory Commission who occupies a position for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule;

(7) the Director of the Office of Government Ethics and each designated agency ethics official;

(8) any civilian employee not described in paragraph (3), employed in the Executive Office of the President (other than a special government employee) who holds a commission of appointment from the President;

(9) a Member of Congress as defined under section 109(12);

(10) an officer or employee of the Congress as defined under section 109(13);

(11) a judicial officer as defined under section 109(10); and

(12) a judicial employee as defined under section 109(8).

(g)(1) Reasonable extensions of time for filing any report may be granted under procedures prescribed by the supervising ethics office for each branch, but the total of such extensions shall not exceed ninety days.

(2)(A) In the case of an individual who is serving in the Armed Forces, or serving in support of the Armed Forces, in an area while that area is designated by the President by Executive order as a combat zone for purposes of section 112 of the Internal Revenue Code of 1986, the date for the filing of any report shall be extended so that the date is 180 days after the later of—

(i) the last day of the individual's service in such area during such designated period; or

(ii) the last day of the individual's hospitalization as a result of injury received or disease contracted while serving in such area.

(B) The Office of Government Ethics, in consultation with the Secretary of Defense, may prescribe procedures under this paragraph.
(h) The provisions of subsections (a), (b), and (e) shall not apply to an individual who, as determined by the designated agency ethics official or Secretary concerned (or in the case of a Presidential appointee under subsection (b), the Director of the Office of Government Ethics), the congressional ethics committees, or the Judicial Conference, is not reasonably expected to perform the duties of his office or position for more than sixty days in a calendar year, except that if such individual performs the duties of his office or position for more than sixty days in a calendar year—

(1) the report required by subsections (a) and (b) shall be filed within fifteen days of the sixtieth day, and

(2) the report required by subsection (e) shall be filed as provided in such subsection.

(i) The supervising ethics office for each branch may grant a publicly available request for a waiver of any reporting requirement under this section for an individual who is expected to perform or has performed the duties of his office or position less than one hundred and thirty days in a calendar year, but only if the supervising ethics office determines that—

(1) such individual is not a full-time employee of the Government,

(2) such individual is able to provide services specially needed by the Government,

(3) it is unlikely that the individual's outside employment or financial interests will create a conflict of interest, and

(4) public financial disclosure by such individual is not necessary in the circumstances.
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“(1) Member of congress.—The term ‘Member of Congress’ means a member of the Senate or House of Representatives, a Delegate to the House of Representatives, and the Resident Commissioner from Puerto Rico.

“(2) Employee of congress.—The term ‘employee of Congress’ means—

“(A) any individual (other than a Member of Congress), whose compensation is disbursed by the Secretary of the Senate or the Chief Administrative Officer of the House of Representatives; and

“(B) any other officer or employee of the legislative branch (as defined in section 109(11) of the Ethics in Government Act of 1978 (5 U.S.C. App. 109(11))).

“(3) Executive branch employee.—The term ‘executive branch employee’—

“(A) has the meaning given the term ‘employee’ under section 2105 of title 5, United States Code; and

“(B) includes—

“(i) the President;

“(ii) the Vice President; and

“(iii) an employee of the United States Postal Service or the Postal Regulatory Commission.

“(4) Judicial officer.—The term ‘judicial officer’ has the meaning given that term under section 109(10) of the Ethics in Government Act of 1978 (U.S.C. App. 109(10)).

“(5) Judicial employee.—The term ‘judicial employee’ has the meaning given that term in section 109(8) of the Ethics in Government Act of 1978 (5 U.S.C. App. 109(8)).

“(6) Supervising ethics office.—The term ‘supervising ethics office’ has the meaning given that term in section 109(18) of the Ethics in Government Act of 1978 (5 U.S.C. App. 109(18)).”

§102. Contents of reports

(a) Each report filed pursuant to section 101(d) and (e) shall include a full and complete statement with respect to the following:
(1)(A) The source, type, and amount or value of income (other than income referred to in subparagraph (B)) from any source (other than from current employment by the United States Government), and the source, date, and amount of honoraria from any source, received during the preceding calendar year, aggregating $200 or more in value and, effective January 1, 1991, the source, date, and amount of payments made to charitable organizations in lieu of honoraria, and the reporting individual shall simultaneously file with the applicable supervising ethics office, on a confidential basis, a corresponding list of recipients of all such payments, together with the dates and amounts of such payments.

(B) The source and type of income which consists of dividends, rents, interest, and capital gains, received during the preceding calendar year which exceeds $200 in amount or value, and an indication of which of the following categories the amount or value of such item of income is within:

(i) not more than $1,000,

(ii) greater than $1,000 but not more than $2,500,

(iii) greater than $2,500 but not more than $5,000,

(iv) greater than $5,000 but not more than $15,000,

(v) greater than $15,000 but not more than $50,000,

(vi) greater than $50,000 but not more than $100,000,

(vii) greater than $100,000 but not more than $1,000,000,

(viii) greater than $1,000,000 but not more than $5,000,000, or

(ix) greater than $5,000,000.

(2)(A) The identity of the source, a brief description, and the value of all gifts aggregating more than the minimal value as established by section 7342(a)(5) of title 5, United States Code, or $250, whichever is greater, received from any source other than a relative of the reporting individual during the preceding calendar year, except that any food, lodging, or entertainment received as personal hospitality of an individual need not be reported, and any gift with a fair market value of $100 or less, as adjusted at the same time and by the same percentage as the minimal value is adjusted, need not be aggregated for purposes of this subparagraph.
(B) The identity of the source and a brief description (including a travel itinerary, dates, and nature of expenses provided) of reimbursements received from any source aggregating more than the minimal value as established by section 7342(a)(5) of title 5, United States Code, or $250, whichever is greater and received during the preceding calendar year.

(C) In an unusual case, a gift need not be aggregated under subparagraph (A) if a publicly available request for a waiver is granted.

(3) The identity and category of value of any interest in property held during the preceding calendar year in a trade or business, or for investment or the production of income, which has a fair market value which exceeds $1,000 as of the close of the preceding calendar year, excluding any personal liability owed to the reporting individual by a spouse, or by a parent, brother, sister, or child of the reporting individual or of the reporting individual’s spouse, or any deposits aggregating $5,000 or less in a personal savings account. For purposes of this paragraph, a personal savings account shall include any certificate of deposit or any other form of deposit in a bank, savings and loan association, credit union, or similar financial institution.

(4) The identity and category of value of the total liabilities owed to any creditor other than a spouse, or a parent, brother, sister, or child of the reporting individual or of the reporting individual’s spouse which exceed $10,000 at any time during the preceding calendar year, excluding—

(A) any mortgage secured by real property which is a personal residence of the reporting individual or his spouse, except that this exception shall not apply to a reporting individual—

(i) described in paragraph (1), (2), or (9) of section 101(f);

(ii) described in section 101(b) who has been nominated for appointment as an officer or employee in the executive branch described in subsection (f) of such section, other than—

(I) an individual appointed to a position—

(aa) as a Foreign Service Officer below the rank of ambassador; or

(bb) in the uniformed services for which the pay grade prescribed by section 201 of title 37, United States Code is O–6 or below; or

(II) a special government employee, as defined under section 202 of title 18, United States Code; or
(iii) described in section 101(f) who is in a position in the executive branch the appointment to which is made by the President and requires advice and consent of the Senate, other than—

(I) an individual appointed to a position—

(aa) as a Foreign Service Officer below the rank of ambassador; or

(bb) in the uniformed services for which the pay grade prescribed by section 201 of title 37, United States Code is O–6 or below; or

(II) a special government employee, as defined under section 202 of title 18, United States Code; and

(B) any loan secured by a personal motor vehicle, household furniture, or appliances, which loan does not exceed the purchase price of the item which secures it.

With respect to revolving charge accounts, only those with an outstanding liability which exceeds $10,000 as of the close of the preceding calendar year need be reported under this paragraph.

(5) Except as provided in this paragraph, a brief description, the date, and category of value of any purchase, sale or exchange during the preceding calendar year which exceeds $1,000—

(A) in real property, other than property used solely as a personal residence of the reporting individual or his spouse; or

(B) in stocks, bonds, commodities futures, and other forms of securities.

Reporting is not required under this paragraph of any transaction solely by and between the reporting individual, his spouse, or dependent children.

(6)(A) The identity of all positions held on or before the date of filing during the current calendar year (and, for the first report filed by an individual, during the two-year period preceding such calendar year) as an officer, director, trustee,
partner, proprietor, representative, employee, or consultant of any corporation, company, firm, partnership, or other business enterprise, any nonprofit organization, any labor organization, or any educational or other institution other than the United States. This subparagraph shall not require the reporting of positions held in any religious, social, fraternal, or political entity and positions solely of an honorary nature.

(B) If any person, other than the United States Government, paid a nonelected reporting individual compensation in excess of $5,000 in any of the two calendar years prior to the calendar year during which the individual files his first report under this title, the individual shall include in the report—

(i) the identity of each source of such compensation; and

(ii) a brief description of the nature of the duties performed or services rendered by the reporting individual for each such source.

The preceding sentence shall not require any individual to include in such report any information which is considered confidential as a result of a privileged relationship, established by law, between such individual and any person nor shall it require an individual to report any information with respect to any person for whom services were provided by any firm or association of which such individual was a member, partner, or employee unless such individual was directly involved in the provision of such services.

(7) A description of the date, parties to, and terms of any agreement or arrangement with respect to (A) future employment; (B) a leave of absence during the period of the reporting individual’s Government service; (C) continuation of payments by a former employer other than the United States Government; and (D) continuing participation in an employee welfare or benefit plan maintained by a former employer.

(8) The category of the total cash value of any interest of the reporting individual in a qualified blind trust, unless the trust instrument was executed prior to July 24, 1995 and precludes the beneficiary from receiving information on the total cash value of any interest in the qualified blind trust.

(b)(1) Each report filed pursuant to subsections (a), (b), and (c) of section 101 shall include a full and complete statement with respect to the information required by—
(A) paragraph (1) of subsection (a) for the year of filing and the preceding calendar year,

(B) paragraphs (3) and (4) of subsection (a) as of the date specified in the report but which is less than thirty-one days before the filing date, and

(C) paragraphs (6) and (7) of subsection (a) as of the filing date but for periods described in such paragraphs.

(2)(A) In lieu of filling out one or more schedules of a financial disclosure form, an individual may supply the required information in an alternative format, pursuant to either rules adopted by the supervising ethics office for the branch in which such individual serves or pursuant to a specific written determination by such office for a reporting individual.

(B) In lieu of indicating the category of amount or value of any item contained in any report filed under this title, a reporting individual may indicate the exact dollar amount of such item.

(c) In the case of any individual described in section 101(e), any reference to the preceding calendar year shall be considered also to include that part of the calendar year of filing up to the date of the termination of employment.

(d)(1) The categories for reporting the amount or value of the items covered in paragraphs (3), (4), (5), and (8) of subsection (a) are as follows:

(A) not more than $15,000;

(B) greater than $15,000 but not more than $50,000;

(C) greater than $50,000 but not more than $100,000;

(D) greater than $100,000 but not more than $250,000;

(E) greater than $250,000 but not more than $500,000;

(F) greater than $500,000 but not more than $1,000,000;

(G) greater than $1,000,000 but not more than $5,000,000;

(H) greater than $5,000,000 but not more than $25,000,000;

(I) greater than $25,000,000 but not more than $50,000,000; and
(J) greater than $50,000,000.

(2) For the purposes of paragraph (3) of subsection (a) if the current value of an interest in real property (or an interest in a real estate partnership) is not ascertainable without an appraisal, an individual may list (A) the date of purchase and the purchase price of the interest in the real property, or (B) the assessed value of the real property for tax purposes, adjusted to reflect the market value of the property used for the assessment if the assessed value is computed at less than 100 percent of such market value, but such individual shall include in his report a full and complete description of the method used to determine such assessed value, instead of specifying a category of value pursuant to paragraph (1) of this subsection. If the current value of any other item required to be reported under paragraph (3) of subsection (a) is not ascertainable without an appraisal, such individual may list the book value of a corporation whose stock is not publicly traded, the net worth of a business partnership, the equity value of an individually owned business, or with respect to other holdings, any recognized indication of value, but such individual shall include in his report a full and complete description of the method used in determining such value. In lieu of any value referred to in the preceding sentence, an individual may list the assessed value of the item for tax purposes, adjusted to reflect the market value of the item used for the assessment if the assessed value is computed at less than 100 percent of such market value, but a full and complete description of the method used in determining such assessed value shall be included in the report.

(e)(1) Except as provided in the last sentence of this paragraph, each report required by section 101 shall also contain information listed in paragraphs (1) through (5) of subsection (a) of this section respecting the spouse or dependent child of the reporting individual as follows:

(A) The source of items of earned income earned by a spouse from any person which exceed $1,000 and the source and amount of any honoraria received by a spouse, except that, with respect to earned income (other than honoraria), if the spouse is self-employed in business or a profession, only the nature of such business or profession need be reported.

(B) All information required to be reported in subsection (a)(1)(B) with respect to income derived by a spouse or dependent child from any asset held by the spouse or dependent child and reported pursuant to subsection (a)(3).

(C) In the case of any gifts received by a spouse or dependent child which are not received totally independent of the relationship of the spouse or dependent child to the reporting individual, the identity of the source and a brief description of gifts of transportation, lodging, food, or entertainment and a brief description and the value of other gifts.
(D) In the case of any reimbursements received by a spouse or dependent child which are not received totally independent of the relationship of the spouse or dependent child to the reporting individual, the identity of the source and a brief description of each such reimbursement.

(E) In the case of items described in paragraphs (3) through (5) of subsection (a), all information required to be reported under these paragraphs other than items (i) which the reporting individual certifies represent the spouse's or dependent child's sole financial interest or responsibility and which the reporting individual has no knowledge of, (ii) which are not in any way, past or present, derived from the income, assets, or activities of the reporting individual, and (iii) from which the reporting individual neither derives, nor expects to derive, any financial or economic benefit.

(F) For purposes of this section, categories with amounts or values greater than $1,000,000 set forth in sections 102(a)(1)(B) and 102(d)(1) shall apply to the income, assets, or liabilities of spouses and dependent children only if the income, assets, or liabilities are held jointly with the reporting individual. All other income, assets, or liabilities of the spouse or dependent children required to be reported under this section in an amount or value greater than $1,000,000 shall be categorized only as an amount or value greater than $1,000,000.

Reports required by subsections (a), (b), and (c) of section 101 shall, with respect to the spouse and dependent child of the reporting individual, only contain information listed in paragraphs (1), (3), and (4) of subsection (a), as specified in this paragraph.

(2) No report shall be required with respect to a spouse living separate and apart from the reporting individual with the intention of terminating the marriage or providing for permanent separation; or with respect to any income or obligations of an individual arising from the dissolution of his marriage or the permanent separation from his spouse.

(f)(1) Except as provided in paragraph (2), each reporting individual shall report the information required to be reported pursuant to subsections (a), (b), and (c) of this section with respect to the holdings of and the income from a trust or other financial arrangement from which income is received by, or with respect to which a beneficial interest in principal or income is held by, such individual, his spouse, or any dependent child.

(2) A reporting individual need not report the holdings of or the source of income from any of the holdings of—
(A) any qualified blind trust (as defined in paragraph (3));

(B) a trust—

(i) which was not created directly by such individual, his spouse, or any dependent child, and

(ii) the holdings or sources of income of which such individual, his spouse, and any dependent child have no knowledge of; or

(C) an entity described under the provisions of paragraph (8),

but such individual shall report the category of the amount of income received by him, his spouse, or any dependent child from the trust or other entity under subsection (a)(1)(B) of this section.

(3) For purposes of this subsection, the term “qualified blind trust” includes any trust in which a reporting individual, his spouse, or any minor or dependent child has a beneficial interest in the principal or income, and which meets the following requirements:

(A)(i) The trustee of the trust and any other entity designated in the trust instrument to perform fiduciary duties is a financial institution, an attorney, a certified public accountant, a broker, or an investment advisor who—

(I) is independent of and not associated with any interested party so that the trustee or other person cannot be controlled or influenced in the administration of the trust by any interested party; and

(II) is not and has not been an employee of or affiliated with any interested party and is not a partner of, or involved in any joint venture or other investment with, any interested party; and

(III) is not a relative of any interested party.

(ii) Any officer or employee of a trustee or other entity who is involved in the management or control of the trust—
(I) is independent of and not associated with any interested party so that such officer or employee cannot be controlled or influenced in the administration of the trust by any interested party;

(II) is not a partner of, or involved in any joint venture or other investment with, any interested party; and

(III) is not a relative of any interested party.

(B) Any asset transferred to the trust by an interested party is free of any restriction with respect to its transfer or sale unless such restriction is expressly approved by the supervising ethics office of the reporting individual.

(C) The trust instrument which establishes the trust provides that—

(i) except to the extent provided in subparagraph (B) of this paragraph, the trustee in the exercise of his authority and discretion to manage and control the assets of the trust shall not consult or notify any interested party;

(ii) the trust shall not contain any asset the holding of which by an interested party is prohibited by any law or regulation;

(iii) the trustee shall promptly notify the reporting individual and his supervising ethics office when the holdings of any particular asset transferred to the trust by any interested party are disposed of or when the value of such holding is less than $1,000;

(iv) the trust tax return shall be prepared by the trustee or his designee, and such return and any information relating thereto (other than the trust income summarized in appropriate categories necessary to complete an interested party's tax return), shall not be disclosed to any interested party;

(v) an interested party shall not receive any report on the holdings and sources of income of the trust, except a report at the end of each calendar quarter with respect to the total cash value of the interest of the interested party in the trust or the net income or loss of the trust or any reports necessary to enable the interested party to complete an individual tax return required by law or to provide the information required by subsection (a)(1) of this section, but such report shall not identify any asset or holding;

(vi) except for communications which solely consist of requests for distributions of cash or other unspecified assets of the trust, there shall be no direct or indirect communication between the trustee and an interested party with respect to the
trust unless such communication is in writing and unless it relates only (I) to the
general financial interest and needs of the interested party (including, but not
limited to, an interest in maximizing income or long-term capital gain), (II) to the
notification of the trustee of a law or regulation subsequently applicable to the
reporting individual which prohibits the interested party from holding an asset,
which notification directs that the asset not be held by the trust, or (III) to
directions to the trustee to sell all of an asset initially placed in the trust by an
interested party which in the determination of the reporting individual creates a
conflict of interest or the appearance thereof due to the subsequent assumption
of duties by the reporting individual (but nothing herein shall require any such
direction); and

(vii) the interested parties shall make no effort to obtain information with respect
to the holdings of the trust, including obtaining a copy of any trust tax return
filed or any information relating thereto except as otherwise provided in this
subsection.

(D) The proposed trust instrument and the proposed trustee is approved by the
reporting individual's supervising ethics office.

(E) For purposes of this subsection, “interested party” means a reporting
individual, his spouse, and any minor or dependent child; “broker” has the
meaning set forth in section 3(a)(4) of the Securities and Exchange Act of 1934
(15 U.S.C. 78c(a)(4)); and “investment adviser” includes any investment adviser
who, as determined under regulations prescribed by the supervising ethics office,
is generally involved in his role as such an adviser in the management or control
of trusts.

(F) Any trust qualified by a supervising ethics office before the effective date of
title II of the Ethics Reform Act of 1989 shall continue to be governed by the law
and regulations in effect immediately before such effective date.

(4)(A) An asset placed in a trust by an interested party shall be considered a
financial interest of the reporting individual, for the purposes of any applicable
conflict of interest statutes, regulations, or rules of the Federal Government
(including section 208 of title 18, United States Code), until such time as the
reporting individual is notified by the trustee that such asset has been disposed
of, or has a value of less than $1,000.

(B)(i) The provisions of subparagraph (A) shall not apply with respect to a trust
created for the benefit of a reporting individual, or the spouse, dependent child,
or minor child of such a person, if the supervising ethics office for such reporting individual finds that—

(I) the assets placed in the trust consist of a well-diversified portfolio of readily marketable securities;

(II) none of the assets consist of securities of entities having substantial activities in the area of the reporting individual's primary area of responsibility;

(III) the trust instrument prohibits the trustee, notwithstanding the provisions of paragraphs (3)(C)(iii) and (iv) of this subsection, from making public or informing any interested party of the sale of any securities;

(IV) the trustee is given power of attorney, notwithstanding the provisions of paragraph (3)(C)(v) of this subsection, to prepare on behalf of any interested party the personal income tax returns and similar returns which may contain information relating to the trust; and

(V) except as otherwise provided in this paragraph, the trust instrument provides (or in the case of a trust established prior to the effective date of this Act which by its terms does not permit amendment, the trustee, the reporting individual, and any other interested party agree in writing) that the trust shall be administered in accordance with the requirements of this subsection and the trustee of such trust meets the requirements of paragraph (3)(A).

(ii) In any instance covered by subparagraph (B) in which the reporting individual is an individual whose nomination is being considered by a congressional committee, the reporting individual shall inform the congressional committee considering his nomination before or during the period of such individual's confirmation hearing of his intention to comply with this paragraph.

(5)(A) The reporting individual shall, within thirty days after a qualified blind trust is approved by his supervising ethics office, file with such office a copy of—

(i) the executed trust instrument of such trust (other than those provisions which relate to the testamentary disposition of the trust assets), and

(ii) a list of the assets which were transferred to such trust, including the category of value of each asset as determined under subsection (d) of this section.
This subparagraph shall not apply with respect to a trust meeting the requirements for being considered a qualified blind trust under paragraph (7) of this subsection.

(B) The reporting individual shall, within thirty days of transferring an asset (other than cash) to a previously established qualified blind trust, notify his supervising ethics office of the identity of each such asset and the category of value of each asset as determined under subsection (d) of this section.

(C) Within thirty days of the dissolution of a qualified blind trust, a reporting individual shall—

(i) notify his supervising ethics office of such dissolution, and

(ii) file with such office a copy of a list of the assets of the trust at the time of such dissolution and the category of value under subsection (d) of this section of each such asset.

(D) Documents filed under subparagraphs (A), (B), and (C) of this paragraph and the lists provided by the trustee of assets placed in the trust by an interested party which have been sold shall be made available to the public in the same manner as a report is made available under section 105 and the provisions of that section shall apply with respect to such documents and lists.

(E) A copy of each written communication with respect to the trust under paragraph (3)(C)(vi) shall be filed by the person initiating the communication with the reporting individual’s supervising ethics office within five days of the date of the communication.

(6)(A) A trustee of a qualified blind trust shall not knowingly and willfully, or negligently, (i) disclose any information to an interested party with respect to such trust that may not be disclosed under paragraph (3) of this subsection; (ii) acquire any holding the ownership of which is prohibited by the trust instrument; (iii) solicit advice from any interested party with respect to such trust, which solicitation is prohibited by paragraph (3) of this subsection or the trust agreement; or (iv) fail to file any document required by this subsection.

(B) A reporting individual shall not knowingly and willfully, or negligently, (i) solicit or receive any information with respect to a qualified blind trust of which he is an interested party that may not be disclosed under paragraph (3)(C) of this subsection or (ii) fail to file any document required by this subsection.
(C)(i) The Attorney General may bring a civil action in any appropriate United States district court against any individual who knowingly and willfully violates the provisions of subparagraph (A) or (B) of this paragraph. The court in which such action is brought may assess against such individual a civil penalty in any amount not to exceed $10,000.

(ii) The Attorney General may bring a civil action in any appropriate United States district court against any individual who negligently violates the provisions of subparagraph (A) or (B) of this paragraph. The court in which such action is brought may assess against such individual a civil penalty in any amount not to exceed $5,000.

(7) Any trust may be considered to be a qualified blind trust if—

(A) the trust instrument is amended to comply with the requirements of paragraph (3) or, in the case of a trust instrument which does not by its terms permit amendment, the trustee, the reporting individual, and any other interested party agree in writing that the trust shall be administered in accordance with the requirements of this subsection and the trustee of such trust meets the requirements of paragraph (3)(A); except that in the case of any interested party who is a dependent child, a parent or guardian of such child may execute the agreement referred to in this subparagraph;

(B) a copy of the trust instrument (except testamentary provisions) and a copy of the agreement referred to in subparagraph (A), and a list of the assets held by the trust at the time of approval by the supervising ethics office, including the category of value of each asset as determined under subsection (d) of this section, are filed with such office and made available to the public as provided under paragraph (5)(D) of this subsection; and

(C) the supervising ethics office determines that approval of the trust arrangement as a qualified blind trust is in the particular case appropriate to assure compliance with applicable laws and regulations.

(8) A reporting individual shall not be required to report the financial interests held by a widely held investment fund (whether such fund is a mutual fund, regulated investment company, pension or deferred compensation plan, or other investment fund), if—

(A)(i) the fund is publicly traded; or

(ii) the assets of the fund are widely diversified; and
(B) the reporting individual neither exercises control over nor has the ability to exercise control over the financial interests held by the fund.

(g) Political campaign funds, including campaign receipts and expenditures, need not be included in any report filed pursuant to this title.

(h) A report filed pursuant to subsection (a), (d), or (e) of section 101 need not contain the information described in subparagraphs (A), (B), and (C) of subsection (a)(2) with respect to gifts and reimbursements received in a period when the reporting individual was not an officer or employee of the Federal Government.

(i) A reporting individual shall not be required under this title to report—

(1) financial interests in or income derived from—

(A) any retirement system under title 5, United States Code (including the Thrift Savings Plan under subchapter III of chapter 84 of such title); or

(B) any other retirement system maintained by the United States for officers or employees of the United States, including the President, or for members of the uniformed services; or

(2) benefits received under the Social Security Act [42 U.S.C. 301 et seq.].


§103. Filing of reports

(a) Except as otherwise provided in this section, the reports required under this title shall be filed by the reporting individual with the designated agency ethics official at the agency by which he is employed (or in the case of an individual described in section 101(e), was employed) or in which he will serve. The date any report is received (and the date of receipt of any supplemental report) shall be noted on such report by such official.
(b) The President, the Vice President, and independent counsel and persons appointed by independent counsel under chapter 40 of title 28, United States Code, shall file reports required under this title with the Director of the Office of Government Ethics.

(c) Copies of the reports required to be filed under this title by the Postmaster General, the Deputy Postmaster General, the Governors of the Board of Governors of the United States Postal Service, designated agency ethics officials, employees described in section 105(a)(2)(A) or (B), 106(a)(1)(A) or (B), or 107(a)(1)(A) or (b)(1)(A)(i), of title 3, United States Code, candidates for the office of President or Vice President and officers and employees in (and nominees to) offices or positions which require confirmation by the Senate or by both Houses of Congress other than individuals nominated to be judicial officers and those referred to in subsection (f) shall be transmitted to the Director of the Office of Government Ethics. The Director shall forward a copy of the report of each nominee to the congressional committee considering the nomination.

(d) Reports required to be filed under this title by the Director of the Office of Government Ethics shall be filed in the Office of Government Ethics and, immediately after being filed, shall be made available to the public in accordance with this title.

(e) Each individual identified in section 101(c) who is a candidate for nomination or election to the Office of President or Vice President shall file the reports required by this title with the Federal Election Commission.

(f) Reports required of members of the uniformed services shall be filed with the Secretary concerned.

(g) Each supervising ethics office shall develop and make available forms for reporting the information required by this title.

(h)(1) The reports required under this title shall be filed by a reporting individual with—

(A)(i)(I) the Clerk of the House of Representatives, in the case of a Representative in Congress, a Delegate to Congress, the Resident Commissioner from Puerto Rico, an officer or employee of the Congress whose compensation is disbursed by the Chief Administrative Officer of the House of Representatives, an officer or employee of the Architect of the Capitol, United States Capitol Police, the United States Botanic Garden, the Congressional Budget Office, the Government Printing Office, the Library of Congress, or the Copyright Royalty Tribunal (including any individual terminating service, under section 101(e), in any office or position referred to in this subclause), or an individual described in section 101(c) who is a candidate for nomination or election as a Representative in Congress.
Congress, a Delegate to Congress, or the Resident Commissioner from Puerto Rico; and

(II) the Secretary of the Senate, in the case of a Senator, an officer or employee of the Congress whose compensation is disbursed by the Secretary of the Senate, an officer or employee of the Government Accountability Office, the Office of Technology Assessment, or the Office of the Attending Physician (including any individual terminating service, under section 101(e), in any office or position referred to in this subclause), or an individual described in section 101(c) who is a candidate for nomination or election as a Senator; and

(ii) in the case of an officer or employee of the Congress as described under section 101(f)(10) who is employed by an agency or commission established in the legislative branch after the date of the enactment of the Ethics Reform Act of 1989—

(I) the Secretary of the Senate or the Clerk of the House of Representatives, as the case may be, as designated in the statute establishing such agency or commission; or

(II) if such statute does not designate such committee, the Secretary of the Senate for agencies and commissions established in even numbered calendar years, and the Clerk of the House of Representatives for agencies and commissions established in odd numbered calendar years; and

(B) the Judicial Conference with regard to a judicial officer or employee described under paragraphs (11) and (12) of section 101(f) (including individuals terminating service in such office or position under section 101(e) or immediately preceding service in such office or position).

(2) The date any report is received (and the date of receipt of any supplemental report) shall be noted on such report by such committee.

(i)(1) A copy of each report filed under this title by a Member or an individual who is a candidate for the office of Member shall be sent by the Clerk of the House of Representatives or Secretary of the Senate, as the case may be, to the appropriate State officer designated under section 316(a) of the Federal Election Campaign Act of 1971 of the State represented by the Member or in which the individual is a candidate, as the case may be, within the 30-day period beginning on the day the report is filed with the Clerk or Secretary.
(2) The requirements of paragraph (1) do not apply to any report filed under this title which is filed electronically and for which there is online public access, in accordance with the systems developed by the Secretary and Sergeant at Arms of the Senate and the Clerk of the House of Representatives under section 8(b) of the Stop Trading on Congressional Knowledge Act of 2012.

(j)(1) A copy of each report filed under this title with the Clerk of the House of Representatives shall be sent by the Clerk to the Committee on Standards of Official Conduct of the House of Representatives within the 7-day period beginning on the day the report is filed.

(2) A copy of each report filed under this title with the Secretary of the Senate shall be sent by the Secretary to the Select Committee on Ethics of the Senate within the 7-day period beginning on the day the report is filed.

(k) In carrying out their responsibilities under this title with respect to candidates for office, the Clerk of the House of Representatives and the Secretary of the Senate shall avail themselves of the assistance of the Federal Election Commission. The Commission shall make available to the Clerk and the Secretary on a regular basis a complete list of names and addresses of all candidates registered with the Commission, and shall cooperate and coordinate its candidate information and notification program with the Clerk and the Secretary to the greatest extent possible.

(l) Not later than 30 days after receiving notification of any transaction required to be reported under section 102(a)(5)(B), but in no case later than 45 days after such transaction, the following persons, if required to file a report under any subsection of section 101, subject to any waivers and exclusions, shall file a report of the transaction:

(1) The President.

(2) The Vice President.

(3) Each officer or employee in the executive branch, including a special Government employee as defined in section 202 of title 18, United States Code, who occupies a position classified above GS–15 of the General Schedule or, in the case of positions not under the General Schedule, for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule; each member of a uniformed service whose pay grade is at or in excess of O–7 under section 201 of title 37, United States Code; and each officer or employee in any other position determined by the Director of the Office of Government Ethics to be of equal classification.
(4) Each employee appointed pursuant to section 3105 of title 5, United States Code.

(5) Any employee not described in paragraph (3) who is in a position in the executive branch which is excepted from the competitive service by reason of being of a confidential or policymaking character, except that the Director of the Office of Government Ethics may, by regulation, exclude from the application of this paragraph any individual, or group of individuals, who are in such positions, but only in cases in which the Director determines such exclusion would not affect adversely the integrity of the Government or the public's confidence in the integrity of the Government.

(6) The Postmaster General, the Deputy Postmaster General, each Governor of the Board of Governors of the United States Postal Service and each officer or employee of the United States Postal Service or Postal Regulatory Commission who occupies a position for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule.

(7) The Director of the Office of Government Ethics and each designated agency ethics official.

(8) Any civilian employee not described in paragraph (3), employed in the Executive Office of the President (other than a special government employee) who holds a commission of appointment from the President.

(9) A Member of Congress, as defined under section 109(12).

(10) An officer or employee of the Congress, as defined under section 109(13).


§104. Failure to file or filing false reports

(a)(1) The Attorney General may bring a civil action in any appropriate United States district court against any individual who knowingly and willfully falsifies or who knowingly and willfully fails to file or report any information that such individual is required to report pursuant to section 102. The court in which such
action is brought may assess against such individual a civil penalty in any amount, not to exceed $50,000.

(2)(A) It shall be unlawful for any person to knowingly and willfully—

(i) falsify any information that such person is required to report under section 102; and

(ii) fail to file or report any information that such person is required to report under section 102.

(B) Any person who—

(i) violates subparagraph (A)(i) shall be fined under title 18, United States Code, imprisoned for not more than 1 year, or both; and

(ii) violates subparagraph (A)(ii) shall be fined under title 18, United States Code.

(b) The head of each agency, each Secretary concerned, the Director of the Office of Government Ethics, each congressional ethics committee, or the Judicial Conference, as the case may be, shall refer to the Attorney General the name of any individual which such official or committee has reasonable cause to believe has willfully failed to file a report or has willfully falsified or willfully failed to file information required to be reported. Whenever the Judicial Conference refers a name to the Attorney General under this subsection, the Judicial Conference also shall notify the judicial council of the circuit in which the named individual serves of the referral.

(c) The President, the Vice President, the Secretary concerned, the head of each agency, the Office of Personnel Management, a congressional ethics committee, and the Judicial Conference, may take any appropriate personnel or other action in accordance with applicable law or regulation against any individual failing to file a report or falsifying or failing to report information required to be reported.

(d)(1) Any individual who files a report required to be filed under this title more than 30 days after the later of—

(A) the date such report is required to be filed pursuant to the provisions of this title and the rules and regulations promulgated thereunder; or
(B) if a filing extension is granted to such individual under section 101(g), the last day of the filing extension period,

shall, at the direction of and pursuant to regulations issued by the supervising ethics office, pay a filing fee of $200. All such fees shall be deposited in the miscellaneous receipts of the Treasury. The authority under this paragraph to direct the payment of a filing fee may be delegated by the supervising ethics office in the executive branch to other agencies in the executive branch.

(2) The supervising ethics office may waive the filing fee under this subsection in extraordinary circumstances.


§105. Custody of and public access to reports

(a) Each agency, each supervising ethics office in the executive or judicial branch, the Clerk of the House of Representatives, and the Secretary of the Senate shall make available to the public, in accordance with subsection (b), each report filed under this title with such agency or office or with the Clerk or the Secretary of the Senate, except that—

(1) this section does not require public availability of a report filed by any individual in the Office of the Director of National Intelligence, the Central Intelligence Agency, the Defense Intelligence Agency, the National Geospatial-Intelligence Agency, or the National Security Agency, or any individual engaged in intelligence activities in any agency of the United States, if the President finds or has found that, due to the nature of the office or position occupied by such individual, public disclosure of such report would, be revealing the identity of the individual or other sensitive information, compromise the national interest of the United States; and such individuals may be authorized, notwithstanding section 104(a), to file such additional reports as are necessary to protect their identity from public disclosure if the President first finds or has found that such filing is necessary in the national interest; and

(2) any report filed by an independent counsel whose identity has not been disclosed by the division of the court under chapter 40 of title 28, United States Code, and any report filed by any person appointed by that independent counsel under such chapter, shall not be made available to the public under this title.
(b)(1) Except as provided in the second sentence of this subsection, each agency, each supervising ethics office in the executive or judicial branch, the Clerk of the House of Representatives, and the Secretary of the Senate shall, within thirty days after any report is received under this title by such agency or office or by the Clerk or the Secretary of the Senate, as the case may be, permit inspection of such report by or furnish a copy of such report to any person requesting such inspection or copy. With respect to any report required to be filed by May 15 of any year, such report shall be made available for public inspection within 30 calendar days after May 15 of such year or within 30 days of the date of filing of such a report for which an extension is granted pursuant to section 101(g). The agency, office, Clerk, or Secretary of the Senate, as the case may be, may require a reasonable fee to be paid in any amount which is found necessary to recover the cost of reproduction or mailing of such report excluding any salary of any employee involved in such reproduction or mailing. A copy of such report may be furnished without charge or at a reduced charge if it is determined that waiver or reduction of the fee is in the public interest.

(2) Notwithstanding paragraph (1), a report may not be made available under this section to any person nor may any copy thereof be provided under this section to any person except upon a written application by such person stating—

(A) that person's name, occupation and address;

(B) the name and address of any other person or organization on whose behalf the inspection or copy is requested; and

(C) that such person is aware of the prohibitions on the obtaining or use of the report.

Any such application shall be made available to the public throughout the period during which the report is made available to the public.

(3)(A) This section does not require the immediate and unconditional availability of reports filed by an individual described in section 109(8) or 109(10) of this Act if a finding is made by the Judicial Conference, in consultation with United States Marshals Service, that revealing personal and sensitive information could endanger that individual or a family member of that individual.

(B) A report may be redacted pursuant to this paragraph only—
(i) to the extent necessary to protect the individual who filed the report or a family member of that individual; and

(ii) for as long as the danger to such individual exists.

(C) The Administrative Office of the United States Courts shall submit to the Committees on the Judiciary of the House of Representatives and of the Senate and the Senate Committee on Homeland Security and Governmental Affairs and the House Committee on Oversight and Government Reform an annual report with respect to the operation of this paragraph including—

(i) the total number of reports redacted pursuant to this paragraph;

(ii) the total number of individuals whose reports have been redacted pursuant to this paragraph;

(iii) the types of threats against individuals whose reports are redacted, if appropriate;

(iv) the nature or type of information redacted;

(v) what steps or procedures are in place to ensure that sufficient information is available to litigants to determine if there is a conflict of interest;

(vi) principles used to guide implementation of redaction authority; and

(vii) any public complaints received relating to redaction.

(D) The Judicial Conference, in consultation with the Department of Justice, shall issue regulations setting forth the circumstances under which redaction is appropriate under this paragraph and the procedures for redaction.

(E) This paragraph shall expire on December 31, 2017, and apply to filings through calendar year 2017.

(c)(1) It shall be unlawful for any person to obtain or use a report—

(A) for any unlawful purpose;

(B) for any commercial purpose, other than by news and communications media for dissemination to the general public;
(C) for determining or establishing the credit rating of any individual; or

(D) for use, directly or indirectly, in the solicitation of money for any political, charitable, or other purpose.

(2) The Attorney General may bring a civil action against any person who obtains or uses a report for any purpose prohibited in paragraph (1) of this subsection. The court in which such action is brought may assess against such person a penalty in any amount not to exceed $10,000. Such remedy shall be in addition to any other remedy available under statutory or common law.

(d)(1) Any report filed with or transmitted to an agency or supervising ethics office or to the Clerk of the House of Representatives or the Secretary of the Senate pursuant to this title shall be retained by such agency or office or by the Clerk of the House of Representatives or the Secretary of the Senate, as the case may be.

(2) Such report shall be made available to the public—

(A) in the case of a Member of Congress until a date that is 6 years from the date the individual ceases to be a Member of Congress; and

(B) in the case of all other reports filed pursuant to this title, for a period of 6 years after receipt of the report.

(3) After the relevant time period identified under paragraph (2), the report shall be destroyed unless needed in an ongoing investigation, except that in the case of an individual who filed the report pursuant to section 101(b) and was not subsequently confirmed by the Senate, or who filed the report pursuant to section 101(c) and was not subsequently elected, such reports shall be destroyed 1 year after the individual either is no longer under consideration by the Senate or is no longer a candidate for nomination or election to the Office of President, Vice President, or as a Member of Congress, unless needed in an ongoing investigation or inquiry.

§106. Review of reports

(a)(1) Each designated agency ethics official or Secretary concerned shall make provisions to ensure that each report filed with him under this title is reviewed within sixty days after the date of such filing, except that the Director of the Office of Government Ethics shall review only those reports required to be transmitted to him under this title within sixty days after the date of transmittal.

(2) Each congressional ethics committee and the Judicial Conference shall make provisions to ensure that each report filed under this title is reviewed within sixty days after the date of such filing.

(b)(1) If after reviewing any report under subsection (a), the Director of the Office of Government Ethics, the Secretary concerned, the designated agency ethics official, a person designated by the congressional ethics committee, or a person designated by the Judicial Conference, as the case may be, is of the opinion that on the basis of information contained in such report the individual submitting such report is in compliance with applicable laws and regulations, he shall state such opinion on the report, and shall sign such report.

(2) If the Director of the Office of Government Ethics, the Secretary concerned, the designated agency ethics official, a person designated by the congressional ethics committee, or a person designated by the Judicial Conference, after reviewing any report under subsection (a)—

(A) believes additional information is required to be submitted, he shall notify the individual submitting such report what additional information is required and the time by which it must be submitted, or

(B) is of the opinion, on the basis of information submitted, that the individual is not in compliance with applicable laws and regulations, he shall notify the individual, afford a reasonable opportunity for a written or oral response, and after consideration of such response, reach an opinion as to whether or not, on the basis of information submitted, the individual is in compliance with such laws and regulations.
(3) If the Director of the Office of Government Ethics, the Secretary concerned, the designated agency ethics official, a person designated by a congressional ethics committee, or a person designated by the Judicial Conference, reaches an opinion under paragraph (2)(B) that an individual is not in compliance with applicable laws and regulations, the official or committee shall notify the individual of that opinion and, after an opportunity for personal consultation (if practicable), determine and notify the individual of which steps, if any, would in the opinion of such official or committee be appropriate for assuring compliance with such laws and regulations and the date by which such steps should be taken. Such steps may include, as appropriate—

(A) divestiture,

(B) restitution,

(C) the establishment of a blind trust,

(D) request for an exemption under section 208(b) of title 18, United States Code, or

(E) voluntary request for transfer, reassignment, limitation of duties, or resignation.

The use of any such steps shall be in accordance with such rules or regulations as the supervising ethics office may prescribe.

(4) If steps for assuring compliance with applicable laws and regulations are not taken by the date set under paragraph (3) by an individual in a position in the executive branch (other than in the Foreign Service or the uniformed services), appointment to which requires the advice and consent of the Senate, the matter shall be referred to the President for appropriate action.

(5) If steps for assuring compliance with applicable laws and regulations are not taken by the date set under paragraph (3) by a member of the Foreign Service or the uniformed services, the Secretary concerned shall take appropriate action.

(6) If steps for assuring compliance with applicable laws and regulations are not taken by the date set under paragraph (3) by any other officer or employee, the matter shall be referred to the head of the appropriate agency, the congressional ethics committee, or the Judicial Conference, for appropriate action; except that in the case of the Postmaster General or Deputy Postmaster General, the Director of the Office of Government Ethics shall recommend to the Governors of the Board of Governors of the United States Postal Service the action to be taken.
(7) Each supervising ethics office may render advisory opinions interpreting this title within its respective jurisdiction. Notwithstanding any other provision of law, the individual to whom a public advisory opinion is rendered in accordance with this paragraph, and any other individual covered by this title who is involved in a fact situation which is indistinguishable in all material aspects, and who acts in good faith in accordance with the provisions and findings of such advisory opinion shall not, as a result of such act, be subject to any penalty or sanction provided by this title.


§107. Confidential reports and other additional requirements

(a)(1) Each supervising ethics office may require officers and employees under its jurisdiction (including special Government employees as defined in section 202 of title 18, United States Code) to file confidential financial disclosure reports, in such form as the supervising ethics office may prescribe. The information required to be reported under this subsection by the officers and employees of any department or agency shall be set forth in rules or regulations prescribed by the supervising ethics office, and may be less extensive than otherwise required by this title, or more extensive when determined by the supervising ethics office to be necessary and appropriate in light of sections 202 through 209 of title 18, United States Code, regulations promulgated thereunder, or the authorized activities of such officers or employees. Any individual required to file a report pursuant to section 101 shall not be required to file a confidential report pursuant to this subsection, except with respect to information which is more extensive than information otherwise required by this title. Subsections (a), (b), and (d) of section 105 shall not apply with respect to any such report.

(2) Any information required to be provided by an individual under this subsection shall be confidential and shall not be disclosed to the public.

(3) Nothing in this subsection exempts any individual otherwise covered by the requirement to file a public financial disclosure report under this title from such requirement.

(b) The provisions of this title requiring the reporting of information shall supersede any general requirement under any other provision of law or regulation with respect to the reporting of information required for purposes of preventing conflicts of interest or apparent conflicts of interest. Such provisions of this title shall not supersede the requirements of section 7342 of title 5, United States Code.
(c) Nothing in this Act requiring reporting of information shall be deemed to authorize the receipt of income, gifts, or reimbursements; the holding of assets, liabilities, or positions; or the participation in transactions that are prohibited by law, Executive order, rule, or regulation.


§108. Authority of Comptroller General

(a) The Comptroller General shall have access to financial disclosure reports filed under this title for the purposes of carrying out his statutory responsibilities.

(b) No later than December 31, 1992, and regularly thereafter, the Comptroller General shall conduct a study to determine whether the provisions of this title are being carried out effectively.


§109. Definitions

For the purposes of this title, the term—

(1) “congressional ethics committees” means the Select Committee on Ethics of the Senate and the Committee on Standards of Official Conduct of the House of Representatives;

(2) “dependent child” means, when used with respect to any reporting individual, any individual who is a son, daughter, stepson, or stepdaughter and who—

(A) is unmarried and under age 21 and is living in the household of such reporting individual; or

(B) is a dependent of such reporting individual within the meaning of section 152 of the Internal Revenue Code of 1986 [26 U.S.C. 152];

(3) “designated agency ethics official” means an officer or employee who is designated to administer the provisions of this title within an agency;
(4) “executive branch” includes each Executive agency (as defined in section 105 of title 5, United States Code), other than the Government Accountability Office, and any other entity or administrative unit in the executive branch;

(5) “gift” means a payment, advance, forbearance, rendering, or deposit of money, or any thing of value, unless consideration of equal or greater value is received by the donor, but does not include—

(A) bequest and other forms of inheritance;

(B) suitable mementos of a function honoring the reporting individual;

(C) food, lodging, transportation, and entertainment provided by a foreign government within a foreign country or by the United States Government, the District of Columbia, or a State or local government or political subdivision thereof;

(D) food and beverages which are not consumed in connection with a gift of overnight lodging;

(E) communications to the offices of a reporting individual, including subscriptions to newspapers and periodicals; or

(F) consumable products provided by home-State businesses to the offices of a reporting individual who is an elected official, if those products are intended for consumption by persons other than such reporting individual;

(6) “honoraria” has the meaning given such term in section 505 of this Act;

(7) “income” means all income from whatever source derived, including but not limited to the following items: compensation for services, including fees, commissions, and similar items; gross income derived from business (and net income if the individual elects to include it); gains derived from dealings in property; interest; rents; royalties; dividends; annuities; income from life insurance and endowment contracts; pensions; income from discharge of indebtedness; distributive share of partnership income; and income from an interest in an estate or trust;

(8) “judicial employee” means any employee of the judicial branch of the Government, of the United States Sentencing Commission, of the Tax Court, of the Court of Federal Claims, of the Court of Appeals for Veterans Claims, or of the United States Court of Appeals for the Armed Forces, who is not a judicial officer and who is authorized to perform adjudicatory functions with respect to
proceedings in the judicial branch, or who occupies a position for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule;

(9) “Judicial Conference” means the Judicial Conference of the United States;

(10) “judicial officer” means the Chief Justice of the United States, the Associate Justices of the Supreme Court, and the judges of the United States courts of appeals, United States district courts, including the district courts in Guam, the Northern Mariana Islands, and the Virgin Islands, Court of Appeals for the Federal Circuit, Court of International Trade, Tax Court, Court of Federal Claims, Court of Appeals for Veterans Claims, United States Court of Appeals for the Armed Forces, and any court created by Act of Congress, the judges of which are entitled to hold office during good behavior;

(11) “legislative branch” includes—

(A) the Architect of the Capitol;

(B) the Botanic Gardens;

(C) the Congressional Budget Office;

(D) the Government Accountability Office;

(E) the Government Printing Office;

(F) the Library of Congress;

(G) the United States Capitol Police;

(H) the Office of Technology Assessment; and

(I) any other agency, entity, office, or commission established in the legislative branch;

(12) “Member of Congress” means a United States Senator, a Representative in Congress, a Delegate to Congress, or the Resident Commissioner from Puerto Rico;

(13) “officer or employee of the Congress” means—
(A) any individual described under subparagraph (B), other than a Member of Congress or the Vice President, whose compensation is disbursed by the Secretary of the Senate or the Chief Administrative Officer of the House of Representatives;

(B)(i) each officer or employee of the legislative branch (except any officer or employee of the Government Accountability Office) who, for at least 60 days, occupies a position for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule;

(ii) each officer or employee of the Government Accountability Office who, for at least 60 consecutive days, occupies a position for which the rate of basic pay, minus the amount of locality pay that would have been authorized under section 5304 of title 5, United States Code (had the officer or employee been paid under the General Schedule) for the locality within which the position of such officer or employee is located (as determined by the Comptroller General), is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule; and

(iii) at least one principal assistant designated for purposes of this paragraph by each Member who does not have an employee who occupies a position for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule;

(14) “personal hospitality of any individual” means hospitality extended for a nonbusiness purpose by an individual, not a corporation or organization, at the personal residence of that individual or his family or on property or facilities owned by that individual or his family;

(15) “reimbursement” means any payment or other thing of value received by the reporting individual, other than gifts, to cover travel-related expenses of such individual other than those which are—

(A) provided by the United States Government, the District of Columbia, or a State or local government or political subdivision thereof;

(B) required to be reported by the reporting individual under section 7342 of title 5, United States Code; or

(C) required to be reported under section 304 of the Federal Election Campaign Act of 1971 (2 U.S.C. 434);
(16) “relative” means an individual who is related to the reporting individual, as father, mother, son, daughter, brother, sister, uncle, aunt, great aunt, great uncle, first cousin, nephew, niece, husband, wife, grandfather, grandmother, grandson, granddaughter, father-in-law, mother-in-law, son-in-law, daughter-in-law, brother-in-law, sister-in-law, stepfather, stepmother, stepson, stepdaughter, stepbrother, stepsister, half brother, half sister, or who is the grandfather or grandmother of the spouse of the reporting individual, and shall be deemed to include the fiance or fiancee of the reporting individual;

(17) “Secretary concerned” has the meaning set forth in section 101(a)(9) of title 10, United States Code, and, in addition, means—

(A) the Secretary of Commerce, with respect to matters concerning the National Oceanic and Atmospheric Administration;

(B) the Secretary of Health and Human Services, with respect to matters concerning the Public Health Service; and

(C) the Secretary of State, with respect to matters concerning the Foreign Service;

(18) “supervising ethics office” means—

(A) the Select Committee on Ethics of the Senate, for Senators, officers and employees of the Senate, and other officers or employees of the legislative branch required to file financial disclosure reports with the Secretary of the Senate pursuant to section 103(h) of this title;

(B) the Committee on Standards of Official Conduct of the House of Representatives, for Members, officers and employees of the House of Representatives and other officers or employees of the legislative branch required to file financial disclosure reports with the Clerk of the House of Representatives pursuant to section 103(h) of this title;

(C) the Judicial Conference for judicial officers and judicial employees; and

(D) the Office of Government Ethics for all executive branch officers and employees; and
(19) “value” means a good faith estimate of the dollar value if the exact value is neither known nor easily obtainable by the reporting individual.


§110. Notice of actions taken to comply with ethics agreements

(a) In any case in which an individual agrees with that individual’s designated agency ethics official, the Office of Government Ethics, a Senate confirmation committee, a congressional ethics committee, or the Judicial Conference, to take any action to comply with this Act or any other law or regulation governing conflicts of interest of, or establishing standards of conduct applicable with respect to, officers or employees of the Government, that individual shall notify in writing the designated agency ethics official, the Office of Government Ethics, the appropriate committee of the Senate, the congressional ethics committee, or the Judicial Conference, as the case may be, of any action taken by the individual pursuant to that agreement. Such notification shall be made not later than the date specified in the agreement by which action by the individual must be taken, or not later than three months after the date of the agreement, if no date for action is so specified.

(b) If an agreement described in subsection (a) requires that the individual recuse himself or herself from particular categories of agency or other official action, the individual shall reduce to writing those subjects regarding which the recusal agreement will apply and the process by which it will be determined whether the individual must recuse himself or herself in a specific instance. An individual shall be considered to have complied with the requirements of subsection (a) with respect to such recusal agreement if such individual files a copy of the document setting forth the information described in the preceding sentence with such individual’s designated agency ethics official or the appropriate supervising ethics office within the time prescribed in the last sentence of subsection (a).

§111. Administration of provisions

The provisions of this title shall be administered by—

(1) the Director of the Office of Government Ethics, the designated agency ethics official, or the Secretary concerned, as appropriate, with regard to officers and employees described in paragraphs (1) through (8) of section 101(f);

(2) the Select Committee on Ethics of the Senate and the Committee on Standards of Official Conduct of the House of Representatives, as appropriate, with regard to officers and employees described in paragraphs (9) and (10) of section 101(f); and

(3) the Judicial Conference in the case of an officer or employee described in paragraphs (11) and (12) of section 101(f).

The Judicial Conference may delegate any authority it has under this title to an ethics committee established by the Judicial Conference.


TITLE IV—OFFICE OF GOVERNMENT ETHICS

§401. Establishment; appointment of Director

(a) There is established an executive agency to be known as the Office of Government Ethics.

(b) There shall be at the head of the Office of Government Ethics a Director (hereinafter referred to as the “Director”), who shall be appointed by the President, by and with the advice and consent of the Senate. Effective with respect to any individual appointed or reappointed by the President as Director on or after October 1, 1983, the term of service of the Director shall be five years.

(c) The Director may—

(1) appoint officers and employees, including attorneys, in accordance with chapter 51 and subchapter III of chapter 53 of title 5, United States Code; and

(2) contract for financial and administrative services (including those related to budget and accounting, financial reporting, personnel, and procurement) with
the General Services Administration, or such other Federal agency as the Director
determines appropriate, for which payment shall be made in advance, or by
reimbursement, from funds of the Office of Government Ethics in such amounts
as may be agreed upon by the Director and the head of the agency providing such
services.

Contract authority under paragraph (2) shall be effective for any fiscal year only
to the extent that appropriations are available for that purpose.


§402. Authority and functions

(a) The Director shall provide, in consultation with the Office of Personnel
Management, overall direction of executive branch policies related to preventing
conflicts of interest on the part of officers and employees of any executive agency,
as defined in section 105 of title 5, United States Code.

(b) The responsibilities of the Director shall include—

(1) developing, in consultation with the Attorney General and the Office of
Personnel Management, rules and regulations to be promulgated by the
President or the Director pertaining to conflicts of interest and ethics in the
executive branch, including rules and regulations establishing procedures for the
filing, review, and public availability of financial statements filed by officers and
employees in the executive branch as required by title II of this Act;

(2) developing, in consultation with the Attorney General and the Office of
Personnel Management, rules and regulations to be promulgated by the
President or the Director pertaining to the identification and resolution of
conflicts of interest;

(3) monitoring and investigating compliance with the public financial disclosure
requirements of title II of this Act by officers and employees of the executive
branch and executive agency officials responsible for receiving, reviewing, and
making available financial statements filed pursuant to such title;

(4) conducting a review of financial statements to determine whether such
statements reveal possible violations of applicable conflict of interest laws or
regulations and recommending appropriate action to correct any conflict of
interest or ethical problems revealed by such review;
(5) monitoring and investigating individual and agency compliance with any additional financial reporting and internal review requirements established by law for the executive branch;

(6) interpreting rules and regulations issued by the President or the Director governing conflict of interest and ethical problems and the filing of financial statements;

(7) consulting, when requested, with agency ethics counselors and other responsible officials regarding the resolution of conflict of interest problems in individual cases;

(8) establishing a formal advisory opinion service whereby advisory opinions are rendered on matters of general applicability or on important matters of first impression after, to the extent practicable, providing interested parties with an opportunity to transmit written comments with respect to the request for such advisory opinion, and whereby such advisory opinions are compiled, published, and made available to agency ethics counselors and the public;

(9) ordering corrective action on the part of agencies and employees which the Director deems necessary;

(10) requiring such reports from executive agencies as the Director deems necessary;

(11) assisting the Attorney General in evaluating the effectiveness of the conflict of interest laws and in recommending appropriate amendments;

(12) evaluating, with the assistance of the Attorney General and the Office of Personnel Management, the need for changes in rules and regulations issued by the Director and the agencies regarding conflict of interest and ethical problems, with a view toward making such rules and regulations consistent with and an effective supplement to the conflict of interest laws;

(13) cooperating with the Attorney General in developing an effective system for reporting allegations of violations of the conflict of interest laws to the Attorney General, as required by section 535 of title 28, United States Code;

(14) providing information on and promoting understanding of ethical standards in executive agencies; and

(15) developing, in consultation with the Office of Personnel Management, and promulgating such rules and regulations as the Director determines necessary or desirable with respect to the evaluation of any item required to be reported by title II of this Act.
(c) In the development of policies, rules, regulations, procedures, and forms to be recommended, authorized, or prescribed by him, the Director shall consult when appropriate with the executive agencies affected and with the Attorney General.

(d)(1) The Director shall, by the exercise of any authority otherwise available to the Director under this title, ensure that each executive agency has established written procedures relating to how the agency is to collect, review, evaluate, and, if applicable, make publicly available, financial disclosure statements filed by any of its officers or employees.

(2) In carrying out paragraph (1), the Director shall ensure that each agency's procedures are in conformance with all applicable requirements, whether established by law, rule, regulation, or Executive order.

(e) In carrying out subsection (b)(10), the Director shall prescribe regulations under which—

(1) each executive agency shall be required to submit to the Office an annual report containing—

(A) a description and evaluation of the agency's ethics program, including any educational, counseling, or other services provided to officers and employees, in effect during the period covered by the report; and

(B) the position title and duties of—

(i) each official who was designated by the agency head to have primary responsibility for the administration, coordination, and management of the agency's ethics program during any portion of the period covered by the report; and

(ii) each officer or employee who was designated to serve as an alternate to the official having primary responsibility during any portion of such period; and

(C) any other information that the Director may require in order to carry out the responsibilities of the Director under this title; and

(2) each executive agency shall be required to inform the Director upon referral of any alleged violation of Federal conflict of interest law to the Attorney General.
pursuant to section 535 of title 28, United States Code, except that nothing under this paragraph shall require any notification or disclosure which would otherwise be prohibited by law.

(f)(1) In carrying out subsection (b)(9) with respect to executive agencies, the Director—

(A) may—

(i) order specific corrective action on the part of an agency based on the failure of such agency to establish a system for the collection, filing, review, and, when applicable, public inspection of financial disclosure statements, in accordance with applicable requirements, or to modify an existing system in order to meet applicable requirements; or

(ii) order specific corrective action involving the establishment or modification of an agency ethics program (other than with respect to any matter under clause (i)) in accordance with applicable requirements; and

(B) shall, if an agency has not complied with an order under subparagraph (A) within a reasonable period of time, notify the President and the Congress of the agency's noncompliance in writing (including, with the notification, any written comments which the agency may provide).

(2)(A) In carrying out subsection (b)(9) with respect to individual officers and employees—

(i) the Director may make such recommendations and provide such advice to such officers and employees as the Director considers necessary to ensure compliance with rules, regulations, and Executive orders relating to conflicts of interest or standards of conduct;

(ii) if the Director has reason to believe that an officer or employee is violating, or has violated, any rule, regulation, or Executive order relating to conflicts of interest or standards of conduct, the Director—

(I) may recommend to the head of the officer's or employee's agency that such agency head investigate the possible violation and, if the agency head finds such a violation, that such agency head take any appropriate disciplinary action (such as
reprimand, suspension, demotion, or dismissal) against the officer or employee, except that, if the officer or employee involved is the agency head, any such recommendation shall instead be submitted to the President; and

(II) shall notify the President in writing if the Director determines that the head of an agency has not conducted an investigation pursuant to subclause (I) within a reasonable time after the Director recommends such action;

(iii) if the Director finds that an officer or employee is violating any rule, regulation, or Executive order relating to conflicts of interest or standards of conduct, the Director—

(I) may order the officer or employee to take specific action (such as divestiture, recusal, or the establishment of a blind trust) to end such violation; and

(II) shall, if the officer or employee has not complied with the order under subclause (I) within a reasonable period of time, notify, in writing, the head of the officer's or employee's agency of the officer's or employee's noncompliance, except that, if the officer or employee involved is the agency head, the notification shall instead be submitted to the President; and

(iv) if the Director finds that an officer or employee is violating, or has violated, any rule, regulation, or Executive order relating to conflicts of interest or standards of conduct, the Director—

(I) may recommend to the head of the officer's or employee's agency that appropriate disciplinary action (such as reprimand, suspension, demotion, or dismissal) be brought against the officer or employee, except that if the officer or employee involved is the agency head, any such recommendations shall instead be submitted to the President; and

(II) may notify the President in writing if the Director determines that the head of an agency has not taken appropriate disciplinary action within a reasonable period of time after the Director recommends such action.

(B)(i) In order to carry out the Director's duties and responsibilities under subparagraph (A)(iii) or (iv) with respect to individual officers and employees, the Director may conduct investigations and make findings concerning possible violations of any rule, regulation, or Executive order relating to conflicts of
interest or standards of conduct applicable to officers and employees of the executive branch.

(ii)(I) Subject to clause (iv) of this subparagraph, before any finding is made under subparagraphs (A)(iii) or (iv), the officer or employee involved shall be afforded notification of the alleged violation, and an opportunity to comment, either orally or in writing, on the alleged violation.

(II) The Director shall, in accordance with section 553 of title 5, United States Code, establish procedures for such notification and comment.

(iii) Subject to clause (iv) of this subparagraph, before any action is ordered under subparagraph (A)(iii), the officer or employee involved shall be afforded an opportunity for a hearing, if requested by such officer or employee, except that any such hearing shall be conducted on the record.

(iv) The procedures described in clauses (ii) and (iii) of this subparagraph do not apply to findings or orders for action made to obtain compliance with the financial disclosure requirements in title 2 of this Act. For those findings and orders, the procedures in section 206 of this Act shall apply.

(3) The Director shall send a copy of any order under paragraph (2)(A)(iii) to—

(A) the officer or employee who is the subject of such order; and

(B) the head of officer's or employee's agency or, if such officer or employee is the agency head, to the President.

(4) For purposes of paragraphs (2)(A)(ii), (iii), (iv), and (3)(B), in the case of an officer or employee within an agency which is headed by a board, committee, or other group of individuals (rather than by a single individual), any notification, recommendation, or other matter which would otherwise be sent to an agency head shall instead be sent to the officer's or employee's appointing authority.

(5) Nothing in this title shall be considered to allow the Director (or any designee) to make any finding that a provision of title 18, United States Code, or any criminal law of the United States outside of such title, has been or is being violated.

(6) Notwithstanding any other provision of law, no record developed pursuant to the authority of this section concerning an investigation of an individual for a violation of any rule, regulation, or Executive order relating to a conflict of interest shall be made available pursuant to section 552(a)(3) of title 5, United States Code.
States Code, unless the request for such information identifies the individual to whom such records relate and the subject matter of any alleged violation to which such records relate, except that nothing in this subsection shall affect the application of the provisions of section 552(b) of title 5, United States Code, to any record so identified.


§403. Administrative provisions

(a) Upon the request of the Director, each executive agency is directed to—

(1) make its services, personnel, and facilities available to the Director to the greatest practicable extent for the performance of functions under this Act; and

(2) except when prohibited by law, furnish to the Director all information and records in its possession which the Director may determine to be necessary for the performance of his duties.

The authority of the Director under this section includes the authority to request assistance from the inspector general of an agency in conducting investigations pursuant to the Office of Government Ethics responsibilities under this Act. The head of any agency may detail such personnel and furnish such services, with or without reimbursement, as the Director may request to carry out the provisions of this Act.

(b)(1) The Director is authorized to accept and utilize on behalf of the United States, any gift, donation, bequest, or devise of money, use of facilities, personal property, or services for the purpose of aiding or facilitating the work of the Office of Government Ethics.

(2) No gift may be accepted—

(A) that attaches conditions inconsistent with applicable laws or regulations; or

(B) that is conditioned upon or will require the expenditure of appropriated funds that are not available to the Office of Government Ethics.
(3) The Director shall establish written rules setting forth the criteria to be used in determining whether the acceptance of contributions of money, services, use of facilities, or personal property under this subsection would reflect unfavorably upon the ability of the Office of Government Ethics, or any employee of such Office, to carry out its responsibilities or official duties in a fair and objective manner, or would compromise the integrity or the appearance of the integrity of its programs or any official involved in those programs.


§404. Rules and regulations

In promulgating rules and regulations pertaining to financial disclosure, conflict of interest, and ethics in the executive branch, the Director shall issue rules and regulations in accordance with chapter 5 of title 5, United States Code. Any person may seek judicial review of any such rule or regulation.


§405. Authorization of appropriations

There are authorized to be appropriated to carry out this title such sums as may be necessary for fiscal year 2007


§406. Omitted

Codification


§407. Annual pay of Director

[Section amended sections 5314 and 5316 of Title 5, Government Organization and Employees.]
§408. Reports to Congress

The Director shall, no later than April 30 of each year in which the second session of a Congress begins, submit to the Congress a report containing—

(1) a summary of the actions taken by the Director during a 2-year period ending on December 31 of the preceding year in order to carry out the Director's functions and responsibilities under this title; and

(2) such other information as the Director may consider appropriate.

§501. Outside earned income limitation

(a) Outside Earned Income Limitation.—

(1) Except as provided by paragraph (2), a Member or an officer or employee who is a noncareer officer or employee and who occupies a position classified above GS–15 of the General Schedule or, in the case of positions not under the General Schedule, for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule, may not in any calendar year have outside earned income attributable to such calendar year which exceeds 15 percent of the annual rate of basic pay for level II of the Executive Schedule under section 5313 of title 5, United States Code, as of January 1 of such calendar year.

(2) In the case of any individual who during a calendar year becomes a Member or an officer or employee who is a noncareer officer or employee and who occupies a position classified above GS–15 of the General Schedule or, in the case of positions not under the General Schedule, for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule, such individual may not have outside earned income attributable to the portion of that calendar year which occurs after such individual becomes a Member or such an officer or employee which exceeds 15 percent of the annual rate of basic pay for level II of the Executive Schedule under section 5313 of title 5, United States Code, as of January 1 of such calendar year multiplied by a fraction the numerator of which is the number of days such
individual is a Member or such officer or employee during such calendar year and the denominator of which is 365.

(b) Honoraria Prohibition.—An individual may not receive any honorarium while that individual is a Member, officer or employee.

(c) Treatment of Charitable Contributions.—Any honorarium which, except for subsection (b), might be paid to a Member, officer or employee, but which is paid instead on behalf of such Member, officer or employee to a charitable organization, shall be deemed not to be received by such Member, officer or employee. No such payment shall exceed $2,000 or be made to a charitable organization from which such individual or a parent, sibling, spouse, child, or dependent relative of such individual derives any financial benefit.


§502. Limitations on outside employment

(a) Limitations.—A Member or an officer or employee who is a noncareer officer or employee and who occupies a position classified above GS–15 of the General Schedule or, in the case of positions not under the General Schedule, for which the rate of basic pay is equal to or greater than 120 percent of the minimum rate of basic pay payable for GS–15 of the General Schedule shall not—

(1) receive compensation for affiliating with or being employed by a firm, partnership, association, corporation, or other entity which provides professional services involving a fiduciary relationship;

(2) permit that Member’s, officer’s, or employee’s name to be used by any such firm, partnership, association, corporation, or other entity;

(3) receive compensation for practicing a profession which involves a fiduciary relationship;

(4) serve for compensation as an officer or member of the board of any association, corporation, or other entity; or

(5) receive compensation for teaching, without the prior notification and approval of the appropriate entity referred to in section 503.
(b) Teaching Compensation of Justices and Judges Retired From Regular Active Service.—For purposes of the limitation under section 501(a), any compensation for teaching approved under subsection (a)(5) of this section shall not be treated as outside earned income—

(1) when received by a justice of the United States retired from regular active service under section 371(b) of title 28, United States Code;

(2) when received by a judge of the United States retired from regular active service under section 371(b) of title 28, United States Code, for teaching performed during any calendar year for which such judge has met the requirements of subsection (f) of section 371 of title 28, United States Code, as certified in accordance with such subsection; or

(3) when received by a justice or judge of the United States retired from regular active service under section 372(a) of title 28, United States Code.


§503. Administration

This title shall be subject to the rules and regulations of—

(1) and administered by—

(A) the Committee on Standards of Official Conduct of the House of Representatives, with respect to Members, officers, and employees of the House of Representatives; and

(B) in the case of Senators and legislative branch officers and employees other than those officers and employees specified in subparagraph (A), the committee to which reports filed by such officers and employees under title I are transmitted under such title, except that the authority of this section may be delegated by such committee with respect to such officers and employees;

(2) the Office of Government Ethics and administered by designated agency ethics officials with respect to officers and employees of the executive branch; and
(3) and administered by the Judicial Conference of the United States (or such other agency as it may designate) with respect to officers and employees of the judicial branch.


§504. Civil Penalties

(a) Civil Action.—The Attorney General may bring a civil action in any appropriate United States district court against any individual who violates any provision of section 501 or 502. The court in which such action is brought may assess against such individual a civil penalty of not more than $10,000 or the amount of compensation, if any, which the individual received for the prohibited conduct, whichever is greater.

(b) Advisory Opinions.—Any entity described in section 503 may render advisory opinions interpreting this title, in writing, to individuals covered by this title. Any individual to whom such an advisory opinion is rendered and any other individual covered by this title who is involved in a fact situation which is indistinguishable in all material aspects, and who, after the issuance of such advisory opinion, acts in good faith in accordance with its provisions and findings shall not, as a result of such actions, be subject to any sanction under subsection (a).


§505. Definitions

For purposes of this title:

(1) The term “Member” means a Senator in, a Representative in, or a Delegate or Resident Commissioner to, the Congress.

(2) The term “officer or employee” means any officer or employee of the Government except any special Government employee (as defined in section 202 of title 18, United States Code).

(3) The term “honorarium” means a payment of money or any thing of value for an appearance, speech or article (including a series of appearances, speeches, or articles if the subject matter is directly related to the individual’s official duties or the payment is made because of the individual’s status with the Government) by a Member, officer or employee, excluding any actual and necessary travel expenses.
incurred by such individual (and one relative) to the extent that such expenses are paid or reimbursed by any other person, and the amount otherwise determined shall be reduced by the amount of any such expenses to the extent that such expenses are not paid or reimbursed.

(4) The term “travel expenses” means, with respect to a Member, officer or employee, or a relative of any such individual, the cost of transportation, and the cost of lodging and meals while away from his or her residence or principal place of employment.

(5) The term “charitable organization” means an organization described in section 170(c) of the Internal Revenue Code of 1986 [26 U.S.C. 170(c)].

Title 8: Aliens and Nationality

Statutes Relevant to U.S. Intelligence Law
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SUBCHAPTER I—GENERAL PROVISIONS

8 USC § 1101. Definitions

(a) As used in this chapter—

(1) The term “administrator” means the official designated by the Secretary of State pursuant to section 1104(b) of this title.

(2) The term “advocates” includes, but is not limited to, advises, recommends, furthers by overt act, and admits belief in.

(3) The term “alien” means any person not a citizen or national of the United States.

(4) The term “application for admission” has reference to the application for admission into the United States and not to the application for the issuance of an immigrant or nonimmigrant visa.


(6) The term “border crossing identification card” means a document of identity bearing that designation issued to an alien who is lawfully admitted for permanent residence, or to an alien who is a resident in foreign contiguous territory, by a consular officer or an immigration officer for the purpose of crossing over the borders between the United States and foreign contiguous territory in accordance with such conditions for its issuance and use as may be prescribed by regulations. Such regulations shall provide that (A) each such document include a biometric identifier (such as the fingerprint or handprint of the alien) that is machine readable and (B) an alien presenting a border crossing identification card is not permitted to cross over the border into the United States unless the biometric identifier contained on the card matches the appropriate biometric characteristic of the alien.

(7) The term “clerk of court” means a clerk of a naturalization court.

(8) The terms “Commissioner” and “Deputy Commissioner” mean the Commissioner of Immigration and Naturalization and a Deputy Commissioner of Immigration and Naturalization, respectively.

(9) The term “consular officer” means any consular, diplomatic, or other officer or employee of the United States designated under regulations prescribed under
authority contained in this chapter, for the purpose of issuing immigrant or nonimmigrant visas or, when used in subchapter III, for the purpose of adjudicating nationality.

(10) The term “crewman” means a person serving in any capacity on board a vessel or aircraft.

(11) The term “diplomatic visa” means a nonimmigrant visa bearing that title and issued to a nonimmigrant in accordance with such regulations as the Secretary of State may prescribe.

(12) The term “doctrine” includes, but is not limited to, policies, practices, purposes, aims, or procedures.

(13)(A) The terms “admission” and “admitted” mean, with respect to an alien, the lawful entry of the alien into the United States after inspection and authorization by an immigration officer.

(B) An alien who is paroled under section 1182(d)(5) of this title or permitted to land temporarily as an alien crewman shall not be considered to have been admitted.

(C) An alien lawfully admitted for permanent residence in the United States shall not be regarded as seeking an admission into the United States for purposes of the immigration laws unless the alien—

(i) has abandoned or relinquished that status,

(ii) has been absent from the United States for a continuous period in excess of 180 days,

(iii) has engaged in illegal activity after having departed the United States,

(iv) has departed from the United States while under legal process seeking removal of the alien from the United States, including removal proceedings under this chapter and extradition proceedings,

(v) has committed an offense identified in section 1182(a)(2) of this title, unless since such offense the alien has been granted relief under section 1182(h) or 1229b(a) of this title, or

(vi) is attempting to enter at a time or place other than as designated by immigration officers or has not been admitted to the United States after inspection and authorization by an immigration officer.
(14) The term “foreign state” includes outlying possessions of a foreign state, but self-governing dominions or territories under mandate or trusteeship shall be regarded as separate foreign states.

(15) The term “immigrant” means every alien except an alien who is within one of the following classes of nonimmigrant aliens—

(A)(i) an ambassador, public minister, or career diplomatic or consular officer who has been accredited by a foreign government, recognized de jure by the United States and who is accepted by the President or by the Secretary of State, and the members of the alien's immediate family;

(ii) upon a basis of reciprocity, other officials and employees who have been accredited by a foreign government recognized de jure by the United States, who are accepted by the Secretary of State, and the members of their immediate families; and

(iii) upon a basis of reciprocity, attendants, servants, personal employees, and members of their immediate families, of the officials and employees who have a nonimmigrant status under (i) and (ii) above;

(B) an alien (other than one coming for the purpose of study or of performing skilled or unskilled labor or as a representative of foreign press, radio, film, or other foreign information media coming to engage in such vocation) having a residence in a foreign country which he has no intention of abandoning and who is visiting the United States temporarily for business or temporarily for pleasure;

(C) an alien in immediate and continuous transit through the United States, or an alien who qualifies as a person entitled to pass in transit to and from the United Nations Headquarters District and foreign countries, under the provisions of paragraphs (3), (4), and (5) of section 11 of the Headquarters Agreement with the United Nations (61 Stat. 758);

(D)(i) an alien crewman serving in good faith as such in a capacity required for normal operation and service on board a vessel, as defined in section 1288(a) of this title (other than a fishing vessel having its home port or an operating base in the United States), or aircraft, who intends to land temporarily and solely in pursuit of his calling as a crewman and to depart from the United States with the vessel or aircraft on which he arrived or some other vessel or aircraft;

(ii) an alien crewman serving in good faith as such in any capacity required for normal operations and service aboard a fishing vessel having its home port or an operating base in the United States who intends to land temporarily in Guam or
the Commonwealth of the Northern Mariana Islands and solely in pursuit of his
calling as a crewman and to depart from Guam or the Commonwealth of the
Northern Mariana Islands with the vessel on which he arrived;

(E) an alien entitled to enter the United States under and in pursuance of the
provisions of a treaty of commerce and navigation between the United States and
the foreign state of which he is a national, and the spouse and children of any
such alien if accompanying or following to join him; (i) solely to carry on
substantial trade, including trade in services or trade in technology, principally
between the United States and the foreign state of which he is a national; (ii)
solely to develop and direct the operations of an enterprise in which he has
invested, or of an enterprise in which he is actively in the process of investing, a
substantial amount of capital; or (iii) solely to perform services in a specialty
occupation in the United States if the alien is a national of the Commonwealth of
Australia and with respect to whom the Secretary of Labor determines and
certifies to the Secretary of Homeland Security and the Secretary of State that the
intending employer has filed with the Secretary of Labor an attestation under
section 1182(t)(1) of this title;

(F)(i) an alien having a residence in a foreign country which he has no intention
of abandoning, who is a bona fide student qualified to pursue a full course of
study and who seeks to enter the United States temporarily and solely for the
purpose of pursuing such a course of study consistent with section 1184(l) of this
title at an established college, university, seminary, conservatory, academic high
school, elementary school, or other academic institution or in an accredited
language training program in the United States, particularly designated by him
and approved by the Attorney General after consultation with the Secretary of
Education, which institution or place of study shall have agreed to report to the
Attorney General the termination of attendance of each nonimmigrant student,
and if any such institution of learning or place of study fails to make reports
promptly the approval shall be withdrawn, (ii) the alien spouse and minor
children of any alien described in clause (i) if accompanying or following to join
such an alien, and (iii) an alien who is a national of Canada or Mexico, who
maintains actual residence and place of abode in the country of nationality, who
is described in clause (i) except that the alien's qualifications for and actual
course of study may be full or part-time, and who commutes to the United States
institution or place of study from Canada or Mexico;

(G)(i) a designated principal resident representative of a foreign government
recognized de jure by the United States, which foreign government is a member
of an international organization entitled to enjoy privileges, exemptions, and
immunities as an international organization under the International
Organizations Immunities Act (59 Stat. 669) [22 U.S.C. 288 et seq.], accredited
resident members of the staff of such representatives, and members of his or
their immediate family;
(ii) other accredited representatives of such a foreign government to such international organizations, and the members of their immediate families;

(iii) an alien able to qualify under (i) or (ii) above except for the fact that the government of which such alien is an accredited representative is not recognized de jure by the United States, or that the government of which he is an accredited representative is not a member of such international organization; and the members of his immediate family;

(iv) officers, or employees of such international organizations, and the members of their immediate families;

(v) attendants, servants, and personal employees of any such representative, officer, or employee, and the members of the immediate families of such attendants, servants, and personal employees;

(H) an alien (i) [(a) Repealed. Pub. L. 106–95, §2(c), Nov. 12, 1999, 113 Stat. 1316] (b) subject to section 1182(j)(2) of this title, who is coming temporarily to the United States to perform services (other than services described in subclause (a) during the period in which such subclause applies and other than services described in subclause (ii)(a) or in subparagraph (O) or (P)) in a specialty occupation described in section 1184(i)(1) of this title or as a fashion model, who meets the requirements for the occupation specified in section 1184(i)(2) of this title or, in the case of a fashion model, is of distinguished merit and ability, and with respect to whom the Secretary of Labor determines and certifies to the Attorney General that the intending employer has filed with the Secretary an application under section 1182(n)(1) of this title, or (b1) who is entitled to enter the United States under and in pursuance of the provisions of an agreement listed in section 1184(g)(8)(A) of this title, who is engaged in a specialty occupation described in section 1184(i)(3) of this title, and with respect to whom the Secretary of Labor determines and certifies to the Secretary of Homeland Security and the Secretary of State that the intending employer has filed with the Secretary of Labor an attestation under section 1182(t)(1) of this title, or (c) who is coming temporarily to the United States to perform services as a registered nurse, who meets the qualifications described in section 1182(m)(1) of this title, and with respect to whom the Secretary of Labor determines and certifies to the Attorney General that an unexpired attestation is on file and in effect under section 1182(m)(2) of this title for the facility (as defined in section 1182(m)(6) of this title) for which the alien will perform the services; or (ii)(a) having a residence in a foreign country which he has no intention of abandoning who is coming temporarily to the United States to perform agricultural labor or services, as defined by the Secretary of Labor in regulations and including agricultural labor defined in section 3121(g) of title 26, agriculture as defined in section 203(f) of title 29, and the pressing of apples for cider on a farm, of a temporary or seasonal nature, or (b) having a residence in a foreign country which he has no intention of abandoning who is coming temporarily to the United States to
perform other temporary service or labor if unemployed persons capable of performing such service or labor cannot be found in this country, but this clause shall not apply to graduates of medical schools coming to the United States to perform services as members of the medical profession; or (iii) having a residence in a foreign country which he has no intention of abandoning who is coming temporarily to the United States as a trainee, other than to receive graduate medical education or training, in a training program that is not designed primarily to provide productive employment; and the alien spouse and minor children of any such alien specified in this paragraph if accompanying him or following to join him;

(I) upon a basis of reciprocity, an alien who is a bona fide representative of foreign press, radio, film, or other foreign information media, who seeks to enter the United States solely to engage in such vocation, and the spouse and children of such a representative, if accompanying or following to join him;

(J) an alien having a residence in a foreign country which he has no intention of abandoning who is a bona fide student, scholar, trainee, teacher, professor, research assistant, specialist, or leader in a field of specialized knowledge or skill, or other person of similar description, who is coming temporarily to the United States as a participant in a program designated by the Director of the United States Information Agency, for the purpose of teaching, instructing or lecturing, studying, observing, conducting research, consulting, demonstrating special skills, or receiving training and who, if he is coming to the United States to participate in a program under which he will receive graduate medical education or training, also meets the requirements of section 1182(j) of this title, and the alien spouse and minor children of any such alien if accompanying him or following to join him;

(K) subject to subsections (d) and (p) of section 1184 of this title, an alien who—

(i) is the fiancée or fiancé of a citizen of the United States (other than a citizen described in section 1154(a)(1)(A)(viii)(I) of this title) and who seeks to enter the United States solely to conclude a valid marriage with the petitioner within ninety days after admission;

(ii) has concluded a valid marriage with a citizen of the United States (other than a citizen described in section 1154(a)(1)(A)(viii)(I) of this title) who is the petitioner, is the beneficiary of a petition to accord a status under section 1151(b)(2)(A)(i) of this title that was filed under section 1154 of this title by the petitioner, and seeks to enter the United States to await the approval of such petition and the availability to the alien of an immigrant visa; or

(iii) is the minor child of an alien described in clause (i) or (ii) and is accompanying, or following to join, the alien;
(L) subject to section 1184(c)(2) of this title, an alien who, within 3 years preceding the time of his application for admission into the United States, has been employed continuously for one year by a firm or corporation or other legal entity or an affiliate or subsidiary thereof and who seeks to enter the United States temporarily in order to continue to render his services to the same employer or a subsidiary or affiliate thereof in a capacity that is managerial, executive, or involves specialized knowledge, and the alien spouse and minor children of any such alien if accompanying him or following to join him;

(M)(i) an alien having a residence in a foreign country which he has no intention of abandoning who seeks to enter the United States temporarily and solely for the purpose of pursuing a full course of study at an established vocational or other recognized nonacademic institution (other than in a language training program) in the United States particularly designated by him and approved by the Attorney General, after consultation with the Secretary of Education, which institution shall have agreed to report to the Attorney General the termination of attendance of each nonimmigrant nonacademic student and if any such institution fails to make reports promptly the approval shall be withdrawn, (ii) the alien spouse and minor children of any alien described in clause (i) if accompanying or following to join such an alien, and (iii) an alien who is a national of Canada or Mexico, who maintains actual residence and place of abode in the country of nationality, who is described in clause (i) except that the alien's course of study may be full or part-time, and who commutes to the United States institution or place of study from Canada or Mexico;

(N)(i) the parent of an alien accorded the status of special immigrant under paragraph (27)(I)(i) (or under analogous authority under paragraph (27)(L)), but only if and while the alien is a child, or

(ii) a child of such parent or of an alien accorded the status of a special immigrant under clause (ii), (iii), or (iv) of paragraph (27)(I) (or under analogous authority under paragraph (27)(L));

(O) an alien who—

(i) has extraordinary ability in the sciences, arts, education, business, or athletics which has been demonstrated by sustained national or international acclaim or, with regard to motion picture and television productions a demonstrated record of extraordinary achievement, and whose achievements have been recognized in the field through extensive documentation, and seeks to enter the United States to continue work in the area of extraordinary ability; or
(ii)(I) seeks to enter the United States temporarily and solely for the purpose of accompanying and assisting in the artistic or athletic performance by an alien who is admitted under clause (i) for a specific event or events,

(II) is an integral part of such actual performance,

(III)(a) has critical skills and experience with such alien which are not of a general nature and which cannot be performed by other individuals, or (b) in the case of a motion picture or television production, has skills and experience with such alien which are not of a general nature and which are critical either based on a pre-existing longstanding working relationship or, with respect to the specific production, because significant production (including pre- and post-production work) will take place both inside and outside the United States and the continuing participation of the alien is essential to the successful completion of the production, and

(IV) has a foreign residence which the alien has no intention of abandoning; or

(iii) is the alien spouse or child of an alien described in clause (i) or (ii) and is accompanying, or following to join, the alien;

(P) an alien having a foreign residence which the alien has no intention of abandoning who—

(i)(a) is described in section 1184(c)(4)(A) of this title (relating to athletes), or (b) is described in section 1184(c)(4)(B) of this title (relating to entertainment groups);

(ii)(I) performs as an artist or entertainer, individually or as part of a group, or is an integral part of the performance of such a group, and

(II) seeks to enter the United States temporarily and solely for the purpose of performing as such an artist or entertainer or with such a group under a reciprocal exchange program which is between an organization or organizations in the United States and an organization or organizations in one or more foreign states and which provides for the temporary exchange of artists and entertainers, or groups of artists and entertainers;

(iii)(I) performs as an artist or entertainer, individually or as part of a group, or is an integral part of the performance of such a group, and
(II) seeks to enter the United States temporarily and solely to perform, teach, or coach as such an artist or entertainer or with such a group under a commercial or noncommercial program that is culturally unique; or

(iv) is the spouse or child of an alien described in clause (i), (ii), or (iii) and is accompanying, or following to join, the alien;

(Q) an alien having a residence in a foreign country which he has no intention of abandoning who is coming temporarily (for a period not to exceed 15 months) to the United States as a participant in an international cultural exchange program approved by the Secretary of Homeland Security for the purpose of providing practical training, employment, and the sharing of the history, culture, and traditions of the country of the alien’s nationality and who will be employed under the same wages and working conditions as domestic workers;

(R) an alien, and the spouse and children of the alien if accompanying or following to join the alien, who—

(i) for the 2 years immediately preceding the time of application for admission, has been a member of a religious denomination having a bona fide nonprofit, religious organization in the United States; and

(ii) seeks to enter the United States for a period not to exceed 5 years to perform the work described in subclause (I), (II), or (III) of paragraph (27)(C)(ii);

(S) subject to section 1184(k) of this title, an alien—

(i) who the Attorney General determines—

(I) is in possession of critical reliable information concerning a criminal organization or enterprise;

(II) is willing to supply or has supplied such information to Federal or State law enforcement authorities or a Federal or State court; and

(III) whose presence in the United States the Attorney General determines is essential to the success of an authorized criminal investigation or the successful prosecution of an individual involved in the criminal organization or enterprise; or
(ii) who the Secretary of State and the Attorney General jointly determine—

(I) is in possession of critical reliable information concerning a terrorist organization, enterprise, or operation;

(II) is willing to supply or has supplied such information to Federal law enforcement authorities or a Federal court;

(III) will be or has been placed in danger as a result of providing such information; and

(IV) is eligible to receive a reward under section 2708(a) of title 22,

and, if the Attorney General (or with respect to clause (ii), the Secretary of State and the Attorney General jointly) considers it to be appropriate, the spouse, married and unmarried sons and daughters, and parents of an alien described in clause (i) or (ii) if accompanying, or following to join, the alien;

(T)(i) subject to section 1184(o) of this title, an alien who the Secretary of Homeland Security, or in the case of subclause (III)(aa) the Secretary of Homeland Security, in consultation with the Attorney General, determines—

(I) is or has been a victim of a severe form of trafficking in persons, as defined in section 7102 of title 22;

(II) is physically present in the United States, American Samoa, or the Commonwealth of the Northern Mariana Islands, or at a port of entry thereto, on account of such trafficking, including physical presence on account of the alien having been allowed entry into the United States for participation in investigative or judicial processes associated with an act or a perpetrator of trafficking;

(III)(aa) has complied with any reasonable request for assistance in the Federal, State, or local investigation or prosecution of acts of trafficking or the investigation of crime where acts of trafficking are at least one central reason for the commission of that crime;

(bb) in consultation with the Attorney General, as appropriate, is unable to cooperate with a request described in item (aa) due to physical or psychological trauma; or

(cc) has not attained 18 years of age; and
(IV) the alien would suffer extreme hardship involving unusual and severe harm upon removal; and

(ii) if accompanying, or following to join, the alien described in clause (i)—

(I) in the case of an alien described in clause (i) who is under 21 years of age, the spouse, children, unmarried siblings under 18 years of age on the date on which such alien applied for status under such clause, and parents of such alien;

(II) in the case of an alien described in clause (i) who is 21 years of age or older, the spouse and children of such alien; or

(III) any parent or unmarried sibling under 18 years of age of an alien described in subclause (I) or (II) who the Secretary of Homeland Security, in consultation with the law enforcement officer investigating a severe form of trafficking, determines faces a present danger of retaliation as a result of the alien's escape from the severe form of trafficking or cooperation with law enforcement.

(U)(i) subject to section 1184(p) of this title, an alien who files a petition for status under this subparagraph, if the Secretary of Homeland Security determines that—

(I) the alien has suffered substantial physical or mental abuse as a result of having been a victim of criminal activity described in clause (iii);

(II) the alien (or in the case of an alien child under the age of 16, the parent, guardian, or next friend of the alien) possesses information concerning criminal activity described in clause (iii);

(III) the alien (or in the case of an alien child under the age of 16, the parent, guardian, or next friend of the alien) has been helpful, is being helpful, or is likely to be helpful to a Federal, State, or local law enforcement official, to a Federal, State, or local prosecutor, to a Federal or State judge, to the Service, or to other Federal, State, or local authorities investigating or prosecuting criminal activity described in clause (iii); and

(IV) the criminal activity described in clause (iii) violated the laws of the United States or occurred in the United States (including in Indian country and military installations) or the territories and possessions of the United States;
(ii) if accompanying, or following to join, the alien described in clause (i)—

(I) in the case of an alien described in clause (i) who is under 21 years of age, the spouse, children, unmarried siblings under 18 years of age on the date on which such alien applied for status under such clause, and parents of such alien; or

(II) in the case of an alien described in clause (i) who is 21 years of age or older, the spouse and children of such alien; and

(iii) the criminal activity referred to in this clause is that involving one or more of the following or any similar activity in violation of Federal, State, or local criminal law: rape; torture; trafficking; incest; domestic violence; sexual assault; abusive sexual contact; prostitution; sexual exploitation; female genital mutilation; being held hostage; peonage; involuntary servitude; slave trade; kidnapping; abduction; unlawful criminal restraint; false imprisonment; blackmail; extortion; manslaughter; murder; felonious assault; witness tampering; obstruction of justice; perjury; or attempt, conspiracy, or solicitation to commit any of the above mentioned crimes; or

(V) subject to section 1184(q) of this title, an alien who is the beneficiary (including a child of the principal alien, if eligible to receive a visa under section 1153(d) of this title) of a petition to accord a status under section 1153(a)(2)(A) of this title that was filed with the Attorney General under section 1154 of this title on or before December 21, 2000, if—

(i) such petition has been pending for 3 years or more; or

(ii) such petition has been approved, 3 years or more have elapsed since such filing date, and—

(I) an immigrant visa is not immediately available to the alien because of a waiting list of applicants for visas under section 1153(a)(2)(A) of this title; or

(II) the alien's application for an immigrant visa, or the alien's application for adjustment of status under section 1255 of this title, pursuant to the approval of such petition, remains pending.

(16) The term “immigrant visa” means an immigrant visa required by this chapter and properly issued by a consular officer at his office outside of the United States to an eligible immigrant under the provisions of this chapter.
(17) The term “immigration laws” includes this chapter and all laws, conventions, and treaties of the United States relating to the immigration, exclusion, deportation, expulsion, or removal of aliens.

(18) The term “immigration officer” means any employee or class of employees of the Service or of the United States designated by the Attorney General, individually or by regulation, to perform the functions of an immigration officer specified by this chapter or any section of this title.

(19) The term “ineligible to citizenship,” when used in reference to any individual, means, notwithstanding the provisions of any treaty relating to military service, an individual who is, or was at any time permanently debarred from becoming a citizen of the United States under section 3(a) of the Selective Training and Service Act of 1940, as amended (54 Stat. 885; 55 Stat. 844), or under section 4(a) of the Selective Service Act of 1948, as amended (62 Stat. 605; 65 Stat. 76) [50 U.S.C. App. 454(a)], or under any section of this chapter, or any other Act, or under any law amendatory of, supplementary to, or in substitution for, any of such sections or Acts.

(20) The term “lawfully admitted for permanent residence” means the status of having been lawfully accorded the privilege of residing permanently in the United States as an immigrant in accordance with the immigration laws, such status not having changed.

(21) The term “national” means a person owing permanent allegiance to a state.

(22) The term “national of the United States” means (A) a citizen of the United States, or (B) a person who, though not a citizen of the United States, owes permanent allegiance to the United States.

(23) The term “naturalization” means the conferring of nationality of a state upon a person after birth, by any means whatsoever.


(25) The term “noncombatant service” shall not include service in which the individual is not subject to military discipline, court martial, or does not wear the uniform of any branch of the armed forces.

(26) The term “nonimmigrant visa” means a visa properly issued to an alien as an eligible nonimmigrant by a competent officer as provided in this chapter.

(27) The term “special immigrant” means—
(A) an immigrant, lawfully admitted for permanent residence, who is returning from a temporary visit abroad;

(B) an immigrant who was a citizen of the United States and may, under section 1435(a) or 1438 of this title, apply for reacquisition of citizenship;

(C) an immigrant, and the immigrant's spouse and children if accompanying or following to join the immigrant, who—

(i) for at least 2 years immediately preceding the time of application for admission, has been a member of a religious denomination having a bona fide nonprofit, religious organization in the United States;

(ii) seeks to enter the United States—

   (I) solely for the purpose of carrying on the vocation of a minister of that religious denomination,

   (II) before September 30, 2012, in order to work for the organization at the request of the organization in a professional capacity in a religious vocation or occupation, or

   (III) before September 30, 2012, in order to work for the organization (or for a bona fide organization which is affiliated with the religious denomination and is exempt from taxation as an organization described in section 501(c)(3) of title 26) at the request of the organization in a religious vocation or occupation; and

(iii) has been carrying on such vocation, professional work, or other work continuously for at least the 2-year period described in clause (i);

(D) an immigrant who is an employee, or an honorably retired former employee, of the United States Government abroad, or of the American Institute in Taiwan, and who has performed faithful service for a total of fifteen years, or more, and his accompanying spouse and children: Provided, That the principal officer of a Foreign Service establishment (or, in the case of the American Institute in Taiwan, the Director thereof), in his discretion, shall have recommended the granting of special immigrant status to such alien in exceptional circumstances and the Secretary of State approves such recommendation and finds that it is in the national interest to grant such status;
(E) an immigrant, and his accompanying spouse and children, who is or has been an employee of the Panama Canal Company or Canal Zone Government before the date on which the Panama Canal Treaty of 1977 (as described in section 3602(a)(1) of title 22) enters into force [October 1, 1979], who was resident in the Canal Zone on the effective date of the exchange of instruments of ratification of such Treaty [April 1, 1979], and who has performed faithful service as such an employee for one year or more;

(F) an immigrant, and his accompanying spouse and children, who is a Panamanian national and (i) who, before the date on which such Panama Canal Treaty of 1977 enters into force [October 1, 1979], has been honorably retired from United States Government employment in the Canal Zone with a total of 15 years or more of faithful service, or (ii) who, on the date on which such Treaty enters into force, has been employed by the United States Government in the Canal Zone with a total of 15 years or more of faithful service and who subsequently is honorably retired from such employment or continues to be employed by the United States Government in an area of the former Canal Zone;

(G) an immigrant, and his accompanying spouse and children, who was an employee of the Panama Canal Company or Canal Zone Government on the effective date of the exchange of instruments of ratification of such Panama Canal Treaty of 1977 [April 1, 1979], who has performed faithful service for five years or more as such an employee, and whose personal safety, or the personal safety of whose spouse or children, as a direct result of such Treaty, is reasonably placed in danger because of the special nature of any of that employment;

(H) an immigrant, and his accompanying spouse and children, who—

(i) has graduated from a medical school or has qualified to practice medicine in a foreign state,

(ii) was fully and permanently licensed to practice medicine in a State on January 9, 1978, and was practicing medicine in a State on that date,

(iii) entered the United States as a nonimmigrant under subsection (a)(15)(H) or (a)(15)(J) of this section before January 10, 1978, and

(iv) has been continuously present in the United States in the practice or study of medicine since the date of such entry;

(I)(i) an immigrant who is the unmarried son or daughter of an officer or employee, or of a former officer or employee, of an international organization described in paragraph (15)(G)(i), and who (I) while maintaining the status of a
nonimmigrant under paragraph (15)(G)(iv) or paragraph (15)(N), has resided and
been physically present in the United States for periods totaling at least one-half
of the seven years before the date of application for a visa or for adjustment of
status to a status under this subparagraph and for a period or periods aggregating
at least seven years between the ages of five and 21 years, and (II) applies for a
visa or adjustment of status under this subparagraph no later than his twenty-
fifth birthday or six months after October 24, 1988, whichever is later;

(ii) an immigrant who is the surviving spouse of a deceased officer or employee of
such an international organization, and who (I) while maintaining the status of a
nonimmigrant under paragraph (15)(G)(iv) or paragraph (15)(N), has resided and
been physically present in the United States for periods totaling at least one-half
of the seven years before the date of application for a visa or for adjustment of
status to a status under this subparagraph and for a period or periods aggregating
at least 15 years before the date of the death of such officer or employee, and (II)
files a petition for status under this subparagraph no later than six months after
the date of such death or six months after October 24, 1988, whichever is later;

(iii) an immigrant who is a retired officer or employee of such an international
organization, and who (I) while maintaining the status of a nonimmigrant under
paragraph (15)(G)(iv), has resided and been physically present in the United
States for periods totaling at least one-half of the seven years before the date of
application for a visa or for adjustment of status to a status under this
subparagraph and for a period or periods aggregating at least 15 years before the
date of the officer or employee's retirement from any such international
organization, and (II) files a petition for status under this subparagraph no later
than six months after the date of such retirement or six months after October 25,
1994, whichever is later; or

(iv) an immigrant who is the spouse of a retired officer or employee accorded the
status of special immigrant under clause (iii), accompanying or following to join
such retired officer or employee as a member of his immediate family;

(J) an immigrant who is present in the United States—

(i) who has been declared dependent on a juvenile court located in the United
States or whom such a court has legally committed to, or placed under the
custody of, an agency or department of a State, or an individual or entity
appointed by a State or juvenile court located in the United States, and whose
reunification with 1 or both of the immigrant's parents is not viable due to abuse,
neglect, abandonment, or a similar basis found under State law;

(ii) for whom it has been determined in administrative or judicial proceedings
that it would not be in the alien's best interest to be returned to the alien's or
parent's previous country of nationality or country of last habitual residence; and
(iii) in whose case the Secretary of Homeland Security consents to the grant of special immigrant juvenile status, except that—

(I) no juvenile court has jurisdiction to determine the custody status or placement of an alien in the custody of the Secretary of Health and Human Services unless the Secretary of Health and Human Services specifically consents to such jurisdiction; and

(II) no natural parent or prior adoptive parent of any alien provided special immigrant status under this subparagraph shall thereafter, by virtue of such parentage, be accorded any right, privilege, or status under this chapter;

(K) an immigrant who has served honorably on active duty in the Armed Forces of the United States after October 15, 1978, and after original lawful enlistment outside the United States (under a treaty or agreement in effect on October 1, 1991) for a period or periods aggregating—

(i) 12 years and who, if separated from such service, was never separated except under honorable conditions, or

(ii) 6 years, in the case of an immigrant who is on active duty at the time of seeking special immigrant status under this subparagraph and who has reenlisted to incur a total active duty service obligation of at least 12 years,

and the spouse or child of any such immigrant if accompanying or following to join the immigrant, but only if the executive department under which the immigrant serves or served recommends the granting of special immigrant status to the immigrant;

(L) an immigrant who would be described in clause (i), (ii), (iii), or (iv) of subparagraph (I) if any reference in such a clause—

(i) to an international organization described in paragraph (15)(G)(i) were treated as a reference to the North Atlantic Treaty Organization (NATO);

(ii) to a nonimmigrant under paragraph (15)(G)(iv) were treated as a reference to a nonimmigrant classifiable under NATO–6 (as a member of a civilian component accompanying a force entering in accordance with the provisions of the NATO Status-of-Forces Agreement, a member of a civilian component attached to or employed by an Allied Headquarters under the “Protocol on the
Status of International Military Headquarters” set up pursuant to the North Atlantic Treaty, or as a dependent); and

(iii) to the Immigration Technical Corrections Act of 1988 or to the Immigration and Nationality Technical Corrections Act of 1994 were a reference to the American Competitiveness and Workforce Improvement Act of 1998

(M) subject to the numerical limitations of section 1153(b)(4) of this title, an immigrant who seeks to enter the United States to work as a broadcaster in the United States for the International Broadcasting Bureau of the Broadcasting Board of Governors, or for a grantee of the Broadcasting Board of Governors, and the immigrant's accompanying spouse and children.

(28) The term “organization” means, but is not limited to, an organization, corporation, company, partnership, association, trust, foundation or fund; and includes a group of persons, whether or not incorporated, permanently or temporarily associated together with joint action on any subject or subjects.

(29) The term “outlying possessions of the United States” means American Samoa and Swains Island.

(30) The term “passport” means any travel document issued by competent authority showing the bearer's origin, identity, and nationality if any, which is valid for the admission of the bearer into a foreign country.

(31) The term “permanent” means a relationship of continuing or lasting nature, as distinguished from temporary, but a relationship may be permanent even though it is one that may be dissolved eventually at the instance either of the United States or of the individual, in accordance with law.

(32) The term “profession” shall include but not be limited to architects, engineers, lawyers, physicians, surgeons, and teachers in elementary or secondary schools, colleges, academies, or seminaries.

(33) The term “residence” means the place of general abode; the place of general abode of a person means his principal, actual dwelling place in fact, without regard to intent.

(34) The term “Service” means the Immigration and Naturalization Service of the Department of Justice.
(35) The term “spouse”, “wife”, or “husband” do not include a spouse, wife, or husband by reason of any marriage ceremony where the contracting parties thereto are not physically present in the presence of each other, unless the marriage shall have been consummated.

(36) The term “State” includes the District of Columbia, Puerto Rico, Guam, the Virgin Islands of the United States, and the Commonwealth of the Northern Mariana Islands.

(37) The term “totalitarian party” means an organization which advocates the establishment in the United States of a totalitarian dictatorship or totalitarianism. The terms “totalitarian dictatorship” and “totalitarianism” mean and refer to systems of government not representative in fact, characterized by (A) the existence of a single political party, organized on a dictatorial basis, with so close an identity between such party and its policies and the governmental policies of the country in which it exists, that the party and the government constitute an indistinguishable unit, and (B) the forcible suppression of opposition to such party.

(38) The term “United States”, except as otherwise specifically herein provided, when used in a geographical sense, means the continental United States, Alaska, Hawaii, Puerto Rico, Guam, the Virgin Islands of the United States, and the Commonwealth of the Northern Mariana Islands.

(39) The term “unmarried”, when used in reference to any individual as of any time, means an individual who at such time is not married, whether or not previously married.

(40) The term “world communism” means a revolutionary movement, the purpose of which is to establish eventually a Communist totalitarian dictatorship in any or all the countries of the world through the medium of an internationally coordinated Communist political movement.

(41) The term “graduates of a medical school” means aliens who have graduated from a medical school or who have qualified to practice medicine in a foreign state, other than such aliens who are of national or international renown in the field of medicine.

(42) The term “refugee” means (A) any person who is outside any country of such person’s nationality or, in the case of a person having no nationality, is outside any country in which such person last habitually resided, and who is unable or unwilling to return to, and is unable or unwilling to avail himself or herself of the protection of, that country because of persecution or a well-founded fear of persecution on account of race, religion, nationality, membership in a particular social group, or political opinion, or (B) in such special circumstances as the
President after appropriate consultation (as defined in section 1157(e) of this title) may specify, any person who is within the country of such person's nationality or, in the case of a person having no nationality, within the country in which such person is habitually residing, and who is persecuted or who has a well-founded fear of persecution on account of race, religion, nationality, membership in a particular social group, or political opinion. The term “refugee” does not include any person who ordered, incited, assisted, or otherwise participated in the persecution of any person on account of race, religion, nationality, membership in a particular social group, or political opinion. For purposes of determinations under this chapter, a person who has been forced to abort a pregnancy or to undergo involuntary sterilization, or who has been persecuted for failure or refusal to undergo such a procedure or for other resistance to a coercive population control program, shall be deemed to have been persecuted on account of political opinion, and a person who has a well founded fear that he or she will be forced to undergo such a procedure or subject to persecution for such failure, refusal, or resistance shall be deemed to have a well founded fear of persecution on account of political opinion.

(43) The term “aggravated felony” means—

(A) murder, rape, or sexual abuse of a minor;

(B) illicit trafficking in a controlled substance (as defined in section 802 of title 21), including a drug trafficking crime (as defined in section 924(c) of title 18);

(C) illicit trafficking in firearms or destructive devices (as defined in section 921 of title 18) or in explosive materials (as defined in section 841(c) of that title);

(D) an offense described in section 1956 of title 18 (relating to laundering of monetary instruments) or section 1957 of that title (relating to engaging in monetary transactions in property derived from specific unlawful activity) if the amount of the funds exceeded $10,000;

(E) an offense described in—

(i) section 842(h) or (i) of title 18, or section 844(d), (e), (f), (g), (h), or (i) of that title (relating to explosive materials offenses);

(ii) section 922(g)(1), (2), (3), (4), or (5), (j), (n), (o), (p), or (r) or 924(b) or (h) of title 18 (relating to firearms offenses); or

(iii) section 5861 of title 26 (relating to firearms offenses);
(F) a crime of violence (as defined in section 16 of title 18, but not including a purely political offense) for which the term of imprisonment at least one year;

(G) a theft offense (including receipt of stolen property) or burglary offense for which the term of imprisonment at least one year;

(H) an offense described in section 875, 876, 877, or 1202 of title 18 (relating to the demand for or receipt of ransom);

(I) an offense described in section 2251, 2251A, or 2252 of title 18 (relating to child pornography);

(J) an offense described in section 1962 of title 18 (relating to racketeer influenced corrupt organizations), or an offense described in section 1084 (if it is a second or subsequent offense) or 1955 of that title (relating to gambling offenses), for which a sentence of one year imprisonment or more may be imposed;

(K) an offense that—

(i) relates to the owning, controlling, managing, or supervising of a prostitution business;

(ii) is described in section 2421, 2422, or 2423 of title 18 (relating to transportation for the purpose of prostitution) if committed for commercial advantage; or

(iii) is described in any of sections 1581–1585 or 1588–1591 of title 18 (relating to peonage, slavery, involuntary servitude, and trafficking in persons);

(L) an offense described in—

(i) section 793 (relating to gathering or transmitting national defense information), 798 (relating to disclosure of classified information), 2153 (relating to sabotage) or 2381 or 2382 (relating to treason) of title 18;

(ii) section 421 of title 50 (relating to protecting the identity of undercover intelligence agents); or

(iii) section 421 of title 50 (relating to protecting the identity of undercover agents);
(M) an offense that—

(i) involves fraud or deceit in which the loss to the victim or victims exceeds $10,000; or

(ii) is described in section 7201 of title 26 (relating to tax evasion) in which the revenue loss to the Government exceeds $10,000;

(N) an offense described in paragraph (1)(A) or (2) of section 1324(a) of this title (relating to alien smuggling), except in the case of a first offense for which the alien has affirmatively shown that the alien committed the offense for the purpose of assisting, abetting, or aiding only the alien's spouse, child, or parent (and no other individual) to violate a provision of this chapter;

(O) an offense described in section 1325(a) or 1326 of this title committed by an alien who was previously deported on the basis of a conviction for an offense described in another subparagraph of this paragraph;

(P) an offense (i) which either is falsely making, forging, counterfeiting, mutilating, or altering a passport or instrument in violation of section 1543 of title 18 or is described in section 1546(a) of such title (relating to document fraud) and (ii) for which the term of imprisonment is at least 12 months, except in the case of a first offense for which the alien has affirmatively shown that the alien committed the offense for the purpose of assisting, abetting, or aiding only the alien's spouse, child, or parent (and no other individual) to violate a provision of this chapter;

(Q) an offense relating to a failure to appear by a defendant for service of sentence if the underlying offense is punishable by imprisonment for a term of 5 years or more;

(R) an offense relating to commercial bribery, counterfeiting, forgery, or trafficking in vehicles the identification numbers of which have been altered for which the term of imprisonment is at least one year;

(S) an offense relating to obstruction of justice, perjury or subornation of perjury, or bribery of a witness, for which the term of imprisonment is at least one year;

(T) an offense relating to a failure to appear before a court pursuant to a court order to answer to or dispose of a charge of a felony for which a sentence of 2 years' imprisonment or more may be imposed; and

(U) an attempt or conspiracy to commit an offense described in this paragraph.
The term applies to an offense described in this paragraph whether in violation of Federal or State law and applies to such an offense in violation of the law of a foreign country for which the term of imprisonment was completed within the previous 15 years. Notwithstanding any other provision of law (including any effective date), the term applies regardless of whether the conviction was entered before, on, or after September 30, 1996.

(44)(A) The term “managerial capacity” means an assignment within an organization in which the employee primarily—

(i) manages the organization, or a department, subdivision, function, or component of the organization;

(ii) supervises and controls the work of other supervisory, professional, or managerial employees, or manages an essential function within the organization, or a department or subdivision of the organization;

(iii) if another employee or other employees are directly supervised, has the authority to hire and fire or recommend those as well as other personnel actions (such as promotion and leave authorization) or, if no other employee is directly supervised, functions at a senior level within the organizational hierarchy or with respect to the function managed; and

(iv) exercises discretion over the day-to-day operations of the activity or function for which the employee has authority.

A first-line supervisor is not considered to be acting in a managerial capacity merely by virtue of the supervisor's supervisory duties unless the employees supervised are professional.

(B) The term “executive capacity” means an assignment within an organization in which the employee primarily—

(i) directs the management of the organization or a major component or function of the organization;

(ii) establishes the goals and policies of the organization, component, or function;

(iii) exercises wide latitude in discretionary decision-making; and
(iv) receives only general supervision or direction from higher level executives, the board of directors, or stockholders of the organization.

(C) If staffing levels are used as a factor in determining whether an individual is acting in a managerial or executive capacity, the Attorney General shall take into account the reasonable needs of the organization, component, or function in light of the overall purpose and stage of development of the organization, component, or function. An individual shall not be considered to be acting in a managerial or executive capacity (as previously defined) merely on the basis of the number of employees that the individual supervises or has supervised or directs or has directed.

(45) The term “substantial” means, for purposes of paragraph (15)(E) with reference to trade or capital, such an amount of trade or capital as is established by the Secretary of State, after consultation with appropriate agencies of Government.

(46) The term “extraordinary ability” means, for purposes of subsection (a)(15)(O)(i) of this section, in the case of the arts, distinction.

(47)(A) The term “order of deportation” means the order of the special inquiry officer, or other such administrative officer to whom the Attorney General has delegated the responsibility for determining whether an alien is deportable, concluding that the alien is deportable or ordering deportation.

(B) The order described under subparagraph (A) shall become final upon the earlier of—

(i) a determination by the Board of Immigration Appeals affirming such order; or

(ii) the expiration of the period in which the alien is permitted to seek review of such order by the Board of Immigration Appeals.

(48)(A) The term “conviction” means, with respect to an alien, a formal judgment of guilt of the alien entered by a court or, if adjudication of guilt has been withheld, where—

(i) a judge or jury has found the alien guilty or the alien has entered a plea of guilty or nolo contendere or has admitted sufficient facts to warrant a finding of guilt, and
(ii) the judge has ordered some form of punishment, penalty, or restraint on the alien's liberty to be imposed.

(B) Any reference to a term of imprisonment or a sentence with respect to an offense is deemed to include the period of incarceration or confinement ordered by a court of law regardless of any suspension of the imposition or execution of that imprisonment or sentence in whole or in part.

(49) The term “stowaway” means any alien who obtains transportation without the consent of the owner, charterer, master or person in command of any vessel or aircraft through concealment aboard such vessel or aircraft. A passenger who boards with a valid ticket is not to be considered a stowaway.


(51) The term “VAWA self-petitioner” means an alien, or a child of the alien, who qualifies for relief under—

(A) clause (iii), (iv), or (vii) of section 1154(a)(1)(A) of this title;

(B) clause (ii) or (iii) of section 1154(a)(1)(B) of this title;

(C) section 1186a(c)(4)(C) of this title;

(D) the first section of Public Law 89–732 (8 U.S.C. 1255 note) (commonly known as the Cuban Adjustment Act) as a child or spouse who has been battered or subjected to extreme cruelty;

(E) section 902(d)(1)(B) of the Haitian Refugee Immigration Fairness Act of 1998 (8 U.S.C. 1255 note);

(F) section 202(d)(1) of the Nicaraguan Adjustment and Central American Relief Act; or

(G) section 309 of the Illegal Immigration Reform and Immigrant Responsibility Act of 1996 (division C of Public Law 104–208).
The term “accredited language training program” means a language training program that is accredited by an accrediting agency recognized by the Secretary of Education.

(b) As used in subchapters I and II—

(1) The term “child” means an unmarried person under twenty-one years of age who is—

(A) a child born in wedlock;

(B) a stepchild, whether or not born out of wedlock, provided the child had not reached the age of eighteen years at the time the marriage creating the status of stepchild occurred;

(C) a child legitimated under the law of the child’s residence or domicile, or under the law of the father’s residence or domicile, whether in or outside the United States, if such legitimation takes place before the child reaches the age of eighteen years and the child is in the legal custody of the legitimating parent or parents at the time of such legitimation;

(D) a child born out of wedlock, by, through whom, or on whose behalf a status, privilege, or benefit is sought by virtue of the relationship of the child to its natural mother or to its natural father if the father has or had a bona fide parent-child relationship with the person;

(E)(i) a child adopted while under the age of sixteen years if the child has been in the legal custody of, and has resided with, the adopting parent or parents for at least two years or if the child has been battered or subject to extreme cruelty by the adopting parent or by a family member of the adopting parent residing in the same household: Provided, That no natural parent of any such adopted child shall thereafter, by virtue of such parentage, be accorded any right, privilege, or status under this chapter; or

(ii) subject to the same proviso as in clause (i), a child who: (I) is a natural sibling of a child described in clause (i) or subparagraph (F)(i); (II) was adopted by the adoptive parent or parents of the sibling described in such clause or subparagraph; and (III) is otherwise described in clause (i), except that the child was adopted while under the age of 18 years;

(F)(i) a child, under the age of sixteen at the time a petition is filed in his behalf to accord a classification as an immediate relative under section 1151(b) of this title, who is an orphan because of the death or disappearance of, abandonment or desertion by, or separation or loss from, both parents, or for whom the sole or surviving parent is incapable of providing the proper care and has in writing
irrevocably released the child for emigration and adoption; who has been adopted abroad by a United States citizen and spouse jointly, or by an unmarried United States citizen at least twenty-five years of age, who personally saw and observed the child prior to or during the adoption proceedings; or who is coming to the United States for adoption by a United States citizen and spouse jointly, or by an unmarried United States citizen at least twenty-five years of age, who have or has complied with the preadoption requirements, if any, of the child's proposed residence; Provided, That the Attorney General is satisfied that proper care will be furnished the child if admitted to the United States: Provided further, That no natural parent or prior adoptive parent of any such child shall thereafter, by virtue of such parentage, be accorded any right, privilege, or status under this chapter; or

(ii) subject to the same provisos as in clause (i), a child who: (I) is a natural sibling of a child described in clause (i) or subparagraph (E)(i); (II) has been adopted abroad, or is coming to the United States for adoption, by the adoptive parent (or prospective adoptive parent) or parents of the sibling described in such clause or subparagraph; and (III) is otherwise described in clause (i), except that the child is under the age of 18 at the time a petition is filed in his or her behalf to accord a classification as an immediate relative under section 1151(b) of this title; or

(G)(i) a child, younger than 16 years of age at the time a petition is filed on the child's behalf to accord a classification as an immediate relative under section 1151(b) of this title, who has been adopted in a foreign state that is a party to the Convention on Protection of Children and Co-operation in Respect of Intercountry Adoption, done at The Hague on May 29, 1993, or who is emigrating from such a foreign state to be adopted in the United States by a United States citizen and spouse jointly or by an unmarried United States citizen who is at least 25 years of age, Provided, That—

(I) the Secretary of Homeland Security is satisfied that proper care will be furnished the child if admitted to the United States;

(II) the child's natural parents (or parent, in the case of a child who has one sole or surviving parent because of the death or disappearance of, abandonment or desertion by, the other parent), or other persons or institutions that retain legal custody of the child, have freely given their written irrevocable consent to the termination of their legal relationship with the child, and to the child's emigration and adoption;

(III) in the case of a child having two living natural parents, the natural parents are incapable of providing proper care for the child;

(IV) the Secretary of Homeland Security is satisfied that the purpose of the adoption is to form a bona fide parent-child relationship, and the parent-child
relationship of the child and the natural parents has been terminated (and in
carrying out both obligations under this subclause the Secretary of Homeland
Security may consider whether there is a petition pending to confer immigrant
status on one or both of such natural parents); and

(V) in the case of a child who has not been adopted—

(aa) the competent authority of the foreign state has approved the child's
emigration to the United States for the purpose of adoption by the prospective
adoptive parent or parents; and

(bb) the prospective adoptive parent or parents has or have complied with any
pre-adoption requirements of the child's proposed residence; and

(ii) except that no natural parent or prior adoptive parent of any such child shall
thereafter, by virtue of such parentage, be accorded any right, privilege, or status
under this chapter; or

(iii) subject to the same provisos as in clauses (i) and (ii), a child who—

(I) is a natural sibling of a child described in clause (i), subparagraph (E)(i), or
subparagraph (F)(i);

(II) was adopted abroad, or is coming to the United States for adoption, by the
adoptive parent (or prospective adoptive parent) or parents of the sibling
described in clause (i), subparagraph (E)(i), or subparagraph (F)(i); and

(III) is otherwise described in clause (i), except that the child is younger than 18
years of age at the time a petition is filed on his or her behalf for classification as
an immediate relative under section 1151(b) of this title.

(2) The terms “parent”, “father”, or “mother” mean a parent, father, or mother
only where the relationship exists by reason of any of the circumstances set forth
in subdivision (1) of this subsection, except that, for purposes of paragraph (1)(F)
(other than the second proviso therein) and paragraph (1)(G)(i) in the case of a
child born out of wedlock described in paragraph (1)(D) (and not described in
paragraph (1)(C)), the term “parent” does not include the natural father of the
child if the father has disappeared or abandoned or deserted the child or if the
father has in writing irrevocably released the child for emigration and adoption.

(3) The term “person” means an individual or an organization.
(4) The term “immigration judge” means an attorney whom the Attorney General appoints as an administrative judge within the Executive Office for Immigration Review, qualified to conduct specified classes of proceedings, including a hearing under section 1229a of this title. An immigration judge shall be subject to such supervision and shall perform such duties as the Attorney General shall prescribe, but shall not be employed by the Immigration and Naturalization Service.

(5) The term “adjacent islands” includes Saint Pierre, Miquelon, Cuba, the Dominican Republic, Haiti, Bermuda, the Bahamas, Barbados, Jamaica, the Windward and Leeward Islands, Trinidad, Martinique, and other British, French, and Netherlands territory or possessions in or bordering on the Caribbean Sea.

(c) As used in subchapter III—

(1) The term “child” means an unmarried person under twenty-one years of age and includes a child legitimated under the law of the child's residence or domicile, or under the law of the father's residence or domicile, whether in the United States or elsewhere, and, except as otherwise provided in sections 1431 and 1432 of this title, a child adopted in the United States, if such legitimation or adoption takes place before the child reaches the age of 16 years (except to the extent that the child is described in subparagraph (E)(ii) or (F)(ii) of subsection (b)(1) of this section), and the child is in the legal custody of the legitimating or adopting parent or parents at the time of such legitimation or adoption.

(2) The terms “parent”, “father”, and “mother” include in the case of a posthumous child a deceased parent, father, and mother.


(e) For the purposes of this chapter—

(1) The giving, loaning, or promising of support or of money or any other thing of value to be used for advocating any doctrine shall constitute the advocating of such doctrine; but nothing in this paragraph shall be construed as an exclusive definition of advocating.

(2) The giving, loaning, or promising of support or of money or any other thing of value for any purpose to any organization shall be presumed to constitute affiliation therewith; but nothing in this paragraph shall be construed as an exclusive definition of affiliation.

(3) Advocating the economic, international, and governmental doctrines of world communism means advocating the establishment of a totalitarian Communist
dictatorship in any or all of the countries of the world through the medium of an internationally coordinated Communist movement.

(f) For the purposes of this chapter—

No person shall be regarded as, or found to be, a person of good moral character who, during the period for which good moral character is required to be established is, or was—

(1) a habitual drunkard;


(3) a member of one or more of the classes of persons, whether inadmissible or not, described in paragraphs (2)(D), (6)(E), and (10)(A) of section 1182(a) of this title; or subparagraphs (A) and (B) of section 1182(a)(2) of this title and subparagraph (C) thereof of such section (except as such paragraph relates to a single offense of simple possession of 30 grams or less of marihuana), if the offense described therein, for which such person was convicted or of which he admits the commission, was committed during such period;

(4) one whose income is derived principally from illegal gambling activities;

(5) one who has been convicted of two or more gambling offenses committed during such period;

(6) one who has given false testimony for the purpose of obtaining any benefits under this chapter;

(7) one who during such period has been confined, as a result of conviction, to a penal institution for an aggregate period of one hundred and eighty days or more, regardless of whether the offense, or offenses, for which he has been confined were committed within or without such period;

(8) one who at any time has been convicted of an aggravated felony (as defined in subsection (a)(43) of this section); or

(9) one who at any time has engaged in conduct described in section 1182(a)(3)(E) of this title (relating to assistance in Nazi persecution, participation in genocide, or commission of acts of torture or extrajudicial killings) or 1182(a)(2)(G) of this title (relating to severe violations of religious freedom).
The fact that any person is not within any of the foregoing classes shall not preclude a finding that for other reasons such person is or was not of good moral character. In the case of an alien who makes a false statement or claim of citizenship, or who registers to vote or votes in a Federal, State, or local election (including an initiative, recall, or referendum) in violation of a lawful restriction of such registration or voting to citizens, if each natural parent of the alien (or, in the case of an adopted alien, each adoptive parent of the alien) is or was a citizen (whether by birth or naturalization), the alien permanently resided in the United States prior to attaining the age of 16, and the alien reasonably believed at the time of such statement, claim, or violation that he or she was a citizen, no finding that the alien is, or was, not of good moral character may be made based on it.

(g) For the purposes of this chapter any alien ordered deported or removed (whether before or after the enactment of this chapter) who has left the United States, shall be considered to have been deported or removed in pursuance of law, irrespective of the source from which the expenses of his transportation were defrayed or of the place to which he departed.

(h) For purposes of section 1182(a)(2)(E) of this title, the term “serious criminal offense” means—

(1) any felony;

(2) any crime of violence, as defined in section 16 of title 18; or

(3) any crime of reckless driving or of driving while intoxicated or under the influence of alcohol or of prohibited substances if such crime involves personal injury to another.

(i) With respect to each nonimmigrant alien described in subsection (a)(15)(T)(i) of this section—

(1) the Secretary of Homeland Security, the Attorney General, and other Government officials, where appropriate, shall provide the alien with a referral to a nongovernmental organization that would advise the alien regarding the alien’s options while in the United States and the resources available to the alien; and

(2) the Secretary of Homeland Security shall, during the period the alien is in lawful temporary resident status under that subsection, grant the alien authorization to engage in employment in the United States and provide the alien with an “employment authorized” endorsement or other appropriate work permit.
8 USC § 1102. Diplomatic and semidiplomatic immunities

Except as otherwise provided in this chapter, for so long as they continue in the nonimmigrant classes enumerated in this section, the provisions of this chapter relating to ineligibility to receive visas and the removal of aliens shall not be construed to apply to nonimmigrants—

(1) within the class described in paragraph (15)(A)(i) of section 1101(a) of this title, except those provisions relating to reasonable requirements of passports and visas as a means of identification and documentation necessary to establish their qualifications under such paragraph (15)(A)(i), and, under such rules and regulations as the President may deem to be necessary, the provisions of subparagraphs (A) through (C) of section 1182(a)(3) of this title;

(2) within the class described in paragraph (15)(G)(i) of section 1101(a) of this title, except those provisions relating to reasonable requirements of passports and visas as a means of identification and documentation necessary to establish their qualifications under such paragraph (15)(G)(i), and the provisions of subparagraphs (A) through (C) of section 1182(a)(3) of this title; and

(3) within the classes described in paragraphs (15)(A)(ii), (15)(G)(ii), (15)(G)(iii), or (15)(G)(iv) of section 1101(a) of this title, except those provisions relating to reasonable requirements of passports and visas as a means of identification and
documentation necessary to establish their qualifications under such paragraphs, and the provisions of subparagraphs (A) through (C) of section 1182(a)(3) of this title.


Denial of Visas to Certain Representatives to United Nations


“(a) In General.—The President shall use his authority, including the authorities contained in section 6 of the United Nations Headquarters Agreement Act (Public Law 80–357) [Aug. 4, 1947, ch. 482, set out as a note under 22 U.S.C. 287], to deny any individual’s admission to the United States as a representative to the United Nations if the President determines that such individual has been found to have been engaged in espionage activities directed against the United States or its allies and may pose a threat to United States national security interests.

“(b) Waiver.—The President may waive the provisions of subsection (a) if the President determines, and so notifies the Congress, that such a waiver is in the national security interests of the United States.”

8 USC § 1103. Powers and duties of the Secretary, the Under Secretary, and the Attorney General

(a) Secretary of Homeland Security

(1) The Secretary of Homeland Security shall be charged with the administration and enforcement of this chapter and all other laws relating to the immigration and naturalization of aliens, except insofar as this chapter or such laws relate to the powers, functions, and duties conferred upon the President, Attorney General, the Secretary of State, the officers of the Department of State, or diplomatic or consular officers: Provided, however, That determination and ruling by the Attorney General with respect to all questions of law shall be controlling.

(2) He shall have control, direction, and supervision of all employees and of all the files and records of the Service.

(3) He shall establish such regulations; prescribe such forms of bond, reports, entries, and other papers; issue such instructions; and perform such other acts as
he deems necessary for carrying out his authority under the provisions of this chapter.

(4) He may require or authorize any employee of the Service or the Department of Justice to perform or exercise any of the powers, privileges, or duties conferred or imposed by this chapter or regulations issued thereunder upon any other employee of the Service.

(5) He shall have the power and duty to control and guard the boundaries and borders of the United States against the illegal entry of aliens and shall, in his discretion, appoint for that purpose such number of employees of the Service as to him shall appear necessary and proper.

(6) He is authorized to confer or impose upon any employee of the United States, with the consent of the head of the Department or other independent establishment under whose jurisdiction the employee is serving, any of the powers, privileges, or duties conferred or imposed by this chapter or regulations issued thereunder upon officers or employees of the Service.

(7) He may, with the concurrence of the Secretary of State, establish offices of the Service in foreign countries; and, after consultation with the Secretary of State, he may, whenever in his judgment such action may be necessary to accomplish the purposes of this chapter, detail employees of the Service for duty in foreign countries.

(8) After consultation with the Secretary of State, the Attorney General may authorize officers of a foreign country to be stationed at preclearance facilities in the United States for the purpose of ensuring that persons traveling from or through the United States to that foreign country comply with that country’s immigration and related laws.

(9) Those officers may exercise such authority and perform such duties as United States immigration officers are authorized to exercise and perform in that foreign country under reciprocal agreement, and they shall enjoy such reasonable privileges and immunities necessary for the performance of their duties as the government of their country extends to United States immigration officers.

(10) In the event the Attorney General determines that an actual or imminent mass influx of aliens arriving off the coast of the United States, or near a land border, presents urgent circumstances requiring an immediate Federal response, the Attorney General may authorize any State or local law enforcement officer, with the consent of the head of the department, agency, or establishment under whose jurisdiction the individual is serving, to perform or exercise any of the powers, privileges, or duties conferred or imposed by this chapter or regulations issued thereunder upon officers or employees of the Service.
(11) The Attorney General, in support of persons in administrative detention in non-Federal institutions, is authorized—

(A) to make payments from funds appropriated for the administration and enforcement of the laws relating to immigration, naturalization, and alien registration for necessary clothing, medical care, necessary guard hire, and the housing, care, and security of persons detained by the Service pursuant to Federal law under an agreement with a State or political subdivision of a State; and

(B) to enter into a cooperative agreement with any State, territory, or political subdivision thereof, for the necessary construction, physical renovation, acquisition of equipment, supplies or materials required to establish acceptable conditions of confinement and detention services in any State or unit of local government which agrees to provide guaranteed bed space for persons detained by the Service.

(b) Land acquisition authority

(1) The Attorney General may contract for or buy any interest in land, including temporary use rights, adjacent to or in the vicinity of an international land border when the Attorney General deems the land essential to control and guard the boundaries and borders of the United States against any violation of this chapter.

(2) The Attorney General may contract for or buy any interest in land identified pursuant to paragraph (1) as soon as the lawful owner of that interest fixes a price for it and the Attorney General considers that price to be reasonable.

(3) When the Attorney General and the lawful owner of an interest identified pursuant to paragraph (1) are unable to agree upon a reasonable price, the Attorney General may commence condemnation proceedings pursuant to section 3113 of title 40.

(4) The Attorney General may accept for the United States a gift of any interest in land identified pursuant to paragraph (1).

(c) Commissioner; appointment

The Commissioner shall be a citizen of the United States and shall be appointed by the President, by and with the advice and consent of the Senate. He shall be charged with any and all responsibilities and authority in the administration of the Service and of this chapter which are conferred upon the Attorney General as may be delegated to him by the Attorney General or which may be prescribed by the Attorney General. The Commissioner may enter into cooperative agreements
with State and local law enforcement agencies for the purpose of assisting in the enforcement of the immigration laws.

(d) Statistical information system

(1) The Commissioner, in consultation with interested academicians, government agencies, and other parties, shall provide for a system for collection and dissemination, to Congress and the public, of information (not in individually identifiable form) useful in evaluating the social, economic, environmental, and demographic impact of immigration laws.

(2) Such information shall include information on the alien population in the United States, on the rates of naturalization and emigration of resident aliens, on aliens who have been admitted, paroled, or granted asylum, on nonimmigrants in the United States (by occupation, basis for admission, and duration of stay), on aliens who have not been admitted or have been removed from the United States, on the number of applications filed and granted for cancellation of removal, and on the number of aliens estimated to be present unlawfully in the United States in each fiscal year.

(3) Such system shall provide for the collection and dissemination of such information not less often than annually.

(e) Annual report

(1) The Commissioner shall submit to Congress annually a report which contains a summary of the information collected under subsection (d) of this section and an analysis of trends in immigration and naturalization.

(2) Each annual report shall include information on the number, and rate of denial administratively, of applications for naturalization, for each district office of the Service and by national origin group.

(f) Minimum number of agents in States

The Attorney General shall allocate to each State not fewer than 10 full-time active duty agents of the Immigration and Naturalization Service to carry out the functions of the Service, in order to ensure the effective enforcement of this chapter.

(g) Attorney General

(1) In general
The Attorney General shall have such authorities and functions under this chapter and all other laws relating to the immigration and naturalization of aliens as were exercised by the Executive Office for Immigration Review, or by the Attorney General with respect to the Executive Office for Immigration Review, on the day before the effective date of the Immigration Reform, Accountability and Security Enhancement Act of 2002.

(2) Powers

The Attorney General shall establish such regulations, prescribe such forms of bond, reports, entries, and other papers, issue such instructions, review such administrative determinations in immigration proceedings, delegate such authority, and perform such other acts as the Attorney General determines to be necessary for carrying out this section.

(6) Designation and duties of Administrator

The Secretary of State shall be charged with the administration and the enforcement of the provisions of this chapter and all other immigration and nationality laws relating to (1) the powers, duties, and functions of diplomatic and consular officers of the United States, except those powers, duties, and functions conferred upon the consular officers relating to the granting or refusal of visas; (2) the powers, duties, and functions of the Administrator; and (3) the determination of nationality of a person not in the United States. He shall establish such regulations; prescribe such forms of reports, entries and other papers; issue such instructions; and perform such other acts as he deems necessary for carrying out such provisions. He is authorized to confer or impose upon any employee of the United States, with the consent of the head of the department or independent establishment under whose jurisdiction the employee is serving, any of the powers, functions, or duties conferred or imposed by this chapter or regulations issued thereunder upon officers or employees of the Department of State or of the American Foreign Service.

8 USC § 1104. Powers and duties of Secretary of State

(a) Powers and duties

The Secretary of State shall be charged with the administration and the enforcement of the provisions of this chapter and all other immigration and nationality laws relating to (1) the powers, duties, and functions of diplomatic and consular officers of the United States, except those powers, duties, and functions conferred upon the consular officers relating to the granting or refusal of visas; (2) the powers, duties, and functions of the Administrator; and (3) the determination of nationality of a person not in the United States. He shall establish such regulations; prescribe such forms of reports, entries and other papers; issue such instructions; and perform such other acts as he deems necessary for carrying out such provisions. He is authorized to confer or impose upon any employee of the United States, with the consent of the head of the department or independent establishment under whose jurisdiction the employee is serving, any of the powers, functions, or duties conferred or imposed by this chapter or regulations issued thereunder upon officers or employees of the Department of State or of the American Foreign Service.

(b) Designation and duties of Administrator
The Secretary of State shall designate an Administrator who shall be a citizen of the United States, qualified by experience. The Administrator shall maintain close liaison with the appropriate committees of Congress in order that they may be advised regarding the administration of this chapter by consular officers. The Administrator shall be charged with any and all responsibility and authority in the administration of this chapter which are conferred on the Secretary of State as may be delegated to the Administrator by the Secretary of State or which may be prescribed by the Secretary of State, and shall perform such other duties as the Secretary of State may prescribe.

(c) **Passport Office, Visa Office, and other offices; directors**

Within the Department of State there shall be a Passport Office, a Visa Office, and such other offices as the Secretary of State may deem to be appropriate, each office to be headed by a director. The Directors of the Passport Office and the Visa Office shall be experienced in the administration of the nationality and immigration laws.

(d) **Transfer of duties**

The functions heretofore performed by the Passport Division and the Visa Division of the Department of State shall hereafter be performed by the Passport Office and the Visa Office, respectively.

(e) **General Counsel of Visa Office; appointment and duties**

There shall be a General Counsel of the Visa Office, who shall be appointed by the Secretary of State and who shall serve under the general direction of the Legal Adviser of the Department of State. The General Counsel shall have authority to maintain liaison with the appropriate officers of the Service with a view to securing uniform interpretations of the provisions of this chapter.


8 USC § 1105. Liaison with internal security officers; data exchange

(a) In general

The Commissioner and the Administrator shall have authority to maintain direct and continuous liaison with the Directors of the Federal Bureau of Investigation...
and the Central Intelligence Agency and with other internal security officers of the Government for the purpose of obtaining and exchanging information for use in enforcing the provisions of this chapter in the interest of the internal and border security of the United States. The Commissioner and the Administrator shall maintain direct and continuous liaison with each other with a view to a coordinated, uniform, and efficient administration of this chapter, and all other immigration and nationality laws.

(b) Access to National Crime Information Center files

(1) The Attorney General and the Director of the Federal Bureau of Investigation shall provide the Department of State and the Service access to the criminal history record information contained in the National Crime Information Center's Interstate Identification Index (NCIC-III), Wanted Persons File, and to any other files maintained by the National Crime Information Center that may be mutually agreed upon by the Attorney General and the agency receiving the access, for the purpose of determining whether or not a visa applicant or applicant for admission has a criminal history record indexed in any such file.

(2) Such access shall be provided by means of extracts of the records for placement in the automated visa lookout or other appropriate database, and shall be provided without any fee or charge.

(3) The Federal Bureau of Investigation shall provide periodic updates of the extracts at intervals mutually agreed upon with the agency receiving the access. Upon receipt of such updated extracts, the receiving agency shall make corresponding updates to its database and destroy previously provided extracts.

(4) Access to an extract does not entitle the Department of State to obtain the full content of the corresponding automated criminal history record. To obtain the full content of a criminal history record, the Department of State shall submit the applicant's fingerprints and any appropriate fingerprint processing fee authorized by law to the Criminal Justice Information Services Division of the Federal Bureau of Investigation.

(c) Reconsideration upon development of more cost effective means of sharing information

The provision of the extracts described in subsection (b) of this section may be reconsidered by the Attorney General and the receiving agency upon the development and deployment of a more cost-effective and efficient means of sharing the information.

(d) Regulations
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For purposes of administering this section, the Department of State shall, prior to receiving access to NCIC data but not later than 4 months after October 26, 2001, promulgate final regulations—

(1) to implement procedures for the taking of fingerprints; and

(2) to establish the conditions for the use of the information received from the Federal Bureau of Investigation, in order—

(A) to limit the redissemination of such information;

(B) to ensure that such information is used solely to determine whether or not to issue a visa to an alien or to admit an alien to the United States;

(C) to ensure the security, confidentiality, and destruction of such information; and

(D) to protect any privacy rights of individuals who are subjects of such information.

(U.S. Code, Section 104)

SUBCHAPTER II—IMMIGRATION

Part II—Admission Qualifications for Aliens; Travel Control of Citizens and Aliens

8 USC § 1189. Designation of foreign terrorist organizations

(a) Designation

(1) In general

The Secretary is authorized to designate an organization as a foreign terrorist organization in accordance with this subsection if the Secretary finds that—

(A) the organization is a foreign organization;

(B) the organization engages in terrorist activity (as defined in section 1182(a)(3)(B) of this title or terrorism (as defined in section 2656f(d)(2) of title
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or retains the capability and intent to engage in terrorist activity or terrorism); and

(C) the terrorist activity or terrorism of the organization threatens the security of United States nationals or the national security of the United States.

(2) Procedure

(A) Notice

(i) To congressional leaders

Seven days before making a designation under this subsection, the Secretary shall, by classified communication, notify the Speaker and Minority Leader of the House of Representatives, the President pro tempore, Majority Leader, and Minority Leader of the Senate, and the members of the relevant committees of the House of Representatives and the Senate, in writing, of the intent to designate an organization under this subsection, together with the findings made under paragraph (1) with respect to that organization, and the factual basis therefor.

(ii) Publication in Federal Register

The Secretary shall publish the designation in the Federal Register seven days after providing the notification under clause (i).

(B) Effect of designation

(i) For purposes of section 2339B of title 18, a designation under this subsection shall take effect upon publication under subparagraph (A)(ii).

(ii) Any designation under this subsection shall cease to have effect upon an Act of Congress disapproving such designation.

(C) Freezing of assets

Upon notification under paragraph (2)(A)(i), the Secretary of the Treasury may require United States financial institutions possessing or controlling any assets of any foreign organization included in the notification to block all financial transactions involving those assets until further directive from either the Secretary of the Treasury, Act of Congress, or order of court.

(3) Record

(A) In general
In making a designation under this subsection, the Secretary shall create an administrative record.

(B) Classified information

The Secretary may consider classified information in making a designation under this subsection. Classified information shall not be subject to disclosure for such time as it remains classified, except that such information may be disclosed to a court ex parte and in camera for purposes of judicial review under subsection (c) of this section.

(4) Period of designation

(A) In general

A designation under this subsection shall be effective for all purposes until revoked under paragraph (5) or (6) or set aside pursuant to subsection (c) of this section.

(B) Review of designation upon petition

(i) In general

The Secretary shall review the designation of a foreign terrorist organization under the procedures set forth in clauses (iii) and (iv) if the designated organization files a petition for revocation within the petition period described in clause (ii).

(ii) Petition period

For purposes of clause (i)—

(I) if the designated organization has not previously filed a petition for revocation under this subparagraph, the petition period begins 2 years after the date on which the designation was made; or

(II) if the designated organization has previously filed a petition for revocation under this subparagraph, the petition period begins 2 years after the date of the determination made under clause (iv) on that petition.

(iii) Procedures

Any foreign terrorist organization that submits a petition for revocation under this subparagraph must provide evidence in that petition that the relevant circumstances described in paragraph (1) are sufficiently different from the
circumstances that were the basis for the designation such that a revocation with respect to the organization is warranted.

(iv) Determination

(I) In general

Not later than 180 days after receiving a petition for revocation submitted under this subparagraph, the Secretary shall make a determination as to such revocation.

(II) Classified information

The Secretary may consider classified information in making a determination in response to a petition for revocation. Classified information shall not be subject to disclosure for such time as it remains classified, except that such information may be disclosed to a court ex parte and in camera for purposes of judicial review under subsection (c) of this section.

(III) Publication of determination

A determination made by the Secretary under this clause shall be published in the Federal Register.

(IV) Procedures

Any revocation by the Secretary shall be made in accordance with paragraph (6).

(C) Other review of designation

(i) In general

If in a 5-year period no review has taken place under subparagraph (B), the Secretary shall review the designation of the foreign terrorist organization in order to determine whether such designation should be revoked pursuant to paragraph (6).

(ii) Procedures

If a review does not take place pursuant to subparagraph (B) in response to a petition for revocation that is filed in accordance with that subparagraph, then the review shall be conducted pursuant to procedures established by the Secretary. The results of such review and the applicable procedures shall not be reviewable in any court.
(iii) Publication of results of review

The Secretary shall publish any determination made pursuant to this subparagraph in the Federal Register.

(5) Revocation by Act of Congress

The Congress, by an Act of Congress, may block or revoke a designation made under paragraph (1).

(6) Revocation based on change in circumstances

(A) In general

The Secretary may revoke a designation made under paragraph (1) at any time, and shall revoke a designation upon completion of a review conducted pursuant to subparagraphs (B) and (C) of paragraph (4) if the Secretary finds that—

(i) the circumstances that were the basis for the designation have changed in such a manner as to warrant revocation; or

(ii) the national security of the United States warrants a revocation.

(B) Procedure

The procedural requirements of paragraphs (2) and (3) shall apply to a revocation under this paragraph. Any revocation shall take effect on the date specified in the revocation or upon publication in the Federal Register if no effective date is specified.

(7) Effect of revocation

The revocation of a designation under paragraph (5) or (6) shall not affect any action or proceeding based on conduct committed prior to the effective date of such revocation.

(8) Use of designation in trial or hearing

If a designation under this subsection has become effective under paragraph (2)(B) a defendant in a criminal action or an alien in a removal proceeding shall not be permitted to raise any question concerning the validity of the issuance of such designation as a defense or an objection at any trial or hearing.

(b) Amendments to a designation
(1) In general

The Secretary may amend a designation under this subsection if the Secretary finds that the organization has changed its name, adopted a new alias, dissolved and then reconstituted itself under a different name or names, or merged with another organization.

(2) Procedure

Amendments made to a designation in accordance with paragraph (1) shall be effective upon publication in the Federal Register. Subparagraphs (B) and (C) of subsection (a)(2) of this section shall apply to an amended designation upon such publication. Paragraphs (2)(A)(i), (4), (5), (6), (7), and (8) of subsection (a) of this section shall also apply to an amended designation.

(3) Administrative record

The administrative record shall be corrected to include the amendments as well as any additional relevant information that supports those amendments.

(4) Classified information

The Secretary may consider classified information in amending a designation in accordance with this subsection. Classified information shall not be subject to disclosure for such time as it remains classified, except that such information may be disclosed to a court ex parte and in camera for purposes of judicial review under subsection (c) of this section.

(c) Judicial review of designation

(1) In general

Not later than 30 days after publication in the Federal Register of a designation, an amended designation, or a determination in response to a petition for revocation, the designated organization may seek judicial review in the United States Court of Appeals for the District of Columbia Circuit.

(2) Basis of review

Review under this subsection shall be based solely upon the administrative record, except that the Government may submit, for ex parte and in camera review, classified information used in making the designation, amended designation, or determination in response to a petition for revocation.

(3) Scope of review
The Court shall hold unlawful and set aside a designation, amended designation, or determination in response to a petition for revocation the court finds to be—

(A) arbitrary, capricious, an abuse of discretion, or otherwise not in accordance with law;

(B) contrary to constitutional right, power, privilege, or immunity;

(C) in excess of statutory jurisdiction, authority, or limitation, or short of statutory right;

(D) lacking substantial support in the administrative record taken as a whole or in classified information submitted to the court under paragraph (2), or

(E) not in accord with the procedures required by law.

(4) Judicial review invoked

The pendency of an action for judicial review of a designation, amended designation, or determination in response to a petition for revocation shall not affect the application of this section, unless the court issues a final order setting aside the designation, amended designation, or determination in response to a petition for revocation.

(d) Definitions

As used in this section—

(1) the term “classified information” has the meaning given that term in section 1(a) of the Classified Information Procedures Act (18 U.S.C. App.);

(2) the term “national security” means the national defense, foreign relations, or economic interests of the United States;

(3) the term “relevant committees” means the Committees on the Judiciary, Intelligence, and Foreign Relations of the Senate and the Committees on the Judiciary, Intelligence, and International Relations of the House of Representatives; and

(4) the term “Secretary” means the Secretary of State, in consultation with the Secretary of the Treasury and the Attorney General.
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8 USC § 1531. Definitions

As used in this subchapter—

(1) the term “alien terrorist” means any alien described in section 1227(a)(4)(B) of this title;

(2) the term “classified information” has the same meaning as in section 1(a) of the Classified Information Procedures Act (18 U.S.C. App.);

(3) the term “national security” has the same meaning as in section 1(b) of the Classified Information Procedures Act (18 U.S.C. App.);

(4) the term “removal court” means the court described in section 1532 of this title;

(5) the term “removal hearing” means the hearing described in section 1534 of this title;

(6) the term “removal proceeding” means a proceeding under this subchapter; and

(7) the term “special attorney” means an attorney who is on the panel established under section 1532(e) of this title.

8 USC § 1532. Establishment of removal court

(a) Designation of judges

The Chief Justice of the United States shall publicly designate 5 district court judges from 5 of the United States judicial circuits who shall constitute a court that shall have jurisdiction to conduct all removal proceedings. The Chief Justice may, in the Chief Justice’s discretion, designate the same judges under this section as are designated pursuant to section 103(a) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1803(a)).
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(b) Terms

Each judge designated under subsection (a) of this section shall serve for a term of 5 years and shall be eligible for redesignation, except that of the members first designated—

(1) 1 member shall serve for a term of 1 year;

(2) 1 member shall serve for a term of 2 years;

(3) 1 member shall serve for a term of 3 years; and

(4) 1 member shall serve for a term of 4 years.

(c) Chief judge

(1) Designation

The Chief Justice shall publicly designate one of the judges of the removal court to be the chief judge of the removal court.

(2) Responsibilities

The chief judge shall—

(A) promulgate rules to facilitate the functioning of the removal court; and

(B) assign the consideration of cases to the various judges on the removal court.

(d) Expeditious and confidential nature of proceedings

The provisions of section 103(c) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1803(c)) shall apply to removal proceedings in the same manner as they apply to proceedings under that Act [50 U.S.C. 1801 et seq.].

(e) Establishment of panel of special attorneys

The removal court shall provide for the designation of a panel of attorneys each of whom—

(1) has a security clearance which affords the attorney access to classified information, and
(2) has agreed to represent permanent resident aliens with respect to classified information under section 1534(e)(3) of this title in accordance with (and subject to the penalties under) this subchapter.


8 USC § 1533. Removal court procedure

(a) Application

(1) In general

In any case in which the Attorney General has classified information that an alien is an alien terrorist, the Attorney General may seek removal of the alien under this subchapter by filing an application with the removal court that contains—

(A) the identity of the attorney in the Department of Justice making the application;

(B) a certification by the Attorney General or the Deputy Attorney General that the application satisfies the criteria and requirements of this section;

(C) the identity of the alien for whom authorization for the removal proceeding is sought; and

(D) a statement of the facts and circumstances relied on by the Department of Justice to establish probable cause that—

(i) the alien is an alien terrorist;

(ii) the alien is physically present in the United States; and

(iii) with respect to such alien, removal under subchapter II would pose a risk to the national security of the United States.

(2) Filing

An application under this section shall be submitted ex parte and in camera, and shall be filed under seal with the removal court.

(b) Right to dismiss
The Attorney General may dismiss a removal action under this subchapter at any stage of the proceeding.

(c) Consideration of application

(1) Basis for decision

In determining whether to grant an application under this section, a single judge of the removal court may consider, ex parte and in camera, in addition to the information contained in the application—

(A) other information, including classified information, presented under oath or affirmation; and

(B) testimony received in any hearing on the application, of which a verbatim record shall be kept.

(2) Approval of order

The judge shall issue an order granting the application, if the judge finds that there is probable cause to believe that—

(A) the alien who is the subject of the application has been correctly identified and is an alien terrorist present in the United States; and

(B) removal under subchapter II would pose a risk to the national security of the United States.

(3) Denial of order

If the judge denies the order requested in the application, the judge shall prepare a written statement of the reasons for the denial, taking all necessary precautions not to disclose any classified information contained in the Government’s application.

(d) Exclusive provisions

If an order is issued under this section granting an application, the rights of the alien regarding removal and expulsion shall be governed solely by this subchapter, and except as they are specifically referenced in this subchapter, no other provisions of this chapter shall be applicable.

8 USC § 1534. Removal hearing

(a) In general

(1) Expeditious hearing

In any case in which an application for an order is approved under section 1533(c)(2) of this title, a removal hearing shall be conducted under this section as expeditiously as practicable for the purpose of determining whether the alien to whom the order pertains should be removed from the United States on the grounds that the alien is an alien terrorist.

(2) Public hearing

The removal hearing shall be open to the public.

(b) Notice

An alien who is the subject of a removal hearing under this subchapter shall be given reasonable notice of—

(1) the nature of the charges against the alien, including a general account of the basis for the charges; and

(2) the time and place at which the hearing will be held.

(c) Rights in hearing

(1) Right of counsel

The alien shall have a right to be present at such hearing and to be represented by counsel. Any alien financially unable to obtain counsel shall be entitled to have counsel assigned to represent the alien. Such counsel shall be appointed by the judge pursuant to the plan for furnishing representation for any person financially unable to obtain adequate representation for the district in which the hearing is conducted, as provided for in section 3006A of title 18. All provisions of that section shall apply and, for purposes of determining the maximum amount of compensation, the matter shall be treated as if a felony was charged.

(2) Introduction of evidence

Subject to the limitations in subsection (e) of this section, the alien shall have a reasonable opportunity to introduce evidence on the alien's own behalf.

(3) Examination of witnesses
Subject to the limitations in subsection (e) of this section, the alien shall have a reasonable opportunity to examine the evidence against the alien and to cross-examine any witness.

(4) Record

A verbatim record of the proceedings and of all testimony and evidence offered or produced at such a hearing shall be kept.

(5) Removal decision based on evidence at hearing

The decision of the judge regarding removal shall be based only on that evidence introduced at the removal hearing.

(d) Subpoenas

(1) Request

At any time prior to the conclusion of the removal hearing, either the alien or the Department of Justice may request the judge to issue a subpoena for the presence of a named witness (which subpoena may also command the person to whom it is directed to produce books, papers, documents, or other objects designated therein) upon a satisfactory showing that the presence of the witness is necessary for the determination of any material matter. Such a request may be made ex parte except that the judge shall inform the Department of Justice of any request for a subpoena by the alien for a witness or material if compliance with such a subpoena would reveal classified evidence or the source of that evidence. The Department of Justice shall be given a reasonable opportunity to oppose the issuance of such a subpoena.

(2) Payment for attendance

If an application for a subpoena by the alien also makes a showing that the alien is financially unable to pay for the attendance of a witness so requested, the court may order the costs incurred by the process and the fees of the witness so subpoenaed to be paid from funds appropriated for the enforcement of subchapter II of this chapter.

(3) Nationwide service

A subpoena under this subsection may be served anywhere in the United States.

(4) Witness fees
A witness subpoenaed under this subsection shall receive the same fees and expenses as a witness subpoenaed in connection with a civil proceeding in a court of the United States.

(5) No access to classified information

Nothing in this subsection is intended to allow an alien to have access to classified information.

(e) Discovery

(1) In general

For purposes of this subchapter—

(A) the Government is authorized to use in a removal proceedings the fruits of electronic surveillance and unconsented physical searches authorized under the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) without regard to subsections (c), (e), (f), (g), and (h) of section 106 of that Act [50 U.S.C. 1806(c), (e), (f), (g), (h)] and discovery of information derived pursuant to such Act, or otherwise collected for national security purposes, shall not be authorized if disclosure would present a risk to the national security of the United States;

(B) an alien subject to removal under this subchapter shall not be entitled to suppress evidence that the alien alleges was unlawfully obtained; and

(C) section 3504 of title 18 and section 1806(c) of title 50 shall not apply if the Attorney General determines that public disclosure would pose a risk to the national security of the United States because it would disclose classified information or otherwise threaten the integrity of a pending investigation.

(2) Protective orders

Nothing in this subchapter shall prevent the United States from seeking protective orders and from asserting privileges ordinarily available to the United States to protect against the disclosure of classified information, including the invocation of the military and State secrets privileges.

(3) Treatment of classified information

(A) Use

The judge shall examine, ex parte and in camera, any evidence for which the Attorney General determines that public disclosure would pose a risk to the national security of the United States or to the security of any individual because
it would disclose classified information and neither the alien nor the public shall
be informed of such evidence or its sources other than through reference to the
summary provided pursuant to this paragraph. Notwithstanding the previous
sentence, the Department of Justice may, in its discretion and, in the case of
classified information, after coordination with the originating agency, elect to
introduce such evidence in open session.

(B) Submission

With respect to such information, the Government shall submit to the removal
court an unclassified summary of the specific evidence that does not pose that
risk.

(C) Approval

Not later than 15 days after submission, the judge shall approve the summary if
the judge finds that it is sufficient to enable the alien to prepare a defense. The
Government shall deliver to the alien a copy of the unclassified summary
approved under this subparagraph.

(D) Disapproval

(i) In general

If an unclassified summary is not approved by the removal court under
subparagraph (C), the Government shall be afforded 15 days to correct the
deficiencies identified by the court and submit a revised unclassified summary.

(ii) Revised summary

If the revised unclassified summary is not approved by the court within 15 days of
its submission pursuant to subparagraph (C), the removal hearing shall be
terminated unless the judge makes the findings under clause (iii).

(iii) Findings

The findings described in this clause are, with respect to an alien, that—

(I) the continued presence of the alien in the United States would likely cause
serious and irreparable harm to the national security or death or serious bodily
injury to any person, and

(II) the provision of the summary would likely cause serious and irreparable
harm to the national security or death or serious bodily injury to any person.
(E) Continuation of hearing without summary

If a judge makes the findings described in subparagraph (D)(iii)—

(i) if the alien involved is an alien lawfully admitted for permanent residence, the procedures described in subparagraph (F) shall apply; and

(ii) in all cases the special removal hearing shall continue, the Department of Justice shall cause to be delivered to the alien a statement that no summary is possible, and the classified information submitted in camera and ex parte may be used pursuant to this paragraph.

(F) Special procedures for access and challenges to classified information by special attorneys in case of lawful permanent aliens

(i) In general

The procedures described in this subparagraph are that the judge (under rules of the removal court) shall designate a special attorney to assist the alien—

(I) by reviewing in camera the classified information on behalf of the alien, and

(II) by challenging through an in camera proceeding the veracity of the evidence contained in the classified information.

(ii) Restrictions on disclosure

A special attorney receiving classified information under clause (i)—

(I) shall not disclose the information to the alien or to any other attorney representing the alien, and

(II) who discloses such information in violation of subclause (I) shall be subject to a fine under title 18, imprisoned for not less than 10 years nor more than 25 years, or both.

(f) Arguments

Following the receipt of evidence, the Government and the alien shall be given fair opportunity to present argument as to whether the evidence is sufficient to justify the removal of the alien. The Government shall open the argument. The alien shall be permitted to reply. The Government shall then be permitted to reply in rebuttal. The judge may allow any part of the argument that refers to evidence received in camera and ex parte to be heard in camera and ex parte.
(g) Burden of proof

In the hearing, it is the Government's burden to prove, by the preponderance of the evidence, that the alien is subject to removal because the alien is an alien terrorist.

(h) Rules of evidence

The Federal Rules of Evidence shall not apply in a removal hearing.

(i) Determination of deportation

If the judge, after considering the evidence on the record as a whole, finds that the Government has met its burden, the judge shall order the alien removed and detained pending removal from the United States. If the alien was released pending the removal hearing, the judge shall order the Attorney General to take the alien into custody.

(j) Written order

At the time of issuing a decision as to whether the alien shall be removed, the judge shall prepare a written order containing a statement of facts found and conclusions of law. Any portion of the order that would reveal the substance or source of information received in camera and ex parte pursuant to subsection (e) of this section shall not be made available to the alien or the public.

(k) No right to ancillary relief

At no time shall the judge consider or provide for relief from removal based on—

(1) asylum under section 1158 of this title;

(2) by withholding of removal under section 1231(b)(3) of this title;

(3) cancellation of removal under section 1229b of this title;

(4) voluntary departure under section 1254a(e) of this title;

(5) adjustment of status under section 1255 of this title; or

(6) registry under section 1259 of this title.

(l) Report on terrorist removal proceedings
Not later than 3 months from December 28, 2001, the Attorney General shall submit to Congress a report concerning the effect and efficacy of alien terrorist removal proceedings, including the reasons why proceedings pursuant to this section have not been used by the Attorney General in the past and the effect on the use of these proceedings after the enactment of the USA PATRIOT Act of 2001 (Public Law 107–56).


8 USC § 1535. Appeals

(a) Appeal of denial of application for removal proceedings

(1) In general

The Attorney General may seek a review of the denial of an order sought in an application filed pursuant to section 1533 of this title. The appeal shall be filed in the United States Court of Appeals for the District of Columbia Circuit by notice of appeal filed not later than 20 days after the date of such denial.

(2) Record on appeal

The entire record of the proceeding shall be transmitted to the Court of Appeals under seal, and the Court of Appeals shall hear the matter ex parte.

(3) Standard of review

The Court of Appeals shall—

(A) review questions of law de novo; and

(B) set aside a finding of fact only if such finding was clearly erroneous.

(b) Appeal of determination regarding summary of classified information

(1) In general

The United States may take an interlocutory appeal to the United States Court of Appeals for the District of Columbia Circuit of—
(A) any determination by the judge pursuant to section 1534(e)(3) of this title; or

(B) the refusal of the court to make the findings permitted by section 1534(e)(3) of this title.

(2) Record

In any interlocutory appeal taken pursuant to this subsection, the entire record, including any proposed order of the judge, any classified information and the summary of evidence, shall be transmitted to the Court of Appeals. The classified information shall be transmitted under seal. A verbatim record of such appeal shall be kept under seal in the event of any other judicial review.

(c) Appeal of decision in hearing

(1) In general

Subject to paragraph (2), the decision of the judge after a removal hearing may be appealed by either the alien or the Attorney General to the United States Court of Appeals for the District of Columbia Circuit by notice of appeal filed not later than 20 days after the date on which the order is issued. The order shall not be enforced during the pendency of an appeal under this subsection.

(2) Automatic appeals in cases of permanent resident aliens in which no summary provided

(A) In general

Unless the alien waives the right to a review under this paragraph, in any case involving an alien lawfully admitted for permanent residence who is denied a written summary of classified information under section 1534(e)(3) of this title and with respect to which the procedures described in section 1534(e)(3)(F) of this title apply, any order issued by the judge shall be reviewed by the Court of Appeals for the District of Columbia Circuit.

(B) Use of special attorney

With respect to any issue relating to classified information that arises in such review, the alien shall be represented only by the special attorney designated under section 1534(e)(3)(F)(i) of this title on behalf of the alien.

(3) Transmittal of record

In an appeal or review to the Court of Appeals pursuant to this subsection—
(A) the entire record shall be transmitted to the Court of Appeals; and

(B) information received in camera and ex parte, and any portion of the order that would reveal the substance or source of such information, shall be transmitted under seal.

(4) Expedited appellate proceeding

In an appeal or review to the Court of Appeals under this subsection—

(A) the appeal or review shall be heard as expeditiously as practicable and the court may dispense with full briefing and hear the matter solely on the record of the judge of the removal court and on such briefs or motions as the court may require to be filed by the parties;

(B) the Court of Appeals shall issue an opinion not later than 60 days after the date of the issuance of the final order of the district court;

(C) the court shall review all questions of law de novo; and

(D) a finding of fact shall be accorded deference by the reviewing court and shall not be set aside unless such finding was clearly erroneous, except that in the case of a review under paragraph (2) in which an alien lawfully admitted for permanent residence was denied a written summary of classified information under section 1534(c)(3) of this title, the Court of Appeals shall review questions of fact de novo.

(d) Certiorari

Following a decision by the Court of Appeals pursuant to subsection (c) of this section, the alien or the Attorney General may petition the Supreme Court for a writ of certiorari. In any such case, any information transmitted to the Court of Appeals under seal shall, if such information is also submitted to the Supreme Court, be transmitted under seal. Any order of removal shall not be stayed pending disposition of a writ of certiorari, except as provided by the Court of Appeals or a Justice of the Supreme Court.

(e) Appeal of detention order

(1) In general

Sections 3145 through 3148 of title 18 pertaining to review and appeal of a release or detention order, penalties for failure to appear, penalties for an offense committed while on release, and sanctions for violation of a release condition
shall apply to an alien to whom section 1537(b)(1) of this title applies. In applying the previous sentence—

(A) for purposes of section 3145 of such title an appeal shall be taken to the United States Court of Appeals for the District of Columbia Circuit; and

(B) for purposes of section 3146 of such title the alien shall be considered released in connection with a charge of an offense punishable by life imprisonment.

(2) No review of continued detention

The determinations and actions of the Attorney General pursuant to section 1537(b)(2)(C) of this title shall not be subject to judicial review, including application for a writ of habeas corpus, except for a claim by the alien that continued detention violates the alien’s rights under the Constitution. Jurisdiction over any such challenge shall lie exclusively in the United States Court of Appeals for the District of Columbia Circuit.


8 USC § 1536. Custody and release pending removal hearing

(a) Upon filing application

(1) In general

Subject to paragraphs (2) and (3), the Attorney General may—

(A) take into custody any alien with respect to whom an application under section 1533 of this title has been filed; and

(B) retain such an alien in custody in accordance with the procedures authorized by this subchapter.

(2) Special rules for permanent resident aliens

(A) Release hearing

An alien lawfully admitted for permanent residence shall be entitled to a release hearing before the judge assigned to hear the removal hearing. Such an alien
shall be detained pending the removal hearing, unless the alien demonstrates to the court that the alien—

(i) is a person lawfully admitted for permanent residence in the United States;

(ii) if released upon such terms and conditions as the court may prescribe (including the posting of any monetary amount), is not likely to flee; and

(iii) will not endanger national security, or the safety of any person or the community, if released.

(B) Information considered

The judge may consider classified information submitted in camera and ex parte in making a determination whether to release an alien pending the removal hearing.

(3) Release if order denied and no review sought

(A) In general

Subject to subparagraph (B), if a judge of the removal court denies the order sought in an application filed pursuant to section 1533 of this title, and the Attorney General does not seek review of such denial, the alien shall be released from custody.

(B) Application of regular procedures

Subparagraph (A) shall not prevent the arrest and detention of the alien pursuant to subchapter II of this chapter.

(b) Conditional release if order denied and review sought

(1) In general

If a judge of the removal court denies the order sought in an application filed pursuant to section 1533 of this title and the Attorney General seeks review of such denial, the judge shall release the alien from custody subject to the least restrictive condition, or combination of conditions, of release described in section 3142(b) and clauses (i) through (xiv) of section 3142(c)(1)(B) of title 18 that—

(A) will reasonably assure the appearance of the alien at any future proceeding pursuant to this subchapter; and

(B) will not endanger the safety of any other person or the community.
(2) No release for certain aliens

If the judge finds no such condition or combination of conditions, as described in paragraph (1), the alien shall remain in custody until the completion of any appeal authorized by this subchapter.


Abolition of Immigration and Naturalization Service and Transfer of Functions

For abolition of Immigration and Naturalization Service, transfer of functions, and treatment of related references, see note set out under section 1551 of this title.

8 USC § 1537. Custody and release after removal hearing

(a) Release

(1) In general

Subject to paragraph (2), if the judge decides that an alien should not be removed, the alien shall be released from custody.

(2) Custody pending appeal

If the Attorney General takes an appeal from such decision, the alien shall remain in custody, subject to the provisions of section 3142 of title 18.

(b) Custody and removal

(1) Custody

If the judge decides that an alien shall be removed, the alien shall be detained pending the outcome of any appeal. After the conclusion of any judicial review thereof which affirms the removal order, the Attorney General shall retain the alien in custody and remove the alien to a country specified under paragraph (2).

(2) Removal

(A) In general

The removal of an alien shall be to any country which the alien shall designate if such designation does not, in the judgment of the Attorney General, in
consultation with the Secretary of State, impair the obligation of the United States under any treaty (including a treaty pertaining to extradition) or otherwise adversely affect the foreign policy of the United States.

(B) Alternate countries

If the alien refuses to designate a country to which the alien wishes to be removed or if the Attorney General, in consultation with the Secretary of State, determines that removal of the alien to the country so designated would impair a treaty obligation or adversely affect United States foreign policy, the Attorney General shall cause the alien to be removed to any country willing to receive such alien.

(C) Continued detention

If no country is willing to receive such an alien, the Attorney General may, notwithstanding any other provision of law, retain the alien in custody. The Attorney General, in coordination with the Secretary of State, shall make periodic efforts to reach agreement with other countries to accept such an alien and at least every 6 months shall provide to the attorney representing the alien at the removal hearing a written report on the Attorney General's efforts. Any alien in custody pursuant to this subparagraph shall be released from custody solely at the discretion of the Attorney General and subject to such conditions as the Attorney General shall deem appropriate.

(D) Fingerprinting

Before an alien is removed from the United States pursuant to this subsection, or pursuant to an order of removal because such alien is inadmissible under section 1182(a)(3)(B) of this title, the alien shall be photographed and fingerprinted, and shall be advised of the provisions of section 1326(b) of this title.

(c) Continued detention pending trial

(1) Delay in removal

The Attorney General may hold in abeyance the removal of an alien who has been ordered removed, pursuant to this subchapter, to allow the trial of such alien on any Federal or State criminal charge and the service of any sentence of confinement resulting from such a trial.

(2) Maintenance of custody

Pending the commencement of any service of a sentence of confinement by an alien described in paragraph (1), such an alien shall remain in the custody of the Attorney General, unless the Attorney General determines that temporary release
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of the alien to the custody of State authorities for confinement in a State facility is appropriate and would not endanger national security or public safety.

(3) Subsequent removal

Following the completion of a sentence of confinement by an alien described in paragraph (1), or following the completion of State criminal proceedings which do not result in a sentence of confinement of an alien released to the custody of State authorities pursuant to paragraph (2), such an alien shall be returned to the custody of the Attorney General who shall proceed to the removal of the alien under this subchapter.

(d) Application of certain provisions relating to escape of prisoners

For purposes of sections 751 and 752 of title 18, an alien in the custody of the Attorney General pursuant to this subchapter shall be subject to the penalties provided by those sections in relation to a person committed to the custody of the Attorney General by virtue of an arrest on a charge of a felony.

(e) Rights of aliens in custody

(1) Family and attorney visits

An alien in the custody of the Attorney General pursuant to this subchapter shall be given reasonable opportunity, as determined by the Attorney General, to communicate with and receive visits from members of the alien's family, and to contact, retain, and communicate with an attorney.

(2) Diplomatic contact

An alien in the custody of the Attorney General pursuant to this subchapter shall have the right to contact an appropriate diplomatic or consular official of the alien's country of citizenship or nationality or of any country providing representation services therefore. The Attorney General shall notify the appropriate embassy, mission, or consular office of the alien's detention.
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PART I—ORGANIZATION AND GENERAL MILITARY POWERS

CHAPTER 1—DEFINITIONS

10 USC § 101. Definitions

(a) In General.—The following definitions apply in this title:

(1) The term “United States”, in a geographic sense, means the States and the District of Columbia.


(3) The term “possessions” includes the Virgin Islands, Guam, American Samoa, and the Guano Islands, so long as they remain possessions, but does not include any Commonwealth.

(4) The term “armed forces” means the Army, Navy, Air Force, Marine Corps, and Coast Guard.

(5) The term “uniformed services” means—

(A) the armed forces;

(B) the commissioned corps of the National Oceanic and Atmospheric Administration; and

(C) the commissioned corps of the Public Health Service.

(6) The term “department”, when used with respect to a military department, means the executive part of the department and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Secretary of the department. When used with respect to the Department of Defense, such term means the executive part of the department, including the executive parts of the military departments, and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Secretary of Defense, including those of the military departments.
(7) The term “executive part of the department” means the executive part of the Department of Defense, Department of the Army, Department of the Navy, or Department of the Air Force, as the case may be, at the seat of government.

(8) The term “military departments” means the Department of the Army, the Department of the Navy, and the Department of the Air Force.

(9) The term “Secretary concerned” means—

(A) the Secretary of the Army, with respect to matters concerning the Army;

(B) the Secretary of the Navy, with respect to matters concerning the Navy, the Marine Corps, and the Coast Guard when it is operating as a service in the Department of the Navy;

(C) the Secretary of the Air Force, with respect to matters concerning the Air Force; and

(D) the Secretary of Homeland Security, with respect to matters concerning the Coast Guard when it is not operating as a service in the Department of the Navy.

(10) The term “service acquisition executive” means the civilian official within a military department who is designated as the service acquisition executive for purposes of regulations and procedures providing for a service acquisition executive for that military department.

(11) The term “Defense Agency” means an organizational entity of the Department of Defense—

(A) that is established by the Secretary of Defense under section 191 of this title (or under the second sentence of section 125(d) of this title (as in effect before October 1, 1986)) to perform a supply or service activity common to more than one military department (other than such an entity that is designated by the Secretary as a Department of Defense Field Activity); or

(B) that is designated by the Secretary of Defense as a Defense Agency.

(12) The term “Department of Defense Field Activity” means an organizational entity of the Department of Defense—
(A) that is established by the Secretary of Defense under section 191 of this title (or under the second sentence of section 125(d) of this title (as in effect before October 1, 1986)) to perform a supply or service activity common to more than one military department; and

(B) that is designated by the Secretary of Defense as a Department of Defense Field Activity.

(13) The term "contingency operation" means a military operation that—

(A) is designated by the Secretary of Defense as an operation in which members of the armed forces are or may become involved in military actions, operations, or hostilities against an enemy of the United States or against an opposing military force; or

(B) results in the call or order to, or retention on, active duty of members of the uniformed services under section 688, 12301(a), 12302, 12304, 12304a, 12305, or 12406 of this title, chapter 15 of this title, or any other provision of law during a war or during a national emergency declared by the President or Congress.

(14) The term "supplies" includes material, equipment, and stores of all kinds.

(15) The term "pay" includes basic pay, special pay, retainer pay, incentive pay, retired pay, and equivalent pay, but does not include allowances.

(16) The term "congressional defense committees" means—

(A) the Committee on Armed Services and the Committee on Appropriations of the Senate; and

(B) the Committee on Armed Services and the Committee on Appropriations of the House of Representatives.

(17) The term "base closure law" means the following:

(A) Section 2687 of this title.


(18) The term “acquisition workforce” means the persons serving in acquisition positions within the Department of Defense, as designated pursuant to section 1721(a) of this title.

(b) Personnel Generally.—The following definitions relating to military personnel apply in this title:

(1) The term “officer” means a commissioned or warrant officer.

(2) The term “commissioned officer” includes a commissioned warrant officer.

(3) The term “warrant officer” means a person who holds a commission or warrant in a warrant officer grade.

(4) The term “general officer” means an officer of the Army, Air Force, or Marine Corps serving in or having the grade of general, lieutenant general, major general, or brigadier general.

(5) The term “flag officer” means an officer of the Navy or Coast Guard serving in or having the grade of admiral, vice admiral, rear admiral, or rear admiral (lower half).

(6) The term “enlisted member” means a person in an enlisted grade.

(7) The term “grade” means a step or degree, in a graduated scale of office or military rank, that is established and designated as a grade by law or regulation.

(8) The term “rank” means the order of precedence among members of the armed forces.

(9) The term “rating” means the name (such as “boatswain’s mate”) prescribed for members of an armed force in an occupational field. The term “rate” means the name (such as “chief boatswain’s mate”) prescribed for members in the same rating or other category who are in the same grade (such as chief petty officer or seaman apprentice).

(10) The term “original”, with respect to the appointment of a member of the armed forces in a regular or reserve component, refers to that member’s most
recent appointment in that component that is neither a promotion nor a demotion.

(11) The term “authorized strength” means the largest number of members authorized to be in an armed force, a component, a branch, a grade, or any other category of the armed forces.

(12) The term “regular”, with respect to an enlistment, appointment, grade, or office, means enlistment, appointment, grade, or office in a regular component of an armed force.

(13) The term “active-duty list” means a single list for the Army, Navy, Air Force, or Marine Corps (required to be maintained under section 620 of this title) which contains the names of all officers of that armed force, other than officers described in section 641 of this title, who are serving on active duty.

(14) The term “medical officer” means an officer of the Medical Corps of the Army, an officer of the Medical Corps of the Navy, or an officer in the Air Force designated as a medical officer.

(15) The term “dental officer” means an officer of the Dental Corps of the Army, an officer of the Dental Corps of the Navy, or an officer of the Air Force designated as a dental officer.

(16) The term “Active Guard and Reserve” means a member of a reserve component who is on active duty pursuant to section 12301(d) of this title or, if a member of the Army National Guard or Air National Guard, is on full-time National Guard duty pursuant to section 502(f) of title 32, and who is performing Active Guard and Reserve duty.

(c) Reserve Components.—The following definitions relating to the reserve components apply in this title:

(1) The term “National Guard” means the Army National Guard and the Air National Guard.

(2) The term “Army National Guard” means that part of the organized militia of the several States and Territories, Puerto Rico, and the District of Columbia, active and inactive, that—

(A) is a land force;
(B) is trained, and has its officers appointed, under the sixteenth clause of section 8, article I, of the Constitution;

(C) is organized, armed, and equipped wholly or partly at Federal expense; and

(D) is federally recognized.

(3) The term “Army National Guard of the United States” means the reserve component of the Army all of whose members are members of the Army National Guard.

(4) The term “Air National Guard” means that part of the organized militia of the several States and Territories, Puerto Rico, and the District of Columbia, active and inactive, that—

(A) is an air force;

(B) is trained, and has its officers appointed, under the sixteenth clause of section 8, article I, of the Constitution;

(C) is organized, armed, and equipped wholly or partly at Federal expense; and

(D) is federally recognized.

(5) The term “Air National Guard of the United States” means the reserve component of the Air Force all of whose members are members of the Air National Guard.

(6) The term “reserve”, with respect to an enlistment, appointment, grade, or office, means enlistment, appointment, grade, or office held as a Reserve of one of the armed forces.

(7) The term “reserve active-status list” means a single list for the Army, Navy, Air Force, or Marine Corps (required to be maintained under section 14002 of this title) that contains the names of all officers of that armed force except warrant officers (including commissioned warrant officers) who are in an active status in a reserve component of the Army, Navy, Air Force, or Marine Corps and are not on an active-duty list.
(d) Duty Status.—The following definitions relating to duty status apply in this title:

(1) The term “active duty” means full-time duty in the active military service of the United States. Such term includes full-time training duty, annual training duty, and attendance, while in the active military service, at a school designated as a service school by law or by the Secretary of the military department concerned. Such term does not include full-time National Guard duty.

(2) The term “active duty for a period of more than 30 days” means active duty under a call or order that does not specify a period of 30 days or less.

(3) The term “active service” means service on active duty or full-time National Guard duty.

(4) The term “active status” means the status of a member of a reserve component who is not in the inactive Army National Guard or inactive Air National Guard, on an inactive status list, or in the Retired Reserve.

(5) The term “full-time National Guard duty” means training or other duty, other than inactive duty, performed by a member of the Army National Guard of the United States or the Air National Guard of the United States in the member’s status as a member of the National Guard of a State or territory, the Commonwealth of Puerto Rico, or the District of Columbia under section 316, 502, 503, 504, or 505 of title 32 for which the member is entitled to pay from the United States or for which the member has waived pay from the United States.

(6)(A) The term “active Guard and Reserve duty” means active duty performed by a member of a reserve component of the Army, Navy, Air Force, or Marine Corps, or full-time National Guard duty performed by a member of the National Guard pursuant to an order to full-time National Guard duty, for a period of 180 consecutive days or more for the purpose of organizing, administering, recruiting, instructing, or training the reserve components.

(B) Such term does not include the following:

(i) Duty performed as a member of the Reserve Forces Policy Board provided for under section 10301 of this title.

(ii) Duty performed as a property and fiscal officer under section 708 of title 32.

(iii) Duty performed for the purpose of interdiction and counter-drug activities for which funds have been provided under section 112 of title 32.

(iv) Duty performed as a general or flag officer.
(v) Service as a State director of the Selective Service System under section 10(b)(2) of the Military Selective Service Act (50 U.S.C. App. 460(b)(2)).

(7) The term “inactive-duty training” means—

(A) duty prescribed for Reserves by the Secretary concerned under section 206 of title 37 or any other provision of law; and

(B) special additional duties authorized for Reserves by an authority designated by the Secretary concerned and performed by them on a voluntary basis in connection with the prescribed training or maintenance activities of the units to which they are assigned.

Such term includes those duties when performed by Reserves in their status as members of the National Guard.

(e) Facilities and Operations.—The following definitions relating to facilities and operations apply in this title:

(1) Range.—The term “range”, when used in a geographic sense, means a designated land or water area that is set aside, managed, and used for range activities of the Department of Defense. Such term includes the following:

(A) Firing lines and positions, maneuver areas, firing lanes, test pads, detonation pads, impact areas, electronic scoring sites, buffer zones with restricted access, and exclusionary areas.

(B) Airspace areas designated for military use in accordance with regulations and procedures prescribed by the Administrator of the Federal Aviation Administration.

(2) Range activities.—The term “range activities” means—

(A) research, development, testing, and evaluation of military munitions, other ordnance, and weapons systems; and
(B) the training of members of the armed forces in the use and handling of military munitions, other ordnance, and weapons systems.

(3) Operational range.—The term “operational range” means a range that is under the jurisdiction, custody, or control of the Secretary of a military department and—

(A) that is used for range activities, or

(B) although not currently being used for range activities, that is still considered by the Secretary to be a range and has not been put to a new use that is incompatible with range activities.

(4) Military munitions.—(A) The term “military munitions” means all ammunition products and components produced for or used by the armed forces for national defense and security, including ammunition products or components under the control of the Department of Defense, the Coast Guard, the Department of Energy, and the National Guard.

(B) Such term includes the following:

(i) Confined gaseous, liquid, and solid propellants.

(ii) Explosives, pyrotechnics, chemical and riot control agents, smokes, and incendiaries, including bulk explosives and chemical warfare agents.

(iii) Chemical munitions, rockets, guided and ballistic missiles, bombs, warheads, mortar rounds, artillery ammunition, small arms ammunition, grenades, mines, torpedoes, depth charges, cluster munitions and dispensers, and demolition charges.

(iv) Devices and components of any item specified in clauses (i) through (iii).

(C) Such term does not include the following:

(i) Wholly inert items.

(ii) Improvised explosive devices.
(iii) Nuclear weapons, nuclear devices, and nuclear components, other than nonnuclear components of nuclear devices that are managed under the nuclear weapons program of the Department of Energy after all required sanitization operations under the Atomic Energy Act of 1954 (42 U.S.C. 2011 et seq.) have been completed.

(5) Unexploded ordnance.—The term “unexploded ordnance” means military munitions that—

(A) have been primed, fused, armed, or otherwise prepared for action;

(B) have been fired, dropped, launched, projected, or placed in such a manner as to constitute a hazard to operations, installations, personnel, or material; and

(C) remain unexploded, whether by malfunction, design, or any other cause.

(f) Rules of Construction.—In this title—

(1) “shall” is used in an imperative sense;

(2) “may” is used in a permissive sense;

(3) “no person may * * *” means that no person is required, authorized, or permitted to do the act prescribed;

(4) “includes” means “includes but is not limited to”; and

(5) “spouse” means husband or wife, as the case may be.

(g) Reference to Title 1 Definitions.—For other definitions applicable to this title, see sections 1 through 5 of title 1.

CHAPTER 2—DEPARTMENT OF DEFENSE

10 USC § 111. Executive department

(a) The Department of Defense is an executive department of the United States.

(b) The Department is composed of the following:

(1) The Office of the Secretary of Defense.
(2) The Joint Chiefs of Staff.
(3) The Joint Staff.
(4) The Defense Agencies.
(5) Department of Defense Field Activities.
(6) The Department of the Army.
(7) The Department of the Navy.
(8) The Department of the Air Force.
(9) The unified and specified combatant commands.
(10) Such other offices, agencies, activities, and commands as may be established or designated by law or by the President.
(11) All offices, agencies, activities, and commands under the control or supervision of any element named in paragraphs (1) through (10).

(c) If the President establishes or designates an office, agency, activity, or command in the Department of Defense of a kind other than those described in paragraphs (1) through (9) of subsection (b), the President shall notify Congress not later than 60 days thereafter.


Change of Name

“(a) Redesignation.—The agency in the Department of Defense known as the Advanced Research Projects Agency shall after the date of the enactment of this Act [Feb. 10, 1996] be designated as the Defense Advanced Research Projects Agency.

“(b) References.—Any reference in any law, regulation, document, record, or other paper of the United States or in any provision of this Act to the Advanced Research Projects Agency shall be considered to be a reference to the Defense Advanced Research Projects Agency.”

**Short Title of 1986 Amendment**


**Military Activities in Cyberspace**

Pub. L. 112–81, div. A, title IX, §954, Dec. 31, 2011, 125 Stat. 1551, provided that: “Congress affirms that the Department of Defense has the capability, and upon direction by the President may conduct offensive operations in cyberspace to defend our Nation, Allies and interests, subject to—

“(1) the policy principles and legal regimes that the Department follows for kinetic capabilities, including the law of armed conflict; and

“(2) the War Powers Resolution (50 U.S.C. 1541 et seq.).”

**Commission To Assess United States National Security Space Management and Organization**

Pub. L. 106–65, div. A, title XVI, subtitle C, Oct. 5, 1999, 113 Stat. 813, as amended by Pub. L. 106–398, §1 [[div. A], title X, §1091], Oct. 30, 2000, 114 Stat. 1654, 1654A–300, established Commission To Assess United States National Security Space Management and Organization for purpose of assessing (1) manner in which military space assets may be exploited to provide support for United States military operations, (2) current interagency coordination process regarding operation of national security space assets, (3) relationship between intelligence and nonintelligence aspects of national security space, and potential costs and benefits of partial or complete merger of programs, projects, (4) manner in which military space issues are addressed by professional military education institutions, (5) potential costs and benefits of establishing changes to
existing organizational structure of Department of Defense for national security space management and organization, and (6) advisability of certain actions relating to assignment of specified officers in United States Space Command; and further provided for report to Congress and Secretary of Defense on its findings and conclusions not later than six months after first meeting, submission to Congress by Secretary of Defense of assessment of Commission’s report not later than 90 days after submission of Commission’s report, and for termination of Commission 60 days after submission of its report to Congress.

Prohibition on Restriction of Armed Forces Under Kyoto Protocol to United Nations Framework Convention on Climate Change


“(a) In General.—Notwithstanding any other provision of law, no provision of the Kyoto Protocol to the United Nations Framework Convention on Climate Change, or any regulation issued pursuant to such protocol, shall restrict the training or operations of the United States Armed Forces or limit the military equipment procured by the United States Armed Forces.

“(b) Waiver.—A provision of law may not be construed as modifying or superseding the provisions of subsection (a) unless that provision of law—

“(1) specifically refers to this section; and

“(2) specifically states that such provision of law modifies or supersedes the provisions of this section.

“(c) Matters Not Affected.—Nothing in this section shall be construed to preclude the Department of Defense from implementing any measure to achieve efficiencies or for any other reason independent of the Kyoto Protocol.”

Mission of White House Communications Agency


“(a) Telecommunications Support and Audiovisual Support Services.—The Secretary of Defense shall ensure that the activities of the White House Communications Agency in providing support services on a nonreimbursable basis for the President from funds appropriated for the Department of Defense for any fiscal year are limited to the provision of telecommunications support and audiovisual support services to the President and Vice President and to related
elements (as defined in regulations of that agency and specified by the President with respect to particular individuals within those related elements).

“(b) Other Support.—Support services other than telecommunications and audiovisual support services described in subsection (a) may be provided by the Department of Defense for the President through the White House Communications Agency on a reimbursable basis.

“(c) White House Communications Agency.—For purposes of this section, the term ‘White House Communications Agency’ means the element of the Department of Defense within the Defense Communications Agency that is known on the date of the enactment of this Act [Sept. 23, 1996] as the White House Communications Agency and includes any successor agency.”

10 USC § 113. Secretary of Defense

(a) There is a Secretary of Defense, who is the head of the Department of Defense, appointed from civilian life by the President, by and with the advice and consent of the Senate. A person may not be appointed as Secretary of Defense within seven years after relief from active duty as a commissioned officer of a regular component of an armed force.

(b) The Secretary is the principal assistant to the President in all matters relating to the Department of Defense. Subject to the direction of the President and to this title and section 2 of the National Security Act of 1947 (50 U.S.C. 401), he has authority, direction, and control over the Department of Defense.

(c)(1) The Secretary shall report annually in writing to the President and the Congress on the expenditures, work, and accomplishments of the Department of Defense during the period covered by the report, together with—

(A) a report from each military department on the expenditures, work, and accomplishments of that department;

(B) itemized statements showing the savings of public funds, and the eliminations of unnecessary duplications, made under sections 125 and 191 of this title; and

(C) such recommendations as he considers appropriate.

(2) At the same time that the Secretary submits the annual report under paragraph (1), the Secretary shall transmit to the President and Congress a separate report from the Reserve Forces Policy Board on any reserve
component matter that the Reserve Forces Policy Board considers appropriate to include in the report.

(d) Unless specifically prohibited by law, the Secretary may, without being relieved of his responsibility, perform any of his functions or duties, or exercise any of his powers through, or with the aid of, such persons in, or organizations of, the Department of Defense as he may designate.

(e)(1) The Secretary shall include in his annual report to Congress under subsection (c)—

(A) a description of the major military missions and of the military force structure of the United States for the next fiscal year;

(B) an explanation of the relationship of those military missions to that force structure; and

(C) the justification for those military missions and that force structure.

(2) In preparing the matter referred to in paragraph (1), the Secretary shall take into consideration the content of the annual national security strategy report of the President under section 108 of the National Security Act of 1947 (50 U.S.C. 404a) for the fiscal year concerned.

(f) When a vacancy occurs in an office within the Department of Defense and the office is to be filled by a person appointed from civilian life by the President, by and with the advice and consent of the Senate, the Secretary of Defense shall inform the President of the qualifications needed by a person serving in that office to carry out effectively the duties and responsibilities of that office.

(g)(1) The Secretary of Defense, with the advice and assistance of the Chairman of the Joint Chiefs of Staff, shall provide annually to the heads of Department of Defense components written policy guidance for the preparation and review of the program recommendations and budget proposals of their respective components. Such guidance shall include guidance on—

(A) national security objectives and policies;

(B) the priorities of military missions; and

(C) the resource levels projected to be available for the period of time for which such recommendations and proposals are to be effective.
(2) The Secretary of Defense, with the approval of the President and after consultation with the Chairman of the Joint Chiefs of Staff, shall provide to the Chairman written policy guidance for the preparation and review of contingency plans, including plans for providing support to civil authorities in an incident of national significance or a catastrophic incident, for homeland defense, and for military support to civil authorities. Such guidance shall be provided every two years or more frequently as needed and shall include guidance on the specific force levels and specific supporting resource levels projected to be available for the period of time for which such plans are to be effective.

(h) The Secretary of Defense shall keep the Secretaries of the military departments informed with respect to military operations and activities of the Department of Defense that directly affect their respective responsibilities.

(i)(1) The Secretary of Defense shall transmit to Congress each year a report that contains a comprehensive net assessment of the defense capabilities and programs of the armed forces of the United States and its allies as compared with those of their potential adversaries.

(2) Each such report shall—

(A) include a comparison of the defense capabilities and programs of the armed forces of the United States and its allies with the armed forces of potential adversaries of the United States and allies of the United States;

(B) include an examination of the trends experienced in those capabilities and programs during the five years immediately preceding the year in which the report is transmitted and an examination of the expected trends in those capabilities and programs during the period covered by the future-years defense program submitted to Congress during that year pursuant to section 221 of this title;

(C) include a description of the means by which the Department of Defense will maintain the capability to reconstitute or expand the defense capabilities and programs of the armed forces of the United States on short notice to meet a resurgent or increased threat to the national security of the United States;

(D) reflect, in the overall assessment and in the strategic and regional assessments, the defense capabilities and programs of the armed forces of the United States specified in the budget submitted to Congress under section 1105 of title 31 in the year in which the report is submitted and in the five-year defense program submitted in such year; and
(E) identify the deficiencies in the defense capabilities of the armed forces of the United States in such budget and such five-year defense program.

(3) The Secretary shall transmit to Congress the report required for each year under paragraph (1) at the same time that the President submits the budget to Congress under section 1105 of title 31 in that year. Such report shall be transmitted in both classified and unclassified form.

(j)(1) Not later than April 8 of each year, the Secretary of Defense shall submit to the Committee on Armed Services and the Committee on Appropriations of the Senate and the Committee on Armed Services and the Committee on Appropriations of the House of Representatives a report on the cost of stationing United States forces outside of the United States. Each such report shall include a detailed statement of the following:

(A) The costs incurred outside the United States in connection with operating, maintaining, and supporting United States forces outside the United States, including all direct and indirect expenditures of United States funds in connection with such stationing.

(B) The amount of direct and indirect support for the stationing of United States forces provided by each host nation.

(2) In this subsection, the term “United States”, when used in a geographic sense, includes the territories and possessions of the United States.

(k) The Secretary of Defense, with the advice and assistance of the Chairman of the Joint Chiefs of Staff, shall provide annually to the Secretaries of the military departments and to the commanders of the combatant commands written guidelines to direct the effective detection and monitoring of all potential aerial and maritime threats to the national security of the United States. Those guidelines shall include guidance on the specific force levels and specific supporting resources to be made available for the period of time for which the guidelines are to be in effect.

(l)(1) The Secretary shall include in the annual report to Congress under subsection (c) the following:

(A) A comparison of the amounts provided in the defense budget for support and for mission activities for each of the preceding five fiscal years.
(B) A comparison of the following for each of the preceding five fiscal years:

(i) The number of military personnel, shown by major occupational category, assigned to support positions or to mission positions.

(ii) The number of civilian personnel, shown by major occupational category, assigned to support positions or to mission positions.

(iii) The number of contractor personnel performing support functions.

(C) An accounting for each of the preceding five fiscal years of the following:

(i) The number of military and civilian personnel, shown by armed force and by major occupational category, assigned to support positions.

(ii) The number of contractor personnel performing support functions.

(D) An identification, for each of the three workforce sectors (military, civilian, and contractor) of the percentage of the total number of personnel in that workforce sector that is providing support to headquarters and headquarters support activities for each of the preceding five fiscal years.

(2) Contractor personnel shall be determined for purposes of paragraph (1) by using contractor full-time equivalents, based on the inventory required under section 2330a of this title.

(m) Information To Accompany Funding Request for Contingency Operation.—Whenever the President submits to Congress a request for appropriations for costs associated with a contingency operation that involves, or likely will involve, the deployment of more than 500 members of the armed forces, the Secretary of Defense shall submit to Congress a report on the objectives of the operation. The report shall include a discussion of the following:

(1) What clear and distinct objectives guide the activities of United States forces in the operation.

(2) What the President has identified on the basis of those objectives as the date, or the set of conditions, that defines the endpoint of the operation.
Report on Organizational Structure and Policy Guidance of the Department of Defense Regarding Information Operations


“(a) Report Required.—Not later than 90 days after the date of the enactment of this Act [Jan. 7, 2011], the Secretary of Defense shall submit to the Committee on Armed Services of the Senate and the Committee on Armed Services of the House of Representatives a report on the organizational structure and policy guidance of the Department of Defense with respect to information operations.

“(b) Review.—In preparing the report required by subsection (a), the Secretary shall review the following:

“(1) The extent to which the current definition of ‘information operations’ in Department of Defense Directive 3600.1 is appropriate.

“(2) The location of the office within the Department of the lead official responsible for information operations of the Department, including assessments of the most effective location and the need to designate a principal staff assistant to the Secretary of Defense for information operations.
“(3) Departmental responsibility for the development, coordination, and oversight of Department policy on information operations and for the integration of such operations.

“(4) Departmental responsibility for the planning, execution, and oversight of Department information operations.

“(5) Departmental responsibility for coordination within the Department, and between the Department and other departments and agencies of the Federal Government, regarding Department information operations, and for the resolution of conflicts in the discharge of such operations, including an assessment of current coordination bodies and decisionmaking processes.

“(6) The roles and responsibilities of the military departments, combat support agencies, the United States Special Operations Command, and the other combatant commands in the development and implementation of information operations.

“(7) The roles and responsibilities of the defense intelligence agencies for support of information operations.

“(8) The role in information operations of the following Department officials:

“(A) The Assistant Secretary of Defense for Public Affairs.

“(B) The Assistant Secretary of Defense for Special Operations and Low-Intensity Conflict.

“(C) The senior official responsible for information processing and networking capabilities.

“(9) The role of related capabilities in the discharge of information operations, including public affairs capabilities, civil-military operations capabilities, defense support of public diplomacy, and intelligence.

“(10) The management structure of computer network operations in the Department for the discharge of information operations, and the policy in support of that component.

“(11) The appropriate use, management, and oversight of contractors in the development and implementation of information operations, including an assessment of current guidance and policy directives pertaining to the uses of contractors for these purposes.
“(c) Form.—The report required by subsection (a) shall be submitted in unclassified form, with a classified annex, if necessary.

“(d) Department of Defense Directive.—Upon the submittal of the report required by subsection (a), the Secretary shall prescribe a revised directive for the Department of Defense on information operations. The directive shall take into account the results of the review conducted for purposes of the report.

“(e) Information Operations Defined.—In this section, the term ‘information operations’ means the information operations specified in Department of Defense Directive 3600.1, as follows:

“(1) Electronic warfare.

“(2) Computer network operations.

“(3) Psychological operations.

“(4) Military deception.

“(5) Operations security.”

**Biennial Report on Nuclear Triad**


“(a) Report.—Not later than March 1 of each even-numbered year, beginning March 1, 2012, the Secretary of Defense, in consultation with the Administrator for Nuclear Security, shall submit to the congressional defense committees [Committees on Armed Services and Appropriations of the Senate and the House of Representatives] a report on the nuclear triad.

“(b) Matters Included.—The report under subsection (a) shall include the following:

“(1) A detailed discussion of the modernization and sustainment plans for each component of the nuclear triad over the 10-year period beginning on the date of the report.

“(2) The funding required for each platform of the nuclear triad with respect to operation and maintenance, modernization, and replacement.

“(3) Any industrial capacities that the Secretary considers vital to ensure the viability of the nuclear triad.
“(c) Nuclear Triad Defined.—In this section, the term ‘nuclear triad’ means the nuclear deterrent capabilities of the United States composed of ballistic missile submarines, land-based missiles, and strategic bombers.”

Requirement for Common Ground Stations and Payloads for Manned and Unmanned Aerial Vehicle Systems


“(a) Policy and Acquisition Strategy Required.—The Secretary of Defense, in consultation with the Chairman of the Joint Chiefs of Staff, shall establish a policy and an acquisition strategy for intelligence, surveillance, and reconnaissance payloads and ground stations for manned and unmanned aerial vehicle systems. The policy and acquisition strategy shall be applicable throughout the Department of Defense and shall achieve integrated research, development, test, and evaluation, and procurement commonality.

“(b) Objectives.—The policy and acquisition strategy required by subsection (a) shall have the following objectives:

“(1) Procurement of common payloads by vehicle class, including—

“(A) signals intelligence;

“(B) electro optical;

“(C) synthetic aperture radar;

“(D) ground moving target indicator;

“(E) conventional explosive detection;

“(F) foliage penetrating radar;

“(G) laser designator;

“(H) chemical, biological, radiological, nuclear, [or] explosive detection; and

“(I) national airspace operations avionics or sensors, or both.

“(2) Commonality of ground system architecture by vehicle class.

“(3) Common management of vehicle and payloads procurement.
“(4) Ground station interoperability standardization.

“(5) Maximum use of commercial standard hardware and interfaces.

“(6) Open architecture software.

“(7) Acquisition of technical data rights in accordance with section 2320 of title 10, United States Code.

“(8) Acquisition of vehicles, payloads, and ground stations through competitive procurement.

“(9) Common standards for exchange of data and metadata.

“(c) Affected Systems.—For the purposes of this section, the Secretary shall establish manned and unmanned aerial vehicle classes for all intelligence, surveillance, and reconnaissance programs of record based on factors such as vehicle weight, payload capacity, and mission.

“(d) Report.—Not later than 120 days after the date of the enactment of this Act [Oct. 14, 2008], the Secretary shall submit to the congressional defense committees [Committees on Armed Services and Appropriations of the Senate and the House of Representatives], the Permanent Select Committee on Intelligence of the House of Representatives, and the Select Committee on Intelligence of the Senate a report containing—

“(1) the policy required by subsection (a); and

“(2) the acquisition strategy required by subsection (a).”

Protection of Certain Individuals


“(a) Protection for Department Leadership.—The Secretary of Defense, under regulations prescribed by the Secretary and in accordance with guidelines approved by the Secretary and the Attorney General, may authorize qualified members of the Armed Forces and qualified civilian employees of the Department of Defense to provide physical protection and personal security within the United States to the following persons who, by nature of their positions, require continuous security and protection:

“(1) Secretary of Defense.
“(2) Deputy Secretary of Defense.

“(3) Chairman of the Joint Chiefs of Staff.

“(4) Vice Chairman of the Joint Chiefs of Staff.

“(5) Secretaries of the military departments.

“(6) Chiefs of the Services.

“(7) Commanders of combatant commands.

“(b) Protection for Additional Personnel.—

“(1) Authority to provide.—The Secretary of Defense, under regulations prescribed by the Secretary and in accordance with guidelines approved by the Secretary and the Attorney General, may authorize qualified members of the Armed Forces and qualified civilian employees of the Department of Defense to provide physical protection and personal security within the United States to individuals other than individuals described in paragraphs (1) through (7) of subsection (a) if the Secretary determines that such protection and security are necessary because—

“(A) there is an imminent and credible threat to the safety of the individual for whom protection is to be provided; or

“(B) compelling operational considerations make such protection essential to the conduct of official Department of Defense business.

“(2) Personnel.—Individuals authorized to receive physical protection and personal security under this subsection include the following:

“(A) Any official, military member, or employee of the Department of Defense.

“(B) A former or retired official who faces serious and credible threats arising from duties performed while employed by the Department for a period of up to two years beginning on the date on which the official separates from the Department.

“(C) A head of a foreign state, an official representative of a foreign government, or any other distinguished foreign visitor to the United States who is primarily conducting official business with the Department of Defense.

“(D) Any member of the immediate family of a person authorized to receive physical protection and personal security under this section.
“(E) An individual who has been designated by the President, and who has received the advice and consent of the Senate, to serve as Secretary of Defense, but who has not yet been appointed as Secretary of Defense.

“(3) Limitation on delegation.—The authority of the Secretary of Defense to authorize the provision of physical protection and personal security under this subsection may be delegated only to the Deputy Secretary of Defense.

“(4) Requirement for written determination.—A determination of the Secretary of Defense to provide physical protection and personal security under this subsection shall be in writing, shall be based on a threat assessment by an appropriate law enforcement, security, or intelligence organization, and shall include the name and title of the officer, employee, or other individual affected, the reason for such determination, the duration of the authorized protection and security for such officer, employee, or individual, and the nature of the arrangements for the protection and security.

“(5) Duration of protection.—

“(A) Initial period of protection.—After making a written determination under paragraph (4), the Secretary of Defense may provide protection and security to an individual under this subsection for an initial period of not more than 90 calendar days.

“(B) Subsequent period.—If, at the end of the period that protection and security is provided to an individual under subsection (A), the Secretary determines that a condition described in subparagraph (A) or (B) of paragraph (1) continues to exist with respect to the individual, the Secretary may extend the period that such protection and security is provided for additional 60-day periods. The Secretary shall review such a determination at the end of each 60-day period to determine whether to continue to provide such protection and security.

“(C) Requirement for compliance with regulations.—Protection and personal security provided under subparagraph (B) shall be provided in accordance with the regulations and guidelines referred to in paragraph (1).

“(6) Submission to congress.—

“(A) In general.—The Secretary of Defense shall submit to the congressional defense committees each determination made under paragraph (4) to provide protection and security to an individual and of each determination under paragraph (5)(B) to extend such protection and security, together with the justification for such determination, not later than 15 days after the date on which the determination is made.
“(B) Form of report.—A report submitted under subparagraph (A) may be made in classified form.

“(C) Regulations and guidelines.—The Secretary of Defense shall submit to the congressional defense committees the regulations and guidelines prescribed pursuant to paragraph (1) not less than 20 days before the date on which such regulations take effect.

“(c) Definitions.—In this section:

“(1) Congressional defense committees.—The term ‘congressional defense committees’ means the Committee on Appropriations and the Committee on Armed Services of the Senate and the Committee on Appropriations and the Committee on Armed Services of the House of Representatives.

“(2) Qualified members of the armed forces and qualified civilian employees of the department of defense.—The terms ‘qualified members of the Armed Forces’ and ‘qualified civilian employees of the Department of Defense’ refer collectively to members or employees who are assigned to investigative, law enforcement, or security duties of any of the following:

“(A) The Army Criminal Investigation Command.

“(B) The Naval Criminal Investigative Service.

“(C) The Air Force Office of Special Investigations.

“(D) The Defense Criminal Investigative Service.


“(d) Construction.—

“(1) No additional law enforcement or arrest authority.—Other than the authority to provide protection and security under this section, nothing in this section may be construed to bestow any additional law enforcement or arrest authority upon the qualified members of the Armed Forces and qualified civilian employees of the Department of Defense.

“(2) Posse comitatus.—Nothing in this section shall be construed to abridge section 1385 of title 18, United States Code.

“(3) Authorities of other departments.—Nothing in this section may be construed to preclude or limit, in any way, the express or implied powers of the Secretary of Defense or other Department of Defense officials, or the duties and authorities of
the Secretary of State, the Director of the United States Secret Service, the Director of the United States Marshals Service, or any other Federal law enforcement agency.”

**Authority To Provide Automatic Identification System Data on Maritime Shipping to Foreign Countries and International Organizations**


“(a) Authority To Provide Data.—The Secretary of Defense, with the concurrence of the Secretary of State, may authorize the Secretary of a military department or a commander of a combatant command to exchange or furnish automatic identification system data broadcast by merchant or private ships and collected by the United States to a foreign country or international organization pursuant to an agreement for the exchange or production of such data. Such data may be transferred pursuant to this section without cost to the recipient country or international organization.

“(b) Definitions.—In this section:

“(1) Automatic identification system.—The term ‘automatic identification system’ means a system that is used to satisfy the requirements of the Automatic Identification System under the International Convention for the Safety of Life at Sea, signed at London on November 1, 1974 (TIAS 9700) [see 33 U.S.C. 1602 and notes thereunder].

“(2) Geographic combatant commander.—The term ‘commander of a combatant command’ means a commander of a combatant command (as such term is defined in section 161(c) of title 10, United States Code) with a geographic area of responsibility.”

**Requirement for Secretary of Defense To Prepare Plan for Response to Natural Disasters and Terrorist Events**


“(a) Requirement for Plan.—

“(1) In general.—Not later than June 1, 2008, the Secretary of Defense, in consultation with the Secretary of Homeland Security, the Chairman of the Joint Chiefs of Staff, the commander of the United States Northern Command, and the Chief of the National Guard Bureau, shall prepare and submit to Congress a plan
for coordinating the use of the National Guard and members of the Armed Forces on active duty when responding to natural disasters, acts of terrorism, and other man-made disasters as identified in the national planning scenarios described in subsection (e).

“(2) Update.—Not later than June 1, 2010, the Secretary, in consultation with the persons consulted under paragraph (1), shall submit to Congress an update of the plan required under paragraph (1).

“(b) Information To Be Provided to Secretary.—To assist the Secretary of Defense in preparing the plan, the National Guard Bureau, pursuant to its purpose as channel of communications as set forth in section 10501(b) of title 10, United States Code, shall provide to the Secretary information gathered from Governors, adjutants general of States, and other State civil authorities responsible for homeland preparation and response to natural and man-made disasters.

“(c) Two Versions.—The plan shall set forth two versions of response, one using only members of the National Guard, and one using both members of the National Guard and members of the regular components of the Armed Forces.

“(d) Matters Covered.—The plan shall cover, at a minimum, the following:

“(1) Protocols for the Department of Defense, the National Guard Bureau, and the Governors of the several States to carry out operations in coordination with each other and to ensure that Governors and local communities are properly informed and remain in control in their respective States and communities.

“(2) An identification of operational procedures, command structures, and lines of communication to ensure a coordinated, efficient response to contingencies.

“(3) An identification of the training and equipment needed for both National Guard personnel and members of the Armed Forces on active duty to provide military assistance to civil authorities and for other domestic operations to respond to hazards identified in the national planning scenarios.

“(e) National Planning Scenarios.—The plan shall provide for response to the following hazards:

“(1) Nuclear detonation, biological attack, biological disease outbreak/pandemic flu, the plague, chemical attack-blister agent, chemical attack-toxic industrial chemicals, chemical attack-nerve agent, chemical attack-chlorine tank explosion, major hurricane, major earthquake, radiological attack-radiological dispersal device, explosives attack-bombing using improvised explosive device, biological attack-food contamination, biological attack-foreign animal disease and cyber attack.
“(2) Any other hazards identified in a national planning scenario developed by the Homeland Security Council.”

**Determination of Department of Defense Civil Support Requirements**


“(a) Determination of Requirements.—The Secretary of Defense, in consultation with the Secretary of Homeland Security, shall determine the military-unique capabilities needed to be provided by the Department of Defense to support civil authorities in an incident of national significance or a catastrophic incident.

“(b) Plan for Funding Capabilities.—

“(1) Plan.—The Secretary of Defense shall develop and implement a plan, in coordination with the Secretaries of the military departments and the Chairman of the Joint Chiefs of Staff, for providing the funds and resources necessary to develop and maintain the following:

“(A) The military-unique capabilities determined under subsection (a).

“(B) Any additional capabilities determined by the Secretary to be necessary to support the use of the active components and the reserve components of the Armed Forces for homeland defense missions, domestic emergency responses, and providing military support to civil authorities.

“(2) Term of plan.—The plan required under paragraph (1) shall cover at least five years.

“(c) Budget.—The Secretary of Defense shall include in the materials accompanying the budget submitted for each fiscal year a request for funds necessary to carry out the plan required under subsection (b) during the fiscal year covered by the budget. The defense budget materials shall delineate and explain the budget treatment of the plan for each component of each military department, each combatant command, and each affected Defense Agency.

“(d) Definitions.—In this section:

“(1) The term ‘military-unique capabilities’ means those capabilities that, in the view of the Secretary of Defense—

“(A) cannot be provided by other Federal, State, or local civilian agencies; and
“(B) are essential to provide support to civil authorities in an incident of national significance or a catastrophic incident.

“(2) The term ‘defense budget materials’, with respect to a fiscal year, means the materials submitted to Congress by the Secretary of Defense in support of the budget for that fiscal year.”

Database of Emergency Response Capabilities


“(1) The types of emergency response capabilities that each State's National Guard, as reported by the States, may be able to provide in response to a domestic natural or manmade disaster, both to their home States and under State-to-State mutual assistance agreements.

“(2) The types of emergency response capabilities that the Department of Defense may be able to provide in support of the National Response Plan's Emergency Support Functions, and identification of the units that provide these capabilities.”

Report Regarding Effect on Military Readiness of Undocumented Immigrants Trespassing Upon Operational Ranges


“(a) Report Containing Assessment and Response Plan.—Not later than April 15, 2006, the Secretary of Defense shall submit to Congress a report containing—

“(1) an assessment of the impact on military readiness caused by undocumented immigrants whose entry into the United States involves trespassing upon operational ranges of the Department of Defense; and

“(2) a plan for the implementation of measures to prevent such trespass.

“(b) Preparation and Elements of Assessment.—The assessment required by subsection (a)(1) shall be prepared by the Secretary of Defense. The assessment shall include the following:

“(1) A listing of the operational ranges adversely affected by the trespass of undocumented immigrants upon operational ranges.

“(2) A description of the types of range activities affected by such trespass.
“(3) A determination of the amount of time lost for range activities, and the increased costs incurred, as a result of such trespass.

“(4) An evaluation of the nature and extent of such trespass and means of travel.

“(5) An evaluation of the factors that contribute to the use by undocumented immigrants of operational ranges as a means to enter the United States.

“(6) A description of measures currently in place to prevent such trespass, including the use of barriers to vehicles and persons, military patrols, border patrols, and sensors.

“(c) Preparation and Elements of Plan.—The plan required by subsection (a)(2) shall be prepared jointly by the Secretary of Defense and the Secretary of Homeland Security. The plan shall include the following:

“(1) The types of measures to be implemented to improve prevention of trespass of undocumented immigrants upon operational ranges, including the specific physical methods, such as barriers and increased patrols or monitoring, to be implemented and any legal or other policy changes recommended by the Secretaries.

“(2) The costs of, and timeline for, implementation of the plan.

“(d) Implementation Reports.—Not later than September 15, 2006, March 15, 2007, September 15, 2007, and March 15, 2008, the Secretary of Defense shall submit to Congress a report detailing the progress made by the Department of Defense, during the period covered by the report, in implementing measures recommended in the plan required by subsection (a)(2) to prevent undocumented immigrants from trespassing upon operational ranges. Each report shall include the number and types of mitigation measures implemented and the success of such measures in preventing such trespass.

“(e) Definitions.—In this section, the terms ‘operational range’ and ‘range activities’ have the meaning given those terms in section 101(e) of title 10, United States Code.”

Reports by Officers and Senior Enlisted Members of Conviction of Criminal Law


“(a) Requirement for Reports.—
“(1) In general.—The Secretary of Defense shall prescribe in regulations a requirement that each covered member of the Armed Forces shall submit to an authority in the military department concerned designated pursuant to such regulations a timely report of any conviction of such member by any law enforcement authority of the United States for a violation of a criminal law of the United States, whether or not the member is on active duty at the time of the conduct that provides the basis for the conviction. The regulations shall apply uniformly throughout the military departments.

“(2) Covered members.—In this section, the term ‘covered member of the Armed Forces’ means a member of the Army, Navy, Air Force, or Marine Corps who is on the active-duty list or the reserve active-status list and who is—

“(A) an officer; or

“(B) an enlisted member in a pay grade above pay grade E–6.

“(b) Law Enforcement Authority of the United States.—For purposes of this section, a law enforcement authority of the United States includes—

“(1) a military or other Federal law enforcement authority;

“(2) a State or local law enforcement authority; and

“(3) such other law enforcement authorities within the United States as the Secretary shall specify in the regulations prescribed pursuant to subsection (a).

“(c) Criminal Law of the United States.—

“(1) In general.—Except as provided in paragraph (2), for purposes of this section, a criminal law of the United States includes—

“(A) any military or other Federal criminal law;

“(B) any State, county, municipal, or local criminal law or ordinance; and

“(C) such other criminal laws and ordinances of jurisdictions within the United States as the Secretary shall specify in the regulations prescribed pursuant to subsection (a).

“(2) Exception.—For purposes of this section, a criminal law of the United States shall not include a law or ordinance specifying a minor traffic offense (as determined by the Secretary for purposes of such regulations).
“(d) Timeliness of Reports.—The regulations prescribed pursuant to subsection (a) shall establish requirements for the timeliness of reports under this section.

“(e) Forwarding of Information.—The regulations prescribed pursuant to subsection (a) shall provide that, in the event a military department receives information that a covered member of the Armed Forces under the jurisdiction of another military department has become subject to a conviction for which a report is required by this section, the Secretary of the military department receiving such information shall, in accordance with such procedures as the Secretary of Defense shall establish in such regulations, forward such information to the authority in the military department having jurisdiction over such member designated pursuant to such regulations.

“(f) Convictions.—In this section, the term ‘conviction’ includes any plea of guilty or nolo contendere.

“(g) Deadline for Regulations.—The regulations required by subsection (a), including the requirement in subsection (e), shall go into effect not later than the end of the 180-day period beginning on the date of the enactment of this Act [Jan. 6, 2006].

“(h) Applicability of Requirement.—The requirement under the regulations required by subsection (a) that a covered member of the Armed Forces submit notice of a conviction shall apply only to a conviction that becomes final after the date of the enactment of this Act [Jan. 6, 2006].”

Annual Report on Department of Defense Costs To Carry Out United Nations Resolutions


“(a) Requirement for Annual Report.—

“(1) Department of defense costs.—Not later than April 30 of each year, the Secretary of Defense shall submit to the congressional committees specified in paragraph (2) a report on Department of Defense costs during the preceding fiscal year to carry out United Nations resolutions.

“(2) Specified committees.—The committees specified in this paragraph are—

“(A) the Committee on Armed Services, the Committee on Foreign Relations, and the Committee on Appropriations of the Senate; and
“(B) the Committee on Armed Services, the Committee on International Relations [now Committee on Foreign Affairs], and the Committee on Appropriations of the House of Representatives.

“(b) Matters to Be Included.—Each report under subsection (a) shall set forth the following:

“(1) All direct and indirect costs (including incremental costs) incurred by the Department of Defense during the preceding fiscal year in implementing or supporting any resolution adopted by the United Nations Security Council, including any such resolution calling for—

“(A) international sanctions;

“(B) international peacekeeping operations;

“(C) international peace enforcement operations;

“(D) monitoring missions;

“(E) observer missions; or

“(F) humanitarian missions.

“(2) An aggregate of all such Department of Defense costs by operation or mission and the total cost to United Nations members of each operation or mission.

“(3) All direct and indirect costs (including incremental costs) incurred by the Department of Defense during the preceding fiscal year in training, equipping, and otherwise assisting, preparing, providing resources for, and transporting foreign defense or security forces for implementing or supporting any resolution adopted by the United Nations Security Council, including any such resolution specified in paragraph (1).

“(4) All efforts made to seek credit against past United Nations expenditures.

“(5) All efforts made to seek compensation from the United Nations for costs incurred by the Department of Defense in implementing and supporting United Nations activities.

“(c) Coordination.—The report under subsection (a) each year shall be prepared in coordination with the Secretary of State.
“(d) Form of Report.—Each report required by this section shall be submitted in unclassified form, but may include a classified annex.”

Secretary of Defense Criteria for and Guidance on Identification and Internal Transmission of Critical Information


“(a) Criteria for Critical Information.—(1) The Secretary of Defense shall establish criteria for determining categories of critical information that should be made known expeditiously to senior civilian and military officials in the Department of Defense. Those categories should be limited to matters of extraordinary significance and strategic impact to which rapid access by those officials is essential to the successful accomplishment of the national security strategy or a major military mission. The Secretary may from time to time modify the list to suit the current strategic situation.

“(2) The Secretary shall provide the criteria established under paragraph (1) to the Chairman of the Joint Chiefs of Staff, the Secretaries of the military departments, the commanders of the unified and specified commands, the commanders of deployed forces, and such other elements of the Department of Defense as the Secretary considers necessary.

“(b) Matters To Be Included.—The criteria established under subsection (a) shall include, at a minimum, requirement for identification of the following:

“(1) Any incident that may result in a contingency operation, based on the incident’s nature, gravity, or potential for significant adverse consequences to United States citizens, military personnel, interests, or assets, including an incident that could result in significant adverse publicity having a major strategic impact.

“(2) Any event, development, or situation that could be reasonably assumed to escalate into an incident described in paragraph (1).

“(3) Any deficiency or error in policy, standards, or training that could be reasonably assumed to have the effects described in paragraph (1).

“(c) Requirements for Transmission of Critical Information.—The criteria under subsection (a) shall include such requirements for transmission of such critical information to such senior civilian and military officials of the Department of Defense as the Secretary of Defense considers appropriate.
“(d) Time for Issuance of Criteria.—The Secretary of Defense shall establish the criteria required by subsection (a) not later than 120 days after the date of the enactment of this Act [Oct. 28, 2004].”

Policy on Public Identification of Casualties


“(a) Requirement for Policy.—Not later than 180 days after the date of the enactment of this Act [Nov. 24, 2003], the Secretary of Defense shall prescribe the policy of the Department of Defense on public release of the name or other personally identifying information of any member of the Army, Navy, Air Force, or Marine Corps who while on active duty or performing inactive-duty training is killed or injured, whose duty status becomes unknown, or who is otherwise considered to be a casualty.

“(b) Guidance on Timing of Release.—The policy under subsection (a) shall include guidance for ensuring that any public release of information on a member under the policy occurs only after the lapse of an appropriate period following notification of the next-of-kin regarding the casualty status of such member.”

Plan for Prompt Global Strike Capability


“(a) Research, Development, and Testing Plan.—The Secretary of Defense shall submit to the congressional defense committees [Committees on Armed Services and Appropriations of the Senate and the House of Representatives] a research, development, and testing plan for prompt global strike program objectives for fiscal years 2008 through 2013.

“(b) Plan for Obligation and Expenditure of Funds.—

“(1) In general.—The Under Secretary of Defense for Acquisition, Technology, and Logistics shall submit to the congressional defense committees [Committees on Armed Services and Appropriations of the Senate and the House of Representatives] a plan for obligation and expenditure of funds available for prompt global strike for fiscal year 2008. The plan shall include correlations between each technology application being developed in fiscal year 2008 and the prompt global strike alternative or alternatives toward which the technology application applies.
“(2) Limitation.—The Under Secretary shall not implement the plan required by paragraph (1) until at least 10 days after the plan is submitted as required by that paragraph.”


“(a) Integrated Plan for Prompt Global Strike Capability.—The Secretary of Defense shall establish an integrated plan for developing, deploying, and sustaining a prompt global strike capability in the Armed Forces. The Secretary shall update the plan annually.

“(b) Annual Reports.—(1) Not later than April 1 of each of 2004, 2005, and 2006, and each of 2007, 2008, and 2009, the Secretary shall submit to the congressional defense committees [Committees on Armed Services and Appropriations of Senate and House of Representatives] a report on the plan established under subsection (a).

“(2) Each report under paragraph (1) shall include the following:

“(A) A description and assessment of the targets against which long-range strike assets might be directed and the conditions under which those assets might be used.

“(B) The role of, and plans for ensuring, sustainment and modernization of current long-range strike assets, including bombers, intercontinental ballistic missiles, and submarine-launched ballistic missiles.

“(C) A description of the capabilities desired for advanced long-range strike assets and plans to achieve those capabilities.

“(D) A description of the capabilities desired for advanced conventional munitions and the plans to achieve those capabilities.

“(E) An assessment of advanced nuclear concepts that could contribute to the prompt global strike mission.

“(F) An assessment of the command, control, and communications capabilities necessary to support prompt global strike capabilities.

“(G) An assessment of intelligence, surveillance, and reconnaissance capabilities necessary to support prompt global strike capabilities.
“(H) A description of how prompt global strike capabilities are to be integrated with theater strike capabilities.

“(I) An estimated schedule for achieving the desired prompt global strike capabilities.

“(J) The estimated cost of achieving the desired prompt global strike capabilities.

“(K) A description of ongoing and future studies necessary for updating the plan appropriately.”

Comprehensive Plan for Improving the Preparedness of Military Installations for Terrorist Incidents


“(a) Comprehensive Plan.—The Secretary of Defense shall develop a comprehensive plan for improving the preparedness of military installations for preventing and responding to terrorist attacks, including attacks involving the use or threat of use of weapons of mass destruction.

“(b) Preparedness Strategy.—The plan under subsection (a) shall include a preparedness strategy that includes each of the following:

“(1) Identification of long-term goals and objectives for improving the preparedness of military installations for preventing and responding to terrorist attacks.

“(2) Identification of budget and other resource requirements necessary to achieve those goals and objectives.

“(3) Identification of factors beyond the control of the Secretary that could impede the achievement of those goals and objectives.

“(4) A discussion of the extent to which local, regional, or national military response capabilities are to be developed, integrated, and used.

“(5) A discussion of how the Secretary will coordinate the capabilities referred to in paragraph (4) with local, regional, or national civilian and other military capabilities.

“(c) Performance Plan.—The plan under subsection (a) shall include a performance plan that includes each of the following:
“(1) A reasonable schedule, with milestones, for achieving the goals and objectives of the strategy under subsection (b).

“(2) Performance criteria for measuring progress in achieving those goals and objectives.

“(3) A description of the process, together with a discussion of the resources, necessary to achieve those goals and objectives.

“(4) A description of the process for evaluating results in achieving those goals and objectives.

“(d) Submittal to Congress.—The Secretary shall submit the comprehensive plan developed under subsection (a) to the Committee on Armed Services of the Senate and the Committee on Armed Services of the House of Representatives not later than 180 days after the date of the enactment of this Act [Dec. 2, 2002].

“(e) Comptroller General Review and Report.—Not later than 60 days after the date on which the Secretary submits the comprehensive plan under subsection (a), the Comptroller General shall review the plan and submit to the committees referred to in subsection (d) the Comptroller General’s assessment of the plan.

“(f) Annual Report.—(1) In each of 2004, 2005, and 2006, the Secretary of Defense shall include a report on the comprehensive plan developed under subsection (a) with the materials that the Secretary submits to Congress in support of the budget submitted by the President that year pursuant to section 1105(a) of title 31, United States Code.

“(2) Each such report shall include—

“(A) a discussion of any revision that the Secretary has made in the comprehensive plan developed under subsection (a) since the last report under this subsection or, in the case of the first such report, since the plan was submitted under subsection (d); and

“(B) an assessment of the progress made in achieving the goals and objectives of the strategy set forth in the plan.

“(3) If the Secretary includes in the report for 2004 or 2005 under this subsection a declaration that the goals and objectives of the preparedness strategy set forth in the comprehensive plan have been achieved, no further report is required under this subsection.”
Policy Concerning Rights of Individuals Whose Names Have Been Entered Into Department of Defense Official Criminal Investigative Reports

Pub. L. 106–398, §1 [[div. A], title V, §552], Oct. 30, 2000, 114 Stat. 1654, 1654A–125, provided that:

“(a) Policy Requirement.—The Secretary of Defense shall establish a policy creating a uniform process within the Department of Defense that—

“(1) affords any individual who, in connection with the investigation of a reported crime, is designated (by name or by any other identifying information) as a suspect in the case in any official investigative report, or in a central index for potential retrieval and analysis by law enforcement organizations, an opportunity to obtain a review of that designation; and

“(2) requires the expungement of the name and other identifying information of any such individual from such report or index in any case in which it is determined the entry of such identifying information on that individual was made contrary to Department of Defense requirements.

“(b) Effective Date.—The policy required by subsection (a) shall be established not later than 120 days after the date of the enactment of this Act [Oct. 30, 2000].”

Test of Ability of Reserve Component Intelligence Units and Personnel To Meet Current and Emerging Defense Intelligence Needs

Pub. L. 106–398, §1 [[div. A], title V, §576], Oct. 30, 2000, 114 Stat. 1654, 1654A–138, directed the Secretary of Defense to conduct a three-year test program to determine the most effective peacetime structure and operational employment of reserve component intelligence assets and to establish a means to coordinate and transition the peacetime intelligence support network into use for meeting wartime needs, and to submit to Congress interim and final reports on such program not later than Dec. 1, 2004.

Annual Report on United States Military Activities in Colombia


Report on NATO Defense Capabilities Initiative
Annual Report on Military and Security Developments Involving the People's Republic of China


Annual Report on Military and Security Developments Involving the People's Republic of China


Annual Report on Military and Security Developments Involving the People's Republic of China


Annual Report on Military and Security Developments Involving the People's Republic of China


Annual Report on Military and Security Developments Involving the People's Republic of China

communication, space and other advanced technologies that would enhance military capabilities or otherwise undermine the Department of Defense's capability to conduct information assurance. Such analyses shall include an assessment of the damage inflicted on the Department of Defense by reason thereof.

“(8) An assessment of any challenges during the preceding year to the deterrent forces of the Republic of China on Taiwan, consistent with the commitments made by the United States in the Taiwan Relations Act (Public Law 96–8) [22 U.S.C. 3301 et seq.].

“(9) Developments in China's asymmetric capabilities, including efforts to acquire, develop, and deploy cyberwarfare capabilities. Such analyses shall include an assessment of the nature of China’s cyber activities directed against the Department of Defense and an assessment of the damage inflicted on the Department of Defense by reason thereof. Such cyber activities shall include activities originating or suspected of originating from China and shall include government and non-government activities believed to be sanctioned or supported by the Government of China.

“(10) In consultation with the Secretary of Energy and the Secretary of State, developments regarding United States-China engagement and cooperation on security matters.

“(11) The current state of United States military-to-military contacts with the People's Liberation Army, which shall include the following:

“(A) A comprehensive and coordinated strategy for such military-to-military contacts and updates to the strategy.

“(B) A summary of all such military-to-military contacts during the period covered by the report, including a summary of topics discussed and questions asked by the Chinese participants in those contacts.

“(C) A description of such military-to-military contacts scheduled for the 12-month period following the period covered by the report and the plan for future contacts.

“(D) The Secretary’s assessment of the benefits the Chinese expect to gain from such military-to-military contacts.

“(E) The Secretary's assessment of the benefits the Department of Defense expects to gain from such military-to-military contacts, and any concerns regarding such contacts.
“(F) The Secretary’s assessment of how such military-to-military contacts fit into the larger security relationship between the United States and the People’s Republic of China.

“(G) The Secretary’s certification whether or not any military-to-military exchange or contact was conducted during the period covered by the report in violation of section 1201(a) [10 U.S.C. 168 note].

“(12) Other military and security developments involving the People's Republic of China that the Secretary of Defense considers relevant to United States national security.

“(c) Specified Congressional Committees.—For purposes of this section, the term ‘specified congressional committees’ means the following:

“(1) The Committee on Armed Services and the Committee on Foreign Relations of the Senate.

“(2) The Committee on Armed Services and the Committee on International Relations [now Committee on Foreign Affairs] of the House of Representatives.

“(d) Report on Significant Sales and Transfers to China.—(1) The report to be submitted under this section not later than March 1, 2002, shall include in a separate section a report describing any significant sale or transfer of military hardware, expertise, and technology to the People’s Republic of China. The report shall set forth the history of such sales and transfers since 1995, forecast possible future sales and transfers, and address the implications of those sales and transfers for the security of the United States and its friends and allies in Asia.

“(2) The report shall include analysis and forecasts of the following matters related to military cooperation between selling states and the People's Republic of China:

“(A) The extent in each selling state of government knowledge, cooperation, or condoning of sales or transfers of military hardware, expertise, or technology to the People’s Republic of China.

“(B) An itemization of significant sales and transfers of military hardware, expertise, or technology from each selling state to the People’s Republic of China that have taken place since 1995, with a particular focus on command, control, communications, and intelligence systems.

“(C) Significant assistance by any selling state to key research and development programs of China, including programs for development of weapons of mass destruction and delivery vehicles for such weapons, programs for development of
advanced conventional weapons, and programs for development of unconventional weapons.

“(D) The extent to which arms sales by any selling state to the People's Republic of China are a source of funds for military research and development or procurement programs in the selling state.

“(3) The report under paragraph (1) shall include, with respect to each area of analysis and forecasts specified in paragraph (2)—

“(A) an assessment of the military effects of such sales or transfers to entities in the People's Republic of China;

“(B) an assessment of the ability of the People's Liberation Army to assimilate such sales or transfers, mass produce new equipment, or develop doctrine for use; and

“(C) the potential threat of developments related to such effects on the security interests of the United States and its friends and allies in Asia.”


[Pub. L. 111–84, div. A, title XII, §1246(e), Oct. 28, 2009, 123 Stat. 2545, provided that:

“(1) In general.—The amendments made by this section [amending section 1202 of Pub. L. 106–65, set out above, and provisions set out as a note under section 168 of this title] shall take effect on the date of the enactment of this Act [Oct. 28, 2009], and shall apply with respect to reports required to be submitted under subsection (a) of section 1202 of the National Defense Authorization Act for Fiscal Year 2000 [Pub. L. 106–65, set out above], as so amended, on or after that date.

“(2) Strategy and updates for military-to-military contacts with people's liberation army.—The requirement to include the strategy described in paragraph (11)(A) of section 1202(b) of the National Defense Authorization Act for Fiscal Year 2000, as so amended, in the report required to be submitted under section 1202(a) of such Act, as so amended, shall apply with respect to the first report required to be submitted under section 1202(a) of such Act on or after the date of the enactment of this Act. The requirement to include updates to such strategy
shall apply with respect to each subsequent report required to be submitted under section 1202(a) of such Act on or after the date of the enactment of this Act.”]

**Nuclear Mission Management Plan**


“(1) The Secretary of Defense shall develop and implement a plan to ensure the continued reliability of the capability of the Department of Defense to carry out its nuclear deterrent mission.

“(2) The plan shall do the following:

“(A) Articulate the current policy of the United States on the role of nuclear weapons and nuclear deterrence in the conduct of defense and foreign relations matters.

“(B) Establish stockpile viability and capability requirements with respect to that mission, including the number and variety of warheads required.

“(C) Establish requirements relating to the contractor industrial base, support infrastructure, and surveillance, testing, assessment, and certification of nuclear weapons necessary to support that mission.

“(3) The plan shall take into account the following:

“(A) Requirements for the critical skills, readiness, training, exercise, and testing of personnel necessary to meet that mission.

“(B) The relevant programs and plans of the military departments and the Defense Agencies with respect to readiness, sustainment (including research and development), and modernization of the strategic deterrent forces.”

**Defense Reform Initiative Enterprise Pilot Program for Military Manpower and Personnel Information**


“(a) Executive Agent.—The Secretary of Defense may designate the Secretary of the Navy as the Department of Defense executive agent for carrying out the pilot program described in subsection (c).
“(b) Implementing Office.—If the Secretary of Defense makes the designation referred to in subsection (a), the Secretary of the Navy, in carrying out that pilot program, shall act through the head of the Systems Executive Office for Manpower and Personnel of the Department of the Navy, who shall act in coordination with the Under Secretary of Defense for Personnel and Readiness and the Chief Information Officer of the Department of Defense.

“(c) Pilot Program.—The pilot program referred to in subsection (a) is the defense reform initiative enterprise pilot program for military manpower and personnel information established pursuant to section 8147 of the Department of Defense Appropriations Act, 1999 (Public Law 105–262; 112 Stat. 2341; 10 U.S.C. 113 note).”

Pub. L. 105–262, title VIII, §8147, Oct. 17, 1998, 112 Stat. 2341, provided that: “The Secretary of Defense shall establish, through a revised Defense Integrated Military Human Resources System (DIMHRS), a defense reform initiative enterprise pilot program for military manpower and personnel information: Provided, That this pilot program should include all functions and systems currently included in DIMHRS and shall be expanded to include all appropriate systems within the enterprise of personnel, manpower, training, and compensation: Provided further, That in establishing a revised DIMHRS enterprise program for manpower and personnel information superiority the functions of this program shall include, but not be limited to: (1) an analysis and determination of the number and kinds of information systems necessary to support manpower and personnel within the Department of Defense; and (2) the establishment of programs to develop and implement information systems in support of manpower and personnel to include an enterprise level strategic approach, performance and results based management, business process improvement and other non-material solutions, the use of commercial or government off-the-shelf technology, the use of modular contracting as defined by Public Law 104–106 [see 41 U.S.C. 2308], and the integration and consolidation of existing manpower and personnel information systems: Provided further, That the Secretary of Defense shall re-instate fulfillment standards designated as ADS–97–03–GD, dated January, 1997: Provided further, That the requirements of this section should be implemented not later than 6 months after the date of the enactment of this Act [Oct. 17, 1998].”

Program To Investigate Fraud, Waste, and Abuse Within Department of Defense

overpayments made to vendors by the Department of Defense, including overpayments identified under section 354 of the National Defense Authorization Act for Fiscal Year 1996 (Public Law 104–106; 10 U.S.C. 2461 note).”

Review of C4I by National Research Council

Pub. L. 104–106, div. A, title II, §262, Feb. 10, 1996, 110 Stat. 236, directed the Secretary of Defense, not later than 90 days after Feb. 10, 1996, to request the National Research Council of the National Academy of Sciences to conduct a two-year review of current and planned service and defense-wide programs for command, control, communications, computers, and intelligence, and required the Secretary to provide that the Council submit interim reports and a final report on the review to the Department of Defense and committees of Congress.

Strategy and Report on Automated Information Systems of Department of Defense


Pub. L. 104–106, div. A, title V, §551, Feb. 10, 1996, 110 Stat. 318, directed the Secretary of Defense to establish an advisory committee to consider issues relating to the appropriate forum for judicial review of Department of Defense administrative personnel actions, required the committee to submit a report to the Secretary of Defense not later than Dec. 15, 1996, required the Secretary to transmit the committee’s report to Congress not later than Jan. 1, 1997, and provided for the termination of the committee 30 days after the date of the submission of its report to Congress.

Requirements for Automated Information Systems of Department of Defense


“(a) Determination Required.—(1) Not later than March 15 in each of 1995, 1996, and 1997, the Secretary of Defense shall—

“(A) determine whether each automated information system described in paragraph (2) meets the requirements set forth in subsection (b); and
“(B) take appropriate action to end the modernization or development by the Department of Defense of any such system that the Secretary determines does not meet such requirements.

“(2) An automated information system referred to in paragraph (1) is an automated information system—

“(A) that is undergoing modernization or development by the Department of Defense;

“(B) that exceeds $50,000,000 in value; and

“(C) that is not a migration system, as determined by the Enterprise Integration Executive Board of the Department of Defense.

“(b) Requirements.—The use of an automated information system by the Department of Defense shall—

“(1) contribute to the achievement of Department of Defense strategies for the use of automated information systems;

“(2) as determined by the Secretary, provide an acceptable benefit from the investment in the system or make a substantial contribution to the performance of the defense mission for which the system is used;

“(3) comply with Department of Defense directives applicable to life cycle management of automated information systems; and

“(4) be based on guidance developed under subsection (c).

“(c) Guidance for Use.—The Secretary of Defense shall develop guidance for the use of automated information systems by the Department of Defense. In developing the guidance, the Secretary shall consider the following:

“(1) Directives of the Office of Management and Budget applicable to returns of investment for such systems.

“(2) A sound, functional economic analysis.

“(3) Established objectives for the Department of Defense information infrastructure.

“(4) Migratory assessment criteria, including criteria under guidance provided by the Defense Information Systems Agency.
“(d) Waiver.—(1) The Secretary of Defense may waive the requirements of subsection (a) for an automated information system if the Secretary determines that the purpose for which the system is being modernized or developed is of compelling military importance.

“(2) If the Secretary exercises the waiver authority provided in paragraph (1), the Secretary shall include the following in the next report required by subsection (f):

“(A) The reasons for the failure of the automated information system to meet all of the requirements of subsection (b).

“(B) A determination of whether the system is expected to meet such requirements in the future, and if so, the date by which the system is expected to meet the requirements.

“(e) Performance Measures and Management Controls.—(1) The Secretary of Defense shall establish performance measures and management controls for the supervision and management of the activities described in paragraph (2). The performance measures and management controls shall be adequate to ensure, to the maximum extent practicable, that the Department of Defense receives the maximum benefit possible from the development, modernization, operation, and maintenance of automated information systems.

“(2) The activities referred to in paragraph (1) are the following:

“(A) Accelerated implementation of migration systems.

“(B) Establishment of data standards.

“(C) Process improvement.

“(f) Reports.—Not later than March 15 in each of 1995, 1996, and 1997, the Secretary of Defense shall submit to Congress a report on the establishment and implementation of the performance measures and management controls referred to in subsection (e)(1). Each such report shall also specify—

“(1) the automated information systems that, as determined under subsection (a), meet the requirements of subsection (b);

“(2) the automated information systems that, as determined under subsection (a), do not meet the requirements of subsection (b) and the action taken by the Secretary to end the use of such systems; and

“(3) the automated information systems that, as determined by the Enterprise Integration Executive Board, are migration systems.
“(g) Review by Comptroller General.—Not later than April 30, 1995, the Comptroller General of the United States shall submit to Congress a report that contains an evaluation of the following:

“(1) The progress made by the Department of Defense in achieving the goals of the corporate information management program of the Department.

“(2) The progress made by the Secretary of Defense in establishing the performance measures and management controls referred to in subsection (e)(1).

“(3) The progress made by the Department of Defense in using automated information systems that meet the requirements of subsection (b).

“(4) The report required by subsection (f) to be submitted in 1995.

“(h) Definitions.—In this section:

“(1) The term ‘automated information system’ means an automated information system of the Department of Defense described in the exhibits designated as ‘IT-43’ in the budget submitted to Congress by the President for fiscal year 1995 pursuant to section 1105 of title 31, United States Code.

“(2) The term ‘migration system’ has the meaning given such term in the document entitled ‘Department of Defense Strategy for Acceleration of Migration Systems and Data Standards’ attached to the memorandum of the Department of Defense dated October 13, 1993 (relating to accelerated implementation of migration systems, data standards, and process improvement).”


Security Clearances

Pub. L. 103–337, div. A, title X, §1041, Oct. 5, 1994, 108 Stat. 2842, directed the Secretary of Defense to submit to Congress, not later than 90 days after the close of each of fiscal years 1995 through 2000, a report concerning the denial, revocation, or suspension of security clearances for Department of Defense
military and civilian personnel, and for Department of Defense contractor employees, for that fiscal year.


“(a) Review of Security Clearance Procedures.—(1) The Secretary of Defense shall conduct a review of the procedural safeguards available to Department of Defense civilian employees who are facing denial or revocation of security clearances.

“(2) Such review shall specifically consider—

“(A) whether the procedural rights provided to Department of Defense civilian employees should be enhanced to include the procedural rights available to Department of Defense contractor employees;

“(B) whether the procedural rights provided to Department of Defense civilian employees should be enhanced to include the procedural rights available to similarly situated employees in those Government agencies that provide greater rights than the Department of Defense; and

“(C) whether there should be a difference between the rights provided to both Department of Defense civilian and contractor employees with respect to security clearances and the rights provided with respect to sensitive compartmented information and special access programs.

“(b) Report.—The Secretary shall submit to Congress a report on the results of the review required by subsection (a) not later than March 1, 1994.

“(c) Regulations.—The Secretary shall revise the regulations governing security clearance procedures for Department of Defense civilian employees not later than May 15, 1994.”

Foreign Language Proficiency Test Program

Pub. L. 103–160, div. A, title V, §575, Nov. 30, 1993, 107 Stat. 1675, directed the Secretary of Defense to develop and carry out a test program for improving foreign language proficiency in the Department of Defense through improved management and other measures and to submit a report to committees of Congress not later than Apr. 1, 1994, containing a plan for the program, an explanation of the plan, and a discussion of proficiency pay adjustments, and provided for the program to begin on Oct. 1, 1994, or 180 days after the date of submission of the report and to terminate two years later.
Department of Defense Use of National Intelligence Collection Systems


“(a) Procedures for Use.—The Secretary of Defense, after consultation with the Director of Central Intelligence, shall prescribe procedures for regularly and periodically exercising national intelligence collection systems and exploitation organizations that would be used to provide intelligence support, including support of the combatant commands, during a war or threat to national security.

“(b) Use in Joint Training Exercises.—In accordance with procedures prescribed under subsection (a), the Chairman of the Joint Chiefs of Staff shall provide for the use of the national intelligence collection systems and exploitation organizations in joint training exercises to the extent necessary to ensure that those systems and organizations are capable of providing intelligence support, including support of the combatant commands, during a war or threat to national security.

“(c) Report.—Not later than May 1, 1992, the Secretary of Defense and the Director of Central Intelligence shall submit to the congressional defense committees, the Select Committee on Intelligence of the Senate, and the Permanent Select Committee on Intelligence of the House of Representatives a joint report—

“(1) describing the procedures prescribed under subsection (a); and

“(2) stating the assessment of the Chairman of the Joint Chiefs of Staff of the performance in joint training exercises of the national intelligence collection systems and the Chairman's recommendations for any changes that the Chairman considers appropriate to improve that performance.”

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 401 of Title 50, War and National Defense.]

Programming Language for Department of Defense Software

Pub. L. 102–396, title IX, §9070, Oct. 6, 1992, 106 Stat. 1918, provided that: “Notwithstanding any other provision of law, where cost effective, all Department
of Defense software shall be written in the programming language Ada, in the absence of special exemption by an official designated by the Secretary of Defense.”

Similar provisions were contained in the following prior appropriation acts:


**Lead Agency for Detection of Transit of Illegal Drugs**


**Counterintelligence Polygraph Program**


**10 USC § 119. Special access programs: congressional oversight**

(a)(1) Not later than March 1 of each year, the Secretary of Defense shall submit to the defense committees a report on special access programs.

(2) Each such report shall set forth—

(A) the total amount requested for special access programs of the Department of Defense in the President's budget for the next fiscal year submitted under section 1105 of title 31; and

(B) for each program in that budget that is a special access program—

(i) a brief description of the program;

(ii) a brief discussion of the major milestones established for the program;
(iii) the actual cost of the program for each fiscal year during which the program
has been conducted before the fiscal year during which that budget is submitted; and

(iv) the estimated total cost of the program and the estimated cost of the program
for (I) the current fiscal year, (II) the fiscal year for which the budget is
submitted, and (III) each of the four succeeding fiscal years during which the
program is expected to be conducted.

(3) In the case of a report under paragraph (1) submitted in a year during which
the President’s budget for the next fiscal year, because of multiyear budgeting for
the Department of Defense, does not include a full budget request for the
Department of Defense, the report required by paragraph (1) shall set forth—

(A) the total amount already appropriated for the next fiscal year for special
access programs of the Department of Defense and any additional amount
requested in that budget for such programs for such fiscal year; and

(B) for each program of the Department of Defense that is a special access
program, the information specified in paragraph (2)(B).

(b)(1) Not later than February 1 of each year, the Secretary of Defense shall
submit to the defense committees a report that, with respect to each new special
access program, provides—

(A) notice of the designation of the program as a special access program; and

(B) justification for such designation.

(2) A report under paragraph (1) with respect to a program shall include—

(A) the current estimate of the total program cost for the program; and

(B) an identification of existing programs or technologies that are similar to the
technology, or that have a mission similar to the mission, of the program that is
the subject of the notice.
(3) In this subsection, the term “new special access program” means a special access program that has not previously been covered in a notice and justification under this subsection.

(c)(1) Whenever a change in the classification of a special access program of the Department of Defense is planned to be made or whenever classified information concerning a special access program of the Department of Defense is to be declassified and made public, the Secretary of Defense shall submit to the defense committees a report containing a description of the proposed change, the reasons for the proposed change, and notice of any public announcement planned to be made with respect to the proposed change.

(2) Except as provided in paragraph (3), any report referred to in paragraph (1) shall be submitted not less than 14 days before the date on which the proposed change or public announcement is to occur.

(3) If the Secretary determines that because of exceptional circumstances the requirement of paragraph (2) cannot be met with respect to a proposed change or public announcement concerning a special access program of the Department of Defense, the Secretary may submit the report required by paragraph (1) regarding the proposed change or public announcement at any time before the proposed change or public announcement is made and shall include in the report an explanation of the exceptional circumstances.

(d) Whenever there is a modification or termination of the policy and criteria used for designating a program of the Department of Defense as a special access program, the Secretary of Defense shall promptly notify the defense committees of such modification or termination. Any such notification shall contain the reasons for the modification or termination and, in the case of a modification, the provisions of the policy as modified.

(e)(1) The Secretary of Defense may waive any requirement under subsection (a), (b), or (c) that certain information be included in a report under that subsection if the Secretary determines that inclusion of that information in the report would adversely affect the national security. Any such waiver shall be made on a case-by-case basis.

(2) If the Secretary exercises the authority provided under paragraph (1), the Secretary shall provide the information described in that subsection with respect to the special access program concerned, and the justification for the waiver, jointly to the chairman and ranking minority member of each of the defense committees.

(f) A special access program may not be initiated until—
(1) the defense committees are notified of the program; and

(2) a period of 30 days elapses after such notification is received.

(g) In this section, the term “defense committees” means—

(1) the Committee on Armed Services and the Committee on Appropriations, and the Defense Subcommittee of the Committee on Appropriations, of the Senate; and

(2) the Committee on Armed Services and the Committee on Appropriations, and the Subcommittee on Defense of the Committee on Appropriations, of the House of Representatives.

CHAPTER 3—GENERAL POWERS AND FUNCTIONS

10 USC § 121. Regulations

The President may prescribe regulations to carry out his functions, powers, and duties under this title.

10 USC § 122. Official registers

The Secretary of a military department may have published, annually or at such other times as he may designate, official registers containing the names of, and other pertinent information about, such regular and reserve officers of the armed forces under his jurisdiction as he considers appropriate. The register may also contain any other list that the Secretary considers appropriate.


10 USC § 122a. Public availability of Department of Defense reports required by law

(a) In General.—The Secretary of Defense shall ensure that each report described in subsection (b) is

(1) made available to the public, upon request submitted on or after the date on which such report is submitted to Congress, through the Office of the Assistant Secretary of Defense for Public Affairs; and

(2) to the maximum extent practicable, transmitted in an electronic format.

(b) Covered Reports.—(1) Except as provided in paragraph (2), a report described in this subsection is any report that is required by law to be submitted to Congress by the Secretary of Defense, or by any element of the Department of Defense.

(2) A report otherwise described in paragraph (1) is not a report described in this subsection if the report contains—

(A) classified information;

(B) proprietary information;
(C) information that is exempt from disclosure under section 552 of title 5 (commonly referred to as the “Freedom of Information Act”); or

(D) any other type of information that the Secretary of Defense determines should not be made available to the public in the interest of national security.


10 USC § 123. Authority to suspend officer personnel laws during war or national emergency

(a) In time of war, or of national emergency declared by Congress or the President after November 30, 1980, the President may suspend the operation of any provision of law relating to the promotion, involuntary retirement, or separation of commissioned officers of the Army, Navy, Air Force, Marine Corps, or Coast Guard Reserve. So long as such war or national emergency continues, any such suspension may be extended by the President.

(b) Any such suspension shall, if not sooner ended, end on the last day of the two-year period beginning on the date on which the suspension (or the last extension thereof) takes effect or on the last day of the one-year period beginning on the date of the termination of the war or national emergency, whichever occurs first. With respect to the end of any such suspension, the preceding sentence supersedes the provisions of title II of the National Emergencies Act (50 U.S.C. 1621–1622) which provide that powers or authorities exercised by reason of a national emergency shall cease to be exercised after the date of the termination of the emergency.

(c) If a provision of law pertaining to the promotion of reserve officers is suspended under this section and if the Secretary of Defense submits to Congress proposed legislation to adjust the grades and dates of rank of reserve commissioned officers other than commissioned warrant officers, such proposed legislation shall, so far as practicable, be the same as that recommended for adjusting the grades and dates of rank of officers of the regular component of the armed force concerned.

(d) Upon the termination of a suspension made under the authority of subsection (a) of a provision of law otherwise requiring the separation or retirement of officers on active duty because of age, length of service or length of service in grade, or failure of selection for promotion, the Secretary concerned shall extend by up to 90 days the otherwise required separation or retirement date of any officer covered by the suspended provision whose separation or retirement date, but for the suspension, would have been before the date of the termination of the suspension or within 90 days after the date of such termination.
10 USC § 123a. Suspension of end-strength and other strength limitations in time of war or national emergency

(a) During War or National Emergency.—(1) If at the end of any fiscal year there is in effect a war or national emergency, the President may waive any statutory end strength with respect to that fiscal year. Any such waiver may be issued only for a statutory end strength that is prescribed by law before the waiver is issued.

(2) When a designation of a major disaster or emergency (as those terms are defined in section 102 of the Robert T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5122)) is in effect, the President may waive any statutory limit that would otherwise apply during the period of the designation on the number of members of a reserve component who are authorized to be on active duty under subparagraph (A) or (B) of section 115(b)(1) of this title, if the President determines the waiver is necessary to provide assistance in responding to the major disaster or emergency.

(b) Termination of Waiver.—(1) Upon the termination of a war or national emergency with respect to which the President has exercised the authority provided by subsection (a)(1), the President may defer the effectiveness of any statutory end strength with respect to the fiscal year during which the termination occurs. Any such deferral may not extend beyond the last day of the sixth month beginning after the date of such termination.

(2) A waiver granted under subsection (a)(2) shall terminate not later than 90 days after the date on which the designation of the major disaster or emergency that was the basis for the waiver expires.

(c) Statutory End Strength.—In this section, the term “statutory end strength” means any end-strength limitation with respect to a fiscal year that is prescribed by law for any military or civilian component of the armed forces or of the Department of Defense.

**10 USC § 123b. Forces stationed abroad: limitation on number**

(a) End-Strength Limitation.—No funds appropriated to the Department of Defense may be used to support a strength level of members of the armed forces assigned to permanent duty ashore in nations outside the United States at the end of any fiscal year at a level in excess of 203,000.

(b) Exception for Wartime.—Subsection (a) does not apply in the event of a declaration of war or an armed attack on any member nation of the North Atlantic Treaty Organization, Japan, the Republic of Korea, or any other ally of the United States.

(c) Presidential Waiver.—The President may waive the operation of subsection (a) if the President declares an emergency. The President shall immediately notify Congress of any such waiver.


**10 USC § 127b. Assistance in combating terrorism: rewards**

(a) Authority.—The Secretary of Defense may pay a monetary amount, or provide a payment-in-kind, to a person as a reward for providing United States Government personnel, or government personnel of allied forces participating in a combined operation with the armed forces, with information or nonlethal assistance that is beneficial to—

(1) an operation or activity of the armed forces, or of allied forces participating in a combined operation with the armed forces, conducted outside the United States against international terrorism; or

(2) force protection of the armed forces, or of allied forces participating in a combined operation with the armed forces.

(b) Limitation.—The amount or value of a reward provided under this section may not exceed $5,000,000.
(c) Delegation of Authority.—(1) The authority of the Secretary of Defense under subsection (a) may be delegated only—

(A) to the Deputy Secretary of Defense and an Under Secretary of Defense, without further redelegation; and

(B) to the commander of a combatant command, but only for a reward in an amount or with a value not in excess of $1,000,000.

(2) A commander of a combatant command to whom authority to provide rewards under this section is delegated under paragraph (1) may further delegate that authority, but only for a reward in an amount or with a value not in excess of $10,000, except that such a delegation may be made to the commander's deputy commander, or to the commander of a command directly subordinate to that commander, without regard to such limitation. Such a delegation may be made to the commander of a command directly subordinate to the commander of a combatant command only with the approval of the Secretary of Defense, the Deputy Secretary of Defense, or an Under Secretary of Defense to whom authority has been delegated under subparagraph (1)(A).

(3)(A) Subject to subparagraphs (B) and (C), an official who has authority delegated under paragraph (1) or (2) may use that authority, acting through government personnel of allied forces, to offer and make rewards.

(B) The Secretary of Defense shall prescribe policies and procedures for making rewards in the manner described in subparagraph (A), which shall include guidance for the accountability of funds used for making rewards in that manner. The policies and procedures shall not take effect until 30 days after the date on which the Secretary submits the policies and procedures to the congressional defense committees. Rewards may not be made in the manner described in subparagraph (A) except under policies and procedures that have taken effect.

(C) Rewards may not be made in the manner described in subparagraph (A) after September 30, 2013.

(D) Not later than April 1, 2008, the Secretary of Defense shall submit to the congressional defense committees a report on the implementation of this paragraph. The report shall identify each reward made in the manner described in subparagraph (A) and, for each such reward—

(i) identify the type, amount, and recipient of the reward;

(ii) explain the reason for making the reward; and
(iii) assess the success of the reward in advancing the effort to combat terrorism.

(d) Coordination.—(1) The Secretary of Defense shall prescribe policies and procedures for the offering and making of rewards under this section and otherwise for administering the authority under this section. Such policies and procedures shall be prescribed in consultation with the Secretary of State and the Attorney General and shall ensure that the making of a reward under this section does not duplicate or interfere with the payment of a reward authorized by the Secretary of State or the Attorney General.

(2) The Secretary of Defense shall consult with the Secretary of State regarding the making of any reward under this section in an amount or with a value in excess of $2,000,000.

(e) Persons Not Eligible.—The following persons are not eligible to receive a reward under this section:

(1) A citizen of the United States.

(2) An officer or employee of the United States.

(3) An employee of a contractor of the United States.

(f) Annual Report.—(1) Not later than February 1 of each year, the Secretary of Defense shall submit to the Committees on Armed Services of the Senate and the House of Representatives a report on the administration of the rewards program under this section during the preceding fiscal year.

(2) Each report for a fiscal year under this subsection shall include the following:

(A) Information on the total amount expended during that fiscal year to carry out the rewards program under this section during that fiscal year.

(B) Specification of the amount, if any, expended during that fiscal year to publicize the availability of rewards under this section.

(C) With respect to each reward provided during that fiscal year—

(i) the amount or value of the reward and whether the reward was provided as a monetary payment or in some other form;
(ii) the recipient of the reward and the recipient's geographic location; and

(iii) a description of the information or assistance for which the reward was paid, together with an assessment of the significance and benefit of the information or assistance.

(D) Information on the implementation of paragraph (3) of subsection (c).

(E) A description of the status of program implementation in each geographic combatant command.

(F) A description of efforts to coordinate and de-conflict the authority under subsection (a) with similar rewards programs administered by the United States Government.

(G) An assessment of the effectiveness of the program in meeting its objectives.

(3) The Secretary may submit the report in classified form if the Secretary determines that it is necessary to do so.

(g) Determinations by the Secretary.—A determination by the Secretary under this section is final and conclusive and is not subject to judicial review.


10 USC § 127c. Purchase of weapons overseas: force protection

(a) Authority.—When elements of the armed forces are engaged in ongoing military operations in a country, the Secretary of Defense may, for the purpose of protecting United States forces in that country, purchase weapons from any foreign person, foreign government, international organization, or other entity located in that country.
(b) Limitation.—The total amount expended during any fiscal year for purchases under this section may not exceed $15,000,000.

(c) Semiannual Congressional Report.—In any case in which the authority provided in subsection (a) is used during the period of the first six months of a fiscal year, or during the period of the second six months of a fiscal year, the Secretary of Defense shall submit to the Committee on Armed Services of the Senate and Committee on Armed Services of the House of Representatives a report on the use of that authority during that six-month period. Each such report shall be submitted not later than 30 days after the end of the six-month period during which the authority is used. Each such report shall include the following:

(1) The number and type of weapons purchased under subsection (a) during that six-month period covered by the report, together with the amount spent for those weapons and the Secretary’s estimate of the fair market value of those weapons.

(2) A description of the dispositions (if any) during that six-month period of weapons purchased under subsection (a).


10 USC § 127d. Allied forces participating in combined operations: authority to provide logistic support, supplies, and services

(a) Authority.—(1) Subject to subsections (b) and (c), the Secretary of Defense may provide logistic support, supplies, and services to allied forces participating in a combined operation with the armed forces of the United States.

(2) In addition to any logistic support, supplies, and services provided under paragraph (1), the Secretary may provide logistic support, supplies, and services to allied forces solely for the purpose of enhancing the interoperability of the logistical support systems of military forces participating in combined operations with the United States in order to facilitate such operations. Such logistic support, supplies, and services may also be provided under this paragraph to a nonmilitary logistics, security, or similar agency of an allied government if such provision would directly benefit the armed forces of the United States.

(3) Provision of support, supplies, and services pursuant to paragraph (1) or (2) may be made only with the concurrence of the Secretary of State.

(b) Limitations.—(1) The authority provided by subsection (a)(1) may be used only in accordance with the Arms Export Control Act and other export control laws of the United States.
(2) The authority provided by subsection (a)(1) may be used only for a combined operation—

(A) that is carried out during active hostilities or as part of a contingency operation or a noncombat operation (including an operation in support of the provision of humanitarian or foreign disaster assistance, a country stabilization operation, or a peacekeeping operation under chapter VI or VII of the Charter of the United Nations); and

(B) in a case in which the Secretary of Defense determines that the allied forces to be provided logistic support, supplies, and services—

(i) are essential to the success of the combined operation; and

(ii) would not be able to participate in the combined operation but for the provision of such logistic support, supplies, and services by the Secretary.

(c) Limitations on Value.—(1) The value of logistic support, supplies, and services provided under subsection (a)(1) in any fiscal year may not exceed $100,000,000.

(2) The value of the logistic support, supplies, and services provided under subsection (a)(2) in any fiscal year may not exceed $5,000,000.

(d) Annual Report.—(1) Not later than December 31 each year, the Secretary of Defense shall submit to the Committee on Armed Services and the Committee on Foreign Relations of the Senate and the Committee on Armed Services and the Committee on Foreign Affairs of the House of Representatives a report on the use of the authority provided by subsection (a) during the preceding fiscal year.

(2) Each report under paragraph (1) shall be prepared in coordination with the Secretary of State.

(3) Each report under paragraph (1) shall include, for the fiscal year covered by the report, the following:

(A) Each nation provided logistic support, supplies, and services through the use of the authority provided by subsection (a).

(B) For each such nation, a description of the type and value of logistic support, supplies, and services so provided.
(e) Definition.—In this section, the term “logistic support, supplies, and services” has the meaning given that term in section 2350(1) of this title.


10 USC § 128. Physical protection of special nuclear material: limitation on dissemination of unclassified information

(a)(1) In addition to any other authority or requirement regarding protection from dissemination of information, and subject to section 552(b)(3) of title 5, the Secretary of Defense, with respect to special nuclear materials, shall prescribe such regulations, after notice and opportunity for public comment thereon, or issue such orders as may be necessary to prohibit the unauthorized dissemination of unclassified information pertaining to security measures, including security plans, procedures, and equipment for the physical protection of special nuclear material.

(2) The Secretary may prescribe regulations or issue orders under paragraph (1) to prohibit the dissemination of any information described in such paragraph only if and to the extent that the Secretary determines that the unauthorized dissemination of such information could reasonably be expected to have a significant adverse effect on the health and safety of the public or the common defense and security by significantly increasing the likelihood of—

(A) illegal production of nuclear weapons, or

(B) theft, diversion, or sabotage of special nuclear materials, equipment, or facilities.

(3) In making a determination under paragraph (2), the Secretary may consider what the likelihood of an illegal production, theft, diversion, or sabotage referred to in such paragraph would be if the information proposed to be prohibited from dissemination under this section were at no time available for dissemination.

(4) The Secretary shall exercise his authority under this subsection to prohibit the dissemination of any information described in paragraph (1)—

(A) so as to apply the minimum restrictions needed to protect the health and safety of the public or the common defense and security; and
(B) upon a determination that the unauthorized dissemination of such information could reasonably be expected to result in a significant adverse effect on the health and safety of the public or the common defense and security by significantly increasing the likelihood of—

(i) illegal production of nuclear weapons, or

(ii) theft, diversion, or sabotage of nuclear materials, equipment, or facilities.

(b) Nothing in this section shall be construed to authorize the Secretary to withhold, or to authorize the withholding of, information from the appropriate committees of the Congress.

(c) Any determination by the Secretary concerning the applicability of this section shall be subject to judicial review pursuant to section 552(a)(4)(B) of title 5.


10 USC § 129d. Disclosure to litigation support contractors

(a) Disclosure Authority.—An officer or employee of the Department of Defense may disclose sensitive information to a litigation support contractor if—

(1) the disclosure is for the sole purpose of providing litigation support to the Government in the form of administrative, technical, or professional services during or in anticipation of litigation; and

(2) under a contract with the Government, the litigation support contractor agrees to and acknowledges—

(A) that sensitive information furnished will be accessed and used only for the purposes stated in the relevant contract;

(B) that the contractor will take all precautions necessary to prevent disclosure of the sensitive information provided to the contractor;

(C) that such sensitive information provided to the contractor under the authority of this section shall not be used by the contractor to compete against a third party for Government or non-Government contracts; and
(D) that the violation of subparagraph (A), (B), or (C) is a basis for the Government to terminate the litigation support contract of the contractor.

(b) Definitions.—In this section:

(1) The term “litigation support contractor” means a contractor (including an expert or technical consultant) under contract with the Department of Defense to provide litigation support.

(2) The term “sensitive information” means confidential commercial, financial, or proprietary information, technical data, or other privileged information.


10 USC § 130. Authority to withhold from public disclosure certain technical data

(a) Notwithstanding any other provision of law, the Secretary of Defense may withhold from public disclosure any technical data with military or space application in the possession of, or under the control of, the Department of Defense, if such data may not be exported lawfully outside the United States without an approval, authorization, or license under the Export Administration Act of 1979 (50 U.S.C. App. 2401–2420) or the Arms Export Control Act (22 U.S.C. 2751 et seq.). However, technical data may not be withheld under this section if regulations promulgated under either such Act authorize the export of such data pursuant to a general, unrestricted license or exemption in such regulations.

(b) Regulations under this section shall be published in the Federal Register for a period of no less than 30 days for public comment before promulgation. Such regulations shall address, where appropriate, releases of technical data to allies of the United States and to qualified United States contractors, including United States contractors that are small business concerns, for use in performing United States Government contracts.

(c) In this section, the term “technical data with military or space application” means any blueprints, drawings, plans, instructions, computer software and documentation, or other technical information that can be used, or be adapted for use, to design, engineer, produce, manufacture, operate, repair, overhaul, or reproduce any military or space equipment or technology concerning such equipment.
10 USC § 130b. Personnel in overseas, sensitive, or routinely deployable units: nondisclosure of personally identifying information

(a) Exemption From Disclosure.—The Secretary of Defense and, with respect to the Coast Guard when it is not operating as a service in the Navy, the Secretary of Homeland Security may, notwithstanding section 552 of title 5, authorize to be withheld from disclosure to the public personally identifying information regarding—

(1) any member of the armed forces assigned to an overseas unit, a sensitive unit, or a routinely deployable unit; and

(2) any employee of the Department of Defense or of the Coast Guard whose duty station is with any such unit.

(b) Exceptions.—(1) The authority in subsection (a) is subject to such exceptions as the President may direct.

(2) Subsection (a) does not authorize any official to withhold, or to authorize the withholding of, information from Congress.

(c) Definitions.—In this section:

(1) The term “personally identifying information”, with respect to any person, means the person’s name, rank, duty address, and official title and information regarding the person's pay.

(2) The term “unit” means a military organization of the armed forces designated as a unit by competent authority.

(3) The term “overseas unit” means a unit that is located outside the United States and its territories.
(4) The term “sensitive unit” means a unit that is primarily involved in training for the conduct of, or conducting, special activities or classified missions, including—

(A) a unit involved in collecting, handling, disposing, or storing of classified information and materials;

(B) a unit engaged in training—

(i) special operations units;

(ii) security group commands weapons stations; or

(iii) communications stations; and

(C) any other unit that is designated as a sensitive unit by the Secretary of Defense or, in the case of the Coast Guard when it is not operating as a service in the Navy, by the Secretary of Homeland Security.

(5) The term “routinely deployable unit” means a unit that normally deploys from its permanent home station on a periodic or rotating basis to meet peacetime operational requirements that, or to participate in scheduled training exercises that, routinely require deployments outside the United States and its territories. Such term includes a unit that is alerted for deployment outside the United States and its territories during an actual execution of a contingency plan or in support of a crisis operation.


10 USC § 130c. Nondisclosure of information: certain sensitive information of foreign governments and international organizations

(a) Exemption From Disclosure.—The national security official concerned (as defined in subsection (h)) may withhold from public disclosure otherwise required by law sensitive information of foreign governments in accordance with this section.

(b) Information Eligible for Exemption.—For the purposes of this section, information is sensitive information of a foreign government only if the national
security official concerned makes each of the following determinations with respect to the information:

(1) That the information was provided by, otherwise made available by, or produced in cooperation with, a foreign government or international organization.

(2) That the foreign government or international organization is withholding the information from public disclosure (relying for that determination on the written representation of the foreign government or international organization to that effect).

(3) That any of the following conditions are met:

(A) The foreign government or international organization requests, in writing, that the information be withheld.

(B) The information was provided or made available to the United States Government on the condition that it not be released to the public.

(C) The information is an item of information, or is in a category of information, that the national security official concerned has specified in regulations prescribed under subsection (g) as being information the release of which would have an adverse effect on the ability of the United States Government to obtain the same or similar information in the future.

(c) Information of Other Agencies.—If the national security official concerned provides to the head of another agency sensitive information of a foreign government, as determined by that national security official under subsection (b), and informs the head of the other agency of that determination, then the head of the other agency shall withhold the information from any public disclosure unless that national security official specifically authorizes the disclosure.

(d) Limitations.—(1) If a request for disclosure covers any sensitive information of a foreign government (as described in subsection (b)) that came into the possession or under the control of the United States Government before October 30, 2000, and more than 25 years before the request is received by an agency, the information may be withheld only as set forth in paragraph (3).

(2)(A) If a request for disclosure covers any sensitive information of a foreign government (as described in subsection (b)) that came into the possession or under the control of the United States Government on or after the date referred
to in paragraph (1), the authority to withhold the information under this section is subject to the provisions of subparagraphs (B) and (C).

(B) Information referred to in subparagraph (A) may not be withheld under this section after—

(i) the date that is specified by a foreign government or international organization in a request or expression of a condition described in paragraph (1) or (2) of subsection (b) that is made by the foreign government or international organization concerning the information; or

(ii) if there are more than one such foreign governments or international organizations, the latest date so specified by any of them.

(C) If no date is applicable under subparagraph (B) to a request referred to in subparagraph (A) and the information referred to in that subparagraph came into possession or under the control of the United States more than 10 years before the date on which the request is received by an agency, the information may be withheld under this section only as set forth in paragraph (3).

(3) Information referred to in paragraph (1) or (2)(C) may be withheld under this section in the case of a request for disclosure only if, upon the notification of each foreign government and international organization concerned in accordance with the regulations prescribed under subsection (g)(2), any such government or organization requests in writing that the information not be disclosed for an additional period stated in the request of that government or organization. After the national security official concerned considers the request of the foreign government or international organization, the official shall designate a later date as the date after which the information is not to be withheld under this section. The later date may be extended in accordance with a later request of any such foreign government or international organization under this paragraph.

(e) Information Protected Under Other Authority.—This section does not apply to information or matters that are specifically required in the interest of national defense or foreign policy to be protected against unauthorized disclosure under criteria established by an Executive order and are classified, properly, at the confidential, secret, or top secret level pursuant to such Executive order.

(f) Disclosures Not Affected.—Nothing in this section shall be construed to authorize any official to withhold, or to authorize the withholding of, information from the following:

(1) Congress.
(2) The Comptroller General, unless the information relates to activities that the President designates as foreign intelligence or counterintelligence activities.

(g) Regulations.—(1) The national security officials referred to in subsection (h)(1) shall each prescribe regulations to carry out this section. The regulations shall include criteria for making the determinations required under subsection (b). The regulations may provide for controls on access to and use of, and special markings and specific safeguards for, a category or categories of information subject to this section.

(2) The regulations shall include procedures for notifying and consulting with each foreign government or international organization concerned about requests for disclosure of information to which this section applies.

(h) Definitions.—In this section:

(1) The term “national security official concerned” means the following:

(A) The Secretary of Defense, with respect to information of concern to the Department of Defense, as determined by the Secretary.

(B) The Secretary of Homeland Security, with respect to information of concern to the Coast Guard, as determined by the Secretary, but only while the Coast Guard is not operating as a service in the Navy.

(C) The Secretary of Energy, with respect to information concerning the national security programs of the Department of Energy, as determined by the Secretary.

(2) The term “agency” has the meaning given that term in section 552(f) of title 5.

(3) The term “international organization” means the following:

(A) A public international organization designated pursuant to section 1 of the International Organizations Immunities Act (59 Stat. 669; 22 U.S.C. 288) as being entitled to enjoy the privileges, exemptions, and immunities provided in such Act.

(B) A public international organization created pursuant to a treaty or other international agreement as an instrument through or by which two or more foreign governments engage in some aspect of their conduct of international affairs.
(C) An official mission, except a United States mission, to a public international organization referred to in subparagraph (A) or (B).


References in Text

The International Organizations Immunities Act, referred to in subsec. (h)(3)(A), is title I of act Dec. 29, 1945, ch. 652, 59 Stat. 669, as amended, which is classified principally to subchapter XVIII (§288 et seq.) of chapter 7 of Title 22, Foreign Relations and Intercourse. For complete classification of this Act to the Code, see Short Title note set out under section 288 of Title 22 and Tables.

10 USC § 130d. Treatment under Freedom of Information Act of certain confidential information shared with State and local personnel

Confidential business information and other sensitive but unclassified homeland security information in the possession of the Department of Defense that is shared, pursuant to section 892 of the Homeland Security Act of 2002 (6 U.S.C. 482), with State and local personnel (as defined in such section) shall not be subject to disclosure under section 552 of title 5 by virtue of the sharing of such information with such personnel.


10 USC § 130e. Treatment under Freedom of Information Act of critical infrastructure security information

(a) Exemption.—The Secretary of Defense may exempt Department of Defense critical infrastructure security information from disclosure pursuant to section 552(b)(3) of title 5, upon a written determination that—

(1) the information is Department of Defense critical infrastructure security information; and

(2) the public interest consideration in the disclosure of such information does not outweigh preventing the disclosure of such information.
(b) Information Provided to State and Local Governments.—Department of
Defense critical infrastructure security information covered by a written
determination under subsection (a) that is provided to a State or local
government shall remain under the control of the Department of Defense.

(c) Definition.—In this section, the term “Department of Defense critical
infrastructure security information” means sensitive but unclassified information
that, if disclosed, would reveal vulnerabilities in Department of Defense critical
infrastructure that, if exploited, would likely result in the significant disruption,
destruction, or damage of or to Department of Defense operations, property, or
facilities, including information regarding the securing and safeguarding of
explosives, hazardous chemicals, or pipelines, related to critical infrastructure or
protected systems owned or operated by or on behalf of the Department of
Defense, including vulnerability assessments prepared by or on behalf of the
Department of Defense, explosives safety information (including storage and
handling), and other site-specific information on or relating to installation
security.

(d) Delegation.—The Secretary of Defense may delegate the authority to make a
determination under subsection (a) to the Director of Administration and
Management.

(e) Transparency.—Each determination of the Secretary, or the Secretary's
designee, under subsection (a) shall be made in writing and accompanied by a
statement of the basis for the determination. All such determinations and
statements of basis shall be available to the public, upon request, through the
Office of the Director of Administration and Management.

CHAPTER 4—OFFICE OF THE SECRETARY OF DEFENSE

10 USC § 131. Office of the Secretary of Defense

(a) There is in the Department of Defense an Office of the Secretary of Defense. The function of the Office is to assist the Secretary of Defense in carrying out the Secretary’s duties and responsibilities and to carry out such other duties as may be prescribed by law.

(b) The Office of the Secretary of Defense is composed of the following:

(1) The Deputy Secretary of Defense.

(2) The Under Secretaries of Defense, as follows:

(A) The Under Secretary of Defense for Acquisition, Technology, and Logistics.

(B) The Under Secretary of Defense for Policy.

(C) The Under Secretary of Defense (Comptroller).

(D) The Under Secretary of Defense for Personnel and Readiness.

(E) The Under Secretary of Defense for Intelligence.

(3) The Deputy Chief Management Officer of the Department of Defense.

(4) Other officers who are appointed by the President, by and with the advice and consent of the Senate, and who report directly to the Secretary and Deputy Secretary without intervening authority, as follows:

(A) The Director of Cost Assessment and Program Evaluation.

(B) The Director of Operational Test and Evaluation.

(C) The General Counsel of the Department of Defense.

(D) The Inspector General of the Department of Defense.


(7) Other officials provided for by law, as follows:

(A) The Deputy Assistant Secretary of Defense for Developmental Test and Evaluation appointed pursuant to section 139b(a) of this title.

(B) The Deputy Assistant Secretary of Defense for Systems Engineering appointed pursuant to section 139b(b) of this title.

(C) The Deputy Assistant Secretary of Defense for Manufacturing and Industrial Base Policy appointed pursuant to section 139c of this title.

(D) The Director of Small Business Programs appointed pursuant to section 144 of this title.

(E) The official designated under section 1501(a) of this title to have responsibility for Department of Defense matters relating to missing persons as set forth in section 1501 of this title.

(F) The Director of Family Policy under section 1781 of this title.

(G) The Director of the Office of Corrosion Policy and Oversight assigned pursuant to section 2228(a) of this title.

(H) The official designated under section 2438(a) of this title to have responsibility for conducting and overseeing performance assessments and root cause analyses for major defense acquisition programs.

(8) Such other offices and officials as may be established by law or the Secretary of Defense may establish or designate in the Office.

(c) Officers of the armed forces may be assigned or detailed to permanent duty in the Office of the Secretary of Defense. However, the Secretary may not establish a military staff in the Office of the Secretary of Defense.

(d) The Secretary of each military department, and the civilian employees and members of the armed forces under the jurisdiction of the Secretary, shall cooperate fully with personnel of the Office of the Secretary of Defense to achieve
efficient administration of the Department of Defense and to carry out effectively the authority, direction, and control of the Secretary of Defense.


10 USC § 132. Deputy Secretary of Defense

(a) There is a Deputy Secretary of Defense, appointed from civilian life by the President, by and with the advice and consent of the Senate. The Deputy Secretary shall be appointed from among persons most highly qualified for the position by reason of background and experience, including persons with appropriate management experience. A person may not be appointed as Deputy Secretary of Defense within seven years after relief from active duty as a commissioned officer of a regular component of an armed force.

(b) The Deputy Secretary shall perform such duties and exercise such powers as the Secretary of Defense may prescribe. The Deputy Secretary shall act for, and exercise the powers of, the Secretary when the Secretary is disabled or there is no Secretary of Defense.

(c) The Deputy Secretary serves as the Chief Management Officer of the Department of Defense.

(d) The Deputy Secretary takes precedence in the Department of Defense immediately after the Secretary.

(e) Until September 30, 2020, the Deputy Secretary of Defense shall lead the Guam Oversight Council and shall be the Department of Defense's principal representative for coordinating the interagency efforts in matters relating to Guam, including the following executive orders:


10 USC § 132a. Deputy Chief Management Officer

(a) Appointment. — There is a Deputy Chief Management Officer of the Department of Defense, appointed from civilian life by the President, by and with the advice and consent of the Senate.

(b) Responsibilities. — The Deputy Chief Management Officer assists the Deputy Secretary of Defense in the Deputy Secretary's capacity as Chief Management Officer of the Department of Defense under section 132(c) of this title.

(c) Precedence. — The Deputy Chief Management Officer takes precedence in the Department of Defense after the Secretary of Defense, the Deputy Secretary of Defense, the Secretaries of the military departments, and the Under Secretaries of Defense.

10 USC § 133. Under Secretary of Defense for Acquisition, Technology, and Logistics

(a) There is an Under Secretary of Defense for Acquisition, Technology, and Logistics, appointed from civilian life by the President, by and with the advice and consent of the Senate. The Under Secretary shall be appointed from among persons who have an extensive management background.

(b) Subject to the authority, direction, and control of the Secretary of Defense, the Under Secretary of Defense for Acquisition, Technology, and Logistics shall perform such duties and exercise such powers relating to acquisition as the Secretary of Defense may prescribe, including—

(1) supervising Department of Defense acquisition;

(2) establishing policies for acquisition (including procurement of goods and services, research and development, developmental testing, and contract administration) for all elements of the Department of Defense;
(3) establishing policies for logistics, maintenance, and sustainment support for all elements of the Department of Defense;

(4) establishing policies of the Department of Defense for maintenance of the defense industrial base of the United States; and

(5) the authority to direct the Secretaries of the military departments and the heads of all other elements of the Department of Defense with regard to matters for which the Under Secretary has responsibility.

(c) The Under Secretary—

(1) is the senior procurement executive for the Department of Defense for the purposes of section 1702(c) of title 41;

(2) is the Defense Acquisition Executive for purposes of regulations and procedures of the Department providing for a Defense Acquisition Executive; and

(3) to the extent directed by the Secretary, exercises overall supervision of all personnel (civilian and military) in the Office of the Secretary of Defense with regard to matters for which the Under Secretary has responsibility, unless otherwise provided by law.

(d)(1) The Under Secretary shall prescribe policies to ensure that audit and oversight of contractor activities are coordinated and carried out in a manner to prevent duplication by different elements of the Department. Such policies shall provide for coordination of the annual plans developed by each such element for the conduct of audit and oversight functions within each contracting activity.

(2) In carrying out this subsection, the Under Secretary shall consult with the Inspector General of the Department of Defense.

(3) Nothing in this subsection shall affect the authority of the Inspector General of the Department of Defense to establish audit policy for the Department of Defense under the Inspector General Act of 1978 and otherwise to carry out the functions of the Inspector General under that Act.

(e)(1) With regard to all matters for which he has responsibility by law or by direction of the Secretary of Defense, the Under Secretary of Defense for Acquisition, Technology, and Logistics takes precedence in the Department of Defense after the Secretary of Defense and the Deputy Secretary of Defense.
(2) With regard to all matters other than matters for which he has responsibility by law or by direction of the Secretary of Defense, the Under Secretary takes precedence in the Department of Defense after the Secretary of Defense, the Deputy Secretary of Defense, and the Secretaries of the military departments.


10 USC § 134. Under Secretary of Defense for Policy

(a) There is an Under Secretary of Defense for Policy, appointed from civilian life by the President, by and with the advice and consent of the Senate. A person may not be appointed as Under Secretary within seven years after relief from active duty as a commissioned officer of a regular component of an armed force.

(b)(1) The Under Secretary shall perform such duties and exercise such powers as the Secretary of Defense may prescribe.

(2) The Under Secretary shall assist the Secretary of Defense—

(A) in preparing written policy guidance for the preparation and review of contingency plans; and

(B) in reviewing such plans.

(3) Subject to the authority, direction, and control of the Secretary of Defense, the Under Secretary shall have responsibility for supervising and directing activities of the Department of Defense relating to export controls.

(4) Subject to the authority, direction, and control of the Secretary of Defense, the Under Secretary of Defense for Policy shall have overall direction and supervision
for policy, program planning and execution, and allocation and use of resources for the activities of the Department of Defense for combating terrorism.

(c) The Under Secretary takes precedence in the Department of Defense after the Secretary of Defense, the Deputy Secretary of Defense, the Under Secretary of Defense for Acquisition, Technology, and Logistics, and the Secretaries of the military departments.


10 USC § 137. Under Secretary of Defense for Intelligence

(a) There is an Under Secretary of Defense for Intelligence, appointed from civilian life by the President, by and with the advice and consent of the Senate.

(b) Subject to the authority, direction, and control of the Secretary of Defense, the Under Secretary of Defense for Intelligence shall perform such duties and exercise such powers as the Secretary of Defense may prescribe in the area of intelligence.

(c) The Under Secretary of Defense for Intelligence takes precedence in the Department of Defense after the Under Secretary of Defense for Personnel and Readiness.


Prior Provisions

A prior section 137 was renumbered section 138b of this title.

Another prior section 137 was renumbered section 135 of this title.

Another prior section 137 was renumbered section 140 of this title.
Plan for Incorporation of Enterprise Query and Correlation Capability Into the Defense Intelligence Information Enterprise


“(a) Plan Required.—

“(1) In general.—The Under Secretary of Defense for Intelligence shall develop a plan for the incorporation of an enterprise query and correlation capability into the Defense Intelligence Information Enterprise (DI2E).

“(2) Elements.—The plan required by paragraph (1) shall—

“(A) include an assessment of all the current and planned advanced query and correlation systems which operate on large centralized databases that are deployed or to be deployed in elements of the Defense Intelligence Information Enterprise; and

“(B) determine where duplication can be eliminated, how use of these systems can be expanded, whether these systems can be operated collaboratively, and whether they can and should be integrated with the enterprise-wide query and correlation capability required pursuant to paragraph (1).

“(b) Pilot Program.—

“(1) In general.—The Under Secretary shall conduct a pilot program to demonstrate an enterprisewide query and correlation capability through the Defense Intelligence Information Enterprise program.

“(2) Purpose.—The purpose of the pilot program shall be to demonstrate the capability of an enterprisewide query and correlation system to achieve the following:

“(A) To conduct complex, simultaneous queries by a large number of users and analysts across numerous, large distributed data stores with response times measured in seconds.

“(B) To be scaled up to operate effectively on all the data holdings of the Defense Intelligence Information Enterprise.

“(C) To operate across multiple levels of security with data guards.

“(D) To operate effectively on both unstructured data and structured data.
“(E) To extract entities, resolve them, and (as appropriate) mask them to protect sources and methods, privacy, or both.

“(F) To control access to data by means of on-line electronic user credentials, profiles, and authentication.

“(3) Termination.—The pilot program conducted under this subsection shall terminate on September 30, 2014.

“(c) Report.—Not later than November 1, 2012, the Under Secretary shall submit to the appropriate committees of Congress a report on the actions undertaken by the Under Secretary to carry out this section. The report shall set forth the plan developed under subsection (a) and a description and assessment of the pilot program conducted under subsection (b).

“(d) Appropriate Committees of Congress Defined.—In this section, the term ‘appropriate committees of Congress’ means—

“(1) the Committee on Armed Services, the Committee on Appropriations, and the Select Committee on Intelligence of the Senate; and

“(2) the Committee on Armed Services, the Committee on Appropriations, and the Permanent Select Committee on Intelligence of the House of Representatives.”

**Relationship to Authorities Under National Security Act of 1947**

Pub. L. 107–314, div. A, title IX, §901(d), Dec. 2, 2002, 116 Stat. 2620, provided that: “Nothing in section 137 of title 10, United States Code, as added by subsection (a), shall supersede or modify the authorities of the Secretary of Defense and the Director of Central Intelligence as established by the National Security Act of 1947 (50 U.S.C. 401 et seq.).”

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 401 of Title 50, War and National Defense.]
10 USC § 137a. Principal Deputy Under Secretaries of Defense

(a)(1) There are five Principal Deputy Under Secretaries of Defense.

(2) The Principal Deputy Under Secretaries of Defense shall be appointed from civilian life by the President, by and with the advice and consent of the Senate.

(b) Each Principal Deputy Under Secretary of Defense shall be the first assistant to an Under Secretary of Defense and shall assist such Under Secretary in the performance of the duties of the position of such Under Secretary and shall act for, and exercise the powers of, such Under Secretary when such Under Secretary is absent or disabled.

(c)(1) One of the Principal Deputy Under Secretaries is the Principal Deputy Under Secretary of Defense for Acquisition, Technology, and Logistics.

(2) One of the Principal Deputy Under Secretaries is the Principal Deputy Under Secretary of Defense for Policy.

(3) One of the Principal Deputy Under Secretaries is the Principal Deputy Under Secretary of Defense for Personnel and Readiness.

(4) One of the Principal Deputy Under Secretaries is the Principal Deputy Under Secretary of Defense (Comptroller).

(5) One of the Principal Deputy Under Secretaries is the Principal Deputy Under Secretary of Defense for Intelligence, who shall be appointed from among persons who have extensive expertise in intelligence matters.

(d) The Principal Deputy Under Secretaries of Defense take precedence in the Department of Defense after the Secretary of Defense, the Deputy Secretary of Defense, the Secretaries of the military departments, the Under Secretaries of Defense, and the Deputy Chief Management Officer of the Department of Defense. The Principal Deputy Under Secretaries shall take precedence among themselves in the order prescribed by the Secretary of Defense.


10 USC § 138. Assistant Secretaries of Defense

(a)(1) There are 14 Assistant Secretaries of Defense.
(2) The Assistant Secretaries of Defense shall be appointed from civilian life by the President, by and with the advice and consent of the Senate.

(b)(1) The Assistant Secretaries shall perform such duties and exercise such powers as the Secretary of Defense may prescribe.

(2) One of the Assistant Secretaries is the Assistant Secretary of Defense for Reserve Affairs. He shall have as his principal duty the overall supervision of reserve component affairs of the Department of Defense.

(3) One of the Assistant Secretaries is the Assistant Secretary of Defense for Homeland Defense. He shall have as his principal duty the overall supervision of the homeland defense activities of the Department of Defense.

(4) One of the Assistant Secretaries is the Assistant Secretary of Defense for Special Operations and Low Intensity Conflict. He shall have as his principal duty the overall supervision (including oversight of policy and resources) of special operations activities (as defined in section 167(j) of this title) and low intensity conflict activities of the Department of Defense. The Assistant Secretary is the principal civilian adviser to the Secretary of Defense on special operations and low intensity conflict matters and (after the Secretary and Deputy Secretary) is the principal special operations and low intensity conflict official within the senior management of the Department of Defense.

(5) One of the Assistant Secretaries is the Assistant Secretary of Defense for Legislative Affairs. He shall have as his principal duty the overall supervision of legislative affairs of the Department of Defense.

(6) One of the Assistant Secretaries is the Assistant Secretary of Defense for Acquisition. The Assistant Secretary of Defense for Acquisition is the principal adviser to the Secretary of Defense and the Under Secretary of Defense for Acquisition, Technology, and Logistics on matters relating to acquisition.

(7) One of the Assistant Secretaries is the Assistant Secretary of Defense for Logistics and Materiel Readiness. In addition to any duties and powers prescribed under paragraph (1), the Assistant Secretary of Defense for Logistics and Materiel Readiness shall have the duties specified in section 138a of this title.

(8) One of the Assistant Secretaries is the Assistant Secretary of Defense for Research and Engineering. In addition to any duties and powers prescribed under paragraph (1), the Assistant Secretary of Defense for Research and Engineering shall have the duties specified in section 138b of this title.

(9) One of the Assistant Secretaries is the Assistant Secretary of Defense for Operational Energy Plans and Programs. In addition to any duties and powers
prescribed under paragraph (1), the Assistant Secretary of Defense for Operational Energy Plans and Programs shall have the duties specified in section 138c of this title.

(10) One of the Assistant Secretaries is the Assistant Secretary of Defense for Nuclear, Chemical, and Biological Defense Programs. In addition to any duties and powers prescribed under paragraph (1), the Assistant Secretary of Defense for Nuclear, Chemical, and Biological Defense Programs shall have the duties specified in section 138d of this title.

c Except as otherwise specifically provided by law, an Assistant Secretary may not issue an order to a military department unless—

(1) the Secretary of Defense has specifically delegated that authority to the Assistant Secretary in writing; and

(2) the order is issued through the Secretary of the military department concerned.

(d) The Assistant Secretaries take precedence in the Department of Defense after the Secretary of Defense, the Deputy Secretary of Defense, the Secretaries of the military departments, the Under Secretaries of Defense, the Deputy Chief Management Officer of the Department of Defense, the officials serving in positions specified in section 131(b)(4) of this title, and the Principal Deputy Under Secretaries of Defense. The Assistant Secretaries take precedence among themselves in the order prescribed by the Secretary of Defense.


Charter of the Assistant Secretary of Defense for Special Operations and Low Intensity Conflict


“(2) The Secretary of Defense shall publish a directive setting forth the charter of the Assistant Secretary of Defense for Special Operations and Low Intensity Conflict not later than 30 days after the date of the enactment of this Act [Dec. 4, 1987]. The directive shall set forth—

“(A) the duties and responsibilities of the Assistant Secretary;

“(B) the relationships between the Assistant Secretary and other Department of Defense officials;

“(C) any delegation of authority from the Secretary of Defense to the Assistant Secretary; and

“(D) such other matters as the Secretary considers appropriate.

“(3) On the date that such directive is published, the Secretary of Defense shall submit to the Committees on Armed Services of the Senate and House of Representatives—

“(A) a copy of the directive; and

“(B) a report explaining how the charter of the Assistant Secretary fulfills the provisions of section 136(b)(4) [now 138(b)(4)] of title 10, United States Code (as amended by paragraph (1)), that provide that the Assistant Secretary—

“(i) exercises overall supervision of special operations activities and low intensity conflict activities of the Department of Defense;
“(ii) is the principal civilian adviser to the Secretary of Defense on special operations and low intensity conflict matters; and

“(iii) is the principal special operations and low intensity conflict official (after the Secretary and Deputy Secretary) within the senior management of the Department of Defense.

“(4)(A) Until the office of Assistant Secretary of Defense for Special Operations and Low Intensity Conflict is filled for the first time by a person appointed from civilian life by the President, by and with the advice and consent of the Senate, the Secretary of the Army shall carry out the duties and responsibilities of that office.

“(B) Throughout the period of time during which the Secretary of the Army is carrying out the duties and responsibilities of that office, he shall submit to the Committees on Armed Services of the Senate and House of Representatives a monthly report on the administrative actions that he has taken and the policy guidance that he has issued to carry out such duties and responsibilities. Each such report shall also describe the actions that he intends to take and the guidance that he intends to issue to fulfill the provisions of section 136(b)(4) [now 138(b)(4)] of title 10, United States Code (as amended by paragraph (1)), along with a timetable for completion of such actions and issuance of such guidance. The first such report shall be submitted not later than 30 days after the date of the enactment of this Act [Dec. 4, 1987].

“(5) Until the first individual appointed to the position of Assistant Secretary of Defense for Special Operations and Low Intensity Conflict by the President, by and with the advice and consent of the Senate, leaves that office, that Assistant Secretary (and the Secretary of the Army when carrying out the duties and responsibilities of the Assistant Secretary) shall, with respect to the duties and responsibilities of that office, report directly, without intervening review or approval, to the Secretary of Defense personally or, as designated by the Secretary, to the Deputy Secretary of Defense personally.”

10 USC § 139b. Deputy Assistant Secretary of Defense for Developmental Test and Evaluation; Deputy Assistant Secretary of Defense for Systems Engineering: joint guidance

(a) Deputy Assistant Secretary of Defense for Developmental Test and Evaluation.—

(1) Appointment.—There is a Deputy Assistant Secretary of Defense for Developmental Test and Evaluation, who shall be appointed by the Secretary of Defense from among individuals with an expertise in test and evaluation.
(2) Principal advisor for developmental test and evaluation.—The Deputy Assistant Secretary shall be the principal advisor to the Secretary of Defense and the Under Secretary of Defense for Acquisition, Technology, and Logistics on developmental test and evaluation in the Department of Defense.

(3) Supervision.—The Deputy Assistant Secretary shall be subject to the supervision of the Under Secretary of Defense for Acquisition, Technology, and Logistics and shall report to the Under Secretary.

(4) Coordination with deputy assistant secretary of defense for systems engineering.—The Deputy Assistant Secretary of Defense for Developmental Test and Evaluation shall closely coordinate with the Deputy Assistant Secretary of Defense for Systems Engineering to ensure that the developmental test and evaluation activities of the Department of Defense are fully integrated into and consistent with the systems engineering and development planning processes of the Department.

(5) Duties.—The Deputy Assistant Secretary shall—

(A) develop policies and guidance for—

(i) the conduct of developmental test and evaluation in the Department of Defense (including integration and developmental testing of software);

(ii) in coordination with the Director of Operational Test and Evaluation, the integration of developmental test and evaluation with operational test and evaluation;

(iii) the conduct of developmental test and evaluation conducted jointly by more than one military department or Defense Agency;

(B) review and approve the developmental test and evaluation plan within the test and evaluation master plan for each major defense acquisition program of the Department of Defense;

(C) monitor and review the developmental test and evaluation activities of the major defense acquisition programs;

(D) provide advocacy, oversight, and guidance to elements of the acquisition workforce responsible for developmental test and evaluation;

(E) periodically review the organizations and capabilities of the military departments with respect to developmental test and evaluation and identify
needed changes or improvements to such organizations and capabilities, and provide input regarding needed changes or improvements for the test and evaluation strategic plan developed in accordance with section 196(d) of this title; and

(F) perform such other activities relating to the developmental test and evaluation activities of the Department of Defense as the Under Secretary of Defense for Acquisition, Technology, and Logistics may prescribe.

(6) Access to records.—The Secretary of Defense shall ensure that the Deputy Assistant Secretary has access to all records and data of the Department of Defense (including the records and data of each military department and including classified and proprietary information, as appropriate) that the Deputy Assistant Secretary considers necessary in order to carry out the Deputy Assistant Secretary's duties under this subsection.

(7) Concurrent service as director of department of defense test resources management center.—The individual serving as the Deputy Assistant Secretary of Defense for Developmental Test and Evaluation may also serve concurrently as the Director of the Department of Defense Test Resource Management Center under section 196 of this title.

(b) Deputy Assistant Secretary of Defense for Systems Engineering.—

(1) Appointment.—There is a Deputy Assistant Secretary of Defense for Systems Engineering, who shall be appointed by the Secretary of Defense from among individuals with an expertise in systems engineering and development planning.

(2) Principal advisor for systems engineering and development planning.—The Deputy Assistant Secretary shall be the principal advisor to the Secretary of Defense and the Under Secretary of Defense for Acquisition, Technology, and Logistics on systems engineering and development planning in the Department of Defense.

(3) Supervision.—The Deputy Assistant Secretary shall be subject to the supervision of the Under Secretary of Defense for Acquisition, Technology, and Logistics and shall report to the Under Secretary.

(4) Coordination with deputy assistant secretary of defense for developmental test and evaluation.—The Deputy Assistant Secretary of Defense for Systems Engineering shall closely coordinate with the Deputy Assistant Secretary of
Defense for Developmental Test and Evaluation to ensure that the developmental test and evaluation activities of the Department of Defense are fully integrated into and consistent with the systems engineering and development planning processes of the Department.

(5) Duties.—The Deputy Assistant Secretary shall—

(A) develop policies and guidance for—

(i) the use of systems engineering principles and best practices, generally;

(ii) the use of systems engineering approaches to enhance reliability, availability, and maintainability on major defense acquisition programs;

(iii) the development of systems engineering master plans for major defense acquisition programs including systems engineering considerations in support of lifecycle management and sustainability; and

(iv) the inclusion of provisions relating to systems engineering and reliability growth in requests for proposals;

(B) review and approve the systems engineering master plan for each major defense acquisition program;

(C) monitor and review the systems engineering and development planning activities of the major defense acquisition programs;

(D) provide advocacy, oversight, and guidance to elements of the acquisition workforce responsible for systems engineering, development planning, and lifecycle management and sustainability functions;

(E) provide input on the inclusion of systems engineering requirements in the process for consideration of joint military requirements by the Joint Requirements Oversight Council pursuant to section 181 of this title, including specific input relating to each capabilities development document;

(F) periodically review the organizations and capabilities of the military departments with respect to systems engineering, development planning, and lifecycle management and sustainability, and identify needed changes or improvements to such organizations and capabilities; and
(G) perform such other activities relating to the systems engineering and
development planning activities of the Department of Defense as the Under
Secretary of Defense for Acquisition, Technology, and Logistics may prescribe.

(6) Access to records.—The Deputy Assistant Secretary shall have access to any
records or data of the Department of Defense (including the records and data of
each military department and including classified and proprietary information as
appropriate) that the Deputy Assistant Secretary considers necessary to review in
order to carry out the Deputy Assistant Secretary’s duties under this subsection.

(c) Support of Mdaps by Chief Developmental Tester and Lead Developmental
Test and Evaluation Organization.—

(1) Support.—The Secretary of Defense shall require that each major defense
acquisition program be supported by—

(A) a chief developmental tester; and

(B) a governmental test agency, serving as lead developmental test and
evaluation organization for the program.

(2) Responsibilities of chief developmental tester.—The chief developmental
tester for a major defense acquisition program shall be responsible for—

(A) coordinating the planning, management, and oversight of all developmental
test and evaluation activities for the program;

(B) maintaining insight into contractor activities under the program and
overseeing the test and evaluation activities of other participating government
activities under the program; and

(C) helping program managers make technically informed, objective judgments
about contractor developmental test and evaluation results under the program.

(3) Responsibilities of lead developmental test and evaluation organization.—The
lead developmental test and evaluation organization for a major defense
acquisition program shall be responsible for—
(A) providing technical expertise on testing and evaluation issues to the chief developmental tester for the program;

(B) conducting developmental testing and evaluation activities for the program, as directed by the chief developmental tester; and

(C) assisting the chief developmental tester in providing oversight of contractors under the program and in reaching technically informed, objective judgments about contractor developmental test and evaluation results under the program.

(d) Joint Annual Report.—Not later than March 31 each year, beginning in 2010, the Deputy Assistant Secretary of Defense for Developmental Test and Evaluation and the Deputy Assistant Secretary of Defense for Systems Engineering shall jointly submit to the congressional defense committees a report on the activities undertaken pursuant to subsections (a) and (b) during the preceding year. Each report shall include a section on activities relating to the major defense acquisition programs which shall set forth, at a minimum, the following:

(1) A discussion of the extent to which the major defense acquisition programs are fulfilling the objectives of their systems engineering master plans and developmental test and evaluation plans.

(2) A discussion of the waivers of and deviations from requirements in test and evaluation master plans, systems engineering master plans, and other testing requirements that occurred during the preceding year with respect to such programs, any concerns raised by such waivers or deviations, and the actions that have been taken or are planned to be taken to address such concerns.

(3) An assessment of the organization and capabilities of the Department of Defense for systems engineering, development planning, and developmental test and evaluation with respect to such programs.

(4) Any comments on such report that the Secretary of Defense considers appropriate.

(e) Joint Guidance.—The Deputy Assistant Secretary of Defense for Developmental Test and Evaluation and the Deputy Assistant Secretary of Defense for Systems Engineering shall jointly, in coordination with the official designated by the Secretary of Defense under section 103 of the Weapon Systems Acquisition Reform Act of 2009, issue guidance on the following:
(1) The development and tracking of detailed measurable performance criteria as part of the systems engineering master plans and the developmental test and evaluation plans within the test and evaluation master plans of major defense acquisition programs.

(2) The use of developmental test and evaluation to measure the achievement of specific performance objectives within a systems engineering master plan.

(3) A system for storing and tracking information relating to the achievement of the performance criteria and objectives specified pursuant to this subsection.

(f) Major Defense Acquisition Program Defined.—In this section, the term “major defense acquisition program” has the meaning given that term in section 2430 of this title.


References in Text

Section 103 of the Weapon Systems Acquisition Reform Act of 2009, referred to in subsec. (d), is section 103 of Pub. L. 111–23, which was redesignated as section 2438 of this title.

10 USC § 140. General Counsel

(a) There is a General Counsel of the Department of Defense, appointed from civilian life by the President, by and with the advice and consent of the Senate.

(b) The General Counsel is the chief legal officer of the Department of Defense. He shall perform such functions as the Secretary of Defense may prescribe.

10 USC § 141. Inspector General

(a) There is an Inspector General of the Department of Defense, who is appointed as provided in section 3 of the Inspector General Act of 1978 (Public Law 95–452; 5 U.S.C. App. 3).

(b) The Inspector General performs the duties, has the responsibilities, and exercises the powers specified in the Inspector General Act of 1978.


10 USC § 143. Office of the Secretary of Defense personnel: limitation

(a) Permanent Limitation on OSD Personnel.—The number of OSD personnel may not exceed 3,767.

(b) OSD Personnel Defined.—For purposes of this section, the term “OSD personnel” means military and civilian personnel of the Department of Defense who are assigned to, or employed in, functions in the Office of the Secretary of Defense (including Direct Support Activities of that Office and the Washington Headquarters Services of the Department of Defense).

(c) Limitation on Reassignment of Functions.—In carrying out reductions in the number of personnel assigned to, or employed in, the Office of the Secretary of Defense in order to comply with this section, the Secretary of Defense may not reassign functions solely in order to evade the requirements contained in this section.

CHAPTER 5—JOINT CHIEFS OF STAFF

10 USC § 151. Joint Chiefs of Staff: composition; functions

(a) Composition.—There are in the Department of Defense the Joint Chiefs of Staff, headed by the Chairman of the Joint Chiefs of Staff. The Joint Chiefs of Staff consist of the following:

(1) The Chairman.

(2) The Vice Chairman.

(3) The Chief of Staff of the Army.

(4) The Chief of Naval Operations.

(5) The Chief of Staff of the Air Force.

(6) The Commandant of the Marine Corps.

(7) The Chief of the National Guard Bureau.

(b) Function as Military Advisers.—(1) The Chairman of the Joint Chiefs of Staff is the principal military adviser to the President, the National Security Council, the Homeland Security Council, and the Secretary of Defense.

(2) The other members of the Joint Chiefs of Staff are military advisers to the President, the National Security Council, the Homeland Security Council, and the Secretary of Defense as specified in subsections (d) and (e).

(c) Consultation by Chairman.—(1) In carrying out his functions, duties, and responsibilities, the Chairman shall, as he considers appropriate, consult with and seek the advice of—

(A) the other members of the Joint Chiefs of Staff; and

(B) the commanders of the unified and specified combatant commands.

(2) Subject to subsection (d), in presenting advice with respect to any matter to the President, the National Security Council, the Homeland Security Council, or
the Secretary of Defense, the Chairman shall, as he considers appropriate, inform the President, the National Security Council, the Homeland Security Council, or the Secretary of Defense, as the case may be, of the range of military advice and opinion with respect to that matter.

(d) Advice and Opinions of Members Other Than Chairman.—(1) A member of the Joint Chiefs of Staff (other than the Chairman) may submit to the Chairman advice or an opinion in disagreement with, or advice or an opinion in addition to, the advice presented by the Chairman to the President, the National Security Council, the Homeland Security Council, or the Secretary of Defense. If a member submits such advice or opinion, the Chairman shall present the advice or opinion of such member at the same time he presents his own advice to the President, the National Security Council, the Homeland Security Council, or the Secretary of Defense, as the case may be.

(2) The Chairman shall establish procedures to ensure that the presentation of his own advice to the President, the National Security Council, the Homeland Security Council, or the Secretary of Defense is not unduly delayed by reason of the submission of the individual advice or opinion of another member of the Joint Chiefs of Staff.

(e) Advice on Request.—The members of the Joint Chiefs of Staff, individually or collectively, in their capacity as military advisers, shall provide advice to the President, the National Security Council, the Homeland Security Council, or the Secretary of Defense on a particular matter when the President, the National Security Council, the Homeland Security Council, or the Secretary requests such advice.

(f) Recommendations to Congress.—After first informing the Secretary of Defense, a member of the Joint Chiefs of Staff may make such recommendations to Congress relating to the Department of Defense as he considers appropriate.

(g) Meetings of JCS.—(1) The Chairman shall convene regular meetings of the Joint Chiefs of Staff.

(2) Subject to the authority, direction, and control of the President and the Secretary of Defense, the Chairman shall—

(A) preside over the Joint Chiefs of Staff;

(B) provide agenda for the meetings of the Joint Chiefs of Staff (including, as the Chairman considers appropriate, any subject for the agenda recommended by any other member of the Joint Chiefs of Staff);
(C) assist the Joint Chiefs of Staff in carrying on their business as promptly as practicable; and

(D) determine when issues under consideration by the Joint Chiefs of Staff shall be decided.


10 USC § 152. Chairman: appointment; grade and rank

(a) Appointment; Term of Office.—(1) There is a Chairman of the Joint Chiefs of Staff, appointed by the President, by and with the advice and consent of the Senate, from the officers of the regular components of the armed forces. The Chairman serves at the pleasure of the President for a term of two years, beginning on October 1 of odd-numbered years. Subject to paragraph (3), an officer serving as Chairman may be reappointed in the same manner for two additional terms. However, in time of war there is no limit on the number of reappointments.

(2) In the event of the death, retirement, resignation, or reassignment of the officer serving as Chairman before the end of the term for which the officer was appointed, an officer appointed to fill the vacancy shall serve as Chairman only for the remainder of the original term, but may be reappointed as provided in paragraph (1).

(3) An officer may not serve as Chairman or Vice Chairman of the Joint Chiefs of Staff if the combined period of service of such officer in such positions exceeds six years. However, the President may extend to eight years the combined period of service an officer may serve in such positions if he determines such action is in the national interest. The limitations of this paragraph do not apply in time of war.

(b) Requirement for Appointment.—(1) The President may appoint an officer as Chairman of the Joint Chiefs of Staff only if the officer has served as—

(A) the Vice Chairman of the Joint Chiefs of Staff;

(B) the Chief of Staff of the Army, the Chief of Naval Operations, the Chief of Staff of the Air Force, or the Commandant of the Marine Corps; or

(C) the commander of a unified or specified combatant command.
(2) The President may waive paragraph (1) in the case of an officer if the President determines such action is necessary in the national interest.

(c) Grade and Rank.—The Chairman, while so serving, holds the grade of general or, in the case of an officer of the Navy, admiral and outranks all other officers of the armed forces. However, he may not exercise military command over the Joint Chiefs of Staff or any of the armed forces.


10 USC § 153. Chairman: functions

(a) Planning; Advice; Policy Formulation.—Subject to the authority, direction, and control of the President and the Secretary of Defense, the Chairman of the Joint Chiefs of Staff shall be responsible for the following:

(1) Strategic Direction.—Assisting the President and the Secretary of Defense in providing for the strategic direction of the armed forces.

(2) Strategic Planning.—(A) Preparing strategic plans, including plans which conform with resource levels projected by the Secretary of Defense to be available for the period of time for which the plans are to be effective.

(B) Preparing joint logistic and mobility plans to support those strategic plans and recommending the assignment of logistic and mobility responsibilities to the armed forces in accordance with those logistic and mobility plans.

(C) Performing net assessments to determine the capabilities of the armed forces of the United States and its allies as compared with those of their potential adversaries.

(3) Contingency Planning; Preparedness.—(A) Providing for the preparation and review of contingency plans which conform to policy guidance from the President and the Secretary of Defense.

(B) Preparing joint logistic and mobility plans to support those contingency plans and recommending the assignment of logistic and mobility responsibilities to the armed forces in accordance with those logistic and mobility plans.

(C) Identifying the support functions that are likely to require contractor performance under those contingency plans, and the risks associated with the assignment of such functions to contractors.
(D) Advising the Secretary on critical deficiencies and strengths in force
capabilities (including manpower, logistic, and mobility support) identified
during the preparation and review of contingency plans and assessing the effect
of such deficiencies and strengths on meeting national security objectives and
policy and on strategic plans.

(E) Establishing and maintaining, after consultation with the commanders of the
unified and specified combatant commands, a uniform system of evaluating the
preparedness of each such command to carry out missions assigned to the
command.

(4) Advice on Requirements, Programs, and Budget.—(A) Advising the Secretary,
under section 163(b)(2) of this title, on the priorities of the requirements
identified by the commanders of the unified and specified combatant commands.

(B) Advising the Secretary on the extent to which the program recommendations
and budget proposals of the military departments and other components of the
Department of Defense for a fiscal year conform with the priorities established in
strategic plans and with the priorities established for the requirements of the
unified and specified combatant commands.

(C) Submitting to the Secretary alternative program recommendations and
budget proposals, within projected resource levels and guidance provided by the
Secretary, in order to achieve greater conformance with the priorities referred to
in clause (B).

(D) Recommending to the Secretary, in accordance with section 166 of this title, a
budget proposal for activities of each unified and specified combatant command.

(E) Advising the Secretary on the extent to which the major programs and
policies of the armed forces in the area of manpower and contractor support
conform with strategic plans.

(F) Assessing military requirements for defense acquisition programs.

(5) Doctrine, Training, and Education.—(A) Developing doctrine for the joint
employment of the armed forces.

(B) Formulating policies for the joint training of the armed forces.

(C) Formulating policies for coordinating the military education and training of
members of the armed forces.
(6) Other Matters.—(A) Providing for representation of the United States on the Military Staff Committee of the United Nations in accordance with the Charter of the United Nations.

(B) Performing such other duties as may be prescribed by law or by the President or the Secretary of Defense.

(b) Risks Under National Military Strategy.—(1) Not later than January 1 of each odd-numbered year, the Chairman shall submit to the Secretary of Defense a report providing the Chairman's assessment of—

(A) the nature and magnitude of the strategic and military risks associated with executing the missions called for under the current National Military Strategy; and

(B) the critical deficiencies and strengths in force capabilities (including manpower, logistics, intelligence, and mobility support) identified during the preparation and review of contingency plans of each geographic combatant commander, and the effect of such deficiencies and strengths on strategic plans and on meeting national security objectives and policy.

(2) The Secretary shall forward the report received under paragraph (1) in any year, with the Secretary's comments thereon (if any), to Congress with the Secretary's next transmission to Congress of the annual Department of Defense budget justification materials in support of the Department of Defense component of the budget of the President submitted under section 1105 of title 31 for the next fiscal year. If the Chairman's assessment in such report in any year is that risk associated with executing the missions called for under the National Military Strategy is significant, or that critical deficiencies in force capabilities exist for a contingency plan, the Secretary shall include with the report as submitted to Congress the Secretary's plan for mitigating that risk or deficiency.

(c) Annual Report on Combatant Command Requirements.—(1) At or about the time that the budget is submitted to Congress for a fiscal year under section 1105(a) of title 31, the Chairman shall submit to the congressional defense committees a report on the requirements of the combatant commands established under section 161 of this title.

(2) Each report under paragraph (1) shall contain the following:
(A) A consolidation of the integrated priority lists of requirements of the combatant commands.

(B) The Chairman’s views on the consolidated lists.

(C) A description of the extent to which the most recent future-years defense program (under section 221 of this title) addresses the requirements on the consolidated lists.

(D) A description of the funding proposed in the President’s budget for the next fiscal year, and for the subsequent fiscal years covered by the most recent future-years defense program, to address each deficiency in readiness identified during the joint readiness review conducted under section 117 of this title for the first quarter of the current fiscal year.

(d) Biennial Review of National Military Strategy.—(1) Not later than February 15 of each even-numbered year, the Chairman shall submit to the Committee on Armed Services of the Senate and the Committee on Armed Services of the House of Representatives a report containing the results of a comprehensive examination of the national military strategy. Each such examination shall be conducted by the Chairman in conjunction with the other members of the Joint Chiefs of Staff and the commanders of the unified and specified commands.

(2) Each report on the examination of the national military strategy under paragraph (1) shall include the following:

(A) Delineation of a national military strategy consistent with—

(i) the most recent National Security Strategy prescribed by the President pursuant to section 108 of the National Security Act of 1947 (50 U.S.C. 404a);

(ii) the most recent annual report of the Secretary of Defense submitted to the President and Congress pursuant to section 113 of this title; and

(iii) the most recent Quadrennial Defense Review conducted by the Secretary of Defense pursuant to section 118 of this title.

(B) A description of the strategic environment and the opportunities and challenges that affect United States national interests and United States national security.
(C) A description of the regional threats to United States national interests and United States national security.

(D) A description of the international threats posed by terrorism, weapons of mass destruction, and asymmetric challenges to United States national security.

(E) Identification of United States national military objectives and the relationship of those objectives to the strategic environment, regional, and international threats.

(F) Identification of the strategy, underlying concepts, and component elements that contribute to the achievement of United States national military objectives.

(G) Assessment of the capabilities and adequacy of United States forces (including both active and reserve components) to successfully execute the national military strategy.

(H) Assessment of the capabilities, adequacy, and interoperability of regional allies of the United States and or other friendly nations to support United States forces in combat operations and other operations for extended periods of time.

(I) Assessment of the requirements for contractor support of the armed forces in conducting peacetime training, peacekeeping, overseas contingency operations, and major combat operations, and the risks associated with such support.

(3)(A) As part of the assessment under this subsection, the Chairman, in conjunction with the other members of the Joint Chiefs of Staff and the commanders of the unified and specified commands, shall undertake an assessment of the nature and magnitude of the strategic and military risks associated with successfully executing the missions called for under the current National Military Strategy.

(B) In preparing the assessment of risk, the Chairman should make assumptions pertaining to the readiness of United States forces (in both the active and reserve components), the length of conflict and the level of intensity of combat operations, the levels of support from allies and other friendly nations, and the levels of contractor support.

(4) Before submitting a report under this subsection to the Committees on Armed Services of the Senate and House of Representatives, the Chairman shall provide the report to the Secretary of Defense. The Secretary's assessment and comments thereon (if any) shall be included with the report. If the Chairman's assessment in such report in any year is that the risk associated with executing the missions
called for under the National Military Strategy is significant, the Secretary shall include with the report as submitted to those committees the Secretary's plan for mitigating the risk.


Common Measurement of Operations Tempo and Personnel Tempo


“(a) Means for Measurement.—The Chairman of the Joint Chiefs of Staff shall, to the maximum extent practicable, develop (1) a common means of measuring the operations tempo (OPTEMPO) of each of the Armed Forces, and (2) a common means of measuring the personnel tempo (PERSTEMPO) of each of the Armed Forces. The Chairman shall consult with the other members of the Joint Chiefs of Staff in developing those common means of measurement.

“(b) PERSTEMPO Measurement.—The measurement of personnel tempo developed by the Chairman shall include a means of identifying the rate of deployment for individual members of the Armed Forces in addition to the rate of deployment for units.”

Annual Assessment of Force Readiness

Pub. L. 103–160, div. A, title III, §376, Nov. 30, 1993, 107 Stat. 1637, provided for an annual assessment of readiness and capability of the Armed Forces by the Chairman of the Joint Chiefs of Staff to be submitted to Congress not later than March 1 of each of 1994, 1995, and 1996 and for interim assessments between annual submissions in the event of a significant change in readiness or capability of the Armed Forces.

Report of Chairman of Joint Chiefs of Staff on Roles and Missions of Armed Forces

Pub. L. 102–484, div. A, title IX, §901, Oct. 23, 1992, 106 Stat. 2469, provided for the Secretary of Defense to transmit to Congress a copy of the first report relating to the roles and missions of the Armed Forces that was submitted by the Chairman of the Joint Chiefs of Staff under subsec. (b) of this section after Jan. 1,
1992, and directed the Chairman to include in the report comments and recommendations.

10 USC § 154. Vice Chairman

(a) Appointment.—(1) There is a Vice Chairman of the Joint Chiefs of Staff, appointed by the President, by and with the advice and consent of the Senate, from the officers of the regular components of the armed forces.

(2) The Chairman and Vice Chairman may not be members of the same armed force. However, the President may waive the restriction in the preceding sentence for a limited period of time in order to provide for the orderly transition of officers appointed to serve in the positions of Chairman and Vice Chairman.

(3) The Vice Chairman serves at the pleasure of the President for a term of two years and may be reappointed in the same manner for two additional terms. However, in time of war there is no limit on the number of reappointments.

(b) Requirement for Appointment.—(1) The President may appoint an officer as Vice Chairman of the Joint Chiefs of Staff only if the officer—

(A) has the joint specialty under section 661 of this title; and

(B) has completed a full tour of duty in a joint duty assignment (as defined in section 664(f) of this title) as a general or flag officer.

(2) The President may waive paragraph (1) in the case of an officer if the President determines such action is necessary in the national interest.

(c) Duties.—The Vice Chairman performs the duties prescribed for him as a member of the Joint Chiefs of Staff and such other duties as may be prescribed by the Chairman with the approval of the Secretary of Defense.

(d) Function as Acting Chairman.—When there is a vacancy in the office of Chairman or in the absence or disability of the Chairman, the Vice Chairman acts as Chairman and performs the duties of the Chairman until a successor is appointed or the absence or disability ceases.

(e) Succession After Chairman and Vice Chairman.—When there is a vacancy in the offices of both Chairman and Vice Chairman or in the absence or disability of both the Chairman and the Vice Chairman, or when there is a vacancy in one such office and in the absence or disability of the officer holding the other, the President shall designate a member of the Joint Chiefs of Staff to act as and
perform the duties of the Chairman until a successor to the Chairman or Vice Chairman is appointed or the absence or disability of the Chairman or Vice Chairman ceases.

(f) Grade and Rank.—The Vice Chairman, while so serving, holds the grade of general or, in the case of an officer of the Navy, admiral and outranks all other officers of the armed forces except the Chairman. The Vice Chairman may not exercise military command over the Joint Chiefs of Staff or any of the armed forces.


10 USC § 155. Joint Staff

(a) Appointment of Officers to Joint Staff.—(1) There is a Joint Staff under the Chairman of the Joint Chiefs of Staff. The Joint Staff assists the Chairman and, subject to the authority, direction, and control of the Chairman, the other members of the Joint Chiefs of Staff in carrying out their responsibilities.

(2) Officers of the armed forces (other than the Coast Guard) assigned to serve on the Joint Staff shall be selected by the Chairman in approximately equal numbers from—

(A) the Army;

(B) the Navy and the Marine Corps; and

(C) the Air Force.

(3) Selection of officers of an armed force to serve on the Joint Staff shall be made by the Chairman from a list of officers submitted by the Secretary of the military department having jurisdiction over that armed force. Each officer whose name is submitted shall be among those officers considered to be the most outstanding officers of that armed force. The Chairman may specify the number of officers to be included on any such list.

(b) Director.—The Chairman of the Joint Chiefs of Staff, after consultation with the other members of the Joint Chiefs of Staff and with the approval of the Secretary of Defense, may select an officer to serve as Director of the Joint Staff.
(c) Management of Joint Staff.—The Chairman of the Joint Chiefs of Staff manages the Joint Staff and the Director of the Joint Staff. The Joint Staff shall perform such duties as the Chairman prescribes and shall perform such duties under such procedures as the Chairman prescribes.

(d) Operation of Joint Staff.—The Secretary of Defense shall ensure that the Joint Staff is independently organized and operated so that the Joint Staff supports the Chairman of the Joint Chiefs of Staff in meeting the congressional purpose set forth in the last clause of section 2 of the National Security Act of 1947 (50 U.S.C. 401) to provide—

(1) for the unified strategic direction of the combatant forces;

(2) for their operation under unified command; and

(3) for their integration into an efficient team of land, naval, and air forces.

(e) Prohibition of Function as Armed Forces General Staff.—The Joint Staff shall not operate or be organized as an overall Armed Forces General Staff and shall have no executive authority. The Joint Staff may be organized and may operate along conventional staff lines.

(f) Tour of Duty of Joint Staff Officers.—(1) An officer who is assigned or detailed to permanent duty on the Joint Staff may not serve for a tour of duty of more than four years. However, such a tour of duty may be extended with the approval of the Secretary of Defense.

(2) In accordance with procedures established by the Secretary of Defense, the Chairman of the Joint Chiefs of Staff may suspend from duty and recommend the reassignment of any officer assigned to the Joint Staff. Upon receipt of such a recommendation, the Secretary concerned shall promptly reassign the officer.

(3) An officer completing a tour of duty with the Joint Staff may not be assigned or detailed to permanent duty on the Joint Staff within two years after relief from that duty except with the approval of the Secretary.

(4) Paragraphs (1) and (3) do not apply—

(A) in time of war; or

(B) during a national emergency declared by the President or Congress.
(g) Composition of Joint Staff.—(1) The Joint Staff is composed of all members of the armed forces and civilian employees assigned or detailed to permanent duty in the executive part of the Department of Defense to perform the functions and duties prescribed under subsections (a) and (c).

(2) The Joint Staff does not include members of the armed forces or civilian employees assigned or detailed to permanent duty in a military department.


10 USC § 156. Legal Counsel to the Chairman of the Joint Chiefs of Staff

(a) In General.—There is a Legal Counsel to the Chairman of the Joint Chiefs of Staff.

(b) Selection for Appointment.—Under regulations prescribed by the Secretary of Defense, the officer selected for appointment to serve as Legal Counsel to the Chairman of the Joint Chiefs of Staff shall be recommended by a board of officers convened by the Secretary of Defense that, insofar as practicable, is subject to the procedures applicable to selection boards convened under chapter 36 of this title.

(c) Grade.—An officer appointed to serve as Legal Counsel to the Chairman of the Joint Chiefs of Staff shall be appointed in the regular grade of brigadier general or rear admiral (lower half).

(d) Duties.—(1) The Legal Counsel of the Chairman of the Joint Chiefs of Staff shall perform such legal duties in support of the responsibilities of the Chairman of the Joint Chiefs of Staff as the Chairman may prescribe.

(2) No officer or employee of the Department of Defense may interfere with the ability of the Legal Counsel to give independent legal advice to the Chairman of the Joint Chiefs of Staff and to the Joint Chiefs of Staff.

CHAPTER 6—COMBATANT COMMANDS

10 USC § 161. Combatant commands: establishment

(a) Unified and Specified Combatant Commands.—With the advice and assistance of the Chairman of the Joint Chiefs of Staff, the President, through the Secretary of Defense, shall—

(1) establish unified combatant commands and specified combatant commands to perform military missions; and

(2) prescribe the force structure of those commands.

(b) Periodic Review.—(1) The Chairman periodically (and not less often than every two years) shall—

(A) review the missions, responsibilities (including geographic boundaries), and force structure of each combatant command; and

(B) recommend to the President, through the Secretary of Defense, any changes to such missions, responsibilities, and force structures as may be necessary.

(2) Except during time of hostilities or imminent threat of hostilities, the President shall notify Congress not more than 60 days after—

(A) establishing a new combatant command; or

(B) significantly revising the missions, responsibilities, or force structure of an existing combatant command.

(c) Definitions.—In this chapter:

(1) The term “unified combatant command” means a military command which has broad, continuing missions and which is composed of forces from two or more military departments.

(2) The term “specified combatant command” means a military command which has broad, continuing missions and which is normally composed of forces from a single military department.
(3) The term “combatant command” means a unified combatant command or a specified combatant command.


Disestablishment of United States Joint Forces Command

Memorandum of President of the United States, Jan. 6, 2011, 76 F.R. 1977, provided:

Memorandum for the Secretary of Defense

Pursuant to my authority as Commander in Chief and under 10 U.S.C. 161, I hereby accept the recommendations of the Secretary of Defense and Chairman of the Joint Chiefs of Staff and approve the disestablishment of United States Joint Forces Command, effective on a date to be determined by the Secretary of Defense. I direct this action be reflected in the 2010 Unified Command Plan.

Pursuant to 10 U.S.C. 161(b)(2) and 3 U.S.C. 301, you are directed to notify the Congress on my behalf.

You are authorized and directed to publish this memorandum in the Federal Register.

Barack Obama.

Unified Command Plan 2011

Memorandum of President of the United States, Apr. 6, 2011, 76 F.R. 19893, provided:

Memorandum for the Secretary of Defense

Pursuant to my authority as Commander in Chief, I hereby approve and direct the implementation of the revised Unified Command Plan.

Consistent with title 10, United States Code, section 161(b)(2) and title 3, United States Code, section 301, you are directed to notify the Congress on my behalf.

You are authorized and directed to publish this memorandum in the Federal Register.

Barack Obama.
10 USC § 162. Combatant commands: assigned forces; chain of command

(a) Assignment of Forces.—(1) Except as provided in paragraph (2), the Secretaries of the military departments shall assign all forces under their jurisdiction to unified and specified combatant commands or to the United States element of the North American Aerospace Defense Command to perform missions assigned to those commands. Such assignments shall be made as directed by the Secretary of Defense, including direction as to the command to which forces are to be assigned. The Secretary of Defense shall ensure that such assignments are consistent with the force structure prescribed by the President for each combatant command.

(2) Except as otherwise directed by the Secretary of Defense, forces to be assigned by the Secretaries of the military departments to the combatant commands or to the United States element of the North American Aerospace Defense Command under paragraph (1) do not include forces assigned to carry out functions of the Secretary of a military department listed in sections 3013(b), 5013(b), and 8013(b) of this title or forces assigned to multinational peacekeeping organizations.

(3) A force assigned to a combatant command or to the United States element of the North American Aerospace Defense Command under this section may be transferred from the command to which it is assigned only—

(A) by authority of the Secretary of Defense; and

(B) under procedures prescribed by the Secretary and approved by the President.

(4) Except as otherwise directed by the Secretary of Defense, all forces operating within the geographic area assigned to a unified combatant command shall be assigned to, and under the command of, the commander of that command. The preceding sentence applies to forces assigned to a specified combatant command only as prescribed by the Secretary of Defense.

(b) Chain of Command.—Unless otherwise directed by the President, the chain of command to a unified or specified combatant command runs—

(1) from the President to the Secretary of Defense; and

(2) from the Secretary of Defense to the commander of the combatant command.
10 USC § 164. Commanders of combatant commands: assignment; powers and duties

(a) Assignment as Combatant Commander.—(1) The President may assign an officer to serve as the commander of a unified or specified combatant command only if the officer—

(A) has the joint specialty under section 661 of this title; and

(B) has completed a full tour of duty in a joint duty assignment (as defined in section 664(f) of this title) as a general or flag officer.

(2) The President may waive paragraph (1) in the case of an officer if the President determines that such action is necessary in the national interest.

(b) Responsibilities of Combatant Commanders.—(1) The commander of a combatant command is responsible to the President and to the Secretary of Defense for the performance of missions assigned to that command by the President or by the Secretary with the approval of the President.

(2) Subject to the direction of the President, the commander of a combatant command—

(A) performs his duties under the authority, direction, and control of the Secretary of Defense; and

(B) is directly responsible to the Secretary for the preparedness of the command to carry out missions assigned to the command.

(c) Command Authority of Combatant Commanders.—(1) Unless otherwise directed by the President or the Secretary of Defense, the authority, direction, and control of the commander of a combatant command with respect to the commands and forces assigned to that command include the command functions of—
(A) giving authoritative direction to subordinate commands and forces necessary to carry out missions assigned to the command, including authoritative direction over all aspects of military operations, joint training, and logistics;

(B) prescribing the chain of command to the commands and forces within the command;

(C) organizing commands and forces within that command as he considers necessary to carry out missions assigned to the command;

(D) employing forces within that command as he considers necessary to carry out missions assigned to the command;

(E) assigning command functions to subordinate commanders;

(F) coordinating and approving those aspects of administration and support (including control of resources and equipment, internal organization, and training) and discipline necessary to carry out missions assigned to the command; and

(G) exercising the authority with respect to selecting subordinate commanders, selecting combatant command staff, suspending subordinates, and convening courts-martial, as provided in subsections (e), (f), and (g) of this section and section 822(a) of this title, respectively.

(2)(A) The Secretary of Defense shall ensure that a commander of a combatant command has sufficient authority, direction, and control over the commands and forces assigned to the command to exercise effective command over those commands and forces. In carrying out this subparagraph, the Secretary shall consult with the Chairman of the Joint Chiefs of Staff.

(B) The Secretary shall periodically review and, after consultation with the Secretaries of the military departments, the Chairman of the Joint Chiefs of Staff, and the commander of the combatant command, assign authority to the commander of the combatant command for those aspects of administration and support that the Secretary considers necessary to carry out missions assigned to the command.

(3) If a commander of a combatant command at any time considers his authority, direction, or control with respect to any of the commands or forces assigned to the command to be insufficient to command effectively, the commander shall promptly inform the Secretary of Defense.
(d) Authority Over Subordinate Commanders.—Unless otherwise directed by the President or the Secretary of Defense—

(1) commanders of commands and forces assigned to a combatant command are under the authority, direction, and control of, and are responsible to, the commander of the combatant command on all matters for which the commander of the combatant command has been assigned authority under subsection (c);

(2) the commander of a command or force referred to in clause (1) shall communicate with other elements of the Department of Defense on any matter for which the commander of the combatant command has been assigned authority under subsection (c) in accordance with procedures, if any, established by the commander of the combatant command;

(3) other elements of the Department of Defense shall communicate with the commander of a command or force referred to in clause (1) on any matter for which the commander of the combatant command has been assigned authority under subsection (c) in accordance with procedures, if any, established by the commander of the combatant command; and

(4) if directed by the commander of the combatant command, the commander of a command or force referred to in clause (1) shall advise the commander of the combatant command of all communications to and from other elements of the Department of Defense on any matter for which the commander of the combatant command has not been assigned authority under subsection (c).

(e) Selection of Subordinate Commanders.—(1) An officer may be assigned to a position as the commander of a command directly subordinate to the commander of a combatant command or, in the case of such a position that is designated under section 601 of this title as a position of importance and responsibility, may be recommended to the President for assignment to that position, only—

(A) with the concurrence of the commander of the combatant command; and

(B) in accordance with procedures established by the Secretary of Defense.

(2) The Secretary of Defense may waive the requirement under paragraph (1) for the concurrence of the commander of a combatant command with regard to the assignment (or recommendation for assignment) of a particular officer if the Secretary of Defense determines that such action is in the national interest.
(3) The commander of a combatant command shall—

(A) evaluate the duty performance of each commander of a command directly subordinate to the commander of such combatant command; and

(B) submit the evaluation to the Secretary of the military department concerned and the Chairman of the Joint Chiefs of Staff.

(4) At least one deputy commander of the combatant command the geographic area of responsibility of which includes the United States shall be a qualified officer of the National Guard who is eligible for promotion to the grade of O–9, unless a National Guard officer is serving as commander of that combatant command.

(f) Combatant Command Staff.—(1) Each unified and specified combatant command shall have a staff to assist the commander of the command in carrying out his responsibilities. Positions of responsibility on the combatant command staff shall be filled by officers from each of the armed forces having significant forces assigned to the command.

(2) An officer may be assigned to a position on the staff of a combatant command or, in the case of such a position that is designated under section 601 of this title as a position of importance and responsibility, may be recommended to the President for assignment to that position, only—

(A) with the concurrence of the commander of such command; and

(B) in accordance with procedures established by the Secretary of Defense.

(3) The Secretary of Defense may waive the requirement under paragraph (2) for the concurrence of the commander of a combatant command with regard to the assignment (or recommendation for assignment) of a particular officer to serve on the staff of the combatant command if the Secretary of Defense determines that such action is in the national interest.

(g) Authority to Suspend Subordinates.—In accordance with procedures established by the Secretary of Defense, the commander of a combatant command may suspend from duty and recommend the reassignment of any officer assigned to such combatant command.
10 USC § 165. Combatant commands: administration and support

(a) In General.—The Secretary of Defense, with the advice and assistance of the Chairman of the Joint Chiefs of Staff, shall provide for the administration and support of forces assigned to each combatant command.

(b) Responsibility of Secretaries of Military Departments.—Subject to the authority, direction, and control of the Secretary of Defense and subject to the authority of commanders of the combatant commands under section 164(c) of this title, the Secretary of a military department is responsible for the administration and support of forces assigned by him to a combatant command.

(c) Assignment of Responsibility to Other Components of DOD.—After consultation with the Secretaries of the military departments, the Secretary of Defense may assign the responsibility (or any part of the responsibility) for the administration and support of forces assigned to the combatant commands to other components of the Department of Defense (including Defense Agencies and combatant commands). A component assigned such a responsibility shall discharge that responsibility subject to the authority, direction, and control of the Secretary of Defense and subject to the authority of commanders of the combatant commands under section 164(c) of this title.

10 USC § 166. Combatant commands: budget proposals

(a) Combatant Command Budgets.—The Secretary of Defense shall include in the annual budget of the Department of Defense submitted to Congress a separate budget proposal for such activities of each of the unified and specified combatant commands as may be determined under subsection (b).

(b) Content of Proposals.—A budget proposal under subsection (a) for funding of activities of a combatant command shall include funding proposals for such activities of the combatant command as the Secretary (after consultation with the Chairman of the Joint Chiefs of Staff) determines to be appropriate for inclusion. Activities of a combatant command for which funding may be requested in such a proposal include the following:

(1) Joint exercises.
(2) Force training.

(3) Contingencies.

(4) Selected operations.

(c) SOF Training With Foreign Forces.—A funding proposal for force training under subsection (b)(2) may include amounts for training expense payments authorized in section 2011 of this title.


10 USC § 166a. Combatant commands: funding through the Chairman of Joint Chiefs of Staff

(a) Combatant Commander Initiative Fund.—From funds made available in any fiscal year for the budget account in the Department of Defense known as the “Combatant Commander Initiative Fund”, the Chairman of the Joint Chiefs of Staff may provide funds to the commander of a combatant command, upon the request of the commander, or, with respect to a geographic area or areas not within the area of responsibility of a commander of a combatant command, to an officer designated by the Chairman of the Joint Chiefs of Staff for such purpose. The Chairman may provide such funds for any of the activities named in subsection (b).

(b) Authorized Activities.—Activities for which funds may be provided under subsection (a) are the following:

(1) Force training.

(2) Contingencies.

(3) Selected operations.

(4) Command and control.

(5) Joint exercises (including activities of participating foreign countries).

(6) Humanitarian and civic assistance, in coordination with the relevant chief of mission to the extent practicable, to include urgent and unanticipated humanitarian relief and reconstruction assistance.
(7) Military education and training to military and related civilian personnel of foreign countries (including transportation, translation, and administrative expenses).

(8) Personnel expenses of defense personnel for bilateral or regional cooperation programs.

(9) Force protection.

(10) Joint warfighting capabilities.

(c) Priority.—The Chairman of the Joint Chiefs of Staff, in considering requests for funds in the Combatant Commander Initiative Fund, should give priority consideration to—

(1) requests for funds to be used for activities that would enhance the war fighting capability, readiness, and sustainability of the forces assigned to the commander requesting the funds;

(2) the provision of funds to be used for activities with respect to an area or areas not within the area of responsibility of a commander of a combatant command that would reduce the threat to, or otherwise increase, the national security of the United States; and

(3) the provision of funds to be used for urgent and unanticipated humanitarian relief and reconstruction assistance, particularly in a foreign country where the armed forces are engaged in a contingency operation.

(d) Relationship to Other Funding.—Any amount provided by the Chairman of the Joint Chiefs of Staff during any fiscal year out of the Combatant Commander Initiative Fund for an activity referred to in subsection (b) shall be in addition to amounts otherwise available for that activity for that fiscal year.

(e) Limitations.—(1) Of funds made available under this section for any fiscal year—

(A) not more than $20,000,000 may be used to purchase items with a unit cost in excess of the investment unit cost threshold in effect under section 2245a of this title;
(B) not more than $10,000,000 may be used to pay for any expenses of foreign countries participating in joint exercises as authorized by subsection (b)(5); and

(C) not more than $5,000,000 may be used to provide military education and training (including transportation, translation, and administrative expenses) to military and related civilian personnel of foreign countries as authorized by subsection (b)(7).

(2) Funds may not be provided under this section for any activity that has been denied authorization by Congress.

(f) Inclusion of NORAD.—For purposes of this section, the Commander, United States Element, North American Aerospace Defense Command shall be considered to be a commander of a combatant command.


10 USC § 166b. Combatant commands: funding for combating terrorism readiness initiatives

(a) Combating Terrorism Readiness Initiatives Fund.—From funds made available in any fiscal year for the budget account in the Department of Defense known as the “Combating Terrorism Readiness Initiatives Fund”, the Chairman of the Joint Chiefs of Staff may provide funds to the commander of a combatant command, upon the request of the commander, or, with respect to a geographic area or areas not within the area of responsibility of a commander of a combatant command, to an officer designated by the Chairman of the Joint Chiefs of Staff for such purpose. The Chairman may provide such funds for initiating any activity named in subsection (b) and for maintaining and sustaining the activity for the fiscal year in which initiated and one additional fiscal year.

(b) Authorized Activities.—Activities for which funds may be provided under subsection (a) are the following:

(1) Procurement and maintenance of physical security equipment.
(2) Improvement of physical security sites.

(3) Under extraordinary circumstances—

(A) physical security management planning;

(B) procurement and support of security forces and security technicians;

(C) security reviews and investigations and vulnerability assessments; and

(D) any other activity relating to physical security.

(c) Priority.—The Chairman of the Joint Chiefs of Staff, in considering requests for funds in the Combating Terrorism Readiness Initiatives Fund, should give priority consideration to emergency or emergent unforeseen high-priority requirements for combating terrorism.

(d) Relationship to Other Funding.—Any amount provided by the Chairman of the Joint Chiefs of Staff for a fiscal year out of the Combating Terrorism Readiness Initiatives Fund for an activity referred to in subsection (b) shall be in addition to amounts otherwise available for that activity for that fiscal year.

(e) Limitation.—Funds may not be provided under this section for any activity that has been denied authorization by Congress.


10 USC § 167. Unified combatant command for special operations forces

(a) Establishment.—With the advice and assistance of the Chairman of the Joint Chiefs of Staff, the President, through the Secretary of Defense, shall establish under section 161 of this title a unified combatant command for special operations forces (hereinafter in this section referred to as the “special operations command”). The principal function of the command is to prepare special operations forces to carry out assigned missions.

(b) Assignment of Forces.—Unless otherwise directed by the Secretary of Defense, all active and reserve special operations forces of the armed forces stationed in the United States shall be assigned to the special operations command.
(c) Grade of Commander.—The commander of the special operations command shall hold the grade of general or, in the case of an officer of the Navy, admiral while serving in that position, without vacating his permanent grade. The commander of such command shall be appointed to that grade by the President, by and with the advice and consent of the Senate, for service in that position.

(d) Command of Activity or Mission.—(1) Unless otherwise directed by the President or the Secretary of Defense, a special operations activity or mission shall be conducted under the command of the commander of the unified combatant command in whose geographic area the activity or mission is to be conducted.

(2) The commander of the special operations command shall exercise command of a selected special operations mission if directed to do so by the President or the Secretary of Defense.

(e) Authority of Combatant Commander.—(1) In addition to the authority prescribed in section 164(c) of this title, the commander of the special operations command shall be responsible for, and shall have the authority to conduct, all affairs of such command relating to special operations activities.

(2) The commander of such command shall be responsible for, and shall have the authority to conduct, the following functions relating to special operations activities (whether or not relating to the special operations command):

(A) Developing strategy, doctrine, and tactics.

(B) Preparing and submitting to the Secretary of Defense program recommendations and budget proposals for special operations forces and for other forces assigned to the special operations command.

(C) Exercising authority, direction, and control over the expenditure of funds—

(i) for forces assigned to the special operations command; and

(ii) for special operations forces assigned to unified combatant commands other than the special operations command, with respect to all matters covered by paragraph (4) and, with respect to a matter not covered by paragraph (4), to the extent directed by the Secretary of Defense.

(D) Training assigned forces.
(E) Conducting specialized courses of instruction for commissioned and noncommissioned officers.

(F) Validating requirements.

(G) Establishing priorities for requirements.

(H) Ensuring the interoperability of equipment and forces.

(I) Formulating and submitting requirements for intelligence support.

(J) Monitoring the promotions, assignments, retention, training, and professional military education of special operations forces officers.

(3) The commander of the special operations command shall be responsible for—

(A) ensuring the combat readiness of forces assigned to the special operations command; and

(B) monitoring the preparedness to carry out assigned missions of special operations forces assigned to unified combatant commands other than the special operations command.

(4)(A) The commander of the special operations command shall be responsible for, and shall have the authority to conduct, the following:

(i) Development and acquisition of special operations-peculiar equipment.

(ii) Acquisition of special operations-peculiar material, supplies, and services.

(B) Subject to the authority, direction, and control of the Secretary of Defense, the commander of the command, in carrying out his functions under subparagraph (A), shall have authority to exercise the functions of the head of an agency under chapter 137 of this title.

(C)(i) The staff of the commander shall include a command acquisition executive, who shall be responsible for the overall supervision of acquisition matters for the special operations command. The command acquisition executive shall have the authority to—
(I) negotiate memoranda of agreement with the military departments to carry out the acquisition of equipment, material, supplies, and services described in subparagraph (A) on behalf of the command;

(II) supervise the acquisition of equipment, material, supplies, and services described in subparagraph (A), regardless of whether such acquisition is carried out by the command, or by a military department pursuant to a delegation of authority by the command;

(III) represent the command in discussions with the military departments regarding acquisition programs for which the command is a customer; and

(IV) work with the military departments to ensure that the command is appropriately represented in any joint working group or integrated product team regarding acquisition programs for which the command is a customer.

(ii) The command acquisition executive of the special operations command shall be included on the distribution list for acquisition directives and instructions of the Department of Defense.

(D) The staff of the commander shall include an inspector general who shall conduct internal audits and inspections of purchasing and contracting actions through the special operations command and such other inspector general functions as may be assigned.

(f) Budget.—In addition to the activities of a combatant command for which funding may be requested under section 166(b) of this title, the budget proposal of the special operations command shall include requests for funding for—

(1) development and acquisition of special operations-peculiar equipment; and

(2) acquisition of other material, supplies, or services that are peculiar to special operations activities.

(g) Intelligence and Special Activities.—This section does not constitute authority to conduct any activity which, if carried out as an intelligence activity by the Department of Defense, would require a notice to the Select Committee on Intelligence of the Senate and the Permanent Select Committee on Intelligence of the House of Representatives under title V of the National Security Act of 1947 (50 U.S.C. 413 et seq.).
(h) Regulations.—The Secretary of Defense shall prescribe regulations for the activities of the special operations command. Such regulations shall include authorization for the commander of such command to provide for operational security of special operations forces and activities.

(i) Identification of Special Operations Forces.—(1) Subject to paragraph (2), for the purposes of this section special operations forces are those forces of the armed forces that—

(A) are identified as core forces or as augmenting forces in the Joint Chiefs of Staff Joint Strategic Capabilities Plan, Annex E, dated December 17, 1985;

(B) are described in the Terms of Reference and Conceptual Operations Plan for the Joint Special Operations Command, as in effect on April 1, 1986; or

(C) are designated as special operations forces by the Secretary of Defense.

(2) The Secretary of Defense, after consulting with the Chairman of the Joint Chiefs of Staff and the commander of the special operations command, may direct that any force included within the description in paragraph (1)(A) or (1)(B) shall not be considered as a special operations force for the purposes of this section.

(j) Special Operations Activities.—For purposes of this section, special operations activities include each of the following insofar as it relates to special operations:

(1) Direct action.

(2) Strategic reconnaissance.

(3) Unconventional warfare.

(4) Foreign internal defense.

(5) Civil affairs.

(6) Military information support operations.

(7) Counterterrorism.

(8) Humanitarian assistance.

(9) Theater search and rescue.
(10) Such other activities as may be specified by the President or the Secretary of Defense.

(k) Budget Support for Reserve Elements.—(1) Before the budget proposal for the special operations command for any fiscal year is submitted to the Secretary of Defense, the commander of the command shall consult with the Secretaries of the military departments concerning funding for reserve component special operations units. If the Secretary of a military department does not concur in the recommended level of funding with respect to any such unit that is under the jurisdiction of the Secretary, the commander shall include with the budget proposal submitted to the Secretary of Defense the views of the Secretary of the military department concerning such funding.

(2) Before the budget proposal for a military department for any fiscal year is submitted to the Secretary of Defense, the Secretary of that military department shall consult with the commander of the special operations command concerning funding for special operations forces in the military personnel budget for a reserve component in that military department. If the commander of that command does not concur in the recommended level of funding with respect to reserve component special operations units, the Secretary shall include with the budget proposal submitted to the Secretary of Defense the views of the commander of that command.


**Report on Capabilities of United States To Conduct Special Operations and Engage in Low Intensity Conflicts**

Pub. L. 99–500, §101(c) [title IX, §9115(h)(2)], Oct. 18, 1986, 100 Stat. 1783–82, 1783–125, Pub. L. 99–591, §101(c) [title IX, §9115(h)(2)], Oct. 30, 1986, 100 Stat. 3341–82, 3341–125, and Pub. L. 99–661, div. A, title XIII, §1311(h)(2), Nov. 14, 1986, 100 Stat. 3986, required President, not later than one year after the date of enactment, to transmit to Congress a report on capabilities of United States to conduct special operations and engage in low intensity conflicts, the report to include a description of deficiencies in such capabilities, actions being taken throughout executive branch to correct such deficiencies, the principal low
intensity conflict threats to interests of United States, and the actions taken and to be taken to implement this section.
CHAPTER 8—DEFENSE AGENCIES AND DEPARTMENT OF DEFENSE FIELD ACTIVITIES

10 USC § 191. Secretary of Defense: authority to provide for common performance of supply or service activities

(a) Authority.—Whenever the Secretary of Defense determines such action would be more effective, economical, or efficient, the Secretary may provide for the performance of a supply or service activity that is common to more than one military department by a single agency of the Department of Defense.

(b) Designation of Common Supply or Service Agency.—Any agency of the Department of Defense established under subsection (a) (or under the second sentence of section 125(d) of this title (as in effect before October 1, 1986)) for the performance of a supply or service activity referred to in such subsection shall be designated as a Defense Agency or a Department of Defense Field Activity.


10 USC § 192. Defense Agencies and Department of Defense Field Activities: oversight by the Secretary of Defense

(a) Overall Supervision.—(1) The Secretary of Defense shall assign responsibility for the overall supervision of each Defense Agency and Department of Defense Field Activity designated under section 191(b) of this title—

(A) to a civilian officer within the Office of the Secretary of Defense listed in section 131(b) of this title; or

(B) to the Chairman of the Joint Chiefs of Staff.
(2) An official assigned such a responsibility with respect to a Defense Agency or Department of Defense Field Activity shall advise the Secretary of Defense on the extent to which the program recommendations and budget proposals of such agency or activity conform with the requirements of the military departments and of the unified and specified combatant commands.

(3) This subsection does not apply to the Defense Intelligence Agency or the National Security Agency.

(b) Program and Budget Review.—The Secretary of Defense shall establish procedures to ensure that there is full and effective review of the program recommendations and budget proposals of each Defense Agency and Department of Defense Field Activity.

(c) Periodic Review.—(1) Periodically (and not less often than every two years), the Secretary of Defense shall review the services and supplies provided by each Defense Agency and Department of Defense Field Activity to ensure that—

(A) there is a continuing need for each such agency and activity; and

(B) the provision of those services and supplies by each such agency and activity, rather than by the military departments, is a more effective, economical, or efficient manner of providing those services and supplies or of meeting the requirements for combat readiness of the armed forces.

(2) Paragraph (1) shall apply to the National Security Agency as determined appropriate by the Secretary, in consultation with the Director of National Intelligence. The Secretary shall establish procedures under which information required for review of the National Security Agency shall be obtained.

(d) Special Rule for Defense Commissary Agency.—Notwithstanding the results of any periodic review under subsection (c) with regard to the Defense Commissary Agency, the Secretary of Defense may not transfer to the Secretary of a military department the responsibility to manage and fund the provision of services and supplies provided by the Defense Commissary Agency unless the transfer of the management and funding responsibility is specifically authorized by a law enacted after October 17, 1998.

(2) Notwithstanding the results of any periodic review under subsection (c) with regard to the Defense Business Transformation Agency, the Secretary of Defense shall designate that the Director of the Agency shall report directly to the Deputy Chief Management Officer of the Department of Defense.


10 USC § 193. Combat support agencies: oversight

(a) Combat Readiness.—(1) Periodically (and not less often than every two years), the Chairman of the Joint Chiefs of Staff shall submit to the Secretary of Defense a report on the combat support agencies. Each such report shall include—

(A) a determination with respect to the responsiveness and readiness of each such agency to support operating forces in the event of a war or threat to national security; and

(B) any recommendations that the Chairman considers appropriate.

(2) In preparing each such report, the Chairman shall review the plans of each such agency with respect to its support of operating forces in the event of a war or threat to national security. After consultation with the Secretaries of the military departments and the commanders of the unified and specified combatant commands, as appropriate, the Chairman may, with the approval of the Secretary of Defense, take steps to provide for any revision of those plans that the Chairman considers appropriate.

(b) Participation in Joint Training Exercises.—The Chairman shall—

(1) provide for the participation of the combat support agencies in joint training exercises to the extent necessary to ensure that those agencies are capable of performing their support missions with respect to a war or threat to national security; and

(2) assess the performance in joint training exercises of each such agency and, in accordance with guidelines established by the Secretary of Defense, take steps to provide for any change that the Chairman considers appropriate to improve that performance.
(c) Readiness Reporting System.—The Chairman shall develop, in consultation with the director of each combat support agency, a uniform system for reporting to the Secretary of Defense, the commanders of the unified and specified combatant commands, and the Secretaries of the military departments concerning the readiness of each such agency to perform with respect to a war or threat to national security.

(d) Review of National Security Agency and National Geospatial-Intelligence Agency.—(1) Subsections (a), (b), and (c) shall apply to the National Security Agency and the National Geospatial-Intelligence Agency, but only with respect to combat support functions that the agencies perform for the Department of Defense.

(2) The Secretary, after consulting with the Director of National Intelligence, shall establish policies and procedures with respect to the application of subsections (a), (b), and (c) to the National Security Agency and the National Geospatial-Intelligence Agency.

(e) Combat Support Capabilities of DIA, NSA, and NGA.—The Secretary of Defense, in consultation with the Director of National Intelligence, shall develop and implement, as they may determine to be necessary, policies and programs to correct such deficiencies as the Chairman of the Joint Chiefs of Staff and other officials of the Department of Defense may identify in the capabilities of the Defense Intelligence Agency, the National Security Agency, and the National Geospatial-Intelligence Agency to accomplish assigned missions in support of military combat operations.

(f) Definition of Combat Support Agency.—In this section, the term “combat support agency” means any of the following Defense Agencies:


(2) The Defense Intelligence Agency.

(3) The Defense Logistics Agency.

(4) The National Geospatial-Intelligence Agency.

(5) Any other Defense Agency designated as a combat support agency by the Secretary of Defense.
10 USC § 194. Limitations on personnel

(a) Cap on Headquarters Management Personnel.—The total number of members of the armed forces and civilian employees assigned or detailed to permanent duty in the management headquarters activities or management headquarters support activities in the Defense Agencies and Department of Defense Field Activities may not exceed the number that is the number of such members and employees assigned or detailed to such duty on September 30, 1989.

(b) Cap on Other Personnel.—The total number of members of the armed forces and civilian employees assigned or detailed to permanent duty in the Defense Agencies and Department of Defense Field Activities, other than members and employees assigned to management headquarters activities or management headquarters support activities, may not exceed the number that is the number of such members and employees assigned or detailed to such duty on September 30, 1989.

(c) Prohibition Against Certain Actions to Exceed Limitations.—The limitations in subsections (a) and (b) may not be exceeded by recategorizing or redefining duties, functions, offices, or organizations.

(d) Exclusion of NSA.—The National Security Agency shall be excluded in computing and maintaining the limitations required by this section.

(e) Waiver.—The limitations in this section do not apply—

(1) in time of war; or

(2) during a national emergency declared by the President or Congress.

(f) Definitions.—In this section, the terms “management headquarters activities” and “management headquarters support activities” have the meanings given those terms in Department of Defense Directive 5100.73, entitled “Department of Defense Management Headquarters and Headquarters Support Activities” and dated January 7, 1985.

**Reductions in Defense Intelligence Agency Personnel**

SUBCHAPTER II—MISCELLANEOUS DEFENSE AGENCY MATTERS

10 USC § 201. Certain intelligence officials: consultation and concurrence regarding appointments; evaluation of performance

(a) Consultation Regarding Appointment.—Before submitting a recommendation to the President regarding the appointment of an individual to the position of Director of the Defense Intelligence Agency, the Secretary of Defense shall consult with the Director of National Intelligence regarding the recommendation.

(b) Concurrence in Appointment.—(1) In the event of a vacancy in a position referred to in paragraph (2), before appointing an individual to fill the vacancy or recommending to the President an individual to be nominated to fill the vacancy, the Secretary of Defense shall obtain the concurrence of the Director of National Intelligence as provided in section 106(b) of the National Security Act of 1947 (50 U.S.C. 403–6(b)).

(2) Paragraph (1) applies to the following positions:
   
   (A) The Director of the National Security Agency.
   
   (B) The Director of the National Reconnaissance Office.
   
   (C) The Director of the National Geospatial-Intelligence Agency.

(c) Performance Evaluations.—(1) The Director of National Intelligence shall provide annually to the Secretary of Defense, for the Secretary's consideration, an evaluation of the performance of the individuals holding the positions referred to in paragraph (2) in fulfilling their respective responsibilities with regard to the National Intelligence Program.

(2) The positions referred to in paragraph (1) are the following:

   (A) The Director of the National Security Agency.

   (B) The Director of the National Reconnaissance Office.

   (C) The Director of the National Geospatial-Intelligence Agency.

Defense Intelligence Agency


Joint Intelligence Center


“(a) Requirement for Center.—The Secretary of Defense shall direct the consolidation of existing single-service current intelligence centers that are located within the District of Columbia or its vicinity into a joint intelligence center that is responsible for preparing current intelligence assessments (including indications and warning). The joint intelligence center shall be located within the District of Columbia or its vicinity. As appropriate for the support of military operations, the joint intelligence center shall provide for and manage the collection and analysis of intelligence.

“(b) Management.—The center shall be managed by the Defense Intelligence Agency in its capacity as the intelligence staff activity of the Chairman of the Joint Chiefs of Staff.

“(c) Responsiveness to Command Authorities.—The Secretary shall ensure that the center is fully responsive to the intelligence needs of the Secretary, the Chairman of the Joint Chiefs of Staff, and the commanders of the combatant commands.”
CHAPTER 9—DEFENSE BUDGET MATTERS

10 USC § 221. Future-years defense program: submission to Congress; consistency in budgeting

(a) The Secretary of Defense shall submit to Congress each year, at or about the time that the President's budget is submitted to Congress that year under section 1105(a) of title 31, a future-years defense program (including associated annexes) reflecting the estimated expenditures and proposed appropriations included in that budget. Any such future-years defense program shall cover the fiscal year with respect to which the budget is submitted and at least the four succeeding fiscal years.

(b)(1) The Secretary of Defense shall ensure that amounts described in subparagraph (A) of paragraph (2) for any fiscal year are consistent with amounts described in subparagraph (B) of paragraph (2) for that fiscal year.

(2) Amounts referred to in paragraph (1) are the following:

(A) The amounts specified in program and budget information submitted to Congress by the Secretary in support of expenditure estimates and proposed appropriations in the budget submitted to Congress by the President under section 1105(a) of title 31 for any fiscal year, as shown in the future-years defense program submitted pursuant to subsection (a).

(B) The total amounts of estimated expenditures and proposed appropriations necessary to support the programs, projects, and activities of the Department of Defense included pursuant to paragraph (5) of section 1105(a) of title 31 in the budget submitted to Congress under that section for any fiscal year.

(c) Nothing in this section shall be construed to prohibit the inclusion in the future-years defense program of amounts for management contingencies, subject to the requirements of subsection (b).


10 USC § 222. Future-years mission budget

(a) Future-Years Mission Budget.—The Secretary of Defense shall submit to Congress for each fiscal year a future-years mission budget for the military
programs of the Department of Defense. That budget shall be submitted for any fiscal year with the future-years defense program submitted under section 221 of this title.

(b) Consistency With Future-Years Defense Program.—The future-years mission budget shall be consistent with the future-years defense program required under section 221 of this title. In the future-years mission budget, the military programs of the Department of Defense shall be organized on the basis of both major force programs and the core mission areas identified under the most recent quadrennial roles and missions review pursuant to section 118b of this title.

(c) Relationship to Other Defense Budget Formats.—The requirement in subsection (a) is in addition to the requirements in any other provision of law regarding the format for the presentation regarding military programs of the Department of Defense in the budget submitted pursuant to section 1105 of title 31 for any fiscal year.


10 USC § 229. Programs for combating terrorism: display of budget information

(a) Submission With Annual Budget Justification Documents.—The Secretary of Defense shall submit to Congress, as a part of the documentation that supports the President's annual budget for the Department of Defense, a consolidated budget justification display, in classified and unclassified form, that includes all programs and activities of the Department of Defense combating terrorism program.

(b) Requirements for Budget Display.—The budget display under subsection (a) shall include—

(1) the amount requested, by appropriation and functional area, for each of the program elements, projects, and initiatives that support the Department of Defense combating terrorism program, with supporting narrative descriptions and rationale for the funding levels requested; and

(2) a summary, to the program element and project level of detail, of estimated expenditures for the current year, funds requested for the budget year, and budget estimates through the completion of the current future-years defense plan for the Department of Defense combating terrorism program.
(c) Explanation of Inconsistencies.—As part of the budget display under subsection (a) for any fiscal year, the Secretary shall identify and explain—

(1) any inconsistencies between (A) the information submitted under subsection (b) for that fiscal year, and (B) the information provided to the Director of the Office of Management and Budget in support of the annual report of the President to Congress on funding for executive branch counterterrorism and antiterrorism programs and activities for that fiscal year in accordance with section 1051(b) of the National Defense Authorization Act for Fiscal Year 1998 (31 U.S.C. 1113 note); and

(2) any inconsistencies between (A) the execution, during the previous fiscal year and the current fiscal year, of programs and activities of the Department of Defense combating terrorism program, and (B) the funding and specification for such programs and activities for those fiscal years in the manner provided by Congress (both in statutes and in relevant legislative history).

(d) Semiannual Reports on Obligations and Expenditures.—The Secretary shall submit to the congressional defense committees a semiannual report on the obligation and expenditure of funds for the Department of Defense combating terrorism program. Such reports shall be submitted not later than April 15 each year, with respect to the first half of a fiscal year, and not later than November 15 each year, with respect to the second half of a fiscal year. Each such report shall compare the amounts of those obligations and expenditures to the amounts authorized and appropriated for the Department of Defense combating terrorism program for that fiscal year, by budget activity, sub-budget activity, and program element or line item. The second report for a fiscal year shall show such information for the second half of the fiscal year and cumulatively for the whole fiscal year. The report shall be submitted in unclassified form, but may have a classified annex.

(e) Department of Defense Combating Terrorism Program.—In this section, the term “Department of Defense combating terrorism program” means the programs, projects, and activities of the Department of Defense related to combating terrorism inside and outside the United States.

CHAPTER 15—INSURRECTION

10 USC § 331. Federal aid for State governments

Whenever there is an insurrection in any State against its government, the President may, upon the request of its legislature or of its governor if the legislature cannot be convened, call into Federal service such of the militia of the other States, in the number requested by that State, and use such of the armed forces, as he considers necessary to suppress the insurrection.

(Aug. 10, 1956, ch. 1041, 70A Stat. 15.)

10 USC § 332. Use of militia and armed forces to enforce Federal authority

Whenever the President considers that unlawful obstructions, combinations, or assemblages, or rebellion against the authority of the United States, make it impracticable to enforce the laws of the United States in any State by the ordinary course of judicial proceedings, he may call into Federal service such of the militia of any State, and use such of the armed forces, as he considers necessary to enforce those laws or to suppress the rebellion.


10 USC § 333. Interference with State and Federal law

The President, by using the militia or the armed forces, or both, or by any other means, shall take such measures as he considers necessary to suppress, in a State, any insurrection, domestic violence, unlawful combination, or conspiracy, if it—

(1) so hinders the execution of the laws of that State, and of the United States within the State, that any part or class of its people is deprived of a right, privilege, immunity, or protection named in the Constitution and secured by law, and the constituted authorities of that State are unable, fail, or refuse to protect that right, privilege, or immunity, or to give that protection; or

(2) opposes or obstructs the execution of the laws of the United States or impedes the course of justice under those laws.

In any situation covered by clause (1), the State shall be considered to have denied the equal protection of the laws secured by the Constitution.
10 USC § 334. Proclamation to disperse

Whenever the President considers it necessary to use the militia or the armed forces under this chapter, he shall, by proclamation, immediately order the insurgents to disperse and retire peaceably to their abodes within a limited time.

Derivation


Amendments

2008—Pub. L. 110–181 struck out “or those obstructing the enforcement of the laws” after “insurgents”.

2006—Pub. L. 109–364 inserted “or those obstructing the enforcement of the laws” after “insurgents”.

Proc. No. 3204. Obstruction of Justice in the State of Arkansas

Proc. No. 3204, Sept. 23, 1957, 22 F.R. 7628, commanded all persons in the State of Arkansas who were obstructing the enforcement of orders of the United States District Court for the Eastern District of Arkansas relating to enrollment and attendance at public schools, particularly Central High School at Little Rock, Arkansas, to cease and desist therefrom and to disperse forthwith.

Proc. No. 3497. Obstruction of Justice in the State of Mississippi

Proc. No. 3497, Sept. 30, 1962, 27 F.R. 9681, commanded all persons in the State of Mississippi who were obstructing the enforcement of orders entered by the United States District Court for the Southern District of Mississippi and the United States Court of Appeals for the Fifth Circuit to cease and desist therefrom and to disperse and retire peaceably forthwith.

Proc. No. 3542. Unlawful Obstruction of Justice and Combinations in the State of Alabama
Proc. No. 3542, June 11, 1963, 28 F.R. 5707, commanded the Governor of the State of Alabama and all other persons who were obstructing the orders of the United States District Court for the Northern District of Alabama relating to the enrollment and attendance of Negro students at the University of Alabama to cease and desist therefrom.

**Proc. No. 3554. Obstruction of Justice in the State of Alabama**

Proc. No. 3554, Sept. 10, 1963, 28 F.R. 9861, commanded all persons obstructing the enforcement of orders entered by the United States District Courts in the State of Alabama relating to the enrollment and attendance of students in public schools in that State to cease and desist therefrom and to disperse and retire peaceably forthwith.

**Proc. No. 3645. Obstruction of Justice in the State of Alabama**

Proc. No. 3645, Mar. 23, 1965, 30 F.R. 3739, commanded all persons engaged or who may engage in domestic violence obstructing the enforcement of the laws and the judicial order approving the right to march along U.S. Highway 80 from Selma to Montgomery, Alabama commencing during the period from Mar. 19, 1965 to Mar. 22, 1965 and terminating within 5 days of the commencement to cease and desist therefrom and to disperse forthwith.

**Proc. No. 3795. Obstruction of Justice in the State of Michigan**

Proc. No. 3795, July 26, 1967, 32 F.R. 10905, commanded all persons engaged in domestic violence and disorder in Detroit, Michigan, and obstructing the enforcement of the laws to cease and desist therefrom and to disperse forthwith.

**Proc. No. 3840. Obstruction of Justice in the Washington Metropolitan Area**

Proc. No. 3840, Apr. 9, 1968, 33 F.R. 5495, commanded all persons engaged in acts of violence threatening the Washington Metropolitan Area and obstructing the execution of the laws to cease and desist therefrom and to disperse forthwith.

**Proc. No. 3841. Obstruction of Justice in the State of Illinois**

Proc. No. 3841, Apr. 9, 1968, 33 F.R. 5497, commanded all persons engaged in violence in and about the City of Chicago and obstructing the enforcement of the laws to cease and desist therefrom and to disperse forthwith.

**Proc. No. 3842. Obstruction of Justice in the State of Maryland**
Proc. No. 3842, Apr. 9, 1968, 33 F.R. 5499, commanded all persons engaged in acts of violence and obstructing the enforcement of the laws in and about the City of Baltimore to cease and desist therefrom and to disperse forthwith.
CHAPTER 18—MILITARY SUPPORT FOR CIVILIAN LAW ENFORCEMENT AGENCIES

10 USC § 371. Use of information collected during military operations

(a) The Secretary of Defense may, in accordance with other applicable law, provide to Federal, State, or local civilian law enforcement officials any information collected during the normal course of military training or operations that may be relevant to a violation of any Federal or State law within the jurisdiction of such officials.

(b) The needs of civilian law enforcement officials for information shall, to the maximum extent practicable, be taken into account in the planning and execution of military training or operations.

(c) The Secretary of Defense shall ensure, to the extent consistent with national security, that intelligence information held by the Department of Defense and relevant to drug interdiction or other civilian law enforcement matters is provided promptly to appropriate civilian law enforcement officials.


Short Title of 1986 Amendment


Authority for Joint Task Forces to Provide Support to Law Enforcement Agencies Conducting Counter-Terrorism Activities

“(a) Authority.—A joint task force of the Department of Defense that provides support to law enforcement agencies conducting counter-drug activities may also provide, subject to all applicable laws and regulations, support to law enforcement agencies conducting counter-terrorism activities.

“(b) Availability of Funds.—During fiscal years 2006 through 2012, funds available to a joint task force to support counter-drug activities may also be used to provide the counter-terrorism support authorized by subsection (a).

“(c) Annual Report.—Not later than December 31 of each year after 2008 in which the authority in subsection (a) is in effect, the Secretary of Defense shall submit to Congress a report setting forth, for the one-year period ending on the date of such report, the following:

“(1) An assessment of the effect on counter-drug and counter-terrorism activities and objectives of using counter-drug funds of a joint task force to provide counterterrorism support authorized by subsection (a).

“(2) A description of the type of support and any recipient of support provided under subsection (a).

“(3) A list of current joint task forces conducting counter-drug operations.

“(4) A certification by the Secretary of Defense that any support provided under subsection (a) during such one-year period was provided in compliance with the requirements of subsection (d).

“(d) Conditions.—(1) Any support provided under subsection (a) may only be provided in the geographic area of responsibility of the joint task force.

“(2)(A) Support for counter-terrorism activities provided under subsection (a) may only be provided if the Secretary of Defense determines that the objectives of using the counter-drug funds of any joint task force to provide such support relate significantly to the objectives of providing support for counter-drug activities by that joint task force or any other joint task force.

“(B) The Secretary of Defense may waive the requirements of subparagraph (A) if the Secretary determines that such a waiver is vital to the national security interests of the United States. The Secretary shall promptly submit to Congress notice in writing of any waiver issued under this subparagraph.

“(C) The Secretary of Defense may delegate any responsibility of the Secretary under subparagraph (B) to the Deputy Secretary of Defense or to the Under Secretary of Defense for Policy. Except as provided in the preceding sentence,
such a responsibility may not be delegated to any official of the Department of Defense or any other official.”


10 USC § 372. Use of military equipment and facilities

(a) In General.—The Secretary of Defense may, in accordance with other applicable law, make available any equipment (including associated supplies or spare parts), base facility, or research facility of the Department of Defense to any Federal, State, or local civilian law enforcement official for law enforcement purposes.

(b) Emergencies Involving Chemical and Biological Agents.—(1) In addition to equipment and facilities described in subsection (a), the Secretary may provide an item referred to in paragraph (2) to a Federal, State, or local law enforcement or emergency response agency to prepare for or respond to an emergency involving chemical or biological agents if the Secretary determines that the item is not reasonably available from another source. The requirement for a determination that an item is not reasonably available from another source does not apply to assistance provided under section 382 of this title pursuant to a request of the Attorney General for the assistance.

(2) An item referred to in paragraph (1) is any material or expertise of the Department of Defense appropriate for use in preparing for or responding to an emergency involving chemical or biological agents, including the following:

(A) Training facilities.

(B) Sensors.

(C) Protective clothing.

(D) Antidotes.


10 USC § 373. Training and advising civilian law enforcement officials

The Secretary of Defense may, in accordance with other applicable law, make Department of Defense personnel available—

(1) to train Federal, State, and local civilian law enforcement officials in the operation and maintenance of equipment, including equipment made available under section 372 of this title; and

(2) to provide such law enforcement officials with expert advice relevant to the purposes of this chapter.


10 USC § 374. Maintenance and operation of equipment

(a) The Secretary of Defense may, in accordance with other applicable law, make Department of Defense personnel available for the maintenance of equipment for Federal, State, and local civilian law enforcement officials, including equipment made available under section 372 of this title.

(b)(1) Subject to paragraph (2) and in accordance with other applicable law, the Secretary of Defense may, upon request from the head of a Federal law enforcement agency, make Department of Defense personnel available to operate equipment (including equipment made available under section 372 of this title) with respect to—

(A) a criminal violation of a provision of law specified in paragraph (4)(A);

(B) assistance that such agency is authorized to furnish to a State, local, or foreign government which is involved in the enforcement of similar laws;

(C) a foreign or domestic counter-terrorism operation; or

(D) a rendition of a suspected terrorist from a foreign country to the United States to stand trial.

(2) Department of Defense personnel made available to a civilian law enforcement agency under this subsection may operate equipment for the following purposes:

(A) Detection, monitoring, and communication of the movement of air and sea traffic.

(B) Detection, monitoring, and communication of the movement of surface traffic outside of the geographic boundary of the United States and within the United States not to exceed 25 miles of the boundary if the initial detection occurred outside of the boundary.

(C) Aerial reconnaissance.

(D) Interception of vessels or aircraft detected outside the land area of the United States for the purposes of communicating with such vessels and aircraft to direct such vessels and aircraft to go to a location designated by appropriate civilian officials.

(E) Operation of equipment to facilitate communications in connection with law enforcement programs specified in paragraph (4)(A).

(F) Subject to joint approval by the Secretary of Defense and the Attorney General (and the Secretary of State in the case of a law enforcement operation outside of the land area of the United States)—

(i) the transportation of civilian law enforcement personnel along with any other civilian or military personnel who are supporting, or conducting, a joint operation with civilian law enforcement personnel;

(ii) the operation of a base of operations for civilian law enforcement and supporting personnel; and

(iii) the transportation of suspected terrorists from foreign countries to the United States for trial (so long as the requesting Federal law enforcement agency provides all security for such transportation and maintains custody over the suspect through the duration of the transportation).

(3) Department of Defense personnel made available to operate equipment for the purpose stated in paragraph (2)(D) may continue to operate such equipment into the land area of the United States in cases involving the pursuit of vessels or aircraft where the detection began outside such land area.
(4) In this subsection:

(A) The term “Federal law enforcement agency” means a Federal agency with jurisdiction to enforce any of the following:


(iii) A law relating to the arrival or departure of merchandise (as defined in section 401 of the Tariff Act of 1930 (19 U.S.C. 1401) into or out of the customs territory of the United States (as defined in general note 2 of the Harmonized Tariff Schedule of the United States) or any other territory or possession of the United States.

(iv) Chapter 705 of title 46.

(v) Any law, foreign or domestic, prohibiting terrorist activities.

(B) The term “land area of the United States” includes the land area of any territory, commonwealth, or possession of the United States.

(c) The Secretary of Defense may, in accordance with other applicable law, make Department of Defense personnel available to any Federal, State, or local civilian law enforcement agency to operate equipment for purposes other than described in subsection (b)(2) only to the extent that such support does not involve direct participation by such personnel in a civilian law enforcement operation unless such direct participation is otherwise authorized by law.

Communications Network


10 USC § 375. Restriction on direct participation by military personnel

The Secretary of Defense shall prescribe such regulations as may be necessary to ensure that any activity (including the provision of any equipment or facility or the assignment or detail of any personnel) under this chapter does not include or permit direct participation by a member of the Army, Navy, Air Force, or Marine Corps in a search, seizure, arrest, or other similar activity unless participation in such activity by such member is otherwise authorized by law.


Amendments

1989—Pub. L. 101–189 substituted “any activity” for “the provision of any support”, struck out “to any civilian law enforcement official” after “any personnel)”, and substituted “a search, seizure, arrest,” for “a search and seizure, an arrest,”.

1988—Pub. L. 100–456 amended section generally. Prior to amendment, section read as follows: “The Secretary of Defense shall issue such regulations as may be necessary to insure that the provision of any assistance (including the provision of any equipment or facility or the assignment of any personnel) to any civilian law enforcement official under this chapter does not include or permit direct participation by a member of the Army, Navy, Air Force, or Marine Corps in an interdiction of a vessel or aircraft, a search and seizure, arrest, or other similar activity unless participation in such activity by such member is otherwise authorized by law.”

10 USC § 376. Support not to affect adversely military preparedness

Support (including the provision of any equipment or facility or the assignment or detail of any personnel) may not be provided to any civilian law enforcement official under this chapter if the provision of such support will adversely affect the
military preparedness of the United States. The Secretary of Defense shall prescribe such regulations as may be necessary to ensure that the provision of any such support does not adversely affect the military preparedness of the United States.


Amendments

1988—Pub. L. 100–456 substituted “Support” for “Assistance” in section catchline and amended text generally. Prior to amendment, text read as follows: “Assistance (including the provision of any equipment or facility or the assignment of any personnel) may not be provided to any civilian law enforcement official under this chapter if the provision of such assistance will adversely affect the military preparedness of the United States. The Secretary of Defense shall issue such regulations as may be necessary to insure that the provision of any such assistance does not adversely affect the military preparedness of the United States.”

10 USC § 377. Reimbursement

(a) Subject to subsection (c), to the extent otherwise required by section 1535 of title 31 (popularly known as the “Economy Act”) or other applicable law, the Secretary of Defense shall require a civilian law enforcement agency to which support is provided under this chapter to reimburse the Department of Defense for that support.

(b)(1) Subject to subsection (c), the Secretary of Defense shall require a Federal agency to which law enforcement support or support to a national special security event is provided by National Guard personnel performing duty under section 502(f) of title 32 to reimburse the Department of Defense for the costs of that support, notwithstanding any other provision of law. No other provision of this chapter shall apply to such support.

(2) Any funds received by the Department of Defense under this subsection as reimbursement for support provided by personnel of the National Guard shall be credited, at the election of the Secretary of Defense, to the following:

(A) The appropriation, fund, or account used to fund the support.

(B) The appropriation, fund, or account currently available for reimbursement purposes.
(c) An agency to which support is provided under this chapter or section 502(f) of title 32 is not required to reimburse the Department of Defense for such support if the Secretary of Defense waives reimbursement. The Secretary may waive the reimbursement requirement under this subsection if such support—

(1) is provided in the normal course of military training or operations; or

(2) results in a benefit to the element of the Department of Defense or personnel of the National Guard providing the support that is substantially equivalent to that which would otherwise be obtained from military operations or training.


10 USC § 378. Nonpreemption of other law

Nothing in this chapter shall be construed to limit the authority of the executive branch in the use of military personnel or equipment for civilian law enforcement purposes beyond that provided by law before December 1, 1981.


10 USC § 379. Assignment of Coast Guard personnel to naval vessels for law enforcement purposes

(a) The Secretary of Defense and the Secretary of Homeland Security shall provide that there be assigned on board every appropriate surface naval vessel at sea in a drug-interdiction area members of the Coast Guard who are trained in law enforcement and have powers of the Coast Guard under title 14, including the power to make arrests and to carry out searches and seizures.

(b) Members of the Coast Guard assigned to duty on board naval vessels under this section shall perform such law enforcement functions (including drug-interdiction functions)—

(1) as may be agreed upon by the Secretary of Defense and the Secretary of Homeland Security; and

(2) as are otherwise within the jurisdiction of the Coast Guard.
(c) No fewer than 500 active duty personnel of the Coast Guard shall be assigned each fiscal year to duty under this section. However, if at any time the Secretary of Homeland Security, after consultation with the Secretary of Defense, determines that there are insufficient naval vessels available for purposes of this section, such personnel may be assigned other duty involving enforcement of laws listed in section 374(b)(4)(A) of this title.

(d) In this section, the term “drug-interdiction area” means an area outside the land area of the United States (as defined in section 374(b)(4)(B) of this title) in which the Secretary of Defense (in consultation with the Attorney General) determines that activities involving smuggling of drugs into the United States are ongoing.


10 USC § 380. Enhancement of cooperation with civilian law enforcement officials

(a) The Secretary of Defense, in cooperation with the Attorney General, shall conduct an annual briefing of law enforcement personnel of each State (including law enforcement personnel of the political subdivisions of each State) regarding information, training, technical support, and equipment and facilities available to civilian law enforcement personnel from the Department of Defense.

(b) Each briefing conducted under subsection (a) shall include the following:

(1) An explanation of the procedures for civilian law enforcement officials—

(A) to obtain information, equipment, training, expert advice, and other personnel support under this chapter; and

(B) to obtain surplus military equipment.

(2) A description of the types of information, equipment and facilities, and training and advice available to civilian law enforcement officials from the Department of Defense.

(3) A current, comprehensive list of military equipment which is suitable for law enforcement officials from the Department of Defense or available as surplus property from the Administrator of General Services.
(c) The Attorney General and the Administrator of General Services shall—

(1) establish or designate an appropriate office or offices to maintain the list described in subsection (b)(3) and to furnish information to civilian law enforcement officials on the availability of surplus military equipment; and

(2) make available to civilian law enforcement personnel nationwide, tollfree telephone communication with such office or offices.


10 USC § 381. Procurement of equipment by State and local governments through the Department of Defense: equipment for counter-drug, homeland security, and emergency response activities

(a) Procedures.—(1) The Secretary of Defense shall establish procedures in accordance with this subsection under which States and units of local government may purchase equipment suitable for counter-drug, homeland security, and emergency response activities through the Department of Defense. The procedures shall require the following:

(A) Each State desiring to participate in a procurement of equipment suitable for counter-drug, homeland security, or emergency response activities through the Department of Defense shall submit to the Department, in such form and manner and at such times as the Secretary prescribes, the following:

(i) A request for equipment.

(ii) Advance payment for such equipment, in an amount determined by the Secretary based on estimated or actual costs of the equipment and administrative costs incurred by the Department.

(B) A State may include in a request submitted under subparagraph (A) only the type of equipment listed in the catalog produced under subsection (c).

(C) A request for equipment shall consist of an enumeration of the equipment that is desired by the State and units of local government within the State. The Governor of a State may establish such procedures as the Governor considers
appropriate for administering and coordinating requests for equipment from units of local government within the State.

(D) A State requesting equipment shall be responsible for arranging and paying for shipment of the equipment to the State and localities within the State.

(2) In establishing the procedures, the Secretary of Defense shall coordinate with the General Services Administration and other Federal agencies for purposes of avoiding duplication of effort.

(b) Reimbursement of Administrative Costs.—In the case of any purchase made by a State or unit of local government under the procedures established under subsection (a), the Secretary of Defense shall require the State or unit of local government to reimburse the Department of Defense for the administrative costs to the Department of such purchase.

(c) GSA Catalog.—The Administrator of General Services, in coordination with the Secretary of Defense, shall produce and maintain a catalog of equipment suitable for counter-drug, homeland security, and emergency response activities for purchase by States and units of local government under the procedures established by the Secretary under this section.

(d) Definitions.—In this section:

(1) The term “State” includes the District of Columbia, the Commonwealth of Puerto Rico, the Commonwealth of the Northern Mariana Islands, and any territory or possession of the United States.

(2) The term “unit of local government” means any city, county, township, town, borough, parish, village, or other general purpose political subdivision of a State; an Indian tribe which performs law enforcement or emergency response functions as determined by the Secretary of the Interior; or any agency of the District of Columbia government or the United States Government performing law enforcement or emergency response functions in and for the District of Columbia or the Trust Territory of the Pacific Islands.

(3) The term “equipment suitable for counter-drug, homeland security, and emergency response activities” has the meaning given such term in regulations prescribed by the Secretary of Defense. In prescribing the meaning of the term, the Secretary may not include any equipment that the Department of Defense does not procure for its own purposes and, in the case of equipment for homeland security activities, may not include any equipment that is not found on
the Authorized Equipment List published by the Department of Homeland Security.


10 USC § 382. Emergency situations involving weapons of mass destruction

(a) In General.—The Secretary of Defense, upon the request of the Attorney General, may provide assistance in support of Department of Justice activities relating to the enforcement of section 175, 229, or 2332a of title 18 during an emergency situation involving a weapon of mass destruction. Department of Defense resources, including personnel of the Department of Defense, may be used to provide such assistance if—

(1) the Secretary of Defense and the Attorney General jointly determine that an emergency situation exists; and

(2) the Secretary of Defense determines that the provision of such assistance will not adversely affect the military preparedness of the United States.

(b) Emergency Situations Covered.—In this section, the term “emergency situation involving a weapon of mass destruction” means a circumstance involving a weapon of mass destruction—

(1) that poses a serious threat to the interests of the United States; and

(2) in which—

(A) civilian expertise and capabilities are not readily available to provide the required assistance to counter the threat immediately posed by the weapon involved;

(B) special capabilities and expertise of the Department of Defense are necessary and critical to counter the threat posed by the weapon involved; and

(C) enforcement of section 175, 229, or 2332a of title 18 would be seriously impaired if the Department of Defense assistance were not provided.
(c) Forms of Assistance.—The assistance referred to in subsection (a) includes the operation of equipment (including equipment made available under section 372 of this title) to monitor, contain, disable, or dispose of the weapon involved or elements of the weapon.

(d) Regulations.—(1) The Secretary of Defense and the Attorney General shall jointly prescribe regulations concerning the types of assistance that may be provided under this section. Such regulations shall also describe the actions that Department of Defense personnel may take in circumstances incident to the provision of assistance under this section.

(2)(A) Except as provided in subparagraph (B), the regulations may not authorize the following actions:

(i) Arrest.

(ii) Any direct participation in conducting a search for or seizure of evidence related to a violation of section 175, 229, or 2332a of title 18.

(iii) Any direct participation in the collection of intelligence for law enforcement purposes.

(B) The regulations may authorize an action described in subparagraph (A) to be taken under the following conditions:

(i) The action is considered necessary for the immediate protection of human life, and civilian law enforcement officials are not capable of taking the action.

(ii) The action is otherwise authorized under subsection (c) or under otherwise applicable law.

(e) Reimbursements.—The Secretary of Defense shall require reimbursement as a condition for providing assistance under this section to the extent required under section 377 of this title.

(f) Delegations of Authority.—(1) Except to the extent otherwise provided by the Secretary of Defense, the Deputy Secretary of Defense may exercise the authority of the Secretary of Defense under this section. The Secretary of Defense may delegate the Secretary's authority under this section only to an Under Secretary of Defense or an Assistant Secretary of Defense and only if the Under Secretary or
Assistant Secretary to whom delegated has been designated by the Secretary to act for, and to exercise the general powers of, the Secretary.

(2) Except to the extent otherwise provided by the Attorney General, the Deputy Attorney General may exercise the authority of the Attorney General under this section. The Attorney General may delegate that authority only to the Associate Attorney General or an Assistant Attorney General and only if the Associate Attorney General or Assistant Attorney General to whom delegated has been designated by the Attorney General to act for, and to exercise the general powers of, the Attorney General.

(g) Relationship to Other Authority.—Nothing in this section shall be construed to restrict any executive branch authority regarding use of members of the armed forces or equipment of the Department of Defense that was in effect before September 23, 1996.


Military Assistance to Civil Authorities To Respond to Act or Threat of Terrorism

Pub. L. 106–65, div. A, title X, §1023, Oct. 5, 1999, 113 Stat. 747, authorized the Secretary of Defense, upon the request of the Attorney General, to provide assistance to civil authorities in responding to an act of terrorism or threat of an act of terrorism within the United States, if the Secretary determined that certain conditions were met, subject to reimbursement and limitations on funding and personnel, and provided that this authority applied between Oct. 1, 1999, and Sept. 30, 2004.
10 USC § 401. Humanitarian and civic assistance provided in conjunction with military operations

(a)(1) Under regulations prescribed by the Secretary of Defense, the Secretary of a military department may carry out humanitarian and civic assistance activities in conjunction with authorized military operations of the armed forces in a country if the Secretary concerned determines that the activities will promote—

(A) the security interests of both the United States and the country in which the activities are to be carried out; and

(B) the specific operational readiness skills of the members of the armed forces who participate in the activities.

(2) Humanitarian and civic assistance activities carried out under this section shall complement, and may not duplicate, any other form of social or economic assistance which may be provided to the country concerned by any other department or agency of the United States. Such activities shall serve the basic economic and social needs of the people of the country concerned.

(3) Humanitarian and civic assistance may not be provided under this section (directly or indirectly) to any individual, group, or organization engaged in military or paramilitary activity.

(b) Humanitarian and civic assistance may not be provided under this section to any foreign country unless the Secretary of State specifically approves the provision of such assistance.

(c)(1) Expenses incurred as a direct result of providing humanitarian and civic assistance under this section to a foreign country shall be paid for out of funds specifically appropriated for such purpose.


(4) Nothing in this section may be interpreted to preclude the incurring of minimal expenditures by the Department of Defense for purposes of humanitarian and civic assistance out of funds other than funds appropriated pursuant to paragraph (1), except that funds appropriated to the Department of Defense for operation and maintenance (other than funds appropriated pursuant to paragraph (1)) may be used for such purposes.
to such paragraph) may be obligated for humanitarian and civic assistance under this section only for incidental costs of carrying out such assistance.

(d) The Secretary of Defense shall submit to the Committee on Armed Services and the Committee on Foreign Relations of the Senate and the Committee on Armed Services and the Committee on International Relations of the House of Representatives a report, not later than March 1 of each year, on activities carried out under this section during the preceding fiscal year. The Secretary shall include in each such report—

(1) a list of the countries in which humanitarian and civic assistance activities were carried out during the preceding fiscal year;

(2) the type and description of such activities carried out in each country during the preceding fiscal year; and

(3) the amount expended in carrying out each such activity in each such country during the preceding fiscal year.

(e) In this section, the term “humanitarian and civic assistance” means any of the following:

(1) Medical, surgical, dental, and veterinary care provided in areas of a country that are rural or are underserved by medical, surgical, dental, and veterinary professionals, respectively, including education, training, and technical assistance related to the care provided.

(2) Construction of rudimentary surface transportation systems.

(3) Well drilling and construction of basic sanitation facilities.

(4) Rudimentary construction and repair of public facilities.

10 USC § 405. Use of Department of Defense funds for United States share of costs of United Nations peacekeeping activities: limitation

(a) Prohibition on Use of Funds.—Funds available to the Department of Defense may not be used to make a financial contribution (directly or through another department or agency of the United States) to the United Nations—

(1) for the costs of a United Nations peacekeeping activity; or

(2) for any United States arrearage to the United Nations.

(b) Application of Prohibition.—The prohibition in subsection (a) applies to voluntary contributions, as well as to contributions pursuant to assessment by the United Nations for the United States share of the costs of a peacekeeping activity.


Use of Department of Defense Funds for United Nations Forces


“(1) for a monetary contribution to the United Nations for the establishment of a standing international force under the United Nations; or

“(2) to assign or detail any member of the Armed Forces to duty with a United Nations Stand By Force.”

10 USC § 407. Humanitarian demining assistance and stockpiled conventional munitions assistance: authority; limitations

(a) Authority.—(1) Under regulations prescribed by the Secretary of Defense, the Secretary of a military department may carry out humanitarian demining assistance and stockpiled conventional munitions assistance in a country if the Secretary concerned determines that the assistance will promote either—
(A) the security interests of both the United States and the country in which the activities are to be carried out; or

(B) the specific operational readiness skills of the members of the armed forces who participate in the activities.

(2) Humanitarian demining assistance and stockpiled conventional munitions assistance under this section shall complement, and may not duplicate, any other form of social or economic assistance which may be provided to the country concerned by any other department or agency of the United States.

(3) The Secretary of Defense shall ensure that no member of the armed forces, while providing humanitarian demining assistance or stockpiled conventional munitions assistance under this section—

(A) engages in the physical detection, lifting, or destroying of landmines or other explosive remnants of war, or stockpiled conventional munitions, as applicable, (unless the member does so for the concurrent purpose of supporting a United States military operation); or

(B) provides such assistance as part of a military operation that does not involve the armed forces.

(b) Limitations.—(1) Humanitarian demining assistance and stockpiled conventional munitions assistance may not be provided under this section unless the Secretary of State specifically approves the provision of such assistance.

(2) Any authority provided under any other provision of law to provide humanitarian demining assistance or stockpiled conventional munitions assistance to a foreign country shall be carried out in accordance with, and subject to, the limitations prescribed in this section.

(c) Expenses.—(1) Expenses incurred as a direct result of providing humanitarian demining assistance or stockpiled conventional munitions assistance under this section to a foreign country shall be paid for out of funds specifically appropriated for the purpose of the provision by the Department of Defense of overseas humanitarian assistance.

(2) Expenses covered by paragraph (1) include the following:
(A) Travel, transportation, and subsistence expenses of Department of Defense personnel providing such assistance.

(B) The cost of any equipment, services, or supplies acquired for the purpose of carrying out or supporting humanitarian demining activities or stockpiled conventional munitions activities, including any nonlethal, individual, or small-team equipment or supplies for clearing landmines or other explosive remnants of war, or stockpiled conventional munitions, as applicable, that are to be transferred or otherwise furnished to a foreign country in furtherance of the provision of assistance under this section.

(3) The cost of equipment, services, and supplies provided in any fiscal year under this section may not exceed $10,000,000.

(d) Annual Report.—The Secretary of Defense shall include in the annual report under section 401 of this title a separate discussion of activities carried out under this section during the preceding fiscal year, including—

(1) a list of the countries in which humanitarian demining assistance or stockpiled conventional munitions assistance was carried out during the preceding fiscal year;

(2) the type and description of humanitarian demining assistance or stockpiled conventional munitions assistance carried out in each country during the preceding fiscal year, as specified in paragraph (1), and whether such assistance was primarily related to the humanitarian demining efforts or stockpiled conventional munitions assistance;

(3) a list of countries in which humanitarian demining assistance or stockpiled conventional munitions assistance could not be carried out during the preceding fiscal year due to insufficient numbers of Department of Defense personnel to carry out such activities; and

(4) the amount expended in carrying out such assistance in each such country during the preceding fiscal year.

(e) Definitions.—In this section:

(1) The term “humanitarian demining assistance”, as it relates to training and support, means detection and clearance of landmines and other explosive remnants of war, and includes activities related to the furnishing of education,
training, and technical assistance with respect to explosive safety, the detection and clearance of landmines and other explosive remnants of war, and the disposal, demilitarization, physical security, and stockpile management of potentially dangerous stockpiles of explosive ordnance.

(2) The term “stockpiled conventional munitions assistance”, as it relates to the support of humanitarian assistance efforts, means training and support in the disposal, demilitarization, physical security, and stockpile management of potentially dangerous stockpiles of explosive ordnance, and includes activities related to the furnishing of education, training, and technical assistance with respect to explosive safety, the detection and clearance of landmines and other explosive remnants of war, and the disposal, demilitarization, physical security, and stockpile management of potentially dangerous stockpiles of explosive ordnance.


10 USC § 409. Center for Complex Operations

(a) Center Authorized.—The Secretary of Defense may establish a center to be known as the “Center for Complex Operations” (in this section referred to as the “Center”).

(b) Purposes.—The purposes of the Center established under subsection (a) shall be the following:

(1) To provide for effective coordination in the preparation of Department of Defense personnel and other United States Government personnel for complex operations.

(2) To foster unity of effort during complex operations among—

(A) the departments and agencies of the United States Government;

(B) foreign governments and militaries;

(C) international organizations and international nongovernmental organizations; and

(D) domestic nongovernmental organizations.
(3) To conduct research; collect, analyze, and distribute lessons learned; and compile best practices in matters relating to complex operations.

(4) To identify gaps in the education and training of Department of Defense personnel, and other relevant United States Government personnel, relating to complex operations, and to facilitate efforts to fill such gaps.

(c) Concurrence of the Secretary of State.—The Secretary of Defense shall seek the concurrence of the Secretary of State to the extent the efforts and activities of the Center involve the entities referred to in subparagraphs (B) and (C) of subsection (b)(2).

(d) Support From Other United States Government Departments or Agencies.—The head of any non-Department of Defense department or agency of the United States Government may—

(1) provide to the Secretary of Defense services, including personnel support, to support the operations of the Center; and

(2) transfer funds to the Secretary of Defense to support the operations of the Center.

(e) Acceptance of Gifts and Donations.—(1) Subject to paragraph (3), the Secretary of Defense may accept from any source specified in paragraph (2) any gift or donation for purposes of defraying the costs or enhancing the operations of the Center.

(2) The sources specified in this paragraph are the following:

(A) The government of a State or a political subdivision of a State.

(B) The government of a foreign country.

(C) A foundation or other charitable organization, including a foundation or charitable organization that is organized or operates under the laws of a foreign country.

(D) Any source in the private sector of the United States or a foreign country.

(3) The Secretary may not accept a gift or donation under this subsection if acceptance of the gift or donation would compromise or appear to compromise—
(A) the ability of the Department of Defense, any employee of the Department, or any member of the armed forces to carry out the responsibility or duty of the Department in a fair and objective manner; or

(B) the integrity of any program of the Department or of any person involved in such a program.

(4) The Secretary shall provide written guidance setting forth the criteria to be used in determining the applicability of paragraph (3) to any proposed gift or donation under this subsection.

(f) Crediting of Funds Transferred or Accepted.—Funds transferred to or accepted by the Secretary of Defense under this section shall be credited to appropriations available to the Department of Defense for the Center, and shall be available for the same purposes, and subject to the same conditions and limitations, as the appropriations with which merged. Any funds so transferred or accepted shall remain available until expended.

(g) Definitions.—In this section:

(1) The term “complex operation” means an operation as follows:

(A) A stability operation.

(B) A security operation.

(C) A transition and reconstruction operation.

(D) A counterinsurgency operation.

(E) An operation consisting of irregular warfare.

(2) The term “gift or donation” means any gift or donation of funds, materials (including research materials), real or personal property, or services (including lecture services and faculty services).

CHAPTER 21—DEPARTMENT OF DEFENSE INTELLIGENCE MATTERS

SUBCHAPTER I—GENERAL MATTERS

10 USC § 421. Funds for foreign cryptologic support

(a) The Secretary of Defense may use appropriated funds available to the Department of Defense for intelligence and communications purposes to pay for the expenses of arrangements with foreign countries for cryptologic support.

(b) The Secretary of Defense may use funds other than appropriated funds to pay for the expenses of arrangements with foreign countries for cryptologic support without regard for the provisions of law relating to the expenditure of United States Government funds, except that—

(1) no such funds may be expended, in whole or in part, by or for the benefit of the Department of Defense for a purpose for which Congress had previously denied funds; and

(2) proceeds from the sale of cryptologic items may be used only to purchase replacement items similar to the items that are sold; and

(3) the authority provided by this subsection may not be used to acquire items or services for the principal benefit of the United States.

(c) Any funds expended under the authority of subsection (a) shall be reported to the Select Committee on Intelligence of the Senate and the Permanent Select Committee on Intelligence of the House of Representatives pursuant to the provisions of title V of the National Security Act of 1947 (50 U.S.C. 413 et seq.). Funds expended under the authority of subsection (b) shall be reported pursuant to procedures jointly agreed upon by such committees and the Secretary of Defense.


Comprehensive Independent Study of National Cryptography Policy
Pub. L. 103–160, div. A, title II, §267, Nov. 30, 1993, 107 Stat. 1611, directed Secretary of Defense, not later than 90 days after Nov. 30, 1993, to request National Research Council of National Academy of Sciences to conduct a comprehensive study to assess effect of cryptographic technologies on national security, law enforcement, commercial, and privacy interests, and effect of export controls on commercial interests, with cooperation of other agencies, and report findings and conclusions within 2 years after processing of security clearances to Secretary of Defense, and directed Secretary to submit a report in unclassified form to Committee on Armed Services, Committee on the Judiciary, and Select Committee on Intelligence of Senate and to Committee on Armed Services, Committee on the Judiciary, and Permanent Select Committee on Intelligence of House of Representatives, not later than 120 days after the report is submitted to the Secretary.

10 USC § 422. Use of funds for certain incidental purposes

(a) Counterintelligence Official Reception and Representation Expenses.—The Secretary of Defense may use funds available to the Department of Defense for counterintelligence programs to pay the expenses of hosting foreign officials in the United States under the auspices of the Department of Defense for consultation on counterintelligence matters.

(b) Promotional Items for Recruitment Purposes.—The Secretary of Defense may use funds available for an intelligence element of the Department of Defense to purchase promotional items of nominal value for use in the recruitment of individuals for employment by that element.


10 USC § 423. Authority to use proceeds from counterintelligence operations of the military departments or the Defense Intelligence Agency

(a) The Secretary of Defense may authorize, without regard to the provisions of section 3302 of title 31, use of proceeds from counterintelligence operations conducted by components of the military departments or the Defense Intelligence Agency to offset necessary and reasonable expenses, not otherwise prohibited by law, incurred in such operations, and to make exceptional performance awards to personnel involved in such operations, if use of appropriated funds to meet such expenses or to make such awards would not be practicable.
(b) As soon as the net proceeds from such counterintelligence operations are no longer necessary for the conduct of those operations, such proceeds shall be deposited into the Treasury as miscellaneous receipts.

(c) The Secretary of Defense shall establish policies and procedures to govern acquisition, use, management, and disposition of proceeds from counterintelligence operations conducted by components of the military departments or the Defense Intelligence Agency, including effective internal systems of accounting and administrative controls.


10 USC § 424. Disclosure of organizational and personnel information: exemption for specified intelligence agencies

(a) Exemption From Disclosure.—Except as required by the President or as provided in subsection (c), no provision of law shall be construed to require the disclosure of—

(1) the organization or any function of an organization of the Department of Defense named in subsection (b); or

(2) the number of persons employed by or assigned or detailed to any such organization or the name, official title, occupational series, grade, or salary of any such person.

(b) Covered Organizations.—This section applies to the following organizations of the Department of Defense:

(1) The Defense Intelligence Agency.

(2) The National Reconnaissance Office.

(3) The National Geospatial-Intelligence Agency.

(c) Provision of Information to Congress.—Subsection (a) does not apply with respect to the provision of information to Congress.

**Prior Provisions**


**Disclosure of Governmental Affiliation by Department of Defense Intelligence Personnel Outside of United States**


“(a) In General.—Notwithstanding section 552a(e)(3) of title 5, United States Code, intelligence personnel of the Department of Defense who are authorized by the Secretary of Defense to collect intelligence from human sources shall not be required, when making an initial assessment contact outside the United States, to give notice of governmental affiliation to potential sources who are United States persons.

“(b) Records.—Records concerning such contacts shall be maintained by the Department of Defense and made available upon request to the appropriate committees of the Congress in accordance with applicable security procedures. Such records shall include for each such contact an explanation of why notice of government affiliation could not reasonably be provided, the nature of the information obtained from the United States person as a result of the contact, and whether additional contacts resulted with the person concerned.

“(c) Definitions.—For the purposes of this section—

“(1) the term ‘United States’ includes the Commonwealth of Puerto Rico, the Commonwealth of the Northern Mariana Islands, and any territory or possession of the United States; and

“(2) the term ‘United States person’ means any citizen, national, or permanent resident alien of the United States.”

**Exemption for National Reconnaissance Office From Any Requirement for Disclosure of Personnel Information**
Pub. L. 102–496, title IV, §406, Oct. 24, 1992, 106 Stat. 3186, which provided that, except as required by President and except with respect to provision of information to Congress, nothing in Pub. L. 102–496 or any other provision of law was to be construed to require disclosure of name, title, or salary of any person employed by, or assigned or detailed to, National Reconnaissance Office or disclosure of number of such persons, was repealed and restated in former section 425 of this title by Pub. L. 103–178, title V, §503(a)(1), (b), Dec. 3, 1993, 107 Stat. 2038, 2039.

10 USC § 425. Prohibition of unauthorized use of name, initials, or seal: specified intelligence agencies

(a) Prohibition.—Except with the written permission of both the Secretary of Defense and the Director of National Intelligence, no person may knowingly use, in connection with any merchandise, retail product, impersonation, solicitation, or commercial activity in a manner reasonably calculated to convey the impression that such use is approved, endorsed, or authorized by the Secretary and the Director, any of the following (or any colorable imitation thereof):

(1) The words “Defense Intelligence Agency”, the initials “DIA”, or the seal of the Defense Intelligence Agency.

(2) The words “National Reconnaissance Office”, the initials “NRO”, or the seal of the National Reconnaissance Office.

(3) The words “National Imagery and Mapping Agency”, the initials “NIMA”, or the seal of the National Imagery and Mapping Agency.


(5) The words “National Geospatial-Intelligence Agency”, the initials “NGA,” or the seal of the National Geospatial-Intelligence Agency.

(b) Authority To Enjoin Violations.—Whenever it appears to the Attorney General that any person is engaged or is about to engage in an act or practice which constitutes or will constitute conduct prohibited by subsection (a), the Attorney General may initiate a civil proceeding in a district court of the United States to enjoin such act or practice. Such court shall proceed as soon as practicable to the hearing and determination of such action and may, at any time before final determination, enter such restraining orders or prohibitions, or take such other actions as is warranted, to prevent injury to the United States or to any person or class of persons for whose protection the action is brought.

10 USC § 426. Integration of Department of Defense intelligence, surveillance, and reconnaissance capabilities

(a) ISR Integration Council.—(1) The Under Secretary of Defense for Intelligence shall establish an Intelligence, Surveillance, and Reconnaissance Integration Council—

(A) to assist the Under Secretary with respect to matters relating to the integration of intelligence, surveillance, and reconnaissance capabilities, and coordination of related developmental activities, of the military departments, intelligence agencies of the Department of Defense, and relevant combatant commands; and

(B) otherwise to provide a means to facilitate the integration of such capabilities and the coordination of such developmental activities.

(2) The Council shall be composed of—

(A) the senior intelligence officers of the armed forces and the United States Special Operations Command;

(B) the Director of Operations of the Joint Staff; and

(C) the directors of the intelligence agencies of the Department of Defense.

(3) The Under Secretary of Defense for Intelligence shall invite the participation of the Director of National Intelligence (or that Director’s representative) in the proceedings of the Council.

(4) Each Secretary of a military department may designate an officer or employee of such military department to attend the proceedings of the Council as a representative of such military department.
(b) ISR Integration Roadmap.—(1) The Under Secretary of Defense for Intelligence shall develop a comprehensive plan, to be known as the “Defense Intelligence, Surveillance, and Reconnaissance Integration Roadmap”, to guide the development and integration of the Department of Defense intelligence, surveillance, and reconnaissance capabilities for the 15-year period of fiscal years 2004 through 2018.

(2) The Under Secretary shall develop the Defense Intelligence, Surveillance, and Reconnaissance Integration Roadmap in consultation with the Intelligence, Surveillance, and Reconnaissance Integration Council and the Director of National Intelligence.


Integration of Defense Intelligence, Surveillance, and Reconnaissance Capabilities


“(a) Findings.—Congress makes the following findings:

“(1) As part of transformation efforts within the Department of Defense, each of the Armed Forces is developing intelligence, surveillance, and reconnaissance capabilities that best support future war fighting as envisioned by the leadership of the military department concerned.

“(2) Concurrently, intelligence agencies of the Department of Defense outside the military departments are developing transformation roadmaps to best support the future decisionmaking and war fighting needs of their principal customers, but are not always closely coordinating those efforts with the intelligence, surveillance, and reconnaissance development efforts of the military departments.

“(3) A senior official of each military department has been designated as the integrator of intelligence, surveillance, and reconnaissance for each of the Armed Forces in such military department, but there is not currently a well-defined forum through which the integrators of intelligence, surveillance, and reconnaissance capabilities for each of the Armed Forces can routinely interact with each other and with senior representatives of Department of Defense intelligence agencies, as well as with other members of the intelligence
community, to ensure unity of effort and to preclude unnecessary duplication of effort.

“(4) The current funding structure of a National Intelligence Program (NIP) and a Military Intelligence Program (MIP) may not be the best approach for supporting the development of an intelligence, surveillance, and reconnaissance structure that is integrated to meet the national security requirements of the United States in the 21st century.

“(5) The position of Under Secretary of Defense for Intelligence was established in 2002 by Public Law 107–314 [see 10 U.S.C. 137] in order to facilitate resolution of the challenges to achieving an integrated intelligence, surveillance, and reconnaissance structure in the Department of Defense to meet such 21st century requirements.

“(b) Goal.—It shall be a goal of the Department of Defense to fully integrate the intelligence, surveillance, and reconnaissance capabilities and coordinate the developmental activities of the military departments, intelligence agencies of the Department of Defense, and relevant combatant commands as those departments, agencies, and commands transform their intelligence, surveillance, and reconnaissance systems to meet current and future needs.”


10 USC § 428. Defense industrial security

(a) Responsibility for Defense Industrial Security.—The Secretary of Defense shall be responsible for the protection of classified information disclosed to contractors of the Department of Defense.

(b) Consistency With Executive Orders and Directives.—The Secretary shall carry out the responsibility assigned under subsection (a) in a manner consistent with Executive Order 12829 (or any successor order to such executive order) and consistent with policies relating to the National Industrial Security Program (or any successor to such program).

(c) Performance of Industrial Security Functions for Other Agencies.—The Secretary may perform industrial security functions for other agencies of the Federal government upon request or upon designation of the Department of
Defense as executive agent for the National Industrial Security Program (or any successor to such program).

(d) Regulations and Policy Guidance.—The Secretary shall prescribe, and from time to time revise, such regulations and policy guidance as are necessary to ensure the protection of classified information disclosed to contractors of the Department of Defense.

(e) Dedication of Resources.—The Secretary shall ensure that sufficient resources are provided to staff, train, and support such personnel as are necessary to fully protect classified information disclosed to contractors of the Department of Defense.

(f) Biennial Report.—The Secretary shall report biennially to the congressional defense committees on expenditures and activities of the Department of Defense in carrying out the requirements of this section. The Secretary shall submit the report at or about the same time that the President's budget is submitted pursuant to section 1105(a) of title 31 in odd numbered years. The report shall be in an unclassified form (with a classified annex if necessary) and shall cover the activities of the Department of Defense in the preceding two fiscal years, including the following:

(1) The workforce responsible for carrying out the requirements of this section, including the number and experience of such workforce; training in the performance of industrial security functions; performance metrics; and resulting assessment of overall quality.

(2) A description of funds authorized, appropriated, or reprogrammed to carry out the requirements of this section, the budget execution of such funds, and the adequacy of budgets provided for performing such purpose.

(3) Statistics on the number of contractors handling classified information of the Department of Defense, and the percentage of such contractors who are subject to foreign ownership, control, or influence.

(4) Statistics on the number of violations identified, enforcement actions taken, and the percentage of such violations occurring at facilities of contractors subject to foreign ownership, control, or influence.

(5) An assessment of whether major contractors implementing the program have adequate enforcement programs and have trained their employees adequately in the requirements of the program.
(6) Trend data on attempts to compromise classified information disclosed to contractors of the Department of Defense to the extent that such data are available.


10 USC § 429. Appropriations for Defense intelligence elements: accounts for transfers; transfer authority

(a) Accounts for Appropriations for Defense Intelligence Elements.—The Secretary of Defense may transfer appropriations of the Department of Defense which are available for the activities of Defense intelligence elements to an account or accounts established for receipt of such transfers. Each such account may also receive transfers from the Director of National Intelligence if made pursuant to Section 102A of the National Security Act of 1947 (50 U.S.C. 403–1), and transfers and reimbursements arising from transactions, as authorized by law, between a Defense intelligence element and another entity. Appropriation balances in each such account may be transferred back to the account or accounts from which such appropriations originated as appropriation refunds.

(b) Recordation of Transfers.—Transfers made pursuant to subsection (a) shall be recorded as expenditure transfers.

(c) Availability of Funds.—Funds transferred pursuant to subsection (a) shall remain available for the same time period and for the same purpose as the appropriation from which transferred, and shall remain subject to the same limitations provided in the act making the appropriation.

(d) Obligation and Expenditure of Funds.—Unless otherwise specifically authorized by law, funds transferred pursuant to subsection (a) shall only be obligated and expended in accordance with chapter 15 of title 31 and all other applicable provisions of law.

(e) Defense Intelligence Element Defined.—In this section, the term “Defense intelligence element” means any of the Department of Defense agencies, offices, and elements included within the definition of “intelligence community” under section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)).

SUBCHAPTER II—INTELLIGENCE COMMERCIAL ACTIVITIES

10 USC § 431. Authority to engage in commercial activities as security for intelligence collection activities

(a) Authority.—The Secretary of Defense, subject to the provisions of this subchapter, may authorize the conduct of those commercial activities necessary to provide security for authorized intelligence collection activities abroad undertaken by the Department of Defense. No commercial activity may be initiated pursuant to this subchapter after December 31, 2015.

(b) Interagency Coordination and Support.—Any such activity shall—

(1) be coordinated with, and (where appropriate) be supported by, the Director of the Central Intelligence Agency; and

(2) to the extent the activity takes place within the United States, be coordinated with, and (where appropriate) be supported by, the Director of the Federal Bureau of Investigation.

(c) Definitions.—In this subchapter:

(1) The term “commercial activities” means activities that are conducted in a manner consistent with prevailing commercial practices and includes—

(A) the acquisition, use, sale, storage and disposal of goods and services;

(B) entering into employment contracts and leases and other agreements for real and personal property;

(C) depositing funds into and withdrawing funds from domestic and foreign commercial business or financial institutions;

(D) acquiring licenses, registrations, permits, and insurance; and

(E) establishing corporations, partnerships, and other legal entities.

(2) The term “intelligence collection activities” means the collection of foreign intelligence and counterintelligence information.
10 USC § 432. Use, disposition, and auditing of funds

(a) Use of Funds.—Funds generated by a commercial activity authorized pursuant to this subchapter may be used to offset necessary and reasonable expenses arising from that activity. Use of such funds for that purpose shall be kept to the minimum necessary to conduct the activity concerned in a secure manner. Any funds generated by the activity in excess of those required for that purpose shall be deposited, as often as may be practicable, into the Treasury as miscellaneous receipts.

(b) Audits.—(1) The Secretary of Defense shall assign an organization within the Department of Defense to have auditing responsibility with respect to activities authorized under this subchapter.

(2) That organization shall audit the use and disposition of funds generated by any commercial activity authorized under this subchapter not less often than annually. The results of all such audits shall be promptly reported to the intelligence committees (as defined in section 437(d) of this title).

10 USC § 433. Relationship with other Federal laws

(a) In General.—Except as provided by subsection (b), a commercial activity conducted pursuant to this subchapter shall be carried out in accordance with applicable Federal law.

(b) Authorization of Waivers When Necessary to Maintain Security.—(1) If the Secretary of Defense determines, in connection with a commercial activity authorized pursuant to section 431 of this title, that compliance with certain Federal laws or regulations pertaining to the management and administration of Federal agencies would create an unacceptable risk of compromise of an authorized intelligence activity, the Secretary may, to the extent necessary to prevent such compromise, waive compliance with such laws or regulations.
(2) Any determination and waiver by the Secretary under paragraph (1) shall be made in writing and shall include a specification of the laws and regulations for which compliance by the commercial activity concerned is not required consistent with this section.

(3) The authority of the Secretary under paragraph (1) may be delegated only to the Deputy Secretary of Defense, an Under Secretary of Defense, an Assistant Secretary of Defense, or a Secretary of a military department.

(c) Federal Laws and Regulations.—For purposes of this section, Federal laws and regulations pertaining to the management and administration of Federal agencies are only those Federal laws and regulations pertaining to the following:

(1) The receipt and use of appropriated and nonappropriated funds.
(2) The acquisition or management of property or services.
(3) Information disclosure, retention, and management.
(4) The employment of personnel.
(5) Payments for travel and housing.
(6) The establishment of legal entities or government instrumentalities.
(7) Foreign trade or financial transaction restrictions that would reveal the commercial activity as an activity of the United States Government.


10 USC § 434. Reservation of defenses and immunities

The submission to judicial proceedings in a State or other legal jurisdiction, in connection with a commercial activity undertaken pursuant to this subchapter, shall not constitute a waiver of the defenses and immunities of the United States.


10 USC § 435. Limitations

(a) Lawful Activities.—Nothing in this subchapter authorizes the conduct of any intelligence activity that is not otherwise authorized by law or Executive order.
(b) Domestic Activities.—Personnel conducting commercial activity authorized by this subchapter may only engage in those activities in the United States to the extent necessary to support intelligence activities abroad.

(c) Providing Goods and Services to the Department of Defense.—Commercial activity may not be undertaken within the United States for the purpose of providing goods and services to the Department of Defense, other than as may be necessary to provide security for the activities subject to this subchapter.

(d) Notice to United States Persons.—(1) In carrying out a commercial activity authorized under this subchapter, the Secretary of Defense may not permit an entity engaged in such activity to employ a United States person in an operational, managerial, or supervisory position, and may not assign or detail a United States person to perform operational, managerial, or supervisory duties for such an entity, unless that person is informed in advance of the intelligence security purpose of that activity.

(2) In this subsection, the term “United States person” means an individual who is a citizen of the United States or an alien lawfully admitted to the United States for permanent residence.


10 USC § 436. Regulations

The Secretary of Defense shall prescribe regulations to implement the authority provided in this subchapter. Such regulations shall be consistent with this subchapter and shall at a minimum—

(1) specify all elements of the Department of Defense who are authorized to engage in commercial activities pursuant to this subchapter;

(2) require the personal approval of the Secretary or Deputy Secretary of Defense for all sensitive activities to be authorized pursuant to this subchapter;

(3) specify all officials who are authorized to grant waivers of laws or regulations pursuant to section 433(b) of this title, or to approve the establishment or conduct of commercial activities pursuant to this subchapter;

(4) designate a single office within the Defense Intelligence Agency to be responsible for the management and supervision of all activities authorized under this subchapter;
(5) require that each commercial activity proposed to be authorized under this subchapter be subject to appropriate legal review before the activity is authorized; and

(6) provide for appropriate internal audit controls and oversight for such activities.


10 USC § 437. Congressional oversight

(a) Proposed Regulations.—Copies of regulations proposed to be prescribed under section 436 of this title (including any proposed revision to such regulations) shall be submitted to the intelligence committees not less than 30 days before they take effect.

(b) Current Information.—Consistent with title V of the National Security Act of 1947 (50 U.S.C. 413 et seq.), the Secretary of Defense shall ensure that the intelligence committees are kept fully and currently informed of actions taken pursuant to this subchapter, including any significant anticipated activity to be authorized pursuant to this subchapter.

CHAPTER 22—NATIONAL GEOSPATIAL-INTELLIGENCE AGENCY

SUBCHAPTER I—MISSIONS AND AUTHORITY

10 USC § 441. Establishment

(a) Establishment.—The National Geospatial-Intelligence Agency is a combat support agency of the Department of Defense and has significant national missions.

(b) Director.—(1) The Director of the National Geospatial-Intelligence Agency is the head of the agency.

(2) Upon a vacancy in the position of Director, the Secretary of Defense shall recommend to the President an individual for appointment to the position.

(3) If an officer of the armed forces on active duty is appointed to the position of Director, the position shall be treated as having been designated by the President as a position of importance and responsibility for purposes of section 601 of this title and shall carry the grade of lieutenant general, or, in the case of an officer of the Navy, vice admiral.

(c) Director of National Intelligence Collection Tasking Authority.—Unless otherwise directed by the President, the Director of National Intelligence shall have authority (except as otherwise agreed by the Director and the Secretary of Defense) to—

(1) approve collection requirements levied on national imagery collection assets;

(2) determine priorities for such requirements; and

(3) resolve conflicts in such priorities.

(d) Availability and Continued Improvement of Imagery Intelligence Support to All-Source Analysis and Production Function.—The Secretary of Defense, in consultation with the Director of National Intelligence, shall take all necessary steps to ensure the full availability and continued improvement of imagery intelligence support for all-source analysis and production.


**Short Title of 1996 Amendment**

Pub. L. 104–201, div. A, title XI, §1101, Sept. 23, 1996, 110 Stat. 2676, provided that: “This title [enacting this chapter, section 424 of this title, and sections 404e and 404f of Title 50, War and National Defense, amending sections 193, 201, and 451 to 456 of this title, sections 2302, 3132, 4301, 4701, 5102, 5342, 6339, and 7323 of Title 5, Government Organization and Employees, section 105 of the Ethics in Government Act of 1978, set out in the Appendix to Title 5, section 82 of Title 14, Coast Guard, section 2006 of Title 29, Labor, section 1336 of Title 44, Public Printing and Documents, and sections 401a and 403–5 of Title 50, renumbering chapter 22 and sections 451, 452, 2792 to 2796, and 2798 of this title as chapter 23 and sections 481, 482, 451 to 455, and 456 of this title, respectively, repealing sections 424, 425, 2791, and 2797 of this title, enacting provisions set out as notes under this section and section 193 of this title, and amending provisions set out as a note under section 501 of Title 44] may be cited as the ‘National Imagery and Mapping Agency Act of 1996’.”

**Redesignation of National Imagery and Mapping Agency as National Geospatial-Intelligence Agency**

Pub. L. 108–136, div. A, title IX, §921(a), (g), Nov. 24, 2003, 117 Stat. 1568, 1570, provided that:

“(a) Redesignation.—The National Imagery and Mapping Agency of the Department of Defense is hereby redesignated as the National Geospatial-Intelligence Agency.

“(g) References.—Any reference to the National Imagery and Mapping Agency in any law, regulation, map, document, record, or other paper of the United States shall be considered to be a reference to the National Geospatial-Intelligence Agency.”

**Congressional Findings**

Section 1102 of Pub. L. 104–201 provided that: “Congress makes the following findings:

“(1) There is a need within the Department of Defense and the Intelligence Community of the United States to provide a single agency focus for the growing number and diverse types of customers for imagery and geospatial information resources within the Government, to ensure visibility and accountability for those
resources, and to harness, leverage, and focus rapid technological developments to serve the imagery, imagery intelligence, and geospatial information customers.

“(2) There is a need for a single Government agency to solicit and advocate the needs of that growing and diverse pool of customers.

“(3) A single combat support agency dedicated to imagery, imagery intelligence, and geospatial information could act as a focal point for support of all imagery intelligence and geospatial information customers, including customers in the Department of Defense, the Intelligence Community, and related agencies outside of the Department of Defense.

“(4) Such an agency would best serve the needs of the imagery, imagery intelligence, and geospatial information customers if it were organized—

“(A) to carry out its mission responsibilities under the authority, direction, and control of the Secretary of Defense, with the advice of the Chairman of the Joint Chiefs of Staff; and

“(B) to carry out its responsibilities to national intelligence customers in accordance with policies and priorities established by the Director of Central Intelligence.”

Establishment of National Geospatial-Intelligence Agency; Transfer of Functions

Section 1111 of Pub. L. 104–201 provided that:

“(a) Establishment.—There is hereby established in the Department of Defense a Defense Agency to be known as the National Imagery and Mapping Agency [now National Geospatial-Intelligence Agency].

“(b) Transfer of Functions From Department of Defense Entities.—The missions and functions of the following elements of the Department of Defense are transferred to the National Imagery and Mapping Agency [now National Geospatial-Intelligence Agency]:

“(1) The Defense Mapping Agency.

“(2) The Central Imagery Office.

“(3) Other elements of the Department of Defense as specified in the classified annex to this Act [see section 1002 of Pub. L. 104–201, set out as a note under section 114 of this title].
“(c) Transfer of Functions From Central Intelligence Agency.—The missions and functions of the following elements of the Central Intelligence Agency are transferred to the National Imagery and Mapping Agency [now National Geospatial-Intelligence Agency]:

“(1) The National Photographic Interpretation Center.

“(2) Other elements of the Central Intelligence Agency as specified in the classified annex to this Act.

“(d) Preservation of Level and Quality of Imagery Intelligence Support to All-Source Analysis and Production.—In managing the establishment of the National Imagery and Mapping Agency [now National Geospatial-Intelligence Agency], the Secretary of Defense, in consultation with the Director of Central Intelligence, shall ensure that imagery intelligence support provided to all-source analysis and production is in no way degraded or compromised.”

10 USC § 442. Missions

(a) National Security Missions.—(1) The National Geospatial-Intelligence Agency shall, in support of the national security objectives of the United States, provide geospatial intelligence consisting of the following:

(A) Imagery.

(B) Imagery intelligence.

(C) Geospatial information.

(2)(A) As directed by the Director of National Intelligence, the National Geospatial-Intelligence Agency shall develop a system to facilitate the analysis, dissemination, and incorporation of likenesses, videos, and presentations produced by ground-based platforms, including handheld or clandestine photography taken by or on behalf of human intelligence collection organizations or available as open-source information, into the National System for Geospatial Intelligence.

(B) The authority provided by this paragraph does not include authority for the National Geospatial-Intelligence Agency to manage tasking of handheld or clandestine photography taken by or on behalf of human intelligence collection organizations.
(3) Geospatial intelligence provided in carrying out paragraphs (1) and (2) shall be timely, relevant, and accurate.

(b) Navigation Information.—The National Geospatial-Intelligence Agency shall improve means of navigating vessels of the Navy and the merchant marine by providing, under the authority of the Secretary of Defense, accurate and inexpensive nautical charts, sailing directions, books on navigation, and manuals of instructions for the use of all vessels of the United States and of navigators generally.

(c) Maps, Charts, Etc.—The National Geospatial-Intelligence Agency shall prepare and distribute maps, charts, books, and geodetic products as authorized under subchapter II of this chapter.

(d) National Missions.—The National Geospatial-Intelligence Agency also has national missions as specified in section 110(a) of the National Security Act of 1947 (50 U.S.C. 404e(a)).

(e) Systems.—The National Geospatial-Intelligence Agency may, in furtherance of a mission of the Agency, design, develop, deploy, operate, and maintain systems related to the processing and dissemination of imagery intelligence and geospatial information that may be transferred to, accepted or used by, or used on behalf of—

(1) the armed forces, including any combatant command, component of a combatant command, joint task force, or tactical unit; or

(2) any other department or agency of the United States.


10 USC § 443. Imagery intelligence and geospatial information: support for foreign countries

(a) Use of Appropriated Funds.—The Director of the National Geospatial-Intelligence Agency may use appropriated funds available to the National Geospatial-Intelligence Agency to provide foreign countries with imagery intelligence and geospatial information support.

(b) Use of Funds Other Than Appropriated Funds.—The Director may use funds other than appropriated funds to provide foreign countries with imagery
intelligence and geospatial information support, notwithstanding provisions of law relating to the expenditure of funds of the United States, except that—

(1) no such funds may be expended, in whole or in part, by or for the benefit of the National Geospatial-Intelligence Agency for a purpose for which Congress had previously denied funds;

(2) proceeds from the sale of imagery intelligence or geospatial information items may be used only to purchase replacement items similar to the items that are sold; and

(3) the authority provided by this subsection may not be used to acquire items or services for the principal benefit of the United States.

(c) Accommodation Procurements.—The authority under this section may be exercised to conduct accommodation procurements on behalf of foreign countries.

d) Coordination With Director of National Intelligence.—The Director of the Agency shall coordinate with the Director of National Intelligence any action under this section that involves imagery intelligence or intelligence products or involves providing support to an intelligence or security service of a foreign country.


10 USC § 444. Support from Central Intelligence Agency

(a) Support Authorized.—The Director of the Central Intelligence Agency may provide support in accordance with this section to the Director of the National Geospatial-Intelligence Agency. The Director of the National Geospatial-Intelligence Agency may accept support provided under this section.

(b) Administrative and Contract Services.—(1) In furtherance of the national intelligence effort, the Director of the Central Intelligence Agency may provide administrative and contract services to the National Geospatial-Intelligence
Agency as if that agency were an organizational element of the Central Intelligence Agency.

(2) Services provided under paragraph (1) may include the services of security police. For purposes of section 15 of the Central Intelligence Agency Act of 1949 (50 U.S.C. 4030), an installation of the National Geospatial-Intelligence Agency that is provided security police services under this section shall be considered an installation of the Central Intelligence Agency.

(3) Support provided under this subsection shall be provided under terms and conditions agreed upon by the Secretary of Defense and the Director of the Central Intelligence Agency.

c) Detail of Personnel.—The Director of the Central Intelligence Agency may detail personnel of the Central Intelligence Agency indefinitely to the National Geospatial-Intelligence Agency without regard to any limitation on the duration of interagency details of Federal Government personnel.

d) Reimbursable or Nonreimbursable Support.—Support under this section may be provided and accepted on either a reimbursable basis or a nonreimbursable basis.

e) Authority To Transfer Funds.—(1) The Director of the National Geospatial-Intelligence Agency may transfer funds available for that agency to the Director of the Central Intelligence Agency for the Central Intelligence Agency.

(2) The Director of the Central Intelligence Agency—

(A) may accept funds transferred under paragraph (1); and

(B) shall expend such funds, in accordance with the Central Intelligence Agency Act of 1949 (50 U.S.C. 403a et seq.), to provide administrative and contract services or detail personnel to the National Geospatial-Intelligence Agency under this section.

SUBCHAPTER II—MAPS, CHARTS, AND GEODETIC PRODUCTS

10 USC § 451. Maps, charts, and books

The Secretary of Defense may—

(1) have the National Geospatial-Intelligence Agency prepare maps, charts, and nautical books required in navigation and have those materials published and furnished to navigators; and

(2) buy the plates and copyrights of existing maps, charts, books on navigation, and sailing directions and instructions.


10 USC § 452. Pilot charts

(a) There shall be conspicuously printed on pilot charts prepared in the National Geospatial-Intelligence Agency the following: “Prepared from data furnished by the National Geospatial-Intelligence Agency of the Department of Defense and by the Department of Commerce, and published at the National Geospatial-Intelligence Agency under the authority of the Secretary of Defense”.

(b) The Secretary of Commerce shall furnish to the National Geospatial-Intelligence Agency, as quickly as possible, all meteorological information received by the Secretary that is necessary for, and of the character used in, preparing pilot charts.


10 USC § 453. Sale of maps, charts, and navigational publications: prices; use of proceeds

(a) Prices.—All maps, charts, and other publications offered for sale by the National Geospatial-Intelligence Agency shall be sold at prices and under regulations that may be prescribed by the Secretary of Defense.
(b) Use of Proceeds To Pay Foreign Licensing Fees.—(1) The Secretary of Defense may pay any NGA foreign data acquisition fee out of the proceeds of the sale of maps, charts, and other publications of the Agency, and those proceeds are hereby made available for that purpose.

(2) In this subsection, the term “NGA foreign data acquisition fee” means any licensing or other fee imposed by a foreign country or international organization for the acquisition or use of data or products by the National Geospatial-Intelligence Agency.


10 USC § 454. Exchange of mapping, charting, and geodetic data with foreign countries, international organizations, nongovernmental organizations, and academic institutions

(a) Foreign Countries and International Organizations.—The Secretary of Defense may authorize the National Geospatial-Intelligence Agency to exchange or furnish mapping, charting, and geodetic data, supplies and services to a foreign country or international organization pursuant to an agreement for the production or exchange of such data.

(b) Nongovernmental Organizations and Academic Institutions.—The Secretary may authorize the National Geospatial-Intelligence Agency to exchange or furnish mapping, charting, and geodetic data, supplies, and services relating to areas outside of the United States to a nongovernmental organization or an academic institution engaged in geospatial information research or production of such areas pursuant to an agreement for the production or exchange of such data.

10 USC § 455. Maps, charts, and geodetic data: public availability; exceptions

(a) The National Geospatial-Intelligence Agency shall offer for sale maps and charts at scales of 1:500,000 and smaller, except those withheld in accordance with subsection (b) or those specifically authorized under criteria established by Executive order to be kept secret in the interest of national defense or foreign policy and in fact properly classified pursuant to such Executive order.

(b)(1) Notwithstanding any other provision of law, the Secretary of Defense may withhold from public disclosure any geodetic product in the possession of, or under the control of, the Department of Defense—

(A) that was obtained or produced, or that contains information that was provided, pursuant to an international agreement that restricts disclosure of such product or information to government officials of the agreeing parties or that restricts use of such product or information to government purposes only;

(B) that contains information that the Secretary of Defense has determined in writing would, if disclosed, reveal sources and methods, or capabilities, used to obtain source material for production of the geodetic product; or

(C) that contains information that the Director of the National Geospatial-Intelligence Agency has determined in writing would, if disclosed, jeopardize or interfere with ongoing military or intelligence operations, reveal military operational or contingency plans, or reveal, jeopardize, or compromise military or intelligence capabilities.

(2) In this subsection, the term “geodetic product" means imagery, imagery intelligence, or geospatial information.

(c)(1) Regulations to implement this section (including any amendments to such regulations) shall be published in the Federal Register for public comment for a period of not less than 30 days before they take effect.

(2) Regulations under this section shall address the conditions under which release of geodetic products authorized under subsection (b) to be withheld from public disclosure would be appropriate—

(A) in the case of allies of the United States; and
(B) in the case of qualified United States contractors (including contractors that are small business concerns) who need such products for use in the performance of contracts with the United States.


10 USC § 456. Civil actions barred

(a) Claims Barred.—No civil action may be brought against the United States on the basis of the content of a navigational aid prepared or disseminated by the National Geospatial-Intelligence Agency.

(b) Navigational Aids Covered.—Subsection (a) applies with respect to a navigational aid in the form of a map, a chart, or a publication and any other form or medium of product or information in which the National Geospatial-Intelligence Agency prepares or disseminates navigational aids.


10 USC § 457. Operational files previously maintained by or concerning activities of National Photographic Interpretation Center: authority to withhold from public disclosure

(a) Authority.—The Secretary of Defense may withhold from public disclosure operational files described in subsection (b) to the same extent that operational files may be withheld under section 701 of the National Security Act of 1947 (50 U.S.C. 431).

(b) Covered Operational Files.—The authority under subsection (a) applies to operational files in the possession of the National Geospatial-Intelligence Agency that—

(1) as of September 22, 1996, were maintained by the National Photographic Interpretation Center; or
(2) concern the activities of the Agency that, as of such date, were performed by the National Photographic Interpretation Center.

(c) Operational Files Defined.—In this section, the term “operational files” has the meaning given that term in section 701(b) of the National Security Act of 1947 (50 U.S.C. 431(b)).

SUBCHAPTER III—PERSONNEL MANAGEMENT

10 USC § 461. Management rights

(a) Scope.—If there is no obligation under the provisions of chapter 71 of title 5 for the head of an agency of the United States to consult or negotiate with a labor organization on a particular matter by reason of that matter being covered by a provision of law or a Governmentwide regulation, the Director of the National Geospatial-Intelligence Agency is not obligated to consult or negotiate with a labor organization on that matter even if that provision of law or regulation is inapplicable to the National Geospatial-Intelligence Agency.

(b) Bargaining Units.—The Director of the National Geospatial-Intelligence Agency shall accord exclusive recognition to a labor organization under section 7111 of title 5 only for a bargaining unit that was recognized as appropriate for the Defense Mapping Agency on September 30, 1996.

(c) Termination of Bargaining Unit Coverage of Position Modified To Affect National Security Directly.—(1) If the Director of the National Geospatial-Intelligence Agency determines that the responsibilities of a position within a collective bargaining unit should be modified to include intelligence, counterintelligence, investigative, or security duties not previously assigned to that position and that the performance of the newly assigned duties directly affects the national security of the United States, then, upon such a modification of the responsibilities of that position, the position shall cease to be covered by the collective bargaining unit and the employee in that position shall cease to be entitled to representation by a labor organization accorded exclusive recognition for that collective bargaining unit.

(2) A determination described in paragraph (1) that is made by the Director of the National Geospatial-Intelligence Agency may not be reviewed by the Federal Labor Relations Authority or any court of the United States.


10 USC § 462. Financial assistance to certain employees in acquisition of critical skills

The Secretary of Defense may establish an undergraduate training program with respect to civilian employees of the National Geospatial-Intelligence Agency that is similar in purpose, conditions, content, and administration to the program established by the Secretary of Defense under section 16 of the National Security

SUBCHAPTER IV—DEFINITIONS

10 USC § 467. Definitions

In this chapter:

(1) The term “function” means any duty, obligation, responsibility, privilege, activity, or program.

(2)(A) The term “imagery” means, except as provided in subparagraph (B), a likeness or presentation of any natural or manmade feature or related object or activity and the positional data acquired at the same time the likeness or representation was acquired, including—

(i) products produced by space-based national intelligence reconnaissance systems; and

(ii) likenesses or presentations produced by satellites, airborne platforms, unmanned aerial vehicles, or other similar means.

(B) Such term does not include handheld or clandestine photography taken by or on behalf of human intelligence collection organizations.

(3) The term “imagery intelligence” means the technical, geographic, and intelligence information derived through the interpretation or analysis of imagery and collateral materials.

(4) The term “geospatial information” means information that identifies the geographic location and characteristics of natural or constructed features and boundaries on the earth and includes—

(A) statistical data and information derived from, among other things, remote sensing, mapping, and surveying technologies; and

(B) mapping, charting, geodetic data, and related products.

(5) The term “geospatial intelligence” means the exploitation and analysis of imagery and geospatial information to describe, assess, and visually depict physical features and geographically referenced activities on the earth. Geospatial intelligence consists of imagery, imagery intelligence, and geospatial information.
CHAPTER 80—MISCELLANEOUS INVESTIGATION REQUIREMENTS AND OTHER DUTIES

10 USC § 1564. Security clearance investigations

(a) Expedited Process.—The Secretary of Defense may prescribe a process for expediting the completion of the background investigations necessary for granting security clearances for—

(1) Department of Defense personnel and Department of Defense contractor personnel who are engaged in sensitive duties that are critical to the national security; and

(2) any individual who—

(A) submits an application for a position as an employee of the Department of Defense for which—

(i) the individual is qualified; and

(ii) a security clearance is required; and

(B) is—

(i) a member of the armed forces who was retired or separated, or is expected to be retired or separated, for physical disability pursuant to chapter 61 of this title;

(ii) the spouse of a member of the armed forces who retires or is separated, after the date of the enactment of the Ike Skelton National Defense Authorization Act for Fiscal Year 2011, for a physical disability as a result of a wound, injuries or illness incurred or aggravated in the line of duty (as determined by the Secretary concerned); or

(iii) the spouse of a member of the armed forces who dies, after the date of the enactment of the Ike Skelton National Defense Authorization Act for Fiscal Year 2011, as a result of a wound, injury, or illness incurred or aggravated in the line of duty (as determined by the Secretary concerned).

(b) Required Features.—The process developed under subsection (a) shall provide for the following:
(1) Quantification of the requirements for background investigations necessary for grants of security clearances for Department of Defense personnel and Department of Defense contractor personnel.

(2) Categorization of personnel on the basis of the degree of sensitivity of their duties and the extent to which those duties are critical to the national security.

(3) Prioritization of the processing of background investigations on the basis of the categories of personnel determined under paragraph (2).

(c) Annual Review.—The Secretary shall conduct an annual review of the process prescribed under subsection (a) and shall revise that process as determined necessary in relation to ongoing Department of Defense missions.

(d) Consultation Requirement.—The Secretary shall consult with the Secretaries of the military departments and the heads of Defense Agencies in carrying out this section.

(e) Sensitive Duties.—For the purposes of this section, it is not necessary for the performance of duties to involve classified activities or classified matters in order for the duties to be considered sensitive and critical to the national security.

(f) Use of Appropriated Funds.—The Secretary of Defense may use funds authorized to be appropriated to the Department of Defense for operation and maintenance to conduct background investigations under this section for individuals described in subsection (a)(2).


**Deadline for Prescribing Process for Prioritizing Background Investigations for Security Clearances**

Pub. L. 106–398, §1 [[div. A], title X, §1072(c)], Oct. 30, 2000, 114 Stat. 1654, 1654A–277, provided that: “The process required by section 1564(a) of title 10, United States Code, as added by subsection (a), for expediting the completion of the background investigations necessary for granting security clearances for certain persons shall be prescribed not later than January 1, 2001.”
10 USC § 1564a. Counterintelligence polygraph program

(a) Authority for Program.—The Secretary of Defense may carry out a program for the administration of counterintelligence polygraph examinations to persons described in subsection (b). The program shall be conducted in accordance with the standards specified in subsection (e).

(b) Persons Covered.—Except as provided in subsection (d), the following persons, if their duties are described in subsection (c), are subject to this section:

(1) Military and civilian personnel of the Department of Defense.

(2) Personnel of defense contractors.

(3) A person assigned or detailed to the Department of Defense.

(4) An applicant for a position in the Department of Defense.

(c) Covered Types of Duties.—The Secretary of Defense may provide, under standards established by the Secretary, that a person described in subsection (b) is subject to this section if that person's duties involve—

(1) access to information that—

(A) has been classified at the level of top secret; or

(B) is designated as being within a special access program under section 4.4(a) of Executive Order No. 12958 (or a successor Executive order); or

(2) assistance in an intelligence or military mission in a case in which the unauthorized disclosure or manipulation of information, as determined under standards established by the Secretary of Defense, could reasonably be expected to—

(A) jeopardize human life or safety;

(B) result in the loss of unique or uniquely productive intelligence sources or methods vital to United States security; or
(C) compromise technologies, operational plans, or security procedures vital to
the strategic advantage of the United States and its allies.

(d) Exceptions From Coverage for Certain Intelligence Agencies and Functions.—
This section does not apply to the following persons:

(1) A person assigned or detailed to the Central Intelligence Agency or to an
expert or consultant under a contract with the Central Intelligence Agency.

(2) A person who is—

(A) employed by or assigned or detailed to the National Security Agency;

(B) an expert or consultant under contract to the National Security Agency;

(C) an employee of a contractor of the National Security Agency; or

(D) a person applying for a position in the National Security Agency.

(3) A person assigned to a space where sensitive cryptographic information is
produced, processed, or stored.

(4) A person employed by, or assigned or detailed to, an office within the
Department of Defense for the collection of specialized national foreign
intelligence through reconnaissance programs or a contractor of such an office.

(e) Standards.—(1) Polygraph examinations conducted under this section shall
comply with all applicable laws and regulations.

(2) Such examinations may be authorized for any of the following purposes:

(A) To assist in determining the initial eligibility for duties described in
subsection (c) of, and aperiodically thereafter, on a random basis, to assist in
determining the continued eligibility of, persons described in subsections (b) and
(c).

(B) With the consent of, or upon the request of, the examinee, to—
(i) resolve serious credible derogatory information developed in connection with a personnel security investigation; or

(ii) exculpate him- or herself of allegations or evidence arising in the course of a counterintelligence or personnel security investigation.

(C) To assist, in a limited number of cases when operational exigencies require the immediate use of a person's services before the completion of a personnel security investigation, in determining the interim eligibility for duties described in subsection (c) of the person.

(3) Polygraph examinations conducted under this section shall provide adequate safeguards, prescribed by the Secretary of Defense, for the protection of the rights and privacy of persons subject to this section under subsection (b) who are considered for or administered polygraph examinations under this section. Such safeguards shall include the following:

(A) The examinee shall receive timely notification of the examination and its intended purpose and may only be given the examination with the consent of the examinee.

(B) The examinee shall be advised of the examinee's right to consult with legal counsel.

(C) All questions asked concerning the matter at issue, other than technical questions necessary to the polygraph technique, must have a relevance to the subject of the inquiry.

(f) Oversight.—(1) The Secretary shall establish a process to monitor responsible and effective application of polygraph examinations within the Department of Defense.

(2) The Secretary shall make information on the use of polygraphs within the Department of Defense available to the congressional defense committees.

(g) Polygraph Research Program.—The Secretary shall carry out a continuing research program to support the polygraph examination activities of the Department of Defense. The program shall include the following:
(1) An on-going evaluation of the validity of polygraph techniques used by the Department.

(2) Research on polygraph countermeasures and anti-countermeasures.

(3) Developmental research on polygraph techniques, instrumentation, and analytic methods.


10 USC § 1565. DNA identification information: collection from certain offenders; use

(a) Collection of DNA Samples.—(1) The Secretary concerned shall collect a DNA sample from each member of the armed forces under the Secretary's jurisdiction who is, or has been, convicted of a qualifying military offense (as determined under subsection (d)).

(2) For each member described in paragraph (1), if the Combined DNA Index System (in this section referred to as “CODIS”) of the Federal Bureau of Investigation contains a DNA analysis with respect to that member, or if a DNA sample has been or is to be collected from that member under section 3(a) of the DNA Analysis Backlog Elimination Act of 2000, the Secretary concerned may (but need not) collect a DNA sample from that member.

(3) The Secretary concerned may enter into agreements with other Federal agencies, units of State or local government, or private entities to provide for the collection of samples described in paragraph (1).

(b) Analysis and Use of Samples.—The Secretary concerned shall furnish each DNA sample collected under subsection (a) to the Secretary of Defense. The Secretary of Defense shall—

(1) carry out a DNA analysis on each such DNA sample in a manner that complies with the requirements for inclusion of that analysis in CODIS; and

(2) furnish the results of each such analysis to the Director of the Federal Bureau of Investigation for inclusion in CODIS.

(c) Definitions.—In this section:
(1) The term “DNA sample” means a tissue, fluid, or other bodily sample of an individual on which a DNA analysis can be carried out.

(2) The term “DNA analysis” means analysis of the deoxyribonucleic acid (DNA) identification information in a bodily sample.

(d) Qualifying Military Offenses.—The offenses that shall be treated for purposes of this section as qualifying military offenses are the following offenses, as determined by the Secretary of Defense, in consultation with the Attorney General:

(1) Any offense under the Uniform Code of Military Justice for which a sentence of confinement for more than one year may be imposed.

(2) Any other offense under the Uniform Code of Military Justice that is comparable to a qualifying Federal offense (as determined under section 3(d) of the DNA Analysis Backlog Elimination Act of 2000 (42 U.S.C. 14135a(d))).

(e) Expungement.—(1) The Secretary of Defense shall promptly expunge, from the index described in subsection (a) of section 210304 of the Violent Crime Control and Law Enforcement Act of 1994, the DNA analysis of a person included in the index on the basis of a qualifying military offense if the Secretary receives, for each conviction of the person of a qualifying offense, a certified copy of a final court order establishing that such conviction has been overturned.

(2) For purposes of paragraph (1), the term “qualifying offense” means any of the following offenses:

(A) A qualifying Federal offense, as determined under section 3 of the DNA Analysis Backlog Elimination Act of 2000.

(B) A qualifying District of Columbia offense, as determined under section 4 of the DNA Analysis Backlog Elimination Act of 2000.

(C) A qualifying military offense.

(3) For purposes of paragraph (1), a court order is not “final” if time remains for an appeal or application for discretionary review with respect to the order.
(f) Regulations.—This section shall be carried out under regulations prescribed by the Secretary of Defense, in consultation with the Secretary of Homeland Security and the Attorney General. Those regulations shall apply, to the extent practicable, uniformly throughout the armed forces.


10 USC § 1565a. DNA samples maintained for identification of human remains: use for law enforcement purposes

(a) Compliance with Court Order.—(1) Subject to paragraph (2), if a valid order of a Federal court (or military judge) so requires, an element of the Department of Defense that maintains a repository of DNA samples for the purpose of identification of human remains shall make available, for the purpose specified in subsection (b), such DNA samples on such terms and conditions as such court (or military judge) directs.

(2) A DNA sample with respect to an individual shall be provided under paragraph (1) in a manner that does not compromise the ability of the Department of Defense to maintain a sample with respect to that individual for the purpose of identification of human remains.

(b) Covered Purpose.—The purpose referred to in subsection (a) is the purpose of an investigation or prosecution of a felony, or any sexual offense, for which no other source of DNA information is reasonably available.

(c) Definition.—In this section, the term “DNA sample” has the meaning given such term in section 1565(c) of this title.


10 USC § 1565b. Victims of sexual assault: access to legal assistance and services of Sexual Assault Response Coordinators and Sexual Assault Victim Advocates

(a) Availability of Legal Assistance and Victim Advocate Services.—(1) A member of the armed forces, or a dependent of a member, who is the victim of a sexual assault may be provided the following:
(A) Legal assistance provided by military or civilian legal assistance counsel pursuant to section 1044 of this title.

(B) Assistance provided by a Sexual Assault Response Coordinator.

(C) Assistance provided by a Sexual Assault Victim Advocate.

(2) A member of the armed forces or dependent who is the victim of sexual assault shall be informed of the availability of assistance under paragraph (1) as soon as the member or dependent seeks assistance from a Sexual Assault Response Coordinator, a Sexual Assault Victim Advocate, a military criminal investigator, a victim/witness liaison, or a trial counsel. The member or dependent shall also be informed that the legal assistance and the services of a Sexual Assault Response Coordinator or a Sexual Assault Victim Advocate under paragraph (1) are optional and may be declined, in whole or in part, at any time.

(3) Legal assistance and the services of Sexual Assault Response Coordinators and Sexual Assault Victim Advocates under paragraph (1) shall be available to a member or dependent regardless of whether the member or dependent elects unrestricted or restricted (confidential) reporting of the sexual assault.

(b) Restricted Reporting.—(1) Under regulations prescribed by the Secretary of Defense, a member of the armed forces, or a dependent of a member, who is the victim of a sexual assault may elect to confidentially disclose the details of the assault to an individual specified in paragraph (2) and receive medical treatment, legal assistance under section 1044 of this title, or counseling, without initiating an official investigation of the allegations.

(2) The individuals specified in this paragraph are the following:

(A) A Sexual Assault Response Coordinator.

(B) A Sexual Assault Victim Advocate.

(C) Healthcare personnel specifically identified in the regulations required by paragraph (1).

10 USC § 1566. Voting assistance: compliance assessments; assistance

(a) Regulations.—The Secretary of Defense shall prescribe regulations to require that the Army, Navy, Air Force, and Marine Corps ensure their compliance with any directives issued by the Secretary of Defense in implementing any voting assistance program.

(b) Voting Assistance Programs Defined.—In this section, the term “voting assistance programs” means—

(1) the Federal Voting Assistance Program carried out under the Uniformed and Overseas Citizens Absentee Voting Act (42 U.S.C. 1973ff et seq.); and

(2) any similar program.

(c) Annual Effectiveness and Compliance Reviews.—(1) The Inspector General of each of the Army, Navy, Air Force, and Marine Corps shall conduct—

(A) an annual review of the effectiveness of voting assistance programs; and

(B) an annual review of the compliance with voting assistance programs of that armed force.

(2) Upon the completion of each annual review under paragraph (1), each Inspector General specified in that paragraph shall submit to the Inspector General of the Department of Defense a report on the results of each such review. Such report shall be submitted in time each year to be reflected in the report of the Inspector General of the Department of Defense under paragraph (3).

(3) Not later than March 31 each year, the Inspector General of the Department of Defense shall submit to Congress a report on—

(A) the effectiveness during the preceding calendar year of voting assistance programs; and

(B) the level of compliance during the preceding calendar year with voting assistance programs of each of the Army, Navy, Air Force, and Marine Corps.

(e) Regular Military Department Assessments.—The Secretary of each military department shall include in the set of issues and programs to be reviewed during any management effectiveness review or inspection at the installation level an assessment of compliance with the Uniformed and Overseas Citizens Absentee Voting Act (42 U.S.C. 1973ff et seq.) and with Department of Defense regulations regarding the Federal Voting Assistance Program.

(f) Voting Assistance Officers.—(1) Voting assistance officers shall be appointed or assigned under Department of Defense regulations. Commanders at all levels are responsible for ensuring that unit voting officers are trained and equipped to provide information and assistance to members of the armed forces on voting matters. Performance evaluation reports pertaining to a member who has been assigned to serve as a voting assistance officer shall comment on the performance of the member as a voting assistance officer.

(2) Under regulations and procedures (including directives) prescribed by the Secretary, a member of the armed forces appointed or assigned to duty as a voting assistance officer shall, to the maximum extent practicable, be given the time and resources needed to perform the member’s duties as a voting assistance officer during the period in advance of a general election when members and their dependents are preparing and submitting absentee ballots.

(g) Delivery of Mail From Overseas Preceding Federal Elections.—(1) During the four months preceding a general Federal election month, the Secretary of Defense shall periodically conduct surveys of all overseas locations and vessels at sea with military units responsible for collecting mail for return shipment to the United States and all port facilities in the United States and overseas where military-related mail is collected for shipment to overseas locations or to the United States. The purpose of each survey shall be to determine if voting materials are awaiting shipment at any such location and, if so, the length of time that such materials have been held at that location. During the fourth and third months before a general Federal election month, such surveys shall be conducted biweekly. During the second and first months before a general Federal election month, such surveys shall be conducted weekly.

(2) The Secretary shall ensure that voting materials are transmitted expeditiously by military postal authorities at all times. The Secretary shall, to the maximum extent practicable, implement measures to ensure that a postmark or other official proof of mailing date is provided on each absentee ballot collected at any overseas location or vessel at sea whenever the Department of Defense is responsible for collecting mail for return shipment to the United States. The Secretary shall ensure that the measures implemented under the preceding
sentence do not result in the delivery of absentee ballots to the final destination of such ballots after the date on which the election for Federal office is held.

(3) In this section, the term “general Federal election month” means November in an even-numbered year.

(h) Notice of Deadlines and Requirements.—The Secretary of each military department, utilizing the voting assistance officer network established for each military installation, shall, to the maximum extent practicable, provide notice to members of the armed forces stationed at that installation of the last date before a general Federal election for which absentee ballots mailed from a postal facility located at that installation can reasonably be expected to be timely delivered to the appropriate State and local election officials.

(i) Registration and Voting Information for Members and Dependents.—(1) The Secretary of each military department, using a variety of means including both print and electronic media, shall, to the maximum extent practicable, ensure that members of the armed forces and their dependents who are qualified to vote have ready access to information regarding voter registration requirements and deadlines (including voter registration), absentee ballot application requirements and deadlines, and the availability of voting assistance officers to assist members and dependents to understand and comply with these requirements.

(2) The Secretary of each military department shall make the national voter registration form prepared for purposes of the Uniformed and Overseas Citizens Absentee Voting Act by the Federal Election Commission available so that each person who enlists shall receive such form at the time of the enlistment, or as soon thereafter as practicable.

(3) Where practicable, a special day or days shall be designated at each military installation for the purpose of informing members of the armed forces and their dependents of election timing, registration requirements, and voting procedures.


10 USC § 1566a. Voting assistance: voter assistance offices

(a) Designation of Offices on Military Installations as Voter Assistance Offices.— Not later than 180 days after the date of the enactment of the National Defense Authorization Act for Fiscal Year 2010 and under regulations prescribed by the Secretary of Defense under subsection (f), the Secretaries of the military
departments shall designate offices on installations under their jurisdiction to provide absent uniformed services voters, particularly those individuals described in subsection (b), and their family members with the following:

(1) Information on voter registration procedures and absentee ballot procedures (including the official post card form prescribed under section 101 of the Uniformed and Overseas Citizens Absentee Voting Act (42 U.S.C. 1973ff)).

(2) Information and assistance, if requested, including access to the Internet where practicable, to register to vote in an election for Federal office.

(3) Information and assistance, if requested, including access to the Internet where practicable, to update the individual's voter registration information, including instructions for absent uniformed services voters to change their address by submitting the official post card form prescribed under section 101 of the Uniformed and Overseas Citizens Absentee Voting Act to the appropriate State election official.

(4) Information and assistance, if requested, to request an absentee ballot under the Uniformed and Overseas Citizens Absentee Voting Act (42 U.S.C. 1973ff et seq.).

(b) Covered Individuals.—The individuals described in this subsection are absent uniformed services voters who—

(1) are undergoing a permanent change of duty station;

(2) are deploying overseas for at least six months;

(3) are returning from an overseas deployment of at least six months; or

(4) otherwise request assistance related to voter registration.

(c) Timing of Provision of Assistance.—The regulations prescribed by the Secretary of Defense under subsection (f) shall ensure, to the maximum extent practicable and consistent with military necessity, that the assistance provided under subsection (a) is provided to a covered individual described in subsection (b)—
(1) if described in subsection (b)(1), as part of the administrative in-processing of the covered individual upon arrival at the new duty station of the covered individual;

(2) if described in subsection (b)(2), as part of the administrative out-processing of the covered individual in preparation for deployment from the home duty station of the covered individual;

(3) if described in subsection (b)(3), as part of the administrative in-processing of the covered individual upon return to the home duty station of the covered individual; or

(4) if described in subsection (b)(4), at the time the covered individual requests such assistance.

(d) Outreach.—The Secretary of each military department, or the Presidential designee, shall take appropriate actions to inform absent uniformed services voters of the assistance available under subsection (a), including—

(1) the availability of information and voter registration assistance at offices designated under subsection (a); and

(2) the time, location, and manner in which an absent uniformed services voter may utilize such assistance.

(e) Authority To Designate Voting Assistance Offices as Voter Registration Agency on Military Installations.—The Secretary of Defense may authorize the Secretaries of the military departments to designate offices on military installations as voter registration agencies under section 7(a)(2) of the National Voter Registration Act of 1993 (42 U.S.C. 1973gg–5(a)(2)) for all purposes of such Act. Any office so designated shall discharge the requirements of this section, under the regulations prescribed by the Secretary of Defense under subsection (f).

(f) Regulations.—The Secretary of Defense shall prescribe regulations relating to the administration of the requirements of this section. The regulations shall be prescribed before the regularly scheduled general election for Federal office held in November 2010, and shall be implemented for such general election for Federal office and for each succeeding election for Federal office.

(g) Definitions.—In this section:
(1) The term “absent uniformed services voter” has the meaning given that term in section 107(1) of the Uniformed and Overseas Citizens Absentee Voting Act (42 U.S.C. 1973ff–6(1)).

(2) The term “Federal office” has the meaning given that term in section 107(3) of the Uniformed and Overseas Citizens Absentee Voting Act (42 U.S.C. 1973ff–6(3)).

(3) The term “Presidential designee” means the official designated by the President under section 101(a) of the Uniformed and Overseas Citizens Absentee Voting Act (42 U.S.C. 1973ff(a)).


10 USC § 1567. Duration of military protective orders

A military protective order issued by a military commander shall remain in effect until such time as the military commander terminates the order or issues a replacement order.


10 USC § 1567a. Mandatory notification of issuance of military protective order to civilian law enforcement

(a) Initial Notification.—In the event a military protective order is issued against a member of the armed forces and any individual involved in the order does not reside on a military installation at any time during the duration of the military protective order, the commander of the military installation shall notify the appropriate civilian authorities of—

(1) the issuance of the protective order; and

(2) the individuals involved in the order.

(b) Notification of Changes or Termination.—The commander of the military installation also shall notify the appropriate civilian authorities of—

(1) any change made in a protective order covered by subsection (a); and
(2) the termination of the protective order.

CHAPTER 81—CIVILIAN EMPLOYEES

10 USC § 1580. Emergency essential employees: designation

(a) Criteria for Designation.—The Secretary of Defense or the Secretary of the military department concerned may designate as an emergency essential employee any employee of the Department of Defense, whether permanent or temporary, the duties of whose position meet all of the following criteria:

(1) It is the duty of the employee to provide immediate and continuing support for combat operations or to support maintenance and repair of combat essential systems of the armed forces.

(2) It is necessary for the employee to perform that duty in a combat zone after the evacuation of nonessential personnel, including any dependents of members of the armed forces, from the zone in connection with a war, a national emergency declared by Congress or the President, or the commencement of combat operations of the armed forces in the zone.

(3) It is impracticable to convert the employee’s position to a position authorized to be filled by a member of the armed forces because of a necessity for that duty to be performed without interruption.

(b) Eligibility of Employees of Nonappropriated Fund Instrumentalities.—A nonappropriated fund instrumentality employee is eligible for designation as an emergency essential employee under subsection (a).

(c) Definitions.—In this section:

(1) The term “combat zone” has the meaning given that term in section 112(c)(2) of the Internal Revenue Code of 1986.

(2) The term “nonappropriated fund instrumentality employee” has the meaning given that term in section 1587(a)(1) of this title.

10 USC § 1580a. Emergency essential employees: notification of required participation in anthrax vaccine immunization program

The Secretary of Defense shall—

(1) prescribe regulations for the purpose of ensuring that any civilian employee of the Department of Defense who is determined to be an emergency essential employee and who is required to participate in the anthrax vaccine immunization program is notified of the requirement to participate in the program and the consequences of a decision not to participate; and

(2) ensure that any individual who is being considered for a position as such an employee is notified of the obligation to participate in the program before being offered employment in such position.


10 USC § 1581. Foreign National Employees Separation Pay Account

(a) Establishment and Purpose.—There is established on the books of the Treasury an account to be known as the “Foreign National Employees Separation Pay Account, Defense”. The account shall be used for the accumulation of funds to finance obligations of the United States for separation pay for foreign nationals referred to in subsection (e).

(b) Deposits Into Account.—The Secretary of Defense shall deposit into the account from applicable appropriations all amounts obligated for separation pay for foreign nationals referred to in subsection (e).

(c) Payments From Account.—Amounts in the account shall remain available for expenditure in accordance with the purpose for which obligated until expended.

(d) Deobligated Funds.—Any amount in the account that is deobligated shall be available for a period of two years from the date of deobligation for recording, adjusting, and liquidating amounts properly chargeable to the liability of the United States for which the obligation was made. Any such deobligated amount remaining at the end of such two-year period shall be canceled.

(e) Employees Covered.—This section applies only with respect to separation pay of foreign nationals employed by the Department of Defense, and foreign nationals employed by a foreign government for the benefit of the Department of
Defense, under any of the following agreements that provide for payment of separation pay:

(1) A contract.

(2) A treaty.

(3) A memorandum of understanding with a foreign nation.


10 USC § 1582. Assistive technology, assistive technology devices, and assistive technology services

(a) Authority.—The Secretary of Defense may provide assistive technology, assistive technology devices, and assistive technology services to the following:

(1) Department of Defense employees with disabilities.

(2) Organizations within the Department that have requirements to make programs or facilities accessible to, and usable by, persons with disabilities.

(3) Any other department or agency of the Federal Government, upon the request of the head of that department or agency, for its employees with disabilities or for satisfying a requirement to make its programs or facilities accessible to, and usable by, persons with disabilities.

(b) Definitions.—In this section, the terms “assistive technology”, “assistive technology device”, “assistive technology service”, and “disability” have the meanings given those terms in section 3 of the Assistive Technology Act of 1998 (29 U.S.C. 3002).


10 USC § 1583. Employment of certain persons without pay

The Secretary of Defense and the Secretaries of the military departments may each employ, without pay, not more than 10 persons of outstanding experience
and ability. However, a person so employed may be allowed transportation, and not more than $15 a day instead of subsistence, while away from his home or regular place of business pursuant to employment under this section.


10 USC § 1584. Employment of non-citizens

Laws prohibiting the employment of, or payment of pay or expenses to, a person who is not a citizen of the United States do not apply to personnel of the Department of Defense.


10 USC § 1585. Carrying of firearms

Under regulations to be prescribed by the Secretary of Defense, civilian officers and employees of the Department of Defense may carry firearms or other appropriate weapons while assigned investigative duties or such other duties as the Secretary may prescribe.

(Added Pub. L. 85–577, §1(1), July 31, 1958, 72 Stat. 455.)

10 USC § 1585a. Special agents of the Defense Criminal Investigative Service: authority to execute warrants and make arrests

(a) Authority.—The Secretary of Defense may authorize any DCIS special agent described in subsection (b)—

(1) to execute and serve any warrant or other process issued under the authority of the United States; and

(2) to make arrests without a warrant—

(A) for any offense against the United States committed in the presence of that agent; and

———
(B) for any felony cognizable under the laws of the United States if the agent has probable cause to believe that the person to be arrested has committed or is committing the felony.

(b) Agents To Have Authority.—Subsection (a) applies to any DCIS special agent whose duties include conducting, supervising, or coordinating investigations of criminal activity in programs and operations of the Department of Defense.

(c) Guidelines on Exercise of Authority.—The authority provided under subsection (a) shall be exercised in accordance with guidelines prescribed by the Inspector General of the Department of Defense and approved by the Attorney General and any other applicable guidelines prescribed by the Secretary of Defense or the Attorney General.

(d) DCIS Special Agent Defined.—In this section, the term “DCIS special agent” means an employee of the Department of Defense who is a special agent of the Defense Criminal Investigative Service (or any successor to that service).


10 USC § 1596. Foreign language proficiency: special pay for proficiency beneficial for intelligence interests

(a) The Secretary of Defense may pay special pay under this section to a civilian officer or employee of the Department of Defense who—

(1) has been certified as being proficient in a foreign language identified by the Secretary of Defense as being a language in which proficiency by civilian personnel of the Department is important for the effective collection, production, or dissemination of foreign intelligence information; and

(2) is serving in a position, or is subject to assignment to a position, in which proficiency in that language facilitates performance of officially assigned intelligence or intelligence-related duties.

(b) The annual rate of special pay under subsection (a) shall be determined by the Secretary of Defense.

(c) Special pay under this section may be paid in addition to any compensation authorized under section 1602 of this title for which an officer or employee is eligible.

10 USC § 1596a. Foreign language proficiency: special pay for proficiency beneficial for other national security interests

(a) Authority.—The Secretary of Defense may pay special pay under this section to an employee of the Department of Defense who—

(1) has been certified by the Secretary to be proficient in a foreign language identified by the Secretary as being a language in which proficiency by civilian personnel of the Department is necessary because of national security interests;

(2) is assigned duties requiring proficiency in that foreign language; and

(3) is not receiving special pay under section 1596 of this title.

(b) Rate.—The rate of special pay for an employee under this section shall be prescribed by the Secretary, but may not exceed five percent of the employee's rate of basic pay.

(c) Relationship to Other Pay and Allowances.—Special pay under this section is in addition to any other pay or allowances to which the employee is entitled.

(d) Regulations.—The Secretary of Defense shall prescribe regulations to carry out this section.


10 USC § 1596b. Foreign language proficiency: National Foreign Language Skills Registry

(a) Establishment.—(1) The Secretary of Defense may establish and maintain a registry of persons who—

(A) have proficiency in one or more critical foreign languages;
(B) are willing to provide linguistic services to the United States in the interests of
national security during war or a national emergency; and

(C) meet the eligibility requirements of subsection (b).

(2) The registry shall be known as the “National Foreign Language Skills
Registry” (in this section referred to as the “Registry”).

(b) Eligible Persons.—To be eligible for listing on the Registry, a person—

(1) must be—

(A) a national of the United States (as defined in section 101(a)(22) of the
Immigration and Nationality Act (8 U.S.C. 1101(a)(22))); or

(B) an alien lawfully admitted for permanent residence (as defined in section
101(a)(20) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(20)));

(2) shall express willingness, in a form and manner prescribed by the Secretary—

(A) to provide linguistic services for a foreign language as described in subsection
(a); and

(B) to be listed on the Registry; and

(3) shall meet such language proficiency and other selection criteria as may be
prescribed by the Secretary.

(c) Registered Information.—The Registry shall consist of the following:

(1) The names of eligible persons selected by the Secretary for listing on the
Registry.

(2) Such other information on such persons as the Secretary determines
pertinent to the use of such persons to provide linguistic services as described in
subsection (a).
(d) Protection of Privacy.—The Secretary may withhold from public disclosure the information maintained in the Registry in accordance with section 552a of title 5.

(e) Designation of Critical Foreign Languages.—The Secretary shall designate those languages that are critical foreign languages for the purposes of this section. The Secretary shall make such a designation for any foreign language for which there is a shortage of experts in translation or interpretation available to meet requirements of the Secretary or of the head of any other department or agency of the United States for translation or interpretation in the national security interests of the United States.

(f) Linguistic Services Defined.—In this section, the term “linguistic services” means translation or interpretation of communication in a foreign language.


10 USC § 1599a. Financial assistance to certain employees in acquisition of critical skills

(a) Training Program.—The Secretary of Defense shall establish an undergraduate training program with respect to civilian employees in the Military Department Civilian Intelligence Personnel Management System that is similar in purpose, conditions, content, and administration to the program established by the Secretary of Defense under section 16 of the National Security Act of 1959 (50 U.S.C. 402 note) for civilian employees of the National Security Agency.

(b) Use of Funds for Training Program.—Any payment made by the Secretary to carry out the program required to be established by subsection (a) may be made in any fiscal year only to the extent that appropriated funds are available for that purpose.


References in Text

Section 16 of the National Security Act of 1959, referred to in subsec. (a), probably means section 16 of the National Security Agency Act of 1959, Pub. L. 86–36, as amended, which is set out as a note under section 402 of Title 50, War and National Defense.
CHAPTER 83—CIVILIAN DEFENSE INTELLIGENCE EMPLOYEES

SUBCHAPTER I—DEFENSE-WIDE INTELLIGENCE PERSONNEL POLICY

10 USC § 1601. Civilian intelligence personnel: general authority to establish excepted positions, appoint personnel, and fix rates of pay

(a) General Authority.—The Secretary of Defense may—

(1) establish, as positions in the excepted service, such defense intelligence positions in the Department of Defense as the Secretary determines necessary to carry out the intelligence functions of the Department, including—

(A) Intelligence Senior Level positions designated under section 1607 of this title; and

(B) positions in the Defense Intelligence Senior Executive Service;

(2) appoint individuals to those positions (after taking into consideration the availability of preference eligibles for appointment to those positions); and

(3) fix the compensation of such individuals for service in those positions.

(b) Construction With Other Laws.—The authority of the Secretary of Defense under subsection (a) applies without regard to the provisions of any other law relating to the appointment, number, classification, or compensation of employees.


Short Title of 1996 Amendment

of this title, amending sections 1593, 1596, 1605, 1611, and 1621 of this title and sections 7103 and 7511 of Title 5, Government Organization and Employees, renumbering sections 1599, 1602, 1606, and 1608 of this title as sections 1611, 1621, 1622, and 1623 of this title, respectively, repealing sections 1590, 1601, 1603, and 1604 of this title and section 833 of Title 50, War and National Defense, enacting provisions set out as a note under section 1593 of this title, and repealing provisions set out as a note under section 402 of Title 50] may be cited as the ‘Department of Defense Civilian Intelligence Personnel Policy Act of 1996’.

Provisions Relating to the Defense Civilian Intelligence Personnel System


“(a) Suspension of Certain Pay Authority.—Effective with respect to amounts paid during the period beginning on the date of the enactment of this Act [Oct. 28, 2009] and ending on December 31, 2010, rates of basic pay for employees and positions within any element of the intelligence community (as defined by the National Security Act of 1947 [50 U.S.C. 401 et seq.])—

“(1) may not be fixed under the Defense Civilian Intelligence Personnel System; and

“(2) shall instead be fixed in accordance with the provisions of law that (disregarding DCIPS) would then otherwise apply.

The preceding sentence shall not apply with respect to the National Geospatial-Intelligence Agency.

“(b) Response to GAO Report.—Not later than 3 months after the date of the enactment of this Act, the Secretary of Defense shall submit to the congressional oversight committees a written description of any actions taken or proposed to be taken by such Secretary in response to the review and recommendations of the Government Accountability Office regarding the Defense Civilian Intelligence Personnel System.

“(c) Independent Organization.—

“(1) In general.—Not later than 30 days after the date of the enactment of this Act, the Secretary of Defense, the Director of the Office of Personnel Management, and the Director of National Intelligence shall jointly designate an independent organization to review the operation of the Defense Civilian Intelligence Personnel System, including—
“(A) its impact on career progression;

“(B) its appropriateness or inappropriateness in light of the complexities of the workforce affected;

“(C) its sufficiency in terms of providing protections for diversity in promotion and retention of personnel; and

“(D) the adequacy of the training, policy guidelines, and other preparations afforded in connection with transitioning to that system.

“(2) Deadline.—The independent organization shall, after appropriate consultation with employees and employee organizations, submit its findings and recommendations under this section to the Secretary of Defense and the congressional oversight committees, in a written report, not later than June 1, 2010.

“(d) Proposed Actions Based on Report.—Not later than 60 days after receiving the report of the independent organization under subsection (c), the Secretary of Defense, in coordination with the Director of the Office of Personnel Management and the Director of National Intelligence, shall submit to the congressional oversight committees a written report describing any actions that the Secretary has taken or proposes to take in response to such report.

“(e) Hold-harmless Provision.—No employee shall suffer any loss of or decrease in pay as a result of being converted from DCIPS in compliance with subsection (a).

“(f) Definitions.—For purposes of this section—

“(1) the terms ‘Defense Civilian Intelligence Personnel System’ and ‘DCIPS’ mean the civilian personnel system established by the Secretary of Defense under regulations—

“(A) prescribed pursuant to sections 1601 through 1614 of title 10, United States Code; and

“(B) taking effect in September 2008 or thereafter; and

“(2) the term ‘congressional oversight committees’ means—

“(A) the Committee on Armed Services and the Permanent Select Committee on Intelligence of the House of Representatives; and
“(B) the Committee on Armed Services and the Select Committee on Intelligence of the Senate.”

10 USC § 1602. Basic pay

(a) Authority To Fix Rates of Basic Pay.—The Secretary of Defense (subject to the provisions of this section) shall fix the rates of basic pay for positions established under section 1601 of this title in relation to the rates of pay provided for comparable positions in the Department of Defense and subject to the same limitations on maximum rates of pay established for employees of the Department of Defense by law or regulation.

(b) Prevailing Rate Systems.—The Secretary of Defense may, consistent with section 5341 of title 5, adopt such provisions of that title as provide for prevailing rate systems of basic pay and may apply those provisions to positions for civilian employees in or under which the Department of Defense may employ individuals described by section 5342(a)(2)(A) of that title.


10 USC § 1603. Additional compensation, incentives, and allowances

(a) Additional Compensation Based on Title 5 Authorities.—The Secretary of Defense may provide employees in defense intelligence positions compensation (in addition to basic pay), including benefits, incentives, and allowances, consistent with, and not in excess of the level authorized for, comparable positions authorized by title 5.

(b) Allowances Based on Living Costs and Environment.—(1) In addition to basic pay, employees in defense intelligence positions who are citizens or nationals of the United States and are stationed outside the continental United States or in Alaska may be paid an allowance, in accordance with regulations prescribed by the Secretary of Defense, while they are so stationed.

(2) An allowance under this subsection shall be based on—

(A) living costs substantially higher than in the District of Columbia;

(B) conditions of environment which (i) differ substantially from conditions of environment in the continental United States, and (ii) warrant an allowance as a recruitment incentive; or
(C) both of the factors specified in subparagraphs (A) and (B).

(3) An allowance under this subsection may not exceed the allowance authorized to be paid by section 5941(a) of title 5 for employees whose rates of basic pay are fixed by statute.


10 USC § 1605. Benefits for certain employees assigned outside the United States

(a)(1) The Secretary of Defense may provide to civilian personnel described in subsection (d) allowances and benefits comparable to those provided by the Secretary of State to officers and employees of the Foreign Service under paragraphs (2), (3), (4), (5), (6), (7), (8), and (13) of section 901 and sections 705 and 903 of the Foreign Service Act of 1980 (22 U.S.C. 4081(2), (3), (4), (5), (6), (7), (8), and (13), 4025, 4083) and under section 5924(4) of title 5.

(2) The Secretary may also provide to any such civilian personnel special retirement accrual benefits in the same manner provided for certain officers and employees of the Central Intelligence Agency in section 303 of the Central Intelligence Agency Retirement Act (50 U.S.C. 2153) and in section 18 of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403r).

(b) The authority of the Secretary of Defense to make payments under subsection (a) is effective for any fiscal year only to the extent that appropriated funds are available for such purpose.

(c) Regulations prescribed under subsection (a) may not take effect until the Secretary of Defense has submitted such regulations to—

(1) the Committee on Armed Services and the Select Committee on Intelligence of the Senate; and

(2) the Committee on Armed Services and the Permanent Select Committee on Intelligence of the House of Representatives.

(d) Subsection (a) applies to civilian personnel of the Department of Defense who—
(1) are United States nationals;

(2) in the case of employees of the Defense Intelligence Agency, are assigned to duty outside the United States and, in the case of other employees, are assigned to Defense Attaché Offices or Defense Intelligence Agency Liaison Offices outside the United States; and

(3) are designated by the Secretary of Defense for the purposes of subsection (a).


10 USC § 1606. Defense Intelligence Senior Executive Service

(a) Establishment.—The Secretary of Defense may establish a Defense Intelligence Senior Executive Service for defense intelligence positions established pursuant to section 1601(a) of this title that are equivalent to Senior Executive Service positions. The number of positions in the Defense Intelligence Senior Executive Service may not exceed 594.

(b) Regulations Consistent With Title 5 Provisions.—The Secretary of Defense shall prescribe regulations for the Defense Intelligence Senior Executive Service which are consistent with the requirements set forth in sections 3131, 3132(a)(2), 3396(c), 3592, 3595(a), 5384, and 6304 of title 5, subsections (a), (b), and (c) of section 7543 of such title (except that any hearing or appeal to which a member of the Defense Intelligence Senior Executive Service is entitled shall be held or decided pursuant to those regulations), and subchapter II of chapter 43 of such title. To the extent that the Secretary determines it practicable to apply to members of, or applicants for, the Defense Intelligence Senior Executive Service other provisions of title 5 that apply to members of, or applicants for, the Senior Executive Service, the Secretary shall also prescribe regulations to implement those provisions with respect to the Defense Intelligence Senior Executive Service.

(c) Award of Rank to Members of the Defense Intelligence Senior Executive Service.—The President, based on the recommendations of the Secretary of Defense, may award a rank referred to in section 4507 of title 5 to members of the
Defense Intelligence Senior Executive Service. The award of such rank shall be made in a manner consistent with the provisions of that section.

(d) Performance Appraisals.—(1) The Defense Intelligence Senior Executive Service shall be subject to a performance appraisal system which, as designed and applied, is certified by the Secretary of Defense under section 5307 of title 5 as making meaningful distinctions based on relative performance.

(2) The performance appraisal system applicable to the Defense Intelligence Senior Executive Service under paragraph (1) may be the same performance appraisal system that is established and implemented within the Department of Defense for members of the Senior Executive Service.


10 USC § 1607. Intelligence Senior Level positions

(a) Designation of Positions.—The Secretary of Defense may designate as an Intelligence Senior Level position any defense intelligence position that, as determined by the Secretary—

(1) is classifiable above grade GS–15 of the General Schedule;

(2) does not satisfy functional or program management criteria for being designated a Defense Intelligence Senior Executive Service position; and

(3) has no more than minimal supervisory responsibilities.

(b) Regulations.—Subsection (a) shall be carried out in accordance with regulations prescribed by the Secretary of Defense.

(c) Award of Rank to Employees in Intelligence Senior Level Positions.—The President, based on the recommendations of the Secretary of Defense, may award a rank referred to in section 4507a of title 5 to employees in Intelligence Senior Level positions designated under subsection (a). The award of such rank shall be made in a manner consistent with the provisions of that section.

10 USC § 1608. Time-limited appointments

(a) Authority for Time-Limited Appointments.—The Secretary of Defense may by regulation authorize appointing officials to make time-limited appointments to defense intelligence positions specified in the regulations.

(b) Review of Use of Authority.—The Secretary of Defense shall review each time-limited appointment in a defense intelligence position at the end of the first year of the period of the appointment and determine whether the appointment should be continued for the remainder of the period. The continuation of a time-limited appointment after the first year shall be subject to the approval of the Secretary.

(c) Condition on Permanent Appointment to Defense Intelligence Senior Executive Service.—An employee serving in a defense intelligence position pursuant to a time-limited appointment is not eligible for a permanent appointment to a Defense Intelligence Senior Executive Service position (including a position in which the employee is serving) unless the employee is selected for the permanent appointment on a competitive basis.

(d) Time-Limited Appointment Defined.—In this section, the term “time-limited appointment” means an appointment (subject to the condition in subsection (b)) for a period not to exceed two years.


10 USC § 1609. Termination of defense intelligence employees

(a) Termination Authority.—Notwithstanding any other provision of law, the Secretary of Defense may terminate the employment of any employee in a defense intelligence position if the Secretary—

(1) considers that action to be in the interests of the United States; and

(2) determines that the procedures prescribed in other provisions of law that authorize the termination of the employment of such employee cannot be invoked in a manner consistent with the national security.

(b) Finality.—A decision by the Secretary of Defense to terminate the employment of an employee under this section is final and may not be appealed or reviewed outside the Department of Defense.
(c) Notification to Congressional Committees.—Whenever the Secretary of Defense terminates the employment of an employee under the authority of this section, the Secretary shall promptly notify the congressional oversight committees of such termination.

(d) Preservation of Right To Seek Other Employment.—Any termination of employment under this section does not affect the right of the employee involved to seek or accept employment with any other department or agency of the United States if that employee is declared eligible for such employment by the Director of the Office of Personnel Management.

(e) Limitation on Delegation.—The authority of the Secretary of Defense under this section may be delegated only to the Deputy Secretary of Defense, the head of an intelligence component of the Department of Defense (with respect to employees of that component), or the Secretary of a military department (with respect to employees of that department). An action to terminate employment of such an employee by any such official may be appealed to the Secretary of Defense.


10 USC § 1610. Reductions and other adjustments in force

(a) In General.—The Secretary of Defense shall prescribe regulations for the separation of employees in defense intelligence positions, including members of the Defense Intelligence Senior Executive Service and employees in Intelligence Senior Level positions, during a reduction in force or other adjustment in force. The regulations shall apply to such a reduction in force or other adjustment in force notwithstanding sections 3501(b) and 3502 of title 5.

(b) Matters To Be Given Effect.—The regulations shall give effect to the following:

(1) Tenure of employment.

(2) Military preference, subject to sections 3501(a)(3) and 3502(b) of title 5.

(3) The veteran’s preference under section 3502(b) of title 5.

(4) Performance.

(5) Length of service computed in accordance with the second sentence of section 3502(a) of title 5.
(c) Regulations Relating to Defense Intelligence SES.—The regulations relating to removal from the Defense Intelligence Senior Executive Service in a reduction in force or other adjustment in force shall be consistent with section 3595(a) of title 5.

(d) Right of Appeal.—(1) The regulations shall provide a right of appeal regarding a personnel action under the regulations. The appeal shall be determined within the Department of Defense. An appeal determined at the highest level provided in the regulations shall be final and not subject to review outside the Department of Defense. A personnel action covered by the regulations is not subject to any other provision of law that provides appellate rights or procedures.

(2) Notwithstanding paragraph (1), a preference eligible referred to in section 7511(a)(1)(B) of title 5 may elect to have an appeal of a personnel action taken against the preference eligible under the regulation determined by the Merit Systems Protection Board instead of having the appeal determined within the Department of Defense. Section 7701 of title 5 shall apply to any such appeal to the Merit Systems Protection Board.

(e) Consultation With OPM.—Regulations under this section shall be prescribed in consultation with the Director of the Office of Personnel Management.


10 USC § 1611. Postemployment assistance: certain terminated intelligence employees

(a) Authority.—Subject to subsection (c), the Secretary of Defense may, in the case of any individual who is a qualified former intelligence employee, use appropriated funds—

(1) to assist that individual in finding and qualifying for employment other than in a defense intelligence position;

(2) to assist that individual in meeting the expenses of treatment of medical or psychological disabilities of that individual; and

(3) to provide financial support to that individual during periods of unemployment.
(b) Qualified Former Intelligence Employees.—For purposes of this section, a qualified former intelligence employee is an individual who was employed as a civilian employee of the Department of Defense in a sensitive defense intelligence position—

(1) who has been found to be ineligible for continued access to information designated as “Sensitive Compartmented Information” and employment in a defense intelligence position; or

(2) whose employment in a defense intelligence position has been terminated.

c) Conditions.—Assistance may be provided to a qualified former intelligence employee under subsection (a) only if the Secretary determines that such assistance is essential to—

(1) maintain the judgment and emotional stability of the qualified former intelligence employee; and

(2) avoid circumstances that might lead to the unlawful disclosure of classified information to which the qualified former intelligence employee had access.

d) Duration of Assistance.—Assistance may not be provided under this section in the case of any individual after the end of the five-year period beginning on the date of the termination of the employment of the individual in a defense intelligence position.

10 USC § 1612. Merit system principles and civil service protections: applicability

(a) Applicability of Merit System Principles.—Section 2301 of title 5 shall apply to the exercise of authority under this subchapter (other than sections 1605 and 1611).

(b) Civil Service Protections.—(1) If, in the case of a position established under authority other than section 1601(a)(1) of this title that is reestablished as an excepted service position under that section, the provisions of law referred to in paragraph (2) applied to the person serving in that position immediately before the position is so reestablished and such provisions of law would not otherwise apply to the person while serving in the position as so reestablished, then such provisions of law shall, subject to paragraph (3), continue to apply to the person with respect to service in that position for as long as the person continues to serve in the position without a break in service.

(2) The provisions of law referred to in paragraph (1) are the following provisions of title 5:

(A) Section 2302, relating to prohibited personnel practices.

(B) Chapter 75, relating to adverse actions.

(3)(A) Notwithstanding any provision of chapter 75 of title 5, an appeal of an adverse action by an individual employee covered by paragraph (1) shall be determined within the Department of Defense if the employee so elects.

(B) The Secretary of Defense shall prescribe the procedures for initiating and determining appeals of adverse actions pursuant to elections made under subparagraph (A).


10 USC § 1613. Miscellaneous provisions

(a) Collective Bargaining Agreements.—Nothing in sections 1601 through 1603 and 1606 through 1610 may be construed to impair the continued effectiveness of a collective bargaining agreement with respect to an agency or office that is a successor to an agency or office covered by the agreement before the succession.
(b) Notice to Congress of Regulations.—The Secretary of Defense shall notify Congress of any regulations prescribed to carry out this subchapter (other than sections 1605 and 1611). Such notice shall be provided by submitting a copy of the regulations to the congressional oversight committees not less than 60 days before such regulations take effect.


10 USC § 1614. Definitions

In this subchapter:

(1) The term “defense intelligence position” means a civilian position as an intelligence officer or intelligence employee of the Department of Defense.

(2) The term “intelligence component of the Department of Defense” means any of the following:

(A) The National Security Agency.

(B) The Defense Intelligence Agency.

(C) The National Geospatial-Intelligence Agency.

(D) Any other component of the Department of Defense that performs intelligence functions and is designated by the Secretary of Defense as an intelligence component of the Department of Defense.

(E) Any successor to a component specified in, or designated pursuant to, this paragraph.

(3) The term “congressional oversight committees” means—

(A) the Committee on Armed Services and the Select Committee on Intelligence of the Senate; and

(B) the Committee on Armed Services and the Permanent Select Committee on Intelligence of the House of Representatives.
(4) The term “excepted service” has the meaning given such term in section 2103 of title 5.

(5) The term “preference eligible” has the meaning given such term in section 2108(3) of title 5.

(6) The term “Senior Executive Service position” has the meaning given such term in section 3132(a)(2) of title 5.

(7) The term “collective bargaining agreement” has the meaning given such term in section 7103(8) of title 5.

SUBCHAPTER II—DEFENSE INTELLIGENCE AGENCY PERSONNEL

10 USC § 1621. Defense Intelligence Agency merit pay system

The Secretary of Defense may by regulation establish a merit pay system for such employees of the Defense Intelligence Agency as the Secretary considers appropriate. The merit pay system shall be designed to carry out purposes consistent with those set forth in section 5401 of title 5, as in effect on October 31, 1993.


10 USC § 1622. Uniform allowance: civilian employees

(a) The Secretary of Defense may pay an allowance under this section to any civilian employee of the Defense Intelligence Agency who—

(1) is assigned to a Defense Attaché Office outside the United States; and

(2) is required by regulation to wear a prescribed uniform in performance of official duties.

(b) Notwithstanding section 5901(a) of title 5, the amount of any such allowance shall be the greater of the following:

(1) The amount provided for employees of the Department of State assigned to positions outside the United States and required by regulation to wear a prescribed uniform in performance of official duties.

(2) The maximum allowance provided under section 1593(b) of this title.

(c) An allowance paid under this section shall be treated in the same manner as is provided in subsection (c) of section 5901 of title 5 for an allowance paid under that section.
10 USC § 1623. Financial assistance to certain employees in acquisition of critical skills

(a) The Secretary of Defense shall establish an undergraduate training program with respect to civilian employees of the Defense Intelligence Agency that is similar in purpose, conditions, content, and administration to the program which the Secretary of Defense is authorized to establish under section 16 of the National Security Agency Act of 1959 (50 U.S.C. 402 note) for civilian employees of the National Security Agency.

(b) Any payments made by the Secretary to carry out the program required to be established by subsection (a) may be made in any fiscal year only to the extent that appropriated funds are available for that purpose.
CHAPTER 155—ACCEPTANCE OF GIFTS AND SERVICES

10 USC § 2607. Acceptance of gifts for the Defense Intelligence College

(a) The Secretary of Defense may accept, hold, administer, and use any gift (including any gift of an interest in real property) made for the purpose of aiding and facilitating the work of the Defense Intelligence College and may pay all necessary expenses in connection with the acceptance of such a gift.

(b) Money, and proceeds from the sale of property, received as a gift under subsection (a) shall be deposited in the Treasury and shall be available for disbursement upon the order of the Secretary of Defense to the extent provided in annual appropriation Acts.

(c) Subsection (c) of section 2601 of this title applies to property that is accepted under subsection (a) in the same manner that such subsection applies to property that is accepted under subsection (a) of that section.

(d) In this section, the term “gift” includes a bequest of personal property or a devise of real property.


10 USC § 2611. Regional centers for security studies: acceptance of gifts and donations

(a) Authority to Accept Gifts and Donations.—(1) Subject to subsection (c), the Secretary of Defense may, on behalf of any Department of Defense regional center for security studies, any combination of such centers, or such centers generally, accept from any source specified in subsection (b) any gift or donation for purposes of defraying the costs or enhancing the operation of such a center, combination of centers, or centers generally, as the case may be.

(2) For purposes of this section, the Department of Defense regional centers for security studies are the following:


(B) The Asia-Pacific Center for Security Studies.

(C) The Center for Hemispheric Defense Studies.
(D) The Africa Center for Strategic Studies.

(E) The Near East South Asia Center for Strategic Studies.

(b) Sources.—The sources from which gifts and donations may be accepted under subsection (a) are the following:

(1) The government of a State or a political subdivision of a State.

(2) The government of a foreign country.

(3) A foundation or other charitable organization, including a foundation or charitable organization this is organized or operates under the laws of a foreign country.

(4) Any source in the private sector of the United States or a foreign country.

(c) Limitation.—The Secretary may not accept a gift or donation under subsection (a) if acceptance of the gift or donation would compromise or appear to compromise—

(1) the ability of the Department of Defense, any employee of the Department, or any member of the armed forces to carry out the responsibility or duty of the Department in a fair and objective manner; or

(2) the integrity of any program of the Department, or of any person involved in such a program.

(d) Criteria for Acceptance.—The Secretary shall prescribe written guidance setting forth the criteria to be used in determining whether the acceptance of a gift or donation would have a result described in subsection (c).

(e) Crediting of Funds.—Funds accepted by the Secretary under section (a) shall be credited to appropriations available to the Department of Defense for the regional center, combination of centers, or centers generally for which accepted. Funds so credited shall be merged with the appropriations to which credited and shall be available for the regional center, combination of centers, or centers generally, as the case may be, for the same purposes as the appropriations with
which merged. Any funds accepted under this section shall remain available until expended.

(f) Gift or Donation Defined.—In this section, the term “gift or donation” means any gift or donation of funds, materials (including research materials), real or personal property, or services (including lecture services and faculty services).


(a) The Secretary of Defense may accept, hold, administer, and spend any gift, including a gift from an international organization and a foreign gift or donation (as defined in section 2166(f)(4) of this title), that is made on the condition that it be used in connection with the operation or administration of the National Defense University. The Secretary may pay all necessary expenses in connection with the acceptance of a gift under this subsection.

(b) There is established in the Treasury a fund to be known as the “National Defense University Gift Fund”. Gifts of money, and the proceeds of the sale of property, received under subsection (a) shall be deposited in the fund. The Secretary may disburse funds deposited under this subsection for the benefit or use of the National Defense University.

(c) Subsection (c) of section 2601 of this title applies to property that is accepted under subsection (a) in the same manner that such subsection applies to property that is accepted under subsection (a) of that section.

(d)(1) Upon request of the Secretary of Defense, the Secretary of the Treasury may—

(A) retain money, securities, and the proceeds of the sale of securities, in the National Defense University Gift Fund; and

(B) invest money and reinvest the proceeds of the sale of securities in that fund in securities of the United States or in securities guaranteed as to principal and interest by the United States.
(2) The interest and profits accruing from those securities shall be deposited to the credit of the fund and may be disbursed as provided in subsection (b).

(e) In this section:

(1) the term “gift” includes a devise of real property or a bequest of personal property and any gift of an interest in real property.

(2) The term “National Defense University” includes any school or other component of the National Defense University specified under section 2165(b) of this title.

(f) The Secretary of Defense shall prescribe regulations to carry out this section.

Title 18: Crimes and Criminal Procedure
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PART I—CRIMES

CHAPTER 11—BROBEY, GRAFT, AND CONFLICTS OF INTEREST

18 USC § 201. Bribery of public officials and witnesses

(a) For the purpose of this section—

(1) the term “public official” means Member of Congress, Delegate, or Resident Commissioner, either before or after such official has qualified, or an officer or employee or person acting for or on behalf of the United States, or any department, agency or branch of Government thereof, including the District of Columbia, in any official function, under or by authority of any such department, agency, or branch of Government, or a juror;

(2) the term “person who has been selected to be a public official” means any person who has been nominated or appointed to be a public official, or has been officially informed that such person will be so nominated or appointed; and

(3) the term “official act” means any decision or action on any question, matter, cause, suit, proceeding or controversy, which may at any time be pending, or which may by law be brought before any public official, in such official's official capacity, or in such official’s place of trust or profit.

(b) Whoever—

(1) directly or indirectly, corruptly gives, offers or promises anything of value to any public official or person who has been selected to be a public official, or offers or promises any public official or any person who has been selected to be a public official to give anything of value to any other person or entity, with intent—

(A) to influence any official act; or

(B) to influence such public official or person who has been selected to be a public official to commit or aid in committing, or collude in, or allow, any fraud, or make opportunity for the commission of any fraud, on the United States; or

(C) to induce such public official or such person who has been selected to be a public official to do or omit to do any act in violation of the lawful duty of such official or person;
(2) being a public official or person selected to be a public official, directly or indirectly, corruptly demands, seeks, receives, accepts, or agrees to receive or accept anything of value personally or for any other person or entity, in return for:

(A) being influenced in the performance of any official act;

(B) being influenced to commit or aid in committing, or to collude in, or allow, any fraud, or make opportunity for the commission of any fraud, on the United States; or

(C) being induced to do or omit to do any act in violation of the official duty of such official or person;

(3) directly or indirectly, corruptly gives, offers, or promises anything of value to any person, or offers or promises such person to give anything of value to any other person or entity, with intent to influence the testimony under oath or affirmation of such first-mentioned person as a witness upon a trial, hearing, or other proceeding, before any court, any committee of either House or both Houses of Congress, or any agency, commission, or officer authorized by the laws of the United States to hear evidence or take testimony, or with intent to influence such person to absent himself therefrom;

(4) directly or indirectly, corruptly demands, seeks, receives, accepts, or agrees to receive or accept anything of value personally or for any other person or entity in return for being influenced in testimony under oath or affirmation as a witness upon any such trial, hearing, or other proceeding, or in return for absenting himself therefrom;

shall be fined under this title or not more than three times the monetary equivalent of the thing of value, whichever is greater, or imprisoned for not more than fifteen years, or both, and may be disqualified from holding any office of honor, trust, or profit under the United States.

(c) Whoever—

(1) otherwise than as provided by law for the proper discharge of official duty—
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(A) directly or indirectly gives, offers, or promises anything of value to any public official, former public official, or person selected to be a public official, for or because of any official act performed or to be performed by such public official, former public official, or person selected to be a public official; or

(B) being a public official, former public official, or person selected to be a public official, otherwise than as provided by law for the proper discharge of official duty, directly or indirectly demands, seeks, receives, accepts, or agrees to receive or accept anything of value personally for or because of any official act performed or to be performed by such official or person;

(2) directly or indirectly, gives, offers, or promises anything of value to any person, for or because of the testimony under oath or affirmation given or to be given by such person as a witness upon a trial, hearing, or other proceeding, before any court, any committee of either House or both Houses of Congress, or any agency, commission, or officer authorized by the laws of the United States to hear evidence or take testimony, or for or because of such person's absence therefrom;

(3) directly or indirectly, demands, seeks, receives, accepts, or agrees to receive or accept anything of value personally for or because of the testimony under oath or affirmation given or to be given by such person as a witness upon any such trial, hearing, or other proceeding, or for or because of such person's absence therefrom;

shall be fined under this title or imprisoned for not more than two years, or both.

(d) Paragraphs (3) and (4) of subsection (b) and paragraphs (2) and (3) of subsection (c) shall not be construed to prohibit the payment or receipt of witness fees provided by law, or the payment, by the party upon whose behalf a witness is called and receipt by a witness, of the reasonable cost of travel and subsistence incurred and the reasonable value of time lost in attendance at any such trial, hearing, or proceeding, or in the case of expert witnesses, a reasonable fee for time spent in the preparation of such opinion, and in appearing and testifying.

(e) The offenses and penalties prescribed in this section are separate from and in addition to those prescribed in sections 1503, 1504, and 1505 of this title.

18 USC § 202. Definitions

(a) For the purpose of sections 203, 205, 207, 208, and 209 of this title the term “special Government employee” shall mean an officer or employee of the executive or legislative branch of the United States Government, of any independent agency of the United States or of the District of Columbia, who is retained, designated, appointed, or employed to perform, with or without compensation, for not to exceed one hundred and thirty days during any period of three hundred and sixty-five consecutive days, temporary duties either on a full-time or intermittent basis, a part-time United States commissioner, a part-time United States magistrate judge, or, regardless of the number of days of appointment, an independent counsel appointed under chapter 40 of title 28 and any person appointed by that independent counsel under section 594(c) of title 28. Notwithstanding the next preceding sentence, every person serving as a part-time local representative of a Member of Congress in the Member’s home district or State shall be classified as a special Government employee. Notwithstanding section 29(c) and (d) of the Act of August 10, 1956 (70A Stat. 632; 5 U.S.C. 30r(c) and (d)), a Reserve officer of the Armed Forces, or an officer of the National Guard of the United States, unless otherwise an officer or employee of the United States, shall be classified as a special Government employee while on active duty solely for training. A Reserve officer of the Armed Forces or an officer of the National Guard of the United States who is voluntarily serving a period of extended active duty in excess of one hundred and thirty days shall be classified as an officer of the United States within the meaning of section 203 and sections 205 through 209 and 218. A Reserve officer of the Armed Forces or an officer of the National Guard of the United States who is serving involuntarily shall be classified as a special Government employee. The terms “officer or employee” and “special Government employee” as used in sections 203, 205, 207 through 209, and 218, shall not include enlisted members of the Armed Forces.

(b) For the purposes of sections 205 and 207 of this title, the term “official responsibility” means the direct administrative or operating authority, whether intermediate or final, and either exercisable alone or with others, and either personally or through subordinates, to approve, disapprove, or otherwise direct Government action.

(c) Except as otherwise provided in such sections, the terms “officer” and “employee” in sections 203, 205, 207 through 209, and 218 of this title shall not include the President, the Vice President, a Member of Congress, or a Federal judge.

(d) The term “Member of Congress” in sections 204 and 207 means—
(1) a United States Senator; and

(2) a Representative in, or a Delegate or Resident Commissioner to, the House of Representatives.

(e) As used in this chapter, the term—

(1) “executive branch” includes each executive agency as defined in title 5, and any other entity or administrative unit in the executive branch;

(2) “judicial branch” means the Supreme Court of the United States; the United States courts of appeals; the United States district courts; the Court of International Trade; the United States bankruptcy courts; any court created pursuant to article I of the United States Constitution, including the Court of Appeals for the Armed Forces, the United States Court of Federal Claims, and the United States Tax Court, but not including a court of a territory or possession of the United States; the Federal Judicial Center; and any other agency, office, or entity in the judicial branch; and

(3) “legislative branch” means—

(A) the Congress; and

(B) the Office of the Architect of the Capitol, the United States Botanic Garden, the Government Accountability Office, the Government Printing Office, the Library of Congress, the Office of Technology Assessment, the Congressional Budget Office, the United States Capitol Police, and any other agency, entity, office, or commission established in the legislative branch.


18 USC § 219. Officers and employees acting as agents of foreign principals

(a) Whoever, being a public official, is or acts as an agent of a foreign principal required to register under the Foreign Agents Registration Act of 1938 or a lobbyist required to register under the Lobbying Disclosure Act of 1995 in
connection with the representation of a foreign entity, as defined in section 3(6) of that Act shall be fined under this title or imprisoned for not more than two years, or both.

(b) Nothing in this section shall apply to the employment of any agent of a foreign principal as a special Government employee in any case in which the head of the employing agency certifies that such employment is required in the national interest. A copy of any certification under this paragraph shall be forwarded by the head of such agency to the Attorney General who shall cause the same to be filed with the registration statement and other documents filed by such agent, and made available for public inspection in accordance with section 6 of the Foreign Agents Registration Act of 1938, as amended.

(c) For the purpose of this section “public official” means Member of Congress, Delegate, or Resident Commissioner, either before or after he has qualified, or an officer or employee or person acting for or on behalf of the United States, or any department, agency, or branch of Government thereof, including the District of Columbia, in any official function, under or by authority of any such department, agency, or branch of Government.


References in Text

The Foreign Agents Registration Act of 1938, as amended, referred to in subsec. (a), is act June 8, 1938, ch. 327, 52 Stat. 631, as amended, which is classified generally to subchapter II (§611 et seq.) of chapter 11 of Title 22, Foreign Relations and Intercourse. Section 6 of the Foreign Agents Registration Act of 1938 is classified to section 616 of Title 22. For complete classification of this Act to the Code, see Short Title note set out under section 611 of Title 22 and Tables.

The Lobbying Disclosure Act of 1995, referred to in subsec. (a), is Pub. L. 104–65, Dec. 19, 1995, 109 Stat. 691, which is classified principally to chapter 26 (§1601 et seq.) of Title 2, The Congress. Section 3(6) of the Act is classified to section 1602(6) of Title 2. For complete classification of this Act to the Code, see Short Title note set out under section 1601 of Title 2 and Tables.
18 USC § 227. Wrongfully influencing a private entity's employment decisions by a Member of Congress or an officer or employee of the legislative or executive branch

(a) Whoever, being a covered government person, with the intent to influence, solely on the basis of partisan political affiliation, an employment decision or employment practice of any private entity—

(1) takes or withholds, or offers or threatens to take or withhold, an official act, or

(2) influences, or offers or threatens to influence, the official act of another,

shall be fined under this title or imprisoned for not more than 15 years, or both, and may be disqualified from holding any office of honor, trust, or profit under the United States.

(b) In this section, the term “covered government person” means—

(1) a Senator or Representative in, or a Delegate or Resident Commissioner to, the Congress;

(2) an employee of either House of Congress; or

(3) the President, Vice President, an employee of the United States Postal Service or the Postal Regulatory Commission, or any other executive branch employee (as such term is defined under section 2105 of title 5, United States Code).

CHAPTER 13—CIVIL RIGHTS

18 USC § 241. Conspiracy against rights

If two or more persons conspire to injure, oppress, threaten, or intimidate any person in any State, Territory, Commonwealth, Possession, or District in the free exercise or enjoyment of any right or privilege secured to him by the Constitution or laws of the United States, or because of his having so exercised the same; or

If two or more persons go in disguise on the highway, or on the premises of another, with intent to prevent or hinder his free exercise or enjoyment of any right or privilege so secured—

They shall be fined under this title or imprisoned not more than ten years, or both; and if death results from the acts committed in violation of this section or if such acts include kidnapping or an attempt to kidnap, aggravated sexual abuse or an attempt to commit aggravated sexual abuse, or an attempt to kill, they shall be fined under this title or imprisoned for any term of years or for life, or both, or may be sentenced to death.


18 USC § 242. Deprivation of rights under color of law

Whoever, under color of any law, statute, ordinance, regulation, or custom, willfully subjects any person in any State, Territory, Commonwealth, Possession, or District to the deprivation of any rights, privileges, or immunities secured or protected by the Constitution or laws of the United States, or to different punishments, pains, or penalties, on account of such person being an alien, or by reason of his color, or race, than are prescribed for the punishment of citizens, shall be fined under this title or imprisoned not more than one year, or both; and if bodily injury results from the acts committed in violation of this section or if such acts include the use, attempted use, or threatened use of a dangerous weapon, explosives, or fire, shall be fined under this title or imprisoned not more than ten years, or both; and if death results from the acts committed in violation of this section or if such acts include kidnapping or an attempt to kidnap, aggravated sexual abuse, or an attempt to commit aggravated sexual abuse, or an attempt to kill, shall be fined under this title, or imprisoned for any term of years or for life, or both, or may be sentenced to death.
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18 USC § 245. Federally protected activities

(a)(1) Nothing in this section shall be construed as indicating an intent on the part of Congress to prevent any State, any possession or Commonwealth of the United States, or the District of Columbia, from exercising jurisdiction over any offense over which it would have jurisdiction in the absence of this section, nor shall anything in this section be construed as depriving State and local law enforcement authorities of responsibility for prosecuting acts that may be violations of this section and that are violations of State and local law. No prosecution of any offense described in this section shall be undertaken by the United States except upon the certification in writing of the Attorney General, the Deputy Attorney General, the Associate Attorney General, or any Assistant Attorney General specially designated by the Attorney General that in his judgment a prosecution by the United States is in the public interest and necessary to secure substantial justice, which function of certification may not be delegated.

(2) Nothing in this subsection shall be construed to limit the authority of Federal officers, or a Federal grand jury, to investigate possible violations of this section.

(b) Whoever, whether or not acting under color of law, by force or threat of force willfully injures, intimidates or interferes with, or attempts to injure, intimidate or interfere with—

(1) any person because he is or has been, or in order to intimidate such person or any other person or any class of persons from—

(A) voting or qualifying to vote, qualifying or campaigning as a candidate for elective office, or qualifying or acting as a poll watcher, or any legally authorized election official, in any primary, special, or general election;

(B) participating in or enjoying any benefit, service, privilege, program, facility, or activity provided or administered by the United States;

(C) applying for or enjoying employment, or any perquisite thereof, by any agency of the United States;
(D) serving, or attending upon any court in connection with possible service, as a grand or petit juror in any court of the United States;

(E) participating in or enjoying the benefits of any program or activity receiving Federal financial assistance; or

(2) any person because of his race, color, religion or national origin and because he is or has been—

(A) enrolling in or attending any public school or public college;

(B) participating in or enjoying any benefit, service, privilege, program, facility or activity provided or administered by any State or subdivision thereof;

(C) applying for or enjoying employment, or any perquisite thereof, by any private employer or any agency of any State or subdivision thereof, or joining or using the services or advantages of any labor organization, hiring hall, or employment agency;

(D) serving, or attending upon any court of any State in connection with possible service, as a grand or petit juror;

(E) traveling in or using any facility of interstate commerce, or using any vehicle, terminal, or facility of any common carrier by motor, rail, water, or air;

(F) enjoying the goods, services, facilities, privileges, advantages, or accommodations of any inn, hotel, motel, or other establishment which provides lodging to transient guests, or of any restaurant, cafeteria, lunchroom, lunch counter, soda fountain, or other facility which serves the public and which is principally engaged in selling food or beverages for consumption on the premises, or of any gasoline station, or of any motion picture house, theater, concert hall, sports arena, stadium, or any other place of exhibition or entertainment which serves the public, or of any other establishment which serves the public and (i) which is located within the premises of any of the aforesaid establishments or within the premises of which is physically located any of the aforesaid establishments, and (ii) which holds itself out as serving patrons of such establishments; or

(3) during or incident to a riot or civil disorder, any person engaged in a business in commerce or affecting commerce, including, but not limited to, any person engaged in a business which sells or offers for sale to interstate travelers a
substantial portion of the articles, commodities, or services which it sells or where a substantial portion of the articles or commodities which it sells or offers for sale have moved in commerce; or

(4) any person because he is or has been, or in order to intimidate such person or any other person or any class of persons from—

(A) participating, without discrimination on account of race, color, religion or national origin, in any of the benefits or activities described in subparagraphs (1)(A) through (1)(E) or subparagraphs (2)(A) through (2)(F); or

(B) affording another person or class of persons opportunity or protection to so participate; or

(5) any citizen because he is or has been, or in order to intimidate such citizen or any other citizen from lawfully aiding or encouraging other persons to participate, without discrimination on account of race, color, religion or national origin, in any of the benefits or activities described in subparagraphs (1)(A) through (1)(E) or subparagraphs (2)(A) through (2)(F), or participating lawfully in speech or peaceful assembly opposing any denial of the opportunity to so participate—

shall be fined under this title, or imprisoned not more than one year, or both; and if bodily injury results from the acts committed in violation of this section or if such acts include the use, attempted use, or threatened use of a dangerous weapon, explosives, or fire shall be fined under this title, or imprisoned not more than ten years, or both; and if death results from the acts committed in violation of this section or if such acts include kidnapping or an attempt to kidnap, aggravated sexual abuse or an attempt to commit aggravated sexual abuse, or an attempt to kill, shall be fined under this title or imprisoned for any term of years or for life, or both, or may be sentenced to death. As used in this section, the term “participating lawfully in speech or peaceful assembly” shall not mean the aiding, abetting, or inciting of other persons to riot or to commit any act of physical violence upon any individual or against any real or personal property in furtherance of a riot. Nothing in subparagraph (2)(F) or (4)(A) of this subsection shall apply to the proprietor of any establishment which provides lodging to transient guests, or to any employee acting on behalf of such proprietor, with respect to the enjoyment of the goods, services, facilities, privileges, advantages, or accommodations of such establishment if such establishment is located within a building which contains not more than five rooms for rent or hire and which is actually occupied by the proprietor as his residence.
(c) Nothing in this section shall be construed so as to deter any law enforcement officer from lawfully carrying out the duties of his office; and no law enforcement officer shall be considered to be in violation of this section for lawfully carrying out the duties of his office or lawfully enforcing ordinances and laws of the United States, the District of Columbia, any of the several States, or any political subdivision of a State. For purposes of the preceding sentence, the term “law enforcement officer” means any officer of the United States, the District of Columbia, a State, or political subdivision of a State, who is empowered by law to conduct investigations of, or make arrests because of, offenses against the United States, the District of Columbia, a State, or a political subdivision of a State.

(d) For purposes of this section, the term “State” includes a State of the United States, the District of Columbia, and any commonwealth, territory, or possession of the United States.

CHAPTER 37—ESPIONAGE AND CENSORSHIP

Amendments


1953—Act June 30, 1953, ch. 175, §3, 67 Stat. 133, added second item 798.


Section, act June 25, 1948, ch. 645, 62 Stat. 736, related to application of this chapter within the admiralty and maritime jurisdiction of the United States, on the high seas, and within the United States.

18 USC § 792. Harboring or concealing persons

Whoever harbors or conceals any person who he knows, or has reasonable grounds to believe or suspect, has committed, or is about to commit, an offense under sections 793 or 794 of this title, shall be fined under this title or imprisoned not more than ten years, or both.


Historical and Revision Notes


Similar harboring and concealing language was added to section 2388 of this title.

Mandatory punishment provision was rephrased in the alternative.

Amendments
1994—Pub. L. 103–322 substituted “fined under this title” for “fined not more than $10,000”.

Indictment for Violating This Section and Sections 793, 794; Limitation Period

Act Sept. 23, 1950, ch. 1024, §19, 64 Stat. 1005, provided that an indictment for any violation of this section and sections 793 and 794 of this title, other than a violation constituting a capital offense, may be found at any time within ten years next after such violation shall have been committed, but that such section 19 shall not authorize prosecution, trial, or punishment for any offense “now” barred by the provisions of existing law.

18 USC § 793. Gathering, transmitting or losing defense information

(a) Whoever, for the purpose of obtaining information respecting the national defense with intent or reason to believe that the information is to be used to the injury of the United States, or to the advantage of any foreign nation, goes upon, enters, flies over, or otherwise obtains information concerning any vessel, aircraft, work of defense, navy yard, naval station, submarine base, fueling station, fort, battery, torpedo station, dockyard, canal, railroad, arsenal, camp, factory, mine, telegraph, telephone, wireless, or signal station, building, office, research laboratory or station or other place connected with the national defense owned or constructed, or in progress of construction by the United States or under the control of the United States, or of any of its officers, departments, or agencies, or within the exclusive jurisdiction of the United States, or any place in which any vessel, aircraft, arms, munitions, or other materials or instruments for use in time of war are being made, prepared, repaired, stored, or are the subject of research or development, under any contract or agreement with the United States, or any department or agency thereof, or with any person on behalf of the United States, or otherwise on behalf of the United States, or any prohibited place so designated by the President by proclamation in time of war or in case of national emergency in which anything for the use of the Army, Navy, or Air Force is being prepared or constructed or stored, information as to which prohibited place the President has determined would be prejudicial to the national defense; or

(b) Whoever, for the purpose aforesaid, and with like intent or reason to believe, copies, takes, makes, or obtains, or attempts to copy, take, make, or obtain, any sketch, photograph, photographic negative, blueprint, plan, map, model, instrument, appliance, document, writing, or note of anything connected with the national defense; or
(c) Whoever, for the purpose aforesaid, receives or obtains or agrees or attempts to receive or obtain from any person, or from any source whatever, any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, instrument, appliance, or note, of anything connected with the national defense, knowing or having reason to believe, at the time he receives or obtains, or agrees or attempts to receive or obtain it, that it has been or will be obtained, taken, made, or disposed of by any person contrary to the provisions of this chapter; or

(d) Whoever, lawfully having possession of, access to, control over, or being entrusted with any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, instrument, appliance, or note relating to the national defense, or information relating to the national defense which information the possessor has reason to believe could be used to the injury of the United States or to the advantage of any foreign nation, willfully communicates, delivers, transmits or causes to be communicated, delivered, or transmitted or attempts to communicate, deliver, transmit or cause to be communicated, delivered or transmitted the same to any person not entitled to receive it, or willfully retains the same and fails to deliver it on demand to the officer or employee of the United States entitled to receive it; or

(e) Whoever having unauthorized possession of, access to, or control over any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, instrument, appliance, or note relating to the national defense, or information relating to the national defense which information the possessor has reason to believe could be used to the injury of the United States or to the advantage of any foreign nation, willfully communicates, delivers, transmits or causes to be communicated, delivered, or transmitted, or attempts to communicate, deliver, transmit or cause to be communicated, delivered, or transmitted the same to any person not entitled to receive it, or willfully retains the same and fails to deliver it to the officer or employee of the United States entitled to receive it; or

(f) Whoever, being entrusted with or having lawful possession or control of any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, instrument, appliance, note, or information, relating to the national defense, (1) through gross negligence permits the same to be removed from its proper place of custody or delivered to anyone in violation of his trust, or to be lost, stolen, abstracted, or destroyed; or (2) having knowledge that the same has been illegally removed from its proper place of custody or delivered to anyone in violation of its trust, or lost, or stolen, abstracted, or destroyed, and fails to make prompt report of such loss, theft, abstraction, or destruction to his superior officer—

Shall be fined under this title or imprisoned not more than ten years, or both.
(g) If two or more persons conspire to violate any of the foregoing provisions of this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be subject to the punishment provided for the offense which is the object of such conspiracy.

(h)(1) Any person convicted of a violation of this section shall forfeit to the United States, irrespective of any provision of State law, any property constituting, or derived from, any proceeds the person obtained, directly or indirectly, from any foreign government, or any faction or party or military or naval force within a foreign country, whether recognized or unrecognized by the United States, as the result of such violation. For the purposes of this subsection, the term “State” includes a State of the United States, the District of Columbia, and any commonwealth, territory, or possession of the United States.

(2) The court, in imposing sentence on a defendant for a conviction of a violation of this section, shall order that the defendant forfeit to the United States all property described in paragraph (1) of this subsection.

(3) The provisions of subsections (b), (c), and (e) through (p) of section 413 of the Comprehensive Drug Abuse Prevention and Control Act of 1970 (21 U.S.C. 853(b), (c), and (e)—(p)) shall apply to—

(A) property subject to forfeiture under this subsection;

(B) any seizure or disposition of such property; and

(C) any administrative or judicial proceeding in relation to such property,

if not inconsistent with this subsection.

(4) Notwithstanding section 524(c) of title 28, there shall be deposited in the Crime Victims Fund in the Treasury all amounts from the forfeiture of property under this subsection remaining after the payment of expenses for forfeiture and sale authorized by law.


**Historical and Revision Notes**


Words “departments or agencies” were inserted twice in conformity with definitive section 6 of this title to eliminate any possible ambiguity as to scope of section.

The words “or induces or aids another” were omitted wherever occurring as unnecessary in view of definition of “principal” in section 2 of this title.

Mandatory punishment provision was rephrased in the alternative.

Minor changes were made in phraseology.

Amendments

1996—Subsec. (h)(1). Pub. L. 104–294 inserted at end “For the purposes of this subsection, the term ‘State’ includes a State of the United States, the District of Columbia, and any commonwealth, territory, or possession of the United States.”

1994—Pub. L. 103–322 substituted “fined under this title” for “fined not more than $10,000” in undesignated par. after subsec. (f).


1950—Act Sept. 23, 1950, divided section into subdivisions, inserted laboratories and stations, and places where material or instruments for use in time of war are the subject of research or development to the list of facilities and places to which subsection (a) applies, made subsection (d) applicable only in cases in which possession, access, or control is lawful, added subsection (e) to take care of cases in which possession, access, or control, is unlawful, made subsection (f) applicable to instruments and appliances, as well as to documents, records, etc., and provided by subsection (g) a separate penalty for conspiracy to violate any provisions of this section.

Indictment for Violating This Section; Limitation Period

Limitation period in connection with indictments for violating this section, see note set out under section 792 of this title.
18 USC § 794. Gathering or delivering defense information to aid foreign government

(a) Whoever, with intent or reason to believe that it is to be used to the injury of the United States or to the advantage of a foreign nation, communicates, delivers, or transmits, or attempts to communicate, deliver, or transmit, to any foreign government, or to any faction or party or military or naval force within a foreign country, whether recognized or unrecognized by the United States, or to any representative, officer, agent, employee, subject, or citizen thereof, either directly or indirectly, any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, note, instrument, appliance, or information relating to the national defense, shall be punished by death or by imprisonment for any term of years or for life, except that the sentence of death shall not be imposed unless the jury or, if there is no jury, the court, further finds that the offense resulted in the identification by a foreign power (as defined in section 101(a) of the Foreign Intelligence Surveillance Act of 1978) of an individual acting as an agent of the United States and consequently in the death of that individual, or directly concerned nuclear weaponry, military spacecraft or satellites, early warning systems, or other means of defense or retaliation against large-scale attack; war plans; communications intelligence or cryptographic information; or any other major weapons system or major element of defense strategy.

(b) Whoever, in time of war, with intent that the same shall be communicated to the enemy, collects, records, publishes, or communicates, or attempts to elicit any information with respect to the movement, numbers, description, condition, or disposition of any of the Armed Forces, ships, aircraft, or war materials of the United States, or with respect to the plans or conduct, or supposed plans or conduct of any naval or military operations, or with respect to any works or measures undertaken for or connected with, or intended for the fortification or defense of any place, or any other information relating to the public defense, which might be useful to the enemy, shall be punished by death or by imprisonment for any term of years or for life.

(c) If two or more persons conspire to violate this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be subject to the punishment provided for the offense which is the object of such conspiracy.

(d)(1) Any person convicted of a violation of this section shall forfeit to the United States irrespective of any provision of State law—

(A) any property constituting, or derived from, any proceeds the person obtained, directly or indirectly, as the result of such violation, and
(B) any of the person's property used, or intended to be used, in any manner or part, to commit, or to facilitate the commission of, such violation.

For the purposes of this subsection, the term “State” includes a State of the United States, the District of Columbia, and any commonwealth, territory, or possession of the United States.

(2) The court, in imposing sentence on a defendant for a conviction of a violation of this section, shall order that the defendant forfeit to the United States all property described in paragraph (1) of this subsection.

(3) The provisions of subsections (b), (c) and (e) through (p) of section 413 of the Comprehensive Drug Abuse Prevention and Control Act of 1970 (21 U.S.C. 853(b), (c), and (e)–(p)) shall apply to—

(A) property subject to forfeiture under this subsection;

(B) any seizure or disposition of such property; and

(C) any administrative or judicial proceeding in relation to such property,

if not inconsistent with this subsection.

(4) Notwithstanding section 524(c) of title 28, there shall be deposited in the Crime Victims Fund in the Treasury all amounts from the forfeiture of property under this subsection remaining after the payment of expenses for forfeiture and sale authorized by law.


**Historical and Revision Notes**


The words “or induces or aids another” were omitted as unnecessary in view of definition of “principal” in section 2 of this title.

The conspiracy provision of said section 34 was also incorporated in section 2388 of this title.

Minor changes were made in phraseology.

References in Text

Section 101(a) of the Foreign Intelligence Surveillance Act of 1978, referred to in subsec. (a), is classified to section 1801(a) of Title 50, War and National Defense.

Amendments


Subsec. (d)(1). Pub. L. 104–294, §607(b), inserted at end “For the purposes of this subsection, the term ‘State’ includes a State of the United States, the District of Columbia, and any commonwealth, territory, or possession of the United States.”

1994—Subsec. (a). Pub. L. 103–322, as amended by Pub. L. 104–294, §604(b)(2), substituted for period at end “, except that the sentence of death shall not be imposed unless the jury or, if there is no jury, the court, further finds that the offense resulted in the identification by a foreign power (as defined in section 101(a) of the Foreign Intelligence Surveillance Act of 1978) of an individual acting as an agent of the United States and consequently in the death of that individual, or directly concerned nuclear weaponry, military spacecraft or satellites, early warning systems, or other means of defense or retaliation against large-scale attack; war plans; communications intelligence or cryptographic information; or any other major weapons system or major element of defense strategy.”


1954—Act Sept. 3, 1954, increased the penalty for peacetime espionage and corrected a deficiency on the sentencing authority by increasing penalty to death or imprisonment for any term of years.

Effective Date of 1996 Amendment


Temporary Extension of Section

Temporary extension of section, see section 798 of this title.

Act June 30, 1953, ch. 175, §7, 67 Stat. 133, repealed Joint Res. July 3, 1952, ch. 570, §1(a)(29), 66 Stat. 333; Joint Res. Mar. 31, 1953, ch. 13, §1, 67 Stat. 18, which had provided that this section should continue in force until six months after the termination of the National emergency proclaimed by 1950 Proc. No. 2914 which is set out as a note preceding section 1 of Appendix to Title 50, War and National Defense.


Indictment for Violating This Section; Limitation Period

Limitation period in connection with indictments for violating this section, see note set out under section 792 of this title.

18 USC § 795. Photographing and sketching defense installations

(a) Whenever, in the interests of national defense, the President defines certain vital military and naval installations or equipment as requiring protection against the general dissemination of information relative thereto, it shall be unlawful to make any photograph, sketch, picture, drawing, map, or graphical representation of such vital military and naval installations or equipment without first obtaining permission of the commanding officer of the military or naval post, camp, or station, or naval vessels, military and naval aircraft, and any separate military or naval command concerned, or higher authority, and promptly submitting the product obtained to such commanding officer or higher authority for censorship or such other action as he may deem necessary.
(b) Whoever violates this section shall be fined under this title or imprisoned not more than one year, or both.


**Historical and Revision Notes**


Minor changes were made in phraseology.

**Amendments**

1994—Subsec. (b). Pub. L. 103–322 substituted “fined under this title” for “fined not more than $1,000”.

**Ex. Ord. No. 10104. Definitions of Vital Military and Naval Installations and Equipment**

Ex. Ord. No. 10104, Feb. 1, 1950, 15 F.R. 597, provided:

Now, therefore, by virtue of the authority vested in me by the foregoing statutory provisions, and in the interests of national defense, I hereby define the following as vital military and naval installations or equipment requiring protection against the general dissemination of information relative thereto:

1. All military, naval, or air-force installations and equipment which are now classified, designated, or marked under the authority or at the direction of the President, the Secretary of Defense, the Secretary of the Army, the Secretary of the Navy, or the Secretary of the Air Force as “top secret”, “secret”, “confidential”, or “restricted”, and all military, naval, or air-force installations and equipment which may hereafter be so classified, designated, or marked with the approval or at the direction of the President, and located within:

(a) Any military, naval, or air-force reservation, post, arsenal, proving ground, range, mine field, camp, base, airfield, fort, yard, station, district, or area.

(b) Any defensive sea area heretofore established by Executive order and not subsequently discontinued by Executive order, and any defensive sea area
hereafter established under authority of section 2152 of title 18 of the United States Code.

(c) Any airspace reservation heretofore or hereafter established under authority of section 4 of the Air Commerce Act of 1926 (44 Stat. 570; 49 U.S.C. 174) except the airspace reservation established by Executive Order No. 10092 of December 17, 1949.

(d) Any naval harbor closed to foreign vessels.

(e) Any area required for fleet purposes.

(f) Any commercial establishment engaged in the development or manufacture of classified military or naval arms, munitions, equipment, designs, ships, aircraft, or vessels for the United States Army, Navy, or Air Force.

2. All military, naval, or air-force aircraft, weapons, ammunition, vehicles, ships, vessels, instruments, engines, manufacturing machinery, tools, devices, or any other equipment whatsoever, in the possession of the Army, Navy, or Air Force or in the course of experimentation, development, manufacture, or delivery for the Army, Navy, or Air Force which are now classified, designated, or marked under the authority or at the direction of the President, the Secretary of Defense, the Secretary of the Army, the Secretary of the Navy, or the Secretary of the Air Force as “top secret”, “secret”, “confidential”, or “restricted”, and all such articles, materials, or equipment which may hereafter be so classified, designated, or marked with the approval or at the direction of the President.

3. All official military, naval, or air-force books, pamphlets, documents, reports, maps, charts, plans, designs, models, drawings, photographs, contracts, or specifications which are now marked under the authority or at the direction of the President, the Secretary of Defense, the Secretary of the Army, the Secretary of the Navy, or the Secretary of the Air Force as “top secret”, “secret”, “confidential”, or “restricted”, and all such articles or equipment which may hereafter be so marked with the approval or at the direction of the President.

This order supersedes Executive Order No. 8381 of March 22, 1940, entitled “Defining Certain Vital Military and Naval Installations and Equipment.”

18 USC § 796. Use of aircraft for photographing defense installations

Whoever uses or permits the use of an aircraft or any contrivance used, or designed for navigation or flight in the air, for the purpose of making a photograph, sketch, picture, drawing, map, or graphical representation of vital
military or naval installations or equipment, in violation of section 795 of this title, shall be fined under this title or imprisoned not more than one year, or both.


Historical and Revision Notes


Reference to persons causing or procuring was omitted as unnecessary in view of definition of “principal” in section 2 of this title.

Punishment provided by section 795 of this title is repeated, and is from said section 45 of title 50, U.S.C., 1940 ed.

Minor changes were made in phraseology.

Amendments

1994—Pub. L. 103–322 substituted “fined under this title” for “fined not more than $1,000”.

18 USC § 797. Publication and sale of photographs of defense installations

On and after thirty days from the date upon which the President defines any vital military or naval installation or equipment as being within the category contemplated under section 795 of this title, whoever reproduces, publishes, sells, or gives away any photograph, sketch, picture, drawing, map, or graphical representation of the vital military or naval installations or equipment so defined, without first obtaining permission of the commanding officer of the military or naval post, camp, or station concerned, or higher authority, unless such photograph, sketch, picture, drawing, map, or graphical representation has clearly indicated thereon that it has been censored by the proper military or naval authority, shall be fined under this title or imprisoned not more than one year, or both.


Historical and Revision Notes

Punishment provision of section 45 of title 50, U.S.C., 1940 ed., War and National Defense, is repeated. Words “upon conviction” were deleted as surplusage since punishment cannot be imposed until a conviction is secured.

Minor changes were made in phraseology.

Amendments

1994—Pub. L. 103–322 substituted “fined under this title” for “fined not more than $1,000”.

18 USC § 798. Disclosure of classified information

(a) Whoever knowingly and willfully communicates, furnishes, transmits, or otherwise makes available to an unauthorized person, or publishes, or uses in any manner prejudicial to the safety or interest of the United States or for the benefit of any foreign government to the detriment of the United States any classified information—

(1) concerning the nature, preparation, or use of any code, cipher, or cryptographic system of the United States or any foreign government; or

(2) concerning the design, construction, use, maintenance, or repair of any device, apparatus, or appliance used or prepared or planned for use by the United States or any foreign government for cryptographic or communication intelligence purposes; or

(3) concerning the communication intelligence activities of the United States or any foreign government; or

(4) obtained by the processes of communication intelligence from the communications of any foreign government, knowing the same to have been obtained by such processes—

Shall be fined under this title or imprisoned not more than ten years, or both.

(b) As used in subsection (a) of this section—

The term “classified information” means information which, at the time of a violation of this section, is, for reasons of national security, specifically
designated by a United States Government Agency for limited or restricted dissemination or distribution;

The terms “code,” “cipher,” and “cryptographic system” include in their meanings, in addition to their usual meanings, any method of secret writing and any mechanical or electrical device or method used for the purpose of disguising or concealing the contents, significance, or meanings of communications;

The term “foreign government” includes in its meaning any person or persons acting or purporting to act for or on behalf of any faction, party, department, agency, bureau, or military force of or within a foreign country, or for or on behalf of any government or any person or persons purporting to act as a government within a foreign country, whether or not such government is recognized by the United States;

The term “communication intelligence” means all procedures and methods used in the interception of communications and the obtaining of information from such communications by other than the intended recipients;

The term “unauthorized person” means any person who, or agency which, is not authorized to receive information of the categories set forth in subsection (a) of this section, by the President, or by the head of a department or agency of the United States Government which is expressly designated by the President to engage in communication intelligence activities for the United States.

(c) Nothing in this section shall prohibit the furnishing, upon lawful demand, of information to any regularly constituted committee of the Senate or House of Representatives of the United States of America, or joint committee thereof.

(d)(1) Any person convicted of a violation of this section shall forfeit to the United States irrespective of any provision of State law—

(A) any property constituting, or derived from, any proceeds the person obtained, directly or indirectly, as the result of such violation; and

(B) any of the person's property used, or intended to be used, in any manner or part, to commit, or to facilitate the commission of, such violation.

(2) The court, in imposing sentence on a defendant for a conviction of a violation of this section, shall order that the defendant forfeit to the United States all property described in paragraph (1).
(3) Except as provided in paragraph (4), the provisions of subsections (b), (c), and (e) through (p) of section 413 of the Comprehensive Drug Abuse Prevention and Control Act of 1970 (21 U.S.C. 853(b), (c), and (e)–(p)), shall apply to—

(A) property subject to forfeiture under this subsection;

(B) any seizure or disposition of such property; and

(C) any administrative or judicial proceeding in relation to such property,

if not inconsistent with this subsection.

(4) Notwithstanding section 524(c) of title 28, there shall be deposited in the Crime Victims Fund established under section 1402 of the Victims of Crime Act of 1984 (42 U.S.C. 10601) all amounts from the forfeiture of property under this subsection remaining after the payment of expenses for forfeiture and sale authorized by law.

(5) As used in this subsection, the term “State” means any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, and any territory or possession of the United States.


Codification

Another section 798 was renumbered section 798A of this title.

Amendments


1994—Subsec. (a). Pub. L. 103–322 substituted “fined under this title” for “fined not more than $10,000” in concluding provisions.

18 USC § 798A. Temporary extension of section 794

The provisions of section 794 of this title, as amended and extended by section 1(a)(29) of the Emergency Powers Continuation Act (66 Stat. 333), as further amended by Public Law 12, Eighty-third Congress, in addition to coming into full force and effect in time of war shall remain in full force and effect until six months after the termination of the national emergency proclaimed by the President on December 16, 1950 (Proc. 2912, 3 C.F.R., 1950 Supp., p. 71), or such earlier date as may be prescribed by concurrent resolution of the Congress, and acts which would give rise to legal consequences and penalties under section 794 when performed during a state of war shall give rise to the same legal consequences and penalties when they are performed during the period above provided for.


References in Text

Section 1(a)(29) of the Emergency Powers Continuation Act (66 Stat. 333) as further amended by Public Law 12, Eighty-third Congress, referred to in text, was formerly set out as a note under section 791 of this title and was repealed by section 7 of act June 30, 1953.

Proc. 2912, 3 C.F.R., 1950 Supp., p. 71, referred to in text, is an erroneous citation. It should refer to Proc. 2914 which is set out as a note preceding section 1 of Title 50, Appendix, War and National Defense.

Amendments

1990—Pub. L. 101–647 renumbered the second section 798 of this title as this section.

Termination of National Emergency

Declaration of national emergency in effect on Sept. 14, 1976, was terminated two years from that date by section 1601 of Title 50, War and National Defense.

18 USC § 799. Violation of regulations of National Aeronautics and Space Administration

Whoever willfully shall violate, attempt to violate, or conspire to violate any regulation or order promulgated by the Administrator of the National Aeronautics and Space Administration for the protection or security of any laboratory, station, base or other facility, or part thereof, or any aircraft, missile,
spacecraft, or similar vehicle, or part thereof, or other property or equipment in the custody of the Administration, or any real or personal property or equipment in the custody of any contractor under any contract with the Administration or any subcontractor of any such contractor, shall be fined under this title, or imprisoned not more than one year, or both.


Amendments

1994—Pub. L. 103–322 substituted “fined under this title” for “fined not more than $5,000”.
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CHAPTER 41—EXTORTION AND THREATS

18 USC § 872. Extortion by officers or employees of the United States

Whoever, being an officer, or employee of the United States or any department or agency thereof, or representing himself to be or assuming to act as such, under color or pretense of office or employment commits or attempts an act of extortion, shall be fined under this title or imprisoned not more than three years, or both; but if the amount so extorted or demanded does not exceed $1,000, he shall be fined under this title or imprisoned not more than one year, or both.


18 USC § 873. Blackmail

Whoever, under a threat of informing, or as a consideration for not informing, against any violation of any law of the United States, demands or receives any money or other valuable thing, shall be fined under this title or imprisoned not more than one year, or both.

CHAPTER 43—FALSE PERSONATION

18 USC § 912. Officer or employee of the United States

Whoever falsely assumes or pretends to be an officer or employee acting under the authority of the United States or any department, agency or officer thereof, and acts as such, or in such pretended character demands or obtains any money, paper, document, or thing of value, shall be fined under this title or imprisoned not more than three years, or both.


18 USC § 913. Impersonator making arrest or search

Whoever falsely represents himself to be an officer, agent, or employee of the United States, and in such assumed character arrests or detains any person or in any manner searches the person, buildings, or other property of any person, shall be fined under this title or imprisoned not more than three years, or both.

CHAPTER 45—FOREIGN RELATIONS

18 USC § 951. Agents of foreign governments

(a) Whoever, other than a diplomatic or consular officer or attaché, acts in the United States as an agent of a foreign government without prior notification to the Attorney General if required in subsection (b), shall be fined under this title or imprisoned not more than ten years, or both.

(b) The Attorney General shall promulgate rules and regulations establishing requirements for notification.

(c) The Attorney General shall, upon receipt, promptly transmit one copy of each notification statement filed under this section to the Secretary of State for such comment and use as the Secretary of State may determine to be appropriate from the point of view of the foreign relations of the United States. Failure of the Attorney General to do so shall not be a bar to prosecution under this section.

(d) For purposes of this section, the term “agent of a foreign government” means an individual who agrees to operate within the United States subject to the direction or control of a foreign government or official, except that such term does not include—

(1) a duly accredited diplomatic or consular officer of a foreign government, who is so recognized by the Department of State;

(2) any officially and publicly acknowledged and sponsored official or representative of a foreign government;

(3) any officially and publicly acknowledged and sponsored member of the staff of, or employee of, an officer, official, or representative described in paragraph (1) or (2), who is not a United States citizen; or

(4) any person engaged in a legal commercial transaction.

(e) Notwithstanding paragraph (d)(4), any person engaged in a legal commercial transaction shall be considered to be an agent of a foreign government for purposes of this section if—

(1) such person agrees to operate within the United States subject to the direction or control of a foreign government or official; and

(2) such person—
(A) is an agent of Cuba or any other country that the President determines (and so reports to the Congress) poses a threat to the national security interest of the United States for purposes of this section, unless the Attorney General, after consultation with the Secretary of State, determines and so reports to the Congress that the national security or foreign policy interests of the United States require that the provisions of this section do not apply in specific circumstances to agents of such country; or

(B) has been convicted of, or has entered a plea of nolo contendere with respect to, any offense under section 792 through 799, 831, or 2381 of this title or under section 11 of the Export Administration Act of 1979, except that the provisions of this subsection shall not apply to a person described in this clause for a period of more than five years beginning on the date of the conviction or the date of entry of the plea of nolo contendere, as the case may be.


18 USC § 952. Diplomatic codes and correspondence

Whoever, by virtue of his employment by the United States, obtains from another or has or has had custody of or access to, any official diplomatic code or any matter prepared in any such code, or which purports to have been prepared in any such code, and without authorization or competent authority, willfully publishes or furnishes to another any such code or matter, or any matter which was obtained while in the process of transmission between any foreign government and its diplomatic mission in the United States, shall be fined under this title or imprisoned not more than ten years, or both.


18 USC § 953. Private correspondence with foreign governments

Any citizen of the United States, wherever he may be, who, without authority of the United States, directly or indirectly commences or carries on any correspondence or intercourse with any foreign government or any officer or agent thereof, with intent to influence the measures or conduct of any foreign government or of any officer or agent thereof, in relation to any disputes or controversies with the United States, or to defeat the measures of the United
States, shall be fined under this title or imprisoned not more than three years, or both.

This section shall not abridge the right of a citizen to apply, himself or his agent, to any foreign government or the agents thereof for redress of any injury which he may have sustained from such government or any of its agents or subjects.


**18 USC § 954. False statements influencing foreign government**

Whoever, in relation to any dispute or controversy between a foreign government and the United States, willfully and knowingly makes any untrue statement, either orally or in writing, under oath before any person authorized and empowered to administer oaths, which the affiant has knowledge or reason to believe will, or may be used to influence the measures or conduct of any foreign government, or of any officer or agent of any foreign government, to the injury of the United States, or with a view or intent to influence any measure of or action by the United States or any department or agency thereof, to the injury of the United States, shall be fined under this title or imprisoned not more than ten years, or both.


**18 USC § 956. Conspiracy to kill, kidnap, maim, or injure persons or damage property in a foreign country**

(a)(1) Whoever, within the jurisdiction of the United States, conspires with one or more other persons, regardless of where such other person or persons are located, to commit at any place outside the United States an act that would constitute the offense of murder, kidnapping, or maiming if committed in the special maritime and territorial jurisdiction of the United States shall, if any of the conspirators commits an act within the jurisdiction of the United States to effect any object of the conspiracy, be punished as provided in subsection (a)(2).

(2) The punishment for an offense under subsection (a)(1) of this section is—

(A) imprisonment for any term of years or for life if the offense is conspiracy to murder or kidnap; and

(B) imprisonment for not more than 35 years if the offense is conspiracy to maim.
(b) Whoever, within the jurisdiction of the United States, conspires with one or more persons, regardless of where such other person or persons are located, to damage or destroy specific property situated within a foreign country and belonging to a foreign government or to any political subdivision thereof with which the United States is at peace, or any railroad, canal, bridge, airport, airfield, or other public utility, public conveyance, or public structure, or any religious, educational, or cultural property so situated, shall, if any of the conspirators commits an act within the jurisdiction of the United States to effect any object of the conspiracy, be imprisoned not more than 25 years.


18 USC § 957. Possession of property in aid of foreign government

Whoever, in aid of any foreign government, knowingly and willfully possesses or controls any property or papers used or designed or intended for use in violating any penal statute, or any of the rights or obligations of the United States under any treaty or the law of nations, shall be fined under this title or imprisoned not more than ten years, or both.


18 USC § 958. Commission to serve against friendly nation

Any citizen of the United States who, within the jurisdiction thereof, accepts and exercises a commission to serve a foreign prince, state, colony, district, or people, in war, against any prince, state, colony, district, or people, with whom the United States is at peace, shall be fined under this title or imprisoned not more than three years, or both.


18 USC § 959. Enlistment in foreign service

(a) Whoever, within the United States, enlists or enters himself, or hires or retains another to enlist or enter himself, or to go beyond the jurisdiction of the United States with intent to be enlisted or entered in the service of any foreign
prince, state, colony, district, or people as a soldier or as a marine or seaman on
board any vessel of war, letter of marque, or privateer, shall be fined under this
title or imprisoned not more than three years, or both.

(b) This section shall not apply to citizens or subjects of any country engaged in
war with a country with which the United States is at war, unless such citizen or
subject of such foreign country shall hire or solicit a citizen of the United States to
enlist or go beyond the jurisdiction of the United States with intent to enlist or
enter the service of a foreign country. Enlistments under this subsection shall be
under regulations prescribed by the Secretary of the Army.

(c) This section and sections 960 and 961 of this title shall not apply to any
subject or citizen of any foreign prince, state, colony, district, or people who is
transiently within the United States and enlists or enters himself on board any
vessel of war, letter of marque, or privateer, which at the time of its arrival within
the United States was fitted and equipped as such, or hires or retains another
subject or citizen of the same foreign prince, state, colony, district, or people who
is transiently within the United States to enlist or enter himself to serve such
foreign prince, state, colony, district, or people on board such vessel of war, letter
of marque, or privateer, if the United States shall then be at peace with such
foreign prince, state, colony, district, or people.

(June 25, 1948, ch. 645, 62 Stat. 745; Pub. L. 103–322, title XXXIII,

18 USC § 960. Expedition against friendly nation

Whoever, within the United States, knowingly begins or sets on foot or provides
or prepares a means for or furnishes the money for, or takes part in, any military
or naval expedition or enterprise to be carried on from thence against the
territory or dominion of any foreign prince or state, or of any colony, district, or
people with whom the United States is at peace, shall be fined under this title or
imprisoned not more than three years, or both.

(June 25, 1948, ch. 645, 62 Stat. 745; Pub. L. 103–322, title XXXIII,

18 USC § 970. Protection of property occupied by
foreign governments

(a) Whoever willfully injures, damages, or destroys, or attempts to injure,
damage, or destroy, any property, real or personal, located within the United
States and belonging to or utilized or occupied by any foreign government or
international organization, by a foreign official or official guest, shall be fined
under this title, or imprisoned not more than five years, or both.
(b) Whoever, willfully with intent to intimidate, coerce, threaten, or harass—

(1) forcibly thrusts any part of himself or any object within or upon that portion of any building or premises located within the United States, which portion is used or occupied for official business or for diplomatic, consular, or residential purposes by—

(A) a foreign government, including such use as a mission to an international organization;

(B) an international organization;

(C) a foreign official; or

(D) an official guest; or

(2) refuses to depart from such portion of such building or premises after a request—

(A) by an employee of a foreign government or of an international organization, if such employee is authorized to make such request by the senior official of the unit of such government or organization which occupies such portion of such building or premises;

(B) by a foreign official or any member of the foreign official’s staff who is authorized by the foreign official to make such request;

(C) by an official guest or any member of the official guest’s staff who is authorized by the official guest to make such request; or

(D) by any person present having law enforcement powers;

shall be fined under this title or imprisoned not more than six months, or both.

(c) For the purpose of this section “foreign government”, “foreign official”, “international organization”, and “official guest” shall have the same meanings as those provided in section 1116(b) of this title.

CHAPTER 47—FRAUD AND FALSE STATEMENTS

18 USC § 1001. Statements or entries generally

(a) Except as otherwise provided in this section, whoever, in any matter within the jurisdiction of the executive, legislative, or judicial branch of the Government of the United States, knowingly and willfully—

(1) falsifies, conceals, or covers up by any trick, scheme, or device a material fact;

(2) makes any materially false, fictitious, or fraudulent statement or representation; or

(3) makes or uses any false writing or document knowing the same to contain any materially false, fictitious, or fraudulent statement or entry;

shall be fined under this title, imprisoned not more than 5 years or, if the offense involves international or domestic terrorism (as defined in section 2331), imprisoned not more than 8 years, or both. If the matter relates to an offense under chapter 109A, 109B, 110, or 117, or section 1591, then the term of imprisonment imposed under this section shall be not more than 8 years.

(b) Subsection (a) does not apply to a party to a judicial proceeding, or that party's counsel, for statements, representations, writings or documents submitted by such party or counsel to a judge or magistrate in that proceeding.

(c) With respect to any matter within the jurisdiction of the legislative branch, subsection (a) shall apply only to—

(1) administrative matters, including a claim for payment, a matter related to the procurement of property or services, personnel or employment practices, or support services, or a document required by law, rule, or regulation to be submitted to the Congress or any office or officer within the legislative branch; or

(2) any investigation or review, conducted pursuant to the authority of any committee, subcommittee, commission or office of the Congress, consistent with applicable rules of the House or Senate.

18 USC § 1028. Fraud and related activity in connection with identification documents, authentication features, and information

(a) Whoever, in a circumstance described in subsection (c) of this section—

(1) knowingly and without lawful authority produces an identification document, authentication feature, or a false identification document;

(2) knowingly transfers an identification document, authentication feature, or a false identification document knowing that such document or feature was stolen or produced without lawful authority;

(3) knowingly possesses with intent to use unlawfully or transfer unlawfully five or more identification documents (other than those issued lawfully for the use of the possessor), authentication features, or false identification documents;

(4) knowingly possesses an identification document (other than one issued lawfully for the use of the possessor), authentication feature, or a false identification document, with the intent such document or feature be used to defraud the United States;

(5) knowingly produces, transfers, or possesses a document-making implement or authentication feature with the intent such document-making implement or authentication feature will be used in the production of a false identification document or another document-making implement or authentication feature which will be so used;

(6) knowingly possesses an identification document or authentication feature that is or appears to be an identification document or authentication feature of the United States or a sponsoring entity of an event designated as a special event of national significance which is stolen or produced without lawful authority knowing that such document or feature was stolen or produced without such authority;

(7) knowingly transfers, possesses, or uses, without lawful authority, a means of identification of another person with the intent to commit, or to aid or abet, or in connection with, any unlawful activity that constitutes a violation of Federal law, or that constitutes a felony under any applicable State or local law; or

(8) knowingly traffics in false or actual authentication features for use in false identification documents, document-making implements, or means of identification;
shall be punished as provided in subsection (b) of this section.

(b) The punishment for an offense under subsection (a) of this section is—

(1) except as provided in paragraphs (3) and (4), a fine under this title or imprisonment for not more than 15 years, or both, if the offense is—

(A) the production or transfer of an identification document, authentication feature, or false identification document that is or appears to be—

(i) an identification document or authentication feature issued by or under the authority of the United States; or

(ii) a birth certificate, or a driver’s license or personal identification card;

(B) the production or transfer of more than five identification documents, authentication features, or false identification documents;

(C) an offense under paragraph (5) of such subsection; or

(D) an offense under paragraph (7) of such subsection that involves the transfer, possession, or use of 1 or more means of identification if, as a result of the offense, any individual committing the offense obtains anything of value aggregating $1,000 or more during any 1-year period;

(2) except as provided in paragraphs (3) and (4), a fine under this title or imprisonment for not more than 5 years, or both, if the offense is—

(A) any other production, transfer, or use of a means of identification, an identification document, authentication feature, or a false identification document; or

(B) an offense under paragraph (3) or (7) of such subsection;

(3) a fine under this title or imprisonment for not more than 20 years, or both, if the offense is committed—

(A) to facilitate a drug trafficking crime (as defined in section 929(a)(2));
(B) in connection with a crime of violence (as defined in section 924(c)(3)); or

(C) after a prior conviction under this section becomes final;

(4) a fine under this title or imprisonment for not more than 30 years, or both, if the offense is committed to facilitate an act of domestic terrorism (as defined under section 2331(5) of this title) or an act of international terrorism (as defined in section 2331(1) of this title);

(5) in the case of any offense under subsection (a), forfeiture to the United States of any personal property used or intended to be used to commit the offense; and

(6) a fine under this title or imprisonment for not more than one year, or both, in any other case.

(c) The circumstance referred to in subsection (a) of this section is that—

(1) the identification document, authentication feature, or false identification document is or appears to be issued by or under the authority of the United States or a sponsoring entity of an event designated as a special event of national significance or the document-making implement is designed or suited for making such an identification document, authentication feature, or false identification document;

(2) the offense is an offense under subsection (a)(4) of this section; or

(3) either—

(A) the production, transfer, possession, or use prohibited by this section is in or affects interstate or foreign commerce, including the transfer of a document by electronic means; or

(B) the means of identification, identification document, false identification document, or document-making implement is transported in the mail in the course of the production, transfer, possession, or use prohibited by this section.

(d) In this section and section 1028A—
(1) the term “authentication feature” means any hologram, watermark, certification, symbol, code, image, sequence of numbers or letters, or other feature that either individually or in combination with another feature is used by the issuing authority on an identification document, document-making implement, or means of identification to determine if the document is counterfeit, altered, or otherwise falsified;

(2) the term “document-making implement” means any implement, impression, template, computer file, computer disc, electronic device, or computer hardware or software, that is specifically configured or primarily used for making an identification document, a false identification document, or another document-making implement;

(3) the term “identification document” means a document made or issued by or under the authority of the United States Government, a State, political subdivision of a State, a sponsoring entity of an event designated as a special event of national significance, a foreign government, political subdivision of a foreign government, an international governmental or an international quasi-governmental organization which, when completed with information concerning a particular individual, is of a type intended or commonly accepted for the purpose of identification of individuals;

(4) the term “false identification document” means a document of a type intended or commonly accepted for the purposes of identification of individuals that—

(A) is not issued by or under the authority of a governmental entity or was issued under the authority of a governmental entity but was subsequently altered for purposes of deceit; and

(B) appears to be issued by or under the authority of the United States Government, a State, a political subdivision of a State, a sponsoring entity of an event designated by the President as a special event of national significance, a foreign government, a political subdivision of a foreign government, or an international governmental or quasi-governmental organization;

(5) the term “false authentication feature” means an authentication feature that—

(A) is genuine in origin, but, without the authorization of the issuing authority, has been tampered with or altered for purposes of deceit;

(B) is genuine, but has been distributed, or is intended for distribution, without the authorization of the issuing authority and not in connection with a lawfully made identification document, document-making implement, or means of
identification to which such authentication feature is intended to be affixed or embedded by the respective issuing authority; or

(C) appears to be genuine, but is not;

(6) the term “issuing authority”—

(A) means any governmental entity or agency that is authorized to issue identification documents, means of identification, or authentication features; and

(B) includes the United States Government, a State, a political subdivision of a State, a sponsoring entity of an event designated by the President as a special event of national significance, a foreign government, a political subdivision of a foreign government, or an international government or quasi-governmental organization;

(7) the term “means of identification” means any name or number that may be used, alone or in conjunction with any other information, to identify a specific individual, including any—

(A) name, social security number, date of birth, official State or government issued driver’s license or identification number, alien registration number, government passport number, employer or taxpayer identification number;

(B) unique biometric data, such as fingerprint, voice print, retina or iris image, or other unique physical representation;

(C) unique electronic identification number, address, or routing code; or

(D) telecommunication identifying information or access device (as defined in section 1029(e));

(8) the term “personal identification card” means an identification document issued by a State or local government solely for the purpose of identification;

(9) the term “produce” includes alter, authenticate, or assemble;

(10) the term “transfer” includes selecting an identification document, false identification document, or document-making implement and placing or
directing the placement of such identification document, false identification
document, or document-making implement on an online location where it is
available to others;

(11) the term “State” includes any State of the United States, the District of
Columbia, the Commonwealth of Puerto Rico, and any other commonwealth,
possession, or territory of the United States; and

(12) the term “traffic” means—

(A) to transport, transfer, or otherwise dispose of, to another, as consideration for
anything of value; or

(B) to make or obtain control of with intent to so transport, transfer, or otherwise
dispose of.

(e) This section does not prohibit any lawfully authorized investigative,
protective, or intelligence activity of a law enforcement agency of the United
States, a State, or a political subdivision of a State, or of an intelligence agency of
the United States, or any activity authorized under chapter 224 of this title.

(f) Attempt and Conspiracy.—Any person who attempts or conspires to commit
any offense under this section shall be subject to the same penalties as those
prescribed for the offense, the commission of which was the object of the attempt
or conspiracy.

(g) Forfeiture Procedures.—The forfeiture of property under this section,
including any seizure and disposition of the property and any related judicial or
administrative proceeding, shall be governed by the provisions of section 413
(other than subsection (d) of that section) of the Comprehensive Drug Abuse

(h) Forfeiture; Disposition.—In the circumstance in which any person is
convicted of a violation of subsection (a), the court shall order, in addition to the
penalty prescribed, the forfeiture and destruction or other disposition of all illicit
authentication features, identification documents, document-making
implements, or means of identification.

(i) Rule of Construction.—For purpose of subsection (a)(7), a single identification
document or false identification document that contains 1 or more means of
identification shall be construed to be 1 means of identification.
18 USC § 1028A. Aggravated identity theft

(a) Offenses.—

(1) In general.—Whoever, during and in relation to any felony violation enumerated in subsection (c), knowingly transfers, possesses, or uses, without lawful authority, a means of identification of another person shall, in addition to the punishment provided for such felony, be sentenced to a term of imprisonment of 2 years.

(2) Terrorism offense.—Whoever, during and in relation to any felony violation enumerated in section 2332b(g)(5)(B), knowingly transfers, possesses, or uses, without lawful authority, a means of identification of another person or a false identification document shall, in addition to the punishment provided for such felony, be sentenced to a term of imprisonment of 5 years.

(b) Consecutive Sentence.—Notwithstanding any other provision of law—

(1) a court shall not place on probation any person convicted of a violation of this section;

(2) except as provided in paragraph (4), no term of imprisonment imposed on a person under this section shall run concurrently with any other term of imprisonment imposed on the person under any other provision of law, including any term of imprisonment imposed for the felony during which the means of identification was transferred, possessed, or used;

(3) in determining any term of imprisonment to be imposed for the felony during which the means of identification was transferred, possessed, or used, a court shall not in any way reduce the term to be imposed for such crime so as to
compensate for, or otherwise take into account, any separate term of imprisonment imposed or to be imposed for a violation of this section; and

(4) a term of imprisonment imposed on a person for a violation of this section may, in the discretion of the court, run concurrently, in whole or in part, only with another term of imprisonment that is imposed by the court at the same time on that person for an additional violation of this section, provided that such discretion shall be exercised in accordance with any applicable guidelines and policy statements issued by the Sentencing Commission pursuant to section 994 of title 28.

(c) Definition.—For purposes of this section, the term “felony violation enumerated in subsection (c)” means any offense that is a felony violation of—

(1) section 641 (relating to theft of public money, property, or rewards ), section 656 (relating to theft, embezzlement, or misapplication by bank officer or employee), or section 664 (relating to theft from employee benefit plans);

(2) section 911 (relating to false personation of citizenship);

(3) section 922(a)(6) (relating to false statements in connection with the acquisition of a firearm);

(4) any provision contained in this chapter (relating to fraud and false statements), other than this section or section 1028(a)(7);

(5) any provision contained in chapter 63 (relating to mail, bank, and wire fraud);

(6) any provision contained in chapter 69 (relating to nationality and citizenship);

(7) any provision contained in chapter 75 (relating to passports and visas);

(8) section 523 of the Gramm-Leach-Bliley Act (15 U.S.C. 6823) (relating to obtaining customer information by false pretenses);

(9) section 243 or 266 of the Immigration and Nationality Act (8 U.S.C. 1253 and 1306) (relating to willfully failing to leave the United States after deportation and creating a counterfeit alien registration card);

(10) any provision contained in chapter 8 of title II of the Immigration and Nationality Act (8 U.S.C. 1321 et seq.) (relating to various immigration offenses); or
(11) section 208, 811, 1107(b), 1128B(a), or 1632 of the Social Security Act (42 U.S.C. 408, 1011, 1307(b), 1320a–7b(a), and 1383a) (relating to false statements relating to programs under the Act).


18 USC § 1029. Fraud and related activity in connection with access devices

(a) Whoever—

(1) knowingly and with intent to defraud produces, uses, or traffics in one or more counterfeit access devices;

(2) knowingly and with intent to defraud traffics in or uses one or more unauthorized access devices during any one-year period, and by such conduct obtains anything of value aggregating $1,000 or more during that period;

(3) knowingly and with intent to defraud possesses fifteen or more devices which are counterfeit or unauthorized access devices;

(4) knowingly, and with intent to defraud, produces, traffics in, has control or custody of, or possesses device-making equipment;

(5) knowingly and with intent to defraud effects transactions, with 1 or more access devices issued to another person or persons, to receive payment or any other thing of value during any 1-year period the aggregate value of which is equal to or greater than $1,000;

(6) without the authorization of the issuer of the access device, knowingly and with intent to defraud solicits a person for the purpose of—

(A) offering an access device; or

(B) selling information regarding or an application to obtain an access device;

(7) knowingly and with intent to defraud uses, produces, traffics in, has control or custody of, or possesses a telecommunications instrument that has been modified or altered to obtain unauthorized use of telecommunications services;

(8) knowingly and with intent to defraud uses, produces, traffics in, has control or custody of, or possesses a scanning receiver;
(9) knowingly uses, produces, traffics in, has control or custody of, or possesses hardware or software, knowing it has been configured to insert or modify telecommunication identifying information associated with or contained in a telecommunications instrument so that such instrument may be used to obtain telecommunications service without authorization; or

(10) without the authorization of the credit card system member or its agent, knowingly and with intent to defraud causes or arranges for another person to present to the member or its agent, for payment, 1 or more evidences or records of transactions made by an access device;

shall, if the offense affects interstate or foreign commerce, be punished as provided in subsection (c) of this section.

(b)(1) Whoever attempts to commit an offense under subsection (a) of this section shall be subject to the same penalties as those prescribed for the offense attempted.

(2) Whoever is a party to a conspiracy of two or more persons to commit an offense under subsection (a) of this section, if any of the parties engages in any conduct in furtherance of such offense, shall be fined an amount not greater than the amount provided as the maximum fine for such offense under subsection (c) of this section or imprisoned not longer than one-half the period provided as the maximum imprisonment for such offense under subsection (c) of this section, or both.

(c) Penalties.—

(1) Generally.—The punishment for an offense under subsection (a) of this section is—

(A) in the case of an offense that does not occur after a conviction for another offense under this section—

(i) if the offense is under paragraph (1), (2), (3), (6), (7), or (10) of subsection (a), a fine under this title or imprisonment for not more than 10 years, or both; and

(ii) if the offense is under paragraph (4), (5), (8), or (9) of subsection (a), a fine under this title or imprisonment for not more than 15 years, or both;
(B) in the case of an offense that occurs after a conviction for another offense under this section, a fine under this title or imprisonment for not more than 20 years, or both; and

(C) in either case, forfeiture to the United States of any personal property used or intended to be used to commit the offense.

(2) Forfeiture procedure.—The forfeiture of property under this section, including any seizure and disposition of the property and any related administrative and judicial proceeding, shall be governed by section 413 of the Controlled Substances Act, except for subsection (d) of that section.

(d) The United States Secret Service shall, in addition to any other agency having such authority, have the authority to investigate offenses under this section. Such authority of the United States Secret Service shall be exercised in accordance with an agreement which shall be entered into by the Secretary of the Treasury and the Attorney General.

(e) As used in this section—

(1) the term “access device” means any card, plate, code, account number, electronic serial number, mobile identification number, personal identification number, or other telecommunications service, equipment, or instrument identifier, or other means of account access that can be used, alone or in conjunction with another access device, to obtain money, goods, services, or any other thing of value, or that can be used to initiate a transfer of funds (other than a transfer originated solely by paper instrument);

(2) the term “counterfeit access device” means any access device that is counterfeit, fictitious, altered, or forged, or an identifiable component of an access device or a counterfeit access device;

(3) the term “unauthorized access device” means any access device that is lost, stolen, expired, revoked, canceled, or obtained with intent to defraud;

(4) the term “produce” includes design, alter, authenticate, duplicate, or assemble;

(5) the term “traffic” means transfer, or otherwise dispose of, to another, or obtain control of with intent to transfer or dispose of;
(6) the term “device-making equipment” means any equipment, mechanism, or impression designed or primarily used for making an access device or a counterfeit access device;

(7) the term “credit card system member” means a financial institution or other entity that is a member of a credit card system, including an entity, whether affiliated with or identical to the credit card issuer, that is the sole member of a credit card system;

(8) the term “scanning receiver” means a device or apparatus that can be used to intercept a wire or electronic communication in violation of chapter 119 or to intercept an electronic serial number, mobile identification number, or other identifier of any telecommunications service, equipment, or instrument;

(9) the term “telecommunications service” has the meaning given such term in section 3 of title I of the Communications Act of 1934 (47 U.S.C. 153);

(10) the term “facilities-based carrier” means an entity that owns communications transmission facilities, is responsible for the operation and maintenance of those facilities, and holds an operating license issued by the Federal Communications Commission under the authority of title III of the Communications Act of 1934; and

(11) the term “telecommunication identifying information” means electronic serial number or any other number or signal that identifies a specific telecommunications instrument or account, or a specific communication transmitted from a telecommunications instrument.

(f) This section does not prohibit any lawfully authorized investigative, protective, or intelligence activity of a law enforcement agency of the United States, a State, or a political subdivision of a State, or of an intelligence agency of the United States, or any activity authorized under chapter 224 of this title. For purposes of this subsection, the term “State” includes a State of the United States, the District of Columbia, and any commonwealth, territory, or possession of the United States.

(g)(1) It is not a violation of subsection (a)(9) for an officer, employee, or agent of, or a person engaged in business with, a facilities-based carrier, to engage in conduct (other than trafficking) otherwise prohibited by that subsection for the purpose of protecting the property or legal rights of that carrier, unless such conduct is for the purpose of obtaining telecommunications service provided by another facilities-based carrier without the authorization of such carrier.
(2) In a prosecution for a violation of subsection (a)(9), (other than a violation consisting of producing or trafficking) it is an affirmative defense (which the defendant must establish by a preponderance of the evidence) that the conduct charged was engaged in for research or development in connection with a lawful purpose.

(h) Any person who, outside the jurisdiction of the United States, engages in any act that, if committed within the jurisdiction of the United States, would constitute an offense under subsection (a) or (b) of this section, shall be subject to the fines, penalties, imprisonment, and forfeiture provided in this title if—

(1) the offense involves an access device issued, owned, managed, or controlled by a financial institution, account issuer, credit card system member, or other entity within the jurisdiction of the United States; and

(2) the person transports, delivers, conveys, transfers to or through, or otherwise stores, secrets, or holds within the jurisdiction of the United States, any article used to assist in the commission of the offense or the proceeds of such offense or property derived therefrom.


18 USC § 1030. Fraud and related activity in connection with computers

(a) Whoever—

(1) having knowingly accessed a computer without authorization or exceeding authorized access, and by means of such conduct having obtained information that has been determined by the United States Government pursuant to an Executive order or statute to require protection against unauthorized disclosure for reasons of national defense or foreign relations, or any restricted data, as defined in paragraph y. of section 11 of the Atomic Energy Act of 1954, with reason to believe that such information so obtained could be used to the injury of the United States, or to the advantage of any foreign nation willfully communicates, delivers, transmits, or causes to be communicated, delivered, or transmitted, or attempts to communicate, deliver, transmit or cause to be communicated, delivered, or transmitted the same to any person not entitled to...
receive it, or willfully retains the same and fails to deliver it to the officer or employee of the United States entitled to receive it;

(2) intentionally accesses a computer without authorization or exceeds authorized access, and thereby obtains—

(A) information contained in a financial record of a financial institution, or of a card issuer as defined in section 1602(n) of title 15, or contained in a file of a consumer reporting agency on a consumer, as such terms are defined in the Fair Credit Reporting Act (15 U.S.C. 1681 et seq.);

(B) information from any department or agency of the United States; or

(C) information from any protected computer;

(3) intentionally, without authorization to access any nonpublic computer of a department or agency of the United States, accesses such a computer of that department or agency that is exclusively for the use of the Government of the United States or, in the case of a computer not exclusively for such use, is used by or for the Government of the United States and such conduct affects that use by or for the Government of the United States;

(4) knowingly and with intent to defraud, accesses a protected computer without authorization, or exceeds authorized access, and by means of such conduct furthers the intended fraud and obtains anything of value, unless the object of the fraud and the thing obtained consists only of the use of the computer and the value of such use is not more than $5,000 in any 1-year period;

(5)(A) knowingly causes the transmission of a program, information, code, or command, and as a result of such conduct, intentionally causes damage without authorization, to a protected computer;

(B) intentionally accesses a protected computer without authorization, and as a result of such conduct, recklessly causes damage; or

(C) intentionally accesses a protected computer without authorization, and as a result of such conduct, causes damage and loss.

(6) knowingly and with intent to defraud traffics (as defined in section 1029) in any password or similar information through which a computer may be accessed without authorization, if—

(A) such trafficking affects interstate or foreign commerce; or
(B) such computer is used by or for the Government of the United States;

(7) with intent to extort from any person any money or other thing of value, transmits in interstate or foreign commerce any communication containing any—

(A) threat to cause damage to a protected computer;

(B) threat to obtain information from a protected computer without authorization or in excess of authorization or to impair the confidentiality of information obtained from a protected computer without authorization or by exceeding authorized access; or

(C) demand or request for money or other thing of value in relation to damage to a protected computer, where such damage was caused to facilitate the extortion;

shall be punished as provided in subsection (c) of this section.

(b) Whoever conspires to commit or attempts to commit an offense under subsection (a) of this section shall be punished as provided in subsection (c) of this section.

(c) The punishment for an offense under subsection (a) or (b) of this section is—

(1)(A) a fine under this title or imprisonment for not more than ten years, or both, in the case of an offense under subsection (a)(1) of this section which does not occur after a conviction for another offense under this section, or an attempt to commit an offense punishable under this subparagraph; and

(B) a fine under this title or imprisonment for not more than twenty years, or both, in the case of an offense under subsection (a)(1) of this section which occurs after a conviction for another offense under this section, or an attempt to commit an offense punishable under this subparagraph;

(2)(A) except as provided in subparagraph (B), a fine under this title or imprisonment for not more than one year, or both, in the case of an offense under subsection (a)(2), (a)(3), or (a)(6) of this section which does not occur after a conviction for another offense under this section, or an attempt to commit an offense punishable under this subparagraph;
(B) a fine under this title or imprisonment for not more than 5 years, or both, in the case of an offense under subsection (a)(2), or an attempt to commit an offense punishable under this subparagraph, if—

(i) the offense was committed for purposes of commercial advantage or private financial gain;

(ii) the offense was committed in furtherance of any criminal or tortious act in violation of the Constitution or laws of the United States or of any State; or

(iii) the value of the information obtained exceeds $5,000; and

(C) a fine under this title or imprisonment for not more than ten years, or both, in the case of an offense under subsection (a)(2), (a)(3) or (a)(6) of this section which occurs after a conviction for another offense under this section, or an attempt to commit an offense punishable under this subparagraph;

(3)(A) a fine under this title or imprisonment for not more than five years, or both, in the case of an offense under subsection (a)(4) or (a)(7) of this section which does not occur after a conviction for another offense under this section, or an attempt to commit an offense punishable under this subparagraph; and

(B) a fine under this title or imprisonment for not more than ten years, or both, in the case of an offense under subsection (a)(4), or (a)(7) of this section which occurs after a conviction for another offense under this section, or an attempt to commit an offense punishable under this subparagraph;

(4)(A) except as provided in subparagraphs (E) and (F), a fine under this title, imprisonment for not more than 5 years, or both, in the case of—

(i) an offense under subsection (a)(5)(B), which does not occur after a conviction for another offense under this section, if the offense caused (or, in the case of an attempted offense, would, if completed, have caused)—

(I) loss to 1 or more persons during any 1-year period (and, for purposes of an investigation, prosecution, or other proceeding brought by the United States only, loss resulting from a related course of conduct affecting 1 or more other protected computers) aggregating at least $5,000 in value;

(II) the modification or impairment, or potential modification or impairment, of the medical examination, diagnosis, treatment, or care of 1 or more individuals;

(III) physical injury to any person;
(IV) a threat to public health or safety;

(V) damage affecting a computer used by or for an entity of the United States Government in furtherance of the administration of justice, national defense, or national security; or

(VI) damage affecting 10 or more protected computers during any 1-year period; or

(ii) an attempt to commit an offense punishable under this subparagraph;

(B) except as provided in subparagraphs (E) and (F), a fine under this title, imprisonment for not more than 10 years, or both, in the case of—

(i) an offense under subsection (a)(5)(A), which does not occur after a conviction for another offense under this section, if the offense caused (or, in the case of an attempted offense, would, if completed, have caused) a harm provided in subclauses (I) through (VI) of subparagraph (A)(i); or

(ii) an attempt to commit an offense punishable under this subparagraph;

(C) except as provided in subparagraphs (E) and (F), a fine under this title, imprisonment for not more than 20 years, or both, in the case of—

(i) an offense or an attempt to commit an offense under subparagraphs (A) or (B) of subsection (a)(5) that occurs after a conviction for another offense under this section; or

(ii) an attempt to commit an offense punishable under this subparagraph;

(D) a fine under this title, imprisonment for not more than 10 years, or both, in the case of—

(i) an offense or an attempt to commit an offense under subsection (a)(5)(C) that occurs after a conviction for another offense under this section; or

(ii) an attempt to commit an offense punishable under this subparagraph;
(E) if the offender attempts to cause or knowingly or recklessly causes serious bodily injury from conduct in violation of subsection (a)(5)(A), a fine under this title, imprisonment for not more than 20 years, or both;

(F) if the offender attempts to cause or knowingly or recklessly causes death from conduct in violation of subsection (a)(5)(A), a fine under this title, imprisonment for any term of years or for life, or both; or

(G) a fine under this title, imprisonment for not more than 1 year, or both, for—

(i) any other offense under subsection (a)(5); or

(ii) an attempt to commit an offense punishable under this subparagraph.

(d)(1) The United States Secret Service shall, in addition to any other agency having such authority, have the authority to investigate offenses under this section.

(2) The Federal Bureau of Investigation shall have primary authority to investigate offenses under subsection (a)(1) for any cases involving espionage, foreign counterintelligence, information protected against unauthorized disclosure for reasons of national defense or foreign relations, or Restricted Data (as that term is defined in section 11y of the Atomic Energy Act of 1954 (42 U.S.C. 2014(y)), except for offenses affecting the duties of the United States Secret Service pursuant to section 3056(a) of this title.

(3) Such authority shall be exercised in accordance with an agreement which shall be entered into by the Secretary of the Treasury and the Attorney General.

(e) As used in this section—

(1) the term “computer” means an electronic, magnetic, optical, electrochemical, or other high speed data processing device performing logical, arithmetic, or storage functions, and includes any data storage facility or communications facility directly related to or operating in conjunction with such device, but such term does not include an automated typewriter or typesetter, a portable handheld calculator, or other similar device;

(2) the term “protected computer” means a computer—
(A) exclusively for the use of a financial institution or the United States Government, or, in the case of a computer not exclusively for such use, used by or for a financial institution or the United States Government and the conduct constituting the offense affects that use by or for the financial institution or the Government; or

(B) which is used in or affecting interstate or foreign commerce or communication, including a computer located outside the United States that is used in a manner that affects interstate or foreign commerce or communication of the United States;

(3) the term “State” includes the District of Columbia, the Commonwealth of Puerto Rico, and any other commonwealth, possession or territory of the United States;

(4) the term “financial institution” means—

(A) an institution, with deposits insured by the Federal Deposit Insurance Corporation;

(B) the Federal Reserve or a member of the Federal Reserve including any Federal Reserve Bank;

(C) a credit union with accounts insured by the National Credit Union Administration;

(D) a member of the Federal home loan bank system and any home loan bank;

(E) any institution of the Farm Credit System under the Farm Credit Act of 1971;

(F) a broker-dealer registered with the Securities and Exchange Commission pursuant to section 15 of the Securities Exchange Act of 1934;

(G) the Securities Investor Protection Corporation;

(H) a branch or agency of a foreign bank (as such terms are defined in paragraphs (1) and (3) of section 1(b) of the International Banking Act of 1978); and

(I) an organization operating under section 25 or section 25(a) of the Federal Reserve Act;
(5) the term “financial record” means information derived from any record held by a financial institution pertaining to a customer's relationship with the financial institution;

(6) the term “exceeds authorized access” means to access a computer with authorization and to use such access to obtain or alter information in the computer that the accessor is not entitled so to obtain or alter;

(7) the term “department of the United States” means the legislative or judicial branch of the Government or one of the executive departments enumerated in section 101 of title 5;

(8) the term “damage” means any impairment to the integrity or availability of data, a program, a system, or information;

(9) the term “government entity” includes the Government of the United States, any State or political subdivision of the United States, any foreign country, and any state, province, municipality, or other political subdivision of a foreign country;

(10) the term “conviction” shall include a conviction under the law of any State for a crime punishable by imprisonment for more than 1 year, an element of which is unauthorized access, or exceeding authorized access, to a computer;

(11) the term “loss” means any reasonable cost to any victim, including the cost of responding to an offense, conducting a damage assessment, and restoring the data, program, system, or information to its condition prior to the offense, and any revenue lost, cost incurred, or other consequential damages incurred because of interruption of service; and

(12) the term “person” means any individual, firm, corporation, educational institution, financial institution, governmental entity, or legal or other entity.

(f) This section does not prohibit any lawfully authorized investigative, protective, or intelligence activity of a law enforcement agency of the United States, a State, or a political subdivision of a State, or of an intelligence agency of the United States.

(g) Any person who suffers damage or loss by reason of a violation of this section may maintain a civil action against the violator to obtain compensatory damages and injunctive relief or other equitable relief. A civil action for a violation of this section may be brought only if the conduct involves 1 of the factors set forth in subclauses (I), (II), (III), (IV), or (V) of subsection (c)(4)(A)(i). Damages for a
violation involving only conduct described in subsection (c)(4)(A)(i)(I) are limited to economic damages. No action may be brought under this subsection unless such action is begun within 2 years of the date of the act complained of or the date of the discovery of the damage. No action may be brought under this subsection for the negligent design or manufacture of computer hardware, computer software, or firmware.

(h) The Attorney General and the Secretary of the Treasury shall report to the Congress annually, during the first 3 years following the date of the enactment of this subsection, concerning investigations and prosecutions under subsection (a)(5).

(i)(1) The court, in imposing sentence on any person convicted of a violation of this section, or convicted of conspiracy to violate this section, shall order, in addition to any other sentence imposed and irrespective of any provision of State law, that such person forfeit to the United States—

(A) such person's interest in any personal property that was used or intended to be used to commit or to facilitate the commission of such violation; and

(B) any property, real or personal, constituting or derived from, any proceeds that such person obtained, directly or indirectly, as a result of such violation.

(2) The criminal forfeiture of property under this subsection, any seizure and disposition thereof, and any judicial proceeding in relation thereto, shall be governed by the provisions of section 413 of the Comprehensive Drug Abuse Prevention and Control Act of 1970 (21 U.S.C. 853), except subsection (d) of that section.

(j) For purposes of subsection (i), the following shall be subject to forfeiture to the United States and no property right shall exist in them:

(1) Any personal property used or intended to be used to commit or to facilitate the commission of any violation of this section, or a conspiracy to violate this section.

(2) Any property, real or personal, which constitutes or is derived from proceeds traceable to any violation of this section, or a conspiracy to violate this section.

18 USC § 1037. Fraud and related activity in connection with electronic mail

(a) In General.—Whoever, in or affecting interstate or foreign commerce, knowingly—

(1) accesses a protected computer without authorization, and intentionally initiates the transmission of multiple commercial electronic mail messages from or through such computer,

(2) uses a protected computer to relay or retransmit multiple commercial electronic mail messages, with the intent to deceive or mislead recipients, or any Internet access service, as to the origin of such messages,

(3) materially falsifies header information in multiple commercial electronic mail messages and intentionally initiates the transmission of such messages,

(4) registers, using information that materially falsifies the identity of the actual registrant, for five or more electronic mail accounts or online user accounts or two or more domain names, and intentionally initiates the transmission of multiple commercial electronic mail messages from any combination of such accounts or domain names, or

(5) falsely represents oneself to be the registrant or the legitimate successor in interest to the registrant of 5 or more Internet Protocol addresses, and intentionally initiates the transmission of multiple commercial electronic mail messages from such addresses,

or conspires to do so, shall be punished as provided in subsection (b).

(b) Penalties.—The punishment for an offense under subsection (a) is—

(1) a fine under this title, imprisonment for not more than 5 years, or both, if—
(A) the offense is committed in furtherance of any felony under the laws of the United States or of any State; or

(B) the defendant has previously been convicted under this section or section 1030, or under the law of any State for conduct involving the transmission of multiple commercial electronic mail messages or unauthorized access to a computer system;

(2) a fine under this title, imprisonment for not more than 3 years, or both, if—

(A) the offense is an offense under subsection (a)(1);

(B) the offense is an offense under subsection (a)(4) and involved 20 or more falsified electronic mail or online user account registrations, or 10 or more falsified domain name registrations;

(C) the volume of electronic mail messages transmitted in furtherance of the offense exceeded 2,500 during any 24-hour period, 25,000 during any 30-day period, or 250,000 during any 1-year period;

(D) the offense caused loss to one or more persons aggregating $5,000 or more in value during any 1-year period;

(E) as a result of the offense any individual committing the offense obtained anything of value aggregating $5,000 or more during any 1-year period; or

(F) the offense was undertaken by the defendant in concert with three or more other persons with respect to whom the defendant occupied a position of organizer or leader; and

(3) a fine under this title or imprisonment for not more than 1 year, or both, in any other case.

(c) Forfeiture.—

(1) In general.—The court, in imposing sentence on a person who is convicted of an offense under this section, shall order that the defendant forfeit to the United States—
(A) any property, real or personal, constituting or traceable to gross proceeds obtained from such offense; and

(B) any equipment, software, or other technology used or intended to be used to commit or to facilitate the commission of such offense.

(2) Procedures.—The procedures set forth in section 413 of the Controlled Substances Act (21 U.S.C. 853), other than subsection (d) of that section, and in Rule 32.2 of the Federal Rules of Criminal Procedure, shall apply to all stages of a criminal forfeiture proceeding under this section.

(d) Definitions.—In this section:

(1) Loss.—The term “loss” has the meaning given that term in section 1030(e) of this title.

(2) Materially.—For purposes of paragraphs (3) and (4) of subsection (a), header information or registration information is materially falsified if it is altered or concealed in a manner that would impair the ability of a recipient of the message, an Internet access service processing the message on behalf of a recipient, a person alleging a violation of this section, or a law enforcement agency to identify, locate, or respond to a person who initiated the electronic mail message or to investigate the alleged violation.

(3) Multiple.—The term “multiple” means more than 100 electronic mail messages during a 24-hour period, more than 1,000 electronic mail messages during a 30-day period, or more than 10,000 electronic mail messages during a 1-year period.

(4) Other terms.—Any other term has the meaning given that term by section 3 of the CAN-SPAM Act of 2003.


18 USC § 1039. Fraud and related activity in connection with obtaining confidential phone records information of a covered entity

(a) Criminal Violation.—Whoever, in interstate or foreign commerce, knowingly and intentionally obtains, or attempts to obtain, confidential phone records information of a covered entity, by—
(1) making false or fraudulent statements or representations to an employee of a covered entity;

(2) making such false or fraudulent statements or representations to a customer of a covered entity;

(3) providing a document to a covered entity knowing that such document is false or fraudulent; or

(4) accessing customer accounts of a covered entity via the Internet, or by means of conduct that violates section 1030 of this title, without prior authorization from the customer to whom such confidential phone records information relates;

shall be fined under this title, imprisoned for not more than 10 years, or both.

(b) Prohibition on Sale or Transfer of Confidential Phone Records Information.—

(1) Except as otherwise permitted by applicable law, whoever, in interstate or foreign commerce, knowingly and intentionally sells or transfers, or attempts to sell or transfer, confidential phone records information of a covered entity, without prior authorization from the customer to whom such confidential phone records information relates, or knowing or having reason to know such information was obtained fraudulently, shall be fined under this title, imprisoned not more than 10 years, or both.

(2) For purposes of this subsection, the exceptions specified in section 222(d) of the Communications Act of 1934 shall apply for the use of confidential phone records information by any covered entity, as defined in subsection (h).

(c) Prohibition on Purchase or Receipt of Confidential Phone Records Information.—

(1) Except as otherwise permitted by applicable law, whoever, in interstate or foreign commerce, knowingly and intentionally purchases or receives, or attempts to purchase or receive, confidential phone records information of a covered entity, without prior authorization from the customer to whom such confidential phone records information relates, or knowing or having reason to know such information was obtained fraudulently, shall be fined under this title, imprisoned not more than 10 years, or both.
(2) For purposes of this subsection, the exceptions specified in section 222(d) of the Communications Act of 1934 shall apply for the use of confidential phone records information by any covered entity, as defined in subsection (h).

(d) Enhanced Penalties for Aggravated Cases.—Whoever violates, or attempts to violate, subsection (a), (b), or (c) while violating another law of the United States or as part of a pattern of any illegal activity involving more than $100,000, or more than 50 customers of a covered entity, in a 12-month period shall, in addition to the penalties provided for in such subsection, be fined twice the amount provided in subsection (b)(3) or (c)(3) (as the case may be) of section 3571 of this title, imprisoned for not more than 5 years, or both.

(e) Enhanced Penalties for Use of Information in Furtherance of Certain Criminal Offenses.—

(1) Whoever, violates, or attempts to violate, subsection (a), (b), or (c) knowing that such information may be used in furtherance of, or with the intent to commit, an offense described in section 2261, 2261A, 2262, or any other crime of violence shall, in addition to the penalties provided for in such subsection, be fined under this title and imprisoned not more than 5 years.

(2) Whoever, violates, or attempts to violate, subsection (a), (b), or (c) knowing that such information may be used in furtherance of, or with the intent to commit, an offense under section 111, 115, 1114, 1503, 1512, 1513, or to intimidate, threaten, harass, injure, or kill any Federal, State, or local law enforcement officer shall, in addition to the penalties provided for in such subsection, be fined under this title and imprisoned not more than 5 years.

(f) Extraterritorial Jurisdiction.—There is extraterritorial jurisdiction over an offense under this section.

(g) Nonapplicability to Law Enforcement Agencies.—This section does not prohibit any lawfully authorized investigative, protective, or intelligence activity of a law enforcement agency of the United States, a State, or political subdivision of a State, or of an intelligence agency of the United States.

(h) Definitions.—In this section:

(1) Confidential phone records information.—The term “confidential phone records information” means information that—
(A) relates to the quantity, technical configuration, type, destination, location, or amount of use of a service offered by a covered entity, subscribed to by any customer of that covered entity, and kept by or on behalf of that covered entity solely by virtue of the relationship between that covered entity and the customer;

(B) is made available to a covered entity by a customer solely by virtue of the relationship between that covered entity and the customer; or

(C) is contained in any bill, itemization, or account statement provided to a customer by or on behalf of a covered entity solely by virtue of the relationship between that covered entity and the customer.

(2) Covered entity.—The term “covered entity”—

(A) has the same meaning given the term “telecommunications carrier” in section 3 of the Communications Act of 1934 (47 U.S.C. 153); and

(B) includes any provider of IP-enabled voice service.

(3) Customer.—The term “customer” means, with respect to a covered entity, any individual, partnership, association, joint stock company, trust, or corporation, or authorized representative of such customer, to whom the covered entity provides a product or service.

(4) IP-enabled voice service.—The term “IP-enabled voice service” means the provision of real-time voice communications offered to the public, or such class of users as to be effectively available to the public, transmitted through customer premises equipment using TCP/IP protocol, or a successor protocol, (whether part of a bundle of services or separately) with interconnection capability such that the service can originate traffic to, or terminate traffic from, the public switched telephone network, or a successor network.

CHAPTER 67—MILITARY AND NAVY

18 USC § 1385. Use of Army and Air Force as posse comitatus

Whoever, except in cases and under circumstances expressly authorized by the Constitution or Act of Congress, willfully uses any part of the Army or the Air Force as a posse comitatus or otherwise to execute the laws shall be fined under this title or imprisoned not more than two years, or both.


18 USC § 1386. Keys and keyways used in security applications by the Department of Defense

(a)(1) Whoever steals, purloins, embezzles, or obtains by false pretense any lock or key to any lock, knowing that such lock or key has been adopted by any part of the Department of Defense, including all Department of Defense agencies, military departments, and agencies thereof, for use in protecting conventional arms, ammunition or explosives, special weapons, and classified information or classified equipment shall be punished as provided in subsection (b).

(2) Whoever—

(A) knowingly and unlawfully makes, forges, or counterfeits any key, knowing that such key has been adopted by any part of the Department of Defense, including all Department of Defense agencies, military departments, and agencies thereof, for use in protecting conventional arms, ammunition or explosives, special weapons, and classified information or classified equipment; or

(B) knowing that any lock or key has been adopted by any part of the Department of Defense, including all Department of Defense agencies, military departments, and agencies thereof, for use in protecting conventional arms, ammunition or explosives, special weapons, and classified information or classified equipment, possesses any such lock or key with the intent to unlawfully or improperly use, sell, or otherwise dispose of such lock or key or cause the same to be unlawfully or improperly used, sold, or otherwise disposed of,

shall be punished as provided in subsection (b).
(3) Whoever, being engaged as a contractor or otherwise in the manufacture of any lock or key knowing that such lock or key has been adopted by any part of the Department of Defense, including all Department of Defense agencies, military departments, and agencies thereof, for use in protecting conventional arms, ammunition or explosives, special weapons, and classified information or classified equipment, delivers any such finished or unfinished lock or any such key to any person not duly authorized by the Secretary of Defense or his designated representative to receive the same, unless the person receiving it is the contractor for furnishing the same or engaged in the manufacture thereof in the manner authorized by the contract, or the agent of such manufacturer, shall be punished as provided in subsection (b).

(b) Whoever commits an offense under subsection (a) shall be fined under this title or imprisoned not more than 10 years, or both.

(c) As used in this section, the term “key” means any key, keyblank, or keyway adopted by any part of the Department of Defense, including all Department of Defense agencies, military departments, and agencies thereof, for use in protecting conventional arms, ammunition or explosives, special weapons, and classified information or classified equipment.

CHAPTER 73—OBSTRUCTION OF JUSTICE

18 USC § 1503. Influencing or injuring officer or juror generally

(a) Whoever corruptly, or by threats or force, or by any threatening letter or communication, endeavors to influence, intimidate, or impede any grand or petit juror, or officer in or of any court of the United States, or officer who may be serving at any examination or other proceeding before any United States magistrate judge or other committing magistrate, in the discharge of his duty, or injures any such grand or petit juror in his person or property on account of any verdict or indictment assented to by him, or on account of his being or having been such juror, or injures any such officer, magistrate judge, or other committing magistrate in his person or property on account of the performance of his official duties, or corruptly or by threats or force, or by any threatening letter or communication, influences, obstructs, or impedes, or endeavors to influence, obstruct, or impede, the due administration of justice, shall be punished as provided in subsection (b). If the offense under this section occurs in connection with a trial of a criminal case, and the act in violation of this section involves the threat of physical force or physical force, the maximum term of imprisonment which may be imposed for the offense shall be the higher of that otherwise provided by law or the maximum term that could have been imposed for any offense charged in such case.

(b) The punishment for an offense under this section is—

(1) in the case of a killing, the punishment provided in sections 1111 and 1112;

(2) in the case of an attempted killing, or a case in which the offense was committed against a petit juror and in which a class A or B felony was charged, imprisonment for not more than 20 years, a fine under this title, or both; and

(3) in any other case, imprisonment for not more than 10 years, a fine under this title, or both.


18 USC § 1509. Obstruction of court orders

Whoever, by threats or force, willfully prevents, obstructs, impedes, or interferes with, or willfully attempts to prevent, obstruct, impede, or interfere with, the due exercise of rights or the performance of duties under any order, judgment, or
decree of a court of the United States, shall be fined under this title or imprisoned not more than one year, or both.

No injunctive or other civil relief against the conduct made criminal by this section shall be denied on the ground that such conduct is a crime.


18 USC § 1510. Obstruction of criminal investigations

(a) Whoever willfully endeavors by means of bribery to obstruct, delay, or prevent the communication of information relating to a violation of any criminal statute of the United States by any person to a criminal investigator shall be fined under this title, or imprisoned not more than five years, or both.

(b)(1) Whoever, being an officer of a financial institution, with the intent to obstruct a judicial proceeding, directly or indirectly notifies any other person about the existence or contents of a subpoena for records of that financial institution, or information that has been furnished in response to that subpoena, shall be fined under this title or imprisoned not more than 5 years, or both.

(2) Whoever, being an officer of a financial institution, directly or indirectly notifies—

(A) a customer of that financial institution whose records are sought by a subpoena for records; or

(B) any other person named in that subpoena;

about the existence or contents of that subpoena or information that has been furnished in response to that subpoena, shall be fined under this title or imprisoned not more than one year, or both.

(3) As used in this subsection—

(A) the term “an officer of a financial institution” means an officer, director, partner, employee, agent, or attorney of or for a financial institution; and

(B) the term “subpoena for records” means a Federal grand jury subpoena or a Department of Justice subpoena (issued under section 3486 of title 18), for customer records that has been served relating to a violation of, or a conspiracy to violate—
(i) section 215, 656, 657, 1005, 1006, 1007, 1014, 1344, 1956, 1957, or chapter 53 of title 31; or

(ii) section 1341 or 1343 affecting a financial institution.

(c) As used in this section, the term “criminal investigator” means any individual duly authorized by a department, agency, or armed force of the United States to conduct or engage in investigations of or prosecutions for violations of the criminal laws of the United States.

(d)(1) Whoever—

(A) acting as, or being, an officer, director, agent or employee of a person engaged in the business of insurance whose activities affect interstate commerce, or

(B) is engaged in the business of insurance whose activities affect interstate commerce or is involved (other than as an insured or beneficiary under a policy of insurance) in a transaction relating to the conduct of affairs of such a business,

with intent to obstruct a judicial proceeding, directly or indirectly notifies any other person about the existence or contents of a subpoena for records of that person engaged in such business or information that has been furnished to a Federal grand jury in response to that subpoena, shall be fined as provided by this title or imprisoned not more than 5 years, or both.

(2) As used in paragraph (1), the term “subpoena for records” means a Federal grand jury subpoena for records that has been served relating to a violation of, or a conspiracy to violate, section 1033 of this title.

(e) Whoever, having been notified of the applicable disclosure prohibitions or confidentiality requirements of section 2709(c)(1) of this title, section 626(d)(1) or 627(c)(1) of the Fair Credit Reporting Act (15 U.S.C. 1681u(d)(1) or 1681v(c)(1)), section 1114(a)(3)(A) or 1114(a)(5)(D)(i) of the Right to Financial Privacy Act (12 U.S.C. 3414(a)(3)(A) or 3414(a)(5)(D)(i)), or section 802(b)(1) of the National Security Act of 1947 (50 U.S.C. 436(b)(1)), knowingly and with the intent to obstruct an investigation or judicial proceeding violates such prohibitions or requirements applicable by law to such person shall be imprisoned for not more than five years, fined under this title, or both.

18 USC § 1511. Obstruction of State or local law enforcement

(a) It shall be unlawful for two or more persons to conspire to obstruct the enforcement of the criminal laws of a State or political subdivision thereof, with the intent to facilitate an illegal gambling business if—

(1) one or more of such persons does any act to effect the object of such a conspiracy;

(2) one or more of such persons is an official or employee, elected, appointed, or otherwise, of such State or political subdivision; and

(3) one or more of such persons conducts, finances, manages, supervises, directs, or owns all or part of an illegal gambling business.

(b) As used in this section—

(1) “illegal gambling business” means a gambling business which—

(i) is a violation of the law of a State or political subdivision in which it is conducted;

(ii) involves five or more persons who conduct, finance, manage, supervise, direct, or own all or part of such business; and

(iii) has been or remains in substantially continuous operation for a period in excess of thirty days or has a gross revenue of $2,000 in any single day.

(2) “gambling” includes but is not limited to pool-selling, bookmaking, maintaining slot machines, roulette wheels, or dice tables, and conducting lotteries, policy, bolita or numbers games, or selling chances therein.
(3) “State” means any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, and any territory or possession of the United States.

(c) This section shall not apply to any bingo game, lottery, or similar game of chance conducted by an organization exempt from tax under paragraph (3) of subsection (c) of section 501 of the Internal Revenue Code of 1986, as amended, if no part of the gross receipts derived from such activity inures to the benefit of any private shareholder, member, or employee of such organization, except as compensation for actual expenses incurred by him in the conduct of such activity.

(d) Whoever violates this section shall be punished by a fine under this title or imprisonment for not more than five years, or both.


18 USC § 1512. Tampering with a witness, victim, or an informant

(a)(1) Whoever kills or attempts to kill another person, with intent to—

(A) prevent the attendance or testimony of any person in an official proceeding;

(B) prevent the production of a record, document, or other object, in an official proceeding; or

(C) prevent the communication by any person to a law enforcement officer or judge of the United States of information relating to the commission or possible commission of a Federal offense or a violation of conditions of probation, parole, or release pending judicial proceedings;

shall be punished as provided in paragraph (3).

(2) Whoever uses physical force or the threat of physical force against any person, or attempts to do so, with intent to—

(A) influence, delay, or prevent the testimony of any person in an official proceeding;
(B) cause or induce any person to—

(i) withhold testimony, or withhold a record, document, or other object, from an official proceeding;

(ii) alter, destroy, mutilate, or conceal an object with intent to impair the integrity or availability of the object for use in an official proceeding;

(iii) evade legal process summoning that person to appear as a witness, or to produce a record, document, or other object, in an official proceeding; or

(iv) be absent from an official proceeding to which that person has been summoned by legal process; or

(C) hinder, delay, or prevent the communication to a law enforcement officer or judge of the United States of information relating to the commission or possible commission of a Federal offense or a violation of conditions of probation, supervised release, parole, or release pending judicial proceedings;

shall be punished as provided in paragraph (3).

(3) The punishment for an offense under this subsection is—

(A) in the case of a killing, the punishment provided in sections 1111 and 1112;

(B) in the case of—

(i) an attempt to murder; or

(ii) the use or attempted use of physical force against any person;

imprisonment for not more than 30 years; and

(C) in the case of the threat of use of physical force against any person, imprisonment for not more than 20 years.
(b) Whoever knowingly uses intimidation, threatens, or corruptly persuades another person, or attempts to do so, or engages in misleading conduct toward another person, with intent to—

(1) influence, delay, or prevent the testimony of any person in an official proceeding;

(2) cause or induce any person to—

(A) withhold testimony, or withhold a record, document, or other object, from an official proceeding;

(B) alter, destroy, mutilate, or conceal an object with intent to impair the object's integrity or availability for use in an official proceeding;

(C) evade legal process summoning that person to appear as a witness, or to produce a record, document, or other object, in an official proceeding; or

(D) be absent from an official proceeding to which such person has been summoned by legal process; or

(3) hinder, delay, or prevent the communication to a law enforcement officer or judge of the United States of information relating to the commission or possible commission of a Federal offense or a violation of conditions of probation supervised release, parole, or release pending judicial proceedings;

shall be fined under this title or imprisoned not more than 20 years, or both.

(c) Whoever corruptly—

(1) alters, destroys, mutilates, or conceals a record, document, or other object, or attempts to do so, with the intent to impair the object's integrity or availability for use in an official proceeding; or

(2) otherwise obstructs, influences, or impedes any official proceeding, or attempts to do so,

shall be fined under this title or imprisoned not more than 20 years, or both.
(d) Whoever intentionally harasses another person and thereby hinders, delays, prevents, or dissuades any person from—

(1) attending or testifying in an official proceeding;

(2) reporting to a law enforcement officer or judge of the United States the commission or possible commission of a Federal offense or a violation of conditions of probation, supervised release, parole, or release pending judicial proceedings;

(3) arresting or seeking the arrest of another person in connection with a Federal offense; or

(4) causing a criminal prosecution, or a parole or probation revocation proceeding, to be sought or instituted, or assisting in such prosecution or proceeding;

or attempts to do so, shall be fined under this title or imprisoned not more than 3 years, or both.

(e) In a prosecution for an offense under this section, it is an affirmative defense, as to which the defendant has the burden of proof by a preponderance of the evidence, that the conduct consisted solely of lawful conduct and that the defendant's sole intention was to encourage, induce, or cause the other person to testify truthfully.

(f) For the purposes of this section—

(1) an official proceeding need not be pending or about to be instituted at the time of the offense; and

(2) the testimony, or the record, document, or other object need not be admissible in evidence or free of a claim of privilege.

(g) In a prosecution for an offense under this section, no state of mind need be proved with respect to the circumstance—

(1) that the official proceeding before a judge, court, magistrate judge, grand jury, or government agency is before a judge or court of the United States, a United States magistrate judge, a bankruptcy judge, a Federal grand jury, or a Federal Government agency; or
(2) that the judge is a judge of the United States or that the law enforcement
officer is an officer or employee of the Federal Government or a person
authorized to act for or on behalf of the Federal Government or serving the
Federal Government as an adviser or consultant.

(h) There is extraterritorial Federal jurisdiction over an offense under this
section.

(i) A prosecution under this section or section 1503 may be brought in the district
in which the official proceeding (whether or not pending or about to be
instituted) was intended to be affected or in the district in which the conduct
constituting the alleged offense occurred.

(j) If the offense under this section occurs in connection with a trial of a criminal
case, the maximum term of imprisonment which may be imposed for the offense
shall be the higher of that otherwise provided by law or the maximum term that
could have been imposed for any offense charged in such case.

(k) Whoever conspires to commit any offense under this section shall be subject
to the same penalties as those prescribed for the offense the commission of which
was the object of the conspiracy.

646, §61, Nov. 10, 1986, 100 Stat. 3614; Pub. L. 100–690, title VII, §7029(a), (c),
177, title II, §205, Jan. 7, 2008, 121 Stat. 2537.)

18 USC § 1513. Retaliating against a witness, victim, or
an informant

(a)(1) Whoever kills or attempts to kill another person with intent to retaliate
against any person for—

(A) the attendance of a witness or party at an official proceeding, or any
testimony given or any record, document, or other object produced by a witness
in an official proceeding; or
(B) providing to a law enforcement officer any information relating to the commission or possible commission of a Federal offense or a violation of conditions of probation, supervised release, parole, or release pending judicial proceedings,

shall be punished as provided in paragraph (2).

(2) The punishment for an offense under this subsection is—

(A) in the case of a killing, the punishment provided in sections 1111 and 1112; and

(B) in the case of an attempt, imprisonment for not more than 30 years.

(b) Whoever knowingly engages in any conduct and thereby causes bodily injury to another person or damages the tangible property of another person, or threatens to do so, with intent to retaliate against any person for—

(1) the attendance of a witness or party at an official proceeding, or any testimony given or any record, document, or other object produced by a witness in an official proceeding; or

(2) any information relating to the commission or possible commission of a Federal offense or a violation of conditions of probation, supervised release, parole, or release pending judicial proceedings given by a person to a law enforcement officer;

or attempts to do so, shall be fined under this title or imprisoned not more than 20 years, or both.

(c) If the retaliation occurred because of attendance at or testimony in a criminal case, the maximum term of imprisonment which may be imposed for the offense under this section shall be the higher of that otherwise provided by law or the maximum term that could have been imposed for any offense charged in such case.

(d) There is extraterritorial Federal jurisdiction over an offense under this section.
(e) Whoever knowingly, with the intent to retaliate, takes any action harmful to any person, including interference with the lawful employment or livelihood of any person, for providing to a law enforcement officer any truthful information relating to the commission or possible commission of any Federal offense, shall be fined under this title or imprisoned not more than 10 years, or both.

(f) Whoever conspires to commit any offense under this section shall be subject to the same penalties as those prescribed for the offense the commission of which was the object of the conspiracy.

(g) A prosecution under this section may be brought in the district in which the official proceeding (whether pending, about to be instituted, or completed) was intended to be affected, or in which the conduct constituting the alleged offense occurred.


18 USC § 1514. Civil action to restrain harassment of a victim or witness

(a)(1) A United States district court, upon application of the attorney for the Government, shall issue a temporary restraining order prohibiting harassment of a victim or witness in a Federal criminal case if the court finds, from specific facts shown by affidavit or by verified complaint, that there are reasonable grounds to believe that harassment of an identified victim or witness in a Federal criminal case exists or that such order is necessary to prevent and restrain an offense under section 1512 of this title, other than an offense consisting of misleading conduct, or under section 1513 of this title.

(2)(A) A temporary restraining order may be issued under this section without written or oral notice to the adverse party or such party’s attorney in a civil action under this section if the court finds, upon written certification of facts by the attorney for the Government, that such notice should not be required and that there is a reasonable probability that the Government will prevail on the merits.

(B) A temporary restraining order issued without notice under this section shall be endorsed with the date and hour of issuance and be filed forthwith in the office of the clerk of the court issuing the order.
(C) A temporary restraining order issued under this section shall expire at such time, not to exceed 14 days from issuance, as the court directs; the court, for good cause shown before expiration of such order, may extend the expiration date of the order for up to 14 days or for such longer period agreed to by the adverse party.

(D) When a temporary restraining order is issued without notice, the motion for a protective order shall be set down for hearing at the earliest possible time and takes precedence over all matters except older matters of the same character, and when such motion comes on for hearing, if the attorney for the Government does not proceed with the application for a protective order, the court shall dissolve the temporary restraining order.

(E) If on two days notice to the attorney for the Government, excluding intermediate weekends and holidays, or on such shorter notice as the court may prescribe, the adverse party appears and moves to dissolve or modify the temporary restraining order, the court shall proceed to hear and determine such motion as expeditiously as the ends of justice require.

(F) A temporary restraining order shall set forth the reasons for the issuance of such order, be specific in terms, and describe in reasonable detail (and not by reference to the complaint or other document) the act or acts being restrained.

(b)(1) A United States district court, upon motion of the attorney for the Government, shall issue a protective order prohibiting harassment of a victim or witness in a Federal criminal case if the court, after a hearing, finds by a preponderance of the evidence that harassment of an identified victim or witness in a Federal criminal case exists or that such order is necessary to prevent and restrain an offense under section 1512 of this title, other than an offense consisting of misleading conduct, or under section 1513 of this title.

(2) At the hearing referred to in paragraph (1) of this subsection, any adverse party named in the complaint shall have the right to present evidence and cross-examine witnesses.

(3) A protective order shall set forth the reasons for the issuance of such order, be specific in terms, describe in reasonable detail (and not by reference to the complaint or other document) the act or acts being restrained.

(4) The court shall set the duration of effect of the protective order for such period as the court determines necessary to prevent harassment of the victim or witness but in no case for a period in excess of three years from the date of such order’s issuance. The attorney for the Government may, at any time within ninety days before the expiration of such order, apply for a new protective order under this section.
(c) As used in this section—

(1) the term “harassment” means a course of conduct directed at a specific person that—

(A) causes substantial emotional distress in such person; and

(B) serves no legitimate purpose; and

(2) the term “course of conduct” means a series of acts over a period of time, however short, indicating a continuity of purpose.


18 USC § 1515. Definitions for certain provisions; general provision

(a) As used in sections 1512 and 1513 of this title and in this section—

(1) the term “official proceeding” means—

(A) a proceeding before a judge or court of the United States, a United States magistrate judge, a bankruptcy judge, a judge of the United States Tax Court, a special trial judge of the Tax Court, a judge of the United States Court of Federal Claims, or a Federal grand jury;

(B) a proceeding before the Congress;

(C) a proceeding before a Federal Government agency which is authorized by law; or

(D) a proceeding involving the business of insurance whose activities affect interstate commerce before any insurance regulatory official or agency or any agent or examiner appointed by such official or agency to examine the affairs of any person engaged in the business of insurance whose activities affect interstate commerce;

(2) the term “physical force” means physical action against another, and includes confinement;
(3) the term “misleading conduct” means—

(A) knowingly making a false statement;

(B) intentionally omitting information from a statement and thereby causing a portion of such statement to be misleading, or intentionally concealing a material fact, and thereby creating a false impression by such statement;

(C) with intent to mislead, knowingly submitting or inviting reliance on a writing or recording that is false, forged, altered, or otherwise lacking in authenticity;

(D) with intent to mislead, knowingly submitting or inviting reliance on a sample, specimen, map, photograph, boundary mark, or other object that is misleading in a material respect; or

(E) knowingly using a trick, scheme, or device with intent to mislead;

(4) the term “law enforcement officer” means an officer or employee of the Federal Government, or a person authorized to act for or on behalf of the Federal Government or serving the Federal Government as an adviser or consultant—

(A) authorized under law to engage in or supervise the prevention, detection, investigation, or prosecution of an offense; or

(B) serving as a probation or pretrial services officer under this title;

(5) the term “bodily injury” means—

(A) a cut, abrasion, bruise, burn, or disfigurement;

(B) physical pain;

(C) illness;

(D) impairment of the function of a bodily member, organ, or mental faculty; or

(E) any other injury to the body, no matter how temporary; and
(6) the term “corruptly persuades” does not include conduct which would be misleading conduct but for a lack of a state of mind.

(b) As used in section 1505, the term “corruptly” means acting with an improper purpose, personally or by influencing another, including making a false or misleading statement, or withholding, concealing, altering, or destroying a document or other information.

(c) This chapter does not prohibit or punish the providing of lawful, bona fide, legal representation services in connection with or anticipation of an official proceeding.


18 USC § 1519. Destruction, alteration, or falsification of records in Federal investigations and bankruptcy

Whoever knowingly alters, destroys, mutilates, conceals, covers up, falsifies, or makes a false entry in any record, document, or tangible object with the intent to impede, obstruct, or influence the investigation or proper administration of any matter within the jurisdiction of any department or agency of the United States or any case filed under title 11, or in relation to or contemplation of any such matter or case, shall be fined under this title, imprisoned not more than 20 years, or both.

CHAPTER 79—PERJURY

18 USC § 1621. Perjury generally

Whoever—

(1) having taken an oath before a competent tribunal, officer, or person, in any case in which a law of the United States authorizes an oath to be administered, that he will testify, declare, depose, or certify truly, or that any written testimony, declaration, deposition, or certificate by him subscribed, is true, willfully and contrary to such oath states or subscribes any material matter which he does not believe to be true; or

(2) in any declaration, certificate, verification, or statement under penalty of perjury as permitted under section 1746 of title 28, United States Code, willfully subscribes as true any material matter which he does not believe to be true;

is guilty of perjury and shall, except as otherwise expressly provided by law, be fined under this title or imprisoned not more than five years, or both. This section is applicable whether the statement or subscription is made within or without the United States.


18 USC § 1622. Subornation of perjury

Whoever procures another to commit any perjury is guilty of subornation of perjury, and shall be fined under this title or imprisoned not more than five years, or both.


18 USC § 1623. False declarations before grand jury or court

(a) Whoever under oath (or in any declaration, certificate, verification, or statement under penalty of perjury as permitted under section 1746 of title 28, United States Code) in any proceeding before or ancillary to any court or grand jury of the United States knowingly makes any false material declaration or
makes or uses any other information, including any book, paper, document, record, recording, or other material, knowing the same to contain any false material declaration, shall be fined under this title or imprisoned not more than five years, or both.

(b) This section is applicable whether the conduct occurred within or without the United States.

(c) An indictment or information for violation of this section alleging that, in any proceedings before or ancillary to any court or grand jury of the United States, the defendant under oath has knowingly made two or more declarations, which are inconsistent to the degree that one of them is necessarily false, need not specify which declaration is false if—

(1) each declaration was material to the point in question, and

(2) each declaration was made within the period of the statute of limitations for the offense charged under this section.

In any prosecution under this section, the falsity of a declaration set forth in the indictment or information shall be established sufficient for conviction by proof that the defendant while under oath made irreconcilably contradictory declarations material to the point in question in any proceeding before or ancillary to any court or grand jury. It shall be a defense to an indictment or information made pursuant to the first sentence of this subsection that the defendant at the time he made each declaration believed the declaration was true.

(d) Where, in the same continuous court or grand jury proceeding in which a declaration is made, the person making the declaration admits such declaration to be false, such admission shall bar prosecution under this section if, at the time the admission is made, the declaration has not substantially affected the proceeding, or it has not become manifest that such falsity has been or will be exposed.

(e) Proof beyond a reasonable doubt under this section is sufficient for conviction. It shall not be necessary that such proof be made by any particular number of witnesses or by documentary or other type of evidence.

CHAPTER 88—PRIVACY

18 USC § 1801. Video voyeurism

(a) Whoever, in the special maritime and territorial jurisdiction of the United States, has the intent to capture an image of a private area of an individual without their consent, and knowingly does so under circumstances in which the individual has a reasonable expectation of privacy, shall be fined under this title or imprisoned not more than one year, or both.

(b) In this section—

(1) the term “capture”, with respect to an image, means to videotape, photograph, film, record by any means, or broadcast;

(2) the term “broadcast” means to electronically transmit a visual image with the intent that it be viewed by a person or persons;

(3) the term “a private area of the individual” means the naked or undergarment clad genitals, pubic area, buttocks, or female breast of that individual;

(4) the term “female breast” means any portion of the female breast below the top of the areola; and

(5) the term “under circumstances in which that individual has a reasonable expectation of privacy” means—

(A) circumstances in which a reasonable person would believe that he or she could disrobe in privacy, without being concerned that an image of a private area of the individual was being captured; or

(B) circumstances in which a reasonable person would believe that a private area of the individual would not be visible to the public, regardless of whether that person is in a public or private place.

(c) This section does not prohibit any lawful law enforcement, correctional, or intelligence activity.


Short Title of 2004 Amendment

CHAPTER 90—PROTECTION OF TRADE SECRETS

18 USC § 1831. Economic espionage

(a) In General.—Whoever, intending or knowing that the offense will benefit any foreign government, foreign instrumentality, or foreign agent, knowingly—

(1) steals, or without authorization appropriates, takes, carries away, or conceals, or by fraud, artifice, or deception obtains a trade secret;

(2) without authorization copies, duplicates, sketches, draws, photographs, downloads, uploads, alters, destroys, photocopies, replicates, transmits, delivers, sends, mails, communicates, or conveys a trade secret;

(3) receives, buys, or possesses a trade secret, knowing the same to have been stolen or appropriated, obtained, or converted without authorization;

(4) attempts to commit any offense described in any of paragraphs (1) through (3); or

(5) conspires with one or more other persons to commit any offense described in any of paragraphs (1) through (3), and one or more of such persons do any act to effect the object of the conspiracy,

shall, except as provided in subsection (b), be fined not more than $500,000 or imprisoned not more than 15 years, or both.

(b) Organizations.—Any organization that commits any offense described in subsection (a) shall be fined not more than $10,000,000.


18 USC § 1837. Applicability to conduct outside the United States

This chapter also applies to conduct occurring outside the United States if—

(1) the offender is a natural person who is a citizen or permanent resident alien of the United States, or an organization organized under the laws of the United States or a State or political subdivision thereof; or

(2) an act in furtherance of the offense was committed in the United States.
18 USC § 1839. Definitions

As used in this chapter—

(1) the term “foreign instrumentality” means any agency, bureau, ministry, component, institution, association, or any legal, commercial, or business organization, corporation, firm, or entity that is substantially owned, controlled, sponsored, commanded, managed, or dominated by a foreign government;

(2) the term “foreign agent” means any officer, employee, proxy, servant, delegate, or representative of a foreign government;

(3) the term “trade secret” means all forms and types of financial, business, scientific, technical, economic, or engineering information, including patterns, plans, compilations, program devices, formulas, designs, prototypes, methods, techniques, processes, procedures, programs, or codes, whether tangible or intangible, and whether or how stored, compiled, or memorialized physically, electronically, graphically, photographically, or in writing if—

(A) the owner thereof has taken reasonable measures to keep such information secret; and

(B) the information derives independent economic value, actual or potential, from not being generally known to, and not being readily ascertainable through proper means by, the public; and

(4) the term “owner”, with respect to a trade secret, means the person or entity in whom or in which rightful legal or equitable title to, or license in, the trade secret is reposed.

CHAPTER 93—PUBLIC OFFICERS AND EMPLOYEES

18 USC § 1905. Disclosure of confidential information generally

Whoever, being an officer or employee of the United States or of any department or agency thereof, any person acting on behalf of the Federal Housing Finance Agency, or agent of the Department of Justice as defined in the Antitrust Civil Process Act (15 U.S.C. 1311–1314), or being an employee of a private sector organization who is or was assigned to an agency under chapter 37 of title 5, publishes, divulges, discloses, or makes known in any manner or to any extent not authorized by law any information coming to him in the course of his employment or official duties or by reason of any examination or investigation made by, or return, report or record made to or filed with, such department or agency or officer or employee thereof, which information concerns or relates to the trade secrets, processes, operations, style of work, or apparatus, or to the identity, confidential statistical data, amount or source of any income, profits, losses, or expenditures of any person, firm, partnership, corporation, or association; or permits any income return or copy thereof or any book containing any abstract or particulars thereof to be seen or examined by any person except as provided by law; shall be fined under this title, or imprisoned not more than one year, or both; and shall be removed from office or employment.


18 USC § 1913. Lobbying with appropriated moneys

No part of the money appropriated by any enactment of Congress shall, in the absence of express authorization by Congress, be used directly or indirectly to pay for any personal service, advertisement, telegram, telephone, letter, printed or written matter, or other device, intended or designed to influence in any manner a Member of Congress, a jurisdiction, or an official of any government, to favor, adopt, or oppose, by vote or otherwise, any legislation, law, ratification, policy, or appropriation, whether before or after the introduction of any bill, measure, or resolution proposing such legislation, law, ratification, policy, or appropriation; but this shall not prevent officers or employees of the United States or of its departments or agencies from communicating to any such Member or official, at his request, or to Congress or such official, through the proper official channels, requests for any legislation, law, ratification, policy, or appropriations which they deem necessary for the efficient conduct of the public business, or from making
any communication whose prohibition by this section might, in the opinion of the Attorney General, violate the Constitution or interfere with the conduct of foreign policy, counter-intelligence, intelligence, or national security activities. Violations of this section shall constitute violations of section 1352(a) of title 31.


18 USC § 1918. Disloyalty and asserting the right to strike against the Government

Whoever violates the provision of section 7311 of title 5 that an individual may not accept or hold a position in the Government of the United States or the government of the District of Columbia if he—

(1) advocates the overthrow of our constitutional form of government;

(2) is a member of an organization that he knows advocates the overthrow of our constitutional form of government;

(3) participates in a strike, or asserts the right to strike, against the Government of the United States or the government of the District of Columbia; or

(4) is a member of an organization of employees of the Government of the United States or of individuals employed by the government of the District of Columbia that he knows asserts the right to strike against the Government of the United States or the government of the District of Columbia;

shall be fined under this title or imprisoned not more than one year and a day, or both.


18 USC § 1924. Unauthorized removal and retention of classified documents or material

(a) Whoever, being an officer, employee, contractor, or consultant of the United States, and, by virtue of his office, employment, position, or contract, becomes possessed of documents or materials containing classified information of the United States, knowingly removes such documents or materials without authority and with the intent to retain such documents or materials at an unauthorized
location shall be fined under this title or imprisoned for not more than one year, or both.

(b) For purposes of this section, the provision of documents and materials to the Congress shall not constitute an offense under subsection (a).

(c) In this section, the term “classified information of the United States” means information originated, owned, or possessed by the United States Government concerning the national defense or foreign relations of the United States that has been determined pursuant to law or Executive order to require protection against unauthorized disclosure in the interests of national security.

CHAPTER 101—RECORDS AND REPORTS

18 USC § 2071. Concealment, removal, or mutilation generally

(a) Whoever willfully and unlawfully conceals, removes, mutilates, obliterates, or destroys, or attempts to do so, or, with intent to do so takes and carries away any record, proceeding, map, book, paper, document, or other thing, filed or deposited with any clerk or officer of any court of the United States, or in any public office, or with any judicial or public officer of the United States, shall be fined under this title or imprisoned not more than three years, or both.

(b) Whoever, having the custody of any such record, proceeding, map, book, document, paper, or other thing, willfully and unlawfully conceals, removes, mutilates, obliterates, falsifies, or destroys the same, shall be fined under this title or imprisoned not more than three years, or both; and shall forfeit his office and be disqualified from holding any office under the United States. As used in this subsection, the term “office” does not include the office held by any person as a retired officer of the Armed Forces of the United States.


18 USC § 2075. Officer failing to make returns or reports

Every officer who neglects or refuses to make any return or report which he is required to make at stated times by any Act of Congress or regulation of the Department of the Treasury, other than his accounts, within the time prescribed by such Act or regulation, shall be fined under this title.

CHAPTER 102—RIOTS

18 USC § 2101. Riots

(a) Whoever travels in interstate or foreign commerce or uses any facility of interstate or foreign commerce, including, but not limited to, the mail, telegraph, telephone, radio, or television, with intent—

(1) to incite a riot; or

(2) to organize, promote, encourage, participate in, or carry on a riot; or

(3) to commit any act of violence in furtherance of a riot; or

(4) to aid or abet any person in inciting or participating in or carrying on a riot or committing any act of violence in furtherance of a riot;

and who either during the course of any such travel or use or thereafter performs or attempts to perform any other overt act for any purpose specified in subparagraph (A), (B), (C), or (D) of this paragraph—

Shall be fined under this title, or imprisoned not more than five years, or both.

(b) In any prosecution under this section, proof that a defendant engaged or attempted to engage in one or more of the overt acts described in subparagraph (A), (B), (C), or (D) of paragraph (1) of subsection (a) and (1) has traveled in interstate or foreign commerce, or (2) has use of or used any facility of interstate or foreign commerce, including but not limited to, mail, telegraph, telephone, radio, or television, to communicate with or broadcast to any person or group of persons prior to such overt acts, such travel or use shall be admissible proof to establish that such defendant traveled in or used such facility of interstate or foreign commerce.

(c) A judgment of conviction or acquittal on the merits under the laws of any State shall be a bar to any prosecution hereunder for the same act or acts.

(d) Whenever, in the opinion of the Attorney General or of the appropriate officer of the Department of Justice charged by law or under the instructions of the Attorney General with authority to act, any person shall have violated this chapter, the Department shall proceed as speedily as possible with a prosecution of such person hereunder and with any appeal which may lie from any decision adverse to the Government resulting from such prosecution.
(e) Nothing contained in this section shall be construed to make it unlawful for any person to travel in, or use any facility of, interstate or foreign commerce for the purpose of pursuing the legitimate objectives of organized labor, through orderly and lawful means.

(f) Nothing in this section shall be construed as indicating an intent on the part of Congress to prevent any State, any possession or Commonwealth of the United States, or the District of Columbia, from exercising jurisdiction over any offense over which it would have jurisdiction in the absence of this section; nor shall anything in this section be construed as depriving State and local law enforcement authorities of responsibility for prosecuting acts that may be violations of this section and that are violations of State and local law.


18 USC § 2102. Definitions

(a) As used in this chapter, the term “riot” means a public disturbance involving (1) an act or acts of violence by one or more persons part of an assemblage of three or more persons, which act or acts shall constitute a clear and present danger of, or shall result in, damage or injury to the property of any other person or to the person of any other individual or (2) a threat or threats of the commission of an act or acts of violence by one or more persons part of an assemblage of three or more persons having, individually or collectively, the ability of immediate execution of such threat or threats, where the performance of the threatened act or acts of violence would constitute a clear and present danger of, or would result in, damage or injury to the property of any other person or to the person of any other individual.

(b) As used in this chapter, the term “to incite a riot”, or “to organize, promote, encourage, participate in, or carry on a riot”, includes, but is not limited to, urging or instigating other persons to riot, but shall not be deemed to mean the mere oral or written (1) advocacy of ideas or (2) expression of belief, not involving advocacy of any act or acts of violence or affirmation of the rightness of, or the right to commit, any such act or acts.

(Added Pub. L. 90–284, title I, §104(a), Apr. 11, 1968, 82 Stat. 76.)
CHAPTER 105—SABOTAGE

18 USC § 2151. Definitions

As used in this chapter:

The words “war material” include arms, armament, ammunition, livestock, forage, forest products and standing timber, stores of clothing, air, water, food, foodstuffs, fuel, supplies, munitions, and all articles, parts or ingredients, intended for, adapted to, or suitable for the use of the United States or any associate nation, in connection with the conduct of war or defense activities.

The words “war premises” include all buildings, grounds, mines, or other places wherein such war material is being produced, manufactured, repaired, stored, mined, extracted, distributed, loaded, unloaded, or transported, together with all machinery and appliances therein contained; and all forts, arsenals, navy yards, camps, prisons, or other installations of the Armed Forces of the United States, or any associate nation.

The words “war utilities” include all railroads, railways, electric lines, roads of whatever description, any railroad or railway fixture, canal, lock, dam, wharf, pier, dock, bridge, building, structure, engine, machine, mechanical contrivance, car, vehicle, boat, aircraft, airfields, air lanes, and fixtures or appurtenances thereof, or any other means of transportation whatsoever, whereon or whereby such war material or any troops of the United States, or of any associate nation, are being or may be transported either within the limits of the United States or upon the high seas or elsewhere; and all air-conditioning systems, dams, reservoirs, aqueducts, water and gas mains and pipes, structures and buildings, whereby or in connection with which air, water or gas is being furnished, or may be furnished, to any war premises or to the Armed Forces of the United States, or any associate nation, and all electric light and power, steam or pneumatic power, telephone and telegraph plants, poles, wires, and fixtures, and wireless stations, and the buildings connected with the maintenance and operation thereof used to supply air, water, light, heat, power, or facilities of communication to any war premises or to the Armed Forces of the United States, or any associate nation.

The words “associate nation” mean any nation at war with any nation with which the United States is at war.

The words “national-defense material” include arms, armament, ammunition, livestock, forage, forest products and standing timber, stores of clothing, air, water, food, foodstuffs, fuel, supplies, munitions, and all other articles of whatever description and any part or ingredient thereof, intended for, adapted to, or suitable for the use of the United States in connection with the national defense or for use in or in connection with the producing, manufacturing,
repairing, storing, mining, extracting, distributing, loading, unloading, or
transporting of any of the materials or other articles hereinbefore mentioned or
any part or ingredient thereof.

The words “national-defense premises” include all buildings, grounds, mines, or
other places wherein such national-defense material is being produced,
manufactured, repaired, stored, mined, extracted, distributed, loaded, unloaded,
or transported, together with all machinery and appliances therein contained;
and all forts, arsenals, navy yards, camps, prisons, or other installations of the
Armed Forces of the United States.

The words “national-defense utilities” include all railroads, railways, electric
lines, roads of whatever description, railroad or railway fixture, canal, lock, dam,
wharf, pier, dock, bridge, building, structure, engine, machine, mechanical
contrivance, car, vehicle, boat, aircraft, airfields, air lanes, and fixtures or
appurtenances thereof, or any other means of transportation whatsoever,
whereon or whereby such national-defense material, or any troops of the United
States, are being or may be transported either within the limits of the United
States or upon the high seas or elsewhere; and all air-conditioning systems,
dams, reservoirs, aqueducts, water and gas mains and pipes, structures, and
buildings, whereby or in connection with which air, water, or gas may be
furnished to any national-defense premises or to the Armed Forces of the United
States, and all electric light and power, steam or pneumatic power, telephone and
telegraph plants, poles, wires, and fixtures and wireless stations, and the
buildings connected with the maintenance and operation thereof used to supply
air, water, light, heat, power, or facilities of communication to any national-
defense premises or to the Armed Forces of the United States.

(June 25, 1948, ch. 645, 62 Stat. 798; June 30, 1953, ch. 175, §2, 67 Stat. 133;

Short Title

Act Sept. 3, 1954, ch. 1261, §1, 68 Stat. 1216, provided that: “This Act [amending
this section and sections 794 and 2153 to 2156 of this title] may be cited as the
‘Espionage and Sabotage Act of 1954’.”

18 USC § 2152. Fortifications, harbor defenses, or
defensive sea areas

Whoever willfully trespasses upon, injures, or destroys any of the works or
property or material of any submarine mine or torpedo or fortification or harbor-
defense system owned or constructed or in process of construction by the United
States; or
Whoever willfully interferes with the operation or use of any such submarine mine, torpedo, fortification, or harbor-defense system; or

Whoever knowingly, willfully, or wantonly violates any duly authorized and promulgated order or regulation of the President governing persons or vessels within the limits of defensive sea areas, which the President, for purposes of national defense, may from time to time establish by executive order—

Shall be fined under this title or imprisoned not more than five years, or both.


18 USC § 2153. Destruction of war material, war premises, or war utilities

(a) Whoever, when the United States is at war, or in times of national emergency as declared by the President or by the Congress, with intent to injure, interfere with, or obstruct the United States or any associate nation in preparing for or carrying on the war or defense activities, or, with reason to believe that his act may injure, interfere with, or obstruct the United States or any associate nation in preparing for or carrying on the war or defense activities, willfully injures, destroys, contaminates or infects, or attempts to so injure, destroy, contaminate or infect any war material, war premises, or war utilities, shall be fined under this title or imprisoned not more than thirty years, or both.

(b) If two or more persons conspire to violate this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be punished as provided in subsection (a) of this section.


18 USC § 2154. Production of defective war material, war premises, or war utilities

(a) Whoever, when the United States is at war, or in times of national emergency as declared by the President or by the Congress, with intent to injure, interfere with, or obstruct the United States or any associate nation in preparing for or carrying on the war or defense activities, or, with reason to believe that his act may injure, interfere with, or obstruct the United States or any associate nation in preparing for or carrying on the war or defense activities, willfully makes, constructs, or causes to be made or constructed in a defective manner, or attempts to make, construct, or cause to be made or constructed in a defective
manner any war material, war premises or war utilities, or any tool, implement, machine, utensil, or receptacle used or employed in making, producing, manufacturing, or repairing any such war material, war premises or war utilities, shall be fined under this title or imprisoned not more than thirty years, or both.

(b) If two or more persons conspire to violate this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be punished as provided in subsection (a) of this section.


18 USC § 2155. Destruction of national-defense materials, national-defense premises, or national-defense utilities

(a) Whoever, with intent to injure, interfere with, or obstruct the national defense of the United States, willfully injures, destroys, contaminates or infects, or attempts to so injure, destroy, contaminate or infect any national-defense material, national-defense premises, or national-defense utilities, shall be fined under this title or imprisoned not more than 20 years, or both, and, if death results to any person, shall be imprisoned for any term of years or for life.

(b) If two or more persons conspire to violate this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be punished as provided in subsection (a) of this section.


18 USC § 2156. Production of defective national-defense material, national-defense premises, or national-defense utilities

(a) Whoever, with intent to injure, interfere with, or obstruct the national defense of the United States, willfully makes, constructs, or attempts to make or construct in a defective manner, any national-defense material, national-defense premises or national-defense utilities, or any tool, implement, machine, utensil, or receptacle used or employed in making, producing, manufacturing, or repairing any such national-defense material, national-defense premises or national-
defense utilities, shall be fined under this title or imprisoned not more than ten years, or both.

(b) If two or more persons conspire to violate this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be punished as provided in subsection (a) of this section.

CHAPTER 109—SEARCHES AND SEIZURES

18 USC § 2231. Assault or resistance

(a) Whoever forcibly assaults, resists, opposes, prevents, impedes, intimidates, or interferes with any person authorized to serve or execute search warrants or to make searches and seizures while engaged in the performance of his duties with regard thereto or on account of the performance of such duties, shall be fined under this title or imprisoned not more than three years, or both; and—

(b) Whoever, in committing any act in violation of this section, uses any deadly or dangerous weapon, shall be fined under this title or imprisoned not more than ten years, or both.


18 USC § 2232. Destruction or removal of property to prevent seizure

(a) Destruction or Removal of Property To Prevent Seizure.—Whoever, before, during, or after any search for or seizure of property by any person authorized to make such search or seizure, knowingly destroys, damages, wastes, disposes of, transfers, or otherwise takes any action, or knowingly attempts to destroy, damage, waste, dispose of, transfer, or otherwise take any action, for the purpose of preventing or impairing the Government’s lawful authority to take such property into its custody or control or to continue holding such property under its lawful custody and control, shall be fined under this title or imprisoned not more than 5 years, or both.

(b) Impairment of In Rem Jurisdiction.—Whoever, knowing that property is subject to the in rem jurisdiction of a United States court for purposes of civil forfeiture under Federal law, knowingly and without authority from that court, destroys, damages, wastes, disposes of, transfers, or otherwise takes any action, or knowingly attempts to destroy, damage, waste, dispose of, transfer, or otherwise take any action, for the purpose of impairing or defeating the court’s continuing in rem jurisdiction over the property, shall be fined under this title or imprisoned not more than 5 years, or both.

(c) Notice of Search or Execution of Seizure Warrant or Warrant of Arrest In Rem.—Whoever, having knowledge that any person authorized to make searches and seizures, or to execute a seizure warrant or warrant of arrest in rem, in order to prevent the authorized seizing or securing of any person or property, gives notice or attempts to give notice in advance of the search, seizure, or execution of
a seizure warrant or warrant of arrest in rem, to any person shall be fined under
this title or imprisoned not more than 5 years, or both.

(d) Notice of Certain Electronic Surveillance.—Whoever, having knowledge that a
Federal investigative or law enforcement officer has been authorized or has
applied for authorization under chapter 119 to intercept a wire, oral, or electronic
communication, in order to obstruct, impede, or prevent such interception, gives
notice or attempts to give notice of the possible interception to any person shall
be fined under this title or imprisoned not more than five years, or both.

(e) Foreign Intelligence Surveillance.—Whoever, having knowledge that a Federal
officer has been authorized or has applied for authorization to conduct electronic
surveillance under the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C.
1801, et seq.), in order to obstruct, impede, or prevent such activity, gives notice
or attempts to give notice of the possible activity to any person shall be fined
under this title or imprisoned not more than five years, or both.

(18 USC § 2233. Rescue of seized property

Whoever forcibly rescues, dispossesses, or attempts to rescue or dispossess any
property, articles, or objects after the same shall have been taken, detained, or
seized by any officer or other person under the authority of any revenue law of
the United States, or by any person authorized to make searches and seizures,
shall be fined under this title or imprisoned not more than two years, or both.

(18 USC § 2234. Authority exceeded in executing
warrant

Whoever, in executing a search warrant, willfully exceeds his authority or
exercises it with unnecessary severity, shall be fined under this title or
imprisoned not more than one year, or both.
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18 USC § 2235. Search warrant procured maliciously

Whoever maliciously and without probable cause procures a search warrant to be issued and executed, shall be fined under this title or imprisoned not more than one year, or both.


18 USC § 2236. Searches without warrant

Whoever, being an officer, agent, or employee of the United States or any department or agency thereof, engaged in the enforcement of any law of the United States, searches any private dwelling used and occupied as such dwelling without a warrant directing such search, or maliciously and without reasonable cause searches any other building or property without a search warrant, shall be fined under this title for a first offense; and, for a subsequent offense, shall be fined under this title or imprisoned not more than one year, or both.

This section shall not apply to any person—

(a) serving a warrant of arrest; or

(b) arresting or attempting to arrest a person committing or attempting to commit an offense in his presence, or who has committed or is suspected on reasonable grounds of having committed a felony; or

(c) making a search at the request or invitation or with the consent of the occupant of the premises.


18 USC § 2237. Criminal sanctions for failure to heave to, obstruction of boarding, or providing false information

(a)(1) It shall be unlawful for the master, operator, or person in charge of a vessel of the United States, or a vessel subject to the jurisdiction of the United States, to knowingly fail to obey an order by an authorized Federal law enforcement officer to heave to that vessel.
(2) It shall be unlawful for any person on board a vessel of the United States, or a vessel subject to the jurisdiction of the United States, to—

(A) forcibly resist, oppose, prevent, impede, intimidate, or interfere with a boarding or other law enforcement action authorized by any Federal law or to resist a lawful arrest; or

(B) provide materially false information to a Federal law enforcement officer during a boarding of a vessel regarding the vessel's destination, origin, ownership, registration, nationality, cargo, or crew.

(b)(1) Except as otherwise provided in this subsection, whoever knowingly violates subsection (a) shall be fined under this title or imprisoned for not more than 5 years, or both.

(2)(A) If the offense is one under paragraph (1) or (2)(A) of subsection (a) and has an aggravating factor set forth in subparagraph (B) of this paragraph, the offender shall be fined under this title or imprisoned for any term of years or life, or both.

(B) The aggravating factor referred to in subparagraph (A) is that the offense—

(i) results in death; or

(ii) involves—

(I) an attempt to kill;

(II) kidnapping or an attempt to kidnap; or

(III) an offense under section 2241.

(3) If the offense is one under paragraph (1) or (2)(A) of subsection (a) and results in serious bodily injury (as defined in section 1365), the offender shall be fined under this title or imprisoned for not more than 15 years, or both.

(4) If the offense is one under paragraph (1) or (2)(A) of subsection (a), involves knowing transportation under inhumane conditions, and is committed in the course of a violation of section 274 of the Immigration and Nationality Act, or chapter 77 or section 113 (other than under subsection (a)(4) or (a)(5) of such
section) or 117 of this title, the offender shall be fined under this title or
imprisoned for not more than 15 years, or both.

(c) This section does not limit the authority of a customs officer under section 581
of the Tariff Act of 1930 (19 U.S.C. 1581), or any other provision of law enforced
or administered by the Secretary of the Treasury or the Secretary of Homeland
Security, or the authority of any Federal law enforcement officer under any law of
the United States, to order a vessel to stop or heave to.

(d) A foreign nation may consent or waive objection to the enforcement of United
States law by the United States under this section by radio, telephone, or similar
oral or electronic means. Consent or waiver may be proven by certification of the
Secretary of State or the designee of the Secretary of State.

(e) In this section—

(1) the term “Federal law enforcement officer” has the meaning given the term in
section 115(c);

(2) the term “heave to” means to cause a vessel to slow, come to a stop, or adjust
its course or speed to account for the weather conditions and sea state to facilitate
a law enforcement boarding;

(3) the term “vessel subject to the jurisdiction of the United States” has the
meaning given the term in section 70502 of title 46;

(4) the term “vessel of the United States” has the meaning given the term in
section 70502 of title 46; and

(5) the term “transportation under inhumane conditions” means—

(A) transportation—

(i) of one or more persons in an engine compartment, storage compartment, or
other confined space;

(ii) at an excessive speed; or

(iii) of a number of persons in excess of the rated capacity of the vessel; or

(B) intentional grounding of a vessel in which persons are being transported.
CHAPTER 113B—TERRORISM

18 USC § 2331. Definitions

As used in this chapter—

(1) the term “international terrorism” means activities that—

(A) involve violent acts or acts dangerous to human life that are a violation of the criminal laws of the United States or of any State, or that would be a criminal violation if committed within the jurisdiction of the United States or of any State;

(B) appear to be intended—

(i) to intimidate or coerce a civilian population;

(ii) to influence the policy of a government by intimidation or coercion; or

(iii) to affect the conduct of a government by mass destruction, assassination, or kidnapping; and

(C) occur primarily outside the territorial jurisdiction of the United States, or transcend national boundaries in terms of the means by which they are accomplished, the persons they appear intended to intimidate or coerce, or the locale in which their perpetrators operate or seek asylum;

(2) the term “national of the United States” has the meaning given such term in section 101(a)(22) of the Immigration and Nationality Act;

(3) the term “person” means any individual or entity capable of holding a legal or beneficial interest in property;

(4) the term “act of war” means any act occurring in the course of—

(A) declared war;

(B) armed conflict, whether or not war has been declared, between two or more nations; or

(C) armed conflict between military forces of any origin; and
(5) the term “domestic terrorism” means activities that—

(A) involve acts dangerous to human life that are a violation of the criminal laws of the United States or of any State;

(B) appear to be intended—

(i) to intimidate or coerce a civilian population;

(ii) to influence the policy of a government by intimidation or coercion; or

(iii) to affect the conduct of a government by mass destruction, assassination, or kidnapping; and

(C) occur primarily within the territorial jurisdiction of the United States.


Short Title of 2004 Amendment


Short Title of 2002 Amendment


18 USC § 2332. Criminal penalties

(a) Homicide.—Whoever kills a national of the United States, while such national is outside the United States, shall—

(1) if the killing is murder (as defined in section 1111(a)), be fined under this title, punished by death or imprisonment for any term of years or for life, or both;

(2) if the killing is a voluntary manslaughter as defined in section 1112(a) of this title, be fined under this title or imprisoned not more than ten years, or both; and

(3) if the killing is an involuntary manslaughter as defined in section 1112(a) of this title, be fined under this title or imprisoned not more than three years, or both.

(b) Attempt or Conspiracy With Respect to Homicide.—Whoever outside the United States attempts to kill, or engages in a conspiracy to kill, a national of the United States shall—

(1) in the case of an attempt to commit a killing that is a murder as defined in this chapter, be fined under this title or imprisoned not more than 20 years, or both; and

(2) in the case of a conspiracy by two or more persons to commit a killing that is a murder as defined in section 1111(a) of this title, if one or more of such persons do any overt act to effect the object of the conspiracy, be fined under this title or imprisoned for any term of years or for life, or both so fined and so imprisoned.

(c) Other Conduct.—Whoever outside the United States engages in physical violence—

(1) with intent to cause serious bodily injury to a national of the United States; or

(2) with the result that serious bodily injury is caused to a national of the United States;

shall be fined under this title or imprisoned not more than ten years, or both.
(d) Limitation on Prosecution.—No prosecution for any offense described in this section shall be undertaken by the United States except on written certification of the Attorney General or the highest ranking subordinate of the Attorney General with responsibility for criminal prosecutions that, in the judgment of the certifying official, such offense was intended to coerce, intimidate, or retaliate against a government or a civilian population.


18 USC § 2332a. Use of weapons of mass destruction

(a) Offense Against a National of the United States or Within the United States.—A person who, without lawful authority, uses, threatens, or attempts or conspires to use, a weapon of mass destruction—

(1) against a national of the United States while such national is outside of the United States;

(2) against any person or property within the United States, and

(A) the mail or any facility of interstate or foreign commerce is used in furtherance of the offense;

(B) such property is used in interstate or foreign commerce or in an activity that affects interstate or foreign commerce;

(C) any perpetrator travels in or causes another to travel in interstate or foreign commerce in furtherance of the offense; or

(D) the offense, or the results of the offense, affect interstate or foreign commerce, or, in the case of a threat, attempt, or conspiracy, would have affected interstate or foreign commerce;

(3) against any property that is owned, leased or used by the United States or by any department or agency of the United States, whether the property is within or outside of the United States; or
(4) against any property within the United States that is owned, leased, or used by a foreign government,

shall be imprisoned for any term of years or for life, and if death results, shall be punished by death or imprisoned for any term of years or for life.

(b) Offense by National of the United States Outside of the United States.—Any national of the United States who, without lawful authority, uses, or threatens, attempts, or conspires to use, a weapon of mass destruction outside of the United States shall be imprisoned for any term of years or for life, and if death results, shall be punished by death, or by imprisonment for any term of years or for life.

(c) Definitions.—For purposes of this section—

(1) the term “national of the United States” has the meaning given in section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22));

(2) the term “weapon of mass destruction” means—

(A) any destructive device as defined in section 921 of this title;

(B) any weapon that is designed or intended to cause death or serious bodily injury through the release, dissemination, or impact of toxic or poisonous chemicals, or their precursors;

(C) any weapon involving a biological agent, toxin, or vector (as those terms are defined in section 178 of this title); or

(D) any weapon that is designed to release radiation or radioactivity at a level dangerous to human life; and

(3) the term “property” includes all real and personal property.

18 USC § 2332b. Acts of terrorism transcending national boundaries

(a) Prohibited Acts.—

(1) Offenses.—Whoever, involving conduct transcending national boundaries and in a circumstance described in subsection (b)—

(A) kills, kidnaps, maims, commits an assault resulting in serious bodily injury, or assaults with a dangerous weapon any person within the United States; or

(B) creates a substantial risk of serious bodily injury to any other person by destroying or damaging any structure, conveyance, or other real or personal property within the United States or by attempting or conspiring to destroy or damage any structure, conveyance, or other real or personal property within the United States;

in violation of the laws of any State, or the United States, shall be punished as prescribed in subsection (c).

(2) Treatment of threats, attempts and conspiracies.—Whoever threatens to commit an offense under paragraph (1), or attempts or conspires to do so, shall be punished under subsection (c).

(b) Jurisdictional Bases.—

(1) Circumstances.—The circumstances referred to in subsection (a) are—

(A) the mail or any facility of interstate or foreign commerce is used in furtherance of the offense;

(B) the offense obstructs, delays, or affects interstate or foreign commerce, or would have so obstructed, delayed, or affected interstate or foreign commerce if the offense had been consummated;

(C) the victim, or intended victim, is the United States Government, a member of the uniformed services, or any official, officer, employee, or agent of the legislative, executive, or judicial branches, or of any department or agency, of the United States;
(D) the structure, conveyance, or other real or personal property is, in whole or in part, owned, possessed, or leased to the United States, or any department or agency of the United States;

(E) the offense is committed in the territorial sea (including the airspace above and the seabed and subsoil below, and artificial islands and fixed structures erected thereon) of the United States; or

(F) the offense is committed within the special maritime and territorial jurisdiction of the United States.

(2) Co-conspirators and accessories after the fact.—Jurisdiction shall exist over all principals and co-conspirators of an offense under this section, and accessories after the fact to any offense under this section, if at least one of the circumstances described in subparagraphs (A) through (F) of paragraph (1) is applicable to at least one offender.

(c) Penalties.—

(1) Penalties.—Whoever violates this section shall be punished—

(A) for a killing, or if death results to any person from any other conduct prohibited by this section, by death, or by imprisonment for any term of years or for life;

(B) for kidnapping, by imprisonment for any term of years or for life;

(C) for maiming, by imprisonment for not more than 35 years;

(D) for assault with a dangerous weapon or assault resulting in serious bodily injury, by imprisonment for not more than 30 years;

(E) for destroying or damaging any structure, conveyance, or other real or personal property, by imprisonment for not more than 25 years;

(F) for attempting or conspiring to commit an offense, for any term of years up to the maximum punishment that would have applied had the offense been completed; and

(G) for threatening to commit an offense under this section, by imprisonment for not more than 10 years.
(2) Consecutive sentence.—Notwithstanding any other provision of law, the court shall not place on probation any person convicted of a violation of this section; nor shall the term of imprisonment imposed under this section run concurrently with any other term of imprisonment.

(d) Proof Requirements.—The following shall apply to prosecutions under this section:

(1) Knowledge.—The prosecution is not required to prove knowledge by any defendant of a jurisdictional base alleged in the indictment.

(2) State law.—In a prosecution under this section that is based upon the adoption of State law, only the elements of the offense under State law, and not any provisions pertaining to criminal procedure or evidence, are adopted.

(e) Extraterritorial Jurisdiction.—There is extraterritorial Federal jurisdiction—

(1) over any offense under subsection (a), including any threat, attempt, or conspiracy to commit such offense; and

(2) over conduct which, under section 3, renders any person an accessory after the fact to an offense under subsection (a).

(f) Investigative Authority.—In addition to any other investigative authority with respect to violations of this title, the Attorney General shall have primary investigative responsibility for all Federal crimes of terrorism, and any violation of section 351(e), 844(e), 844(f)(1), 956(b), 1361, 1366(b), 1366(c), 1751(e), 2152, or 2156 of this title, and the Secretary of the Treasury shall assist the Attorney General at the request of the Attorney General. Nothing in this section shall be construed to interfere with the authority of the United States Secret Service under section 3056.

(g) Definitions.—As used in this section—

(1) the term “conduct transcending national boundaries” means conduct occurring outside of the United States in addition to the conduct occurring in the United States;
(2) the term “facility of interstate or foreign commerce” has the meaning given that term in section 1958(b)(2);

(3) the term “serious bodily injury” has the meaning given that term in section 1365(g)(3);

(4) the term “territorial sea of the United States” means all waters extending seaward to 12 nautical miles from the baselines of the United States, determined in accordance with international law; and

(5) the term “Federal crime of terrorism” means an offense that—

(A) is calculated to influence or affect the conduct of government by intimidation or coercion, or to retaliate against government conduct; and

(B) is a violation of—

(i) section 32 (relating to destruction of aircraft or aircraft facilities), 37 (relating to violence at international airports), 81 (relating to arson within special maritime and territorial jurisdiction), 175 or 175b (relating to biological weapons), 175c (relating to variola virus), 229 (relating to chemical weapons), subsection (a), (b), (c), or (d) of section 351 (relating to congressional, cabinet, and Supreme Court assassination and kidnaping), 831 (relating to nuclear materials), 832 (relating to participation in nuclear and weapons of mass destruction threats to the United States) 842(m) or (n) (relating to plastic explosives), 844(f)(2) or (3) (relating to arson and bombing of Government property risking or causing death), 844(i) (relating to arson and bombing of property used in interstate commerce), 930(c) (relating to killing or attempted killing during an attack on a Federal facility with a dangerous weapon), 956(a)(1) (relating to conspiracy to murder, kidnap, or maim persons abroad), 1030(a)(1) (relating to protection of computers), 1030(a)(5)(A) resulting in damage as defined in 1030(c)(4)(A)(i)(II) through (VI) (relating to protection of computers), 1114 (relating to killing or attempted killing of officers and employees of the United States), 1116 (relating to murder or manslaughter of foreign officials, official guests, or internationally protected persons), 1203 (relating to hostage taking), 1361 (relating to government property or contracts), 1362 (relating to destruction of communication lines, stations, or systems), 1363 (relating to injury to buildings or property within special maritime and territorial jurisdiction of the United States), 1366(a) (relating to destruction of an energy facility), 1751(a), (b), (c), or (d) (relating to Presidential and Presidential staff assassination and kidnaping), 1992 (relating to terrorist attacks and other acts of violence against railroad carriers and against mass transportation systems on land, on water, or through the air), 2155 (relating to destruction of national defense materials, premises, or utilities), 2156 (relating to national defense material, premises, or utilities), 2280 (relating to violence against maritime navigation), 2281 (relating to violence against maritime fixed platforms), 2332 (relating to certain homicides
and other violence against United States nationals occurring outside of the United States), 2332a (relating to use of weapons of mass destruction), 2332b (relating to acts of terrorism transcending national boundaries), 2332f (relating to bombing of public places and facilities), 2332g (relating to missile systems designed to destroy aircraft), 2332h (relating to radiological dispersal devices), 2339 (relating to harboring terrorists), 2339A (relating to providing material support to terrorists), 2339B (relating to providing material support to terrorist organizations), 2339C (relating to financing of terrorism), 2339D (relating to military-type training from a foreign terrorist organization), or 2340A (relating to torture) of this title;

(ii) sections 92 (relating to prohibitions governing atomic weapons) or 236 (relating to sabotage of nuclear facilities or fuel) of the Atomic Energy Act of 1954 (42 U.S.C. 2122 or 2284);

(iii) section 46502 (relating to aircraft piracy), the second sentence of section 46504 (relating to assault on a flight crew with a dangerous weapon), section 46505(b)(3) or (c) (relating to explosive or incendiary devices, or endangerment of human life by means of weapons, on aircraft), section 46506 if homicide or attempted homicide is involved (relating to application of certain criminal laws to acts on aircraft), or section 60123(b) (relating to destruction of interstate gas or hazardous liquid pipeline facility) of title 49; or

(iv) section 1010A of the Controlled Substances Import and Export Act (relating to narco-terrorism).


18 USC § 2332d. Financial transactions

(a) Offense.—Except as provided in regulations issued by the Secretary of the Treasury, in consultation with the Secretary of State, whoever, being a United States person, knowing or having reasonable cause to know that a country is designated under section 6(j) of the Export Administration Act of 1979 (50 U.S.C. App. 2405) as a country supporting international terrorism, engages in a financial transaction with the government of that country, shall be fined under this title, imprisoned for not more than 10 years, or both.

(b) Definitions.—As used in this section—
(1) the term “financial transaction” has the same meaning as in section 1956(c)(4); and

(2) the term “United States person” means any—

(A) United States citizen or national;

(B) permanent resident alien;

(C) juridical person organized under the laws of the United States; or

(D) any person in the United States.


18 USC § 2332e. Requests for military assistance to enforce prohibition in certain emergencies

The Attorney General may request the Secretary of Defense to provide assistance under section 382 of title 10 in support of Department of Justice activities relating to the enforcement of section 2332a of this title during an emergency situation involving a weapon of mass destruction. The authority to make such a request may be exercised by another official of the Department of Justice in accordance with section 382(f)(2) of title 10.


18 USC § 2332f. Bombings of places of public use, government facilities, public transportation systems and infrastructure facilities

(a) Offenses.—

(1) In general.—Whoever unlawfully delivers, places, discharges, or detonates an explosive or other lethal device in, into, or against a place of public use, a state or government facility, a public transportation system, or an infrastructure facility—

(A) with the intent to cause death or serious bodily injury, or
(B) with the intent to cause extensive destruction of such a place, facility, or system, where such destruction results in or is likely to result in major economic loss,

shall be punished as prescribed in subsection (c).

(2) Attempts and conspiracies.—Whoever attempts or conspires to commit an offense under paragraph (1) shall be punished as prescribed in subsection (c).

(b) Jurisdiction.—There is jurisdiction over the offenses in subsection (a) if—

(1) the offense takes place in the United States and—

(A) the offense is committed against another state or a government facility of such state, including its embassy or other diplomatic or consular premises of that state;

(B) the offense is committed in an attempt to compel another state or the United States to do or abstain from doing any act;

(C) at the time the offense is committed, it is committed—

(i) on board a vessel flying the flag of another state;

(ii) on board an aircraft which is registered under the laws of another state; or

(iii) on board an aircraft which is operated by the government of another state;

(D) a perpetrator is found outside the United States;

(E) a perpetrator is a national of another state or a stateless person; or

(F) a victim is a national of another state or a stateless person;

(2) the offense takes place outside the United States and—
(A) a perpetrator is a national of the United States or is a stateless person whose habitual residence is in the United States;

(B) a victim is a national of the United States;

(C) a perpetrator is found in the United States;

(D) the offense is committed in an attempt to compel the United States to do or abstain from doing any act;

(E) the offense is committed against a state or government facility of the United States, including an embassy or other diplomatic or consular premises of the United States;

(F) the offense is committed on board a vessel flying the flag of the United States or an aircraft which is registered under the laws of the United States at the time the offense is committed; or

(G) the offense is committed on board an aircraft which is operated by the United States.

(c) Penalties.—Whoever violates this section shall be punished as provided under section 2332a(a) of this title.

(d) Exemptions to Jurisdiction.—This section does not apply to—

(1) the activities of armed forces during an armed conflict, as those terms are understood under the law of war, which are governed by that law,

(2) activities undertaken by military forces of a state in the exercise of their official duties; or

(3) offenses committed within the United States, where the alleged offender and the victims are United States citizens and the alleged offender is found in the United States, or where jurisdiction is predicated solely on the nationality of the victims or the alleged offender and the offense has no substantial effect on interstate or foreign commerce.

(e) Definitions.—As used in this section, the term—
(1) “serious bodily injury” has the meaning given that term in section 1365(g)(3) of this title;

(2) “national of the United States” has the meaning given that term in section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22));

(3) “state or government facility” includes any permanent or temporary facility or conveyance that is used or occupied by representatives of a state, members of Government, the legislature or the judiciary or by officials or employees of a state or any other public authority or entity or by employees or officials of an intergovernmental organization in connection with their official duties;

(4) “intergovernmental organization” includes international organization (as defined in section 1116(b)(5) of this title);

(5) “infrastructure facility” means any publicly or privately owned facility providing or distributing services for the benefit of the public, such as water, sewage, energy, fuel, or communications;

(6) “place of public use” means those parts of any building, land, street, waterway, or other location that are accessible or open to members of the public, whether continuously, periodically, or occasionally, and encompasses any commercial, business, cultural, historical, educational, religious, governmental, entertainment, recreational, or similar place that is so accessible or open to the public;

(7) “public transportation system” means all facilities, conveyances, and instrumentalities, whether publicly or privately owned, that are used in or for publicly available services for the transportation of persons or cargo;

(8) “explosive” has the meaning given in section 844(j) of this title insofar that it is designed, or has the capability, to cause death, serious bodily injury, or substantial material damage;

(9) “other lethal device” means any weapon or device that is designed or has the capability to cause death, serious bodily injury, or substantial damage to property through the release, dissemination, or impact of toxic chemicals, biological agents, or toxins (as those terms are defined in section 178 of this title) or radiation or radioactive material;

(10) “military forces of a state” means the armed forces of a state which are organized, trained, and equipped under its internal law for the primary purpose of national defense or security, and persons acting in support of those armed forces who are under their formal command, control, and responsibility;
(11) “armed conflict” does not include internal disturbances and tensions, such as riots, isolated and sporadic acts of violence, and other acts of a similar nature; and

(12) “state” has the same meaning as that term has under international law, and includes all political subdivisions thereof.


18 USC § 2332g. Missile systems designed to destroy aircraft

(a) Unlawful Conduct.—

(1) In general.—Except as provided in paragraph (3), it shall be unlawful for any person to knowingly produce, construct, otherwise acquire, transfer directly or indirectly, receive, possess, import, export, or use, or possess and threaten to use—

(A) an explosive or incendiary rocket or missile that is guided by any system designed to enable the rocket or missile to—

(i) seek or proceed toward energy radiated or reflected from an aircraft or toward an image locating an aircraft; or

(ii) otherwise direct or guide the rocket or missile to an aircraft;

(B) any device designed or intended to launch or guide a rocket or missile described in subparagraph (A); or

(C) any part or combination of parts designed or redesigned for use in assembling or fabricating a rocket, missile, or device described in subparagraph (A) or (B).

(2) Nonweapon.—Paragraph (1)(A) does not apply to any device that is neither designed nor redesigned for use as a weapon.

(3) Excluded conduct.—This subsection does not apply with respect to—

(A) conduct by or under the authority of the United States or any department or agency thereof or of a State or any department or agency thereof; or
(B) conduct pursuant to the terms of a contract with the United States or any
department or agency thereof or with a State or any department or agency
thereof.

(b) Jurisdiction.—Conduct prohibited by subsection (a) is within the jurisdiction
of the United States if—

(1) the offense occurs in or affects interstate or foreign commerce;

(2) the offense occurs outside of the United States and is committed by a national
of the United States;

(3) the offense is committed against a national of the United States while the
national is outside the United States;

(4) the offense is committed against any property that is owned, leased, or used
by the United States or by any department or agency of the United States,
whether the property is within or outside the United States; or

(5) an offender aids or abets any person over whom jurisdiction exists under this
subsection in committing an offense under this section or conspires with any
person over whom jurisdiction exists under this subsection to commit an offense
under this section.

(c) Criminal Penalties.—

(1) In general.—Any person who violates, or attempts or conspires to violate,
subsection (a) shall be fined not more than $2,000,000 and shall be sentenced to
a term of imprisonment not less than 25 years or to imprisonment for life.

(2) Other circumstances.—Any person who, in the course of a violation of
subsection (a), uses, attempts or conspires to use, or possesses and threatens to
use, any item or items described in subsection (a), shall be fined not more than
$2,000,000 and imprisoned for not less than 30 years or imprisoned for life.

(3) Special circumstances.—If the death of another results from a person's
violation of subsection (a), the person shall be fined not more than $2,000,000
and punished by imprisonment for life.
(d) Definition.—As used in this section, the term “aircraft” has the definition set forth in section 40102(a)(6) of title 49, United States Code.


18 USC § 2332h. Radiological dispersal devices

(a) Unlawful Conduct.—

(1) In general.—Except as provided in paragraph (2), it shall be unlawful for any person to knowingly produce, construct, otherwise acquire, transfer directly or indirectly, receive, possess, import, export, or use, or possess and threaten to use—

(A) any weapon that is designed or intended to release radiation or radioactivity at a level dangerous to human life; or

(B) any device or other object that is capable of and designed or intended to endanger human life through the release of radiation or radioactivity.

(2) Exception.—This subsection does not apply with respect to—

(A) conduct by or under the authority of the United States or any department or agency thereof; or

(B) conduct pursuant to the terms of a contract with the United States or any department or agency thereof.

(b) Jurisdiction.—Conduct prohibited by subsection (a) is within the jurisdiction of the United States if—

(1) the offense occurs in or affects interstate or foreign commerce;

(2) the offense occurs outside of the United States and is committed by a national of the United States;

(3) the offense is committed against a national of the United States while the national is outside the United States;
(4) the offense is committed against any property that is owned, leased, or used by the United States or by any department or agency of the United States, whether the property is within or outside the United States; or

(5) an offender aids or abets any person over whom jurisdiction exists under this subsection in committing an offense under this section or conspires with any person over whom jurisdiction exists under this subsection to commit an offense under this section.

(c) Criminal Penalties.—

(1) In general.—Any person who violates, or attempts or conspires to violate, subsection (a) shall be fined not more than $2,000,000 and shall be sentenced to a term of imprisonment not less than 25 years or to imprisonment for life.

(2) Other circumstances.—Any person who, in the course of a violation of subsection (a), uses, attempts or conspires to use, or possesses and threatens to use, any item or items described in subsection (a), shall be fined not more than $2,000,000 and imprisoned for not less than 30 years or imprisoned for life.

(3) Special circumstances.—If the death of another results from a person's violation of subsection (a), the person shall be fined not more than $2,000,000 and punished by imprisonment for life.


18 USC § 2333. Civil remedies

(a) Action and Jurisdiction.—Any national of the United States injured in his or her person, property, or business by reason of an act of international terrorism, or his or her estate, survivors, or heirs, may sue therefor in any appropriate district court of the United States and shall recover threefold the damages he or she sustains and the cost of the suit, including attorney's fees.

(b) Estoppel Under United States Law.—A final judgment or decree rendered in favor of the United States in any criminal proceeding under section 1116, 1201, 1203, or 2332 of this title or section 46314, 46502, 46505, or 46506 of title 49 shall estop the defendant from denying the essential allegations of the criminal offense in any subsequent civil proceeding under this section.

(c) Estoppel Under Foreign Law.—A final judgment or decree rendered in favor of any foreign state in any criminal proceeding shall, to the extent that such judgment or decree may be accorded full faith and credit under the law of the
United States, estop the defendant from denying the essential allegations of the criminal offense in any subsequent civil proceeding under this section.


18 USC § 2334. Jurisdiction and venue

(a) General Venue.—Any civil action under section 2333 of this title against any person may be instituted in the district court of the United States for any district where any plaintiff resides or where any defendant resides or is served, or has an agent. Process in such a civil action may be served in any district where the defendant resides, is found, or has an agent.

(b) Special Maritime or Territorial Jurisdiction.—If the actions giving rise to the claim occurred within the special maritime and territorial jurisdiction of the United States, as defined in section 7 of this title, then any civil action under section 2333 of this title against any person may be instituted in the district court of the United States for any district in which any plaintiff resides or the defendant resides, is served, or has an agent.

(c) Service on Witnesses.—A witness in a civil action brought under section 2333 of this title may be served in any other district where the defendant resides, is found, or has an agent.

(d) Convenience of the Forum.—The district court shall not dismiss any action brought under section 2333 of this title on the grounds of the inconvenience or inappropriateness of the forum chosen, unless—

(1) the action may be maintained in a foreign court that has jurisdiction over the subject matter and over all the defendants;

(2) that foreign court is significantly more convenient and appropriate; and

(3) that foreign court offers a remedy which is substantially the same as the one available in the courts of the United States.


18 USC § 2335. Limitation of actions

(a) In General.—Subject to subsection (b), a suit for recovery of damages under section 2333 of this title shall not be maintained unless commenced within 4 years after the date the cause of action accrued.
(b) Calculation of Period.—The time of the absence of the defendant from the United States or from any jurisdiction in which the same or a similar action arising from the same facts may be maintained by the plaintiff, or of any concealment of the defendant’s whereabouts, shall not be included in the 4-year period set forth in subsection (a).


18 USC § 2336. Other limitations

(a) Acts of War.—No action shall be maintained under section 2333 of this title for injury or loss by reason of an act of war.

(b) Limitation on Discovery.—If a party to an action under section 2333 seeks to discover the investigative files of the Department of Justice, the Assistant Attorney General, Deputy Attorney General, or Attorney General may object on the ground that compliance will interfere with a criminal investigation or prosecution of the incident, or a national security operation related to the incident, which is the subject of the civil litigation. The court shall evaluate any such objections in camera and shall stay the discovery if the court finds that granting the discovery request will substantially interfere with a criminal investigation or prosecution of the incident or a national security operation related to the incident. The court shall consider the likelihood of criminal prosecution by the Government and other factors it deems to be appropriate. A stay of discovery under this subsection shall constitute a bar to the granting of a motion to dismiss under rules 12(b)(6) and 56 of the Federal Rules of Civil Procedure. If the court grants a stay of discovery under this subsection, it may stay the action in the interests of justice.

(c) Stay of Action for Civil Remedies.—(1) The Attorney General may intervene in any civil action brought under section 2333 for the purpose of seeking a stay of the civil action. A stay shall be granted if the court finds that the continuation of the civil action will substantially interfere with a criminal prosecution which involves the same subject matter and in which an indictment has been returned, or interfere with national security operations related to the terrorist incident that is the subject of the civil action. A stay may be granted for up to 6 months. The Attorney General may petition the court for an extension of the stay for additional 6-month periods until the criminal prosecution is completed or dismissed.

(2) In a proceeding under this subsection, the Attorney General may request that any order issued by the court for release to the parties and the public omit any reference to the basis on which the stay was sought.

18 USC § 2337. Suits against Government officials

No action shall be maintained under section 2333 of this title against—

(1) the United States, an agency of the United States, or an officer or employee of the United States or any agency thereof acting within his or her official capacity or under color of legal authority; or

(2) a foreign state, an agency of a foreign state, or an officer or employee of a foreign state or an agency thereof acting within his or her official capacity or under color of legal authority.


18 USC § 2338. Exclusive Federal jurisdiction

The district courts of the United States shall have exclusive jurisdiction over an action brought under this chapter.


18 USC § 2339. Harboring or concealing terrorists

(a) Whoever harbors or conceals any person who he knows, or has reasonable grounds to believe, has committed, or is about to commit, an offense under section 32 (relating to destruction of aircraft or aircraft facilities), section 175 (relating to biological weapons), section 229 (relating to chemical weapons), section 831 (relating to nuclear materials), paragraph (2) or (3) of section 844(f) (relating to arson and bombing of government property risking or causing injury or death), section 1366(a) (relating to the destruction of an energy facility), section 2280 (relating to violence against maritime navigation), section 2332a (relating to weapons of mass destruction), or section 2332b (relating to acts of terrorism transcending national boundaries) of this title, section 236(a) (relating to sabotage of nuclear facilities or fuel) of the Atomic Energy Act of 1954 (42 U.S.C. 2284(a)), or section 46502 (relating to aircraft piracy) of title 49, shall be fined under this title or imprisoned not more than ten years, or both.

(b) A violation of this section may be prosecuted in any Federal judicial district in which the underlying offense was committed, or in any other Federal judicial district as provided by law.

18 USC § 2339A. Providing material support to terrorists

(a) Offense.—Whoever provides material support or resources or conceals or disguises the nature, location, source, or ownership of material support or resources, knowing or intending that they are to be used in preparation for, or in carrying out, a violation of section 32, 37, 81, 175, 229, 351, 831, 842(m) or (n), 844(f) or (i), 930(c), 956, 1091, 1114, 1116, 1203, 1361, 1362, 1363, 1366, 1751, 1992, 2155, 2156, 2280, 2281, 2332, 2332a, 2332b, 2332f, 2340A, or 2442 of this title, section 236 of the Atomic Energy Act of 1954 (42 U.S.C. 2284), section 46502 or 60123(b) of title 49, or any offense listed in section 2332b(g)(5)(B) (except for sections 2339A and 2339B) or in preparation for, or in carrying out, the concealment of an escape from the commission of any such violation, or attempts or conspires to do such an act, shall be fined under this title, imprisoned not more than 15 years, or both, and, if the death of any person results, shall be imprisoned for any term of years or for life. A violation of this section may be prosecuted in any Federal judicial district in which the underlying offense was committed, or in any other Federal judicial district as provided by law.

(b) Definitions.—As used in this section—

(1) the term “material support or resources” means any property, tangible or intangible, or service, including currency or monetary instruments or financial securities, financial services, lodging, training, expert advice or assistance, safehouses, false documentation or identification, communications equipment, facilities, weapons, lethal substances, explosives, personnel (1 or more individuals who may be or include oneself), and transportation, except medicine or religious materials;

(2) the term “training” means instruction or teaching designed to impart a specific skill, as opposed to general knowledge; and

(3) the term “expert advice or assistance” means advice or assistance derived from scientific, technical or other specialized knowledge.

18 USC § 2339B. Providing material support or resources to designated foreign terrorist organizations

(a) Prohibited Activities.—

(1) Unlawful conduct.—Whoever knowingly provides material support or resources to a foreign terrorist organization, or attempts or conspires to do so, shall be fined under this title or imprisoned not more than 15 years, or both, and, if the death of any person results, shall be imprisoned for any term of years or for life. To violate this paragraph, a person must have knowledge that the organization is a designated terrorist organization (as defined in subsection (g)(6)), that the organization has engaged or engages in terrorist activity (as defined in section 212(a)(3)(B) of the Immigration and Nationality Act), or that the organization has engaged or engages in terrorism (as defined in section 140(d)(2) of the Foreign Relations Authorization Act, Fiscal Years 1988 and 1989).

(2) Financial institutions.—Except as authorized by the Secretary, any financial institution that becomes aware that it has possession of, or control over, any funds in which a foreign terrorist organization, or its agent, has an interest, shall—

(A) retain possession of, or maintain control over, such funds; and

(B) report to the Secretary the existence of such funds in accordance with regulations issued by the Secretary.

(b) Civil Penalty.—Any financial institution that knowingly fails to comply with subsection (a)(2) shall be subject to a civil penalty in an amount that is the greater of—

(A) $50,000 per violation; or

(B) twice the amount of which the financial institution was required under subsection (a)(2) to retain possession or control.

(c) Injunction.—Whenever it appears to the Secretary or the Attorney General that any person is engaged in, or is about to engage in, any act that constitutes, or would constitute, a violation of this section, the Attorney General may initiate civil action in a district court of the United States to enjoin such violation.
(d) Extraterritorial Jurisdiction.—

(1) In general.—There is jurisdiction over an offense under subsection (a) if—

(A) an offender is a national of the United States (as defined in section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22))) or an alien lawfully admitted for permanent residence in the United States (as defined in section 101(a)(20) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(20)));

(B) an offender is a stateless person whose habitual residence is in the United States;

(C) after the conduct required for the offense occurs an offender is brought into or found in the United States, even if the conduct required for the offense occurs outside the United States;

(D) the offense occurs in whole or in part within the United States;

(E) the offense occurs in or affects interstate or foreign commerce; or

(F) an offender aids or abets any person over whom jurisdiction exists under this paragraph in committing an offense under subsection (a) or conspires with any person over whom jurisdiction exists under this paragraph to commit an offense under subsection (a).

(2) Extraterritorial jurisdiction.—There is extraterritorial Federal jurisdiction over an offense under this section.

(e) Investigations.—

(1) In general.—The Attorney General shall conduct any investigation of a possible violation of this section, or of any license, order, or regulation issued pursuant to this section.

(2) Coordination with the department of the treasury.—The Attorney General shall work in coordination with the Secretary in investigations relating to—

(A) the compliance or noncompliance by a financial institution with the requirements of subsection (a)(2); and
(B) civil penalty proceedings authorized under subsection (b).

(3) Referral.—Any evidence of a criminal violation of this section arising in the course of an investigation by the Secretary or any other Federal agency shall be referred immediately to the Attorney General for further investigation. The Attorney General shall timely notify the Secretary of any action taken on referrals from the Secretary, and may refer investigations to the Secretary for remedial licensing or civil penalty action.

(f) Classified Information in Civil Proceedings Brought by the United States.—

(1) Discovery of classified information by defendants.—

(A) Request by united states.—In any civil proceeding under this section, upon request made ex parte and in writing by the United States, a court, upon a sufficient showing, may authorize the United States to—

(i) redact specified items of classified information from documents to be introduced into evidence or made available to the defendant through discovery under the Federal Rules of Civil Procedure;

(ii) substitute a summary of the information for such classified documents; or

(iii) substitute a statement admitting relevant facts that the classified information would tend to prove.

(B) Order granting request.—If the court enters an order granting a request under this paragraph, the entire text of the documents to which the request relates shall be sealed and preserved in the records of the court to be made available to the appellate court in the event of an appeal.

(C) Denial of request.—If the court enters an order denying a request of the United States under this paragraph, the United States may take an immediate, interlocutory appeal in accordance with paragraph (5). For purposes of such an appeal, the entire text of the documents to which the request relates, together with any transcripts of arguments made ex parte to the court in connection therewith, shall be maintained under seal and delivered to the appellate court.
(2) Introduction of classified information; precautions by court.—

(A) Exhibits.—To prevent unnecessary or inadvertent disclosure of classified information in a civil proceeding brought by the United States under this section, the United States may petition the court ex parte to admit, in lieu of classified writings, recordings, or photographs, one or more of the following:

(i) Copies of items from which classified information has been redacted.

(ii) Stipulations admitting relevant facts that specific classified information would tend to prove.

(iii) A declassified summary of the specific classified information.

(B) Determination by court.—The court shall grant a request under this paragraph if the court finds that the redacted item, stipulation, or summary is sufficient to allow the defendant to prepare a defense.

(3) Taking of trial testimony.—

(A) Objection.—During the examination of a witness in any civil proceeding brought by the United States under this subsection, the United States may object to any question or line of inquiry that may require the witness to disclose classified information not previously found to be admissible.

(B) Action by court.—In determining whether a response is admissible, the court shall take precautions to guard against the compromise of any classified information, including—

(i) permitting the United States to provide the court, ex parte, with a proffer of the witness's response to the question or line of inquiry; and

(ii) requiring the defendant to provide the court with a proffer of the nature of the information that the defendant seeks to elicit.

(C) Obligation of defendant.—In any civil proceeding under this section, it shall be the defendant's obligation to establish the relevance and materiality of any classified information sought to be introduced.
(4) Appeal.—If the court enters an order denying a request of the United States under this subsection, the United States may take an immediate interlocutory appeal in accordance with paragraph (5).

(5) Interlocutory appeal.—

(A) Subject of appeal.—An interlocutory appeal by the United States shall lie to a court of appeals from a decision or order of a district court—

(i) authorizing the disclosure of classified information;

(ii) imposing sanctions for nondisclosure of classified information; or

(iii) refusing a protective order sought by the United States to prevent the disclosure of classified information.

(B) Expedited consideration.—

(i) In general.—An appeal taken pursuant to this paragraph, either before or during trial, shall be expedited by the court of appeals.

(ii) Appeals prior to trial.—If an appeal is of an order made prior to trial, an appeal shall be taken not later than 14 days after the decision or order appealed from, and the trial shall not commence until the appeal is resolved.

(iii) Appeals during trial.—If an appeal is taken during trial, the trial court shall adjourn the trial until the appeal is resolved, and the court of appeals—

(I) shall hear argument on such appeal not later than 4 days after the adjournment of the trial, excluding intermediate weekends and holidays;

(II) may dispense with written briefs other than the supporting materials previously submitted to the trial court;

(III) shall render its decision not later than 4 days after argument on appeal, excluding intermediate weekends and holidays; and

(IV) may dispense with the issuance of a written opinion in rendering its decision.
(C) Effect of ruling.—An interlocutory appeal and decision shall not affect the right of the defendant, in a subsequent appeal from a final judgment, to claim as error reversal by the trial court on remand of a ruling appealed from during trial.

(6) Construction.—Nothing in this subsection shall prevent the United States from seeking protective orders or asserting privileges ordinarily available to the United States to protect against the disclosure of classified information, including the invocation of the military and State secrets privilege.

(g) Definitions.—As used in this section—

(1) the term “classified information” has the meaning given that term in section 1(a) of the Classified Information Procedures Act (18 U.S.C. App.);

(2) the term “financial institution” has the same meaning as in section 5312(a)(2) of title 31, United States Code;

(3) the term “funds” includes coin or currency of the United States or any other country, traveler’s checks, personal checks, bank checks, money orders, stocks, bonds, debentures, drafts, letters of credit, any other negotiable instrument, and any electronic representation of any of the foregoing;

(4) the term “material support or resources” has the same meaning given that term in section 2339A (including the definitions of “training” and “expert advice or assistance” in that section);

(5) the term “Secretary” means the Secretary of the Treasury; and

(6) the term “terrorist organization” means an organization designated as a terrorist organization under section 219 of the Immigration and Nationality Act.

(h) Provision of Personnel.—No person may be prosecuted under this section in connection with the term “personnel” unless that person has knowingly provided, attempted to provide, or conspired to provide a foreign terrorist organization with 1 or more individuals (who may be or include himself) to work under that terrorist organization’s direction or control or to organize, manage, supervise, or otherwise direct the operation of that organization. Individuals who act entirely independently of the foreign terrorist organization to advance its goals or
objectives shall not be considered to be working under the foreign terrorist organization’s direction and control.

(i) Rule of Construction.—Nothing in this section shall be construed or applied so as to abridge the exercise of rights guaranteed under the First Amendment to the Constitution of the United States.

(j) Exception.—No person may be prosecuted under this section in connection with the term “personnel”, “training”, or “expert advice or assistance” if the provision of that material support or resources to a foreign terrorist organization was approved by the Secretary of State with the concurrence of the Attorney General. The Secretary of State may not approve the provision of any material support that may be used to carry out terrorist activity (as defined in section 212(a)(3)(B)(iii) of the Immigration and Nationality Act).


18 USC § 2339C. Prohibitions against the financing of terrorism

(a) Offenses.—

(1) In general.—Whoever, in a circumstance described in subsection (b), by any means, directly or indirectly, unlawfully and willfully provides or collects funds with the intention that such funds be used, or with the knowledge that such funds are to be used, in full or in part, in order to carry out—

(A) an act which constitutes an offense within the scope of a treaty specified in subsection (e)(7), as implemented by the United States, or

(B) any other act intended to cause death or serious bodily injury to a civilian, or to any other person not taking an active part in the hostilities in a situation of armed conflict, when the purpose of such act, by its nature or context, is to intimidate a population, or to compel a government or an international organization to do or to abstain from doing any act,

shall be punished as prescribed in subsection (d)(1).

(2) Attempts and conspiracies.—Whoever attempts or conspires to commit an offense under paragraph (1) shall be punished as prescribed in subsection (d)(1).
(3) Relationship to predicate act.—For an act to constitute an offense set forth in this subsection, it shall not be necessary that the funds were actually used to carry out a predicate act.

(b) Jurisdiction.—There is jurisdiction over the offenses in subsection (a) in the following circumstances—

(1) the offense takes place in the United States and—

(A) a perpetrator was a national of another state or a stateless person;

(B) on board a vessel flying the flag of another state or an aircraft which is registered under the laws of another state at the time the offense is committed;

(C) on board an aircraft which is operated by the government of another state;

(D) a perpetrator is found outside the United States;

(E) was directed toward or resulted in the carrying out of a predicate act against—

(i) a national of another state; or

(ii) another state or a government facility of such state, including its embassy or other diplomatic or consular premises of that state;

(F) was directed toward or resulted in the carrying out of a predicate act committed in an attempt to compel another state or international organization to do or abstain from doing any act; or

(G) was directed toward or resulted in the carrying out of a predicate act—

(i) outside the United States; or

(ii) within the United States, and either the offense or the predicate act was conducted in, or the results thereof affected, interstate or foreign commerce;

(2) the offense takes place outside the United States and—
(A) a perpetrator is a national of the United States or is a stateless person whose habitual residence is in the United States;

(B) a perpetrator is found in the United States; or

(C) was directed toward or resulted in the carrying out of a predicate act against—

(i) any property that is owned, leased, or used by the United States or by any department or agency of the United States, including an embassy or other diplomatic or consular premises of the United States;

(ii) any person or property within the United States;

(iii) any national of the United States or the property of such national; or

(iv) any property of any legal entity organized under the laws of the United States, including any of its States, districts, commonwealths, territories, or possessions;

(3) the offense is committed on board a vessel flying the flag of the United States or an aircraft which is registered under the laws of the United States at the time the offense is committed;

(4) the offense is committed on board an aircraft which is operated by the United States; or

(5) the offense was directed toward or resulted in the carrying out of a predicate act committed in an attempt to compel the United States to do or abstain from doing any act.

c) Concealment.—Whoever—

(1)(A) is in the United States; or

(B) is outside the United States and is a national of the United States or a legal entity organized under the laws of the United States (including any of its States, districts, commonwealths, territories, or possessions); and

(2) knowingly conceals or disguises the nature, location, source, ownership, or control of any material support or resources, or any funds or proceeds of such funds—
(A) knowing or intending that the support or resources are to be provided, or knowing that the support or resources were provided, in violation of section 2339B of this title; or

(B) knowing or intending that any such funds are to be provided or collected, or knowing that the funds were provided or collected, in violation of subsection (a),

shall be punished as prescribed in subsection (d)(2).

(d) Penalties.—

(1) Subsection (a).—Whoever violates subsection (a) shall be fined under this title, imprisoned for not more than 20 years, or both.

(2) Subsection (c).—Whoever violates subsection (c) shall be fined under this title, imprisoned for not more than 10 years, or both.

(e) Definitions.—In this section—

(1) the term “funds” means assets of every kind, whether tangible or intangible, movable or immovable, however acquired, and legal documents or instruments in any form, including electronic or digital, evidencing title to, or interest in, such assets, including coin, currency, bank credits, travelers checks, bank checks, money orders, shares, securities, bonds, drafts, and letters of credit;

(2) the term “government facility” means any permanent or temporary facility or conveyance that is used or occupied by representatives of a state, members of a government, the legislature, or the judiciary, or by officials or employees of a state or any other public authority or entity or by employees or officials of an intergovernmental organization in connection with their official duties;

(3) the term “proceeds” means any funds derived from or obtained, directly or indirectly, through the commission of an offense set forth in subsection (a);

(4) the term “provides” includes giving, donating, and transmitting;

(5) the term “collects” includes raising and receiving;

(6) the term “predicate act” means any act referred to in subparagraph (A) or (B) of subsection (a)(1);
(7) the term “treaty” means—

(A) the Convention for the Suppression of Unlawful Seizure of Aircraft, done at The Hague on December 16, 1970;

(B) the Convention for the Suppression of Unlawful Acts against the Safety of Civil Aviation, done at Montreal on September 23, 1971;

(C) the Convention on the Prevention and Punishment of Crimes against Internationally Protected Persons, including Diplomatic Agents, adopted by the General Assembly of the United Nations on December 14, 1973;

(D) the International Convention against the Taking of Hostages, adopted by the General Assembly of the United Nations on December 17, 1979;

(E) the Convention on the Physical Protection of Nuclear Material, adopted at Vienna on March 3, 1980;

(F) the Protocol for the Suppression of Unlawful Acts of Violence at Airports Serving International Civil Aviation, supplementary to the Convention for the Suppression of Unlawful Acts against the Safety of Civil Aviation, done at Montreal on February 24, 1988;

(G) the Convention for the Suppression of Unlawful Acts against the Safety of Maritime Navigation, done at Rome on March 10, 1988;

(H) the Protocol for the Suppression of Unlawful Acts against the Safety of Fixed Platforms located on the Continental Shelf, done at Rome on March 10, 1988; or

(I) the International Convention for the Suppression of Terrorist Bombings, adopted by the General Assembly of the United Nations on December 15, 1997;

(8) the term “intergovernmental organization” includes international organizations;

(9) the term “international organization” has the same meaning as in section 1116(b)(5) of this title;

(10) the term “armed conflict” does not include internal disturbances and tensions, such as riots, isolated and sporadic acts of violence, and other acts of a similar nature;
(11) the term “serious bodily injury” has the same meaning as in section
1365(g)(3) of this title;

(12) the term “national of the United States” has the meaning given that term in
section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22));

(13) the term “material support or resources” has the same meaning given that
term in section 2339B(g)(4) of this title; and

(14) the term “state” has the same meaning as that term has under international
law, and includes all political subdivisions thereof.

(f) Civil Penalty.—In addition to any other criminal, civil, or administrative
liability or penalty, any legal entity
located within the United States or organized
under the laws of the United States, including any of the laws of its States,
districts, commonwealths, territories, or possessions, shall be liable to the United
States for the sum of at least $10,000, if a p
erson responsible for the
management or control of that legal entity has, in that capacity, committed an
offense set forth in subsection (a).

§408, Mar. 9, 2006, 120 Stat. 245.)

18 USC § 2339D. Receiving military-type training from
a foreign terrorist organization

(a) Offense.—Whoever knowingly receives military-type training from or on
behalf of any organization designated at the time of the training by the Secretary
of State under section 219(a)(1) of the Immigration and Nationality Act as a
foreign terrorist organization shall be fined under this title or imprisoned for ten
years, or both. To violate this subsection, a person must have knowledge that the
organization is a designated terrorist organization (as defined in subsection
(c)(4)), that the organization has engaged or engages in terrorist activity (as
deﬁned in section 212 of the Immigration and Nationality Act), or that the
organization has engaged or engages in terrorism (as deﬁned in section 140(d)(2)

(b) Extraterritorial Jurisdiction.—There is extraterritorial Federal jurisdiction
over an offense under this section. There is jurisdiction over an offense under
subsection (a) if—
(1) an offender is a national of the United States (as defined in 101(a)(22) of the Immigration and Nationality Act) or an alien lawfully admitted for permanent residence in the United States (as defined in section 101(a)(20) of the Immigration and Nationality Act);

(2) an offender is a stateless person whose habitual residence is in the United States;

(3) after the conduct required for the offense occurs an offender is brought into or found in the United States, even if the conduct required for the offense occurs outside the United States;

(4) the offense occurs in whole or in part within the United States;

(5) the offense occurs in or affects interstate or foreign commerce; or

(6) an offender aids or abets any person over whom jurisdiction exists under this paragraph in committing an offense under subsection (a) or conspires with any person over whom jurisdiction exists under this paragraph to commit an offense under subsection (a).

(c) Definitions.—As used in this section—

(1) the term “military-type training” includes training in means or methods that can cause death or serious bodily injury, destroy or damage property, or disrupt services to critical infrastructure, or training on the use, storage, production, or assembly of any explosive, firearm or other weapon, including any weapon of mass destruction (as defined in section 2232a(c)(2));

(2) the term “serious bodily injury” has the meaning given that term in section 1365(h)(3);

(3) the term “critical infrastructure” means systems and assets vital to national defense, national security, economic security, public health or safety including both regional and national infrastructure. Critical infrastructure may be publicly or privately owned; examples of critical infrastructure include gas and oil production, storage, or delivery systems, water supply systems, telecommunications networks, electrical power generation or delivery systems, financing and banking systems, emergency services (including medical, police, fire, and rescue services), and transportation systems and services (including highways, mass transit, airlines, and airports); and
(4) the term “foreign terrorist organization” means an organization designated as a terrorist organization under section 219(a)(1) of the Immigration and Nationality Act.

CHAPTER 113C—TORTURE

18 USC § 2340. Definitions

As used in this chapter—

(1) “torture” means an act committed by a person acting under the color of law specifically intended to inflict severe physical or mental pain or suffering (other than pain or suffering incidental to lawful sanctions) upon another person within his custody or physical control;

(2) “severe mental pain or suffering” means the prolonged mental harm caused by or resulting from—

(A) the intentional infliction or threatened infliction of severe physical pain or suffering;

(B) the administration or application, or threatened administration or application, of mind-altering substances or other procedures calculated to disrupt profoundly the senses or the personality;

(C) the threat of imminent death; or

(D) the threat that another person will imminently be subjected to death, severe physical pain or suffering, or the administration or application of mind-altering substances or other procedures calculated to disrupt profoundly the senses or personality; and

(3) “United States” means the several States of the United States, the District of Columbia, and the commonwealths, territories, and possessions of the United States.


18 USC § 2340A. Torture

(a) Offense.—Whoever outside the United States commits or attempts to commit torture shall be fined under this title or imprisoned not more than 20 years, or both, and if death results to any person from conduct prohibited by this
subsection, shall be punished by death or imprisoned for any term of years or for life.

(b) Jurisdiction.—There is jurisdiction over the activity prohibited in subsection (a) if—

(1) the alleged offender is a national of the United States; or

(2) the alleged offender is present in the United States, irrespective of the nationality of the victim or alleged offender.

(c) Conspiracy.—A person who conspires to commit an offense under this section shall be subject to the same penalties (other than the penalty of death) as the penalties prescribed for the offense, the commission of which was the object of the conspiracy.


18 USC § 2340B. Exclusive remedies

Nothing in this chapter shall be construed as precluding the application of State or local laws on the same subject, nor shall anything in this chapter be construed as creating any substantive or procedural right enforceable by law by any party in any civil proceeding.

CHAPTER 115—TREASON, SEDITION, AND SUBVERSIVE ACTIVITIES

18 USC § 2381. Treason

Whoever, owing allegiance to the United States, levies war against them or adheres to their enemies, giving them aid and comfort within the United States or elsewhere, is guilty of treason and shall suffer death, or shall be imprisoned not less than five years and fined under this title but not less than $10,000; and shall be incapable of holding any office under the United States.


18 USC § 2382. Misprision of treason

Whoever, owing allegiance to the United States and having knowledge of the commission of any treason against them, conceals and does not, as soon as may be, disclose and make known the same to the President or to some judge of the United States, or to the governor or to some judge or justice of a particular State, is guilty of misprision of treason and shall be fined under this title or imprisoned not more than seven years, or both.


18 USC § 2383. Rebellion or insurrection

Whoever incites, sets on foot, assists, or engages in any rebellion or insurrection against the authority of the United States or the laws thereof, or gives aid or comfort thereto, shall be fined under this title or imprisoned not more than ten years, or both; and shall be incapable of holding any office under the United States.


18 USC § 2384. Seditious conspiracy

If two or more persons in any State or Territory, or in any place subject to the jurisdiction of the United States, conspire to overthrow, put down, or to destroy by force the Government of the United States, or to levy war against them, or to oppose by force the authority thereof, or by force to prevent, hinder, or delay the execution of any law of the United States, or by force to seize, take, or possess any
property of the United States contrary to the authority thereof, they shall each be fined under this title or imprisoned not more than twenty years, or both.


18 USC § 2385. Advocating overthrow of Government

Whoever knowingly or willfully advocates, abets, advises, or teaches the duty, necessity, desirability, or propriety of overthrowing or destroying the government of the United States or the government of any State, Territory, District or Possession thereof, or the government of any political subdivision therein, by force or violence, or by the assassination of any officer of any such government; or

Whoever, with intent to cause the overthrow or destruction of any such government, prints, publishes, edits, issues, circulates, sells, distributes, or publicly displays any written or printed matter advocating, advising, or teaching the duty, necessity, desirability, or propriety of overthrowing or destroying any government in the United States by force or violence, or attempts to do so; or

Whoever organizes or helps or attempts to organize any society, group, or assembly of persons who teach, advocate, or encourage the overthrow or destruction of any such government by force or violence; or becomes or is a member of, or affiliates with, any such society, group, or assembly of persons, knowing the purposes thereof—

Shall be fined under this title or imprisoned not more than twenty years, or both, and shall be ineligible for employment by the United States or any department or agency thereof, for the five years next following his conviction.

If two or more persons conspire to commit any offense named in this section, each shall be fined under this title or imprisoned not more than twenty years, or both, and shall be ineligible for employment by the United States or any department or agency thereof, for the five years next following his conviction.

As used in this section, the terms “organizes” and “organize”, with respect to any society, group, or assembly of persons, include the recruiting of new members, the forming of new units, and the regrouping or expansion of existing clubs, classes, and other units of such society, group, or assembly of persons.

18 USC § 2386. Registration of certain organizations

(A) For the purposes of this section:

“Attorney General” means the Attorney General of the United States;

“Organization” means any group, club, league, society, committee, association, political party, or combination of individuals, whether incorporated or otherwise, but such term shall not include any corporation, association, community chest, fund, or foundation, organized and operated exclusively for religious, charitable, scientific, literary, or educational purposes;

“Political activity” means any activity the purpose or aim of which, or one of the purposes or aims of which, is the control by force or overthrow of the Government of the United States or a political subdivision thereof, or any State or political subdivision thereof;

An organization is engaged in “civilian military activity” if:

(1) it gives instruction to, or prescribes instruction for, its members in the use of firearms or other weapons or any substitute therefor, or military or naval science; or

(2) it receives from any other organization or from any individual instruction in military or naval science; or

(3) it engages in any military or naval maneuvers or activities; or

(4) it engages, either with or without arms, in drills or parades of a military or naval character; or

(5) it engages in any other form of organized activity which in the opinion of the Attorney General constitutes preparation for military action;

An organization is “subject to foreign control” if:

(a) it solicits or accepts financial contributions, loans, or support of any kind, directly or indirectly, from, or is affiliated directly or indirectly with, a foreign government or a political subdivision thereof, or an agent, agency, or instrumentality of a foreign government or political subdivision thereof, or a political party in a foreign country, or an international political organization; or
(b) its policies, or any of them, are determined by or at the suggestion of, or in collaboration with, a foreign government or political subdivision thereof, or an agent, agency, or instrumentality of a foreign government or a political subdivision thereof, or a political party in a foreign country, or an international political organization.

(B)(1) The following organizations shall be required to register with the Attorney General:

Every organization subject to foreign control which engages in political activity;

Every organization which engages both in civilian military activity and in political activity;

Every organization subject to foreign control which engages in civilian military activity; and

Every organization, the purpose or aim of which, or one of the purposes or aims of which, is the establishment, control, conduct, seizure, or overthrow of a government or subdivision thereof by the use of force, violence, military measures, or threats of any one or more of the foregoing.

Every such organization shall register by filing with the Attorney General, on such forms and in such detail as the Attorney General may by rules and regulations prescribe, a registration statement containing the information and documents prescribed in subsection (B)(3) and shall within thirty days after the expiration of each period of six months succeeding the filing of such registration statement, file with the Attorney General, on such forms and in such detail as the Attorney General may by rules and regulations prescribe, a supplemental statement containing such information and documents as may be necessary to make the information and documents previously filed under this section accurate and current with respect to such preceding six months’ period. Every statement required to be filed by this section shall be subscribed, under oath, by all of the officers of the organization.

(2) This section shall not require registration or the filing of any statement with the Attorney General by:

(a) The armed forces of the United States; or

(b) The organized militia or National Guard of any State, Territory, District, or possession of the United States; or
(c) Any law-enforcement agency of the United States or of any Territory, District or possession thereof, or of any State or political subdivision of a State, or of any agency or instrumentality of one or more States; or

(d) Any duly established diplomatic mission or consular office of a foreign government which is so recognized by the Department of State; or

(e) Any nationally recognized organization of persons who are veterans of the armed forces of the United States, or affiliates of such organizations.

(3) Every registration statement required to be filed by any organization shall contain the following information and documents:

(a) The name and post-office address of the organization in the United States, and the names and addresses of all branches, chapters, and affiliates of such organization;

(b) The name, address, and nationality of each officer, and of each person who performs the functions of an officer, of the organization, and of each branch, chapter, and affiliate of the organization;

(c) The qualifications for membership in the organization;

(d) The existing and proposed aims and purposes of the organization, and all the means by which these aims or purposes are being attained or are to be attained;

(e) The address or addresses of meeting places of the organization, and of each branch, chapter, or affiliate of the organization, and the times of meetings;

(f) The name and address of each person who has contributed any money, dues, property, or other thing of value to the organization or to any branch, chapter, or affiliate of the organization;

(g) A detailed statement of the assets of the organization, and of each branch, chapter, and affiliate of the organization, the manner in which such assets were acquired, and a detailed statement of the liabilities and income of the organization and of each branch, chapter, and affiliate of the organization;

(h) A detailed description of the activities of the organization, and of each chapter, branch, and affiliate of the organization;

(i) A description of the uniforms, badges, insignia, or other means of identification prescribed by the organization, and worn or carried by its officers or members, or any of such officers or members;
(j) A copy of each book, pamphlet, leaflet, or other publication or item of written, printed, or graphic matter issued or distributed directly or indirectly by the organization, or by any chapter, branch, or affiliate of the organization, or by any of the members of the organization under its authority or within its knowledge, together with the name of its author or authors and the name and address of the publisher;

(k) A description of all firearms or other weapons owned by the organization, or by any chapter, branch, or affiliate of the organization, identified by the manufacturer’s number thereon;

(l) In case the organization is subject to foreign control, the manner in which it is so subject;

(m) A copy of the charter, articles of association, constitution, bylaws, rules, regulations, agreements, resolutions, and all other instruments relating to the organization, powers, and purposes of the organization and to the powers of the officers of the organization and of each chapter, branch, and affiliate of the organization; and

(n) Such other information and documents pertinent to the purposes of this section as the Attorney General may from time to time require.

All statements filed under this section shall be public records and open to public examination and inspection at all reasonable hours under such rules and regulations as the Attorney General may prescribe.

(C) The Attorney General is authorized at any time to make, amend, and rescind such rules and regulations as may be necessary to carry out this section, including rules and regulations governing the statements required to be filed.

(D) Whoever violates any of the provisions of this section shall be fined under this title or imprisoned not more than five years, or both.

Whoever in a statement filed pursuant to this section willfully makes any false statement or willfully omits to state any fact which is required to be stated, or which is necessary to make the statements made not misleading, shall be fined under this title or imprisoned not more than five years, or both.

18 USC § 2387. Activities affecting armed forces generally

(a) Whoever, with intent to interfere with, impair, or influence the loyalty, morale, or discipline of the military or naval forces of the United States:

(1) advises, counsels, urges, or in any manner causes or attempts to cause insubordination, disloyalty, mutiny, or refusal of duty by any member of the military or naval forces of the United States; or

(2) distributes or attempts to distribute any written or printed matter which advises, counsels, or urges insubordination, disloyalty, mutiny, or refusal of duty by any member of the military or naval forces of the United States—

Shall be fined under this title or imprisoned not more than ten years, or both, and shall be ineligible for employment by the United States or any department or agency thereof, for the five years next following his conviction.

(b) For the purposes of this section, the term “military or naval forces of the United States” includes the Army of the United States, the Navy, Air Force, Marine Corps, Coast Guard, Navy Reserve, Marine Corps Reserve, and Coast Guard Reserve of the United States; and, when any merchant vessel is commissioned in the Navy or is in the service of the Army or the Navy, includes the master, officers, and crew of such vessel.


18 USC § 2388. Activities affecting armed forces during war

(a) Whoever, when the United States is at war, willfully makes or conveys false reports or false statements with intent to interfere with the operation or success of the military or naval forces of the United States or to promote the success of its enemies; or

Whoever, when the United States is at war, willfully causes or attempts to cause insubordination, disloyalty, mutiny, or refusal of duty, in the military or naval forces of the United States, or willfully obstructs the recruiting or enlistment service of the United States, to the injury of the service or the United States, or attempts to do so—
Shall be fined under this title or imprisoned not more than twenty years, or both.

(b) If two or more persons conspire to violate subsection (a) of this section and one or more such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be punished as provided in said subsection (a).

(c) Whoever harbors or conceals any person who he knows, or has reasonable grounds to believe or suspect, has committed, or is about to commit, an offense under this section, shall be fined under this title or imprisoned not more than ten years, or both.

(d) This section shall apply within the admiralty and maritime jurisdiction of the United States, and on the high seas, as well as within the United States.


18 USC § 2389. Recruiting for service against United States

Whoever recruits soldiers or sailors within the United States, or in any place subject to the jurisdiction thereof, to engage in armed hostility against the same; or

Whoever opens within the United States, or in any place subject to the jurisdiction thereof, a recruiting station for the enlistment of such soldiers or sailors to serve in any manner in armed hostility against the United States—

Shall be fined under this title or imprisoned not more than five years, or both.


18 USC § 2390. Enlistment to serve against United States

Whoever enlists or is engaged within the United States or in any place subject to the jurisdiction thereof, with intent to serve in armed hostility against the United States, shall be fined under this title or imprisoned not more than three years, or both.

CHAPTER 118—WAR CRIMES

18 USC § 2441. War crimes

(a) Offense.—Whoever, whether inside or outside the United States, commits a war crime, in any of the circumstances described in subsection (b), shall be fined under this title or imprisoned for life or any term of years, or both, and if death results to the victim, shall also be subject to the penalty of death.

(b) Circumstances.—The circumstances referred to in subsection (a) are that the person committing such war crime or the victim of such war crime is a member of the Armed Forces of the United States or a national of the United States (as defined in section 101 of the Immigration and Nationality Act).

(c) Definition.—As used in this section the term “war crime” means any conduct—

(1) defined as a grave breach in any of the international conventions signed at Geneva 12 August 1949, or any protocol to such convention to which the United States is a party;

(2) prohibited by Article 23, 25, 27, or 28 of the Annex to the Hague Convention IV, Respecting the Laws and Customs of War on Land, signed 18 October 1907;

(3) which constitutes a grave breach of common Article 3 (as defined in subsection (d)) when committed in the context of and in association with an armed conflict not of an international character; or

(4) of a person who, in relation to an armed conflict and contrary to the provisions of the Protocol on Prohibitions or Restrictions on the Use of Mines, Booby-Traps and Other Devices as amended at Geneva on 3 May 1996 (Protocol II as amended on 3 May 1996), when the United States is a party to such Protocol, willfully kills or causes serious injury to civilians.

(d) Common Article 3 Violations.—

(1) Prohibited conduct.—In subsection (c)(3), the term “grave breach of common Article 3” means any conduct (such conduct constituting a grave breach of common Article 3 of the international conventions done at Geneva August 12, 1949), as follows:

(A) Torture.—The act of a person who commits, or conspires or attempts to commit, an act specifically intended to inflict severe physical or mental pain or suffering (other than pain or suffering incidental to lawful sanctions) upon
another person within his custody or physical control for the purpose of obtaining information or a confession, punishment, intimidation, coercion, or any reason based on discrimination of any kind.

(B) Cruel or inhuman treatment.—The act of a person who commits, or conspires or attempts to commit, an act intended to inflict severe or serious physical or mental pain or suffering (other than pain or suffering incidental to lawful sanctions), including serious physical abuse, upon another within his custody or control.

(C) Performing biological experiments.—The act of a person who subjects, or conspires or attempts to subject, one or more persons within his custody or physical control to biological experiments without a legitimate medical or dental purpose and in so doing endangers the body or health of such person or persons.

(D) Murder.—The act of a person who intentionally kills, or conspires or attempts to kill, or kills whether intentionally or unintentionally in the course of committing any other offense under this subsection, one or more persons taking no active part in the hostilities, including those placed out of combat by sickness, wounds, detention, or any other cause.

(E) Mutilation or maiming.—The act of a person who intentionally injures, or conspires or attempts to injure, or injures whether intentionally or unintentionally in the course of committing any other offense under this subsection, one or more persons taking no active part in the hostilities, including those placed out of combat by sickness, wounds, detention, or any other cause, by disfiguring the person or persons by any mutilation thereof or by permanently disabling any member, limb, or organ of his body, without any legitimate medical or dental purpose.

(F) Intentionally causing serious bodily injury.—The act of a person who intentionally causes, or conspires or attempts to cause, serious bodily injury to one or more persons, including lawful combatants, in violation of the law of war.

(G) Rape.—The act of a person who forcibly or with coercion or threat of force wrongfully invades, or conspires or attempts to invade, the body of a person by penetrating, however slightly, the anal or genital opening of the victim with any part of the body of the accused, or with any foreign object.

(H) Sexual assault or abuse.—The act of a person who forcibly or with coercion or threat of force engages, or conspires or attempts to engage, in sexual contact with one or more persons, or causes, or conspires or attempts to cause, one or more persons to engage in sexual contact.
(I) Taking hostages.—The act of a person who, having knowingly seized or
detained one or more persons, threatens to kill, injure, or continue to detain such
person or persons with the intent of compelling any nation, person other than the
hostage, or group of persons to act or refrain from acting as an explicit or implicit
condition for the safety or release of such person or persons.

(2) Definitions.—In the case of an offense under subsection (a) by reason of
subsection (c)(3)—

(A) the term “severe mental pain or suffering” shall be applied for purposes of
paragraphs (1)(A) and (1)(B) in accordance with the meaning given that term in
section 2340(2) of this title;

(B) the term “serious bodily injury” shall be applied for purposes of paragraph
(1)(F) in accordance with the meaning given that term in section 113(b)(2) of this
title;

(C) the term “sexual contact” shall be applied for purposes of paragraph (1)(G) in
accordance with the meaning given that term in section 2246(3) of this title;

(D) the term “serious physical pain or suffering” shall be applied for purposes of
paragraph (1)(B) as meaning bodily injury that involves—

(i) a substantial risk of death;

(ii) extreme physical pain;

(iii) a burn or physical disfigurement of a serious nature (other than cuts,
abrasions, or bruises); or

(iv) significant loss or impairment of the function of a bodily member, organ, or
mental faculty; and

(E) the term “serious mental pain or suffering” shall be applied for purposes of
paragraph (1)(B) in accordance with the meaning given the term “severe mental
pain or suffering” (as defined in section 2340(2) of this title), except that—

(i) the term “serious” shall replace the term “severe” where it appears; and

(ii) as to conduct occurring after the date of the enactment of the Military
Commissions Act of 2006, the term “serious and non-transitory mental harm
(which need not be prolonged)” shall replace the term “prolonged mental harm” where it appears.

(3) Inapplicability of certain provisions with respect to collateral damage or incident of lawful attack.—The intent specified for the conduct stated in subparagraphs (D), (E), and (F) or paragraph (1) precludes the applicability of those subparagraphs to an offense under subsection (a) by reasons of subsection (c)(3) with respect to—

(A) collateral damage; or

(B) death, damage, or injury incident to a lawful attack.

(4) Inapplicability of taking hostages to prisoner exchange.—Paragraph (1)(I) does not apply to an offense under subsection (a) by reason of subsection (c)(3) in the case of a prisoner exchange during wartime.

(5) Definition of grave breaches.—The definitions in this subsection are intended only to define the grave breaches of common Article 3 and not the full scope of United States obligations under that Article.


Short Title

Pub. L. 104–192, §1, Aug. 21, 1996, 110 Stat. 2104, provided that: “This Act [enacting this chapter] may be cited as the ‘War Crimes Act of 1996’.”

Implementation of Treaty Obligations

Pub. L. 109–366, §6(a), Oct. 17, 2006, 120 Stat. 2632, provided that:

“(1) In general.—The acts enumerated in subsection (d) of section 2441 of title 18, United States Code, as added by subsection (b) of this section, and in subsection (c) of this section [enacting section 2000dd–0 of Title 42, The Public Health and Welfare], constitute violations of common Article 3 of the Geneva Conventions prohibited by United States law.
“(2) Prohibition on grave breaches.—The provisions of section 2441 of title 18, United States Code, as amended by this section, fully satisfy the obligation under Article 129 of the Third Geneva Convention for the United States to provide effective penal sanctions for grave breaches which are encompassed in common Article 3 in the context of an armed conflict not of an international character. No foreign or international source of law shall supply a basis for a rule of decision in the courts of the United States in interpreting the prohibitions enumerated in subsection (d) of such section 2441.

“(3) Interpretation by the president.—

“(A) As provided by the Constitution and by this section, the President has the authority for the United States to interpret the meaning and application of the Geneva Conventions and to promulgate higher standards and administrative regulations for violations of treaty obligations which are not grave breaches of the Geneva Conventions.

“(B) The President shall issue interpretations described by subparagraph (A) by Executive Order published in the Federal Register.

“(C) Any Executive Order published under this paragraph shall be authoritative (except as to grave breaches of common Article 3) as a matter of United States law, in the same manner as other administrative regulations.

“(D) Nothing in this section shall be construed to affect the constitutional functions and responsibilities of Congress and the judicial branch of the United States.

“(4) Definitions.—In this subsection:

“(A) Geneva conventions.—The term ‘Geneva Conventions’ means—

“(i) the Convention for the Amelioration of the Condition of the Wounded and Sick in Armed Forces in the Field, done at Geneva August 12, 1949 (6 UST 3217);

“(ii) the Convention for the Amelioration of the Condition of the Wounded, Sick, and Shipwrecked Members of the Armed Forces at Sea, done at Geneva August 12, 1949 (6 UST 3217);

“(iii) the Convention Relative to the Treatment of Prisoners of War, done at Geneva August 12, 1949 (6 UST 3316); and

“(iv) the Convention Relative to the Protection of Civilian Persons in Time of War, done at Geneva August 12, 1949 (6 UST 3516).
“(B) Third geneva convention.—The term ‘Third Geneva Convention’ means the international convention referred to in subparagraph (A)(iii).”

Executive Order No. 13440


18 USC § 2442. Recruitment or use of child soldiers

(a) Offense.—Whoever knowingly—

(1) recruits, enlists, or conscripts a person to serve while such person is under 15 years of age in an armed force or group; or

(2) uses a person under 15 years of age to participate actively in hostilities;

knowing such person is under 15 years of age, shall be punished as provided in subsection (b).

(b) Penalty.—Whoever violates, or attempts or conspires to violate, subsection (a) shall be fined under this title or imprisoned not more than 20 years, or both and, if death of any person results, shall be fined under this title and imprisoned for any term of years or for life.

(c) Jurisdiction.—There is jurisdiction over an offense described in subsection (a), and any attempt or conspiracy to commit such offense, if—

(1) the alleged offender is a national of the United States (as defined in section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22))) or an alien lawfully admitted for permanent residence in the United States (as defined in section 101(a)(20) of such Act (8 U.S.C. 1101(a)(20)));

(2) the alleged offender is a stateless person whose habitual residence is in the United States;

(3) the alleged offender is present in the United States, irrespective of the nationality of the alleged offender; or

(4) the offense occurs in whole or in part within the United States.
(d) Definitions.—In this section:

(1) Participate actively in hostilities.—The term “participate actively in hostilities” means taking part in—

(A) combat or military activities related to combat, including sabotage and serving as a decoy, a courier, or at a military checkpoint; or

(B) direct support functions related to combat, including transporting supplies or providing other services.

(2) Armed force or group.—The term “armed force or group” means any army, militia, or other military organization, whether or not it is state-sponsored, excluding any group assembled solely for nonviolent political association.

CHAPTER 119—WIRE AND ELECTRONIC COMMUNICATIONS INTERCEPTION AND INTERCEPTION OF ORAL COMMUNICATIONS

Amendments


18 USC § 2510. Definitions

As used in this chapter—

(1) “wire communication” means any aural transfer made in whole or in part through the use of facilities for the transmission of communications by the aid of wire, cable, or other like connection between the point of origin and the point of reception (including the use of such connection in a switching station) furnished or operated by any person engaged in providing or operating such facilities for the transmission of interstate or foreign communications or communications affecting interstate or foreign commerce;

(2) “oral communication” means any oral communication uttered by a person exhibiting an expectation that such communication is not subject to interception under circumstances justifying such expectation, but such term does not include any electronic communication;

(3) “State” means any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, and any territory or possession of the United States;
(4) “intercept” means the aural or other acquisition of the contents of any wire, electronic, or oral communication through the use of any electronic, mechanical, or other device.

(5) “electronic, mechanical, or other device” means any device or apparatus which can be used to intercept a wire, oral, or electronic communication other than—

(a) any telephone or telegraph instrument, equipment or facility, or any component thereof, (i) furnished to the subscriber or user by a provider of wire or electronic communication service in the ordinary course of its business and being used by the subscriber or user in the ordinary course of its business or furnished by such subscriber or user for connection to the facilities of such service and used in the ordinary course of its business; or (ii) being used by a provider of wire or electronic communication service in the ordinary course of its business, or by an investigative or law enforcement officer in the ordinary course of his duties;

(b) a hearing aid or similar device being used to correct subnormal hearing to not better than normal;

(6) “person” means any employee, or agent of the United States or any State or political subdivision thereof, and any individual, partnership, association, joint stock company, trust, or corporation;

(7) “Investigative or law enforcement officer” means any officer of the United States or of a State or political subdivision thereof, who is empowered by law to conduct investigations of or to make arrests for offenses enumerated in this chapter, and any attorney authorized by law to prosecute or participate in the prosecution of such offenses;

(8) “contents”, when used with respect to any wire, oral, or electronic communication, includes any information concerning the substance, purport, or meaning of that communication;

(9) “Judge of competent jurisdiction” means—

(a) a judge of a United States district court or a United States court of appeals; and

(b) a judge of any court of general criminal jurisdiction of a State who is authorized by a statute of that State to enter orders authorizing interceptions of wire, oral, or electronic communications;
(10) “communication common carrier” has the meaning given that term in section 3 of the Communications Act of 1934;

(11) “aggrieved person” means a person who was a party to any intercepted wire, oral, or electronic communication or a person against whom the interception was directed;

(12) “electronic communication” means any transfer of signs, signals, writing, images, sounds, data, or intelligence of any nature transmitted in whole or in part by a wire, radio, electromagnetic, photoelectronic or photooptical system that affects interstate or foreign commerce, but does not include—

(A) any wire or oral communication;

(B) any communication made through a tone-only paging device;

(C) any communication from a tracking device (as defined in section 3117 of this title); or

(D) electronic funds transfer information stored by a financial institution in a communications system used for the electronic storage and transfer of funds;

(13) “user” means any person or entity who—

(A) uses an electronic communication service; and

(B) is duly authorized by the provider of such service to engage in such use;

(14) “electronic communications system” means any wire, radio, electromagnetic, photooptical or photoelectronic facilities for the transmission of wire or electronic communications, and any computer facilities or related electronic equipment for the electronic storage of such communications;

(15) “electronic communication service” means any service which provides to users thereof the ability to send or receive wire or electronic communications;

(16) “readily accessible to the general public” means, with respect to a radio communication, that such communication is not—
(A) scrambled or encrypted;

(B) transmitted using modulation techniques whose essential parameters have been withheld from the public with the intention of preserving the privacy of such communication;

(C) carried on a subcarrier or other signal subsidiary to a radio transmission;

(D) transmitted over a communication system provided by a common carrier, unless the communication is a tone only paging system communication; or

(E) transmitted on frequencies allocated under part 25, subpart D, E, or F of part 74, or part 94 of the Rules of the Federal Communications Commission, unless, in the case of a communication transmitted on a frequency allocated under part 74 that is not exclusively allocated to broadcast auxiliary services, the communication is a two-way voice communication by radio;

(17) “electronic storage” means—

(A) any temporary, intermediate storage of a wire or electronic communication incidental to the electronic transmission thereof; and

(B) any storage of such communication by an electronic communication service for purposes of backup protection of such communication;

(18) “aural transfer” means a transfer containing the human voice at any point between and including the point of origin and the point of reception;

(19) “foreign intelligence information”, for purposes of section 2517(6) of this title, means—

(A) information, whether or not concerning a United States person, that relates to the ability of the United States to protect against—

(i) actual or potential attack or other grave hostile acts of a foreign power or an agent of a foreign power;

(ii) sabotage or international terrorism by a foreign power or an agent of a foreign power; or
(iii) clandestine intelligence activities by an intelligence service or network of a foreign power or by an agent of a foreign power; or

(B) information, whether or not concerning a United States person, with respect to a foreign power or foreign territory that relates to—

(i) the national defense or the security of the United States; or

(ii) the conduct of the foreign affairs of the United States;

(20) “protected computer” has the meaning set forth in section 1030; and

(21) “computer trespasser”—

(A) means a person who accesses a protected computer without authorization and thus has no reasonable expectation of privacy in any communication transmitted to, through, or from the protected computer; and

(B) does not include a person known by the owner or operator of the protected computer to have an existing contractual relationship with the owner or operator of the protected computer for access to all or part of the protected computer.


Termination Date of 2001 Amendment


Short Title of 1997 Amendment

**Short Title of 1986 Amendment**

Pub. L. 99–508, §1, Oct. 21, 1986, 100 Stat. 1848, provided that: “This Act [enacting sections 1367, 2521, 2701 to 2710, 3117, and 3121 to 3126 of this title, amending sections 2232, 2511 to 2513, and 2516 to 2520 of this title, and enacting provisions set out as notes under this section and sections 2701 and 3121 of this title] may be cited as the ‘Electronic Communications Privacy Act of 1986’.”

**Intelligence Activities**

Pub. L. 99–508, title I, §107, Oct. 21, 1986, 100 Stat. 1858, provided that:

“(a) In General.—Nothing in this Act or the amendments made by this Act [see Short Title of 1986 Amendment note above] constitutes authority for the conduct of any intelligence activity.

“(b) Certain Activities Under Procedures Approved by the Attorney General.—Nothing in chapter 119 or chapter 121 of title 18, United States Code, shall affect the conduct, by officers or employees of the United States Government in accordance with other applicable Federal law, under procedures approved by the Attorney General of activities intended to—

“(1) intercept encrypted or other official communications of United States executive branch entities or United States Government contractors for communications security purposes;

“(2) intercept radio communications transmitted between or among foreign powers or agents of a foreign power as defined by the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1801 et seq.]; or

“(3) access an electronic communication system used exclusively by a foreign power or agent of a foreign power as defined by the Foreign Intelligence Surveillance Act of 1978.”

**Congressional Findings**

Pub. L. 90–351, title VIII, §801, June 19, 1968, 82 Stat. 3782, provided that: “On the basis of its own investigations and of published studies, the Congress makes the following findings:
“(a) Wire communications are normally conducted through the use of facilities which form part of an interstate network. The same facilities are used for interstate and intrastate communications. There has been extensive wiretapping carried on without legal sanctions, and without the consent of any of the parties to the conversation. Electronic, mechanical, and other intercepting devices are being used to overhear oral conversations made in private, without the consent of any of the parties to such communications. The contents of these communications and evidence derived therefrom are being used by public and private parties as evidence in court and administrative proceedings, and by persons whose activities affect interstate commerce. The possession, manufacture, distribution, advertising, and use of these devices are facilitated by interstate commerce.

“(b) In order to protect effectively the privacy of wire and oral communications, to protect the integrity of court and administrative proceedings, and to prevent the obstruction of interstate commerce, it is necessary for Congress to define on a uniform basis the circumstances and conditions under which the interception of wire and oral communications may be authorized, to prohibit any unauthorized interception of such communications, and the use of the contents thereof in evidence in courts and administrative proceedings.

“(c) Organized criminals make extensive use of wire and oral communications in their criminal activities. The interception of such communications to obtain evidence of the commission of crimes or to prevent their commission is an indispensable aid to law enforcement and the administration of justice.

“(d) To safeguard the privacy of innocent persons, the interception of wire or oral communications where none of the parties to the communication has consented to the interception should be allowed only when authorized by a court of competent jurisdiction and should remain under the control and supervision of the authorizing court. Interception of wire and oral communications should further be limited to certain major types of offenses and specific categories of crime with assurances that the interception is justified and that the information obtained thereby will not be misused.”


effectiveness and to submit interim reports and a final report to the President and to the Congress of its findings and recommendations on or before Apr. 30, 1976, and also provided for its termination sixty days after submission of the final report.

18 USC § 2511. Interception and disclosure of wire, oral, or electronic communications prohibited

(1) Except as otherwise specifically provided in this chapter any person who—

(a) intentionally intercepts, endeavors to intercept, or procures any other person to intercept or endeavor to intercept, any wire, oral, or electronic communication;

(b) intentionally uses, endeavors to use, or procures any other person to use or endeavor to use any electronic, mechanical, or other device to intercept any oral communication when—

(i) such device is affixed to, or otherwise transmits a signal through, a wire, cable, or other like connection used in wire communication; or

(ii) such device transmits communications by radio, or interferes with the transmission of such communication; or

(iii) such person knows, or has reason to know, that such device or any component thereof has been sent through the mail or transported in interstate or foreign commerce; or

(iv) such use or endeavor to use (A) takes place on the premises of any business or other commercial establishment the operations of which affect interstate or foreign commerce; or (B) obtains or is for the purpose of obtaining information relating to the operations of any business or other commercial establishment the operations of which affect interstate or foreign commerce; or

(v) such person acts in the District of Columbia, the Commonwealth of Puerto Rico, or any territory or possession of the United States;

(c) intentionally discloses, or endeavors to disclose, to any other person the contents of any wire, oral, or electronic communication, knowing or having reason to know that the information was obtained through the interception of a wire, oral, or electronic communication in violation of this subsection;
(d) intentionally uses, or endeavors to use, the contents of any wire, oral, or electronic communication, knowing or having reason to know that the information was obtained through the interception of a wire, oral, or electronic communication in violation of this subsection; or

(e)(i) intentionally discloses, or endeavors to disclose, to any other person the contents of any wire, oral, or electronic communication, intercepted by means authorized by sections 2511(2)(a)(ii), 2511(2)(b)–(c), 2511(2)(e), 2516, and 2518 of this chapter, (ii) knowing or having reason to know that the information was obtained through the interception of such a communication in connection with a criminal investigation, (iii) having obtained or received the information in connection with a criminal investigation, and (iv) with intent to improperly obstruct, impede, or interfere with a duly authorized criminal investigation,

shall be punished as provided in subsection (4) or shall be subject to suit as provided in subsection (5).

(2)(a)(i) It shall not be unlawful under this chapter for an operator of a switchboard, or an officer, employee, or agent of a provider of wire or electronic communication service, whose facilities are used in the transmission of a wire or electronic communication, to intercept, disclose, or use that communication in the normal course of his employment while engaged in any activity which is a necessary incident to the rendition of his service or to the protection of the rights or property of the provider of that service, except that a provider of wire communication service to the public shall not utilize service observing or random monitoring except for mechanical or service quality control checks.

(ii) Notwithstanding any other law, providers of wire or electronic communication service, their officers, employees, and agents, landlords, custodians, or other persons, are authorized to provide information, facilities, or technical assistance to persons authorized by law to intercept wire, oral, or electronic communications or to conduct electronic surveillance, as defined in section 101 of the Foreign Intelligence Surveillance Act of 1978, if such provider, its officers, employees, or agents, landlord, custodian, or other specified person, has been provided with—

(A) a court order directing such assistance or a court order pursuant to section 704 of the Foreign Intelligence Surveillance Act of 1978 signed by the authorizing judge, or

(B) a certification in writing by a person specified in section 2518(7) of this title or the Attorney General of the United States that no warrant or court order is
required by law, that all statutory requirements have been met, and that the specified assistance is required,

setting forth the period of time during which the provision of the information, facilities, or technical assistance is authorized and specifying the information, facilities, or technical assistance required. No provider of wire or electronic communication service, officer, employee, or agent thereof, or landlord, custodian, or other specified person shall disclose the existence of any interception or surveillance or the device used to accomplish the interception or surveillance with respect to which the person has been furnished a court order or certification under this chapter, except as may otherwise be required by legal process and then only after prior notification to the Attorney General or to the principal prosecuting attorney of a State or any political subdivision of a State, as may be appropriate. Any such disclosure, shall render such person liable for the civil damages provided for in section 2520. No cause of action shall lie in any court against any provider of wire or electronic communication service, its officers, employees, or agents, landlord, custodian, or other specified person for providing information, facilities, or assistance in accordance with the terms of a court order, statutory authorization, or certification under this chapter.

(iii) If a certification under subparagraph (ii)(B) for assistance to obtain foreign intelligence information is based on statutory authority, the certification shall identify the specific statutory provision and shall certify that the statutory requirements have been met.

(b) It shall not be unlawful under this chapter for an officer, employee, or agent of the Federal Communications Commission, in the normal course of his employment and in discharge of the monitoring responsibilities exercised by the Commission in the enforcement of chapter 5 of title 47 of the United States Code, to intercept a wire or electronic communication, or oral communication transmitted by radio, or to disclose or use the information thereby obtained.

(c) It shall not be unlawful under this chapter for a person acting under color of law to intercept a wire, oral, or electronic communication, where such person is a party to the communication or one of the parties to the communication has given prior consent to such interception.

(d) It shall not be unlawful under this chapter for a person not acting under color of law to intercept a wire, oral, or electronic communication where such person is a party to the communication or where one of the parties to the communication has given prior consent to such interception unless such communication is intercepted for the purpose of committing any criminal or tortious act in violation of the Constitution or laws of the United States or of any State.
(e) Notwithstanding any other provision of this title or section 705 or 706 of the Communications Act of 1934, it shall not be unlawful for an officer, employee, or agent of the United States in the normal course of his official duty to conduct electronic surveillance, as defined in section 101 of the Foreign Intelligence Surveillance Act of 1978, as authorized by that Act.

(f) Nothing contained in this chapter or chapter 121 or 206 of this title, or section 705 of the Communications Act of 1934, shall be deemed to affect the acquisition by the United States Government of foreign intelligence information from international or foreign communications, or foreign intelligence activities conducted in accordance with otherwise applicable Federal law involving a foreign electronic communications system, utilizing a means other than electronic surveillance as defined in section 101 of the Foreign Intelligence Surveillance Act of 1978, and procedures in this chapter or chapter 121 and the Foreign Intelligence Surveillance Act of 1978 shall be the exclusive means by which electronic surveillance, as defined in section 101 of such Act, and the interception of domestic wire, oral, and electronic communications may be conducted.

(g) It shall not be unlawful under this chapter or chapter 121 of this title for any person—

(i) to intercept or access an electronic communication made through an electronic communication system that is configured so that such electronic communication is readily accessible to the general public;

(ii) to intercept any radio communication which is transmitted—

(I) by any station for the use of the general public, or that relates to ships, aircraft, vehicles, or persons in distress;

(II) by any governmental, law enforcement, civil defense, private land mobile, or public safety communications system, including police and fire, readily accessible to the general public;

(III) by a station operating on an authorized frequency within the bands allocated to the amateur, citizens band, or general mobile radio services; or

(IV) by any marine or aeronautical communications system;

(iii) to engage in any conduct which—

(I) is prohibited by section 633 of the Communications Act of 1934; or
(II) is excepted from the application of section 705(a) of the Communications Act of 1934 by section 705(b) of that Act;

(iv) to intercept any wire or electronic communication the transmission of which is causing harmful interference to any lawfully operating station or consumer electronic equipment, to the extent necessary to identify the source of such interference; or

(v) for other users of the same frequency to intercept any radio communication made through a system that utilizes frequencies monitored by individuals engaged in the provision or the use of such system, if such communication is not scrambled or encrypted.

(h) It shall not be unlawful under this chapter—

(i) to use a pen register or a trap and trace device (as those terms are defined for the purposes of chapter 206 (relating to pen registers and trap and trace devices) of this title); or

(ii) for a provider of electronic communication service to record the fact that a wire or electronic communication was initiated or completed in order to protect such provider, another provider furnishing service toward the completion of the wire or electronic communication, or a user of that service, from fraudulent, unlawful or abusive use of such service.

(i) It shall not be unlawful under this chapter for a person acting under color of law to intercept the wire or electronic communications of a computer trespasser transmitted to, through, or from the protected computer, if—

(I) the owner or operator of the protected computer authorizes the interception of the computer trespasser's communications on the protected computer;

(II) the person acting under color of law is lawfully engaged in an investigation;

(III) the person acting under color of law has reasonable grounds to believe that the contents of the computer trespasser's communications will be relevant to the investigation; and
(IV) such interception does not acquire communications other than those transmitted to or from the computer trespasser.

(3)(a) Except as provided in paragraph (b) of this subsection, a person or entity providing an electronic communication service to the public shall not intentionally divulge the contents of any communication (other than one to such person or entity, or an agent thereof) while in transmission on that service to any person or entity other than an addressee or intended recipient of such communication or an agent of such addressee or intended recipient.

(b) A person or entity providing electronic communication service to the public may divulge the contents of any such communication—

(i) as otherwise authorized in section 2511(2)(a) or 2517 of this title;

(ii) with the lawful consent of the originator or any addressee or intended recipient of such communication;

(iii) to a person employed or authorized, or whose facilities are used, to forward such communication to its destination; or

(iv) which were inadvertently obtained by the service provider and which appear to pertain to the commission of a crime, if such divulgence is made to a law enforcement agency.

(4)(a) Except as provided in paragraph (b) of this subsection or in subsection (5), whoever violates subsection (1) of this section shall be fined under this title or imprisoned not more than five years, or both.

(b) Conduct otherwise an offense under this subsection that consists of or relates to the interception of a satellite transmission that is not encrypted or scrambled and that is transmitted—

(i) to a broadcasting station for purposes of retransmission to the general public; or

(ii) as an audio subcarrier intended for redistribution to facilities open to the public, but not including data transmissions or telephone calls,
is not an offense under this subsection unless the conduct is for the purposes of direct or indirect commercial advantage or private financial gain.

(5)(a)(i) If the communication is—

(A) a private satellite video communication that is not scrambled or encrypted and the conduct in violation of this chapter is the private viewing of that communication and is not for a tortious or illegal purpose or for purposes of direct or indirect commercial advantage or private commercial gain; or

(B) a radio communication that is transmitted on frequencies allocated under subpart D of part 74 of the rules of the Federal Communications Commission that is not scrambled or encrypted and the conduct in violation of this chapter is not for a tortious or illegal purpose or for purposes of direct or indirect commercial advantage or private commercial gain,

then the person who engages in such conduct shall be subject to suit by the Federal Government in a court of competent jurisdiction.

(ii) In an action under this subsection—

(A) if the violation of this chapter is a first offense for the person under paragraph (a) of subsection (4) and such person has not been found liable in a civil action under section 2520 of this title, the Federal Government shall be entitled to appropriate injunctive relief; and

(B) if the violation of this chapter is a second or subsequent offense under paragraph (a) of subsection (4) or such person has been found liable in any prior civil action under section 2520, the person shall be subject to a mandatory $500 civil fine.

(b) The court may use any means within its authority to enforce an injunction issued under paragraph (ii)(A), and shall impose a civil fine of not less than $500 for each violation of such an injunction.

§§101(c)(1), 102(c)(1), title IV, §403(b)(2)(C), July 10, 2008, 122 Stat. 2459,
2474.)

Amendment of Paragraph (2)(a)(ii)(A)

that, except as provided in section 404 of Pub. L. 110–261, set out as a note under
section 1801 of Title 50, War and National Defense, effective Dec. 31, 2012,
paragraph (2)(a)(ii)(A) of this section is amended by striking “or a court order
pursuant to section 704 of the Foreign Intelligence Surveillance Act of 1978”.

References in Text

The Foreign Intelligence Surveillance Act of 1978, referred to in par. (2)(e), (f), is
Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to
chapter 36 (§1801 et seq.) of Title 50, War and National Defense. Sections 101
and 704 of the Foreign Intelligence Surveillance Act of 1978, referred to in par. (2)(a)(ii), (e), and (f), are classified to sections 1801 and 1881c of Title 50,
respectively. For complete classification of this Act to the Code, see Short Title
note set out under section 1801 of Title 50 and Tables.

Sections 633, 705, and 706 of the Communications Act of 1934, referred to in par. (2)(e), (f), (g)(iii), are classified to sections 553, 605, and 606 of Title 47,
Telecommunications, respectively.

Amendments

pursuant to section 704 of the Foreign Intelligence Surveillance Act of 1978” after
“assistance”.


authorization,” after “terms of a court order” in concluding provisions.

Par. (4)(b), (c). Pub. L. 107–296, §225(j)(1), redesignated subpar. (c) as (b) and
struck out former subpar. (b) which read as follows: “If the offense is a first
offense under paragraph (a) of this subsection and is not for a tortious or illegal
purpose or for purposes of direct or indirect commercial advantage or private
commercial gain, and the wire or electronic communication with respect to which
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the offense under paragraph (a) is a radio communication that is not scrambled, encrypted, or transmitted using modulation techniques the essential parameters of which have been withheld from the public with the intention of preserving the privacy of such communication, then—

“(i) if the communication is not the radio portion of a cellular telephone communication, a cordless telephone communication that is transmitted between the cordless telephone handset and the base unit, a public land mobile radio service communication or a paging service communication, and the conduct is not that described in subsection (5), the offender shall be fined under this title or imprisoned not more than one year, or both; and

“(ii) if the communication is the radio portion of a cellular telephone communication, a cordless telephone communication that is transmitted between the cordless telephone handset and the base unit, a public land mobile radio service communication or a paging service communication, the offender shall be fined under this title.”

2001—Par. (2)(f). Pub. L. 107–56, §204, substituted “this chapter or chapter 121 or 206 of this title, or section 705 of the Communications Act of 1934” for “this chapter or chapter 121, or section 705 of the Communications Act of 1934” and “wire, oral, and electronic communications” for “wire and oral communications”.


18 USC § 2512. Manufacture, distribution, possession, and advertising of wire, oral, or electronic communication intercepting devices prohibited

(1) Except as otherwise specifically provided in this chapter, any person who intentionally—

(a) sends through the mail, or sends or carries in interstate or foreign commerce, any electronic, mechanical, or other device, knowing or having reason to know that the design of such device renders it primarily useful for the purpose of the surreptitious interception of wire, oral, or electronic communications;

(b) manufactures, assembles, possesses, or sells any electronic, mechanical, or other device, knowing or having reason to know that the design of such device renders it primarily useful for the purpose of the surreptitious interception of wire, oral, or electronic communications, and that such device or any component thereof has been or will be sent through the mail or transported in interstate or foreign commerce; or

__________________________________________
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(c) places in any newspaper, magazine, handbill, or other publication or disseminates by electronic means any advertisement of—

(i) any electronic, mechanical, or other device knowing or having reason to know that the design of such device renders it primarily useful for the purpose of the surreptitious interception of wire, oral, or electronic communications; or

(ii) any other electronic, mechanical, or other device, where such advertisement promotes the use of such device for the purpose of the surreptitious interception of wire, oral, or electronic communications,

knowing the content of the advertisement and knowing or having reason to know that such advertisement will be sent through the mail or transported in interstate or foreign commerce,

shall be fined under this title or imprisoned not more than five years, or both.

(2) It shall not be unlawful under this section for—

(a) a provider of wire or electronic communication service or an officer, agent, or employee of, or a person under contract with, such a provider, in the normal course of the business of providing that wire or electronic communication service, or

(b) an officer, agent, or employee of, or a person under contract with, the United States, a State, or a political subdivision thereof, in the normal course of the activities of the United States, a State, or a political subdivision thereof,

to send through the mail, send or carry in interstate or foreign commerce, or manufacture, assemble, possess, or sell any electronic, mechanical, or other device knowing or having reason to know that the design of such device renders it primarily useful for the purpose of the surreptitious interception of wire, oral, or electronic communications.

(3) It shall not be unlawful under this section to advertise for sale a device described in subsection (1) of this section if the advertisement is mailed, sent, or carried in interstate or foreign commerce solely to a domestic provider of wire or electronic communication service or to an agency of the United States, a State, or a political subdivision thereof which is duly authorized to use such device.
18 USC § 2513. Confiscation of wire, oral, or electronic communication intercepting devices

Any electronic, mechanical, or other device used, sent, carried, manufactured, assembled, possessed, sold, or advertised in violation of section 2511 or section 2512 of this chapter may be seized and forfeited to the United States. All provisions of law relating to (1) the seizure, summary and judicial forfeiture, and condemnation of vessels, vehicles, merchandise, and baggage for violations of the customs laws contained in title 19 of the United States Code, (2) the disposition of such vessels, vehicles, merchandise, and baggage or the proceeds from the sale thereof, (3) the remission or mitigation of such forfeiture, (4) the compromise of claims, and (5) the award of compensation to informers in respect of such forfeitures, shall apply to seizures and forfeitures incurred, or alleged to have been incurred, under the provisions of this section, insofar as applicable and not inconsistent with the provisions of this section; except that such duties as are imposed upon the collector of customs or any other person with respect to the seizure and forfeiture of vessels, vehicles, merchandise, and baggage under the provisions of the customs laws contained in title 19 of the United States Code shall be performed with respect to seizure and forfeiture of electronic, mechanical, or other intercepting devices under this section by such officers, agents, or other persons as may be authorized or designated for that purpose by the Attorney General.

18 USC § 2515. Prohibition of use as evidence of intercepted wire or oral communications

Whenever any wire or oral communication has been intercepted, no part of the contents of such communication and no evidence derived therefrom may be received in evidence in any trial, hearing, or other proceeding in or before any court, grand jury, department, officer, agency, regulatory body, legislative committee, or other authority of the United States, a State, or a political subdivision thereof if the disclosure of that information would be in violation of this chapter.

18 USC § 2516. Authorization for interception of wire, oral, or electronic communications

(1) The Attorney General, Deputy Attorney General, Associate Attorney General, or any Assistant Attorney General, any acting Assistant Attorney General, or any Deputy Assistant Attorney General or acting Deputy Assistant Attorney General in the Criminal Division or National Security Division specially designated by the Attorney General, may authorize an application to a Federal judge of competent jurisdiction for, and such judge may grant in conformity with section 2518 of this chapter an order authorizing or approving the interception of wire or oral communications by the Federal Bureau of Investigation, or a Federal agency having responsibility for the investigation of the offense as to which the application is made, when such interception may provide or has provided evidence of—

(a) any offense punishable by death or by imprisonment for more than one year under sections 2122 and 2274 through 2277 of title 42 of the United States Code (relating to the enforcement of the Atomic Energy Act of 1954), section 2284 of title 42 of the United States Code (relating to sabotage of nuclear facilities or fuel), or under the following chapters of this title: chapter 10 (relating to biological weapons) chapter 37 (relating to espionage), chapter 55 (relating to kidnapping), chapter 90 (relating to protection of trade secrets), chapter 105 (relating to sabotage), chapter 115 (relating to treason), chapter 102 (relating to riots), chapter 65 (relating to malicious mischief), chapter 111 (relating to destruction of vessels), or chapter 81 (relating to piracy);

(b) a violation of section 186 or section 501(c) of title 29, United States Code (dealing with restrictions on payments and loans to labor organizations), or any offense which involves murder, kidnapping, robbery, or extortion, and which is punishable under this title;

(c) any offense which is punishable under the following sections of this title: section 37 (relating to violence at international airports), section 43 (relating to animal enterprise terrorism), section 81 (arson within special maritime and territorial jurisdiction), section 201 (bribery of public officials and witnesses), section 215 (relating to bribery of bank officials), section 224 (bribery in sporting contests), subsection (d), (e), (f), (g), (h), or (i) of section 844 (unlawful use of explosives), section 1032 (relating to concealment of assets), section 1084 (transmission of wagering information), section 751 (relating to escape), section 832 (relating to nuclear and weapons of mass destruction threats), section 842 (relating to explosive materials), section 930 (relating to possession of weapons in Federal facilities), section 1014 (relating to loans and credit applications generally; renewals and discounts), section 1114 (relating to officers and employees of the United States), section 1116 (relating to protection of foreign officials), sections 1503, 1512, and 1513 (influencing or injuring an officer, juror,
or witness generally), section 1510 (obstruction of criminal investigations), section 1511 (obstruction of State or local law enforcement), section 1591 (sex trafficking of children by force, fraud, or coercion), section 1751 (Presidential and Presidential staff assassination, kidnapping, and assault), section 1951 (interference with commerce by threats or violence), section 1952 (interstate and foreign travel or transportation in aid of racketeering enterprises), section 1958 (relating to use of interstate commerce facilities in the commission of murder for hire), section 1959 (relating to violent crimes in aid of racketeering activity), section 1954 (offer, acceptance, or solicitation to influence operations of employee benefit plan), section 1955 (prohibition of business enterprises of gambling), section 1956 (laundering of monetary instruments), section 1957 (relating to engaging in monetary transactions in property derived from specified unlawful activity), section 659 (theft from interstate shipment), section 664 (embezzlement from pension and welfare funds), section 1343 (fraud by wire, radio, or television), section 1344 (relating to bank fraud), section 1992 (relating to terrorist attacks against mass transportation), sections 2251 and 2252 (sexual exploitation of children), section 2251A (selling or buying of children), section 2252A (relating to material constituting or containing child pornography), section 1466A (relating to child obscenity), section 2260 (production of sexually explicit depictions of a minor for importation into the United States), sections 2421, 2422, 2423, and 2425 (relating to transportation for illegal sexual activity and related crimes), sections 2312, 2313, 2314, and 2315 (interstate transportation of stolen property), section 2321 (relating to trafficking in certain motor vehicles or motor vehicle parts), section 2340A (relating to torture), section 1203 (relating to hostage taking), section 1029 (relating to fraud and related activity in connection with access devices), section 3146 (relating to penalty for failure to appear), section 3521(b)(3) (relating to witness relocation and assistance), section 32 (relating to destruction of aircraft or aircraft facilities), section 38 (relating to aircraft parts fraud), section 1963 (violations with respect to racketeer influenced and corrupt organizations), section 115 (relating to threatening or retaliating against a Federal official), section 1341 (relating to mail fraud), a felony violation of section 1030 (relating to computer fraud and abuse), section 351 (violations with respect to congressional, Cabinet, or Supreme Court assassinations, kidnapping, and assault), section 831 (relating to prohibited transactions involving nuclear materials), section 33 (relating to destruction of motor vehicles or motor vehicle facilities), section 175 (relating to biological weapons), section 175c (relating to variola virus) section 956 (conspiracy to harm persons or property overseas), section 1028 (relating to production of false identification documentation), section 1425 (relating to the procurement of citizenship or nationalization unlawfully), section 1426 (relating to the reproduction of naturalization or citizenship papers), section 1427 (relating to the sale of naturalization or citizenship papers), section 1541 (relating to passport issuance without authority), section 1542 (relating to false statements in passport applications), section 1543 (relating to forgery or false use of passports), section 1544 (relating to misuse of passports), or section 1546 (relating to fraud and misuse of visas,
permits, and other documents), section 555 (relating to construction or use of international border tunnels);

(d) any offense involving counterfeiting punishable under section 471, 472, or 473 of this title;

(e) any offense involving fraud connected with a case under title 11 or the manufacture, importation, receiving, concealment, buying, selling, or otherwise dealing in narcotic drugs, marihuana, or other dangerous drugs, punishable under any law of the United States;

(f) any offense including extortionate credit transactions under sections 892, 893, or 894 of this title;

(g) a violation of section 5322 of title 31, United States Code (dealing with the reporting of currency transactions), or section 5324 of title 31, United States Code (relating to structuring transactions to evade reporting requirement prohibited);

(h) any felony violation of sections 2511 and 2512 (relating to interception and disclosure of certain communications and to certain intercepting devices) of this title;

(i) any felony violation of chapter 71 (relating to obscenity) of this title;

(j) any violation of section 60123(b) (relating to destruction of a natural gas pipeline,) section 46502 (relating to aircraft piracy), the second sentence of section 46504 (relating to assault on a flight crew with dangerous weapon), or section 46505(b)(3) or (c) (relating to explosive or incendiary devices, or endangerment of human life, by means of weapons on aircraft) of title 49;

(k) any criminal violation of section 2778 of title 22 (relating to the Arms Export Control Act);

(l) the location of any fugitive from justice from an offense described in this section;

(m) a violation of section 274, 277, or 278 of the Immigration and Nationality Act (8 U.S.C. 1324, 1327, or 1328) (relating to the smuggling of aliens);

(n) any felony violation of sections 922 and 924 of title 18, United States Code (relating to firearms);

(o) any violation of section 5861 of the Internal Revenue Code of 1986 (relating to firearms);
(p) a felony violation of section 1028 (relating to production of false identification documents), section 1542 (relating to false statements in passport applications), section 1546 (relating to fraud and misuse of visas, permits, and other documents, section 1028A (relating to aggravated identity theft)) of this title or a violation of section 274, 277, or 278 of the Immigration and Nationality Act (relating to the smuggling of aliens); or

(q) any criminal violation of section 229 (relating to chemical weapons) or section 2332, 2332a, 2332b, 2332d, 2332f, 2332g, 2332h, 2339, 2339A, 2339B, 2339C, or 2339D of this title (relating to terrorism);

(r) any criminal violation of section 1 (relating to illegal restraints of trade or commerce), 2 (relating to illegal monopolizing of trade or commerce), or 3 (relating to illegal restraints of trade or commerce in territories or the District of Columbia) of the Sherman Act (15 U.S.C. 1, 2, 3); or

(s) any conspiracy to commit any offense described in any subparagraph of this paragraph.

(2) The principal prosecuting attorney of any State, or the principal prosecuting attorney of any political subdivision thereof, if such attorney is authorized by a statute of that State to make application to a State court judge of competent jurisdiction for an order authorizing or approving the interception of wire, oral, or electronic communications, may apply to such judge for, and such judge may grant in conformity with section 2518 of this chapter and with the applicable State statute an order authorizing, or approving the interception of wire, oral, or electronic communications by investigative or law enforcement officers having responsibility for the investigation of the offense as to which the application is made, when such interception may provide or has provided evidence of the commission of the offense of murder, kidnapping, gambling, robbery, bribery, extortion, or dealing in narcotic drugs, marijuana or other dangerous drugs, or other crime dangerous to life, limb, or property, and punishable by imprisonment for more than one year, designated in any applicable State statute authorizing such interception, or any conspiracy to commit any of the foregoing offenses.

(3) Any attorney for the Government (as such term is defined for the purposes of the Federal Rules of Criminal Procedure) may authorize an application to a Federal judge of competent jurisdiction for, and such judge may grant, in conformity with section 2518 of this title, an order authorizing or approving the interception of electronic communications by an investigative or law enforcement officer having responsibility for the investigation of the offense as to which the application is made, when such interception may provide or has provided evidence of any Federal felony.
18 USC § 2517. Authorization for disclosure and use of intercepted wire, oral, or electronic communications

(1) Any investigatory or law enforcement officer who, by any means authorized by this chapter, has obtained knowledge of the contents of any wire, oral, or electronic communication, or evidence derived therefrom, may disclose such contents to another investigatory or law enforcement officer to the extent that such disclosure is appropriate to the proper performance of the official duties of the officer making or receiving the disclosure.

(2) Any investigatory or law enforcement officer who, by any means authorized by this chapter, has obtained knowledge of the contents of any wire, oral, or electronic communication or evidence derived therefrom may use such contents to the extent such use is appropriate to the proper performance of his official duties.
(3) Any person who has received, by any means authorized by this chapter, any information concerning a wire, oral, or electronic communication, or evidence derived therefrom intercepted in accordance with the provisions of this chapter may disclose the contents of that communication or such derivative evidence while giving testimony under oath or affirmation in any proceeding held under the authority of the United States or of any State or political subdivision thereof.

(4) No otherwise privileged wire, oral, or electronic communication intercepted in accordance with, or in violation of, the provisions of this chapter shall lose its privileged character.

(5) When an investigative or law enforcement officer, while engaged in intercepting wire, oral, or electronic communications in the manner authorized herein, intercepts wire, oral, or electronic communications relating to offenses other than those specified in the order of authorization or approval, the contents thereof, and evidence derived therefrom, may be disclosed or used as provided in subsections (1) and (2) of this section. Such contents and any evidence derived therefrom may be used under subsection (3) of this section when authorized or approved by a judge of competent jurisdiction where such judge finds on subsequent application that the contents were otherwise intercepted in accordance with the provisions of this chapter. Such application shall be made as soon as practicable.

(6) Any investigative or law enforcement officer, or attorney for the Government, who by any means authorized by this chapter, has obtained knowledge of the contents of any wire, oral, or electronic communication, or evidence derived therefrom, may disclose such contents to any other Federal law enforcement, intelligence, protective, immigration, national defense, or national security official to the extent that such contents include foreign intelligence or counterintelligence (as defined in section 3 of the National Security Act of 1947 (50 U.S.C. 401a)), or foreign intelligence information (as defined in subsection (19) of section 2510 of this title), to assist the official who is to receive that information in the performance of his official duties. Any Federal official who receives information pursuant to this provision may use that information only as necessary in the conduct of that person’s official duties subject to any limitations on the unauthorized disclosure of such information.

(7) Any investigative or law enforcement officer, or other Federal official in carrying out official duties as such Federal official, who by any means authorized by this chapter, has obtained knowledge of the contents of any wire, oral, or electronic communication, or evidence derived therefrom, may disclose such contents or derivative evidence to a foreign investigative or law enforcement officer to the extent that such disclosure is appropriate to the proper performance of the official duties of the officer making or receiving the disclosure, and foreign investigative or law enforcement officers may use or disclose such contents or
derivative evidence to the extent such use or disclosure is appropriate to the proper performance of their official duties.

(8) Any investigative or law enforcement officer, or other Federal official in carrying out official duties as such Federal official, who by any means authorized by this chapter, has obtained knowledge of the contents of any wire, oral, or electronic communication, or evidence derived therefrom, may disclose such contents or derivative evidence to any appropriate Federal, State, local, or foreign government official to the extent that such contents or derivative evidence reveals a threat of actual or potential attack or other grave hostile acts of a foreign power or an agent of a foreign power, domestic or international sabotage, domestic or international terrorism, or clandestine intelligence gathering activities by an intelligence service or network of a foreign power or by an agent of a foreign power, within the United States or elsewhere, for the purpose of preventing or responding to such a threat. Any official who receives information pursuant to this provision may use that information only as necessary in the conduct of that person's official duties subject to any limitations on the unauthorized disclosure of such information, and any State, local, or foreign official who receives information pursuant to this provision may use that information only consistent with such guidelines as the Attorney General and Director of Central Intelligence shall jointly issue.


Change of Name

Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 401 of Title 50, War and National Defense.

Procedures for Disclosure of Information


18 USC § 2518. Procedure for interception of wire, oral, or electronic communications

(1) Each application for an order authorizing or approving the interception of a wire, oral, or electronic communication under this chapter shall be made in writing upon oath or affirmation to a judge of competent jurisdiction and shall state the applicant’s authority to make such application. Each application shall include the following information:

(a) the identity of the investigative or law enforcement officer making the application, and the officer authorizing the application;

(b) a full and complete statement of the facts and circumstances relied upon by the applicant, to justify his belief that an order should be issued, including (i) details as to the particular offense that has been, is being, or is about to be committed, (ii) except as provided in subsection (11), a particular description of the nature and location of the facilities from which or the place where the communication is to be intercepted, (iii) a particular description of the type of communications sought to be intercepted, (iv) the identity of the person, if known, committing the offense and whose communications are to be intercepted;

(c) a full and complete statement as to whether or not other investigative procedures have been tried and failed or why they reasonably appear to be unlikely to succeed if tried or to be too dangerous;

(d) a statement of the period of time for which the interception is required to be maintained. If the nature of the investigation is such that the authorization for interception should not automatically terminate when the described type of communication has been first obtained, a particular description of facts establishing probable cause to believe that additional communications of the same type will occur thereafter;

(e) a full and complete statement of the facts concerning all previous applications known to the individual authorizing and making the application, made to any judge for authorization to intercept, or for approval of interceptions of, wire, oral, or electronic communications involving any of the same persons, facilities or places specified in the application, and the action taken by the judge on each such application; and
(f) where the application is for the extension of an order, a statement setting forth the results thus far obtained from the interception, or a reasonable explanation of the failure to obtain such results.

(2) The judge may require the applicant to furnish additional testimony or documentary evidence in support of the application.

(3) Upon such application the judge may enter an ex parte order, as requested or as modified, authorizing or approving interception of wire, oral, or electronic communications within the territorial jurisdiction of the court in which the judge is sitting (and outside that jurisdiction but within the United States in the case of a mobile interception device authorized by a Federal court within such jurisdiction), if the judge determines on the basis of the facts submitted by the applicant that—

(a) there is probable cause for belief that an individual is committing, has committed, or is about to commit a particular offense enumerated in section 2516 of this chapter;

(b) there is probable cause for belief that particular communications concerning that offense will be obtained through such interception;

(c) normal investigative procedures have been tried and have failed or reasonably appear to be unlikely to succeed if tried or to be too dangerous;

(d) except as provided in subsection (11), there is probable cause for belief that the facilities from which, or the place where, the wire, oral, or electronic communications are to be intercepted are being used, or are about to be used, in connection with the commission of such offense, or are leased to, listed in the name of, or commonly used by such person.

(4) Each order authorizing or approving the interception of any wire, oral, or electronic communication under this chapter shall specify—

(a) the identity of the person, if known, whose communications are to be intercepted;

(b) the nature and location of the communications facilities as to which, or the place where, authority to intercept is granted;
(c) a particular description of the type of communication sought to be intercepted, and a statement of the particular offense to which it relates;

(d) the identity of the agency authorized to intercept the communications, and of the person authorizing the application; and

(e) the period of time during which such interception is authorized, including a statement as to whether or not the interception shall automatically terminate when the described communication has been first obtained.

An order authorizing the interception of a wire, oral, or electronic communication under this chapter shall, upon request of the applicant, direct that a provider of wire or electronic communication service, landlord, custodian or other person shall furnish the applicant forthwith all information, facilities, and technical assistance necessary to accomplish the interception unobtrusively and with a minimum of interference with the services that such service provider, landlord, custodian, or person is according the person whose communications are to be intercepted. Any provider of wire or electronic communication service, landlord, custodian or other person furnishing such facilities or technical assistance shall be compensated therefor by the applicant for reasonable expenses incurred in providing such facilities or assistance. Pursuant to section 2522 of this chapter, an order may also be issued to enforce the assistance capability and capacity requirements under the Communications Assistance for Law Enforcement Act.

(5) No order entered under this section may authorize or approve the interception of any wire, oral, or electronic communication for any period longer than is necessary to achieve the objective of the authorization, nor in any event longer than thirty days. Such thirty-day period begins on the earlier of the day on which the investigative or law enforcement officer first begins to conduct an interception under the order or ten days after the order is entered. Extensions of an order may be granted, but only upon application for an extension made in accordance with subsection (1) of this section and the court making the findings required by subsection (3) of this section. The period of extension shall be no longer than the authorizing judge deems necessary to achieve the purposes for which it was granted and in no event for longer than thirty days. Every order and extension thereof shall contain a provision that the authorization to intercept shall be executed as soon as practicable, shall be conducted in such a way as to minimize the interception of communications not otherwise subject to interception under this chapter, and must terminate upon attainment of the authorized objective, or in any event in thirty days. In the event the intercepted communication is in a code or foreign language, and an expert in that foreign language or code is not reasonably available during the interception period, minimization may be accomplished as soon as practicable after such interception.
An interception under this chapter may be conducted in whole or in part by Government personnel, or by an individual operating under a contract with the Government, acting under the supervision of an investigative or law enforcement officer authorized to conduct the interception.

(6) Whenever an order authorizing interception is entered pursuant to this chapter, the order may require reports to be made to the judge who issued the order showing what progress has been made toward achievement of the authorized objective and the need for continued interception. Such reports shall be made at such intervals as the judge may require.

(7) Notwithstanding any other provision of this chapter, any investigative or law enforcement officer, specially designated by the Attorney General, the Deputy Attorney General, the Associate Attorney General, or by the principal prosecuting attorney of any State or subdivision thereof acting pursuant to a statute of that State, who reasonably determines that—

(a) an emergency situation exists that involves—

(i) immediate danger of death or serious physical injury to any person,

(ii) conspiratorial activities threatening the national security interest, or

(iii) conspiratorial activities characteristic of organized crime,

that requires a wire, oral, or electronic communication to be intercepted before an order authorizing such interception can, with due diligence, be obtained, and

(b) there are grounds upon which an order could be entered under this chapter to authorize such interception,

may intercept such wire, oral, or electronic communication if an application for an order approving the interception is made in accordance with this section within forty-eight hours after the interception has occurred, or begins to occur. In the absence of an order, such interception shall immediately terminate when the communication sought is obtained or when the application for the order is denied, whichever is earlier. In the event such application for approval is denied, or in any other case where the interception is terminated without an order having been issued, the contents of any wire, oral, or electronic communication intercepted shall be treated as having been obtained in violation of this chapter,
and an inventory shall be served as provided for in subsection (d) of this section
on the person named in the application.

(8)(a) The contents of any wire, oral, or electronic communication intercepted by
any means authorized by this chapter shall, if possible, be recorded on tape or
wire or other comparable device. The recording of the contents of any wire, oral,
or electronic communication under this subsection shall be done in such a way as
will protect the recording from editing or other alterations. Immediately upon the
expiration of the period of the order, or extensions thereof, such recordings shall
be made available to the judge issuing such order and sealed under his directions.
Custody of the recordings shall be wherever the judge orders. They shall not be
destroyed except upon an order of the issuing or denying judge and in any event
shall be kept for ten years. Duplicate recordings may be made for use or
disclosure pursuant to the provisions of subsections (1) and (2) of section 2517 of
this chapter for investigations. The presence of the seal provided for by this
subsection, or a satisfactory explanation for the absence thereof, shall be a
prerequisite for the use or disclosure of the contents of any wire, oral, or
electronic communication or evidence derived therefrom under subsection (3) of
section 2517.

(b) Applications made and orders granted under this chapter shall be sealed by
the judge. Custody of the applications and orders shall be wherever the judge
directs. Such applications and orders shall be disclosed only upon a showing of
good cause before a judge of competent jurisdiction and shall not be destroyed
except on order of the issuing or denying judge, and in any event shall be kept for
ten years.

(c) Any violation of the provisions of this subsection may be punished as
contempt of the issuing or denying judge.

(d) Within a reasonable time but not later than ninety days after the filing of an
application for an order of approval under section 2518(7)(b) which is denied or
the termination of the period of an order or extensions thereof, the issuing or
denying judge shall cause to be served, on the persons named in the order or the
application, and such other parties to intercepted communications as the judge
may determine in his discretion that is in the interest of justice, an inventory
which shall include notice of—

(1) the fact of the entry of the order or the application;

(2) the date of the entry and the period of authorized, approved or disapproved
interception, or the denial of the application; and

(3) the fact that during the period wire, oral, or electronic communications were
or were not intercepted.
The judge, upon the filing of a motion, may in his discretion make available to such person or his counsel for inspection such portions of the intercepted communications, applications and orders as the judge determines to be in the interest of justice. On an ex parte showing of good cause to a judge of competent jurisdiction the serving of the inventory required by this subsection may be postponed.

(9) The contents of any wire, oral, or electronic communication intercepted pursuant to this chapter or evidence derived therefrom shall not be received in evidence or otherwise disclosed in any trial, hearing, or other proceeding in a Federal or State court unless each party, not less than ten days before the trial, hearing, or proceeding, has been furnished with a copy of the court order, and accompanying application, under which the interception was authorized or approved. This ten-day period may be waived by the judge if he finds that it was not possible to furnish the party with the above information ten days before the trial, hearing, or proceeding and that the party will not be prejudiced by the delay in receiving such information.

(10)(a) Any aggrieved person in any trial, hearing, or proceeding in or before any court, department, officer, agency, regulatory body, or other authority of the United States, a State, or a political subdivision thereof, may move to suppress the contents of any wire or oral communication intercepted pursuant to this chapter, or evidence derived therefrom, on the grounds that—

(i) the communication was unlawfully intercepted;

(ii) the order of authorization or approval under which it was intercepted is insufficient on its face; or

(iii) the interception was not made in conformity with the order of authorization or approval.

Such motion shall be made before the trial, hearing, or proceeding unless there was no opportunity to make such motion or the person was not aware of the grounds of the motion. If the motion is granted, the contents of the intercepted wire or oral communication, or evidence derived therefrom, shall be treated as having been obtained in violation of this chapter. The judge, upon the filing of such motion by the aggrieved person, may in his discretion make available to the aggrieved person or his counsel for inspection such portions of the intercepted communication or evidence derived therefrom as the judge determines to be in the interests of justice.
(b) In addition to any other right to appeal, the United States shall have the right to appeal from an order granting a motion to suppress made under paragraph (a) of this subsection, or the denial of an application for an order of approval, if the United States attorney shall certify to the judge or other official granting such motion or denying such application that the appeal is not taken for purposes of delay. Such appeal shall be taken within thirty days after the date the order was entered and shall be diligently prosecuted.

(c) The remedies and sanctions described in this chapter with respect to the interception of electronic communications are the only judicial remedies and sanctions for nonconstitutional violations of this chapter involving such communications.

(11) The requirements of subsections (1)(b)(ii) and (3)(d) of this section relating to the specification of the facilities from which, or the place where, the communication is to be intercepted do not apply if—

(a) in the case of an application with respect to the interception of an oral communication—

(i) the application is by a Federal investigative or law enforcement officer and is approved by the Attorney General, the Deputy Attorney General, the Associate Attorney General, an Assistant Attorney General, or an acting Assistant Attorney General;

(ii) the application contains a full and complete statement as to why such specification is not practical and identifies the person committing the offense and whose communications are to be intercepted; and

(iii) the judge finds that such specification is not practical; and

(b) in the case of an application with respect to a wire or electronic communication—

(i) the application is by a Federal investigative or law enforcement officer and is approved by the Attorney General, the Deputy Attorney General, the Associate Attorney General, an Assistant Attorney General, or an acting Assistant Attorney General;

(ii) the application identifies the person believed to be committing the offense and whose communications are to be intercepted and the applicant makes a showing that there is probable cause to believe that the person's actions could have the effect of thwarting interception from a specified facility;
(iii) the judge finds that such showing has been adequately made; and

(iv) the order authorizing or approving the interception is limited to interception only for such time as it is reasonable to presume that the person identified in the application is or was reasonably proximate to the instrument through which such communication will be or was transmitted.

(12) An interception of a communication under an order with respect to which the requirements of subsections (1)(b)(ii) and (3)(d) of this section do not apply by reason of subsection (11)(a) shall not begin until the place where the communication is to be intercepted is ascertained by the person implementing the interception order. A provider of wire or electronic communications service that has received an order as provided for in subsection (11)(b) may move the court to modify or quash the order on the ground that its assistance with respect to the interception cannot be performed in a timely or reasonable fashion. The court, upon notice to the government, shall decide such a motion expeditiously.


18 USC § 2519. Reports concerning intercepted wire, oral, or electronic communications

(1) In January of each year, any judge who has issued an order (or an extension thereof) under section 2518 that expired during the preceding year, or who has denied approval of an interception during that year, shall report to the Administrative Office of the United States Courts—

(a) the fact that an order or extension was applied for;

(b) the kind of order or extension applied for (including whether or not the order was an order with respect to which the requirements of sections 2518(1)(b)(ii) and 2518(3)(d) of this title did not apply by reason of section 2518(11) of this title);

(c) the fact that the order or extension was granted as applied for, was modified, or was denied;
(d) the period of interceptions authorized by the order, and the number and duration of any extensions of the order;

(e) the offense specified in the order or application, or extension of an order;

(f) the identity of the applying investigative or law enforcement officer and agency making the application and the person authorizing the application; and

(g) the nature of the facilities from which or the place where communications were to be intercepted.

(2) In March of each year the Attorney General, an Assistant Attorney General specially designated by the Attorney General, or the principal prosecuting attorney of a State, or the principal prosecuting attorney for any political subdivision of a State, shall report to the Administrative Office of the United States Courts—

(a) the information required by paragraphs (a) through (g) of subsection (1) of this section with respect to each application for an order or extension made during the preceding calendar year;

(b) a general description of the interceptions made under such order or extension, including (i) the approximate nature and frequency of incriminating communications intercepted, (ii) the approximate nature and frequency of other communications intercepted, (iii) the approximate number of persons whose communications were intercepted, (iv) the number of orders in which encryption was encountered and whether such encryption prevented law enforcement from obtaining the plain text of communications intercepted pursuant to such order, and (v) the approximate nature, amount, and cost of the manpower and other resources used in the interceptions;

(c) the number of arrests resulting from interceptions made under such order or extension, and the offenses for which arrests were made;

(d) the number of trials resulting from such interceptions;

(e) the number of motions to suppress made with respect to such interceptions, and the number granted or denied;

(f) the number of convictions resulting from such interceptions and the offenses for which the convictions were obtained and a general assessment of the importance of the interceptions; and
(g) the information required by paragraphs (b) through (f) of this subsection with respect to orders or extensions obtained in a preceding calendar year.

(3) In June of each year the Director of the Administrative Office of the United States Courts shall transmit to the Congress a full and complete report concerning the number of applications for orders authorizing or approving the interception of wire, oral, or electronic communications pursuant to this chapter and the number of orders and extensions granted or denied pursuant to this chapter during the preceding calendar year. Such report shall include a summary and analysis of the data required to be filed with the Administrative Office by subsections (1) and (2) of this section. The Director of the Administrative Office of the United States Courts is authorized to issue binding regulations dealing with the content and form of the reports required to be filed by subsections (1) and (2) of this section.


Amendments

2010—Par. (1). Pub. L. 111–174, §6(1), substituted “In January of each year, any judge who has issued an order (or an extension thereof) under section 2518 that expired during the preceding year, or who has denied approval of an interception during that year,” for “Within thirty days after the expiration of an order (or each extension thereof) entered under section 2518, or the denial of an order approving an interception, the issuing or denying judge” in introductory provisions.

Par. (2). Pub. L. 111–174, §6(2), substituted “In March of each year” for “In January of each year” in introductory provisions.

Par. (3). Pub. L. 111–174, §6(3), substituted “In June of each year” for “In April of each year”.

Report on Use of DCS 1000 (Carnivore) To Implement Orders Under Section 2518

Pub. L. 107–273, div. A, title III, §305(b), Nov. 2, 2002, 116 Stat. 1782, provided that: “At the same time that the Attorney General, or Assistant Attorney General specially designated by the Attorney General, submits to the Administrative
Office of the United States Courts the annual report required by section 2519(2)
of title 18, United States Code, that is respectively next due after the end of each
of the fiscal years 2002 and 2003, the Attorney General shall also submit to the
Chairmen and ranking minority members of the Committees on the Judiciary of
the Senate and of the House of Representatives a report, covering the same
respective time period, that contains the following information with respect to
those orders described in that annual report that were applied for by law
enforcement agencies of the Department of Justice and whose implementation
involved the use of the DCS 1000 program (or any subsequent version of such
program)—

“(1) the kind of order or extension applied for (including whether or not the order
was an order with respect to which the requirements of sections 2518(1)(b)(ii)
and 2518(3)(d) of title 18, United States Code, did not apply by reason of section
2518 (11) of title 18);

“(2) the period of interceptions authorized by the order, and the number and
duration of any extensions of the order;

“(3) the offense specified in the order or application, or extension of an order;

“(4) the identity of the applying investigative or law enforcement officer and
agency making the application and the person authorizing the application;

“(5) the nature of the facilities from which or place where communications were
to be intercepted;

“(6) a general description of the interceptions made under such order or
extension, including—

“(A) the approximate nature and frequency of incriminating communications
intercepted;

“(B) the approximate nature and frequency of other communications intercepted;

“(C) the approximate number of persons whose communications were
intercepted;

“(D) the number of orders in which encryption was encountered and whether
such encryption prevented law enforcement from obtaining the plain text of
communications intercepted pursuant to such order; and

“(E) the approximate nature, amount, and cost of the manpower and other
resources used in the interceptions;
“(7) the number of arrests resulting from interceptions made under such order or extension, and the offenses for which arrests were made;

“(8) the number of trials resulting from such interceptions;

“(9) the number of motions to suppress made with respect to such interceptions, and the number granted or denied;

“(10) the number of convictions resulting from such interceptions and the offenses for which the convictions were obtained and a general assessment of the importance of the interceptions; and

“(11) the specific persons authorizing the use of the DCS 1000 program (or any subsequent version of such program) in the implementation of such order.”

Encryption Reporting Requirements

Pub. L. 106–197, §2(b), May 2, 2000, 114 Stat. 247, provided that: “The encryption reporting requirement in subsection (a) [amending this section] shall be effective for the report transmitted by the Director of the Administrative Office of the Courts for calendar year 2000 and in subsequent reports.”

18 USC § 2520. Recovery of civil damages authorized

(a) In General.—Except as provided in section 2511(2)(a)(ii), any person whose wire, oral, or electronic communication is intercepted, disclosed, or intentionally used in violation of this chapter may in a civil action recover from the person or entity, other than the United States, which engaged in that violation such relief as may be appropriate.

(b) Relief.—In an action under this section, appropriate relief includes—

(1) such preliminary and other equitable or declaratory relief as may be appropriate;

(2) damages under subsection (c) and punitive damages in appropriate cases; and

(3) a reasonable attorney's fee and other litigation costs reasonably incurred.

(c) Computation of Damages.—(1) In an action under this section, if the conduct in violation of this chapter is the private viewing of a private satellite video communication that is not scrambled or encrypted or if the communication is a radio communication that is transmitted on frequencies allocated under subpart
D of part 74 of the rules of the Federal Communications Commission that is not scrambled or encrypted and the conduct is not for a tortious or illegal purpose or for purposes of direct or indirect commercial advantage or private commercial gain, then the court shall assess damages as follows:

(A) If the person who engaged in that conduct has not previously been enjoined under section 2511(5) and has not been found liable in a prior civil action under this section, the court shall assess the greater of the sum of actual damages suffered by the plaintiff, or statutory damages of not less than $50 and not more than $500.

(B) If, on one prior occasion, the person who engaged in that conduct has been enjoined under section 2511(5) or has been found liable in a civil action under this section, the court shall assess the greater of the sum of actual damages suffered by the plaintiff, or statutory damages of not less than $100 and not more than $1000.

(2) In any other action under this section, the court may assess as damages whichever is the greater of—

(A) the sum of the actual damages suffered by the plaintiff and any profits made by the violator as a result of the violation; or

(B) statutory damages of whichever is the greater of $100 a day for each day of violation or $10,000.

(d) Defense.—A good faith reliance on—

(1) a court warrant or order, a grand jury subpoena, a legislative authorization, or a statutory authorization;

(2) a request of an investigative or law enforcement officer under section 2518(7) of this title; or

(3) a good faith determination that section 2511(3) or 2511(2)(i) of this title permitted the conduct complained of;

is a complete defense against any civil or criminal action brought under this chapter or any other law.
(e) Limitation.—A civil action under this section may not be commenced later than two years after the date upon which the claimant first has a reasonable opportunity to discover the violation.

(f) Administrative Discipline.—If a court or appropriate department or agency determines that the United States or any of its departments or agencies has violated any provision of this chapter, and the court or appropriate department or agency finds that the circumstances surrounding the violation raise serious questions about whether or not an officer or employee of the United States acted willfully or intentionally with respect to the violation, the department or agency shall, upon receipt of a true and correct copy of the decision and findings of the court or appropriate department or agency promptly initiate a proceeding to determine whether disciplinary action against the officer or employee is warranted. If the head of the department or agency involved determines that disciplinary action is not warranted, he or she shall notify the Inspector General with jurisdiction over the department or agency concerned and shall provide the Inspector General with the reasons for such determination.

(g) Improper Disclosure Is Violation.—Any willful disclosure or use by an investigative or law enforcement officer or governmental entity of information beyond the extent permitted by section 2517 is a violation of this chapter for purposes of section 2520(a).


18 USC § 2521. Injunction against illegal interception

Whenever it shall appear that any person is engaged or is about to engage in any act which constitutes or will constitute a felony violation of this chapter, the Attorney General may initiate a civil action in a district court of the United States to enjoin such violation. The court shall proceed as soon as practicable to the hearing and determination of such an action, and may, at any time before final determination, enter such a restraining order or prohibition, or take such other action, as is warranted to prevent a continuing and substantial injury to the United States or to any person or class of persons for whose protection the action is brought. A proceeding under this section is governed by the Federal Rules of Civil Procedure, except that, if an indictment has been returned against the respondent, discovery is governed by the Federal Rules of Criminal Procedure.

18 USC § 2522. Enforcement of the Communications Assistance for Law Enforcement Act

(a) Enforcement by Court Issuing Surveillance Order.—If a court authorizing an interception under this chapter, a State statute, or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) or authorizing use of a pen register or a trap and trace device under chapter 206 or a State statute finds that a telecommunications carrier has failed to comply with the requirements of the Communications Assistance for Law Enforcement Act, the court may, in accordance with section 108 of such Act, direct that the carrier comply forthwith and may direct that a provider of support services to the carrier or the manufacturer of the carrier's transmission or switching equipment furnish forthwith modifications necessary for the carrier to comply.

(b) Enforcement Upon Application by Attorney General.—The Attorney General may, in a civil action in the appropriate United States district court, obtain an order, in accordance with section 108 of the Communications Assistance for Law Enforcement Act, directing that a telecommunications carrier, a manufacturer of telecommunications transmission or switching equipment, or a provider of telecommunications support services comply with such Act.

(c) Civil Penalty.—

(1) In general.—A court issuing an order under this section against a telecommunications carrier, a manufacturer of telecommunications transmission or switching equipment, or a provider of telecommunications support services may impose a civil penalty of up to $10,000 per day for each day in violation after the issuance of the order or after such future date as the court may specify.

(2) Considerations.—In determining whether to impose a civil penalty and in determining its amount, the court shall take into account—

(A) the nature, circumstances, and extent of the violation;

(B) the violator's ability to pay, the violator's good faith efforts to comply in a timely manner, any effect on the violator's ability to continue to do business, the degree of culpability, and the length of any delay in undertaking efforts to comply; and

(C) such other matters as justice may require.
(d) Definitions.—As used in this section, the terms defined in section 102 of the Communications Assistance for Law Enforcement Act have the meanings provided, respectively, in such section.

CHAPTER 121—STORED WIRE AND ELECTRONIC COMMUNICATIONS AND TRANSACTIONAL RECORDS ACCESS

Amendments


1988—Pub. L. 100–690, title VII, §7067, Nov. 18, 1988, 102 Stat. 4405, which directed amendment of item 2710 by inserting “for chapter” after “Definitions” was executed by making the insertion in item 2711 to reflect the probable intent of Congress and the intervening redesignation of item 2710 as 2711 by Pub. L. 100–618, see below.

Pub. L. 100–618, §2(b), Nov. 5, 1988, 102 Stat. 3197, added item 2710 and redesignated former item 2710 as 2711.

18 USC § 2701. Unlawful access to stored communications

(a) Offense.—Except as provided in subsection (c) of this section whoever—

(1) intentionally accesses without authorization a facility through which an electronic communication service is provided; or

(2) intentionally exceeds an authorization to access that facility;
and thereby obtains, alters, or prevents authorized access to a wire or electronic communication while it is in electronic storage in such system shall be punished as provided in subsection (b) of this section.

(b) Punishment.—The punishment for an offense under subsection (a) of this section is—

(1) if the offense is committed for purposes of commercial advantage, malicious destruction or damage, or private commercial gain, or in furtherance of any criminal or tortious act in violation of the Constitution or laws of the United States or any State—

(A) a fine under this title or imprisonment for not more than 5 years, or both, in the case of a first offense under this subparagraph; and

(B) a fine under this title or imprisonment for not more than 10 years, or both, for any subsequent offense under this subparagraph; and

(2) in any other case—

(A) a fine under this title or imprisonment for not more than 1 year or both, in the case of a first offense under this paragraph; and

(B) a fine under this title or imprisonment for not more than 5 years, or both, in the case of an offense under this subparagraph that occurs after a conviction of another offense under this section.

(c) Exceptions.—Subsection (a) of this section does not apply with respect to conduct authorized—

(1) by the person or entity providing a wire or electronic communications service;

(2) by a user of that service with respect to a communication of or intended for that user; or

(3) in section 2703, 2704 or 2518 of this title.

18 USC § 2702. Voluntary disclosure of customer communications or records

(a) Prohibitions.—Except as provided in subsection (b) or (c)—

(1) a person or entity providing an electronic communication service to the public shall not knowingly divulge to any person or entity the contents of a communication while in electronic storage by that service; and

(2) a person or entity providing remote computing service to the public shall not knowingly divulge to any person or entity the contents of any communication which is carried or maintained on that service—

(A) on behalf of, and received by means of electronic transmission from (or created by means of computer processing of communications received by means of electronic transmission from), a subscriber or customer of such service;

(B) solely for the purpose of providing storage or computer processing services to such subscriber or customer, if the provider is not authorized to access the contents of any such communications for purposes of providing any services other than storage or computer processing; and

(3) a provider of remote computing service or electronic communication service to the public shall not knowingly divulge a record or other information pertaining to a subscriber to or customer of such service (not including the contents of communications covered by paragraph (1) or (2)) to any governmental entity.

(b) Exceptions for disclosure of communications.—A provider described in subsection (a) may divulge the contents of a communication—

(1) to an addressee or intended recipient of such communication or an agent of such addressee or intended recipient;

(2) as otherwise authorized in section 2517, 2511(2)(a), or 2703 of this title;

(3) with the lawful consent of the originator or an addressee or intended recipient of such communication, or the subscriber in the case of remote computing service;

(4) to a person employed or authorized or whose facilities are used to forward such communication to its destination;
as may be necessarily incident to the rendition of the service or to the protection of the rights or property of the provider of that service;

(6) to the National Center for Missing and Exploited Children, in connection with a report submitted thereto under section 2258A;

(7) to a law enforcement agency—

(A) if the contents—

(i) were inadvertently obtained by the service provider; and

(ii) appear to pertain to the commission of a crime; or


(8) to a governmental entity, if the provider, in good faith, believes that an emergency involving danger of death or serious physical injury to any person requires disclosure without delay of communications relating to the emergency.

(c) Exceptions for Disclosure of Customer Records.—A provider described in subsection (a) may divulge a record or other information pertaining to a subscriber to or customer of such service (not including the contents of communications covered by subsection (a)(1) or (a)(2))—

(1) as otherwise authorized in section 2703;

(2) with the lawful consent of the customer or subscriber;

(3) as may be necessarily incident to the rendition of the service or to the protection of the rights or property of the provider of that service;

(4) to a governmental entity, if the provider, in good faith, believes that an emergency involving danger of death or serious physical injury to any person requires disclosure without delay of information relating to the emergency;

(5) to the National Center for Missing and Exploited Children, in connection with a report submitted thereto under section 2258A; or
(6) to any person other than a governmental entity.

(d) Reporting of Emergency Disclosures.—On an annual basis, the Attorney General shall submit to the Committee on the Judiciary of the House of Representatives and the Committee on the Judiciary of the Senate a report containing—

(1) the number of accounts from which the Department of Justice has received voluntary disclosures under subsection (b)(8); and

(2) a summary of the basis for disclosure in those instances where—

(A) voluntary disclosures under subsection (b)(8) were made to the Department of Justice; and

(B) the investigation pertaining to those disclosures was closed without the filing of criminal charges.


18 USC § 2703. Required disclosure of customer communications or records

(a) Contents of Wire or Electronic Communications in Electronic Storage.—A governmental entity may require the disclosure by a provider of electronic communication service of the contents of a wire or electronic communication, that is in electronic storage in an electronic communications system for one hundred and eighty days or less, only pursuant to a warrant issued using the procedures described in the Federal Rules of Criminal Procedure (or, in the case of a State court, issued using State warrant procedures) by a court of competent jurisdiction. A governmental entity may require the disclosure by a provider of electronic communications services of the contents of a wire or electronic communication that has been in electronic storage in an electronic communications system for more than one hundred and eighty days by the means available under subsection (b) of this section.
(b) Contents of Wire or Electronic Communications in a Remote Computing Service.—(1) A governmental entity may require a provider of remote computing service to disclose the contents of any wire or electronic communication to which this paragraph is made applicable by paragraph (2) of this subsection—

(A) without required notice to the subscriber or customer, if the governmental entity obtains a warrant issued using the procedures described in the Federal Rules of Criminal Procedure (or, in the case of a State court, issued using State warrant procedures) by a court of competent jurisdiction; or

(B) with prior notice from the governmental entity to the subscriber or customer if the governmental entity—

(i) uses an administrative subpoena authorized by a Federal or State statute or a Federal or State grand jury or trial subpoena; or

(ii) obtains a court order for such disclosure under subsection (d) of this section; except that delayed notice may be given pursuant to section 2705 of this title.

(2) Paragraph (1) is applicable with respect to any wire or electronic communication that is held or maintained on that service—

(A) on behalf of, and received by means of electronic transmission from (or created by means of computer processing of communications received by means of electronic transmission from), a subscriber or customer of such remote computing service; and

(B) solely for the purpose of providing storage or computer processing services to such subscriber or customer, if the provider is not authorized to access the contents of any such communications for purposes of providing any services other than storage or computer processing.

(c) Records Concerning Electronic Communication Service or Remote Computing Service.—(1) A governmental entity may require a provider of electronic communication service or remote computing service to disclose a record or other information pertaining to a subscriber to or customer of such service (not including the contents of communications) only when the governmental entity—
(A) obtains a warrant issued using the procedures described in the Federal Rules of Criminal Procedure (or, in the case of a State court, issued using State warrant procedures) by a court of competent jurisdiction;

(B) obtains a court order for such disclosure under subsection (d) of this section;

(C) has the consent of the subscriber or customer to such disclosure;

(D) submits a formal written request relevant to a law enforcement investigation concerning telemarketing fraud for the name, address, and place of business of a subscriber or customer of such provider, which subscriber or customer is engaged in telemarketing (as such term is defined in section 2325 of this title); or

(E) seeks information under paragraph (2).

(2) A provider of electronic communication service or remote computing service shall disclose to a governmental entity the—

(A) name;

(B) address;

(C) local and long distance telephone connection records, or records of session times and durations;

(D) length of service (including start date) and types of service utilized;

(E) telephone or instrument number or other subscriber number or identity, including any temporarily assigned network address; and

(F) means and source of payment for such service (including any credit card or bank account number),

of a subscriber to or customer of such service when the governmental entity uses an administrative subpoena authorized by a Federal or State statute or a Federal or State grand jury or trial subpoena or any means available under paragraph (1).

(3) A governmental entity receiving records or information under this subsection is not required to provide notice to a subscriber or customer.
(d) Requirements for Court Order.—A court order for disclosure under subsection (b) or (c) may be issued by any court that is a court of competent jurisdiction and shall issue only if the governmental entity offers specific and articulable facts showing that there are reasonable grounds to believe that the contents of a wire or electronic communication, or the records or other information sought, are relevant and material to an ongoing criminal investigation. In the case of a State governmental authority, such a court order shall not issue if prohibited by the law of such State. A court issuing an order pursuant to this section, on a motion made promptly by the service provider, may quash or modify such order, if the information or records requested are unusually voluminous in nature or compliance with such order otherwise would cause an undue burden on such provider.

(e) No Cause of Action Against a Provider Disclosing Information Under This Chapter.—No cause of action shall lie in any court against any provider of wire or electronic communication service, its officers, employees, agents, or other specified persons for providing information, facilities, or assistance in accordance with the terms of a court order, warrant, subpoena, statutory authorization, or certification under this chapter.

(f) Requirement To Preserve Evidence.—

(1) In general.—A provider of wire or electronic communication services or a remote computing service, upon the request of a governmental entity, shall take all necessary steps to preserve records and other evidence in its possession pending the issuance of a court order or other process.

(2) Period of retention.—Records referred to in paragraph (1) shall be retained for a period of 90 days, which shall be extended for an additional 90-day period upon a renewed request by the governmental entity.

(g) Presence of Officer Not Required.—Notwithstanding section 3105 of this title, the presence of an officer shall not be required for service or execution of a search warrant issued in accordance with this chapter requiring disclosure by a provider of electronic communications service or remote computing service of the contents of communications or records or other information pertaining to a subscriber to or customer of such service.

18 USC § 2704. Backup preservation

(a) Backup Preservation.—(1) A governmental entity acting under section 2703(b)(2) may include in its subpoena or court order a requirement that the service provider to whom the request is directed create a backup copy of the contents of the electronic communications sought in order to preserve those communications. Without notifying the subscriber or customer of such subpoena or court order, such service provider shall create such backup copy as soon as practicable consistent with its regular business practices and shall confirm to the governmental entity that such backup copy has been made. Such backup copy shall be created within two business days after receipt by the service provider of the subpoena or court order.

(2) Notice to the subscriber or customer shall be made by the governmental entity within three days after receipt of such confirmation, unless such notice is delayed pursuant to section 2705(a).

(3) The service provider shall not destroy such backup copy until the later of—

(A) the delivery of the information; or

(B) the resolution of any proceedings (including appeals of any proceeding) concerning the government's subpoena or court order.

(4) The service provider shall release such backup copy to the requesting governmental entity no sooner than fourteen days after the governmental entity's notice to the subscriber or customer if such service provider—

(A) has not received notice from the subscriber or customer that the subscriber or customer has challenged the governmental entity's request; and

(B) has not initiated proceedings to challenge the request of the governmental entity.
(5) A governmental entity may seek to require the creation of a backup copy under subsection (a)(1) of this section if in its sole discretion such entity determines that there is reason to believe that notification under section 2703 of this title of the existence of the subpoena or court order may result in destruction of or tampering with evidence. This determination is not subject to challenge by the subscriber or customer or service provider.

(b) Customer Challenges.—(1) Within fourteen days after notice by the governmental entity to the subscriber or customer under subsection (a)(2) of this section, such subscriber or customer may file a motion to quash such subpoena or vacate such court order, with copies served upon the governmental entity and with written notice of such challenge to the service provider. A motion to vacate a court order shall be filed in the court which issued such order. A motion to quash a subpoena shall be filed in the appropriate United States district court or State court. Such motion or application shall contain an affidavit or sworn statement—

(A) stating that the applicant is a customer or subscriber to the service from which the contents of electronic communications maintained for him have been sought; and

(B) stating the applicant's reasons for believing that the records sought are not relevant to a legitimate law enforcement inquiry or that there has not been substantial compliance with the provisions of this chapter in some other respect.

(2) Service shall be made under this section upon a governmental entity by delivering or mailing by registered or certified mail a copy of the papers to the person, office, or department specified in the notice which the customer has received pursuant to this chapter. For the purposes of this section, the term “delivery” has the meaning given that term in the Federal Rules of Civil Procedure.

(3) If the court finds that the customer has complied with paragraphs (1) and (2) of this subsection, the court shall order the governmental entity to file a sworn response, which may be filed in camera if the governmental entity includes in its response the reasons which make in camera review appropriate. If the court is unable to determine the motion or application on the basis of the parties' initial allegations and response, the court may conduct such additional proceedings as it deems appropriate. All such proceedings shall be completed and the motion or application decided as soon as practicable after the filing of the governmental entity's response.

(4) If the court finds that the applicant is not the subscriber or customer for whom the communications sought by the governmental entity are maintained, or
that there is a reason to believe that the law enforcement inquiry is legitimate and that the communications sought are relevant to that inquiry, it shall deny the motion or application and order such process enforced. If the court finds that the applicant is the subscriber or customer for whom the communications sought by the governmental entity are maintained, and that there is not a reason to believe that the communications sought are relevant to a legitimate law enforcement inquiry, or that there has not been substantial compliance with the provisions of this chapter, it shall order the process quashed.

(5) A court order denying a motion or application under this section shall not be deemed a final order and no interlocutory appeal may be taken therefrom by the customer.


18 USC § 2705. Delayed notice

(a) Delay of Notification.—(1) A governmental entity acting under section 2703(b) of this title may—

(A) where a court order is sought, include in the application a request, which the court shall grant, for an order delaying the notification required under section 2703(b) of this title for a period not to exceed ninety days, if the court determines that there is reason to believe that notification of the existence of the court order may have an adverse result described in paragraph (2) of this subsection; or

(B) where an administrative subpoena authorized by a Federal or State statute or a Federal or State grand jury subpoena is obtained, delay the notification required under section 2703(b) of this title for a period not to exceed ninety days upon the execution of a written certification of a supervisory official that there is reason to believe that notification of the existence of the subpoena may have an adverse result described in paragraph (2) of this subsection.

(2) An adverse result for the purposes of paragraph (1) of this subsection is—

(A) endangering the life or physical safety of an individual;

(B) flight from prosecution;

(C) destruction of or tampering with evidence;

(D) intimidation of potential witnesses; or
(E) otherwise seriously jeopardizing an investigation or unduly delaying a trial.

(3) The governmental entity shall maintain a true copy of certification under paragraph (1)(B).

(4) Extensions of the delay of notification provided in section 2703 of up to ninety days each may be granted by the court upon application, or by certification by a governmental entity, but only in accordance with subsection (b) of this section.

(5) Upon expiration of the period of delay of notification under paragraph (1) or (4) of this subsection, the governmental entity shall serve upon, or deliver by registered or first-class mail to, the customer or subscriber a copy of the process or request together with notice that—

(A) states with reasonable specificity the nature of the law enforcement inquiry; and

(B) informs such customer or subscriber—

(i) that information maintained for such customer or subscriber by the service provider named in such process or request was supplied to or requested by that governmental authority and the date on which the supplying or request took place;

(ii) that notification of such customer or subscriber was delayed;

(iii) what governmental entity or court made the certification or determination pursuant to which that delay was made; and

(iv) which provision of this chapter allowed such delay.

(6) As used in this subsection, the term “supervisory official” means the investigative agent in charge or assistant investigative agent in charge or an equivalent of an investigating agency's headquarters or regional office, or the chief prosecuting attorney or the first assistant prosecuting attorney or an equivalent of a prosecuting attorney's headquarters or regional office.

(b) Preclusion of Notice to Subject of Governmental Access.—A governmental entity acting under section 2703, when it is not required to notify the subscriber or customer under section 2703(b)(1), or to the extent that it may delay such
notice pursuant to subsection (a) of this section, may apply to a court for an order commanding a provider of electronic communications service or remote computing service to whom a warrant, subpoena, or court order is directed, for such period as the court deems appropriate, not to notify any other person of the existence of the warrant, subpoena, or court order. The court shall enter such an order if it determines that there is reason to believe that notification of the existence of the warrant, subpoena, or court order will result in—

(1) endangering the life or physical safety of an individual;

(2) flight from prosecution;

(3) destruction of or tampering with evidence;

(4) intimidation of potential witnesses; or

(5) otherwise seriously jeopardizing an investigation or unduly delaying a trial.


18 USC § 2706. Cost reimbursement

(a) Payment.—Except as otherwise provided in subsection (c), a governmental entity obtaining the contents of communications, records, or other information under section 2702, 2703, or 2704 of this title shall pay to the person or entity assembling or providing such information a fee for reimbursement for such costs as are reasonably necessary and which have been directly incurred in searching for, assembling, reproducing, or otherwise providing such information. Such reimbursable costs shall include any costs due to necessary disruption of normal operations of any electronic communication service or remote computing service in which such information may be stored.

(b) Amount.—The amount of the fee provided by subsection (a) shall be as mutually agreed by the governmental entity and the person or entity providing the information, or, in the absence of agreement, shall be as determined by the court which issued the order for production of such information (or the court before which a criminal prosecution relating to such information would be brought, if no court order was issued for production of the information).

(c) Exception.—The requirement of subsection (a) of this section does not apply with respect to records or other information maintained by a communications common carrier that relate to telephone toll records and telephone listings obtained under section 2703 of this title. The court may, however, order a payment as described in subsection (a) if the court determines the information
required is unusually voluminous in nature or otherwise caused an undue burden on the provider.


**18 USC § 2707. Civil action**

(a) Cause of Action.—Except as provided in section 2703(e), any provider of electronic communication service, subscriber, or other person aggrieved by any violation of this chapter in which the conduct constituting the violation is engaged in with a knowing or intentional state of mind may, in a civil action, recover from the person or entity, other than the United States, which engaged in that violation such relief as may be appropriate.

(b) Relief.—In a civil action under this section, appropriate relief includes—

(1) such preliminary and other equitable or declaratory relief as may be appropriate;

(2) damages under subsection (c); and

(3) a reasonable attorney's fee and other litigation costs reasonably incurred.

(c) Damages.—The court may assess as damages in a civil action under this section the sum of the actual damages suffered by the plaintiff and any profits made by the violator as a result of the violation, but in no case shall a person entitled to recover receive less than the sum of $1,000. If the violation is willful or intentional, the court may assess punitive damages. In the case of a successful action to enforce liability under this section, the court may assess the costs of the action, together with reasonable attorney fees determined by the court.

(d) Administrative Discipline.—If a court or appropriate department or agency determines that the United States or any of its departments or agencies has violated any provision of this chapter, and the court or appropriate department or agency finds that the circumstances surrounding the violation raise serious questions about whether or not an officer or employee of the United States acted willfully or intentionally with respect to the violation, the department or agency shall, upon receipt of a true and correct copy of the decision and findings of the court or appropriate department or agency promptly initiate a proceeding to determine whether disciplinary action against the officer or employee is warranted. If the head of the department or agency involved determines that disciplinary action is not warranted, he or she shall notify the Inspector General.
with jurisdiction over the department or agency concerned and shall provide the Inspector General with the reasons for such determination.

(e) Defense.—A good faith reliance on—

(1) a court warrant or order, a grand jury subpoena, a legislative authorization, or a statutory authorization (including a request of a governmental entity under section 2703(f) of this title);

(2) a request of an investigative or law enforcement officer under section 2518(7) of this title; or

(3) a good faith determination that section 2511(3) of this title permitted the conduct complained of;

is a complete defense to any civil or criminal action brought under this chapter or any other law.

(f) Limitation.—A civil action under this section may not be commenced later than two years after the date upon which the claimant first discovered or had a reasonable opportunity to discover the violation.

(g) Improper Disclosure.—Any willful disclosure of a “record”, as that term is defined in section 552a(a) of title 5, United States Code, obtained by an investigative or law enforcement officer, or a governmental entity, pursuant to section 2703 of this title, or from a device installed pursuant to section 3123 or 3125 of this title, that is not a disclosure made in the proper performance of the official functions of the officer or governmental entity making the disclosure, is a violation of this chapter. This provision shall not apply to information previously lawfully disclosed (prior to the commencement of any civil or administrative proceeding under this chapter) to the public by a Federal, State, or local governmental entity or by the plaintiff in a civil action under this chapter.


18 USC § 2708. Exclusivity of remedies

The remedies and sanctions described in this chapter are the only judicial remedies and sanctions for nonconstitutional violations of this chapter.
18 USC § 2709. Counterintelligence access to telephone toll and transactional records

(a) Duty to Provide.—A wire or electronic communication service provider shall comply with a request for subscriber information and toll billing records information, or electronic communication transactional records in its custody or possession made by the Director of the Federal Bureau of Investigation under subsection (b) of this section.

(b) Required Certification.—The Director of the Federal Bureau of Investigation, or his designee in a position not lower than Deputy Assistant Director at Bureau headquarters or a Special Agent in Charge in a Bureau field office designated by the Director, may—

(1) request the name, address, length of service, and local and long distance toll billing records of a person or entity if the Director (or his designee) certifies in writing to the wire or electronic communication service provider to which the request is made that the name, address, length of service, and toll billing records sought are relevant to an authorized investigation to protect against international terrorism or clandestine intelligence activities, provided that such an investigation of a United States person is not conducted solely on the basis of activities protected by the first amendment to the Constitution of the United States; and

(2) request the name, address, and length of service of a person or entity if the Director (or his designee) certifies in writing to the wire or electronic communication service provider to which the request is made that the information sought is relevant to an authorized investigation to protect against international terrorism or clandestine intelligence activities, provided that such an investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution of the United States.

(c) Prohibition of Certain Disclosure.—

(1) If the Director of the Federal Bureau of Investigation, or his designee in a position not lower than Deputy Assistant Director at Bureau headquarters or a Special Agent in Charge in a Bureau field office designated by the Director, certifies that otherwise there may result a danger to the national security of the United States, interference with a criminal, counterterrorism, or counterintelligence investigation, interference with diplomatic relations, or
danger to the life or physical safety of any person, no wire or electronic communications service provider, or officer, employee, or agent thereof, shall disclose to any person (other than those to whom such disclosure is necessary to comply with the request or an attorney to obtain legal advice or legal assistance with respect to the request) that the Federal Bureau of Investigation has sought or obtained access to information or records under this section.

(2) The request shall notify the person or entity to whom the request is directed of the nondisclosure requirement under paragraph (1).

(3) Any recipient disclosing to those persons necessary to comply with the request or to an attorney to obtain legal advice or legal assistance with respect to the request shall inform such person of any applicable nondisclosure requirement. Any person who receives a disclosure under this subsection shall be subject to the same prohibitions on disclosure under paragraph (1).

(4) At the request of the Director of the Federal Bureau of Investigation or the designee of the Director, any person making or intending to make a disclosure under this section shall identify to the Director or such designee the person to whom such disclosure will be made or to whom such disclosure was made prior to the request, except that nothing in this section shall require a person to inform the Director or such designee of the identity of an attorney to whom disclosure was made or will be made to obtain legal advice or legal assistance with respect to the request under subsection (a).

(d) Dissemination by Bureau.—The Federal Bureau of Investigation may disseminate information and records obtained under this section only as provided in guidelines approved by the Attorney General for foreign intelligence collection and foreign counterintelligence investigations conducted by the Federal Bureau of Investigation, and, with respect to dissemination to an agency of the United States, only if such information is clearly relevant to the authorized responsibilities of such agency.

(e) Requirement That Certain Congressional Bodies Be Informed.—On a semiannual basis the Director of the Federal Bureau of Investigation shall fully inform the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate, and the Committee on the Judiciary of the House of Representatives and the Committee on the Judiciary of the Senate, concerning all requests made under subsection (b) of this section.

(f) Libraries.—A library (as that term is defined in section 213(1) of the Library Services and Technology Act (20 U.S.C. 9122(1)), the services of which include
access to the Internet, books, journals, magazines, newspapers, or other similar forms of communication in print or digitally by patrons for their use, review, examination, or circulation, is not a wire or electronic communication service provider for purposes of this section, unless the library is providing the services defined in section 2510(15) ("electronic communication service") of this title.


Amendments

2006—Subsec. (c). Pub. L. 109–177 reenacted heading without change and amended text generally. Prior to amendment, text read as follows: “No wire or electronic communication service provider, or officer, employee, or agent thereof, shall disclose to any person that the Federal Bureau of Investigation has sought or obtained access to information or records under this section.”

Subsec. (c)(4). Pub. L. 109–178, §4(b), amended par. (4) generally. Prior to amendment, par. (4) read as follows: “At the request of the Director of the Federal Bureau of Investigation or the designee of the Director, any person making or intending to make a disclosure under this section shall identify to the Director or such designee the person to whom such disclosure will be made or to whom such disclosure was made prior to the request, but in no circumstance shall a person be required to inform the Director or such designee that the person intends to consult an attorney to obtain legal advice or legal assistance.”


2001—Subsec. (b). Pub. L. 107–56, §505(a)(1), inserted “at Bureau headquarters or a Special Agent in Charge in a Bureau field office designated by the Director” after “Deputy Assistant Director” in introductory provisions.

Subsec. (b)(1). Pub. L. 107–56, §505(a)(2), struck out “in a position not lower than Deputy Assistant Director” after “(or his designee)” and substituted “made that the name, address, length of service, and toll billing records sought are relevant to an authorized investigation to protect against international terrorism or clandestine intelligence activities, provided that such an investigation of a United States person is not conducted solely on the basis of activities protected by the first amendment to the Constitution of the United States; and” for “made that—
“(A) the name, address, length of service, and toll billing records sought are relevant to an authorized foreign counterintelligence investigation; and

“(B) there are specific and articulable facts giving reason to believe that the person or entity to whom the information sought pertains is a foreign power or an agent of a foreign power as defined in section 101 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801); and”.

Subsec. (b)(2). Pub. L. 107–56, §505(a)(3), struck out “in a position not lower than Deputy Assistant Director” after “(or his designee” and substituted “made that the information sought is relevant to an authorized investigation to protect against international terrorism or clandestine intelligence activities, provided that such an investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution of the United States.” for “made that—

“(A) the information sought is relevant to an authorized foreign counterintelligence investigation; and

“(B) there are specific and articulable facts giving reason to believe that communication facilities registered in the name of the person or entity have been used, through the services of such provider, in communication with—

“(i) an individual who is engaging or has engaged in international terrorism as defined in section 101(c) of the Foreign Intelligence Surveillance Act or clandestine intelligence activities that involve or may involve a violation of the criminal statutes of the United States; or

“(ii) a foreign power or an agent of a foreign power under circumstances giving reason to believe that the communication concerned international terrorism as defined in section 101(c) of the Foreign Intelligence Surveillance Act or clandestine intelligence activities that involve or may involve a violation of the criminal statutes of the United States.”


1993—Subsec. (b). Pub. L. 103–142, §1, amended subsec. (b) generally. Prior to amendment, subsec. (b) read as follows: “Required Certification.—The Director of the Federal Bureau of Investigation (or an individual within the Federal Bureau of Investigation designated for this purpose by the Director) may request any such information and records if the Director (or the Director's designee) certifies in writing to the wire or electronic communication service provider to which the request is made that—
“(1) the information sought is relevant to an authorized foreign counterintelligence investigation; and

“(2) there are specific and articulable facts giving reason to believe that the person or entity to whom the information sought pertains is a foreign power or an agent of a foreign power as defined in section 101 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801).”

Subsec. (e). Pub. L. 103–142, §2, inserted “, and the Committee on the Judiciary of the House of Representatives and the Committee on the Judiciary of the Senate,” after “Senate”.

18 USC § 2710. Wrongful disclosure of video tape rental or sale records

(a) Definitions.—For purposes of this section—

(1) the term “consumer” means any renter, purchaser, or subscriber of goods or services from a video tape service provider;

(2) the term “ordinary course of business” means only debt collection activities, order fulfillment, request processing, and the transfer of ownership;

(3) the term “personally identifiable information” includes information which identifies a person as having requested or obtained specific video materials or services from a video tape service provider; and

(4) the term “video tape service provider” means any person, engaged in the business, in or affecting interstate or foreign commerce, of rental, sale, or delivery of prerecorded video cassette tapes or similar audio visual materials, or any person or other entity to whom a disclosure is made under subparagraph (D) or (E) of subsection (b)(2), but only with respect to the information contained in the disclosure.

(b) Video Tape Rental and Sale Records.—(1) A video tape service provider who knowingly discloses, to any person, personally identifiable information concerning any consumer of such provider shall be liable to the aggrieved person for the relief provided in subsection (d).

(2) A video tape service provider may disclose personally identifiable information concerning any consumer—

(A) to the consumer;
(B) to any person with the informed, written consent of the consumer given at the
time the disclosure is sought;

(C) to a law enforcement agency pursuant to a warrant issued under the Federal
Rules of Criminal Procedure, an equivalent State warrant, a grand jury subpoena,
or a court order;

(D) to any person if the disclosure is solely of the names and addresses of
consumers and if—

(i) the video tape service provider has provided the consumer with the
opportunity, in a clear and conspicuous manner, to prohibit such disclosure; and

(ii) the disclosure does not identify the title, description, or subject matter of any
video tapes or other audio visual material; however, the subject matter of such
materials may be disclosed if the disclosure is for the exclusive use of marketing
goods and services directly to the consumer;

(E) to any person if the disclosure is incident to the ordinary course of business of
the video tape service provider; or

(F) pursuant to a court order, in a civil proceeding upon a showing of compelling
need for the information that cannot be accommodated by any other means, if—

(i) the consumer is given reasonable notice, by the person seeking the disclosure,
of the court proceeding relevant to the issuance of the court order; and

(ii) the consumer is afforded the opportunity to appear and contest the claim of
the person seeking the disclosure.

If an order is granted pursuant to subparagraph (C) or (F), the court shall impose
appropriate safeguards against unauthorized disclosure.

(3) Court orders authorizing disclosure under subparagraph (C) shall issue only
with prior notice to the consumer and only if the law enforcement agency shows
that there is probable cause to believe that the records or other information
sought are relevant to a legitimate law enforcement inquiry. In the case of a State
government authority, such a court order shall not issue if prohibited by the law
of such State. A court issuing an order pursuant to this section, on a motion made
promptly by the video tape service provider, may quash or modify such order if
the information or records requested are unreasonably voluminous in nature or if
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compliance with such order otherwise would cause an unreasonable burden on such provider.

(c) Civil Action.—(1) Any person aggrieved by any act of a person in violation of this section may bring a civil action in a United States district court.

(2) The court may award—

(A) actual damages but not less than liquidated damages in an amount of $2,500;

(B) punitive damages;

(C) reasonable attorneys’ fees and other litigation costs reasonably incurred; and

(D) such other preliminary and equitable relief as the court determines to be appropriate.

(3) No action may be brought under this subsection unless such action is begun within 2 years from the date of the act complained of or the date of discovery.

(4) No liability shall result from lawful disclosure permitted by this section.

(d) Personally Identifiable Information.—Personally identifiable information obtained in any manner other than as provided in this section shall not be received in evidence in any trial, hearing, arbitration, or other proceeding in or before any court, grand jury, department, officer, agency, regulatory body, legislative committee, or other authority of the United States, a State, or a political subdivision of a State.

(e) Destruction of Old Records.—A person subject to this section shall destroy personally identifiable information as soon as practicable, but no later than one year from the date the information is no longer necessary for the purpose for which it was collected and there are no pending requests or orders for access to such information under subsection (b)(2) or (c)(2) or pursuant to a court order.

(f) Preemption.—The provisions of this section preempt only the provisions of State or local law that require disclosure prohibited by this section.


18 USC § 2711. Definitions for chapter

As used in this chapter—
(1) the terms defined in section 2510 of this title have, respectively, the definitions given such terms in that section;

(2) the term “remote computing service” means the provision to the public of computer storage or processing services by means of an electronic communications system;

(3) the term “court of competent jurisdiction” includes—

(A) any district court of the United States (including a magistrate judge of such a court) or any United States court of appeals that—

(i) has jurisdiction over the offense being investigated;

(ii) is in or for a district in which the provider of a wire or electronic communication service is located or in which the wire or electronic communications, records, or other information are stored; or

(iii) is acting on a request for foreign assistance pursuant to section 3512 of this title; or

(B) a court of general criminal jurisdiction of a State authorized by the law of that State to issue search warrants; and

(4) the term “governmental entity” means a department or agency of the United States or any State or political subdivision thereof.


18 USC § 2712. Civil actions against the United States

(a) In General.—Any person who is aggrieved by any willful violation of this chapter or of chapter 119 of this title or of sections 106(a), 305(a), or 405(a) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) may commence an action in United States District Court against the United States to recover money damages. In any such action, if a person who is aggrieved successfully establishes such a violation of this chapter or of chapter 119 of this
title or of the above specific provisions of title 50, the Court may assess as damages—

(1) actual damages, but not less than $10,000, whichever amount is greater; and

(2) litigation costs, reasonably incurred.

(b) Procedures.—(1) Any action against the United States under this section may be commenced only after a claim is presented to the appropriate department or agency under the procedures of the Federal Tort Claims Act, as set forth in title 28, United States Code.

(2) Any action against the United States under this section shall be forever barred unless it is presented in writing to the appropriate Federal agency within 2 years after such claim accrues or unless action is begun within 6 months after the date of mailing, by certified or registered mail, of notice of final denial of the claim by the agency to which it was presented. The claim shall accrue on the date upon which the claimant first has a reasonable opportunity to discover the violation.

(3) Any action under this section shall be tried to the court without a jury.

(4) Notwithstanding any other provision of law, the procedures set forth in section 106(f), 305(g), or 405(f) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) shall be the exclusive means by which materials governed by those sections may be reviewed.

(5) An amount equal to any award against the United States under this section shall be reimbursed by the department or agency concerned to the fund described in section 1304 of title 31, United States Code, out of any appropriation, fund, or other account (excluding any part of such appropriation, fund, or account that is available for the enforcement of any Federal law) that is available for the operating expenses of the department or agency concerned.

(c) Administrative Discipline.—If a court or appropriate department or agency determines that the United States or any of its departments or agencies has violated any provision of this chapter, and the court or appropriate department or agency finds that the circumstances surrounding the violation raise serious questions about whether or not an officer or employee of the United States acted willfully or intentionally with respect to the violation, the department or agency shall, upon receipt of a true and correct copy of the decision and findings of the court or appropriate department or agency promptly initiate a proceeding to determine whether disciplinary action against the officer or employee is warranted. If the head of the department or agency involved determines that
disciplinary action is not warranted, he or she shall notify the Inspector General with jurisdiction over the department or agency concerned and shall provide the Inspector General with the reasons for such determination.

(d) Exclusive Remedy.—Any action against the United States under this subsection shall be the exclusive remedy against the United States for any claims within the purview of this section.

(e) Stay of Proceedings.—(1) Upon the motion of the United States, the court shall stay any action commenced under this section if the court determines that civil discovery will adversely affect the ability of the Government to conduct a related investigation or the prosecution of a related criminal case. Such a stay shall toll the limitations periods of paragraph (2) of subsection (b).

(2) In this subsection, the terms “related criminal case” and “related investigation” mean an actual prosecution or investigation in progress at the time at which the request for the stay or any subsequent motion to lift the stay is made. In determining whether an investigation or a criminal case is related to an action commenced under this section, the court shall consider the degree of similarity between the parties, witnesses, facts, and circumstances involved in the proceedings, without requiring that any one or more factors be identical.

(3) In requesting a stay under paragraph (1), the Government may, in appropriate cases, submit evidence ex parte in order to avoid disclosing any matter that may adversely affect a related investigation or a related criminal case. If the Government makes such an ex parte submission, the plaintiff shall be given an opportunity to make a submission to the court, not ex parte, and the court may, in its discretion, request further information from either party.

CHAPTER 123—PROHIBITION ON RELEASE AND USE OF CERTAIN PERSONAL INFORMATION FROM STATE MOTOR VEHICLE RECORDS

18 USC § 2721. Prohibition on release and use of certain personal information from State motor vehicle records

(a) In General.—A State department of motor vehicles, and any officer, employee, or contractor thereof, shall not knowingly disclose or otherwise make available to any person or entity:

(1) personal information, as defined in 18 U.S.C. 2725(3), about any individual obtained by the department in connection with a motor vehicle record, except as provided in subsection (b) of this section; or

(2) highly restricted personal information, as defined in 18 U.S.C. 2725(4), about any individual obtained by the department in connection with a motor vehicle record, without the express consent of the person to whom such information applies, except uses permitted in subsections (b)(1), (b)(4), (b)(6), and (b)(9):

Provided, That subsection (a)(2) shall not in any way affect the use of organ donation information on an individual's driver's license or affect the administration of organ donation initiatives in the States.

(b) Permissible Uses.—Personal information referred to in subsection (a) shall be disclosed for use in connection with matters of motor vehicle or driver safety and theft, motor vehicle emissions, motor vehicle product alterations, recalls, or advisories, performance monitoring of motor vehicles and dealers by motor vehicle manufacturers, and removal of non-owner records from the original owner records of motor vehicle manufacturers to carry out the purposes of titles I and IV of the Anti Car Theft Act of 1992, the Automobile Information Disclosure Act (15 U.S.C. 1231 et seq.), the Clean Air Act (42 U.S.C. 7401 et seq.), and chapters 301, 305, and 321–331 of title 49, and, subject to subsection (a)(2), may be disclosed as follows:

(1) For use by any government agency, including any court or law enforcement agency, in carrying out its functions, or any private person or entity acting on behalf of a Federal, State, or local agency in carrying out its functions.

(2) For use in connection with matters of motor vehicle or driver safety and theft; motor vehicle emissions; motor vehicle product alterations, recalls, or advisories; performance monitoring of motor vehicles, motor vehicle parts and dealers;
motor vehicle market research activities, including survey research; and removal of non-owner records from the original owner records of motor vehicle manufacturers.

(3) For use in the normal course of business by a legitimate business or its agents, employees, or contractors, but only—

(A) to verify the accuracy of personal information submitted by the individual to the business or its agents, employees, or contractors; and

(B) if such information as so submitted is not correct or is no longer correct, to obtain the correct information, but only for the purposes of preventing fraud by, pursuing legal remedies against, or recovering on a debt or security interest against, the individual.

(4) For use in connection with any civil, criminal, administrative, or arbitral proceeding in any Federal, State, or local court or agency or before any self-regulatory body, including the service of process, investigation in anticipation of litigation, and the execution or enforcement of judgments and orders, or pursuant to an order of a Federal, State, or local court.

(5) For use in research activities, and for use in producing statistical reports, so long as the personal information is not published, redisclosed, or used to contact individuals.

(6) For use by any insurer or insurance support organization, or by a self-insured entity, or its agents, employees, or contractors, in connection with claims investigation activities, antifraud activities, rating or underwriting.

(7) For use in providing notice to the owners of towed or impounded vehicles.

(8) For use by any licensed private investigative agency or licensed security service for any purpose permitted under this subsection.

(9) For use by an employer or its agent or insurer to obtain or verify information relating to a holder of a commercial driver's license that is required under chapter 313 of title 49.

(10) For use in connection with the operation of private toll transportation facilities.
(11) For any other use in response to requests for individual motor vehicle records if the State has obtained the express consent of the person to whom such personal information pertains.

(12) For bulk distribution for surveys, marketing or solicitations if the State has obtained the express consent of the person to whom such personal information pertains.

(13) For use by any requester, if the requester demonstrates it has obtained the written consent of the individual to whom the information pertains.

(14) For any other use specifically authorized under the law of the State that holds the record, if such use is related to the operation of a motor vehicle or public safety.

c) Resale or Redisclosure.—An authorized recipient of personal information (except a recipient under subsection (b)(11) or (12)) may resell or redisclose the information only for a use permitted under subsection (b) (but not for uses under subsection (b)(11) or (12)). An authorized recipient under subsection (b)(11) may resell or redisclose personal information for any purpose. An authorized recipient under subsection (b)(12) may resell or redisclose personal information pursuant to subsection (b)(12). Any authorized recipient (except a recipient under subsection (b)(11)) that resells or rediscloses personal information covered by this chapter must keep for a period of 5 years records identifying each person or entity that receives information and the permitted purpose for which the information will be used and must make such records available to the motor vehicle department upon request.

d) Waiver Procedures.—A State motor vehicle department may establish and carry out procedures under which the department or its agents, upon receiving a request for personal information that does not fall within one of the exceptions in subsection (b), may mail a copy of the request to the individual about whom the information was requested, informing such individual of the request, together with a statement to the effect that the information will not be released unless the individual waives such individual's right to privacy under this section.

e) Prohibition on Conditions.—No State may condition or burden in any way the issuance of an individual's motor vehicle record as defined in 18 U.S.C. 2725(1) to obtain express consent. Nothing in this paragraph shall be construed to prohibit a State from charging an administrative fee for issuance of a motor vehicle record.
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18 USC § 2722. Additional unlawful acts

(a) Procurement for Unlawful Purpose.—It shall be unlawful for any person knowingly to obtain or disclose personal information, from a motor vehicle record, for any use not permitted under section 2721(b) of this title.

(b) False Representation.—It shall be unlawful for any person to make false representation to obtain any personal information from an individual's motor vehicle record.


18 USC § 2723. Penalties

(a) Criminal Fine.—A person who knowingly violates this chapter shall be fined under this title.

(b) Violations by State Department of Motor Vehicles.—Any State department of motor vehicles that has a policy or practice of substantial noncompliance with this chapter shall be subject to a civil penalty imposed by the Attorney General of not more than $5,000 a day for each day of substantial noncompliance.


18 USC § 2724. Civil action

(a) Cause of Action.—A person who knowingly obtains, discloses or uses personal information, from a motor vehicle record, for a purpose not permitted under this chapter shall be liable to the individual to whom the information pertains, who may bring a civil action in a United States district court.

(b) Remedies.—The court may award—

(1) actual damages, but not less than liquidated damages in the amount of $2,500;
(2) punitive damages upon proof of willful or reckless disregard of the law;

(3) reasonable attorneys’ fees and other litigation costs reasonably incurred; and

(4) such other preliminary and equitable relief as the court determines to be appropriate.


18 USC § 2725. Definitions

In this chapter—

(1) “motor vehicle record” means any record that pertains to a motor vehicle operator's permit, motor vehicle title, motor vehicle registration, or identification card issued by a department of motor vehicles;

(2) “person” means an individual, organization or entity, but does not include a State or agency thereof;

(3) “personal information” means information that identifies an individual, including an individual's photograph, social security number, driver identification number, name, address (but not the 5-digit zip code), telephone number, and medical or disability information, but does not include information on vehicular accidents, driving violations, and driver's status.

(4) “highly restricted personal information” means an individual's photograph or image, social security number, medical or disability information; and

(5) “express consent” means consent in writing, including consent conveyed electronically that bears an electronic signature as defined in section 106(5) of Public Law 106–229.

PART II—CRIMINAL PROCEDURE

CHAPTER 203—ARREST AND COMMITMENT

18 USC § 3041. Power of courts and magistrates

For any offense against the United States, the offender may, by any justice or judge of the United States, or by any United States magistrate judge, or by any chancellor, judge of a supreme or superior court, chief or first judge of the common pleas, mayor of a city, justice of the peace, or other magistrate, of any state where the offender may be found, and at the expense of the United States, be arrested and imprisoned or released as provided in chapter 207 of this title, as the case may be, for trial before such court of the United States as by law has cognizance of the offense. Copies of the process shall be returned as speedily as may be into the office of the clerk of such court, together with the recognizances of the witnesses for their appearances to testify in the case.

A United States judge or magistrate judge shall proceed under this section according to rules promulgated by the Supreme Court of the United States. Any state judge or magistrate acting hereunder may proceed according to the usual mode of procedure of his state but his acts and orders shall have no effect beyond determining, pursuant to the provisions of section 3142 of this title, whether to detain or conditionally release the prisoner prior to trial or to discharge him from arrest.


18 USC § 3042. Extraterritorial jurisdiction

Section 3041 of this title shall apply in any country where the United States exercises extraterritorial jurisdiction for the arrest and removal therefrom to the United States of any citizen or national of the United States who is a fugitive from justice charged with or convicted of the commission of any offense against the United States, and shall also apply throughout the United States for the arrest and removal therefrom to the jurisdiction of any officer or representative of the United States vested with judicial authority in any country in which the United States exercises extraterritorial jurisdiction, of any citizen or national of the United States who is a fugitive from justice charged with or convicted of the commission of any offense against the United States in any country where it exercises extraterritorial jurisdiction.
Such fugitive first mentioned may, by any officer or representative of the United States vested with judicial authority in any country in which the United States exercises extraterritorial jurisdiction and agreeably to the usual mode of process against offenders subject to such jurisdiction, be arrested and detained or conditionally released pursuant to section 3142 of this title, as the case may be, pending the issuance of a warrant for his removal, which warrant the principal officer or representative of the United States vested with judicial authority in the country where the fugitive shall be found shall seasonably issue, and the United States marshal or corresponding officer shall execute.

Such marshal or other officer, or the deputies of such marshal or officer, when engaged in executing such warrant without the jurisdiction of the court to which they are attached, shall have all the powers of a marshal of the United States so far as such powers are requisite for the prisoner's safekeeping and the execution of the warrant.


18 USC § 3046. Warrant or summons—(Rule)

See Federal Rules of Criminal Procedure
Issuance upon complaint, Rule 4.
Issuance upon indictment, Rule 9.
Summons on request of government; form; contents; service; return, Rules 4, 9.

(June 25, 1948, ch. 645, 62 Stat. 816.)

18 USC § 3051. Powers of Special Agents of Bureau of Alcohol, Tobacco, Firearms, and Explosives

(a) Special agents of the Bureau of Alcohol, Tobacco, Firearms, and Explosives, as well as any other investigator or officer charged by the Attorney General with the duty of enforcing any of the criminal, seizure, or forfeiture provisions of the laws of the United States, may carry firearms, serve warrants and subpoenas issued under the authority of the United States and make arrests without warrant for any offense against the United States committed in their presence, or for any felony cognizable under the laws of the United States if they have reasonable grounds to believe that the person to be arrested has committed or is committing such felony.
(b) Any special agent of the Bureau of Alcohol, Tobacco, Firearms, and Explosives may, in respect to the performance of his or her duties, make seizures of property subject to forfeiture to the United States.

(c)(1) Except as provided in paragraphs (2) and (3), and except to the extent that such provisions conflict with the provisions of section 983 of title 18, United States Code, insofar as section 983 applies, the provisions of the Customs laws relating to—

(A) the seizure, summary and judicial forfeiture, and condemnation of property;

(B) the disposition of such property;

(C) the remission or mitigation of such forfeiture; and

(D) the compromise of claims,

shall apply to seizures and forfeitures incurred, or alleged to have been incurred, under any applicable provision of law enforced or administered by the Bureau of Alcohol, Tobacco, Firearms, and Explosives.

(2) For purposes of paragraph (1), duties that are imposed upon a customs officer or any other person with respect to the seizure and forfeiture of property under the customs laws of the United States shall be performed with respect to seizures and forfeitures of property under this section by such officers, agents, or any other person as may be authorized or designated for that purpose by the Attorney General.

(3) Notwithstanding any other provision of law, the disposition of firearms forfeited by reason of a violation of any law of the United States shall be governed by the provisions of section 5872(b) of the Internal Revenue Code of 1986.


18 USC § 3052. Powers of Federal Bureau of Investigation

The Director, Associate Director, Assistant to the Director, Assistant Directors, inspectors, and agents of the Federal Bureau of Investigation of the Department of Justice may carry firearms, serve warrants and subpoenas issued under the authority of the United States and make arrests without warrant for any offense against the United States committed in their presence, or for any felony cognizable under the laws of the United States if they have reasonable grounds to
believe that the person to be arrested has committed or is committing such felony.

(June 25, 1948, ch. 645, 62 Stat. 817; Jan. 10, 1951, ch. 1221, §1, 64 Stat. 1239.)

18 USC § 3056. Powers, authorities, and duties of United States Secret Service

(a) Under the direction of the Secretary of Homeland Security, the United States Secret Service is authorized to protect the following persons:

(1) The President, the Vice President (or other officer next in the order of succession to the Office of President), the President-elect, and the Vice President-elect.

(2) The immediate families of those individuals listed in paragraph (1).

(3) Former Presidents and their spouses for their lifetimes, except that protection of a spouse shall terminate in the event of remarriage unless the former President did not serve as President prior to January 1, 1997, in which case, former Presidents and their spouses for a period of not more than ten years from the date a former President leaves office, except that—

(A) protection of a spouse shall terminate in the event of remarriage or the divorce from, or death of a former President; and

(B) should the death of a President occur while in office or within one year after leaving office, the spouse shall receive protection for one year from the time of such death:

Provided, That the Secretary of Homeland Security shall have the authority to direct the Secret Service to provide temporary protection for any of these individuals at any time if the Secretary of Homeland Security or designee determines that information or conditions warrant such protection.

(4) Children of a former President who are under 16 years of age for a period not to exceed ten years or upon the child becoming 16 years of age, whichever comes first.

(5) Visiting heads of foreign states or foreign governments.
(6) Other distinguished foreign visitors to the United States and official representatives of the United States performing special missions abroad when the President directs that such protection be provided.

(7) Major Presidential and Vice Presidential candidates and, within 120 days of the general Presidential election, the spouses of such candidates. As used in this paragraph, the term “major Presidential and Vice Presidential candidates” means those individuals identified as such by the Secretary of Homeland Security after consultation with an advisory committee consisting of the Speaker of the House of Representatives, the minority leader of the House of Representatives, the majority and minority leaders of the Senate, and one additional member selected by the other members of the committee. The Committee shall not be subject to the Federal Advisory Committee Act (5 U.S.C. App. 2).

(8) Former Vice Presidents, their spouses, and their children who are under 16 years of age, for a period of not more than six months after the date the former Vice President leaves office. The Secretary of Homeland Security shall have the authority to direct the Secret Service to provide temporary protection for any of these individuals at any time thereafter if the Secretary of Homeland Security or designee determines that information or conditions warrant such protection.

The protection authorized in paragraphs (2) through (8) may be declined.

(b) Under the direction of the Secretary of Homeland Security, the Secret Service is authorized to detect and arrest any person who violates—

(1) section 508, 509, 510, 871, or 879 of this title or, with respect to the Federal Deposit Insurance Corporation, Federal land banks, and Federal land bank associations, section 213, 216, 433, 493, 657, 709, 1006, 1007, 1011, 1013, 1014, 1907, or 1909 of this title;

(2) any of the laws of the United States relating to coins, obligations, and securities of the United States and of foreign governments; or

(3) any of the laws of the United States relating to electronic fund transfer frauds, access device frauds, false identification documents or devices, and any fraud or other criminal or unlawful activity in or against any federally insured financial institution; except that the authority conferred by this paragraph shall be exercised subject to the agreement of the Attorney General and the Secretary of Homeland Security and shall not affect the authority of any other Federal law enforcement agency with respect to those laws.
(c)(1) Under the direction of the Secretary of Homeland Security, officers and agents of the Secret Service are authorized to—

(A) execute warrants issued under the laws of the United States;

(B) carry firearms;

(C) make arrests without warrant for any offense against the United States committed in their presence, or for any felony cognizable under the laws of the United States if they have reasonable grounds to believe that the person to be arrested has committed or is committing such felony;

(D) offer and pay rewards for services and information leading to the apprehension of persons involved in the violation or potential violation of those provisions of law which the Secret Service is authorized to enforce;

(E) pay expenses for unforeseen emergencies of a confidential nature under the direction of the Secretary of Homeland Security and accounted for solely on the Secretary's certificate; and

(F) perform such other functions and duties as are authorized by law.

(2) Funds expended from appropriations available to the Secret Service for the purchase of counterfeits and subsequently recovered shall be reimbursed to the appropriations available to the Secret Service at the time of the reimbursement.

(d) Whoever knowingly and willfully obstructs, resists, or interferes with a Federal law enforcement agent engaged in the performance of the protective functions authorized by this section or by section 1752 of this title shall be fined not more than $1,000 or imprisoned not more than one year, or both.

(e)(1) When directed by the President, the United States Secret Service is authorized to participate, under the direction of the Secretary of Homeland Security, in the planning, coordination, and implementation of security operations at special events of national significance, as determined by the President.

(2) At the end of each fiscal year, the President through such agency or office as the President may designate, shall report to the Congress—

(A) what events, if any, were designated special events of national significance for security purposes under paragraph (1); and
(B) the criteria and information used in making each designation.

(f) Under the direction of the Secretary of Homeland Security, the Secret Service is authorized, at the request of any State or local law enforcement agency, or at the request of the National Center for Missing and Exploited Children, to provide forensic and investigative assistance in support of any investigation involving missing or exploited children.

(g) The United States Secret Service shall be maintained as a distinct entity within the Department of Homeland Security and shall not be merged with any other Department function. No personnel and operational elements of the United States Secret Service shall report to an individual other than the Director of the United States Secret Service, who shall report directly to the Secretary of Homeland Security without being required to report through any other official of the Department.


18 USC § 3056A. Powers, authorities, and duties of United States Secret Service Uniformed Division

(a) There is hereby created and established a permanent police force, to be known as the “United States Secret Service Uniformed Division”. Subject to the supervision of the Secretary of Homeland Security, the United States Secret Service Uniformed Division shall perform such duties as the Director, United
States Secret Service, may prescribe in connection with the protection of the following:

(1) The White House in the District of Columbia.

(2) Any building in which Presidential offices are located.

(3) The Treasury Building and grounds.

(4) The President, the Vice President (or other officer next in the order of succession to the Office of President), the President-elect, the Vice President-elect, and their immediate families.

(5) Foreign diplomatic missions located in the metropolitan area of the District of Columbia.

(6) The temporary official residence of the Vice President and grounds in the District of Columbia.

(7) Foreign diplomatic missions located in metropolitan areas (other than the District of Columbia) in the United States where there are located twenty or more such missions headed by full-time officers, except that such protection shall be provided only—

(A) on the basis of extraordinary protective need;

(B) upon request of an affected metropolitan area; and

(C) when the extraordinary protective need arises at or in association with a visit to—

(i) a permanent mission to, or an observer mission invited to participate in the work of, an international organization of which the United States is a member; or

(ii) an international organization of which the United States is a member;

except that such protection may also be provided for motorcades and at other places associated with any such visit and may be extended at places of temporary domicile in connection with any such visit.
(8) Foreign consular and diplomatic missions located in such areas in the United States, its territories and possessions, as the President, on a case-by-case basis, may direct.

(9) Visits of foreign government officials to metropolitan areas (other than the District of Columbia) where there are located twenty or more consular or diplomatic missions staffed by accredited personnel, including protection for motorcades and at other places associated with such visits when such officials are in the United States to conduct official business with the United States Government.

(10) Former Presidents and their spouses, as provided in section 3056(a)(3) of title 18.

(11) An event designated under section 3056(e) of title 18 as a special event of national significance.

(12) Major Presidential and Vice Presidential candidates and, within 120 days of the general Presidential election, the spouses of such candidates, as provided in section 3056(a)(7) of title 18.

(13) Visiting heads of foreign states or foreign governments.

(b)(1) Under the direction of the Director of the Secret Service, members of the United States Secret Service Uniformed Division are authorized to—

(A) carry firearms;

(B) make arrests without warrant for any offense against the United States committed in their presence, or for any felony cognizable under the laws of the United States if they have reasonable grounds to believe that the person to be arrested has committed or is committing such felony; and

(C) perform such other functions and duties as are authorized by law.

(2) Members of the United States Secret Service Uniformed Division shall possess privileges and powers similar to those of the members of the Metropolitan Police of the District of Columbia.

(c) Members of the United States Secret Service Uniformed Division shall be furnished with uniforms and other necessary equipment.
(d) In carrying out the functions pursuant to paragraphs (7) and (9) of subsection (a), the Secretary of Homeland Security may utilize, with their consent, on a reimbursable basis, the services, personnel, equipment, and facilities of State and local governments, and is authorized to reimburse such State and local governments for the utilization of such services, personnel, equipment, and facilities. The Secretary of Homeland Security may carry out the functions pursuant to paragraphs (7) and (9) of subsection (a) by contract. The authority of this subsection may be transferred by the President to the Secretary of State. In carrying out any duty under paragraphs (7) and (9) of subsection (a), the Secretary of Homeland Security may utilize any authority available to the Secretary under title II of the State Department Basic Authorities Act of 1956.

(Added Pub. L. 109–177, title VI, §605(a), Mar. 9, 2006, 120 Stat. 253.)

18 USC § 3061. Investigative powers of Postal Service personnel

(a) Subject to subsection (b) of this section, Postal Inspectors and other agents of the United States Postal Service designated by the Board of Governors to investigate criminal matters related to the Postal Service and the mails may—

(1) serve warrants and subpoenas issued under the authority of the United States;

(2) make arrests without warrant for offenses against the United States committed in their presence;

(3) make arrests without warrant for felonies cognizable under the laws of the United States if they have reasonable grounds to believe that the person to be arrested has committed or is committing such a felony;

(4) carry firearms; and

(5) make seizures of property as provided by law.

(b) The powers granted by subsection (a) of this section shall be exercised only—

(1) in the enforcement of laws regarding property in the custody of the Postal Service, property of the Postal Service, the use of the mails, and other postal offenses; and

(2) to the extent authorized by the Attorney General pursuant to agreement between the Attorney General and the Postal Service, in the enforcement of other
laws of the United States, if the Attorney General determines that violations of such laws have a detrimental effect upon the operations of the Postal Service.

(c)(1) The Postal Service may employ police officers for duty in connection with the protection of property owned or occupied by the Postal Service or under the charge and control of the Postal Service, and persons on that property, including duty in areas outside the property to the extent necessary to protect the property and persons on the property.

(2) With respect to such property, such officers shall have the power to—

(A) enforce Federal laws and regulations for the protection of persons and property;

(B) carry firearms; and

(C) make arrests without a warrant for any offense against the United States committed in the presence of the officer or for any felony cognizable under the laws of the United States if the officer has reasonable grounds to believe that the person to be arrested has committed or is committing a felony.

(3) With respect to such property, such officers may have, to such extent as the Postal Service may by regulations prescribe, the power to—

(A) serve warrants and subpoenas issued under the authority of the United States; and

(B) conduct investigations, on and off the property in question, of offenses that may have been committed against property owned or occupied by the Postal Service or persons on the property.

(4)(A) As to such property, the Postmaster General may prescribe regulations necessary for the protection and administration of property owned or occupied by the Postal Service and persons on the property. The regulations may include reasonable penalties, within the limits prescribed in subparagraph (B), for violations of the regulations. The regulations shall be posted and remain posted in a conspicuous place on the property.
(B) A person violating a regulation prescribed under this subsection shall be fined under this title, imprisoned for not more than 30 days, or both.


18 USC § 3062. General arrest authority for violation of release conditions

A law enforcement officer, who is authorized to arrest for an offense committed in his presence, may arrest a person who is released pursuant to chapter 207 if the officer has reasonable grounds to believe that the person is violating, in his presence, a condition imposed on the person pursuant to section 3142(c)(1)(B)(iv), (v), (viii), (ix), or (xiii), or, if the violation involves a failure to remain in a specified institution as required, a condition imposed pursuant to section 3142(c)(1)(B)(x).


Amendments

1988—Pub. L. 100–690 substituted “section 3142(c)(1)(B)(iv), (v), (viii), (ix), or (xiii)” for “section 3142(c)(2)(D), (c)(2)(E), (c)(2)(H), (c)(2)(I), or (c)(2)(M)” and “section 3142(c)(1)(B)(x)” for “section 3142(c)(2)(J)”.
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CHAPTER 204—REWARDS FOR INFORMATION CONCERNING TERRORIST ACTS AND ESPIONAGE

Amendments


18 USC § 3071. Information for which rewards authorized

(a) With respect to acts of terrorism primarily within the territorial jurisdiction of the United States, the Attorney General may reward any individual who furnishes information—

(1) leading to the arrest or conviction, in any country, of any individual or individuals for the commission of an act of terrorism against a United States person or United States property; or

(2) leading to the arrest or conviction, in any country, of any individual or individuals for conspiring or attempting to commit an act of terrorism against a United States person or property; or

(3) leading to the prevention, frustration, or favorable resolution of an act of terrorism against a United States person or property.

(b) With respect to acts of espionage involving or directed at the United States, the Attorney General may reward any individual who furnishes information—

(1) leading to the arrest or conviction, in any country, of any individual or individuals for commission of an act of espionage against the United States;

(2) leading to the arrest or conviction, in any country, of any individual or individuals for conspiring or attempting to commit an act of espionage against the United States; or

(3) leading to the prevention or frustration of an act of espionage against the United States.

Short Title

Pub. L. 98–533, §1, Oct. 19, 1984, 98 Stat. 2706, provided that: “This Act [enacting this chapter and section 2708 of Title 22, Foreign Relations and Intercourse, amending sections 2669, 2678 and 2704 of Title 22, enacting provisions set out as a note under section 5928 of Title 5, Government Organization and Employees and amending provisions set out as a note under section 2651 of Title 22] may be cited as the ‘1984 Act to Combat International Terrorism’.”

Attorney General's Authority To Pay Rewards To Combat Terrorism


18 USC § 3072. Determination of entitlement; maximum amount; Presidential approval; conclusiveness

The Attorney General shall determine whether an individual furnishing information described in section 3071 is entitled to a reward and the amount to be paid.


Amendments

2002—Pub. L. 107–273, which directed amendment of section 3072 of chapter 203, was executed to this section, which is in chapter 204, by striking out at end “A reward under this section may be in an amount not to exceed $500,000. A reward of $100,000 or more may not be made without the approval of the President or the Attorney General personally. A determination made by the Attorney General or the President under this chapter shall be final and conclusive, and no court shall have power or jurisdiction to review it.”

18 USC § 3073. Protection of identity

Any reward granted under this chapter shall be certified for payment by the Attorney General. If it is determined that the identity of the recipient of a reward or of the members of the recipient's immediate family must be protected, the
Attorney General may take such measures in connection with the payment of the reward as deemed necessary to effect such protection.


18 USC § 3074. Exception of governmental officials

No officer or employee of any governmental entity who, while in the performance of his or her official duties, furnishes the information described in section 3071 shall be eligible for any monetary reward under this chapter.


18 USC § 3076. Eligibility for witness security program

Any individual (and the immediate family of such individual) who furnishes information which would justify a reward by the Attorney General under this chapter or by the Secretary of State under section 36 of the State Department Basic Authorities Act of 1956 may, in the discretion of the Attorney General, participate in the Attorney General's witness security program authorized under chapter 224 of this title.


18 USC § 3077. Definitions

As used in this chapter, the term—

(1) “act of terrorism” means an act of domestic or international terrorism as defined in section 2331;

(2) “United States person” means—

(A) a national of the United States as defined in section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22));

(B) an alien lawfully admitted for permanent residence in the United States as defined in section 101(a)(20) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(20));

(C) any person within the United States;
(D) any employee or contractor of the United States Government, regardless of nationality, who is the victim or intended victim of an act of terrorism by virtue of that employment;

(E) a sole proprietorship, partnership, company, or association composed principally of nationals or permanent resident aliens of the United States; and

(F) a corporation organized under the laws of the United States, any State, the District of Columbia, or any territory or possession of the United States, and a foreign subsidiary of such corporation;

(3) “United States property” means any real or personal property which is within the United States or, if outside the United States, the actual or beneficial ownership of which rests in a United States person or any Federal or State governmental entity of the United States;

(4) “United States”, when used in a geographical sense, includes Puerto Rico and all territories and possessions of the United States;

(5) “State” includes any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, and any other possession or territory of the United States;

(6) “government entity” includes the Government of the United States, any State or political subdivision thereof, any foreign country, and any state, provincial, municipal, or other political subdivision of a foreign country;

(7) “Attorney General” means the Attorney General of the United States or that official designated by the Attorney General to perform the Attorney General’s responsibilities under this chapter; and

(8) “act of espionage” means an activity that is a violation of—

(A) section 793, 794, or 798 of this title; or

(B) section 4 of the Subversive Activities Control Act of 1950.

Amendments


“(A) involves a violent act or an act dangerous to human life that is a violation of the criminal laws of the United States or of any State, or that would be a criminal violation if committed within the jurisdiction of the United States or of any State; and

“(B) appears to be intended—

“(i) to intimidate or coerce a civilian population;

“(ii) to influence the policy of a government by intimidation or coercion; or

“(iii) to affect the conduct of a government by assassination or kidnapping;”.
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CHAPTER 205—SEARCHES AND SEIZURES

18 USC § 3101. Effect of rules of court—(Rule)

See Federal Rules of Criminal Procedure

Rules generally applicable throughout United States, Rule 54.

Acts of Congress superseded, Rule 41(g).

(June 25, 1948, ch. 645, 62 Stat. 819.)

18 USC § 3102. Authority to issue search warrant—(Rule)

See Federal Rules of Criminal Procedure

Federal, State or Territorial Judges, or U.S. magistrate judges authorized to issue search warrants, Rule 41(a).


18 USC § 3103. Grounds for issuing search warrant—(Rule)

See Federal Rules of Criminal Procedure

Grounds prescribed for issuance of search warrant, Rule 41(b).

(June 25, 1948, ch. 645, 62 Stat. 819.)

18 USC § 3103a. Additional grounds for issuing warrant

(a) In General.—In addition to the grounds for issuing a warrant in section 3103 of this title, a warrant may be issued to search for and seize any property that constitutes evidence of a criminal offense in violation of the laws of the United States.

(b) Delay.—With respect to the issuance of any warrant or court order under this section, or any other rule of law, to search for and seize any property or material that constitutes evidence of a criminal offense in violation of the laws of the
United States, any notice required, or that may be required, to be given may be delayed if—

(1) the court finds reasonable cause to believe that providing immediate notification of the execution of the warrant may have an adverse result (as defined in section 2705, except if the adverse results consist only of unduly delaying a trial);

(2) the warrant prohibits the seizure of any tangible property, any wire or electronic communication (as defined in section 2510), or, except as expressly provided in chapter 121, any stored wire or electronic information, except where the court finds reasonable necessity for the seizure; and

(3) the warrant provides for the giving of such notice within a reasonable period not to exceed 30 days after the date of its execution, or on a later date certain if the facts of the case justify a longer period of delay.

(c) Extensions of Delay.—Any period of delay authorized by this section may be extended by the court for good cause shown, subject to the condition that extensions should only be granted upon an updated showing of the need for further delay and that each additional delay should be limited to periods of 90 days or less, unless the facts of the case justify a longer period of delay.

(d) Reports.—

(1) Report by judge.—Not later than 30 days after the expiration of a warrant authorizing delayed notice (including any extension thereof) entered under this section, or the denial of such warrant (or request for extension), the issuing or denying judge shall report to the Administrative Office of the United States Courts—

(A) the fact that a warrant was applied for;

(B) the fact that the warrant or any extension thereof was granted as applied for, was modified, or was denied;

(C) the period of delay in the giving of notice authorized by the warrant, and the number and duration of any extensions; and

(D) the offense specified in the warrant or application.
(2) Report by administrative office of the United States courts.—Beginning with the fiscal year ending September 30, 2007, the Director of the Administrative Office of the United States Courts shall transmit to Congress annually a full and complete report summarizing the data required to be filed with the Administrative Office by paragraph (1), including the number of applications for warrants and extensions of warrants authorizing delayed notice, and the number of such warrants and extensions granted or denied during the preceding fiscal year.

(3) Regulations.—The Director of the Administrative Office of the United States Courts, in consultation with the Attorney General, is authorized to issue binding regulations dealing with the content and form of the reports required to be filed under paragraph (1).


18 USC § 3104. Issuance of search warrant; contents—(Rule)

See Federal Rules of Criminal Procedure

Issuance of search warrant on affidavit; contents to identify persons or place; command to search forthwith, Rule 41(c).

(June 25, 1948, ch. 645, 62 Stat. 819.)

18 USC § 3105. Persons authorized to serve search warrant

A search warrant may in all cases be served by any of the officers mentioned in its direction or by an officer authorized by law to serve such warrant, but by no other person, except in aid of the officer on his requiring it, he being present and acting in its execution.

(June 25, 1948, ch. 645, 62 Stat. 819.)

18 USC § 3106. Officer authorized to serve search warrant—(Rule)

See Federal Rules of Criminal Procedure

Officer to whom search warrant shall be directed, Rule 41(c).
18 USC § 3107. Service of warrants and seizures by Federal Bureau of Investigation

The Director, Associate Director, Assistant to the Director, Assistant Directors, agents, and inspectors of the Federal Bureau of Investigation of the Department of Justice are empowered to make seizures under warrant for violation of the laws of the United States.

18 USC § 3108. Execution, service, and return—(Rule)

See Federal Rules of Criminal Procedure

Method and time for execution, service and return of search warrant, Rule 41(c), (d).

18 USC § 3109. Breaking doors or windows for entry or exit

The officer may break open any outer or inner door or window of a house, or any part of a house, or anything therein, to execute a search warrant, if, after notice of his authority and purpose, he is refused admittance or when necessary to liberate himself or a person aiding him in the execution of the warrant.

18 USC § 3110. Property defined—(Rule)

See Federal Rules of Criminal Procedure

Term “property” as used in Rule 41 includes documents, books, papers and any other tangible objects, Rule 41(g).

18 USC § 3111. Property seizable on search warrant—(Rule)

See Federal Rules of Criminal Procedure
Specified property seizable on search warrant, Rule 41(b).

(June 25, 1948, ch. 645, 62 Stat. 820.)

18 USC § 3114. Return of seized property and suppression of evidence; motion—(Rule)

See Federal Rules of Criminal Procedure

Return of property and suppression of evidence upon motion, Rule 41(e).

(June 25, 1948, ch. 645, 62 Stat. 820.)

18 USC § 3115. Inventory upon execution and return of search warrant—(Rule)

See Federal Rules of Criminal Procedure

Inventory of property seized under search warrant and copies to persons affected, Rule 41(d).

(June 25, 1948, ch. 645, 62 Stat. 820.)

18 USC § 3116. Records of examining magistrate judge; return to clerk of court—(Rule)

See Federal Rules of Criminal Procedure

Magistrate judges and clerks of court to keep records as prescribed by Director of the Administrative Office of the United States Courts, Rule 55.

Return or filing of records with clerk, Rule 41(f).


18 USC § 3117. Mobile tracking devices

(a) In General.—If a court is empowered to issue a warrant or other order for the installation of a mobile tracking device, such order may authorize the use of that device within the jurisdiction of the court, and outside that jurisdiction if the device is installed in that jurisdiction.
(b) Definition.—As used in this section, the term “tracking device” means an electronic or mechanical device which permits the tracking of the movement of a person or object.


18 USC § 3118. Implied consent for certain tests

(a) Consent.—Whoever operates a motor vehicle in the special maritime and territorial jurisdiction of the United States consents thereby to a chemical test or tests of such person's blood, breath, or urine, if arrested for any offense arising from such person's driving while under the influence of a drug or alcohol in such jurisdiction. The test or tests shall be administered upon the request of a police officer having reasonable grounds to believe the person arrested to have been driving a motor vehicle upon the special maritime and territorial jurisdiction of the United States while under the influence of drugs or alcohol in violation of the laws of a State, territory, possession, or district.

(b) Effect of Refusal.—Whoever, having consented to a test or tests by reason of subsection (a), refuses to submit to such a test or tests, after having first been advised of the consequences of such a refusal, shall be denied the privilege of operating a motor vehicle upon the special maritime and territorial jurisdiction of the United States during the period of a year commencing on the date of arrest upon which such test or tests was refused, and such refusal may be admitted into evidence in any case arising from such person's driving while under the influence of a drug or alcohol in such jurisdiction. Any person who operates a motor vehicle in the special maritime and territorial jurisdiction of the United States after having been denied such privilege under this subsection shall be treated for the purposes of any civil or criminal proceedings arising out of such operation as operating such vehicle without a license to do so.

CHAPTER 206—PEN REGISTERS AND TRAP AND TRACE DEVICES

18 USC § 3121. General prohibition on pen register and trap and trace device use; exception

(a) In General.—Except as provided in this section, no person may install or use a pen register or a trap and trace device without first obtaining a court order under section 3123 of this title or under the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.).

(b) Exception.—The prohibition of subsection (a) does not apply with respect to the use of a pen register or a trap and trace device by a provider of electronic or wire communication service—

(1) relating to the operation, maintenance, and testing of a wire or electronic communication service or to the protection of the rights or property of such provider, or to the protection of users of that service from abuse of service or unlawful use of service; or

(2) to record the fact that a wire or electronic communication was initiated or completed in order to protect such provider, another provider furnishing service toward the completion of the wire communication, or a user of that service, from fraudulent, unlawful or abusive use of service; or (3) where the consent of the user of that service has been obtained.

(c) Limitation.—A government agency authorized to install and use a pen register or trap and trace device under this chapter or under State law shall use technology reasonably available to it that restricts the recording or decoding of electronic or other impulses to the dialing, routing, addressing, and signaling information utilized in the processing and transmitting of wire or electronic communications so as not to include the contents of any wire or electronic communications.

(d) Penalty.—Whoever knowingly violates subsection (a) shall be fined under this title or imprisoned not more than one year, or both.


References in Text
The Foreign Intelligence Surveillance Act of 1978, referred to in subsec. (a), is Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, as amended, which is classified principally to chapter 36 (§1801 et seq.) of Title 50, War and National Defense. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of Title 50 and Tables.

**Amendments**

**2001**—Subsec. (c). Pub. L. 107–56 inserted “or trap and trace device” after “pen register” and “, routing, addressing,” after “dialing” and substituted “the processing and transmitting of wire or electronic communications so as not to include the contents of any wire or electronic communications” for “call processing”.

**18 USC § 3122. Application for an order for a pen register or a trap and trace device**

(a) Application.—(1) An attorney for the Government may make application for an order or an extension of an order under section 3123 of this title authorizing or approving the installation and use of a pen register or a trap and trace device under this chapter, in writing under oath or equivalent affirmation, to a court of competent jurisdiction.

(2) Unless prohibited by State law, a State investigative or law enforcement officer may make application for an order or an extension of an order under section 3123 of this title authorizing or approving the installation and use of a pen register or a trap and trace device under this chapter, in writing under oath or equivalent affirmation, to a court of competent jurisdiction of such State.

(b) Contents of Application.—An application under subsection (a) of this section shall include—

(1) the identity of the attorney for the Government or the State law enforcement or investigative officer making the application and the identity of the law enforcement agency conducting the investigation; and

(2) a certification by the applicant that the information likely to be obtained is relevant to an ongoing criminal investigation being conducted by that agency.


**18 USC § 3123. Issuance of an order for a pen register or a trap and trace device**

(a) In General.—
(1) Attorney for the government.—Upon an application made under section 3122(a)(1), the court shall enter an ex parte order authorizing the installation and use of a pen register or trap and trace device anywhere within the United States, if the court finds that the attorney for the Government has certified to the court that the information likely to be obtained by such installation and use is relevant to an ongoing criminal investigation. The order, upon service of that order, shall apply to any person or entity providing wire or electronic communication service in the United States whose assistance may facilitate the execution of the order. Whenever such an order is served on any person or entity not specifically named in the order, upon request of such person or entity, the attorney for the Government or law enforcement or investigative officer that is serving the order shall provide written or electronic certification that the order applies to the person or entity being served.

(2) State investigative or law enforcement officer.—Upon an application made under section 3122(a)(2), the court shall enter an ex parte order authorizing the installation and use of a pen register or trap and trace device within the jurisdiction of the court, if the court finds that the State law enforcement or investigative officer has certified to the court that the information likely to be obtained by such installation and use is relevant to an ongoing criminal investigation.

(3)(A) Where the law enforcement agency implementing an ex parte order under this subsection seeks to do so by installing and using its own pen register or trap and trace device on a packet-switched data network of a provider of electronic communication service to the public, the agency shall ensure that a record will be maintained which will identify—

(i) any officer or officers who installed the device and any officer or officers who accessed the device to obtain information from the network;

(ii) the date and time the device was installed, the date and time the device was uninstalled, and the date, time, and duration of each time the device is accessed to obtain information;

(iii) the configuration of the device at the time of its installation and any subsequent modification thereof; and

(iv) any information which has been collected by the device.

To the extent that the pen register or trap and trace device can be set automatically to record this information electronically, the record shall be maintained electronically throughout the installation and use of such device.
(B) The record maintained under subparagraph (A) shall be provided ex parte and under seal to the court which entered the ex parte order authorizing the installation and use of the device within 30 days after termination of the order (including any extensions thereof).

(b) Contents of Order.—An order issued under this section—

(1) shall specify—

(A) the identity, if known, of the person to whom is leased or in whose name is listed the telephone line or other facility to which the pen register or trap and trace device is to be attached or applied;

(B) the identity, if known, of the person who is the subject of the criminal investigation;

(C) the attributes of the communications to which the order applies, including the number or other identifier and, if known, the location of the telephone line or other facility to which the pen register or trap and trace device is to be attached or applied, and, in the case of an order authorizing installation and use of a trap and trace device under subsection (a)(2), the geographic limits of the order; and

(D) a statement of the offense to which the information likely to be obtained by the pen register or trap and trace device relates; and

(2) shall direct, upon the request of the applicant, the furnishing of information, facilities, and technical assistance necessary to accomplish the installation of the pen register or trap and trace device under section 3124 of this title.

(c) Time Period and Extensions.—(1) An order issued under this section shall authorize the installation and use of a pen register or a trap and trace device for a period not to exceed sixty days.

(2) Extensions of such an order may be granted, but only upon an application for an order under section 3122 of this title and upon the judicial finding required by subsection (a) of this section. The period of extension shall be for a period not to exceed sixty days.

(d) Nondisclosure of Existence of Pen Register or a Trap and Trace Device.—An order authorizing or approving the installation and use of a pen register or a trap and trace device shall direct that—
(1) the order be sealed until otherwise ordered by the court; and

(2) the person owning or leasing the line or other facility to which the pen register or a trap and trace device is attached or applied, or who is obligated by the order to provide assistance to the applicant, not disclose the existence of the pen register or trap and trace device or the existence of the investigation to the listed subscriber, or to any other person, unless or until otherwise ordered by the court.


Amendments

2001—Subsec. (a). Pub. L. 107–56, §216(b)(1), reenacted heading without change and amended text generally. Prior to amendment, text read as follows: “Upon an application made under section 3122 of this title, the court shall enter an ex parte order authorizing the installation and use of a pen register or a trap and trace device within the jurisdiction of the court if the court finds that the attorney for the Government or the State law enforcement or investigative officer has certified to the court that the information likely to be obtained by such installation and use is relevant to an ongoing criminal investigation.”

Subsec. (b)(1)(A). Pub. L. 107–56, §216(b)(2)(A), inserted “or other facility” after “telephone line” and “or applied” before semicolon at end.

Subsec. (b)(1)(C). Pub. L. 107–56, §216(b)(2)(B), added subpar. (C) and struck out former subpar (C) which read as follows: “the number and, if known, physical location of the telephone line to which the pen register or trap and trace device is to be attached and, in the case of a trap and trace device, the geographic limits of the trap and trace order; and”.

Subsec. (d)(2). Pub. L. 107–56, §216(b)(3), inserted “or other facility” after “leasing the line” and substituted “or applied, or who is obligated by the order” for “, or who has been ordered by the court”.

18 USC § 3124. Assistance in installation and use of a pen register or a trap and trace device

(a) Pen Registers.—Upon the request of an attorney for the Government or an officer of a law enforcement agency authorized to install and use a pen register under this chapter, a provider of wire or electronic communication service, landlord, custodian, or other person shall furnish such investigative or law enforcement officer forthwith all information, facilities, and technical assistance necessary to accomplish the installation of the pen register unobtrusively and with a minimum of interference with the services that the person so ordered by
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the court accords the party with respect to whom the installation and use is to take place, if such assistance is directed by a court order as provided in section 3123(b)(2) of this title.

(b) Trap and Trace Device.—Upon the request of an attorney for the Government or an officer of a law enforcement agency authorized to receive the results of a trap and trace device under this chapter, a provider of a wire or electronic communication service, landlord, custodian, or other person shall install such device forthwith on the appropriate line or other facility and shall furnish such investigative or law enforcement officer all additional information, facilities and technical assistance including installation and operation of the device unobtrusively and with a minimum of interference with the services that the person so ordered by the court accords the party with respect to whom the installation and use is to take place, if such installation and assistance is directed by a court order as provided in section 3123(b)(2) of this title. Unless otherwise ordered by the court, the results of the trap and trace device shall be furnished, pursuant to section 3123(b) or section 3125 of this title, to the officer of a law enforcement agency, designated in the court order, at reasonable intervals during regular business hours for the duration of the order.

(c) Compensation.—A provider of a wire or electronic communication service, landlord, custodian, or other person who furnishes facilities or technical assistance pursuant to this section shall be reasonably compensated for such reasonable expenses incurred in providing such facilities and assistance.

(d) No Cause of Action Against a Provider Disclosing Information Under This Chapter.—No cause of action shall lie in any court against any provider of a wire or electronic communication service, its officers, employees, agents, or other specified persons for providing information, facilities, or assistance in accordance with a court order under this chapter or request pursuant to section 3125 of this title.

(e) Defense.—A good faith reliance on a court order under this chapter, a request pursuant to section 3125 of this title, a legislative authorization, or a statutory authorization is a complete defense against any civil or criminal action brought under this chapter or any other law.

(f) Communications Assistance Enforcement Orders.—Pursuant to section 2522, an order may be issued to enforce the assistance capability and capacity requirements under the Communications Assistance for Law Enforcement Act.

Assistance to Law Enforcement Agencies

Pub. L. 107–56, title II, §222, Oct. 26, 2001, 115 Stat. 292, provided that: “Nothing in this Act [see Short Title of 2001 Amendment note set out under section 1 of this title] shall impose any additional technical obligation or requirement on a provider of a wire or electronic communication service or other person to furnish facilities or technical assistance. A provider of a wire or electronic communication service, landlord, custodian, or other person who furnishes facilities or technical assistance pursuant to section 216 [amending this section and sections 3121, 3123, and 3127 of this title] shall be reasonably compensated for such reasonable expenditures incurred in providing such facilities or assistance.”

18 USC § 3125. Emergency pen register and trap and trace device installation

(a) Notwithstanding any other provision of this chapter, any investigative or law enforcement officer, specially designated by the Attorney General, the Deputy Attorney General, the Associate Attorney General, any Assistant Attorney General, any acting Assistant Attorney General, or any Deputy Assistant Attorney General, or by the principal prosecuting attorney of any State or subdivision thereof acting pursuant to a statute of that State, who reasonably determines that—

(1) an emergency situation exists that involves—

(A) immediate danger of death or serious bodily injury to any person;

(B) conspiratorial activities characteristic of organized crime;

(C) an immediate threat to a national security interest; or

(D) an ongoing attack on a protected computer (as defined in section 1030) that constitutes a crime punishable by a term of imprisonment greater than one year;

that requires the installation and use of a pen register or a trap and trace device before an order authorizing such installation and use can, with due diligence, be obtained, and

(2) there are grounds upon which an order could be entered under this chapter to authorize such installation and use;
may have installed and use a pen register or trap and trace device if, within forty-eight hours after the installation has occurred, or begins to occur, an order approving the installation or use is issued in accordance with section 3123 of this title.

(b) In the absence of an authorizing order, such use shall immediately terminate when the information sought is obtained, when the application for the order is denied or when forty-eight hours have lapsed since the installation of the pen register or trap and trace device, whichever is earlier.

(c) The knowing installation or use by any investigative or law enforcement officer of a pen register or trap and trace device pursuant to subsection (a) without application for the authorizing order within forty-eight hours of the installation shall constitute a violation of this chapter.

(d) A provider of a wire or electronic service, landlord, custodian, or other person who furnished facilities or technical assistance pursuant to this section shall be reasonably compensated for such reasonable expenses incurred in providing such facilities and assistance.


18 USC § 3126. Reports concerning pen registers and trap and trace devices

The Attorney General shall annually report to Congress on the number of pen register orders and orders for trap and trace devices applied for by law enforcement agencies of the Department of Justice, which report shall include information concerning—

(1) the period of interceptions authorized by the order, and the number and duration of any extensions of the order;

(2) the offense specified in the order or application, or extension of an order;

(3) the number of investigations involved;

(4) the number and nature of the facilities affected; and

(5) the identity, including district, of the applying investigative or law enforcement agency making the application and the person authorizing the order.
Report on Use of DCS 1000 (Carnivore) To Implement Orders Under Section 3123

Pub. L. 107–273, div. A, title III, §305(a), Nov. 2, 2002, 116 Stat. 1782, provided that: “At the same time that the Attorney General submits to Congress the annual reports required by section 3126 of title 18, United States Code, that are respectively next due after the end of each of the fiscal years 2002 and 2003, the Attorney General shall also submit to the Chairmen and ranking minority members of the Committees on the Judiciary of the Senate and of the House of Representatives a report, covering the same respective time period, on the number of orders under section 3123 applied for by law enforcement agencies of the Department of Justice whose implementation involved the use of the DCS 1000 program (or any subsequent version of such program), which report shall include information concerning—

“(1) the period of interceptions authorized by the order, and the number and duration of any extensions of the order;

“(2) the offense specified in the order or application, or extension of an order;

“(3) the number of investigations involved;

“(4) the number and nature of the facilities affected;

“(5) the identity of the applying investigative or law enforcement agency making the application for an order; and

“(6) the specific persons authorizing the use of the DCS 1000 program (or any subsequent version of such program) in the implementation of such order.”

18 USC § 3127. Definitions for chapter

As used in this chapter—

(1) the terms “wire communication”, “electronic communication”, “electronic communication service”, and “contents” have the meanings set forth for such terms in section 2510 of this title;

(2) the term “court of competent jurisdiction” means—
(A) any district court of the United States (including a magistrate judge of such a court) or any United States court of appeals that—

(i) has jurisdiction over the offense being investigated;

(ii) is in or for a district in which the provider of a wire or electronic communication service is located;

(iii) is in or for a district in which a landlord, custodian, or other person subject to subsections (a) or (b) of section 3124 of this title is located; or

(iv) is acting on a request for foreign assistance pursuant to section 3512 of this title; or

(B) a court of general criminal jurisdiction of a State authorized by the law of that State to enter orders authorizing the use of a pen register or a trap and trace device;

(3) the term “pen register” means a device or process which records or decodes dialing, routing, addressing, or signaling information transmitted by an instrument or facility from which a wire or electronic communication is transmitted, provided, however, that such information shall not include the contents of any communication, but such term does not include any device or process used by a provider or customer of a wire or electronic communication service for billing, or recording as an incident to billing, for communications services provided by such provider or any device or process used by a provider or customer of a wire communication service for cost accounting or other like purposes in the ordinary course of its business;

(4) the term “trap and trace device” means a device or process which captures the incoming electronic or other impulses which identify the originating number or other dialing, routing, addressing, and signaling information reasonably likely to identify the source of a wire or electronic communication, provided, however, that such information shall not include the contents of any communication;

(5) the term “attorney for the Government” has the meaning given such term for the purposes of the Federal Rules of Criminal Procedure; and

(6) the term “State” means a State, the District of Columbia, Puerto Rico, and any other possession or territory of the United States.
References in Text

The Federal Rules of Criminal Procedure, referred to in par. (5), are set out in the Appendix to this title.

Amendments

2009—Par. (2)(A). Pub. L. 111–79 substituted “that—” and cls. (i) to (iv) for “having jurisdiction over the offense being investigated; or”.


Par. (2)(A). Pub. L. 107–56, §216(c)(1), added subpar. (A) and struck out former subpar. (A) which read as follows: “a district court of the United States (including a magistrate judge of such a court) or a United States Court of Appeals; or”.

Par. (3). Pub. L. 107–56, §216(c)(2), substituted “dialing, routing, addressing, or signaling information transmitted by an instrument or facility from which a wire or electronic communication is transmitted, provided, however, that such information shall not include the contents of any communication” for “electronic or other impulses which identify the numbers dialed or otherwise transmitted on the telephone line to which such device is attached” and inserted “or process” after “device” wherever appearing.

Par. (4). Pub. L. 107–56, §216(c)(3), inserted “or process” after “means a device” and substituted “or other dialing, routing, addressing, and signaling information reasonably likely to identify the source of a wire or electronic communication, provided, however, that such information shall not include the contents of any communication;” for “of an instrument or device from which a wire or electronic communication was transmitted;”.

CHAPTER 209—EXTRADITION

18 USC § 3181. Scope and limitation of chapter

(a) The provisions of this chapter relating to the surrender of persons who have committed crimes in foreign countries shall continue in force only during the existence of any treaty of extradition with such foreign government.

(b) The provisions of this chapter shall be construed to permit, in the exercise of comity, the surrender of persons, other than citizens, nationals, or permanent residents of the United States, who have committed crimes of violence against nationals of the United States in foreign countries without regard to the existence of any treaty of extradition with such foreign government if the Attorney General certifies, in writing, that—

(1) evidence has been presented by the foreign government that indicates that had the offenses been committed in the United States, they would constitute crimes of violence as defined under section 16 of this title; and

(2) the offenses charged are not of a political nature.

(c) As used in this section, the term “national of the United States” has the meaning given such term in section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22)).


Extradition Treaties Interpretation


“SEC. 201. SHORT TITLE.

“This title may be cited as the ‘Extradition Treaties Interpretation Act of 1998’.

“SEC. 202. FINDINGS.

“This Congress finds that—

“(1) each year, several hundred children are kidnapped by a parent in violation of law, court order, or legally binding agreement and brought to, or taken from, the United States;
“(2) until the mid-1970′s, parental abduction generally was not considered a criminal offense in the United States;

“(3) since the mid-1970′s, United States criminal law has evolved such that parental abduction is now a criminal offense in each of the 50 States and the District of Columbia;


“(5) many of the extradition treaties to which the United States is a party specifically list the offenses that are extraditable and use the word ‘kidnapping’, but it has been the practice of the United States not to consider the term to include parental abduction because these treaties were negotiated by the United States prior to the development in United States criminal law described in paragraphs (3) and (4);

“(6) the more modern extradition treaties to which the United States is a party contain dual criminality provisions, which provide for extradition where both parties make the offense a felony, and therefore it is the practice of the United States to consider such treaties to include parental abduction if the other foreign state party also considers the act of parental abduction to be a criminal offense; and

“(7) this circumstance has resulted in a disparity in United States extradition law which should be rectified to better protect the interests of children and their parents.

“SEC. 203. INTERPRETATION OF EXTRADITION TREATIES.

“For purposes of any extradition treaty to which the United States is a party, Congress authorizes the interpretation of the terms ‘kidnaping’ and ‘kidnapping’ to include parental kidnapping.”

Extradition and Mutual Legal Assistance Treaties and Model Comprehensive Antidrug Laws

Pub. L. 100–690, title IV, §4605, Nov. 18, 1988, 102 Stat. 4290, which directed greater emphasis on updating of extradition treaties and on negotiating mutual legal assistance treaties with major drug producing and drug-transit countries, and called for development of model treaties and anti-narcotics legislation, was repealed by Pub. L. 102–583, §6(e)(1), Nov. 2, 1992, 106 Stat. 4933.
Pub. L. 100–204, title VIII, §803, Dec. 22, 1987, 101 Stat. 1397, provided that: “The Secretary of State shall ensure that the Country Plan for the United States diplomatic mission in each major illicit drug producing country and in each major drug-transit country (as those terms are defined in section 481(i) of the Foreign Assistance Act of 1961 [22 U.S.C. 2291(i)]) includes, as an objective to be pursued by the mission—

“(1) negotiating an updated extradition treaty which ensures that drug traffickers can be extradited to the United States, or

“(2) if an existing treaty provides for such extradition, taking such steps as may be necessary to ensure that the treaty is effectively implemented.”

Pub. L. 99–93, title I, §133, Aug. 16, 1985, 99 Stat. 420, provided that: “The Secretary of State, with the assistance of the National Drug Enforcement Policy Board, shall increase United States efforts to negotiate updated extradition treaties relating to narcotics offenses with each major drug-producing country, particularly those in Latin America.”

EXTRADITION AGREEMENTS

The United States currently has bilateral extradition agreements with the following countries:

<table>
<thead>
<tr>
<th>Country</th>
<th>Date signed</th>
<th>Entered into force</th>
<th>Citation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Antigua and Barbuda</td>
<td>June 3, 1996</td>
<td>July 1, 1999</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>July 20, 2005</td>
<td>Feb. 1, 2010</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Bahamas</td>
<td>Mar. 9, 1990</td>
<td>Sept. 22, 1994</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Barbados</td>
<td>Feb. 28, 1996</td>
<td>Mar. 3, 2000</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Belgium</td>
<td>Apr. 27, 1987</td>
<td>Sept. 1, 1997</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Dec. 16, 2004</td>
<td>Feb. 1, 2010</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Belize</td>
<td>Mar. 30, 2000</td>
<td>Mar. 27, 2001</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Bolivia</td>
<td>June 27, 1995</td>
<td>Nov. 21, 1996</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Country</td>
<td>Date of Ratification</td>
<td>Date of Entry into Force</td>
<td>Statute or Source</td>
</tr>
<tr>
<td>-------------------------</td>
<td>----------------------</td>
<td>--------------------------</td>
<td>-------------------</td>
</tr>
<tr>
<td></td>
<td>Sept. 19, 2007</td>
<td>May 21, 2009</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Jan. 11, 1988</td>
<td>Nov. 26, 1991</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Chile</td>
<td>Apr. 17, 1900</td>
<td>June 26, 1902</td>
<td>32 Stat. 1850.</td>
</tr>
<tr>
<td>Colombia</td>
<td>Sept. 14, 1979</td>
<td>Mar. 4, 1982</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Cuba</td>
<td>Apr. 6, 1904</td>
<td>Mar. 2, 1905</td>
<td>33 Stat. 2265.</td>
</tr>
<tr>
<td>Cyprus</td>
<td>June 17, 1996</td>
<td>Sept. 14, 1999</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Jan. 20, 2006</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td></td>
<td>July 2, 1925</td>
<td>Mar. 29, 1926</td>
<td>44 Stat. 2367.</td>
</tr>
<tr>
<td></td>
<td>May 16, 2006</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td></td>
<td>June 23, 2005</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>Ecuador</td>
<td>June 28, 1872</td>
<td>Nov. 12, 1873</td>
<td>18 Stat. 199.</td>
</tr>
<tr>
<td>Egypt</td>
<td>Aug. 11, 1874</td>
<td>Apr. 22, 1875</td>
<td>19 Stat. 572.</td>
</tr>
<tr>
<td></td>
<td>Feb. 8, 2006</td>
<td>Apr. 7, 2009</td>
<td></td>
</tr>
<tr>
<td>European Union</td>
<td>June 25, 2003</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>France</td>
<td>Apr. 23, 1996</td>
<td>Feb. 1, 2002</td>
<td>TIAS.</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>Country</th>
<th>Date 1</th>
<th>Date 2</th>
<th>Statute</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Oct. 21, 1986</td>
<td>Mar. 11, 1993</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Apr. 18, 2006</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>Greece</td>
<td>May 6, 1931</td>
<td>Nov. 1, 1932</td>
<td>47 Stat. 2185.</td>
</tr>
<tr>
<td></td>
<td>Jan. 18, 2006</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>Haiti</td>
<td>Aug. 9, 1904</td>
<td>June 28, 1905</td>
<td>34 Stat. 2858.</td>
</tr>
<tr>
<td>Hong Kong</td>
<td>Dec. 20, 1996</td>
<td>Jan. 21, 1998</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Hungary</td>
<td>Dec. 1, 1994</td>
<td>Mar. 18, 1997</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Nov. 15, 2005</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>India</td>
<td>June 25, 1997</td>
<td>July 21, 1999</td>
<td>TIAS 12873.</td>
</tr>
<tr>
<td></td>
<td>July 14, 2005</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td></td>
<td>July 6, 2005</td>
<td>Jan. 10, 2007</td>
<td></td>
</tr>
<tr>
<td></td>
<td>May 3, 2006</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>Jamaica</td>
<td>June 14, 1983</td>
<td>July 7, 1991</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Jordan</td>
<td>Mar. 28, 1995</td>
<td>July 29, 1995</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Dec. 7, 2005</td>
<td>Apr. 15, 2009</td>
<td></td>
</tr>
<tr>
<td>Liechtenstein</td>
<td>May 20, 1936</td>
<td>June 28, 1937</td>
<td>50 Stat. 1337.</td>
</tr>
<tr>
<td>Country</td>
<td>Date Adopted</td>
<td>Date Ratified</td>
<td>Statute Reference</td>
</tr>
<tr>
<td>-------------------------------</td>
<td>------------------</td>
<td>-----------------</td>
<td>-------------------</td>
</tr>
<tr>
<td></td>
<td>Dec. 22, 1931</td>
<td>June 24, 1935</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Nov. 13, 1997</td>
<td>May 21, 2001</td>
<td>TIAS 12897.</td>
</tr>
<tr>
<td>Micronesia, Federated States of</td>
<td>May 14, 2003</td>
<td>June 25, 2004</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Sept. 29, 2004</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>Paraguay</td>
<td>Nov. 9, 1998</td>
<td>Mar. 9, 2001</td>
<td>TIAS 12995.</td>
</tr>
<tr>
<td>Peru</td>
<td>July 26, 2001</td>
<td>Aug. 25, 2003</td>
<td></td>
</tr>
<tr>
<td>Philippines</td>
<td>Nov. 13, 1994</td>
<td>Nov. 22, 1996</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Poland</td>
<td>July 10, 1996</td>
<td>Sept. 17, 1999</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>June 9, 2006</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>Portugal</td>
<td>May 7, 1908</td>
<td>Nov. 14, 1908</td>
<td>35 Stat. 2071.</td>
</tr>
<tr>
<td></td>
<td>July 14, 2005</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Sept. 10, 2007</td>
<td>May 8, 2009</td>
<td></td>
</tr>
<tr>
<td>Saint Lucia</td>
<td>Apr. 18, 1996</td>
<td>Feb. 2, 2000</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Saint Vincent and the</td>
<td>Aug. 15, 1996</td>
<td>Sept. 8, 1999</td>
<td>TIAS.</td>
</tr>
<tr>
<td>Grenadines</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

---
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<table>
<thead>
<tr>
<th>Country</th>
<th>First Ratification Date</th>
<th>Final Ratification Date</th>
<th>United States Code</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>July 2, 1925</td>
<td>Mar. 29, 1926</td>
<td></td>
</tr>
<tr>
<td>Solomon Islands</td>
<td>June 8, 1972</td>
<td>June 25, 2001</td>
<td>TIAS 12962.</td>
</tr>
<tr>
<td></td>
<td>Jan. 25, 1975</td>
<td>July 2, 1993</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Feb. 9, 1988</td>
<td>July 25, 1999</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Mar. 12, 1996</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Dec. 17, 2004</td>
<td>Jan. 12, 2001</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Dec. 16, 2004</td>
<td>Sept. 10, 1997</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Nov. 30, Dec. 6, 1965</td>
<td>Nov. 30, Dec. 6, 1965</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Nov. 6, 1965</td>
<td>Dec. 6, 1965</td>
<td>16 UST 2066.</td>
</tr>
<tr>
<td>Tonga</td>
<td>Dec. 22, 1931</td>
<td>Apr. 13, 1977</td>
<td>TIAS.</td>
</tr>
<tr>
<td></td>
<td>Apr. 25, 1980</td>
<td>Jan. 21, 1977</td>
<td>TIAS.</td>
</tr>
<tr>
<td>United Kingdom</td>
<td>Dec. 16, 2004</td>
<td>Feb. 1, 2010</td>
<td></td>
</tr>
<tr>
<td>Uruguay</td>
<td>Apr. 6, 1973</td>
<td>Apr. 11, 1984</td>
<td>35 UST 3197.</td>
</tr>
</tbody>
</table>
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Status of agreements with successor states of Czechoslovakia and Yugoslavia is under review; inquire of the Treaty Office of the United States Department of State.

Typographical error corrected by diplomatic notes exchanged Apr. 4 and 11, 1967. See 18 UST 382, 383.

**Convention on Extradition**


Other states which have become parties: Argentina, Chile, Colombia, Dominican Republic, Ecuador, El Salvador, Guatemala, Honduras, Mexico, Nicaragua, Panama.

18 USC § 3182. Fugitives from State or Territory to State, District, or Territory

Whenever the executive authority of any State or Territory demands any person as a fugitive from justice, of the executive authority of any State, District, or Territory to which such person has fled, and produces a copy of an indictment found or an affidavit made before a magistrate of any State or Territory, charging the person demanded with having committed treason, felony, or other crime, certified as authentic by the governor or chief magistrate of the State or Territory from whence the person so charged has fled, the executive authority of the State, District, or Territory to which such person has fled shall cause him to be arrested and secured, and notify the executive authority making such demand, or the agent of such authority appointed to receive the fugitive, and shall cause the fugitive to be delivered to such agent when he shall appear. If no such agent appears within thirty days from the time of the arrest, the prisoner may be discharged.

18 USC § 3183. Fugitives from State, Territory, or Possession into extraterritorial jurisdiction of United States

Whenever the executive authority of any State, Territory, District, or possession of the United States demands any American citizen or national as a fugitive from justice who has fled to a country in which the United States exercises extraterritorial jurisdiction, and produces a copy of an indictment found or an affidavit made before a magistrate of the demanding jurisdiction, charging the fugitive so demanded with having committed treason, felony, or other offense, certified as authentic by the Governor or chief magistrate of such demanding jurisdiction, or other person authorized to act, the officer or representative of the United States vested with judicial authority to whom the demand has been made shall cause such fugitive to be arrested and secured, and notify the executive authorities making such demand, or the agent of such authority appointed to receive the fugitive, and shall cause the fugitive to be delivered to such agent when he shall appear.

If no such agent shall appear within three months from the time of the arrest, the prisoner may be discharged.

The agent who receives the fugitive into his custody shall be empowered to transport him to the jurisdiction from which he has fled.


18 USC § 3184. Fugitives from foreign country to United States

Whenever there is a treaty or convention for extradition between the United States and any foreign government, or in cases arising under section 3181(b), any justice or judge of the United States, or any magistrate judge authorized so to do by a court of the United States, or any judge of a court of record of general jurisdiction of any State, may, upon complaint made under oath, charging any person found within his jurisdiction, with having committed within the jurisdiction of any such foreign government any of the crimes provided for by such treaty or convention, or provided for under section 3181(b), issue his warrant for the apprehension of the person so charged, that he may be brought before such justice, judge, or magistrate judge, to the end that the evidence of criminality may be heard and considered. Such complaint may be filed before and such warrant may be issued by a judge or magistrate judge of the United States District Court for the District of Columbia if the whereabouts within the United States of the person charged are not known or, if there is reason to believe the person will shortly enter the United States. If, on such hearing, he deems the
evidence sufficient to sustain the charge under the provisions of the proper treaty or convention, or under section 3181(b), he shall certify the same, together with a copy of all the testimony taken before him, to the Secretary of State, that a warrant may issue upon the requisition of the proper authorities of such foreign government, for the surrender of such person, according to the stipulations of the treaty or convention; and he shall issue his warrant for the commitment of the person so charged to the proper jail, there to remain until such surrender shall be made.


18 USC § 3185. Fugitives from country under control of United States into the United States

Whenever any foreign country or territory, or any part thereof, is occupied by or under the control of the United States, any person who, having violated the criminal laws in force therein by the commission of any of the offenses enumerated below, departs or flees from justice therein to the United States, shall, when found therein, be liable to arrest and detention by the authorities of the United States, and on the written request or requisition of the military governor or other chief executive officer in control of such foreign country or territory shall be returned and surrendered as hereinafter provided to such authorities for trial under the laws in force in the place where such offense was committed.

(1) Murder and assault with intent to commit murder;

(2) Counterfeiting or altering money, or uttering or bringing into circulation counterfeit or altered money;

(3) Counterfeiting certificates or coupons of public indebtedness, bank notes, or other instruments of public credit, and the utterance or circulation of the same;

(4) Forgery or altering and uttering what is forged or altered;

(5) Embezzlement or criminal malversation of the public funds, committed by public officers, employees, or depositaries;

(6) Larceny or embezzlement of an amount not less than $100 in value;

(7) Robbery;
(8) Burglary, defined to be the breaking and entering by nighttime into the house of another person with intent to commit a felony therein;

(9) Breaking and entering the house or building of another, whether in the day or nighttime, with the intent to commit a felony therein;

(10) Entering, or breaking and entering the offices of the Government and public authorities, or the offices of banks, banking houses, savings banks, trust companies, insurance or other companies, with the intent to commit a felony therein;

(11) Perjury or the subornation of perjury;

(12) A felony under chapter 109A of this title;

(13) Arson;

(14) Piracy by the law of nations;

(15) Murder, assault with intent to kill, and manslaughter, committed on the high seas, on board a ship owned by or in control of citizens or residents of such foreign country or territory and not under the flag of the United States, or of some other government;

(16) Malicious destruction of or attempt to destroy railways, trams, vessels, bridges, dwellings, public edifices, or other buildings, when the act endangers human life.

This chapter, so far as applicable, shall govern proceedings authorized by this section. Such proceedings shall be had before a judge of the courts of the United States only, who shall hold such person on evidence establishing probable cause that he is guilty of the offense charged.

No return or surrender shall be made of any person charged with the commission of any offense of a political nature.

If so held, such person shall be returned and surrendered to the authorities in control of such foreign country or territory on the order of the Secretary of State of the United States, and such authorities shall secure to such a person a fair and impartial trial.
18 USC § 3186. Secretary of State to surrender fugitive

The Secretary of State may order the person committed under sections 3184 or 3185 of this title to be delivered to any authorized agent of such foreign government, to be tried for the offense of which charged.

Such agent may hold such person in custody, and take him to the territory of such foreign government, pursuant to such treaty.

A person so accused who escapes may be retaken in the same manner as any person accused of any offense.

18 USC § 3187. Provisional arrest and detention within extraterritorial jurisdiction

The provisional arrest and detention of a fugitive, under sections 3042 and 3183 of this title, in advance of the presentation of formal proofs, may be obtained by telegraph upon the request of the authority competent to request the surrender of such fugitive addressed to the authority competent to grant such surrender. Such request shall be accompanied by an express statement that a warrant for the fugitive's arrest has been issued within the jurisdiction of the authority making such request charging the fugitive with the commission of the crime for which his extradition is sought to be obtained.

No person shall be held in custody under telegraphic request by virtue of this section for more than ninety days.

18 USC § 3188. Time of commitment pending extradition

Whenever any person who is committed for rendition to a foreign government to remain until delivered up in pursuance of a requisition, is not so delivered up and conveyed out of the United States within two calendar months after such commitment, over and above the time actually required to convey the prisoner from the jail to which he was committed, by the readiest way, out of the United States, any judge of the United States, or of any State, upon application made to him by or on behalf of the person so committed, and upon proof made to him
that reasonable notice of the intention to make such application has been given to the Secretary of State, may order the person so committed to be discharged out of custody, unless sufficient cause is shown to such judge why such discharge ought not to be ordered.

(June 25, 1948, ch. 645, 62 Stat. 824.)

18 USC § 3189. Place and character of hearing

Hearings in cases of extradition under treaty stipulation or convention shall be held on land, publicly, and in a room or office easily accessible to the public.

(June 25, 1948, ch. 645, 62 Stat. 824.)

18 USC § 3190. Evidence on hearing

Depositions, warrants, or other papers or copies thereof offered in evidence upon the hearing of any extradition case shall be received and admitted as evidence on such hearing for all the purposes of such hearing if they shall be properly and legally authenticated so as to entitle them to be received for similar purposes by the tribunals of the foreign country from which the accused party shall have escaped, and the certificate of the principal diplomatic or consular officer of the United States resident in such foreign country shall be proof that the same, so offered, are authenticated in the manner required.

(June 25, 1948, ch. 645, 62 Stat. 824.)

18 USC § 3191. Witnesses for indigent fugitives

On the hearing of any case under a claim of extradition by a foreign government, upon affidavit being filed by the person charged setting forth that there are witnesses whose evidence is material to his defense, that he cannot safely go to trial without them, what he expects to prove by each of them, and that he is not possessed of sufficient means, and is actually unable to pay the fees of such witnesses, the judge or magistrate judge hearing the matter may order that such witnesses be subpenaed; and the costs incurred by the process, and the fees of witnesses, shall be paid in the same manner as in the case of witnesses subpenaed in behalf of the United States.

18 USC § 3192. Protection of accused

Whenever any person is delivered by any foreign government to an agent of the United States, for the purpose of being brought within the United States and tried for any offense of which he is duly accused, the President shall have power to take all necessary measures for the transportation and safekeeping of such accused person, and for his security against lawless violence, until the final conclusion of his trial for the offenses specified in the warrant of extradition, and until his final discharge from custody or imprisonment for or on account of such offenses, and for a reasonable time thereafter, and may employ such portion of the land or naval forces of the United States, or of the militia thereof, as may be necessary for the safe-keeping and protection of the accused.

(June 25, 1948, ch. 645, 62 Stat. 825.)

18 USC § 3193. Receiving agent's authority over offenders

A duly appointed agent to receive, in behalf of the United States, the delivery, by a foreign government, of any person accused of crime committed within the United States, and to convey him to the place of his trial, shall have all the powers of a marshal of the United States, in the several districts through which it may be necessary for him to pass with such prisoner, so far as such power is requisite for the prisoner's safe-keeping.

(June 25, 1948, ch. 645, 62 Stat. 825.)

Ex. Ord. No. 11517. Issuance and Signature by Secretary of State of Warrants Appointing Agents To Return Fugitives From Justice Extradited to United States

Ex. Ord. No. 11517, Mar. 19, 1970, 35 F.R. 4937, provided:

WHEREAS the President of the United States, under section 3192 of Title 18, United States Code, has been granted the power to take all necessary measures for the transportation, safekeeping and security against lawless violence of any person delivered by any foreign government to an agent of the United States for return to the United States for trial for any offense of which he is duly accused; and

WHEREAS fugitives from justice in the United States whose extradition from abroad has been requested by the Government of the United States and granted by a foreign government are to be returned in the custody of duly appointed agents in accordance with the provisions of section 3193 of Title 18, United States Code; and
WHEREAS such duly appointed agents under the provisions of the law mentioned above, being authorized to receive delivery of the fugitive in behalf of the United States and to convey him to the place of his trial, are given the powers of a marshal of the United States in the several districts of the United States through which it may be necessary for them to pass with such prisoner, so far as such power is requisite for the prisoner's safekeeping; and

WHEREAS such warrants serve as a certification to the foreign government delivering the fugitives to any other foreign country through which such agents may pass, and to authorities in the United States of the powers therein conferred upon the agents; and

WHEREAS it is desirable by delegation of functions heretofore performed by the President to simplify and thereby expedite the issuance of such warrants to agents in the interests of the prompt return of fugitives to the United States:

NOW, THEREFORE, by virtue of the authority vested in me by section 301 of Title 3 of the United States Code, and as President of the United States, it is ordered as follows:

Section 1. The Secretary of State is hereby designated and empowered to issue and sign all warrants appointing agents to receive, in behalf of the United States, the delivery in extradition by a foreign government of any person accused of a crime committed within the United States, and to convey such person to the place of his trial.

Sec. 2. Agents appointed in accordance with section 1 of this order shall have all the powers conferred in respect of such agents by applicable treaties of the United States and by section 3193 of Title 18, United States Code, or by any other provisions of United States law.

Sec. 3. Executive Order No. 10347, April 18, 1952, as amended by Executive Order No. 11354, May 23, 1967, is further amended by deleting numbered paragraph 4 and renumbering paragraphs 5 and 6 as paragraphs 4 and 5, respectively.

Richard Nixon.

18 USC § 3194. Transportation of fugitive by receiving agent

Any agent appointed as provided in section 3182 of this title who receives the fugitive into his custody is empowered to transport him to the State or Territory from which he has fled.
18 USC § 3195. Payment of fees and costs

All costs or expenses incurred in any extradition proceeding in apprehending, securing, and transmitting a fugitive shall be paid by the demanding authority.

All witness fees and costs of every nature in cases of international extradition, including the fees of the magistrate judge, shall be certified by the judge or magistrate judge before whom the hearing shall take place to the Secretary of State of the United States, and the same shall be paid out of appropriations to defray the expenses of the judiciary or the Department of Justice as the case may be.

The Attorney General shall certify to the Secretary of State the amounts to be paid to the United States on account of said fees and costs in extradition cases by the foreign government requesting the extradition, and the Secretary of State shall cause said amounts to be collected and transmitted to the Attorney General for deposit in the Treasury of the United States.

18 USC § 3196. Extradition of United States citizens

If the applicable treaty or convention does not obligate the United States to extradite its citizens to a foreign country, the Secretary of State may, nevertheless, order the surrender to that country of a United States citizen whose extradition has been requested by that country if the other requirements of that treaty or convention are met.

CHAPTER 212—MILITARY EXTRATERRITORIAL JURISDICTION

18 USC § 3261. Criminal offenses committed by certain members of the Armed Forces and by persons employed by or accompanying the Armed Forces outside the United States

(a) Whoever engages in conduct outside the United States that would constitute an offense punishable by imprisonment for more than 1 year if the conduct had been engaged in within the special maritime and territorial jurisdiction of the United States—

(1) while employed by or accompanying the Armed Forces outside the United States; or

(2) while a member of the Armed Forces subject to chapter 47 of title 10 (the Uniform Code of Military Justice),

shall be punished as provided for that offense.

(b) No prosecution may be commenced against a person under this section if a foreign government, in accordance with jurisdiction recognized by the United States, has prosecuted or is prosecuting such person for the conduct constituting such offense, except upon the approval of the Attorney General or the Deputy Attorney General (or a person acting in either such capacity), which function of approval may not be delegated.

(c) Nothing in this chapter may be construed to deprive a court-martial, military commission, provost court, or other military tribunal of concurrent jurisdiction with respect to offenders or offenses that by statute or by the law of war may be tried by a court-martial, military commission, provost court, or other military tribunal.

(d) No prosecution may be commenced against a member of the Armed Forces subject to chapter 47 of title 10 (the Uniform Code of Military Justice) under this section unless—

(1) such member ceases to be subject to such chapter; or
an indictment or information charges that the member committed the offense with one or more other defendants, at least one of whom is not subject to such chapter.


**Short Title of 2000 Amendment**


### 18 USC § 3262. Arrest and commitment

(a) The Secretary of Defense may designate and authorize any person serving in a law enforcement position in the Department of Defense to arrest, in accordance with applicable international agreements, outside the United States any person described in section 3261(a) if there is probable cause to believe that such person violated section 3261(a).

(b) Except as provided in sections 3263 and 3264, a person arrested under subsection (a) shall be delivered as soon as practicable to the custody of civilian law enforcement authorities of the United States for removal to the United States for judicial proceedings in relation to conduct referred to in such subsection unless such person has had charges brought against him or her under chapter 47 of title 10 for such conduct.


### 18 USC § 3263. Delivery to authorities of foreign countries

(a) Any person designated and authorized under section 3262(a) may deliver a person described in section 3261(a) to the appropriate authorities of a foreign country in which such person is alleged to have violated section 3261(a) if—

(1) appropriate authorities of that country request the delivery of the person to such country for trial for such conduct as an offense under the laws of that country; and

(2) the delivery of such person to that country is authorized by a treaty or other international agreement to which the United States is a party.
(b) The Secretary of Defense, in consultation with the Secretary of State, shall determine which officials of a foreign country constitute appropriate authorities for purposes of this section.


18 USC § 3264. Limitation on removal

(a) Except as provided in subsection (b), and except for a person delivered to authorities of a foreign country under section 3263, a person arrested for or charged with a violation of section 3261(a) shall not be removed—

(1) to the United States; or

(2) to any foreign country other than a country in which such person is believed to have violated section 3261(a).

(b) The limitation in subsection (a) does not apply if—

(1) a Federal magistrate judge orders the person to be removed to the United States to be present at a detention hearing held pursuant to section 3142(f);

(2) a Federal magistrate judge orders the detention of the person before trial pursuant to section 3142(e), in which case the person shall be promptly removed to the United States for purposes of such detention;

(3) the person is entitled to, and does not waive, a preliminary examination under the Federal Rules of Criminal Procedure, in which case the person shall be removed to the United States in time for such examination;

(4) a Federal magistrate judge otherwise orders the person to be removed to the United States; or

(5) the Secretary of Defense determines that military necessity requires that the limitations in subsection (a) be waived, in which case the person shall be removed to the nearest United States military installation outside the United States adequate to detain the person and to facilitate the initial appearance described in section 3265(a).

18 USC § 3265. Initial proceedings

(a)(1) In the case of any person arrested for or charged with a violation of section 3261(a) who is not delivered to authorities of a foreign country under section 3263, the initial appearance of that person under the Federal Rules of Criminal Procedure—

(A) shall be conducted by a Federal magistrate judge; and

(B) may be carried out by telephony or such other means that enables voice communication among the participants, including any counsel representing the person.

(2) In conducting the initial appearance, the Federal magistrate judge shall also determine whether there is probable cause to believe that an offense under section 3261(a) was committed and that the person committed it.

(3) If the Federal magistrate judge determines that probable cause exists that the person committed an offense under section 3261(a), and if no motion is made seeking the person's detention before trial, the Federal magistrate judge shall also determine at the initial appearance the conditions of the person's release before trial under chapter 207 of this title.

(b) In the case of any person described in subsection (a), any detention hearing of that person under section 3142(f)—

(1) shall be conducted by a Federal magistrate judge; and

(2) at the request of the person, may be carried out by telephony or such other means that enables voice communication among the participants, including any counsel representing the person.

(c)(1) If any initial proceeding under this section with respect to any such person is conducted while the person is outside the United States, and the person is entitled to have counsel appointed for purposes of such proceeding, the Federal magistrate judge may appoint as such counsel for purposes of such hearing a qualified military counsel.

(2) For purposes of this subsection, the term “qualified military counsel” means a judge advocate made available by the Secretary of Defense for purposes of such proceedings, who—
(A) is a graduate of an accredited law school or is a member of the bar of a Federal court or of the highest court of a State; and

(B) is certified as competent to perform such duties by the Judge Advocate General of the armed force of which he is a member.


18 USC § 3266. Regulations

(a) The Secretary of Defense, after consultation with the Secretary of State and the Attorney General, shall prescribe regulations governing the apprehension, detention, delivery, and removal of persons under this chapter and the facilitation of proceedings under section 3265. Such regulations shall be uniform throughout the Department of Defense.

(b)(1) The Secretary of Defense, after consultation with the Secretary of State and the Attorney General, shall prescribe regulations requiring that, to the maximum extent practicable, notice shall be provided to any person employed by or accompanying the Armed Forces outside the United States who is not a national of the United States that such person is potentially subject to the criminal jurisdiction of the United States under this chapter.

(2) A failure to provide notice in accordance with the regulations prescribed under paragraph (1) shall not defeat the jurisdiction of a court of the United States or provide a defense in any judicial proceeding arising under this chapter.

(c) The regulations prescribed under this section, and any amendments to those regulations, shall not take effect before the date that is 90 days after the date on which the Secretary of Defense submits a report containing those regulations or amendments (as the case may be) to the Committee on the Judiciary of the House of Representatives and the Committee on the Judiciary of the Senate.


18 USC § 3267. Definitions

As used in this chapter:

(1) The term “employed by the Armed Forces outside the United States” means—

(A) employed as—

(i) a civilian employee of—
(I) the Department of Defense (including a nonappropriated fund instrumentality of the Department); or

(II) any other Federal agency, or any provisional authority, to the extent such employment relates to supporting the mission of the Department of Defense overseas;

(ii) a contractor (including a subcontractor at any tier) of—

(I) the Department of Defense (including a nonappropriated fund instrumentality of the Department); or

(II) any other Federal agency, or any provisional authority, to the extent such employment relates to supporting the mission of the Department of Defense overseas; or

(iii) an employee of a contractor (or subcontractor at any tier) of—

(I) the Department of Defense (including a nonappropriated fund instrumentality of the Department); or

(II) any other Federal agency, or any provisional authority, to the extent such employment relates to supporting the mission of the Department of Defense overseas;

(B) present or residing outside the United States in connection with such employment; and

(C) not a national of or ordinarily resident in the host nation.

(2) The term “accompanying the Armed Forces outside the United States” means—

(A) a dependent of—

(i) a member of the Armed Forces;
(ii) a civilian employee of the Department of Defense (including a nonappropriated fund instrumentality of the Department); or

(iii) a Department of Defense contractor (including a subcontractor at any tier) or an employee of a Department of Defense contractor (including a subcontractor at any tier);

(B) residing with such member, civilian employee, contractor, or contractor employee outside the United States; and

(C) not a national of or ordinarily resident in the host nation.

(3) The term “Armed Forces” has the meaning given the term “armed forces” in section 101(a)(4) of title 10.

(4) The terms “Judge Advocate General” and “judge advocate” have the meanings given such terms in section 801 of title 10.

CHAPTER 212A—EXTRATERRITORIAL JURISDICTION OVER CERTAIN TRAFFICKING IN PERSONS OFFENSES

18 USC § 3271. Trafficking in persons offenses committed by persons employed by or accompanying the Federal Government outside the United States

(a) Whoever, while employed by or accompanying the Federal Government outside the United States, engages in conduct outside the United States that would constitute an offense under chapter 77 or 117 of this title if the conduct had been engaged in within the United States or within the special maritime and territorial jurisdiction of the United States shall be punished as provided for that offense.

(b) No prosecution may be commenced against a person under this section if a foreign government, in accordance with jurisdiction recognized by the United States, has prosecuted or is prosecuting such person for the conduct constituting such offense, except upon the approval of the Attorney General or the Deputy Attorney General (or a person acting in either such capacity), which function of approval may not be delegated.


18 USC § 3272. Definitions

As used in this chapter:

(1) The term “employed by the Federal Government outside the United States” means—

(A) employed as a civilian employee of the Federal Government, as a Federal contractor (including a subcontractor at any tier), or as an employee of a Federal contractor (including a subcontractor at any tier);

(B) present or residing outside the United States in connection with such employment; and

(C) not a national of or ordinarily resident in the host nation.

(2) The term “accompanying the Federal Government outside the United States” means—
(A) a dependant of—

(i) a civilian employee of the Federal Government; or

(ii) a Federal contractor (including a subcontractor at any tier) or an employee of a Federal contractor (including a subcontractor at any tier);

(B) residing with such civilian employee, contractor, or contractor employee outside the United States; and

(C) not a national of or ordinarily resident in the host nation.

CLASSIFIED INFORMATION PROCEDURES ACT


§1. Definitions

(a) “Classified information”, as used in this Act, means any information or material that has been determined by the United States Government pursuant to an Executive order, statute, or regulation, to require protection against unauthorized disclosure for reasons of national security and any restricted data, as defined in paragraph r. of section 11 of the Atomic Energy Act of 1954 (42 U.S.C. 2014(y)).

(b) “National security”, as used in this Act, means the national defense and foreign relations of the United States.


§2. Pretrial conference

At any time after the filing of the indictment or information, any party may move for a pretrial conference to consider matters relating to classified information that may arise in connection with the prosecution. Following such motion, or on its own motion, the court shall promptly hold a pretrial conference to establish the timing of requests for discovery, the provision of notice required by section 5 of this Act, and the initiation of the procedure established by section 6 of this Act. In addition, at the pretrial conference the court may consider any matters which relate to classified information or which may promote a fair and expeditious trial.
No admission made by the defendant or by any attorney for the defendant at such a conference may be used against the defendant unless the admission is in writing and is signed by the defendant and by the attorney for the defendant.


§3. Protective orders

Upon motion of the United States, the court shall issue an order to protect against the disclosure of any classified information disclosed by the United States to any defendant in any criminal case in a district court of the United States.


§4. Discovery of classified information by defendants

The court, upon a sufficient showing, may authorize the United States to delete specified items of classified information from documents to be made available to the defendant through discovery under the Federal Rules of Criminal Procedure, to substitute a summary of the information for such classified documents, or to substitute a statement admitting relevant facts that the classified information would tend to prove. The court may permit the United States to make a request for such authorization in the form of a written statement to be inspected by the court alone. If the court enters an order granting relief following such an ex parte showing, the entire text of the statement of the United States shall be sealed and preserved in the records of the court to be made available to the appellate court in the event of an appeal.


§5. Notice of defendant's intention to disclose classified information

(a) Notice by Defendant.—If a defendant reasonably expects to disclose or to cause the disclosure of classified information in any manner in connection with any trial or pretrial proceeding involving the criminal prosecution of such defendant, the defendant shall, within the time specified by the court or, where no time is specified, within thirty days prior to trial, notify the attorney for the United States and the court in writing. Such notice shall include a brief description of the classified information. Whenever a defendant learns of additional classified information he reasonably expects to disclose at any such proceeding, he shall notify the attorney for the United States and the court in writing as soon as possible thereafter and shall include a brief description of the classified information. No defendant shall disclose any information known or believed to be classified in connection with a trial or pretrial proceeding until
notice has been given under this subsection and until the United States has been afforded a reasonable opportunity to seek a determination pursuant to the procedure set forth in section 6 of this Act, and until the time for the United States to appeal such determination under section 7 has expired or any appeal under section 7 by the United States is decided.

(b) Failure to Comply.—If the defendant fails to comply with the requirements of subsection (a) the court may preclude disclosure of any classified information not made the subject of notification and may prohibit the examination by the defendant of any witness with respect to any such information.


§6. Procedure for cases involving classified information

(a) Motion for Hearing.—Within the time specified by the court for the filing of a motion under this section, the United States may request the court to conduct a hearing to make all determinations concerning the use, relevance, or admissibility of classified information that would otherwise be made during the trial or pretrial proceeding. Upon such a request, the court shall conduct such a hearing. Any hearing held pursuant to this subsection (or any portion of such hearing specified in the request of the Attorney General) shall be held in camera if the Attorney General certifies to the court in such petition that a public proceeding may result in the disclosure of classified information. As to each item of classified information, the court shall set forth in writing the basis for its determination. Where the United States’ motion under this subsection is filed prior to the trial or pretrial proceeding, the court shall rule prior to the commencement of the relevant proceeding.

(b) Notice.—(1) Before any hearing is conducted pursuant to a request by the United States under subsection (a), the United States shall provide the defendant with notice of the classified information that is at issue. Such notice shall identify the specific classified information at issue whenever that information previously has been made available to the defendant by the United States. When the United States has not previously made the information available to the defendant in connection with the case, the information may be described by generic category, in such forms as the court may approve, rather than by identification of the specific information of concern to the United States.

(2) Whenever the United States requests a hearing under subsection (a), the court, upon request of the defendant, may order the United States to provide the defendant, prior to trial, such details as to the portion of the indictment or information at issue in the hearing as are needed to give the defendant fair notice to prepare for the hearing.
(c) Alternative Procedure for Disclosure of Classified Information.—(1) Upon any determination by the court authorizing the disclosure of specific classified information under the procedures established by this section, the United States may move that, in lieu of the disclosure of such specific classified information, the court order—

(A) the substitution for such classified information of a statement admitting relevant facts that the specific classified information would tend to prove; or

(B) the substitution for such classified information of a summary of the specific classified information.

The court shall grant such a motion of the United States if it finds that the statement or summary will provide the defendant with substantially the same ability to make his defense as would disclosure of the specific classified information. The court shall hold a hearing on any motion under this section. Any such hearing shall be held in camera at the request of the Attorney General.

(2) The United States may, in connection with a motion under paragraph (1), submit to the court an affidavit of the Attorney General certifying that disclosure of classified information would cause identifiable damage to the national security of the United States and explaining the basis for the classification of such information. If so requested by the United States, the court shall examine such affidavit in camera and ex parte.

(d) Sealing of Records of In Camera Hearings.—If at the close of an in camera hearing under this Act (or any portion of a hearing under this Act that is held in camera) the court determines that the classified information at issue may not be disclosed or elicited at the trial or pretrial proceeding, the record of such in camera hearing shall be sealed and preserved by the court for use in the event of an appeal. The defendant may seek reconsideration of the court’s determination prior to or during trial.

(e) Prohibition on Disclosure of Classified Information by Defendant, Relief for Defendant When United States Opposes Disclosure.—(1) Whenever the court denies a motion by the United States that it issue an order under subsection (c) and the United States files with the court an affidavit of the Attorney General objecting to disclosure of the classified information at issue, the court shall order that the defendant not disclose or cause the disclosure of such information.

(2) Whenever a defendant is prevented by an order under paragraph (1) from disclosing or causing the disclosure of classified information, the court shall dismiss the indictment or information; except that, when the court determines
that the interests of justice would not be served by dismissal of the indictment or information, the court shall order such other action, in lieu of dismissing the indictment or information, as the court determines is appropriate. Such action may include, but need not be limited to—

(A) dismissing specified counts of the indictment or information;

(B) finding against the United States on any issue as to which the excluded classified information relates; or

(C) striking or precluding all or part of the testimony of a witness.

An order under this paragraph shall not take effect until the court has afforded the United States an opportunity to appeal such order under section 7, and thereafter to withdraw its objection to the disclosure of the classified information at issue.

(f) Reciprocity.—Whenever the court determines pursuant to subsection (a) that classified information may be disclosed in connection with a trial or pretrial proceeding, the court shall, unless the interests of fairness do not so require, order the United States to provide the defendant with the information it expects to use to rebut the classified information. The court may place the United States under a continuing duty to disclose such rebuttal information. If the United States fails to comply with its obligation under this subsection, the court may exclude any evidence not made the subject of a required disclosure and may prohibit the examination by the United States of any witness with respect to such information.


§7. Interlocutory appeal

(a) An interlocutory appeal by the United States taken before or after the defendant has been placed in jeopardy shall lie to a court of appeals from a decision or order of a district court in a criminal case authorizing the disclosure of classified information, imposing sanctions for nondisclosure of classified information, or refusing a protective order sought by the United States to prevent the disclosure of classified information.

(b) An appeal taken pursuant to this section either before or during trial shall be expedited by the court of appeals. Prior to trial, an appeal shall be taken within fourteen days after the decision or order appealed from and the trial shall not commence until the appeal is resolved. If an appeal is taken during trial, the trial
court shall adjourn the trial until the appeal is resolved and the court of appeals (1) shall hear argument on such appeal within four days of the adjournment of the trial, excluding intermediate weekends and holidays, (2) may dispense with written briefs other than the supporting materials previously submitted to the trial court, (3) shall render its decision within four days of argument on appeal, excluding intermediate weekends and holidays, and (4) may dispense with the issuance of a written opinion in rendering its decision. Such appeal and decision shall not affect the right of the defendant, in a subsequent appeal from a judgment of conviction, to claim as error reversal by the trial court on remand of a ruling appealed from during trial.


Amendments

2009—Subsec. (b). Pub. L. 111–16, §4(1), substituted “fourteen days” for “ten days”.


Effective Date of 2009 Amendment


§8. Introduction of classified information

(a) Classification Status.—Writings, recordings, and photographs containing classified information may be admitted into evidence without change in their classification status.

(b) Precautions by Court.—The court, in order to prevent unnecessary disclosure of classified information involved in any criminal proceeding, may order admission into evidence of only part of a writing, recording, or photograph, or may order admission into evidence of the whole writing, recording, or photograph with excision of some or all of the classified information contained therein, unless the whole ought in fairness be considered.

(c) Taking of Testimony.—During the examination of a witness in any criminal proceeding, the United States may object to any question or line of inquiry that
may require the witness to disclose classified information not previously found to be admissible. Following such an objection, the court shall take such suitable action to determine whether the response is admissible as will safeguard against the compromise of any classified information. Such action may include requiring the United States to provide the court with a proffer of the witness’ response to the question or line of inquiry and requiring the defendant to provide the court with a proffer of the nature of the information he seeks to elicit.


§9. Security procedures

(a) Within one hundred and twenty days of the date of the enactment of this Act, the Chief Justice of the United States, in consultation with the Attorney General, the Director of National Intelligence, and the Secretary of Defense, shall prescribe rules establishing procedures for the protection against unauthorized disclosure of any classified information in the custody of the United States district courts, courts of appeal, or Supreme Court. Such rules, and any changes in such rules, shall be submitted to the appropriate committees of Congress and shall become effective forty-five days after such submission.

(b) Until such time as rules under subsection (a) first become effective, the Federal courts shall in each case involving classified information adapt procedures to protect against the unauthorized disclosure of such information.


References in Text

The date of the enactment of this Act, referred to in subsec. (a), means Oct. 15, 1980.

Amendments


Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of Title 50, War and National Defense.
Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out as an Effective Date of 2004 Amendment; Transition Provisions note under section 401 of Title 50, War and National Defense.


1. Purpose. The purpose of these procedures is to meet the requirements of Section 9(a) of the Classified Information Procedures Act of 1980, Pub. L. 96–456, 94 Stat. 2025, which in pertinent part provides that:

“...[T]he Chief Justice of the United States, in consultation with the Attorney General, the Director of Central Intelligence, and the Secretary of Defense, shall prescribe rules establishing procedures for the protection against unauthorized disclosure of any classified information in the custody of the United States district courts, courts of appeal, or Supreme Court. . . .”

These procedures apply in all proceedings in criminal cases involving classified information, and appeals therefrom, before the United States district courts, the courts of appeal and the Supreme Court.

2. Court Security Officer. In any proceeding in a criminal case or appeal therefrom in which classified information is within, or reasonably expected to be within, the custody of the court, the court shall designate a court security officer. The Attorney General or the Department of Justice Security Officer, with the concurrence of the head of the agency or agencies from which the classified information originates, or their representatives, shall recommend to the court persons qualified to serve as court security officer. The court security officer shall be selected from among those persons so recommended.

The court security officer shall be an individual with demonstrated competence in security matters, and shall, prior to designation, have been certified to the court in writing by the Department of Justice Security Officer as cleared for the level and category of classified information that will be involved. The court security officer may be an employee of the Executive Branch of the Government detailed to the court for this purpose. One or more alternate court security officers, who have been recommended and cleared in the manner specified above, may be designated by the court as required.

The court security officer shall be responsible to the court for document, physical, personnel and communications security, and shall take measures reasonably necessary to fulfill these responsibilities. The court security officer shall notify the
court and the Department of Justice Security Officer of any actual, attempted, or potential violation of security procedures.

3. Secure Quarters. Any in camera proceeding—including a pretrial conference, motion hearing, or appellate hearing—concerning the use, relevance, or admissibility of classified information, shall be held in secure quarters recommended by the court security officer and approved by the court.

The secure quarters shall be located within the Federal courthouse, unless it is determined that none of the quarters available in the courthouse meets, or can reasonably be made equivalent to, security requirements of the Executive Branch applicable to the level and category of classified information involved. In that event, the court shall designate the facilities of another United States Government agency, recommended by the court security officer, which is located within the vicinity of the courthouse, as the site of the proceedings.

The court security officer shall make necessary arrangements to ensure that the applicable Executive Branch standards are met and shall conduct or arrange for such inspection of the quarters as may be necessary. The court security officer shall, in consultation with the United States Marshal, arrange for the installation of security devices and take such other measures as may be necessary to protect against any unauthorized access to classified information. All of the aforementioned activity shall be conducted in a manner which does not interfere with the orderly proceedings of the court. Prior to any hearing or other proceeding, the court security officer shall certify in writing to the court that the quarters are secure.

4. Personnel Security—Court Personnel. No person appointed by the court or designated for service therein shall be given access to any classified information in the custody of the court, unless such person has received a security clearance as provided herein and unless access to such information is necessary for the performance of an official function. A security clearance for justices and judges is not required, but such clearance shall be provided upon the request of any judicial officer who desires to be cleared.

The court shall inform the court security officer or the attorney for the government of the names of court personnel who may require access to classified information. That person shall then notify the Department of Justice Security Officer, who shall promptly make arrangements to obtain any necessary security clearances and shall approve such clearances under standards of the Executive Branch applicable to the level and category of classified information involved. The Department of Justice Security Officer shall advise the court in writing when the necessary security clearances have been obtained.

If security clearances cannot be obtained promptly, personnel in the Executive Branch having the necessary clearances may be temporarily assigned to assist the
court. If a proceeding is required to be recorded and an official court reporter having the necessary security clearance is unavailable, the court may request the court security officer or the attorney for the government to have a cleared reporter from the Executive Branch designated to act as reporter in the proceedings. The reporter so designated shall take the oath of office as prescribed by 28 U.S.C. §753(a).

Justices, judges and cleared court personnel shall not disclose classified information to anyone who does not have a security clearance and who does not require the information in the discharge of an official function. However, nothing contained in these procedures shall preclude a judge from discharging his official duties, including giving appropriate instructions to the jury.

Any problem of security involving court personnel or persons acting for the court shall be referred to the court for appropriate action.

5. **Persons Acting for the Defendant.** The government may obtain information by any lawful means concerning the trustworthiness of persons associated with the defense and may bring such information to the attention of the court for the court’s consideration in framing an appropriate protective order pursuant to Section 3 of the Act.

6. **Jury.** Nothing contained in these procedures shall be construed to require an investigation or security clearance of the members of the jury or interfere with the functions of a jury, including access to classified information introduced as evidence in the trial of a case.

After a verdict has been rendered by a jury, the trial judge should consider a government request for a cautionary instruction to jurors regarding the release or disclosure of classified information contained in documents they have reviewed during the trial.

7. **Custody and Storage of Classified Materials.**

a. **Materials Covered.** These security procedures apply to all papers, documents, motions, pleadings, briefs, notes, records of statements involving classified information, notes relating to classified information taken during in camera proceedings, orders, affidavits, transcripts, untranscribed notes of a court reporter, magnetic recordings, or any other submissions or records which contain classified information as the term is defined in Section 1(a) of the Act, and which are in the custody of the court. This includes, but is not limited to (1) any motion made in connection with a pretrial conference held pursuant to Section 2 of the Act, (2) written statements submitted by the United States pursuant to Section 4 of the Act, (3) any written statement or written notice submitted to the court by the defendant pursuant to Section 5(a) of the Act, (4) any petition or written
motion made pursuant to Section 6 of the Act, (5) any description of, or reference to, classified information contained in papers filed in an appeal, pursuant to Section 7 of the Act and (6) any written statement provided by the United States or by the defendant pursuant to Section 8(c) of the Act.

b. Safekeeping. Classified information submitted to the court shall be placed in the custody of the court security officer who shall be responsible for its safekeeping. When not in use, the court security officer shall store all classified materials in a safe or safe-type steel file container with built-in, dial-type, three position, changeable combinations which conform to the General Services Administration standards for security containers. Classified information shall be segregated from other information unrelated to the case at hand by securing it in a separate security container. If the court does not possess a storage container which meets the required standards, the necessary storage container or containers are to be supplied to the court on a temporary basis by the appropriate Executive Branch agency as determined by the Department of Justice Security Officer. Only the court security officer and alternate court security officer(s) shall have access to the combination and the contents of the container unless the court, after consultation with the security officer, determines that a cleared person other than the court security officer may also have access.

For other than temporary storage (e.g., brief court recess), the court security officer shall insure that the storage area in which these containers shall be located meets Executive Branch standards applicable to the level and category of classified information involved. The secure storage area may be located within either the Federal courthouse or the facilities of another United States Government agency.

(c) Transmittal of Classified Information. During the pendency of a trial or appeal, classified materials stored in the facilities of another United States Government agency shall be transmitted in the manner prescribed by the Executive Branch security regulations applicable to the level and category of classified information involved. A trust receipt shall accompany all classified materials transmitted and shall be signed by the recipient and returned to the court security officer.

8. Operating Routine.

a. Access to Court Records. Court personnel shall have access to court records only as authorized. Access to classified information by court personnel shall be limited to the minimum number of cleared persons necessary for operating purposes. Access includes presence at an in camera hearing or any other proceeding during which classified information may be disclosed. Arrangements for access to classified information in the custody of the court by court personnel and persons acting for the defense shall be approved in advance by the court, which may issue a protective order concerning such access.
Except as otherwise authorized by a protective order, persons acting for the defendant will not be given custody of classified information provided by the government. They may, at the discretion of the court, be afforded access to classified information provided by the government in secure quarters which have been approved in accordance with §3 of these procedures, but such classified information shall remain in the control of the court security officer.

b. *Telephone Security.* Classified information shall not be discussed over standard commercial telephone instruments or office intercommunication systems.

c. *Disposal of Classified Material.* The court security officer shall be responsible for the secure disposal of all classified materials which are not otherwise required to be retained.


a. *Classification Markings.* The court security officer, after consultation with the attorney for the government, shall be responsible for the marking of all court documents containing classified information with the appropriate level of classification and for indicating thereon any special access controls that also appear on the face of the document from which the classified information was obtained or that are otherwise applicable.

Every document filed by the defendant in the case shall be filed under seal and promptly turned over to the court security officer. The court security officer shall promptly examine the document and, in consultation with the attorney for the government or representative of the appropriate agency, determine whether it contains classified information. If it is determined that the document does contain classified information, the court security officer shall ensure that it is marked with the appropriate classification marking. If it is determined that the document does not contain classified information, it shall be unsealed and placed in the public record. Upon the request of the government, the court may direct that any document containing classified information shall thereafter be protected in accordance with §7 of these procedures.

b. *Accountability System.* The court security officer shall be responsible for the establishment and maintenance of a control and accountability system for all classified information received by or transmitted from the court.

10. *Transmittal of the Record on Appeal.* The record on appeal, or any portion thereof, which contains classified information shall be transmitted to the court of appeals or to the Supreme Court in the manner specified in §7(c) of these procedures.
11. **Final Disposition.** Within a reasonable time after all proceedings in the case have been concluded, including appeals, the court shall release to the court security officer all materials containing classified information. The court security officer shall then transmit them to the Department of Justice Security Officer who shall consult with the originating agency to determine the appropriate disposition of such materials. Upon the motion of the government, the court may order the return of the classified documents and materials to the department or agency which originated them. The materials shall be transmitted in the manner specified in §7(c) of these procedures and shall be accompanied by the appropriate accountability records required by §9(b) of these procedures.

12. **Expenses.** Expenses of the United States Government which arise in connection with the implementation of these procedures shall be borne by the Department of Justice or other appropriate Executive Branch agency.

13. **Interpretation.** Any question concerning the interpretation of any security requirement contained in these procedures shall be resolved by the court in consultation with the Department of Justice Security Officer and the appropriate Executive Branch agency security officer.

14. **Term.** These procedures shall remain in effect until modified in writing by The Chief Justice after consultation with the Attorney General of the United States, the Director of Central Intelligence, and the Secretary of Defense.

15. **Effective Date.** These procedures shall become effective forty-five days after the date of submission to the appropriate Congressional Committees, as required by the Act.

Issued this 12th day of February, 1981, after taking into account the views of the Attorney General of the United States, the Director of Central Intelligence, and the Secretary of Defense, as required by law.

Warren E. Burger

*Chief Justice of the United States*

---

§9A. **Coordination requirements relating to the prosecution of cases involving classified information**

(a) Briefings Required.—The Assistant Attorney General for the Criminal Division or the Assistant Attorney General for National Security, as appropriate, and the appropriate United States attorney, or the designees of such officials, shall provide briefings to the senior agency official, or the designee of such official,
with respect to any case involving classified information that originated in the
agency of such senior agency official.

(b) Timing of Briefings.—Briefings under subsection (a) with respect to a case
shall occur—

(1) as soon as practicable after the Department of Justice and the United States
attorney concerned determine that a prosecution or potential prosecution could
result; and

(2) at such other times thereafter as are necessary to keep the senior agency
official concerned fully and currently informed of the status of the prosecution.

(c) Senior Agency Official Defined.—In this section, the term “senior agency
official” has the meaning given that term in section 1.1 of Executive Order No.
12958.

Stat. 248.)

References in Text

Executive Order No. 12958, referred to in subsec. (c), which was set out as a note
under section 435 of Title 50, War and National Defense, was revoked by Ex. Ord.
No. 13526, §6.2(g), Dec. 29, 2009, 75 F.R. 731.

Amendments

2006—Subsec. (a). Pub. L. 109–177 inserted “or the Assistant Attorney General
for National Security, as appropriate,” after “Assistant Attorney General for the
Criminal Division”.

§10. Identification of information related to the
national defense

In any prosecution in which the United States must establish that material relates
to the national defense or constitutes classified information, the United States
shall notify the defendant, within the time before trial specified by the court, of
the portions of the material that it reasonably expects to rely upon to establish
the national defense or classified information element of the offense.

§11. Amendments to the Act

Sections 1 through 10 of this Act may be amended as provided in section 2076, title 28, United States Code.


§12. Attorney General guidelines

(a) Within one hundred and eighty days of enactment of this Act, the Attorney General shall issue guidelines specifying the factors to be used by the Department of Justice in rendering a decision whether to prosecute a violation of Federal law in which, in the judgment of the Attorney General, there is a possibility that classified information will be revealed. Such guidelines shall be transmitted to the appropriate committees of Congress.

(b) When the Department of Justice decides not to prosecute a violation of Federal law pursuant to subsection (a), an appropriate official of the Department of Justice shall prepare written findings detailing the reasons for the decision not to prosecute. The findings shall include—

(1) the intelligence information which the Department of Justice officials believe might be disclosed,

(2) the purpose for which the information might be disclosed,

(3) the probability that the information would be disclosed, and

(4) the possible consequences such disclosure would have on the national security.


References in Text


§13. Reports to Congress

(a) Consistent with applicable authorities and duties, including those conferred by the Constitution upon the executive and legislative branches, the Attorney General shall report orally or in writing semiannually to the Permanent Select Committee on Intelligence of the United States House of Representatives, the Select Committee on Intelligence of the United States Senate, and the chairmen and ranking minority members of the Committees on the Judiciary of the Senate...
and House of Representatives on all cases where a decision not to prosecute a violation of Federal law pursuant to section 12(a) has been made.

(b) In the case of the semiannual reports (whether oral or written) required to be submitted under subsection (a) to the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate, the submittal dates for such reports shall be as provided in section 507 of the National Security Act of 1947.

(c) The Attorney General shall deliver to the appropriate committees of Congress a report concerning the operation and effectiveness of this Act and including suggested amendments to this Act. For the first three years this Act is in effect, there shall be a report each year. After three years, such reports shall be delivered as necessary.


References in Text

Section 507 of the National Security Act of 1947, referred to in subsec. (b), is classified to section 415b of Title 50, War and National Defense.

Amendments

2002—Subsecs. (b), (c). Pub. L. 107–306 added subsec. (b) and redesignated former subsec. (b) as (c).

§14. Functions of Attorney General may be exercised by Deputy Attorney General, the Associate Attorney General, or a designated Assistant Attorney General

The functions and duties of the Attorney General under this Act may be exercised by the Deputy Attorney General, the Associate Attorney General, or by an Assistant Attorney General designated by the Attorney General for such purpose and may not be delegated to any other official.


Amendments

1988—Pub. L. 100–690 inserted „, the Associate Attorney General,” after “Deputy Attorney General”.

-------------------------------------
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§15. Effective date

The provisions of this Act shall become effective upon the date of the enactment of this Act, but shall not apply to any prosecution in which an indictment or information was filed before such date.


References in Text

The date of the enactment of this Act, referred to in text, means Oct. 15, 1980.

§16. Short title

That this Act may be cited as the “Classified Information Procedures Act”.

Title 22: Foreign Relations and Intercourse
Statutes Relevant to U.S. Intelligence Law

Table of Contents

- CHAPTER 6: FOREIGN DIPLOMATIC AND CONSULAR OFFICERS
- CHAPTER 23: PROTECTION OF CITIZENS ABROAD
- CHAPTER 32: FOREIGN ASSISTANCE
- CHAPTER 61: ANTI-TERRORISM—PLO
- CHAPTER 64: UNITED STATES RESPONSE TO TERRORISM AFFECTING AMERICANS ABROAD
- CHAPTER 71: UNITED STATES INTERNATIONAL BROADCASTING
- CHAPTER 80: DIPLOMATIC TELECOMMUNICATIONS SERVICE PROGRAM OFFICE (DTS-PO)
- CHAPTER 89: ADVANCING DEMOCRATIC VALUES

Page 967
CHAPTER 6—FOREIGN DIPLOMATIC AND CONSULAR OFFICERS

22 USC § 254a. Definitions

As used in this Act—

(1) the term “members of a mission” means—

(A) the head of a mission and those members of a mission who are members of the diplomatic staff or who, pursuant to law, are granted equivalent privileges and immunities,

(B) members of the administrative and technical staff of a mission, and

(C) members of the service staff of a mission,

as such terms are defined in Article 1 of the Vienna Convention;

(2) the term “family” means—

(A) the members of the family of a member of a mission described in paragraph (1)(A) who form part of his or her household if they are not nationals of the United States, and

(B) the members of the family of a member of a mission described in paragraph (1)(B) who form part of his or her household if they are not nationals or permanent residents of the United States,

within the meaning of Article 37 of the Vienna Convention;

(3) the term “mission” includes missions within the meaning of the Vienna Convention and any missions representing foreign governments, individually or collectively, which are extended the same privileges and immunities, pursuant to law, as are enjoyed by missions under the Vienna Convention; and

Short Title

Pub. L. 95-393, §1, Sept. 30, 1978, 92 Stat. 808, provided that: “This Act [enacting this section, sections 254b to 254e of this title, and section 1364 of Title 28, Judiciary and Judicial Procedure, amending sections 1251 and 1351 of Title 28, repealing sections 252 to 254 of this title, and enacting provisions set out as a note under this section] may be cited as the ‘Diplomatic Relations Act’.”

22 USC § 254b. Privileges and immunities of mission of nonparty to Vienna Convention

With respect to a nonparty to the Vienna Convention, the mission, the members of the mission, their families, and diplomatic couriers shall enjoy the privileges and immunities specified in the Vienna Convention.

22 USC § 254c. Extension of more favorable or less favorable treatment than provided under Vienna Convention; authority of President

The President may, on the basis of reciprocity and under such terms and conditions as he may determine, specify privileges and immunities for the mission, the members of the mission, their families, and the diplomatic couriers which result in more favorable treatment or less favorable treatment than is provided under the Vienna Convention.

Ex. Ord. No. 12101. Delegation of Functions to Secretary of State Respecting Privileges and Immunities for Diplomatic Missions and Personnel


By the authority vested in me as President of the United States of America by the Diplomatic Relations Act (Public Law 95–393, 92 Stat. 808; 22 U.S.C. 254a et seq.) and Section 301 of Title 3 of the United States Code, in order to implement the liability insurance and other requirements relating to diplomatic personnel, I
hereby designate and empower the Secretary of State to perform, without the approval, ratification, or other action of the President, the functions vested or to be vested in the President by Section 4 of Diplomatic Relations Act (92 Stat. 809; 22 U.S.C. 254c).

22 USC § 254c–1. Policy toward certain agents of foreign governments

(a) It is the sense of the Congress that the numbers, status, privileges and immunities, travel, accommodations, and facilities within the United States of official representatives to the United States of any foreign government that engages in intelligence activities within the United States harmful to the national security of the United States should not exceed the respective numbers, status, privileges and immunities, travel accommodations, and facilities within such country of official representatives of the United States to such country.

(b) Omitted.

(Pub. L. 98–618, title VI, §601(a), (b), Nov. 8, 1984, 98 Stat. 3303.)

Codification

Subsec. (b) of this section, which required the President to prepare and transmit to the Committee on Foreign Relations and Select Committee on Intelligence of the Senate and the Committee on Foreign Affairs and Permanent Select Committee on Intelligence of the House of Representatives a report on the numbers, status, privileges and immunities, travel, accommodations, and facilities within the United States of official representatives to the United States of any foreign government that engages in intelligence activities within the United States harmful to the national security of the United States and the respective numbers, status, privileges and immunities, travel, accommodations, and facilities within such country of official representatives of the United States to such country, and any action which may have been taken with respect thereto, terminated, effective May 15, 2000, pursuant to section 3003 of Pub. L. 104–66, as amended, set out as a note under section 1113 of Title 31, Money and Finance. See, also, page 33 of House Document No. 103–7.

22 USC § 254d. Dismissal on motion of action against individual entitled to immunity

Any action or proceeding brought against an individual who is entitled to immunity with respect to such action or proceeding under the Vienna Convention on Diplomatic Relations, under section 254b or 254c of this title, or under any other laws extending diplomatic privileges and immunities, shall be dismissed.
Such immunity may be established upon motion or suggestion by or on behalf of the individual, or as otherwise permitted by law or applicable rules of procedure.

CHAPTER 23—PROTECTION OF CITIZENS ABROAD

22 USC § 1731. Protection to naturalized citizens abroad

All naturalized citizens of the United States while in foreign countries are entitled to and shall receive from this Government the same protection of persons and property which is accorded to native-born citizens.

(R.S. §2000.)

Codification


Section was formerly classified to section 903a of Title 8, Aliens and Nationality.

Equitable Treatment by United States of Its Citizens Living Abroad


“(1) United States citizens living abroad should be provided fair and equitable treatment by the United States Government with regard to taxation, citizenship of progeny, veterans’ benefits, voting rights, Social Security benefits, and other obligations, rights, and benefits; and

“(2) United States statutes and regulations should be designed so as not to create competitive disadvantage for individual American citizens living abroad or working in international markets.”

22 USC § 1732. Release of citizens imprisoned by foreign governments

Whenever it is made known to the President that any citizen of the United States has been unjustly deprived of his liberty by or under the authority of any foreign government, it shall be the duty of the President forthwith to demand of that government the reasons of such imprisonment; and if it appears to be wrongful and in violation of the rights of American citizenship, the President shall forthwith demand the release of such citizen, and if the release so demanded is unreasonably delayed or refused, the President shall use such means, not
amounting to acts of war and not otherwise prohibited by law, as he may think
necessary and proper to obtain or effectuate the release; and all the facts and
proceedings relative thereto shall as soon as practicable be communicated by the
President to Congress.


**Codification**


Section was formerly classified to section 903b of Title 8, Aliens and Nationality.

**Amendments**

1989—Pub. L. 101–222 inserted “and not otherwise prohibited by law” after “acts
of war”.

**Release of American Hostages in Iran**

For Executive Order provisions relating to the release of the American hostages
in Iran, see Ex. Ord. Nos. 12276 to 12285, Jan. 19, 1981, 46 F.R. 7913 to 7932,
listed in a table under section 1701 of Title 50, War and National Defense.
CHAPTER 32—FOREIGN ASSISTANCE

SUBCHAPTER I—INTERNATIONAL DEVELOPMENT

Part VIII—International Narcotics Control

22 USC § 2291. Policy, general authorities, coordination, foreign police actions, definitions, and other provisions

(a) Policy and general authorities

(1) Statements of policy

(A) International narcotics trafficking poses an unparalleled transnational threat in today's world, and its suppression is among the most important foreign policy objectives of the United States.

(B) Under the Single Convention on Narcotic Drugs, 1961, and under the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances, the parties are required to criminalize certain drug-related activities, provide appropriately severe penalties, and cooperate in the extradition of accused offenders.

(C) International narcotics control programs should include, as priority goals, the suppression of the illicit manufacture of and trafficking in narcotic and psychotropic drugs, money laundering, and precursor chemical diversion, and the progressive elimination of the illicit cultivation of the crops from which narcotic and psychotropic drugs are derived.

(D) International criminal activities, particularly international narcotics trafficking, money laundering, and corruption, endanger political and economic stability and democratic development, and assistance for the prevention and suppression of international criminal activities should be a priority for the United States.

(E) The international community should provide assistance, where appropriate, to those producer and transit countries which require assistance in discharging these primary obligations.

(F) The objective of the United States in dealing with the problem of international money laundering is to ensure that countries adopt comprehensive domestic measures against money laundering and cooperate with each other in narcotics money laundering investigations, prosecutions, and related forfeiture actions.
(G) Effective international cooperation is necessary to control the illicit cultivation, production, and smuggling of, trafficking in, and abuse of narcotic and psychotropic drugs.

(2) In order to promote such cooperation, the President is authorized to conclude agreements, including reciprocal maritime agreements, with other countries to facilitate control of the production, processing, transportation, and distribution of narcotics analgesics, including opium and its derivatives, other narcotic and psychotropic drugs, and other controlled substances.

(3) In order to promote international cooperation in combatting international trafficking in illicit narcotics, it shall be the policy of the United States to use its voice and vote in multilateral development banks to promote the development and implementation in the major illicit drug producing countries of programs for the reduction and eventual eradication of narcotic drugs and other controlled substances, including appropriate assistance in conjunction with effective programs of illicit crop eradication.

(4) Notwithstanding any other provision of law, the President is authorized to furnish assistance to any country or international organization, on such terms and conditions as he may determine, for the control of narcotic and psychotropic drugs and other controlled substances, or for other anticrime purposes.

(b) Coordination of all United States antinarcotics assistance to foreign countries

(1) Responsibility of Secretary of State

Consistent with chapter 1 of the National Narcotics Leadership Act of 1988, the Secretary of State shall be responsible for coordinating all assistance provided by the United States Government to support international efforts to combat illicit narcotics production or trafficking.

(2) Rule of construction

Nothing contained in this subsection or section 2291h(b) of this title shall be construed to limit or impair the authority or responsibility of any other Federal agency with respect to law enforcement, domestic security operations, or intelligence activities as defined in Executive Order 12333.

(c) Participation in foreign police actions

(1) Prohibition on effecting an arrest
No officer or employee of the United States may directly effect an arrest in any foreign country as part of any foreign police action with respect to narcotics control efforts, notwithstanding any other provision of law.

(2) Participation in arrest actions

Paragraph (1) does not prohibit an officer or employee of the United States, with the approval of the United States chief of mission, from being present when foreign officers are effecting an arrest or from assisting foreign officers who are effecting an arrest.

(3) Exception for exigent, threatening circumstances

Paragraph (1) does not prohibit an officer or employee from taking direct action to protect life or safety if exigent circumstances arise which are unanticipated and which pose an immediate threat to United States officers or employees, officers or employees of a foreign government, or members of the public.

(4) Exception for maritime law enforcement

With the agreement of a foreign country, paragraph (1) does not apply with respect to maritime law enforcement operations in the territorial sea or archipelagic waters of that country.

(5) Interrogations

No officer or employee of the United States may interrogate or be present during the interrogation of any United States person arrested in any foreign country with respect to narcotics control efforts without the written consent of such person.

(6) Exception for Status of Forces arrangements

This subsection does not apply to the activities of the United States Armed Forces in carrying out their responsibilities under applicable Status of Forces arrangements.

(d) Use of herbicides for aerial eradication

(1) Monitoring

The President, with the assistance of appropriate Federal agencies, shall monitor any use under this part of a herbicide for aerial eradication in order to determine the impact of such use on the environment and on the health of individuals.

(2) Annual reports
In the annual report required by section 2291h(a) of this title, the President shall report on the impact on the environment and the health of individuals of the use under this part of a herbicide for aerial eradication.

(3) Report upon determination of harm to environment or health

If the President determines that any such use is harmful to the environment or the health of individuals, the President shall immediately report that determination to the Committee on Foreign Affairs of the House of Representatives and the Committee on Foreign Relations of the Senate, together with such recommendations as the President deems appropriate.

(e) Definitions

For purposes of this part and other provisions of this chapter relating specifically to international narcotics matters—

(1) the term “legal and law enforcement measures” means—

(A) the enactment and implementation of laws and regulations or the implementation of existing laws and regulations to provide for the progressive control, reduction, and gradual elimination of the illicit cultivation, production, processing, transportation, and distribution of narcotic drugs and other controlled substances; and

(B) the effective organization, staffing, equipping, funding, and activation of those governmental authorities responsible for narcotics control;

(2) the term “major illicit drug producing country” means a country in which—

(A) 1,000 hectares or more of illicit opium poppy is cultivated or harvested during a year;

(B) 1,000 hectares or more of illicit coca is cultivated or harvested during a year; or

(C) 5,000 hectares or more of illicit cannabis is cultivated or harvested during a year, unless the President determines that such illicit cannabis production does not significantly affect the United States;
(3) the term “narcotic and psychotropic drugs and other controlled substances” has the same meaning as is given by any applicable international narcotics control agreement or domestic law of the country or countries concerned;

(4) the term “United States assistance” means—

(A) any assistance under this chapter (including programs under subpart IV of part II of this subchapter, relating to the Overseas Private Investment Corporation), other than—

(i) assistance under this part,

(ii) any other narcotics-related assistance under this subchapter (including part IV of subchapter II of this chapter), but any such assistance provided under this clause shall be subject to the prior notification procedures applicable to reprogrammings pursuant to section 2394–1 of this title,

(iii) disaster relief assistance, including any assistance under part IX of this subchapter,

(iv) assistance which involves the provision of food (including monetization of food) or medicine, and

(v) assistance for refugees;

(B) sales, or financing on any terms, under the Arms Export Control Act [22 U.S.C. 2751 et seq.];

(C) the provision of agricultural commodities, other than food, under the Food for Peace Act [7 U.S.C. 1691 et seq.]; and

(D) financing under the Export-Import Bank Act of 1945 [12 U.S.C. 635 et seq.];

(5) the term “major drug-transit country” means a country—

(A) that is a significant direct source of illicit narcotic or psychotropic drugs or other controlled substances significantly affecting the United States; or

(B) through which are transported such drugs or substances; and
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(6) the term “precursor chemical” has the same meaning as the term “listed chemical” has under paragraph (33) of section 802 of title 21;

(7) the term “major money laundering country” means a country whose financial institutions engage in currency transactions involving significant amounts of proceeds from international narcotics trafficking; and

(8) the term “appropriate congressional committees” means the Committee on Foreign Affairs and the Committee on Appropriations of the House of Representatives and the Committee on Foreign Relations and the Committee on Appropriations of the Senate.


References in Text


Executive Order Number 12333, referred to in subsec. (b)(2), is set out as a note under section 401 of Title 50, War and National Defense.


The Food for Peace Act, referred to in subsec. (e)(4)(C), is act July 10, 1954, ch. 469, 68 Stat. 454, which is classified principally to chapter 41 (§1691 et seq.) of Title 7, Agriculture. For complete classification of this Act to the Code, see Short Title note set out under section 1691 of Title 7 and Tables.

The Export-Import Bank Act of 1945, referred to in subsec. (e)(4)(D), is act July 31, 1945, ch. 341, 59 Stat. 526, as amended, which is classified generally to subchapter I (§635 et seq.) of chapter 6A of Title 12, Banks and Banking. For complete classification of this Act to the Code, see Short Title note set out under section 635 of Title 12 and Tables.

22 USC § 2291–4. Official immunity for authorized employees and agents of United States and foreign countries engaged in interdiction of aircraft used in illicit drug trafficking

(a) Employees and agents of foreign countries

Notwithstanding any other provision of law, it shall not be unlawful for authorized employees or agents of a foreign country (including members of the armed forces of that country) to interdict or attempt to interdict an aircraft in that country’s territory or airspace if—

(1) that aircraft is reasonably suspected to be primarily engaged in illicit drug trafficking; and

(2) the President of the United States has, during the 12-month period ending on the date of the interdiction, certified to Congress with respect to that country that—

(A) interdiction is necessary because of the extraordinary threat posed by illicit drug trafficking to the national security of that country; and

(B) the country has appropriate procedures in place to protect against innocent loss of life in the air and on the ground in connection with interdiction, which
shall at a minimum include effective means to identify and warn an aircraft before the use of force directed against the aircraft.

(b) Employees and agents of United States

Notwithstanding any other provision of law, it shall not be unlawful for authorized employees or agents of the United States (including members of the Armed Forces of the United States) to provide assistance for the interdiction actions of foreign countries authorized under subsection (a) of this section. The provision of such assistance shall not give rise to any civil action seeking money damages or any other form of relief against the United States or its employees or agents (including members of the Armed Forces of the United States).

(c) Annual report

(1) Except as provided in paragraph (2), not later than February 1 each year, the President shall submit to Congress a report on the assistance provided under subsection (b) of this section during the preceding calendar year. Each report shall include for the calendar year covered by such report the following:

(A) A list specifying each country for which a certification referred to in subsection (a)(2) of this section was in effect for purposes of that subsection during any portion of such calendar year, including the nature of the illicit drug trafficking threat to each such country.

(B) A detailed explanation of the procedures referred to in subsection (a)(2)(B) of this section in effect for each country listed under subparagraph (A), including any training and other mechanisms in place to ensure adherence to such procedures.

(C) A complete description of any assistance provided under subsection (b) of this section.

(D) A summary description of the aircraft interception activity for which the United States Government provided any form of assistance under subsection (b) of this section.

(2) In the case of a report required to be submitted under paragraph (1) to the congressional intelligence committees (as defined in section 401a of title 50), the submittal date for such report shall be as provided in section 415b of title 50.

(3) Each report under paragraph (1) shall be submitted in unclassified form, but may include a classified annex.
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(d) Definitions

For purposes of this section:

(1) The terms “interdict” and “interdiction”, with respect to an aircraft, mean to damage, render inoperative, or destroy the aircraft.

(2) The term “illicit drug trafficking” means illicit trafficking in narcotic drugs, psychotropic substances, and other controlled substances, as such activities are described by any international narcotics control agreement to which the United States is a signatory, or by the domestic law of the country in whose territory or airspace the interdiction is occurring.

(3) The term “assistance” includes operational, training, intelligence, logistical, technical, and administrative assistance.


22 USC § 2291–5. Provision of nonlethal equipment to foreign law enforcement organizations for cooperative illicit narcotics control activities

(a) In general

(1) Subject to paragraph (2), the Administrator of the Drug Enforcement Administration, in consultation with the Secretary of State, may transfer or lease each year nonlethal equipment to foreign law enforcement organizations for the purpose of establishing and carrying out cooperative illicit narcotics control activities.

(2)(A) The Administrator may transfer or lease equipment under paragraph (1) only if the equipment is not designated as a munitions item or controlled on the United States Munitions List pursuant to section 2778 of this title.

(B) The value of each piece of equipment transferred or leased under paragraph (1) may not exceed $100,000.

(b) Additional requirement

The Administrator shall provide for the maintenance and repair of any equipment transferred or leased under subsection (a) of this section.

(c) Notification requirement

____________________________________________
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Before the export of any item authorized for transfer under subsection (a) of this section, the Administrator shall provide written notice to the Committee on Foreign Relations of the Senate and the Committee on International Relations of the House of Representatives in accordance with the procedures applicable to reprogramming notifications under section 2394–1 of this title.

(d) Sense of Congress

It is the sense of Congress that—

(1) all United States law enforcement personnel serving in Mexico should be accredited the same status under the Vienna Convention on Diplomatic Immunity as other diplomatic personnel serving at United States posts in Mexico; and

(2) all Mexican narcotics law enforcement personnel serving in the United States should be accorded the same diplomatic status as Drug Enforcement Administration personnel serving in Mexico.


22 USC § 2291a. Authorization of appropriations

(a) Fiscal year authorization; availability of funds

(1) To carry out the purposes of section 2291 of this title, there are authorized to be appropriated to the President $147,783,000 for fiscal year 1993 and $171,500,000 for fiscal year 1994.

(2) Amounts appropriated under this subsection are authorized to remain available until expended.

(b) Procurement of weapons and ammunition

(1) Prohibition

Except as provided in paragraph (2), funds made available to carry out this part shall not be made available for the procurement of weapons or ammunition.

(2) Exceptions

Paragraph (1) shall not apply with respect to funds for the procurement of—

(A) weapons or ammunition provided only for the defensive arming of aircraft used for narcotics-related purposes, or
(B) firearms and related ammunition provided only for defensive purposes to employees or contract personnel of the Department of State engaged in activities under this part,

if, at least 15 days before obligating those funds, the President notifies the appropriate congressional committees in accordance with the procedures applicable to reprogramming notifications under section 2394–1 of this title.

(c) Contributions and reimbursement

(1) To ensure local commitment to the activities assisted under this part, a country receiving assistance under this part should bear an appropriate share of the costs of any narcotics control program, project, or activity for which such assistance is to be provided. A country may bear such costs on an “in kind” basis.

(2)(A) The President is authorized to accept contributions from foreign governments to carry out the purposes of this part. Such contributions shall be deposited as an offsetting collection to the applicable appropriation account and may be used under the same terms and conditions as funds appropriated pursuant to this part.

(B) At the time of submission of the annual congressional presentation documents required by section 2394(a) of this title, the President shall provide a detailed report on any contributions received in the preceding fiscal year, the amount of such contributions, and the purposes for which such contributions were used.

(3) The President is authorized to provide assistance under this part on a reimbursable basis. Such reimbursements shall be deposited as an offsetting collection to the applicable appropriation and may be used under the same terms and conditions as funds appropriated pursuant to this part.

(d) Administrative assistance

(1) Except as provided in paragraph (2), personnel funded pursuant to this section are authorized to provide administrative assistance to personnel assigned to the bureau designated by the Secretary of State to replace the Bureau for International Narcotics Matters.

(2) Paragraph (1) shall not apply to the extent that it would result in a reduction in funds available for antinarcotics assistance to foreign countries.

(e) Advance notification of transfer of seized assets
The President shall notify the appropriate congressional committees at least 10
days prior to any transfer by the United States Government to a foreign country
for narcotics control purposes of any property or funds seized by or otherwise
forfeited to the United States Government in connection with narcotics-related
activity.

(f) Treatment of funds

Funds transferred to and consolidated with funds appropriated pursuant to this
part may be made available on such terms and conditions as are applicable to
funds appropriated pursuant to this part. Funds so transferred or consolidated
shall be apportioned directly to the bureau within the Department of State
responsible for administering this part.

(g) Excess property

For purposes of this part, the Secretary of State may use the authority of section
2358 of this title, without regard to the restrictions of such section, to receive
nonlethal excess property from any agency of the United States Government for
the purpose of providing such property to a foreign government under the same
terms and conditions as funds authorized to be appropriated for the purposes of
this part.

94–329, title V, §504(a), June 30, 1976, 90 Stat. 764; Pub. L. 95–92, §3, Aug. 4,
§3(a), Oct. 29, 1979, 93 Stat. 701; Pub. L. 96–533, title IV, §402(a), (b), Dec. 16,
103–447, title I, §101(c), Nov. 2, 1994, 108 Stat. 4692; Pub. L. 104–164, title I,
§131(b), (c), July 21, 1996, 110 Stat. 1429.)

Amendments
22 USC § 2291b. Prohibition on use of foreign assistance for reimbursements for drug crop eradications

Funds made available to carry out this chapter may not be used to reimburse persons whose illicit drug crops are eradicated.


22 USC § 2291c. Requirements relating to aircraft and other equipment

(a) Retention of title to aircraft

(1) In general

(A) Except as provided in paragraph (2), any aircraft made available to a foreign country under this part, or made available to a foreign country primarily for narcotics-related purposes under any other provision of law, shall be provided only on a lease or loan basis.

(B) Subparagraph (A) applies to aircraft made available at any time after October 27, 1986 (which was the date of enactment of the International Narcotics Control Act of 1986).

(2) Exceptions

(A) Paragraph (1) shall not apply to the extent that—

(i) the application of that paragraph with respect to particular aircraft would be contrary to the national interest of the United States; and

(ii) the President notifies the appropriate congressional committees in accordance with the procedures applicable to reprogramming notifications under section 2394–1 of this title.

(B) Paragraph (1) does not apply with respect to aircraft made available to a foreign country under any provision of law that authorizes property that has been civilly or criminally forfeited to the United States to be made available to foreign countries.
(3) Assistance for leasing of aircraft

(A) For purposes of satisfying the requirement of paragraph (1), funds made available for the “Foreign Military Financing Program” under section 23 of the Arms Export Control Act [22 U.S.C. 2763] may be used to finance the leasing of aircraft under chapter 6 of that Act [22 U.S.C. 2796 et seq.].

(B) Section 61(a)(3) of that Act [22 U.S.C. 2796(a)(3)] shall not apply with respect to leases so financed; rather the entire cost of any such lease (including any renewals) shall be an initial, one-time payment of the amount which would be the sales price for the aircraft if they were sold under section 21(a)(1)(B) or section 22 of that Act [22 U.S.C. 2761(a)(1)(B), 2762] (as appropriate).

(C) To the extent that aircraft so leased were acquired under chapter 5 of that Act [22 U.S.C. 2795 et seq.], funds used pursuant to this paragraph to finance such leases shall be credited to the Special Defense Acquisition Fund under chapter 5 of that Act (excluding the amount of funds that reflects the charges described in section 21(e)(1) of that Act [22 U.S.C. 2761(e)(1)]). The funds described in the parenthetical clause of the preceding sentence shall be available for payments consistent with sections 37(a) and 43(b) of that Act [22 U.S.C. 2777(a), 2792(b)].

(b) Permissible uses of aircraft and other equipment

The President shall take all reasonable steps to ensure that aircraft and other equipment made available to foreign countries under this part are used only in ways that are consistent with the purposes for which such equipment was made available.

(c) Reports

In the reports submitted pursuant to section 2291h(a) of this title, the President shall discuss—

(1) any evidence indicating misuse by a foreign country of aircraft or other equipment made available under this part, and

(2) the actions taken by the United States Government to prevent future misuse of such equipment by that foreign country.


References in Text

Codification

The text of subsecs. (a) and (b) of section 2291h of this title, which were redesignated as subsecs. (b) and (c) of this section by Pub. L. 102–583, §4(f)(2)(D), was based on section 489(a) and (b) of Pub. L. 87–195, pt. I, as added Pub. L. 100–690, title IV, §4507, Nov. 18, 1988, 102 Stat. 4286; amended Pub. L. 102–583, §4(f)(2)(B), (C), Nov. 2, 1992, 106 Stat. 4917.

22 USC § 2291d. Records of aircraft use

(a) Requirement to maintain records

The President shall maintain detailed records on the use of any aircraft made available to a foreign country under this part, including aircraft made available before October 27, 1986.

(b) Congressional access to records

The President shall make the records maintained pursuant to subsection (a) of this section available to the Congress upon a request of the Chairman of the Committee on Foreign Affairs of the House of Representatives or the Chairman of the Committee on Foreign Relations of the Senate.


22 USC § 2291e. Reallocation of funds withheld from countries which fail to take adequate steps to halt illicit drug production or trafficking

If any funds authorized to be appropriated for any fiscal year for assistance under this chapter are not used for assistance for the country for which those funds were allocated because of the requirements of section 2291j of this title or any other provision of law requiring the withholding of assistance for countries that have not taken adequate steps to halt illicit drug production or trafficking, the
President shall use those funds for additional assistance for those countries which have met their illicit drug eradication targets or have otherwise taken significant steps to halt illicit drug production or trafficking, as follows:

(1) International narcotics control assistance

Those funds may be transferred to and consolidated with the funds appropriated to carry out this part in order to provide additional narcotics control assistance for those countries. Funds transferred under this paragraph may only be used to provide increased funding for activities previously justified to the Congress. Transfers may be made under this paragraph without regard to the 20-percent increase limitation contained in section 2360(a) of this title. This paragraph does not apply with respect to funds made available for assistance under the Arms Export Control Act [22 U.S.C. 2751 et seq.].

(2) Other assistance

Any such funds not used under paragraph (1) shall be reprogrammed within the account for which they were appropriated (subject to the regular reprogramming procedures under section 2394–1 of this title) in order to provide additional assistance for those countries.

(22 USC § 2291f. Prohibition on assistance to drug traffickers)

(a) Prohibition

The President shall take all reasonable steps to ensure that assistance under this chapter and the Arms Export Control Act [22 U.S.C. 2751 et seq.] is not provided to or through any individual or entity that the President knows or has reason to believe—

(1) has been convicted of a violation of, or a conspiracy to violate, any law or regulation of the United States, a State or the District of Columbia, or a foreign country relating to narcotic or psychotropic drugs or other controlled substances; or

(2) is or has been an illicit trafficker in any such controlled substance or is or has been a knowing assistor, abettor, conspirator, or colluder with others in the illicit trafficking in any such substance.
(b) Regulations

The President shall issue regulations specifying the steps to be taken in carrying out this section.

(c) Congressional review of regulations

Regulations issued pursuant to subsection (b) of this section shall be submitted to the Congress before they take effect.


22 USC § 2291g. Limitations on acquisition of real property and construction of facilities

(a) Acquisition of real property

(1) Prohibition

Funds made available to carry out this part may not be used to acquire (by purchase or other means) any land or other real property for use by foreign military, paramilitary, or law enforcement forces.

(2) Exception for certain leases

Paragraph (1) shall not apply to the acquisition of real property by lease of a duration not to exceed 2 years.

(b) Construction of facilities

(1) Limitation

Funds made available to carry out this part may not be used for construction of facilities for use by foreign military, paramilitary, or law enforcement forces unless, at least 15 days before obligating funds for such construction, the President notifies the appropriate congressional committees in accordance with procedures applicable to reprogramming notifications under section 2394–1 of this title.

(2) Exception

Paragraph (1) shall not apply to the construction of facilities which would require the obligation of less than $750,000 under this part.
22 USC § 2291h. Reporting requirements

(a) International narcotics control strategy report

Not later than March 1 of each year, the President shall transmit to the Speaker of the House of Representatives, and to the Committee on Foreign Relations of the Senate, a report containing the following:

(1) For each country that received assistance under this part for either of the 2 preceding fiscal years, a report on the extent to which the country has—

(A) met the goals and objectives of the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances, including action on such issues as illicit cultivation, production, distribution, sale, transport, and financing, and money laundering, asset seizure, extradition, mutual legal assistance, law enforcement and transit cooperation, precursor chemical control, and demand reduction;

(B) accomplished the goals described in an applicable bilateral narcotics agreement with the United States or a multilateral agreement; and

(C) taken legal and law enforcement measures to prevent and punish public corruption, especially by senior government officials, that facilitates the production, processing, or shipment of narcotic and psychotropic drugs and other controlled substances, or that discourages the investigation or prosecution of such acts.

(2)(A) A description of the policies adopted, agreements concluded, and programs implemented by the Department of State in pursuit of its delegated responsibilities for international narcotics control, including appropriate information on the status of negotiations between the United States and other countries on updated extradition treaties, mutual legal assistance treaties, precursor chemical controls, money laundering, and agreements pursuant to section 2015 of the International Narcotics Act of 1986 (relating to interdiction procedures for vessels of foreign registry).

(B) Information on multilateral and bilateral strategies with respect to money laundering pursued by the Department of State, the Department of Justice, the Department of the Treasury, and other relevant United States Government
agencies, either collectively or individually, to ensure the cooperation of foreign
governments with respect to narcotics-related money laundering and to
demonstrate that all United States Government agencies are pursuing a common
strategy with respect to major money laundering countries. The report shall
include specific detail to demonstrate that all United States Government agencies
are pursuing a common strategy with respect to achieving international
cooperation against money laundering and are pursuing a common strategy with
respect to major money laundering countries, including a summary of United
States objectives on a country-by-country basis.

(3) The identity of those countries which are—

(A) major illicit drug producing countries or major drug-transit countries as
determined under section 2291j(h) of this title;

(B) major sources of precursor chemicals used in the production of illicit
narcotics; or

(C) major money laundering countries.

(4) In addition, for each country identified pursuant to paragraph (3), the
following:

(A) A description of the plans, programs, and timetables adopted by such
country, including efforts to meet the objectives of the United Nations
Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances,
and a discussion of the adequacy of the legal and law enforcement measures
taken and the accomplishments achieved in accord with those plans.

(B) Whether as a matter of government policy or practice, such country
encourages or facilitates the illicit production or distribution of narcotic or
psychotropic drugs or other controlled substances or the laundering of proceeds
from illegal drug transactions; and whether any senior official of the government
of such country engages in, encourages, or facilitates the illicit production or
distribution of such drugs or substances, or the laundering of proceeds from
illegal drug transactions.

(5) In addition, for each country identified pursuant to paragraph (3)(A) or
(3)(B), a detailed status report, with such information as can be reliably obtained,
on the narcotic or psychotropic drugs or other controlled substances which are
being cultivated, produced, or processed in or transported through such country,
noting significant changes in conditions, such as increases or decreases in the illicit cultivation and manufacture of and traffic in such drugs and substances.

(6) In addition, for those countries identified pursuant to paragraph (3)(C)—

(A) which countries are parties to international agreements on a method for maintaining records of transactions of an established list of precursor and essential chemicals;

(B) which countries have established a procedure by which such records may be made available to United States law enforcement authorities; and

(C) which countries have enacted national chemical control legislation which would impose specific recordkeeping and reporting requirements for listed chemicals, establish a system of permits or declarations for imports and exports of listed chemicals, and authorize government officials to seize or suspend shipments of listed chemicals.

(7) In addition, for those countries identified pursuant to paragraph (3)(D) the following:

(A)(i) Which countries have financial institutions engaging in currency transactions involving international narcotics trafficking proceeds that include significant amounts of United States currency or currency derived from illegal drug sales in the United States or that otherwise significantly affect the United States;

(ii) which countries identified pursuant to clause (i) have not reached agreement with the United States authorities on a mechanism for exchanging adequate records in connection with narcotics investigations and proceedings; and

(iii) which countries identified pursuant to clause (ii)—

(I) are negotiating in good faith with the United States to establish such a record-exchange mechanism, or

(II) have adopted laws or regulations that ensure the availability to appropriate United States Government personnel and those of other governments of adequate records in connection with narcotics investigations and proceedings.

(B) Which countries—
(i) have ratified the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances and are taking steps to implement that Convention and other applicable agreements and conventions such as the recommendations of the Financial Action Task Force, the policy directive of the European Community, the legislative guidelines of the Organization of American States, and other similar declarations; and

(ii) have entered into bilateral agreements for the exchange of information on money-laundering with countries other than the United States.

(C) Findings on each country's adoption of law and regulations considered essential to prevent narcotics-related money laundering. Such findings shall include whether a country has—

(i) criminalized narcotics money laundering;

(ii) required banks and other financial institutions to know and record the identity of customers engaging in significant transactions, including the recording of large currency transactions at thresholds appropriate to that country's economic situation;

(iii) required banks and other financial institutions to maintain, for an adequate time, records necessary to reconstruct significant transactions through financial institutions in order to be able to respond quickly to information requests from appropriate government authorities in narcotics-related money laundering cases;

(iv) required or allowed financial institutions to report suspicious transactions;

(v) established systems for identifying, tracing, freezing, seizing, and forfeiting narcotics-related assets;

(vi) enacted laws for the sharing of seized narcotics assets with other governments;

(vii) cooperated, when requested, with appropriate law enforcement agencies of other governments investigating financial crimes related to narcotics; and

(viii) addressed the problem on international transportation of illegal-source currency and monetary instruments.
The report shall also detail instances of refusals to cooperate with foreign governments, and any actions taken by the United States Government and any international organization to address such obstacles, including the imposition of sanctions or penalties.

(8)(A) A separate section that contains the following:

(i) An identification of the five countries that exported the largest amount of pseudoephedrine, ephedrine, and phenylpropanolamine (including the salts, optical isomers, or salts of optical isomers of such chemicals, and also including any products or substances containing such chemicals) during the preceding calendar year.

(ii) An identification of the five countries that imported the largest amount of the chemicals described in clause (i) during the preceding calendar year and have the highest rate of diversion of such chemicals for use in the illicit production of methamphetamine (either in that country or in another country).

(iii) An economic analysis of the total worldwide production of the chemicals described in clause (i) as compared to the legitimate demand for such chemicals worldwide.

(B) The identification of countries that imported the largest amount of chemicals under subparagraph (A)(ii) shall be based on the following:

(i) An economic analysis that estimates the legitimate demand for such chemicals in such countries as compared to the actual or estimated amount of such chemicals that is imported into such countries.

(ii) The best available data and other information regarding the production of methamphetamine in such countries and the diversion of such chemicals for use in the production of methamphetamine.

(b) Annual reports on assistance

(1) In general

At the time that the report required by subsection (a) of this section is submitted each year, the Secretary of State, in consultation with appropriate United States Government agencies, shall report to the appropriate committees of the Congress on the assistance provided or proposed to be provided by the United States Government during the preceding fiscal year, the current fiscal year, and the next
fiscal year to support international efforts to combat illicit narcotics production or trafficking.

(2) **Information to be included**

Each report pursuant to this subsection shall—

(A) specify the amount and nature of the assistance provided or to be provided;

(B) include, for each country identified in subsection (a)(3)(A) of this section, information from the Drug Enforcement Administration, the Customs Service, and the Coast Guard describing in detail—

(i) the assistance provided or to be provided to such country by that agency, and

(ii) the assistance provided or to be provided to that agency by such country,

with respect to narcotic control efforts during the preceding fiscal year, the current fiscal year, and the next fiscal year; and

(C) list all transfers, which were made by the United States Government during the preceding fiscal year, to a foreign country for narcotics control purposes of any property seized by or otherwise forfeited to the United States Government in connection with narcotics-related activity, including an estimate of the fair market value and physical condition of each item of property transferred.


**22 USC § 2291j. Annual certification procedures**

(a) **Withholding of bilateral assistance and opposition to multilateral development assistance**

(1) **Bilateral assistance**

Fifty percent of the United States assistance allocated each fiscal year in the report required by section 2413 of this title for each major illicit drug producing country, major drug-transit country, or country identified pursuant to clause (i) or (ii) of section 2291h(a)(8)(A) of this title shall be withheld from obligation and expenditure, except as provided in subsection (b) of this section. This paragraph
shall not apply with respect to a country if the President determines that its application to that country would be contrary to the national interest of the United States, except that any such determination shall not take effect until at least 15 days after the President submits written notification of that determination to the appropriate congressional committees in accordance with the procedures applicable to reprogramming notifications under section 2394–1 of this title.

(2) Multilateral assistance

The Secretary of the Treasury shall instruct the United States Executive Director of each multilateral development bank to vote, on and after March 1 of each year, against any loan or other utilization of the funds of their respective institution to or for any major illicit drug producing country or major drug-transit country (as determined under subsection (h) of this section) or country identified pursuant to clause (i) or (ii) of section 2291h(a)(8)(A) of this title, except as provided in subsection (b) of this section. For purposes of this paragraph, the term “multilateral development bank” means the International Bank for Reconstruction and Development, the International Development Association, the Inter-American Development Bank, the Asian Development Bank, the African Development Bank, and the European Bank for Reconstruction and Development.

(b) Certification procedures

(1) What must be certified

Subject to subsection (d) of this section, the assistance withheld from a country pursuant to subsection (a)(1) of this section may be obligated and expended, and the requirement of subsection (a)(2) of this section to vote against multilateral development bank assistance to a country shall not apply, if the President determines and certifies to the Congress, at the time of the submission of the report required by section 2291h(a) of this title, that—

(A) during the previous year the country has cooperated fully with the United States, or has taken adequate steps on its own, to achieve full compliance with the goals and objectives established by the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances; or

(B) for a country that would not otherwise qualify for certification under subparagraph (A), the vital national interests of the United States require that the assistance withheld pursuant to subsection (a)(1) of this section be provided and that the United States not vote against multilateral development bank assistance for that country pursuant to subsection (a)(2) of this section.
(2) Considerations regarding cooperation

In making the determination described in paragraph (1)(A), the President shall consider the extent to which the country has—

(A) met the goals and objectives of the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances, including action on such issues as illicit cultivation, production, distribution, sale, transport and financing, and money laundering, asset seizure, extradition, mutual legal assistance, law enforcement and transit cooperation, precursor chemical control, and demand reduction;

(B) accomplished the goals described in an applicable bilateral narcotics agreement with the United States or a multilateral agreement; and

(C) taken legal and law enforcement measures to prevent and punish public corruption, especially by senior government officials, that facilitates the production, processing, or shipment of narcotic and psychotropic drugs and other controlled substances, or that discourages the investigation or prosecution of such acts.

(3) Information to be included in national interest certification

If the President makes a certification with respect to a country pursuant to paragraph (1)(B), the President shall include in such certification—

(A) a full and complete description of the vital national interests placed at risk if United States bilateral assistance to that country is terminated pursuant to this section and multilateral development bank assistance is not provided to such country; and

(B) a statement weighing the risk described in subparagraph (A) against the risks posed to the vital national interests of the United States by the failure of such country to cooperate fully with the United States in combating narcotics or to take adequate steps to combat narcotics on its own.

(c) Licit opium producing countries

The President may make a certification under subsection (b)(1)(A) of this section with respect to a major illicit drug producing country, or major drug-transit country, that is a producer of licit opium only if the President determines that such country maintains licit production and stockpiles at levels no higher than those consistent with licit market demand, and has taken adequate steps to prevent significant diversion of its licit cultivation and production into the illicit markets and to prevent licit cultivation and production.
(d) Congressional review

Subsection (e) of this section shall apply if, within 30 calendar days after receipt of a certification submitted under subsection (b) of this section at the time of submission of the report required by section 2291h(a) of this title, the Congress enacted a joint resolution disapproving the determination of the President contained in such certification.

(e) Denial of assistance for countries decertified

If the President does not make a certification under subsection (b) of this section with respect to a country or the Congress enacted a joint resolution disapproving such certification, then until such time as the conditions specified in subsection (f) of this section are satisfied—

(1) funds may not be obligated for United States assistance for that country, and funds previously obligated for United States assistance for that country may not be expended for the purpose of providing assistance for that country; and

(2) the requirement to vote against multilateral development bank assistance pursuant to subsection (a)(2) of this section shall apply with respect to that country, without regard to the date specified in that subsection.

(f) Recertification

Subsection (e) of this section shall apply to a country described in that subsection until—

(1) the President, at the time of submission of the report required by section 2291h(a) of this title, makes a certification under subsection (b)(1)(A) or (b)(1)(B) of this section with respect to that country, and the Congress does not enact a joint resolution under subsection (d) of this section disapproving the determination of the President contained in that certification; or

(2) the President, at any other time, makes the certification described in subsection (b)(1)(B) of this section with respect to that country, except that this paragraph applies only if either—

(A) the President also certifies that—

(i) that country has undergone a fundamental change in government, or

(ii) there has been a fundamental change in the conditions that were the reason—
(I) why the President had not made a certification with respect to that country under subsection (b)(1)(A) of this section, or

(II) if he had made such a certification and the Congress enacted a joint resolution disapproving the determination contained in the certification, why the Congress enacted that joint resolution; or

(B) the Congress enacts a joint resolution approving the determination contained in the certification under subsection (b)(1)(B) of this section.

Any certification under subparagraph (A) of paragraph (2) shall discuss the justification for the certification.

(g) Senate procedures

Any joint resolution under this section shall be considered in the Senate in accordance with the provisions of section 601(b) of the International Security Assistance and Arms Export Control Act of 1976.

(h) Determining major drug-transit and major illicit drug producing countries

Not later than November 1 of each year, the President shall notify the appropriate committees of the Congress of which countries have been determined to be major drug-transit countries, and which countries have been determined to be major illicit drug producing countries, for purposes of this chapter.


22 USC § 2291j–1. International drug control certification procedures

During any fiscal year, funds that would otherwise be withheld from obligation or expenditure under section 2291j of this title may be obligated or expended beginning October 1 of such fiscal year provided that:

(1) Report
Not later than September 15 of the previous fiscal year the President has submitted to the appropriate congressional committees a report identifying each country determined by the President to be a major drug transit country or major illicit drug producing country as defined in section 2291(e) of this title.

(2) Designation and justification

In each report under paragraph (1), the President shall also—

(A) designate each country, if any, identified in such report that has failed demonstrably, during the previous 12 months, to make substantial efforts—

(i) to adhere to its obligations under international counternarcotics agreements; and

(ii) to take the counternarcotics measures set forth in section 2291h(a)(1) of this title; and

(B) include a justification for each country so designated.

(3) Limitation on assistance for designated countries

In the case of a country identified in a report under paragraph (1) that is also designated under paragraph (2) in the report, United States assistance may be provided to such country in the subsequent fiscal year only if the President determines and reports to the appropriate congressional committees that—

(A) provision of such assistance to the country in such fiscal year is vital to the national interests of the United States; or

(B) subsequent to the designation being made under paragraph (2)(A), the country has made substantial efforts—

(i) to adhere to its obligations under international counternarcotics agreements; and

(ii) to take the counternarcotics measures set forth in section 2291h(a)(1) of this title.

(4) International counternarcotics agreement defined

In this section, the term “international counternarcotics agreement” means—
(A) the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances; or

(B) any bilateral or multilateral agreement in force between the United States and another country or countries that addresses issues relating to the control of illicit drugs, such as—

(i) the production, distribution, and interdiction of illicit drugs;

(ii) demand reduction;

(iii) the activities of criminal organizations;

(iv) international legal cooperation among courts, prosecutors, and law enforcement agencies (including the exchange of information and evidence);

(v) the extradition of nationals and individuals involved in drug-related criminal activity;

(vi) the temporary transfer for prosecution of nationals and individuals involved in drug-related criminal activity;

(vii) border security;

(viii) money laundering;

(ix) illicit firearms trafficking;

(x) corruption;

(xi) control of precursor chemicals;

(xii) asset forfeiture; and

(xiii) related training and technical assistance,

and includes, where appropriate, timetables and objective and measurable standards to assess the progress made by participating countries with respect to such issues.

(5) Application
(A) Section 2291j(a) through (h) of this title shall not apply during any fiscal year with respect to any country identified in the report required by paragraph (1) of this section.

(B) Notwithstanding paragraphs (1) through (5)(A) of this section, the President may apply the procedures set forth in section 2291j(a) through (h) of this title during any fiscal year with respect to any country determined to be a major drug transit country or major illicit drug producing country as defined in section 2291(e) of this title.

(C) Nothing in this section shall affect the requirements of section 2291j of this title with respect to countries identified pursuant to section clause (i) or (ii) of 2291h(a)(8)(A) of this title.

(6) Statutory construction

Nothing in this section supersedes or modifies the requirement in section 2291h(a) of this title (with respect to the International Narcotics Control Strategy Report) for the transmittal of a report not later than March 1, each fiscal year under that section.

(7) Transition rule

For funds obligated or expended under this section in fiscal year 2003, the date for submission of the report required by paragraph (1) of this section shall be at least 15 days before funds are obligated or expended.

(8) Effective date

This section shall take effect September 30, 2002, and shall remain in effect thereafter unless Congress enacts subsequent legislation repealing such section.


SUBCHAPTER II—MILITARY ASSISTANCE AND SALES

Part I—Declaration of Policy

22 USC § 2301. Congressional statement of policy

The Congress of the United States reaffirms the policy of the United States to achieve international peace and security through the United Nations so that armed force shall not be used except for individual or collective self-defense. The
Congress finds that the efforts of the United States and other friendly countries to promote peace and security continue to require measures of support based upon the principle of effective self-help and mutual aid. It is the purpose of subchapter II of this chapter to authorize measures in the common defense against internal and external aggression, including the furnishing of military assistance, upon request, to friendly countries and international organizations. In furnishing such military assistance, it remains the policy of the United States to continue to exert maximum efforts to achieve universal control of weapons of mass destruction and universal regulation and reduction of armaments, including armed forces, under adequate safeguards to protect complying countries against violation and evasion.

The Congress recognizes that the peace of the world and the security of the United States are endangered so long as hostile countries continue by threat of military action, by the use of economic pressure, and by internal subversion, or other means to attempt to bring under their domination peoples now free and independent and continue to deny the rights of freedom and self-government to peoples and countries once free but now subject to such domination.

It is the sense of the Congress that an important contribution toward peace would be made by the establishment under the Organization of American States of an international military force.

In enacting this legislation, it is therefore the intention of the Congress to promote the peace of the world and the foreign policy, security, and general welfare of the United States by fostering an improved climate of political independence and individual liberty, improving the ability of friendly countries and international organizations to deter or, if necessary, defeat aggression, facilitating arrangements for individual and collective security, assisting friendly countries to maintain internal security, and creating an environment of security and stability in the developing friendly countries essential to their more rapid social, economic, and political progress. The Congress urges that all other countries able to contribute join in a common undertaking to meet the goals stated in subchapter II of this chapter.

It is the sense of the Congress that in the administration of subchapter II of this chapter priority shall be given to the needs of those countries in danger of becoming victims of aggression or in which the internal security is threatened by internal subversion inspired or supported by hostile countries.

Finally, the Congress reaffirms its full support of the progress of the members of the North Atlantic Treaty Organization toward increased cooperation in political, military, and economic affairs. In particular, the Congress welcomes the steps which have been taken to promote multilateral programs of coordinated procurement, research, development, and production of defense articles and
urges that such programs be expanded to the fullest extent possible to further the defense of the North Atlantic Area.


22 USC § 2302. Utilization of defense articles and defense services

Defense articles and defense services to any country shall be furnished solely for internal security (including for antiterrorism and nonproliferation purposes), for legitimate self-defense, to permit the recipient country to participate in regional or collective arrangements or measures consistent with the Charter of the United Nations, or otherwise to permit the recipient country to participate in collective measures requested by the United Nations for the purpose of maintaining or restoring international peace and security, or for the purpose of assisting foreign military forces in less developed friendly countries (or the voluntary efforts of personnel of the Armed Forces of the United States in such countries) to construct public works and to engage in other activities helpful to the economic and social development of such friendly countries. It is the sense of the Congress that such foreign military forces should not be maintained or established solely for civic action activities and that such civic action activities not significantly detract from the capability of the military forces to perform their military missions and be coordinated with and form part of the total economic and social development effort.


22 USC § 2304. Human rights and security assistance

(a) Observance of human rights as principal goal of foreign policy; implementation requirements

(1) The United States shall, in accordance with its international obligations as set forth in the Charter of the United Nations and in keeping with the constitutional heritage and traditions of the United States, promote and encourage increased respect for human rights and fundamental freedoms throughout the world without distinction as to race, sex, language, or religion. Accordingly, a principal goal of the foreign policy of the United States shall be to promote the increased observance of internationally recognized human rights by all countries.
(2) Except under circumstances specified in this section, no security assistance
may be provided to any country the government of which engages in a consistent
pattern of gross violations of internationally recognized human rights. Security
assistance may not be provided to the police, domestic intelligence, or similar law
enforcement forces of a country, and licenses may not be issued under the Export
Administration Act of 1979 [50 U.S.C. App. 2401 et seq.] for the export of crime
control and detection instruments and equipment to a country, the government
of which engages in a consistent pattern of gross violations of internationally
recognized human rights unless the President certifies in writing to the Speaker
of the House of Representatives and the chairman of the Committee on Foreign
Relations of the Senate and the chairman of the Committee on Banking, Housing,
and Urban Affairs of the Senate (when licenses are to be issued pursuant to the
Export Administration Act of 1979). that extraordinary circumstances exist
warranting provision of such assistance and issuance of such licenses. Assistance
may not be provided under part V of this subchapter to a country the government
of which engages in a consistent pattern of gross violations of internationally
recognized human rights unless the President certifies in writing to the Speaker
of the House of Representatives and the chairman of the Committee on Foreign
Relations of the Senate that extraordinary circumstances exist warranting
provision of such assistance.

(3) In furtherance of paragraphs (1) and (2), the President is directed to
formulate and conduct international security assistance programs of the United
States in a manner which will promote and advance human rights and avoid
identification of the United States, through such programs, with governments
which deny to their people internationally recognized human rights and
fundamental freedoms, in violation of international law or in contravention of the
policy of the United States as expressed in this section or otherwise.

(4) In determining whether the government of a country engages in a consistent
pattern of gross violations of internationally recognized human rights, the
President shall give particular consideration to whether the government—

(A) has engaged in or tolerated particularly severe violations of religious freedom,
as defined in section 6402 of this title; or

(B) has failed to undertake serious and sustained efforts to combat particularly
severe violations of religious freedom when such efforts could have been
reasonably undertaken.

(b) Report by Secretary of State on practices of proposed recipient
countries; considerations

The Secretary of State shall transmit to the Congress, as part of the presentation
materials for security assistance programs proposed for each fiscal year, a full
and complete report, prepared with the assistance of the Assistant Secretary of
State for Democracy, Human Rights, and Labor and with the assistance of the
Ambassador at Large for International Religious Freedom, with respect to
practices regarding the observance of and respect for internationally recognized
human rights in each country proposed as a recipient of security assistance.
Wherever applicable, such report shall include consolidated information
regarding the commission of war crimes, crimes against humanity, and evidence
of acts that may constitute genocide (as defined in article 2 of the Convention on
the Prevention and Punishment of the Crime of Genocide and modified by the
United States instrument of ratification to that convention and section 2(a) of the
Genocide Convention Implementation Act of 1987). Wherever applicable, such
report shall include information on practices regarding coercion in population
control, including coerced abortion and involuntary sterilization. Such report
shall also include, wherever applicable, information on violations of religious
freedom, including particularly severe violations of religious freedom (as defined
in section 6402 of this title). Wherever applicable, a description of the nature
and extent of acts of anti-Semitism and anti-Semitic incitement that occur,
including the descriptions of such acts required under section 2151n(d)(8) of this
title. Such report shall also include, for each country with respect to which the
report indicates that extrajudicial killings, torture, or other serious violations
of human rights have occurred in the country, the extent to which the United States
has taken or will take action to encourage an end to such practices in the country.
Each report under this section shall list the votes of each member of the United
Nations Commission on Human Rights on all country-specific and thematic
resolutions voted on at the Commission’s annual session during the period
covered during the preceding year. Each report under this section shall also
include (i) wherever applicable, a description of the nature and extent of the
compulsory recruitment and conscription of individuals under the age of 18 by
armed forces of the government of the country, government-supported
paramilitaries, or other armed groups, the participation of such individuals in
such groups, and the nature and extent that such individuals take a direct part in
hostilities, (ii) what steps, if any, taken by the government of the country to
eliminate such practices, and (iii) such other information related to the use by
such government of individuals under the age of 18 as soldiers, as determined to
be appropriate by the Secretary of State. Each report under this section shall
describe the extent to which each country has extended protection to refugees,
including the provision of first asylum and resettlement. In determining whether
a government falls within the provisions of subsection (a)(3) of this section and in
the preparation of any report or statement required under this section,
consideration shall be given to—

(1) the relevant findings of appropriate international organizations, including
nongovernmental organizations, such as the International Committee of the Red
Cross; and
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(2) the extent of cooperation by such government in permitting an unimpeded investigation by any such organization of alleged violations of internationally recognized human rights.

(c) Congressional request for information; information required; 30-day period; failure to supply information; termination or restriction of assistance

(1) Upon the request of the Senate or the House of Representatives by resolution of either such House, or upon the request of the Committee on Foreign Relations of the Senate or the Committee on Foreign Affairs of the House of Representatives, the Secretary of State shall, within thirty days after receipt of such request, transmit to both such committees a statement, prepared with the assistance of the Assistant Secretary of State for Democracy, Human Rights, and Labor, with respect to the country designated in such request, setting forth—

(A) all the available information about observance of and respect for human rights and fundamental freedom in that country, and a detailed description of practices by the recipient government with respect thereto;

(B) the steps the United States has taken to—

(i) promote respect for and observance of human rights in that country and discourage any practices which are inimical to internationally recognized human rights, and

(ii) publicly or privately call attention to, and disassociate the United States and any security assistance provided for such country from, such practices;

(C) whether, in the opinion of the Secretary of State, notwithstanding any such practices—

(i) extraordinary circumstances exist which necessitate a continuation of security assistance for such country, and, if so, a description of such circumstances and the extent to which such assistance should be continued (subject to such conditions as Congress may impose under this section), and

(ii) on all the facts it is in the national interest of the United States to provide such assistance; and

(D) such other information as such committee or such House may request.
(2)(A) A resolution of request under paragraph (1) of this subsection shall be considered in the Senate in accordance with the provisions of section 601(b) of the International Security Assistance and Arms Export Control Act of 1976.

(B) The term “certification”, as used in section 601 of such Act, means, for the purposes of this subsection, a resolution of request of the Senate under paragraph (1) of this subsection.

(3) In the event a statement with respect to a country is requested pursuant to paragraph (1) of this subsection but is not transmitted in accordance therewith within thirty days after receipt of such request, no security assistance shall be delivered to such country except as may thereafter be specifically authorized by law from such country unless and until such statement is transmitted.

(4)(A) In the event a statement with respect to a country is transmitted under paragraph (1) of this subsection, the Congress may at any time thereafter adopt a joint resolution terminating, restricting, or continuing security assistance for such country. In the event such a joint resolution is adopted, such assistance shall be so terminated, so restricted, or so continued, as the case may be.

(B) Any such resolution shall be considered in the Senate in accordance with the provisions of section 601(b) of the International Security Assistance and Arms Export Control Act of 1976.

(C) The term “certification”, as used in section 601 of such Act, means, for the purposes of this paragraph, a statement transmitted under paragraph (1) of this subsection.

(d) Definitions

For the purposes of this section—

(1) the term “gross violations of internationally recognized human rights” includes torture or cruel, inhuman, or degrading treatment or punishment, prolonged detention without charges and trial, causing the disappearance of persons by the abduction and clandestine detention of those persons, and other flagrant denial of the right to life, liberty, or the security of person; and

(2) the term “security assistance” means—

(A) assistance under part II (military assistance) or part IV (economic support fund) or part V (military education and training) or part VI (peacekeeping operations) or part VIII (antiterrorism assistance) of this subchapter.
(B) sales of defense articles or services, extensions of credits (including participations in credits, and guaranties of loans under the Arms Export Control Act [22 U.S.C. 2751 et seq.]); or

(C) any license in effect with respect to the export of defense articles or defense services to or for the armed forces, police, intelligence, or other internal security forces of a foreign country under section 38 of the Arms Export Control Act [22 U.S.C. 2778].

(e) Removal of prohibition on assistance

Notwithstanding any other provision of law, funds authorized to be appropriated under subchapter I of this chapter may be made available for the furnishing of assistance to any country with respect to which the President finds that such a significant improvement in its human rights record has occurred as to warrant lifting the prohibition on furnishing such assistance in the national interest of the United States.

(f) Allocations concerned with performance record of recipient countries without contravention of other provisions

In allocating the funds authorized to be appropriated by this chapter and the Arms Export Control Act [22 U.S.C. 2751 et seq.], the President shall take into account significant improvements in the human rights records of recipient countries, except that such allocations may not contravene any other provision of law.

(g) Report to Congress on use of certain authorities relating to human rights conditions

Whenever the provisions of subsection (e) or (f) of this section are applied, the President shall report to the Congress before making any funds available pursuant to those subsections. The report shall specify the country involved, the amount and kinds of assistance to be provided, and the justification for providing the assistance, including a description of the significant improvements which have occurred in the country's human rights record.

(h) Report on practices of recipient countries relating to trafficking in persons

(1) The report required by subsection (b) of this section shall include the following:

(A) A description of the nature and extent of severe forms of trafficking in persons, as defined in section 7102 of this title, in each foreign country.
(B) With respect to each country that is a country of origin, transit, or destination for victims of severe forms of trafficking in persons, an assessment of the efforts by the government of that country to combat such trafficking. The assessment shall address the following:

(i) Whether government authorities in that country participate in, facilitate, or condone such trafficking.

(ii) Which government authorities in that country are involved in activities to combat such trafficking.

(iii) What steps the government of that country has taken to prohibit government officials from participating in, facilitating, or condoning such trafficking, including the investigation, prosecution, and conviction of such officials.

(iv) What steps the government of that country has taken to prohibit other individuals from participating in such trafficking, including the investigation, prosecution, and conviction of individuals involved in severe forms of trafficking in persons, the criminal and civil penalties for such trafficking, and the efficacy of those penalties in eliminating or reducing such trafficking.

(v) What steps the government of that country has taken to assist victims of such trafficking, including efforts to prevent victims from being further victimized by traffickers, government officials, or others, grants of relief from deportation, and provision of humanitarian relief, including provision of mental and physical health care and shelter.

(vi) Whether the government of that country is cooperating with governments of other countries to extradite traffickers when requested, or, to the extent that such cooperation would be inconsistent with the laws of such country or with extradition treaties to which such country is a party, whether the government of that country is taking all appropriate measures to modify or replace such laws and treaties so as to permit such cooperation.

(vii) Whether the government of that country is assisting in international investigations of transnational trafficking networks and in other cooperative efforts to combat severe forms of trafficking in persons.

(viii) Whether the government of that country refrains from prosecuting victims of severe forms of trafficking in persons due to such victims having been trafficked, and refrains from other discriminatory treatment of such victims.

(ix) Whether the government of that country recognizes the rights of victims of severe forms of trafficking in persons and ensures their access to justice.
(C) Such other information relating to trafficking in persons as the Secretary of State considers appropriate.

(2) In compiling data and making assessments for the purposes of paragraph (1), United States diplomatic mission personnel shall consult with human rights organizations and other appropriate nongovernmental organizations.

(i) Report on status of freedom of the press in recipient countries

The report required by subsection (b) shall include, wherever applicable—

(1) a description of the status of freedom of the press, including initiatives in favor of freedom of the press and efforts to improve or preserve, as appropriate, the independence of the media, together with an assessment of progress made as a result of those efforts;

(2) an identification of countries in which there were violations of freedom of the press, including direct physical attacks, imprisonment, indirect sources of pressure, and censorship by governments, military, intelligence, or police forces, criminal groups, or armed extremist or rebel groups; and

(3) in countries where there are particularly severe violations of freedom of the press—

(A) whether government authorities of each such country participate in, facilitate, or condone such violations of the freedom of the press; and

(B) what steps the government of each such country has taken to preserve the safety and independence of the media, and to ensure the prosecution of those individuals who attack or murder journalists.

22 USC § 2305. National Security Assistance Strategy

(a) Multiyear plan

Not later than 180 days after October 6, 2000, and annually thereafter at the time of submission of the congressional presentation materials of the foreign operations appropriations budget request, the Secretary of State should submit to the appropriate committees of Congress a plan setting forth a National Security Assistance Strategy for the United States.

(b) Elements of the Strategy

The National Security Assistance Strategy should—

(1) set forth a multi-year plan for security assistance programs;

(2) be consistent with the National Security Strategy of the United States;

(3) be coordinated with the Secretary of Defense and the Chairman of the Joint Chiefs of Staff;

(4) be prepared, in consultation with other agencies, as appropriate;

(5) identify overarching security assistance objectives, including identification of the role that specific security assistance programs will play in achieving such objectives;

(6) identify a primary security assistance objective, as well as specific secondary objectives, for individual countries;

(7) identify, on a country-by-country basis, how specific resources will be allocated to accomplish both primary and secondary objectives;

(8) discuss how specific types of assistance, such as foreign military financing and international military education and training, will be combined at the country level to achieve United States objectives; and
(g) detail, with respect to each of the paragraphs (1) through (8), how specific types of assistance provided pursuant to the Arms Export Control Act [22 U.S.C. 2751 et seq.] and the Foreign Assistance Act of 1961 [22 U.S.C. 2151 et seq.] are coordinated with United States assistance programs managed by the Department of Defense and other agencies.

(c) Covered assistance

The National Security Assistance Strategy should cover assistance provided under—

(1) section 23 of the Arms Export Control Act (22 U.S.C. 2763);

(2) chapter 5 of part II of the Foreign Assistance Act of 1961 (22 U.S.C. 2347 et seq.); and


Part II—Military Assistance

22 USC § 2311. General authority

(a) Defense articles and services; noncombatant personnel; transfer of funds

The President is authorized to furnish military assistance, on such terms and conditions as he may determine, to any friendly country or international organization, the assisting of which the President finds will strengthen the security of the United States and promote world peace and which is otherwise eligible to receive such assistance, by—

(1) acquiring for any source and providing (by loan or grant) any defense article or defense service;

(2) assigning or detailing members of the Armed Forces of the United States and other personnel of the Department of Defense to perform duties of a noncombatant nature; or

(3) transferring such of the funds appropriated or otherwise made available under this part as the President may determine for assistance to a recipient country, to the account in which funds for the procurement of defense articles and defense services under section 21 and section 22 of the Arms Export Control Act [22 U.S.C. 2761 and 2762] have been deposited for such recipient, to be
merged with such deposited funds, and to be used solely to meet obligations of the recipient for payment for sales under that Act [22 U.S.C. 2751 et seq.].

Sales which are wholly paid from funds transferred under paragraph (3) or from funds made available on a non-repayable basis under section 23 of the Arms Export Control Act [22 U.S.C. 2763] shall be priced to exclude the costs of salaries of members of the Armed Forces of the United States (other than the Coast Guard).

(b) Terms and conditions

In addition to such other terms and conditions as the President may determine pursuant to subsection (a) of this section, defense articles may be loaned thereunder only if—

(1) there is a bona fide reason, other than the shortage of funds, for providing such articles on a loan basis rather than on a grant basis;

(2) there is a reasonable expectation that such articles will be returned to the agency making the loan at the end of the loan period, unless the loan is then renewed;

(3) the loan period is of fixed duration not exceeding five years, during which such article may be recalled for any reason by the United States;

(4) the agency making the loan is reimbursed for the loan based on the amount charged to the appropriation for military assistance under subsection (c) of this section; and

(5) the loan agreement provides that (A) if the defense article is damaged while on loan, the country or international organization to which it was loaned will reimburse the United States for the cost of restoring or replacing the defense article, and (B) if the defense article is lost or destroyed while on loan, the country or international organization to which it was loaned will pay to the United States an amount equal to the replacement cost (less any depreciation in the value) of the defense article.

(c) Appropriation charges; exceptions

(1) In the case of any loan of a defense article or defense service made under this section, there shall be a charge to the appropriation for military assistance for any fiscal year while the article or service is on loan in an amount based on—
(A) the out-of-pocket expenses authorized to be incurred in connection with such loan during such fiscal year; and

(B) the depreciation which occurs during such year while such article is on loan.

(2) The provisions of this subsection shall not apply—

(A) to any particular defense article or defense service which the United States Government agreed, prior to December 17, 1973, to lend; and

(B) to any defense article or defense service, or portion thereof, acquired with funds appropriated for military assistance under this chapter.

22 USC § 2312. Authorization of appropriations

(a) Authorization and availability of amounts

(1) There are authorized to be appropriated to the President to carry out the purposes of this part $805,100,000 for fiscal year 1986 and $805,100,000 for fiscal year 1987.

(2) Amounts appropriated under this subsection are authorized to remain available until expended.

(b) Programing and budgeting procedures

In order to make sure that a dollar spent on military assistance to foreign countries is as necessary as a dollar spent for the United States military establishment, the President shall establish procedures for programing and budgeting so that programs of military assistance come into direct competition for financial support with other activities and programs of the Department of Defense.
22 USC § 2314. Furnishing of defense articles or related training or other defense service on grant basis

(a) Conditions of eligibility

In addition to such other provisions as the President may require, no defense articles or related training or other defense service shall be furnished to any country on a grant basis unless it shall have agreed that—

(1) it will not, without the consent of the President—

(A) permit any use of such articles or related training or other defense service by anyone not an officer, employee, or agent of that country,

(B) transfer, or permit any officer, employee, or agent of that country to transfer such articles or related training or other defense service by gift, sale, or otherwise, or

(C) use or permit the use of such articles or related training or other defense service for purposes other than those for which furnished;

(2) it will maintain the security of such articles or related training or other defense service, and will provide substantially the same degree of security protection afforded to such articles or related training or other defense service by the United States Government;

(3) it will, as the President may require, permit continuous observation and review by, and furnish necessary information to, representatives of the United States Government with regard to the use of such articles or related training or other defense service; and
(4) unless the President consents to other disposition, it will return to the United States Government for such use or disposition as the President considers in the best interests of the United States, such articles or related training or other defense service which are no longer needed for the purposes for which furnished.

(b) Limitation on amount; exceptions

No defense articles shall be furnished on a grant basis to any country at a cost in excess of $3,000,000 in any fiscal year unless the President determines—

(1) that such country conforms to the purposes and principles of the Charter of the United Nations;

(2) that such defense articles will be utilized by such country for the maintenance of its own defensive strength, or the defensive strength of the free world;

(3) that such country is taking all reasonable measures, consistent with its political and economic stability, which may be needed to develop its defense capacities; and

(4) that the increased ability of such country to defend itself is important to the security of the United States.

(c) Reduction and termination of grants to countries able to maintain adequate military forces without undue economic strain

The President shall regularly reduce and, with such deliberate speed as orderly procedure and other relevant considerations, including prior commitments, will permit, shall terminate all further grants of military equipment and supplies to any country having sufficient wealth to enable it, in the judgment of the President, to maintain and equip its own military forces at adequate strength, without undue burden to its economy.

(d) Termination of assistance; report of violation by President; conditions for reinstatement

(1) Assistance and deliveries of assistance under this part to any country shall be terminated as hereinafter provided, if such country uses defense articles or defense services furnished under this chapter, the Mutual Security Act of 1954, or any predecessor Foreign Assistance Act, in substantial violation (either in terms of quantities or in terms of the gravity of the consequences regardless of the quantities involved) of any agreement entered into pursuant to any such Act (A) by using such articles or services for a purpose not authorized under section 2302 of this title or, if such agreement provides that such articles or services may only be used for purposes more limited than those authorized under section 2302 of
this title, for a purpose not authorized under such agreement; (B) by transferring such articles or services to, or permitting any use of such articles or services by, anyone not an officer, employee, or agent of the recipient country without the consent of the President; or (C) by failing to maintain the security of such articles or services.

(2)(A) Assistance and deliveries of assistance shall be terminated pursuant to paragraph (1) of this subsection if the President so determines and so states in writing to the Congress, or if the Congress so finds by joint resolution.

(B) The President shall report to the Congress promptly upon the receipt of information that a violation described in paragraph (1) of this subsection may have occurred.

(3) Assistance to a country shall remain terminated in accordance with paragraph (1) of this subsection until such time as—

(A) the President determines that the violation has ceased; and

(B) the country concerned has given assurances satisfactory to the President that such violation will not recur.

(4) The authority contained in section 2364(a) of this title may not be used to waive the provisions of this section with respect to further assistance under this part.

(e) Consent by President to transfer

In considering a request for approval of any transfer of any weapon, weapons system, munitions, aircraft, military boat, military vessel, or other implement of war to another country, the President shall not give his consent under subsection (a)(1) or (a)(4) of this section to the transfer unless the United States itself would transfer the defense article under consideration to that country. In addition, the President shall not give his consent under subsection (a)(1) or (a)(4) of this section to the transfer of any significant defense articles on the United States Munitions List unless the foreign country requesting consent to transfer agrees to demilitarize such defense articles prior to transfer, or the proposed recipient foreign country provides a commitment in writing to the United States Government that it will not transfer such defense articles, if not demilitarized, to any other foreign country or person without first obtaining the consent of the President.
(f) Disposition of defense articles furnished on a grant basis; net proceeds to be paid over to the United States

Effective July 1, 1974, no defense article shall be furnished to any country on a grant basis unless such country shall have agreed that the net proceeds of sale received by such country in disposing of any weapon, weapons system, munition, aircraft, military boat, military vessel, or other implement of war received under this part will be paid to the United States Government and shall be available to pay all official costs of the United States Government payable in the currency of that country, including all costs relating to the financing of international educational and cultural exchange activities in which that country participates under the programs authorized by the Mutual Educational and Cultural Exchange Act of 1961 [22 U.S.C. 2451 et seq.]. In the case of items which were delivered prior to 1985, the President may waive the requirement that such net proceeds be paid to the United States Government if he determines that to do so is in the national interest of the United States.

(g) Discrimination on basis of race, religion, national origin, or sex prohibited

(1) It is the policy of the United States that no assistance under this part should be furnished to any foreign country, the laws, regulations, official policies, or governmental practices of which prevent any United States person (as defined in section 7701(a)(30) of title 26) from participating in the furnishing of defense articles or defense services under this part on the basis of race, religion, national origin, or sex.

(2) (A) No agency performing functions under this part shall, in employing or assigning personnel to participate in the performance of any such function, whether in the United States or abroad, take into account the exclusionary policies or practices of any foreign government where such policies or practices are based upon race, religion, national origin, or sex.

(B) Each contract entered into by any such agency for the performance of any function under this part shall contain a provision to the effect that no person, partnership, corporation, or other entity performing functions pursuant to such contract, shall, in employing or assigning personnel to participate in the performance of any such function, whether in the United States or abroad, take into account the exclusionary policies or practices of any foreign government where such policies or practices are based upon race, religion, national origin, or sex.

(3) The President shall promptly transmit reports to the Speaker of the House of Representatives and the chairman of the Committee on Foreign Relations of the Senate concerning any transaction in which any United States person (as defined in section 7701(a)(30) of title 26) is prevented by a foreign government on the
basis of race, religion, national origin, or sex, from participating in the furnishing of assistance under this part, or education and training under part V of this subchapter, to any foreign country. Such reports shall include (A) a description of the facts and circumstances of any such discrimination, (B) the response thereto on the part of the United States or any agency or employee thereof, and (C) the result of such response, if any.

(4)(A) Upon the request of the Committee on Foreign Relations of the Senate or the Committee on Foreign Affairs of the House of Representatives, the President shall, within 60 days after receipt of such request, transmit to both such committees a statement, prepared with the assistance of the Assistant Secretary of State for Democracy, Human Rights, and Labor, with respect to the country designated in such request, setting forth—

(i) all the available information about the exclusionary policies or practices of the government of such country when such policies or practices are based upon race, religion, national origin, or sex and prevent any such person from participating in an education and training transaction involving the furnishing of any assistance under this part or any education and training under part V of this subchapter;

(ii) the response of the United States thereto and the results of such response;

(iii) whether, in the opinion of the President, notwithstanding any such policies or practices—

(I) extraordinary circumstances exist which necessitate a continuation of such assistance or education and training transaction, and, if so, a description of such circumstances and the extent to which such assistance or education and training transaction should be continued (subject to such conditions as Congress may impose under this section), and

(II) on all the facts it is in the national interest of the United States to continue such assistance or education and training transaction; and

(iv) such other information as such committee may request.

(B) In the event a statement with respect to an assistance or training transaction is requested pursuant to subparagraph (A) of this paragraph but is not transmitted in accordance therewith within 60 days after receipt of such request, such assistance or training transaction shall be suspended unless and until such statement is transmitted.
(C)(i) In the event a statement with respect to an assistance or training transaction is transmitted under subparagraph (A) of this paragraph, the Congress may at any time thereafter adopt a joint resolution terminating or restricting such assistance or training transaction.

(ii) Any such resolution shall be considered in the Senate in accordance with the provisions of section 601(b) of the International Security Assistance and Arms Export Control Act of 1976.

(iii) The term “certification”, as used in section 601 of such Act, means, for the purposes of this paragraph, a statement transmitted under subparagraph (A) of this paragraph.


22 USC § 2318. Special authority

(a) Unforeseen emergency; national interest; determinations and reports to Congress; limitation of defense articles, defense services, and military education and training furnished

(1) If the President determines and reports to the Congress in accordance with section 2411 of this title that—

(A) an unforeseen emergency exists which requires immediate military assistance to a foreign country or international organization; and

(B) the emergency requirement cannot be met under the authority of the Arms Export Control Act [22 U.S.C. 2751 et seq.] or any other law except this section;

he may direct, for the purposes of subchapter II of this chapter, the drawdown of defense articles from the stocks of the Department of Defense, defense services of
the Department of Defense, and military education and training, of an aggregate value of not to exceed $100,000,000 in any fiscal year.

(2)(A) If the President determines and reports to the Congress in accordance with section 2411 of this title that it is in the national interest of the United States to draw down articles and services from the inventory and resources of any agency of the United States Government and military education and training from the Department of Defense, the President may direct the drawdown of such articles, services, and military education and training—

(i) for the purposes and under the authorities of—

(I) part VIII of subchapter I of this chapter (relating to international narcotics control assistance);

(II) part IX of subchapter I of this chapter (relating to international disaster assistance);

(III) part VIII of subchapter II of this chapter (relating to antiterrorism assistance);

(IV) part IX of subchapter II of this chapter (relating to nonproliferation assistance); or

(V) the Migration and Refugee Assistance Act of 1962 [22 U.S.C. 2601 et seq.]; or

(ii) for the purpose of providing such articles, services, and military education and training to Vietnam, Cambodia, and Laos as the President determines are necessary—

(I) to support cooperative efforts to locate and repatriate members of the United States Armed Forces and civilians employed directly or indirectly by the United States Government who remain unaccounted for from the Vietnam War; and

(II) to ensure the safety of United States Government personnel engaged in such cooperative efforts and to support Department of Defense-sponsored humanitarian projects associated with such efforts.

(B) An aggregate value of not to exceed $200,000,000 in any fiscal year of such articles, services, and military education and training may be provided pursuant to subparagraph (A) of this paragraph—
(i) not more than $75,000,000 of which may be provided from the drawdown from the inventory and resources of the Department of Defense;

(ii) not more than $75,000,000 of which may be provided pursuant to clause (i)(I) of such subparagraph; and

(iii) not more than $15,000,000 of which may be provided to Vietnam, Cambodia, and Laos pursuant to clause (ii) of such subparagraph.

(b) Notification and information to Congress of assistance furnished

(1) The authority contained in this section shall be effective for any such emergency only upon prior notification to the Committee on Foreign Affairs of the House of Representatives, the Committee on Foreign Relations of the Senate, and the Committee on Appropriations of each House of Congress. In the case of drawdowns authorized by subclauses (I) and (III) of subsection (a)(2)(A)(i) of this section, notifications shall be provided to those committees at least 15 days in advance of the drawdowns in accordance with the procedures applicable to reprogramming notifications under section 2394–1 of this title.

(2) The President shall keep the Congress fully and currently informed of all defense articles, defense services, and military education and training provided under this section, including providing the Congress with a report detailing all defense articles, defense services, and military education and training delivered to the recipient country or international organization upon delivery of such articles or upon completion of such services or education and training. Such report shall also include whether any savings were realized by utilizing commercial transport services rather than acquiring those services from United States Government transport assets.

(c) Commercial transportation and related services

For the purposes of any provision of law that authorizes the drawdown of defense or other articles or commodities, or defense or other services from an agency of the United States Government, such drawdown may include the supply of commercial transportation and related services that are acquired by contract for the purposes of the drawdown in question if the cost to acquire such commercial transportation and related services is less than the cost to the United States Government of providing such services from existing agency assets.

(d) Authorization of appropriations for reimbursement of applicable funds

There are authorized to be appropriated to the President such sums as may be necessary to reimburse the applicable appropriation, fund, or account for defense
articles, defense services, and military education and training provided under this section.


22 USC § 2321b. Excess defense article

(a) to (c) Repealed. Pub. L. 94–329, title II, §210(c)(2), June 30, 1976, 90 Stat. 740

(d) Reports to Congress

The President shall promptly and fully inform the Speaker of the House of Representatives and the Committee on Foreign Relations and the Committee on Appropriations of the Senate of each decision to furnish on a grant basis to any country excess defense articles which are major weapons systems to the extent such major weapons system was not included in the presentation material previously submitted to the Congress. The annual presentation materials for security assistance programs shall include a table listing by country the total value of all deliveries of excess defense articles, disclosing both the aggregate original acquisition cost and the aggregate value at the time of delivery.

22 USC § 2321c. Definitions

For purposes of sections 2321b and 2314a of this title—

(1) “defense article” and “excess defense articles” have the same meanings as given them in subsections (d) and (g), respectively, of section 2403 of this title; and

(2) “foreign country” includes any department, agency, or independent establishment of the foreign country.


22 USC § 2321d. Considerations in furnishing military assistance

Decisions to furnish military assistance made under subchapter II of this chapter shall take into account whether such assistance will—

(1) contribute to an arms race;

(2) increase the possibility of outbreak or escalation of conflict; or

(3) prejudice the development of bilateral or multilateral arms control arrangements.


22 USC § 2321h. Stockpiling of defense articles for foreign countries

(a) Transfer of defense articles

No defense article in the inventory of the Department of Defense which is set aside, reserved, or in any way earmarked or intended for future use by any foreign country may be made available to or for use by any foreign country unless such transfer is authorized under this chapter or the Arms Export Control Act [22 U.S.C. 2751 et seq.] or any subsequent corresponding legislation, and the value of such transfer is charged against funds authorized under such legislation or against the limitations specified in such legislation, as appropriate, for the fiscal period in which such defense article is transferred. For purposes of this
subsection, “value” means the acquisition cost plus crating, packing, handling, and transportation costs incurred in carrying out this section.

(b) Fiscal year limits on new stockpiles or additions to existing stockpiles located in foreign countries

(1) The value of defense articles to be set aside, earmarked, reserved, or intended for use as war reserve stocks for allied or other foreign countries (other than for purposes of the North Atlantic Treaty Organization or in the implementation of agreements with Israel) in stockpiles located in foreign countries may not exceed in any fiscal year an amount that is specified in security assistance authorizing legislation for that fiscal year.

(2)(A) The value of such additions to stockpiles of defense articles in foreign countries shall not exceed $200,000,000 for each of fiscal years 2013 and 2014.

(B) Of the amount specified in subparagraph (A) for a fiscal year, not more than $200,000,000 may be made available for stockpiles in the State of Israel.

(c) Location of stockpiles of defense articles

(1) Limitation

Except as provided in paragraph (2), no stockpile of defense articles may be located outside the boundaries of a United States military base or a military base used primarily by the United States.

(2) Exceptions

Paragraph (1) shall not apply with respect to stockpiles of defense articles located in the Republic of Korea, Thailand, any country that is a member of the North Atlantic Treaty Organization, any country that is a major non-NATO ally, or any other country the President may designate. At least 15 days before designating a country pursuant to the last clause of the preceding sentence, the President shall notify the congressional committees specified in section 2394–1(a) of this title in accordance with the procedures applicable to reprogramming notifications under that section.

(d) Transferred articles not to be considered excess articles in determining value

No defense article transferred from any stockpile which is made available to or for use by any foreign country may be considered an excess defense article for the purpose of determining the value thereof.

22 USC § 2321i. Overseas management of assistance and sales programs

(a) Assignment of military personnel for performance of enumerated functions

In order to carry out his responsibilities for the management of international security assistance programs conducted under this part, part V of this subchapter, and the Arms Export Control Act [22 U.S.C. 2751 et seq.], the President may assign members of the Armed Forces of the United States to a foreign country to perform one or more of the following functions:

(1) equipment and services case management;

(2) training management;

(3) program monitoring;

(4) evaluation and planning of the host government's military capabilities and requirements;
(5) administrative support;

(6) promoting rationalization, standardization, interoperability, and other defense cooperation measures; and

(7) liaison functions exclusive of advisory and training assistance.

(b) Furnishing of advisory and training assistance

Advisory and training assistance conducted by military personnel assigned under this section shall be kept to an absolute minimum. It is the sense of the Congress that advising and training assistance in countries to which military personnel are assigned under this section shall be provided primarily by other personnel who are not assigned under this section and who are detailed for limited periods to perform specific tasks.

(c) Number of personnel assigned; waiver; procedures applicable

(1) The number of members of the Armed Forces assigned to a foreign country under this section may not exceed six unless specifically authorized by the Congress. The president may waive this limitation if he determines and reports to the Committee on Foreign Relations of the Senate and the Committee on Foreign Affairs of the House of Representatives, 30 days prior to the introduction of the additional military personnel, that United States national interests require that more than six members of the Armed Forces be assigned under this section to carry out international security assistance programs in a country not specified in this paragraph. Pakistan, Tunisia, El Salvador, Honduras, Colombia, Indonesia, the Republic of Korea, the Philippines, Thailand, Egypt, Jordan, Morocco, Saudi Arabia, Greece, Portugal, Spain, and Turkey are authorized to have military personnel strengths larger than six under this section to carry out international security assistance programs.

(2) The total number of members of the Armed Forces assigned under this section to a foreign country in a fiscal year may not exceed the number justified to the Congress for that country in the congressional presentation materials for that fiscal year, unless the Committee on Foreign Relations of the Senate and the Committee on Foreign Affairs of the House of Representatives are notified 30 days in advance of the introduction of the additional military personnel.

(d) Costs

Effective October 1, 1989, the entire costs (excluding salaries of the United States military personnel other than the Coast Guard) of overseas management of international security assistance programs under this section shall be charged to or reimbursed from funds made available to carry out this part or the Arms
Export Control Act [22 U.S.C. 2751 et seq.], other than any such costs which are either paid directly for such defense services under section 21(a) of the Arms Export Control Act [22 U.S.C. 2761(a)] or reimbursed from charges for services collected from foreign governments pursuant to section 21(e) [22 U.S.C. 2761(e)] and section 43(b) [22 U.S.C. 2792(b)] of that Act.

(e) Direction and supervision of assigned personnel

Members of the Armed Forces assigned to a foreign country under this section shall serve under the direction and supervision of the Chief of the United States Diplomatic Mission to that country.

(f) Presidential directive respecting purchase by foreign country of United States-made military equipment

The President shall continue to instruct United States diplomatic and military personnel in the United States missions abroad that they should not encourage, promote, or influence the purchase by any foreign country of United States-made military equipment, unless they are specifically instructed to do so by an appropriate official of the executive branch.


22 USC § 2321j. Authority to transfer excess defense articles

(a) Authorization

The President is authorized to transfer excess defense articles under this section to countries for which receipt of such articles was justified pursuant to the annual congressional presentation documents for military assistance programs, or for programs under part VIII of subchapter I of this chapter, submitted under section 2394 of this title, or for which receipt of such articles was separately justified to the Congress, for the fiscal year in which the transfer is authorized.

(b) Limitations on transfers
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(1) The President may transfer excess defense articles under this section only if—

(A) such articles are drawn from existing stocks of the Department of Defense;

(B) funds available to the Department of Defense for the procurement of defense equipment are not expended in connection with the transfer;

(C) the transfer of such articles will not have an adverse impact on the military readiness of the United States;

(D) with respect to a proposed transfer of such articles on a grant basis, such a transfer is preferable to a transfer on a sales basis, after taking into account the potential proceeds from, and likelihood of, such sales, and the comparative foreign policy benefits that may accrue to the United States as the result of a transfer on either a grant or sales basis;

(E) the President determines that the transfer of such articles will not have an adverse impact on the national technology and industrial base and, particularly, will not reduce the opportunities of entities in the national technology and industrial base to sell new or used equipment to the countries to which such articles are transferred; and

(F) the transfer of such articles is consistent with the policy framework for the Eastern Mediterranean established under section 2373 of this title.

(2) Accordingly, for the four-year period beginning on October 1, 1996, and thereafter for the four-period beginning on October 1, 2000, the President shall ensure that excess defense articles offered to Greece and Turkey under this section will be made available consistent with the manner in which the President made available such excess defense articles during the four-year period that began on October 1, 1992, pursuant to section 573(e) of the Foreign Operations, Export Financing, and Related Programs Appropriations Act, 1990.

(c) Terms of transfers

(1) No cost to recipient country

Excess defense articles may be transferred under this section without cost to the recipient country.

(2) Priority
Notwithstanding any other provision of law, the delivery of excess defense articles under this section to member countries of the North Atlantic Treaty Organization (NATO) on the southern and southeastern flank of NATO, to major non-NATO allies on such southern and southeastern flank, and to the Philippines shall be given priority to the maximum extent feasible over the delivery of such excess defense articles to other countries.

(d) Waiver of requirement for reimbursement of Department of Defense expenses

Section 2392(d) of this title shall not apply with respect to transfers of excess defense articles (including transportation and related costs) under this section.

(e) Transportation and related costs

(1) In general

Except as provided in paragraph (2), funds available to the Department of Defense may not be expended for crating, packing, handling, and transportation of excess defense articles transferred under the authority of this section.

(2) Exception

The President may provide for the transportation of excess defense articles without charge to a country for the costs of such transportation if—

(A) it is determined that it is in the national interest of the United States to do so;

(B) the recipient is a developing country receiving less than $10,000,000 of assistance under part V of this subchapter (relating to international military education and training) or section 23 of the Arms Export Control Act (22 U.S.C. 2763; relating to the Foreign Military Financing program) in the fiscal year in which the transportation is provided;

(C) the total weight of the transfer does not exceed 50,000 pounds; and

(D) such transportation is accomplished on a space available basis.

(f) Advance notification to Congress for transfer of certain excess defense articles

(1) In general

The President may not transfer excess defense articles that are significant military equipment (as defined in section 47(9) of the Arms Export Control Act
(22 U.S.C. 2794(9))] or excess defense articles valued (in terms of original acquisition cost) at $7,000,000 or more, under this section or under the Arms Export Control Act (22 U.S.C. 2751 et seq.) until 30 days after the date on which the President has provided notice of the proposed transfer to the congressional committees specified in section 2394–1(a) of this title in accordance with procedures applicable to reprogramming notifications under that section.

(2) Contents

Such notification shall include—

(A) a statement outlining the purposes for which the article is being provided to the country, including whether such article has been previously provided to such country;

(B) an assessment of the impact of the transfer on the military readiness of the United States;

(C) an assessment of the impact of the transfer on the national technology and industrial base and, particularly, the impact on opportunities of entities in the national technology and industrial base to sell new or used equipment to the countries to which such articles are to be transferred; and

(D) a statement describing the current value of such article and the value of such article at acquisition.

(g) Aggregate annual limitation

(1) In general

The aggregate value of excess defense articles transferred to countries under this section in any fiscal year may not exceed $425,000,000.

(2) Effective date

The limitation contained in paragraph (1) shall apply only with respect to fiscal years beginning after fiscal year 1996.

(h) Congressional presentation documents

Documents described in subsection (a) of this section justifying the transfer of excess defense articles shall include an explanation of the general purposes of providing excess defense articles as well as a table which provides an aggregate annual total of transfers of excess defense articles in the preceding year by country in terms of offers and actual deliveries and in terms of acquisition cost
and current value. Such table shall indicate whether such excess defense articles were provided on a grant or sale basis.

(i) Excess Coast Guard property

For purposes of this section, the term “excess defense articles” shall be deemed to include excess property of the Coast Guard, and the term “Department of Defense” shall be deemed, with respect to such excess property, to include the Coast Guard.


22 USC § 2321k. Designation of major non-NATO allies

(a) Notice to Congress

The President shall notify the Congress in writing at least 30 days before—

(1) designating a country as a major non-NATO ally for purposes of this chapter and the Arms Export Control Act (22 U.S.C. 2751 et seq.); or

(2) terminating such a designation.

(b) Initial designations

Australia, Egypt, Israel, Japan, the Republic of Korea, and New Zealand shall be deemed to have been so designated by the President as of the effective date of this section, and the President is not required to notify the Congress of such designation of those countries.

Part III—Foreign Military Sales

22 USC § 2344. Reimbursements

(a) Separate fund account; transfers to such account

Whenever funds made available for use under subchapter II of this chapter have been or are used to furnish military assistance on cash or credit terms, United States dollar repayments, including dollar proceeds derived from the sale of foreign currency repayments to any agency or program of the United States Government, receipts received from the disposition of evidences of indebtedness and charges (including fees and premiums) or interest collected shall be credited to a separate fund account, and shall be available until expended solely for the purpose of financing sales and guaranties, including the overhead costs thereof, and, notwithstanding any provision of law relating to receipts and credits accruing to the United States Government, repayments in foreign currency may be used to carry out subchapter II of this chapter. Such amounts of the appropriations made available under subchapter II of this chapter (including unliquidated balances of funds heretofore obligated for financing sales and guarantees) as may be determined by the President shall be transferred to, and merged with, the separate fund account.

(b) Termination of account; special account for discharge of Federal liabilities and obligations; general fund for excess moneys

(1) The special fund account established under subsection (a) of this section shall terminate as of the end of June 30, 1968, or on such earlier date as may be selected by the President.

(2) Upon the termination of such fund account pursuant to paragraph (1), all of the assets of such fund account (including loans and other payments receivable) shall be transferred to a special account in the Treasury, which special account shall be available solely for the purpose of discharging outstanding liabilities and obligations of the United States arising out of credit sales agreements entered into, and guaranties issued, under subchapter II of this chapter prior to June 30, 1968. Any moneys in such special account in excess of the aggregate United States dollar amount of such liabilities and obligations shall be transferred from time to time to the general fund of the Treasury.

Part V—International Military Education and Training

22 USC § 2347. General authority

(a) The President is authorized to furnish, on such terms and conditions consistent with this chapter as the President may determine (but whenever feasible on a reimbursable basis), military education and training to military and related civilian personnel of foreign countries. Such civilian personnel shall include foreign governmental personnel of ministries other than ministries of defense, and may also include legislators and individuals who are not members of the government, if the military education and training would (i) contribute to responsible defense resource management, (ii) foster greater respect for and understanding of the principle of civilian control of the military, (iii) contribute to cooperation between military and law enforcement personnel with respect to counternarcotics law enforcement efforts, or (iv) improve military justice systems and procedures in accordance with internationally recognized human rights. Such training and education may be provided through—

(1) attendance at military educational and training facilities in the United States (other than Service academies) and abroad;

(2) attendance in special courses of instruction at schools and institutions of learning or research in the United States and abroad; and

(3) observation and orientation visits to military facilities and related activities in the United States and abroad.

(b) The President shall seek reimbursement for military education and training furnished under this part from countries using assistance under section 2763 of this title (relating to the Foreign Military Financing Program) to purchase such military education and training at a rate comparable to the rate charged to countries receiving grant assistance for military education and training under this part.


22 USC § 2347a. Authorization of appropriations

There are authorized to be appropriated to the President to carry out the purposes of this part $56,221,000 for fiscal year 1986 and $56,221,000 for fiscal year 1987.

22 USC § 2347b. Congressional declaration of purpose

Education and training activities conducted under this part shall be designed—

(1) to encourage effective and mutually beneficial relations and increased understanding between the United States and foreign countries in furtherance of the goals of international peace and security;

(2) to improve the ability of participating foreign countries to utilize their resources, including defense articles and defense services obtained by them from the United States, with maximum effectiveness, thereby contributing to greater self-reliance by such countries; and

(3) to increase the awareness of nationals of foreign countries participating in such activities of basic issues involving internationally recognized human rights.


22 USC § 2347c. Exchange training; reciprocity agreement

(a) Attendance of foreign military personnel at professional military education institutions

In carrying out this part, the President is authorized to provide for attendance of foreign military personnel at professional military education institutions in the United States (other than service academies) without charge, and without charge to funds available to carry out this part (notwithstanding section 2392(d) of this title), if such attendance is pursuant to an agreement providing for the exchange of students on a one-for-one, reciprocal basis each fiscal year between those United States professional military education institutions and comparable institutions of foreign countries and international organizations.

(b) Attendance of foreign military and civilian defense personnel at flight training schools and programs
The President may provide for the attendance of foreign military and civilian defense personnel at flight training schools and programs (including test pilot schools) in the United States without charge, and without charge to funds available to carry out this part (notwithstanding section 2392(d) of this title), if such attendance is pursuant to an agreement providing for the exchange of students on a one-for-one basis each fiscal year between those United States flight training schools and programs (including test pilot schools) and comparable flight training schools and programs of foreign countries.

(c) Post-undergraduate flying training and tactical leadership programs at training locations in Southwest Asia

(1) The President is authorized to enter into cooperative arrangements providing for the participation of foreign and United States military and civilian defense personnel in post-undergraduate flying training and tactical leadership programs at training locations in Southwest Asia without charge to participating foreign countries, and without charge to funds available to carry out this part (notwithstanding section 2392(d) of this title). Such training must satisfy common requirements with the United States for post-undergraduate flying and tactical leadership training.

(2) Cooperative arrangements under this subsection shall require an equitable contribution of support and services from each participating country. The President may waive the requirement for an equitable contribution of a participating foreign country if he determines that to do so is important to the national security interests of the United States.

(3) Costs incurred by the United States shall be charged to the current applicable appropriations accounts or funds of the participating United States Government agencies.


22 USC § 2347d. Training in maritime skills

The President is encouraged to allocate a portion of the funds made available each fiscal year to carry out this part for use in providing education and training in maritime search and rescue, operation and maintenance of aids to navigation, port security, at-sea law enforcement, international maritime law, and general maritime skills.

22 USC § 2347e. Prohibition on grant assistance for certain high income foreign countries

(a) In general

None of the funds made available for a fiscal year for assistance under this part may be made available for assistance on a grant basis for any of the high-income foreign countries described in subsection (b) of this section for military education and training of military and related civilian personnel of such country.

(b) High-income foreign countries described

The high-income foreign countries described in this subsection are Austria, Finland, the Republic of Korea, Singapore, and Spain.


22 USC § 2347f. Consultation requirement

The selection of foreign personnel for training under this part shall be made in consultation with the United States defense attache to the relevant country.


22 USC § 2347g. Records regarding foreign participants

(a) Development and maintenance of database

In order to contribute most effectively to the development of military professionalism in foreign countries, the Secretary of Defense shall develop and maintain a database containing records on each foreign military or defense ministry civilian participant in education and training activities conducted under this part after December 31, 2000. This record shall include the type of instruction received, the dates of such instruction, whether such instruction was completed successfully, and, to the extent practicable, a record of the person's subsequent military or defense ministry career and current position and location.

(b) Annual list of foreign personnel

For the purposes of preparing the report required pursuant to section 2347h of this title, the Secretary of State may annually request the Secretary of Defense to
provide information contained in the database, with respect to a list submitted to the Secretary of Defense by the Secretary of State, that contains the names of foreign personnel or military units. To the extent practicable, the Secretary of Defense shall provide, and the Secretary of State may take into account, the information contained in the database, if any, relating to the Secretary of State’s submission.

(c) Updating of database

If the Secretary of State determines and reports to Congress under section 2347h of this title that a foreign person identified in the database maintained pursuant to this section was involved in a violation of internationally recognized human rights, the Secretary of Defense shall ensure that the database is updated to contain such fact and all relevant information.


22 USC § 2347h. Human rights report

(a) In general

Not later than March 1 of each year, the Secretary of State shall submit to the Speaker of the House of Representatives and the Committee on Foreign Relations of the Senate a report describing, to the extent practicable, any involvement of a foreign military or defense ministry civilian participant in education and training activities under this part in a violation of internationally recognized human rights reported under section 2151n(d) of this title subsequent to such participation.

(b) Form

The report described in subsection (a) of this section shall be in unclassified form, but may include a classified annex.


Part VIII—Antiterrorism Assistance

22 USC § 2349aa. General authority

Notwithstanding any other provision of law that restricts assistance to foreign countries (other than sections 2304 and 2371 of this title), the President is authorized to furnish, on such terms and conditions as the President may
determine, assistance to foreign countries in order to enhance the ability of their
law enforcement personnel to deter terrorists and terrorist groups from engaging
in international terrorist acts such as bombing, kidnapping, assassination,
hostage taking, and hijacking. Such assistance may include training services and
the provision of equipment and other commodities related to bomb detection and
disposal, management of hostage situations, physical security, and other matters
relating to the detection, deterrence, and prevention of acts of terrorism, the
resolution of terrorist incidents, and the apprehension of those involved in such
acts.

1428.)

22 USC § 2349aa–1. Purposes

Activities conducted under this part shall be designed—

(1) to enhance the antiterrorism skills of friendly countries by providing training
and equipment to deter and counter terrorism;

(2) to strengthen the bilateral ties of the United States with friendly governments
by offering concrete assistance in this area of great mutual concern; and

(3) to increase respect for human rights by sharing with foreign civil authorities
modern, humane, and effective antiterrorism techniques.

97 Stat. 972.)

22 USC § 2349aa–2. Limitations

(a) Services and commodities furnished by agency of United States
Government; advance payment

Whenever the President determines it to be consistent with and in furtherance of
the purposes of this part, and on such terms and conditions consistent with this
chapter as he may determine, any agency of the United States Government is
authorized to furnish services and commodities, without charge to funds
available to carry out this part, to an eligible foreign country, subject to payment
in advance of the value thereof (within the meaning of section 2403(m) of this
title) in United States dollars by the foreign country. Credits and the proceeds of
guaranteed loans made available to such countries pursuant to the Arms Export
Control Act [22 U.S.C. 2751 et seq.] shall not be used for such payments.
Collections under this part shall be credited to the currently applicable
appropriation, account, or fund of the agency providing such services and commodities and shall be available for the purposes for which such appropriation, account, or fund is authorized to be used.

(b) Consultation in development and implementation of assistance

The Assistant Secretary of State for Democracy, Human Rights, and Labor shall be consulted in the determinations of the foreign countries that will be furnished assistance under this part and determinations of the nature of assistance to be furnished to each such country.

(c) Arms and ammunition; value of equipment and commodities

(1) Arms and ammunition may be provided under this part only if they are directly related to antiterrorism assistance.

(2) The value (in terms of original acquisition cost) of all equipment and commodities provided under this part in any fiscal year shall not exceed 30 percent of the funds made available to carry out this part for that fiscal year.

(d) Information exchange activities

This part does not apply to information exchange activities conducted by agencies of the United States Government under other authority for such purposes.


(a) There are authorized to be appropriated to the President to carry out this part $72,000,000 for fiscal year 2001, $73,000,000 for fiscal year 2002, and $64,200,000 for fiscal year 2003.

(b) Amounts appropriated under this section are authorized to remain available until expended.

22 USC § 2349aa–5. Administrative authorities

Except where expressly provided to the contrary, any reference in any law to subchapter I of this chapter shall be deemed to include reference to this part and any reference in any law to subchapter II of this chapter shall be deemed to exclude reference to this part.

22 USC § 2349aa–7. Coordination of all United States terrorism-related assistance to foreign countries

(a) Responsibility

The Secretary of State shall be responsible for coordinating all assistance related to international terrorism which is provided by the United States Government to foreign countries.

(b) Reports

Not later than February 1 each year, the Secretary of State, in consultation with appropriate United States Government agencies, shall report to the appropriate committees of the Congress on the assistance related to international terrorism which was provided by the United States Government during the preceding fiscal year. Such reports may be provided on a classified basis to the extent necessary, and shall specify the amount and nature of the assistance provided.

(c) Rule of construction

Nothing contained in this section shall be construed to limit or impair the authority or responsibility of any other Federal agency with respect to law enforcement, domestic security operations, or intelligence activities as defined in Executive Order 12333.

Codification
Section was enacted as part of the International Security and Development Cooperation Act of 1985, and not as part of the Foreign Assistance Act of 1961 which comprises this chapter.

22 USC § 2349aa–8. Prohibition on imports from and exports to Libya

(a) Prohibition on imports

Notwithstanding any other provision of law, the President may prohibit any article grown, produced, extracted, or manufactured in Libya from being imported into the United States.

(b) Prohibition on exports

Notwithstanding any other provision of law, the President may prohibit any goods or technology, including technical data or other information, subject to the jurisdiction of the United States or exported by any person subject to the jurisdiction of the United States, from being exported to Libya.

(c) “United States” defined

For purposes of this section, the term “United States”, when used in a geographical sense, includes territories and possessions of the United States.


22 USC § 2349aa–9. Ban on importing goods and services from countries supporting terrorism

(a) Authority

The President may ban the importation into the United States of any good or service from any country which supports terrorism or terrorist organizations or harbors terrorists or terrorist organizations.

(b) Consultation

The President, in every possible instance, shall consult with the Congress before exercising the authority granted by this section and shall consult regularly with the Congress so long as that authority is being exercised.

(c) Reports
Whenever the President exercises the authority granted by this section, he shall immediately transmit to the Congress a report specifying—

(1) the country with respect to which the authority is to be exercised and the imports to be prohibited;

(2) the circumstances which necessitate the exercise of such authority;

(3) why the President believes those circumstances justify the exercise of such authority; and

(4) why the President believes the prohibitions are necessary to deal with those circumstances.

At least once during each succeeding 6-month period after transmitting a report pursuant to this subsection, the President shall report to the Congress with respect to the actions taken, since the last such report, pursuant to this section and with respect to any changes which have occurred concerning any information previously furnished pursuant to this subsection.

(d) “United States” defined

For purposes of this section, the term “United States” includes territories and possessions of the United States.


22 USC § 2349aa–10. Antiterrorism assistance

(a) Omitted

(b) Assistance to foreign countries to procure explosives detection devices and other counterterrorism technology

(1) Subject to section 2349aa–4(b) of this title, up to $3,000,000 in any fiscal year may be made available—

(A) to procure explosives detection devices and other counterterrorism technology; and

(B) for joint counterterrorism research and development projects on such technology conducted with NATO and major non-NATO allies under the auspices of the Technical Support Working Group of the Department of State.
(2) As used in this subsection, the term “major non-NATO allies” means those countries designated as major non-NATO allies for purposes of section 2350a(i)(3) of title 10.

(c) **Assistance to foreign countries**

Notwithstanding any other provision of law (except section 2371 of this title) up to $1,000,000 in assistance may be provided to a foreign country for counterterrorism efforts in any fiscal year if—

(1) such assistance is provided for the purpose of protecting the property of the United States Government or the life and property of any United States citizen, or furthering the apprehension of any individual involved in any act of terrorism against such property or persons; and

(2) the appropriate committees of Congress are notified not later than 15 days prior to the provision of such assistance.


### Part IX—Nonproliferation and Export Control Assistance

#### 22 USC § 2349bb. Purposes

The purposes of assistance under this part are to halt the proliferation of nuclear, chemical, and biological weapons, and conventional weaponry, through support of activities designed—

(1) to enhance the nonproliferation and export control capabilities of friendly countries by providing training and equipment to detect, deter, monitor, interdict, and counter proliferation;

(2) to strengthen the bilateral ties of the United States with friendly governments by offering concrete assistance in this area of vital national security interest;

(3) to accomplish the activities and objectives set forth in sections 5853 and 5854 of this title, without regard to the limitation of those sections to the independent states of the former Soviet Union; and

(4) to promote multilateral activities, including cooperation with international organizations, relating to nonproliferation.
22 USC § 2349bb–1. Authorization of assistance

Notwithstanding any other provision of law (other than section 2304 or section 2371 of this title), the President is authorized to furnish, on such terms and conditions as the President may determine, assistance in order to carry out the purposes of this part. Such assistance may include training services and the provision of funds, equipment, and other commodities related to the detection, deterrence, monitoring, interdiction, and prevention or countering of proliferation, the establishment of effective nonproliferation laws and regulations, and the apprehension of those individuals involved in acts of proliferation of such weapons.

22 USC § 2349bb–2. Transit interdiction

(a) Allocation of funds

In providing assistance under this part, the President shall ensure that, beginning in fiscal year 2007, not less than one-quarter of the total of such assistance is obligated for the purpose of enhancing the capabilities of friendly countries to detect and interdict proliferation-related shipments of cargo to non-State actors and States of proliferation concern.

(b) Priority to certain countries

Priority shall be given in the apportionment of the assistance described under subsection (a) of this section to any friendly country that has been determined by the Secretary of State to be a country frequently transited by proliferation-related shipments of cargo.

(c) Cooperative agreements

In order to promote cooperation regarding the interdiction of weapons of mass destruction and related materials and delivery systems, the President is authorized to conclude agreements, including reciprocal maritime agreements, with other countries to facilitate effective measures to prevent the transportation of such items to non-state actors and states of proliferation concern.

(d) Determination and notice to Congress
The Secretary of State shall notify the Committee on International Relations of the House of Representatives and the Committee on Foreign Relations of the Senate in writing not more than 30 days after making a determination that any friendly country has been determined to be a country eligible for priority consideration of any assistance under subsection (a). Such determination shall set forth the reasons for such determination, and may be submitted in classified and unclassified form, as necessary.


22 USC § 2349bb–2a. International nonproliferation export control training

(a) General authority

The President is authorized to furnish, on such terms and conditions consistent with this part (but whenever feasible on a reimbursable basis), education and training to appropriate military and civilian personnel of foreign countries for the purpose of enhancing the nonproliferation and export control capabilities of such personnel through their attendance in special courses of instruction conducted by the United States.

(b) Administration of courses

The Secretary of State shall have overall responsibility for the development and conduct of international nonproliferation education and training programs under this section, and may utilize other departments and agencies of the United States, as appropriate, to recommend personnel for the education and training and to administer specific courses of instruction.

(c) Purposes

Education and training activities conducted under this section shall be—

(1) of a technical nature, emphasizing techniques for detecting, deterring, monitoring, interdicting, and countering proliferation;

(2) designed to encourage effective and mutually beneficial relations and increased understanding between the United States and friendly countries; and

(3) designed to improve the ability of friendly countries to utilize their resources with maximum effectiveness, thereby contributing to greater self-reliance by such countries.
(d) Priority to certain countries

In selecting personnel for education and training pursuant to this section, priority should be given to personnel from countries determined by the Secretary of State to be countries frequently transited by proliferation-related shipments of cargo.


22 USC § 2349bb–3. Limitations

The limitations contained in section 2349aa–2(a) and (d) of this title shall apply to this part.


22 USC § 2349bb–4. Authorization of appropriations

(a) Authorization of appropriations

There are authorized to be appropriated to the President to carry out this part $162,000,000 for fiscal year 2003.

(b) Availability of funds

Funds made available under subsection (a) of this section may be used notwithstanding any other provision of law (other than section 2304 or 2371 of this title) and shall remain available until expended.

(c) Treatment of appropriations

Amounts made available by the Foreign Operations, Export Financing, and Related Programs Appropriations Act, 2002, under “Nonproliferation, Antiterrorism, Demining, and Related Programs” and “Assistance for the Independent States of the Former Soviet Union” accounts for the activities described in subsection (d) of this section shall be considered to be made available pursuant to this part.

(d) Covered activities

The activities referred to in subsection (c) of this section are—
(1) assistance under the Nonproliferation and Disarmament Fund;

(2) assistance for science and technology centers in the independent states of the former Soviet Union;

(3) export control assistance; and

(4) export control and border assistance under part XI of subchapter I of this chapter or the FREEDOM Support Act (22 U.S.C. 5801 et seq.).


22 USC § 2349bb–5. Proliferation interdiction assistance

Consistent with section 2349bb–2 of this title, the President is authorized to provide assistance to friendly foreign countries for proliferation detection and interdiction activities and for developing complementary capabilities.


22 USC § 2349bb–6. Safeguarding and elimination of conventional arms

(a) In general

The Secretary of State is authorized to secure, remove, or eliminate stocks of man-portable air defense systems (MANPADS), small arms and light weapons, stockpiled munitions, abandoned ordnance, and other conventional weapons, including tactical missile systems (hereafter in this section referred to as “MANPADS and other conventional weapons”), as well as related equipment and facilities, located outside the United States that are determined by the Secretary to pose a proliferation threat.

(b) Elements

The activities authorized under subsection (a) may include the following:

(1) Humanitarian demining activities.

(2) The elimination or securing of MANPADS.

(3) The elimination or securing of other conventional weapons.
(4) Assistance to countries in the safe handling and proper storage of MANPADS and other conventional weapons.

(5) Cooperative programs with the North Atlantic Treaty Organization and other international organizations to assist countries in the safe handling and proper storage or elimination of MANPADS and other conventional weapons.

(6) The utilization of funds for the elimination or safeguarding of MANPADS and other conventional weapons.

(7) Activities to secure and safeguard MANPADS and other conventional weapons.

(8) Actions to ensure that equipment and funds, including security upgrades at locations for the storage or disposition of MANPADS and other conventional weapons and related equipment that are determined by the Secretary of State to pose a proliferation threat, continue to be used for authorized purposes.

(c) Rule of construction

Nothing in this section shall be construed to affect the authorities of the Secretary of Defense.

CHAPTER 61—ANTI-TERRORISM—PLO

22 USC § 5201. Findings; determinations

(a) Findings

The Congress finds that—

(1) Middle East terrorism accounted for 60 percent of total international terrorism in 1985;

(2) the Palestine Liberation Organization (hereafter in this chapter referred to as the “PLO”) was directly responsible for the murder of an American citizen on the Achille Lauro cruise liner in 1985, and a member of the PLO’s Executive Committee is under indictment in the United States for the murder of that American citizen;

(3) the head of the PLO has been implicated in the murder of a United States Ambassador overseas;

(4) the PLO and its constituent groups have taken credit for, and been implicated in, the murders of dozens of American citizens abroad;

(5) the PLO covenant specifically states that “armed struggle is the only way to liberate Palestine, thus it is an overall strategy, not merely a tactical phase”;

(6) the PLO rededicated itself to the “continuing struggle in all its armed forms” at the Palestine National Council meeting in April 1987; and

(7) the Attorney General has stated that “various elements of the Palestine Liberation Organization and its allies and affiliates are in the thick of international terror”.

(b) Determinations

Therefore, the Congress determines that the PLO and its affiliates are a terrorist organization and a threat to the interests of the United States, its allies, and to international law and should not benefit from operating in the United States.

22 USC § 5202. Prohibitions regarding PLO

It shall be unlawful, if the purpose be to further the interests of the Palestine Liberation Organization or any of its constituent groups, any successor to any of those, or any agents thereof, on or after the effective date of this chapter—

(1) to receive anything of value except informational material from the PLO or any of its constituent groups, any successor thereto, or any agents thereof;

(2) to expend funds from the PLO or any of its constituent groups, any successor thereto, or any agents thereof; or

(3) notwithstanding any provision of law to the contrary, to establish or maintain an office, headquarters, premises, or other facilities or establishments within the jurisdiction of the United States at the behest or direction of, or with funds provided by the Palestine Liberation Organization or any of its constituent groups, any successor to any of those, or any agents thereof.


22 USC § 5203. Enforcement

(a) Attorney General

The Attorney General shall take the necessary steps and institute the necessary legal action to effectuate the policies and provisions of this chapter.

(b) Relief

Any district court of the United States for a district in which a violation of this chapter occurs shall have authority, upon petition of relief by the Attorney General, to grant injunctive and such other equitable relief as it shall deem necessary to enforce the provisions of this chapter.

CHAPTER 64—UNITED STATES RESPONSE TO TERRORISM AFFECTING AMERICANS ABROAD

22 USC § 5501. International negotiations concerning aviation security

(a) United States policy

It is the policy of the United States—

(1) to seek bilateral agreements to achieve United States aviation security objectives with foreign governments;

(2) to continue to press vigorously for security improvements through the Foreign Airport Security Act and the foreign airport assessment program; and

(3) to continue to work through the International Civil Aviation Organization to improve aviation security internationally.

(b) Negotiations for aviation security

(1) The Department of State, in consultation with the Department of Transportation, shall be responsible for negotiating requisite aviation security agreements with foreign governments concerning the implementation of United States rules and regulations which affect the foreign operations of United States air carriers, foreign air carriers, and foreign international airports. The Secretary of State is directed to enter, expeditiously, into negotiations for bilateral and multilateral agreements—

(A) for enhanced aviation security objectives;

(B) to implement the Foreign Airport Security Act and the foreign airport assessment program to the fullest extent practicable; and

(C) to achieve improved availability of passenger manifest information.

(2) A principal objective of bilateral and multilateral negotiations with foreign governments and the International Civil Aviation Organization shall be improved availability of passenger manifest information.

22 USC § 5502. Coordinator for Counterterrorism

The Coordinator for Counterterrorism shall be responsible for the coordination of international aviation security for the Department of State.


22 USC § 5503. Department of State notification of families of victims

(a) Department of State policy

It is the policy of the Department of State pursuant to section 2715 of this title to directly and promptly notify the families of victims of aviation disasters abroad concerning citizens of the United States directly affected by such a disaster, including timely written notice. The Secretary of State shall ensure that such notification by the Department of State is carried out notwithstanding notification by any other person.

(b) Department of State guidelines

Not later than 60 days after November 16, 1990, the Secretary of State shall issue such regulations, guidelines, and circulars as are necessary to ensure that the policy under subsection (a) of this section is fully implemented.


22 USC § 5504. Designation of State Department-family liaison and toll-free family communications system

(a) Designation of State Department-family liaison

Not later than 60 days after November 16, 1990, the Secretary of State shall issue such rules and guidelines as are necessary to provide that in the event of an aviation disaster directly involving United States citizens abroad, if possible, the Department of State will assign a specific individual, and an alternate, as the Department of State liaison for the family of each such citizen.

(b) Toll-free communications system

In the establishment of the Department of State toll-free communications system to facilitate inquiries concerning the affect of any disaster abroad on United States citizens residing or traveling abroad, the Secretary of State shall ensure
that a toll-free telephone number is reserved for the exclusive use of the families of citizens who have been determined to be directly involved in any such disaster.


22 USC § 5505. Disaster training for State Department personnel

(a) Additional training

The Secretary of State shall institute a supplemental program of training in disaster management for all consular officers.

(b) Training improvements

(1) In expanding the training program under subsection (a) of this section, the Secretary of State shall consult with death and bereavement counselors concerning the particular demands posed by aviation tragedies and terrorist activities.

(2) In providing such additional training under subsection (a) of this section the Secretary of State shall consider supplementing the current training program through—

(A) providing specialized training to create a team of “disaster specialists” to deploy immediately in a crisis; or

(B) securing outside experts to be brought in during the initial phases to assist consular personnel.


22 USC § 5506. Department of State responsibilities and procedures at international disaster site

(a) Dispatch of senior State Department official to site

Not later than 60 days after November 16, 1990, the Secretary of State shall issue such rules and guidelines as are necessary to provide that in the event of an international disaster, particularly an aviation tragedy, directly involving significant numbers of United States citizens abroad not less than one senior officer from the Bureau of Consular Affairs of the Department of State shall be dispatched to the site of such disaster.

(b) Criteria for Department of State staffing at disaster site
Not later than 60 days after November 16, 1990, the Secretary of State shall promulgate criteria for Department of State staffing of disaster sites abroad. Such criteria shall define responsibility for staffing decisions and shall consider the deployment of crisis teams under subsection (d) of this section. The Secretary of State shall promptly issue such rules and guidelines as are necessary to implement criteria developed pursuant to this subsection.

(c) State Department ombudsman

Not later than 60 days after November 16, 1990, the Secretary of State shall issue such rules and guidelines as are necessary to provide that in the event of an international aviation disaster involving significant numbers of United States citizens abroad not less than one officer or employee of the Department of State shall be dispatched to the disaster site to provide on-site assistance to families who may visit the site and to act as an ombudsman in matters involving the foreign local government authorities and social service agencies.

(d) Crisis teams

Not later than 60 days after November 16, 1990, the Secretary of State shall promulgate procedures for the deployment of a “crisis team”, which may include public affairs, forensic, and bereavement experts, to the site of any international disaster involving United States citizens abroad to augment in-country Embassy and consulate staff. The Secretary of State shall promptly issue such rules and guidelines as are necessary to implement procedures developed pursuant to this subsection.


22 USC § 5507. Recovery and disposition of remains and personal effects

It is the policy of the Department of State (pursuant to section 2715 of this title) to provide liaison with foreign governments and persons and with United States air carriers concerning arrangements for the preparation and transport to the United States of the remains of citizens who die abroad, as well as the disposition of personal effects. The Secretary of State shall ensure that regulations and guidelines of the Department of State reflect such policy and that such assistance is rendered to the families of United States citizens who are killed in terrorist incidents and disasters abroad.

22 USC § 5508. Assessment of Lockerbie experience

(a) Assessment

The Secretary of State shall compile an assessment of the Department of State response to the Pan American Airways Flight 103 aviation disaster over Lockerbie, Scotland, on December 21, 1988.

(b) Guidelines

The Secretary of State shall establish, based on the assessment compiled under subsection (a) of this section and other relevant factors, guidelines for future Department of State responses to comparable disasters and shall distribute such guidelines to all United States diplomatic and consular posts abroad.


22 USC § 5509. Official Department of State recognition

Not later than 60 days after November 16, 1990, the Secretary of State shall promulgate guidelines for appropriate ceremonies or other official expressions of respect and support for the families of United States citizens who are killed through acts of terrorism abroad.


22 USC § 5510. United States Government compensation for victims of terrorism

(a) Compensation

The President shall submit to the Congress, not later than one year after November 16, 1990, recommendations on whether or not legislation should be enacted to authorize the United States to provide monetary and tax relief as compensation to United States citizens who are victims of terrorism.

(b) Board

The President may establish a board to develop criteria for compensation and to recommend changes to existing laws to establish a single comprehensive approach to victim compensation for terrorist acts.

(c) Income tax benefit for victims of Lockerbie terrorism
(1) In general

Subject to paragraph (2), in the case of any individual whose death was a direct result of the Pan American Airways Flight 103 terrorist disaster over Lockerbie, Scotland, on December 21, 1988, any tax imposed by subtitle A of title 26 shall not apply—

(A) with respect to the taxable year which includes December 21, 1988, and

(B) with respect to the prior taxable year.

(2) Limitation

In no case may the tax benefit pursuant to paragraph (1) for any taxable year, for any individual, exceed an amount equal to 28 percent of the annual rate of basic pay at Level V of the Executive Schedule of the United States as of December 21, 1988.


Not later than 60 days after November 16, 1990, the Secretary of State shall issue such rules and regulations as may be necessary to establish, under the Bureau of Consular Affairs, an electronic bulletin board accessible to the general public. Such bulletin board shall contain all information, updated daily, which is available on the Overseas Security Electronic Bulletin Board of the Bureau of Diplomatic Security.


22 USC § 5512. Antiterrorism measures

(a) Guidelines for international aviation travelers

For the purpose of notifying the public, the Secretary of State, in consultation with the Secretary of Transportation, shall develop and publish guidelines for thwarting efforts by international terrorists to enlist the unwitting assistance of international aviation travelers in terrorist activities. Notices concerning such guidelines shall be posted and prominently displayed domestically and abroad in international airports.

(b) Development of international standards
The Secretary of State and the Secretary of Transportation in all appropriate fora, particularly talks and meetings related to international civil aviation, shall enter into negotiations with other nations for the establishment of international standards regarding guidelines for thwarting efforts by international terrorists to enlist the unwitting assistance of international aviation travelers in terrorist activities.

(c) Publication of rewards for terrorism-related information

For the purpose of notifying the public, the Secretary of State shall publish the availability of United States Government rewards for information on international terrorist-related activities, including rewards available under section 2708(a) of this title and chapter 204 of title 18. To the extent appropriate and feasible, notices making such publication shall be posted and prominently displayed domestically and abroad in international airports.

(d) Sense of Congress

It is the sense of Congress that the Secretary of Transportation should take appropriate measures to utilize and train properly the officers and employees of other United States Government agencies who have functions at international airports in the United States and abroad in the detection of explosives and firearms which could be a threat to international civil aviation.


22 USC § 5513. Proposal for consideration by International Civil Aviation Organization

Not later than 60 days after November 16, 1990, the Secretary of State, in consultation with the Secretary of Transportation, shall propose to the International Civil Aviation Organization the establishment of a comprehensive aviation security program which shall include (1) training for airport security personnel, (2) grants for security equipment acquisition for certain nations, and (3) expansion of the appropriate utilization of canine teams in the detection of explosive devices in all airport areas, including use in passenger screening areas and nonpublic baggage assembly and processing areas.

CHAPTER 71—UNITED STATES INTERNATIONAL BROADCASTING

22 USC § 6201. Congressional findings and declaration of purposes

The Congress makes the following findings and declarations:

(1) It is the policy of the United States to promote the right of freedom of opinion and expression, including the freedom “to seek, receive, and impart information and ideas through any media and regardless of frontiers,” in accordance with Article 19 of the Universal Declaration of Human Rights.

(2) Open communication of information and ideas among the peoples of the world contributes to international peace and stability and the promotion of such communication is in the interests of the United States.

(3) It is in the interest of the United States to support broadcasting to other nations consistent with the requirements of this chapter.

(4) The continuation of existing United States international broadcasting, and the creation of a new broadcasting service to the people of the People's Republic of China and other countries of Asia which lack adequate sources of free information, would enhance the promotion of information and ideas, while advancing the goals of United States foreign policy.

(5) The reorganization and consolidation of United States international broadcasting will achieve important economies and strengthen the capability of the United States to use broadcasting to support freedom and democracy in a rapidly changing international environment.


Short Title of 2009 Amendment


Short Title of 2002 Amendment
22 USC § 6202. Standards and principles

(a) Broadcasting standards

United States international broadcasting shall—

(1) be consistent with the broad foreign policy objectives of the United States;

(2) be consistent with the international telecommunications policies and treaty obligations of the United States;

(3) not duplicate the activities of private United States broadcasters;

(4) not duplicate the activities of government supported broadcasting entities of other democratic nations;

(5) be conducted in accordance with the highest professional standards of broadcast journalism;

(6) be based on reliable information about its potential audience;

(7) be designed so as to effectively reach a significant audience; and

(8) promote respect for human rights, including freedom of religion.

(b) Broadcasting principles

United States international broadcasting shall include—

(1) news which is consistently reliable and authoritative, accurate, objective, and comprehensive;
(2) a balanced and comprehensive projection of United States thought and institutions, reflecting the diversity of United States culture and society;

(3) clear and effective presentation of the policies of the United States Government and responsible discussion and opinion on those policies, including editorials, broadcast by the Voice of America, which present the views of the United States Government;

(4) the capability to provide a surge capacity to support United States foreign policy objectives during crises abroad;

(5) programming to meet needs which remain unserved by the totality of media voices available to the people of certain nations;

(6) information about developments in each significant region of the world;

(7) a variety of opinions and voices from within particular nations and regions prevented by censorship or repression from speaking to their fellow countrymen;

(8) reliable research capacity to meet the criteria under this section;

(9) adequate transmitter and relay capacity to support the activities described in this section; and

(10) training and technical support for independent indigenous media through government agencies or private United States entities.

(c) Voice of America broadcasts

The long-range interests of the United States are served by communicating directly with the peoples of the world by radio. To be effective, the Voice of America must win the attention and respect of listeners. These principles will therefore govern Voice of America (VOA) broadcasts:

(1) VOA will serve as a consistently reliable and authoritative source of news. VOA news will be accurate, objective, and comprehensive.

(2) VOA will represent America, not any single segment of American society, and will therefore present a balanced and comprehensive projection of significant American thought and institutions.

(3) VOA will present the policies of the United States clearly and effectively, and will also present responsible discussions and opinion on these policies.
22 USC § 6203. Establishment of Broadcasting Board of Governors

(a) Continued existence within Executive branch

(1) In general

The Broadcasting Board of Governors shall continue to exist within the Executive branch of Government as an entity described in section 104 of title 5.

(2) Retention of existing Board members

The members of the Broadcasting Board of Governors appointed by the President pursuant to subsection (b)(1)(A) before the effective date of title XIII of the Foreign Affairs Agencies Consolidation Act of 1998 and holding office as of that date may serve the remainder of their terms of office without reappointment.

(3) Inspector General authorities

(A) In general

The Inspector General of the Department of State and the Foreign Service shall exercise the same authorities with respect to the Broadcasting Board of Governors and the International Broadcasting Bureau as the Inspector General exercises under the Inspector General Act of 1978 and section 3929 of this title with respect to the Department of State.

(B) Respect for journalistic integrity of broadcasters

The Inspector General shall respect the journalistic integrity of all the broadcasters covered by this chapter and may not evaluate the philosophical or political perspectives reflected in the content of broadcasts.

(b) Composition of Board

(1) The Board shall consist of 9 members, as follows:

(A) 8 voting members who shall be appointed by the President, by and with the advice and consent of the Senate.
(B) The Secretary of State who shall also be a voting member.

(2) The President shall appoint one member (other than the Secretary of State) as Chairman of the Board, subject to the advice and consent of the Senate.

(3) Exclusive of the Secretary of State, not more than 4 of the members of the Board appointed by the President shall be of the same political party.

(c) Term of office

The term of office of each member of the Board shall be three years, except that the Secretary of State shall remain a member of the Board during the Director’s term of service. Of the other 8 voting members, the initial terms of office of two members shall be one year, and the initial terms of office of 3 other members shall be two years, as determined by the President. The President shall appoint, by and with the advice and consent of the Senate, Board members to fill vacancies occurring prior to the expiration of a term, in which case the members so appointed shall serve for the remainder of such term. Any member whose term has expired may serve until a successor has been appointed and qualified. When there is no Secretary of State, the Acting Secretary of State shall serve as a member of the Board until a Director is appointed.

(d) Selection of Board

Members of the Board appointed by the President shall be citizens of the United States who are not regular full-time employees of the United States Government. Such members shall be selected by the President from among Americans distinguished in the fields of mass communications, print, broadcast media, or foreign affairs.

(e) Compensation

Members of the Board, while attending meetings of the Board or while engaged in duties relating to such meetings or in other activities of the Board pursuant to this section (including travel time) shall be entitled to receive compensation equal to the daily equivalent of the compensation prescribed for level IV of the Executive Schedule under section 5315 of title 5. While away from their homes or regular places of business, members of the Board may be allowed travel expenses, including per diem in lieu of subsistence, as authorized by law (5 U.S.C. 5703) for persons in the Government service employed intermittently. The Secretary of State shall not be entitled to any compensation under this chapter, but may be allowed travel expenses as provided under this subsection.
(f) Decisions

Decisions of the Board shall be made by majority vote, a quorum being present. A quorum shall consist of 5 members.

(g) Immunity from civil liability

Notwithstanding any other provision of law, any and all limitations on liability that apply to the members of the Broadcasting Board of Governors also shall apply to such members when acting in their capacities as members of the boards of directors of RFE/RL, Incorporated and Radio Free Asia.


References in Text


**22 USC § 6204. Authorities of Board**

(a) Authorities

The Board shall have the following authorities:

(1) To supervise all broadcasting activities conducted pursuant to this chapter, the Radio Broadcasting to Cuba Act [22 U.S.C. 1465 et seq.], the Television Broadcasting to Cuba Act [22 U.S.C. 1465aa et seq.], and Worldnet Television, except as provided in section 6205(b) of this title.

(2) To review and evaluate the mission and operation of, and to assess the quality, effectiveness, and professional integrity of, all such activities within the context of the broad foreign policy objectives of the United States.
(3) To ensure that United States international broadcasting is conducted in accordance with the standards and principles contained in section 6202 of this title.

(4) To review, evaluate, and determine, at least annually, after consultation with the Secretary of State, the addition or deletion of language services.

(5) To make and supervise grants for broadcasting and related activities in accordance with sections 6207 and 6208 of this title.

(6) To allocate funds appropriated for international broadcasting activities among the various elements of the International Broadcasting Bureau and grantees, subject to the limitations in sections 6207 and 6208 of this title and subject to reprogramming notification requirements in law for the reallocation of funds.

(7) To review engineering activities to ensure that all broadcasting elements receive the highest quality and cost-effective delivery services.

(8) To undertake such studies as may be necessary to identify areas in which broadcasting activities under its authority could be made more efficient and economical.

(9) To submit to the President and the Congress an annual report which summarizes and evaluates activities under this chapter, the Radio Broadcasting to Cuba Act [22 U.S.C. 1465 et seq.], and the Television Broadcasting to Cuba Act [22 U.S.C. 1465aa et seq.]. Each annual report shall place special emphasis on the assessment described in paragraph (2).

(10) To the extent considered necessary to carry out the functions of the Board, procure supplies, services, and other personal property.

(11) To appoint such staff personnel for the Board as the Board may determine to be necessary, subject to the provisions of title 5 governing appointments in the competitive service, and to fix their compensation in accordance with the provisions of chapter 51 and subchapter III of chapter 53 of such title relating to classification and General Schedule pay rates.

(12) To obligate and expend, for official reception and representation expenses, such amount as may be made available through appropriations (which for each of the fiscal years 1998 and 1999 may not exceed the amount made available to the Board and the International Broadcasting Bureau for such purposes for fiscal year 1997).
(13) To make available in the annual report required by paragraph (9) information on funds expended on administrative and managerial services by the Bureau and by grantees and the steps the Board has taken to reduce unnecessary overhead costs for each of the broadcasting services.

(14) The Board may provide for the use of United States Government transmitter capacity for relay of Radio Free Asia.

(15)(A) To procure temporary and intermittent personal services to the same extent as is authorized by section 3109 of title 5, at rates not to exceed the daily equivalent of the rate provided for positions classified above grade GS–15 of the General Schedule under section 5108 of title 5.

(B) To allow those providing such services, while away from their homes or their regular places of business, travel expenses (including per diem in lieu of subsistence) as authorized by section 5703 of title 5 for persons in the Government service employed intermittently, while so employed.

(16) To procure, pursuant to section 1535 of title 31 (commonly known as the “Economy Act”), such goods and services from other departments or agencies for the Board and the International Broadcasting Bureau as the Board determines are appropriate.

(17) To utilize the provisions of titles III, IV, V, VII, VIII, IX, and X of the United States Information and Educational Exchange Act of 1948 [22 U.S.C. 1431 et seq.], and section 6 of Reorganization Plan Number 2 of 1977, as in effect on the day before the effective date of title XIII of the Foreign Affairs Agencies Consolidation Act of 1998, to the extent the Board considers necessary in carrying out the provisions and purposes of this chapter.

(18) To utilize the authorities of any other statute, reorganization plan, Executive order, regulation, agreement, determination, or other official document or proceeding that had been available to the Director of the United States Information Agency, the Bureau, or the Board before the effective date of title XIII of the Foreign Affairs Consolidation Act of 1998 for carrying out the broadcasting activities covered by this chapter.

(19)(A) To provide for the payment of primary and secondary school expenses for dependents of personnel stationed in the Commonwealth of the Northern Mariana Islands (CNMI) at a cost not to exceed expenses authorized by the Department of Defense for such schooling for dependents of members of the Armed Forces stationed in the Commonwealth, if the Board determines that schools available in the Commonwealth are unable to provide adequately for the education of the dependents of such personnel.
(B) To provide transportation for dependents of such personnel between their places of residence and those schools for which expenses are provided under subparagraph (A), if the Board determines that such schools are not accessible by public means of transportation.

(b) Delegation of authority

The Board may delegate to the Director of the International Broadcasting Bureau, or any other officer or employee of the United States, to the extent the Board determines to be appropriate, the authorities provided in this section, except those authorities provided in paragraph (1), (2), (3), (4), (5), (6), (9), or (11) of subsection (a) of this section.

(c) Broadcasting budgets

The Director of the Bureau and the grantees identified in sections 6207 and 6208 of this title shall submit proposed budgets to the Board. The Board shall forward its recommendations concerning the proposed budget for the Board and broadcasting activities under this chapter, the Radio Broadcasting to Cuba Act [22 U.S.C. 1465 et seq.], and the Television Broadcasting to Cuba Act [22 U.S.C. 1465aa et seq.] to the Office of Management and Budget.

(d) Professional independence of broadcasters

The Secretary of State and the Board, in carrying out their functions, shall respect the professional independence and integrity of the International Broadcasting Bureau, its broadcasting services, and the grantees of the Board.

References in Text

The Radio Broadcasting to Cuba Act, referred to in subsecs. (a)(1), (9) and (c), is Pub. L. 98–111, Oct. 4, 1983, 97 Stat. 749, as amended, which is classified generally to subchapter V–A (§1465 et seq.) of chapter 18 of this title. For complete classification of this Act to the Code, see Short Title note set out under section 1465 of this title and Tables.

The Television Broadcasting to Cuba Act, referred to in subsecs. (a)(1), (9) and (b)(1), is part D of title II of Pub. L. 101–246, Feb. 16, 1990, 104 Stat. 58, as amended, which is classified principally to subchapter V–B (§1465aa et seq.) of
chapter 18 of this title. For complete classification of this Act to the Code, see Short Title note set out under section 1465aa of this title and Tables.

The United States Information and Educational Exchange Act of 1948, referred to in subsec. (a)(17), is act Jan. 27, 1948, ch. 36, 62 Stat. 6, as amended, which is classified generally to chapter 18 (§1431 et seq.) of this title. For complete classification of this Act to the Code, see Short Title note set out under section 1431 of this title and Tables.


Expansion of Farsi Language Programming


“(a) International Broadcasting Operations Fund.—In addition to amounts otherwise authorized for the Broadcasting Board of Governors’ International Broadcasting Operations Fund, there is authorized to be appropriated $15,000,000 to expand Farsi language programming and to provide for the dissemination of accurate and independent information to the Iranian people through radio, television, Internet, cellular telephone, short message service, and other communications.

“(b) Broadcasting Capital Improvements Fund.—In addition to amounts otherwise authorized for the Broadcasting Board of Governors’ Broadcasting Capital Improvements Fund, there is authorized to be appropriated $15,000,000 to expand transmissions of Farsi language programs to Iran.

“(c) Use of Amounts.—In pursuit of the objectives described in subsections (a) and (b), amounts in the International Broadcasting Operations Fund and the Capital Improvements Fund may be used to—

“(1) develop additional transmission capability for Radio Farda and the Persian News Network to counter ongoing efforts to jam transmissions, including through additional shortwave and medium wave transmissions, satellite, and Internet mechanisms;
“(2) develop additional proxy server capability and anti-censorship software to counter efforts to block Radio Farda and Persian News Network Web sites;

“(3) develop technologies to counter efforts to block SMS text message exchange over cellular phone networks;

“(4) expand program coverage and analysis by Radio Farda and the Persian News Network, including the development of broadcast platforms and programs, on the television, radio and Internet, for enhanced interactivity with and among the people of Iran;

“(5) hire, on a permanent or short-term basis, additional staff for Radio Farda and the Persian News Network; and

“(6) develop additional Internet-based, Farsi-language television programming, including a Farsi-language, Internet-based news channel.”

Iranian Electronic Education, Exchange, and Media Fund


“(a) Establishment.—There is established in the Treasury of the United States the Iranian Electronic Education, Exchange, and Media Fund (referred to in this section as the ‘Fund’), consisting of amounts appropriated to the Fund pursuant to subsection (f).

“(b) Administration.—The Fund shall be administered by the Secretary of State.

“(c) Objective.—The objective of the Fund shall be to support the development of technologies, including Internet Web sites, that will aid the ability of the Iranian people to—

“(1) gain access to and share information;

“(2) exercise freedom of speech, freedom of expression, and freedom of assembly through the Internet and other electronic media;

“(3) engage in Internet-based education programs and other exchanges between Americans and Iranians; and

“(4) counter efforts—

“(A) to block, censor, and monitor the Internet; and
“(B) to disrupt or monitor cellular phone networks or SMS text exchanges.

“(d) Use of Amounts.—In pursuit of the objective described in subsection (c), amounts in the Fund may be used for grants to United States or foreign universities, nonprofit organizations, or companies for targeted projects that advance the purpose of the Fund, including projects that—

“(1) develop Farsi-language versions of existing social-networking Web sites;

“(2) develop technologies, including Internet-based applications, to counter efforts—

“(A) to block, censor, and monitor the Internet; and

“(B) to disrupt or monitor cellular phone networks or SMS text message exchanges;

“(3) develop Internet-based, distance learning programs for Iranian students at United States universities; and

“(4) promote Internet-based, people-to-people educational, professional, religious, or cultural exchanges and dialogues between United States citizens and Iranians.

“(e) Transfers.—Amounts in the Fund may be transferred to the United States Agency for International Development, the Broadcasting Board of Governors, or any other agency of the Federal Government to the extent that such amounts are used to carry out activities that will further the objective described in subsection (c).

“(f) Authorization of Appropriations.—There is authorized to be appropriated $20,000,000 to the Fund.”

22 USC § 6205. Role of Secretary of State

(a) Foreign policy guidance

To assist the Board in carrying out its functions, the Secretary of State shall provide information and guidance on foreign policy issues to the Board, as the Secretary may deem appropriate.

(b) Certain Worldnet programming

The Secretary of State is authorized to use Worldnet broadcasts for the purposes of continuing interactive dialogues with foreign media and other similar overseas
public diplomacy programs sponsored by the Department of State. The Chairman of the Broadcasting Board of Governors shall provide access to Worldnet for this purpose on a nonreimbursable basis.


22 USC § 6206. International Broadcasting Bureau

(a) Establishment

There is hereby established an International Broadcasting Bureau under the Board (hereafter in this chapter referred to as the “Bureau”), to carry out all nonmilitary international broadcasting activities supported by the United States Government other than those described in sections 6207 and 6208 of this title.

(b) Selection of Director of Bureau

The Director of the Bureau shall be appointed by the President, by and with the advice and consent of the Senate. The Director of the Bureau shall be entitled to receive compensation at the rate prescribed by law for level IV of the Executive Schedule.

(c) Responsibilities of Director

The Director shall organize and chair a coordinating committee to examine and make recommendations to the Board on long-term strategies for the future of international broadcasting, including the use of new technologies, further consolidation of broadcast services, and consolidation of currently existing public affairs and legislative relations functions in the various international broadcasting entities. The coordinating committee shall include representatives of Radio Free Asia, RFE/RL, Incorporated, the Broadcasting Board of Governors, and, as appropriate, the Office of Cuba Broadcasting, the Voice of America, and Worldnet.


22 USC § 6207. Limits on grants for Radio Free Europe and Radio Liberty

(a) Board of RFE/RL, Incorporated
The Board may not make any grant to RFE/RL, Incorporated, unless the certificate of incorporation of RFE/RL, Incorporated, has been amended to provide that—

(1) the Board of Directors of RFE/RL, Incorporated, shall consist of the members of the Broadcasting Board of Governors established under section 6203 of this title and of no other members; and

(2) such Board of Directors shall make all major policy determinations governing the operation of RFE/RL, Incorporated, and shall appoint and fix the compensation of such managerial officers and employees of RFE/RL, Incorporated, as it considers necessary to carry out the purposes of the grant provided under this chapter.

(b) Location of principal place of business

(1) The Board may not make any grant to RFE/RL, Incorporated unless the headquarters of RFE/RL, Incorporated and its senior administrative and managerial staff are in a location which ensures economy, operational effectiveness, and accountability to the Board.

(2) Not later than 90 days after confirmation of all members of the Board, the Board shall provide a report to Congress on the number of administrative, managerial, and technical staff of RFE/RL, Incorporated who will be located within the metropolitan area of Washington, D.C., and the number of employees whose principal place of business will be located outside the metropolitan area of Washington, D.C.

(c) Limitation on grant amounts

The total amount of grants made for the operating costs of RFE/RL, Incorporated, may not exceed $85,000,000 in fiscal year 2003.

(d) Alternative grantee

If the Board determines at any time that RFE/RL, Incorporated, is not carrying out the functions described in section 6208 of this title in an effective and economical manner, the Board may award the grant to carry out such functions to another entity after soliciting and considering applications from eligible entities in such manner and accompanied by such information as the Board may reasonably require.

(e) Not a Federal agency or instrumentality
Nothing in this chapter may be construed to make RFE/RL, Incorporated a Federal agency or instrumentality.

(f) Authority

Grants authorized under section 6204 of this title for RFE/RL, Incorporated, shall be available to make annual grants for the purpose of carrying out similar functions as were carried out by RFE/RL, Incorporated, on the day before April 30, 1994, with respect to Radio Free Europe and Radio Liberty, consistent with section 2 of the Board for International Broadcasting Act of 1973 [22 U.S.C. 2871], as in effect on such date.

(g) Grant agreement

Grants to RFE/RL, Incorporated, by the Board shall only be made in compliance with a grant agreement. The grant agreement shall establish guidelines for such grants. The grant agreement shall include the following provisions—

(1) that a grant be used only for activities which the Board determines are consistent with the purposes of subsection (f) of this section;

(2) that RFE/RL, Incorporated, shall otherwise comply with the requirements of this section;

(3) that failure to comply with the requirements of this section may result in suspension or termination of a grant without further obligation by the Board or the United States;

(4) that duplication of language services and technical operations between RFE/RL, Incorporated and the International Broadcasting Bureau be reduced to the extent appropriate, as determined by the Board; and

(5) that RFE/RL, Incorporated, justify in detail each proposed expenditure of grant funds, and that such funds may not be used for any other purpose unless the Board gives its prior written approval.

(h) Prohibited uses of grant funds

No grant funds provided under this section may be used for the following purposes:

(1)(A) Except as provided in subparagraph (B) or (C), to pay any salary or other compensation, or enter into any contract providing for the payment of salary or compensation in excess of the rates established for comparable positions under title 5 or the foreign relations laws of the United States, except that no employee
may be paid a salary or other compensation in excess of the rate of pay payable for level IV of the Executive Schedule under section 5315 of title 5.

(B) Salary and other compensation limitations under subparagraph (A) shall not apply prior to October 1, 1995, with respect to any employee covered by a union agreement requiring a salary or other compensation in excess of such limitations.

(C) Notwithstanding the limitations under subparagraph (A), grant funds provided under this section may be used by RFE/RL, Incorporated, to pay up to three employees employed in Washington, D.C., salary or other compensation not to exceed the rate of pay payable for level III of the Executive Schedule under section 5314 of title 5.

(2) For any activity for the purpose of influencing the passage or defeat of legislation being considered by Congress.

(3) To enter into a contract or obligation to pay severance payments for voluntary separation for employees hired after December 1, 1990, except as may be required by United States law or the laws of the country where the employee is stationed.

(4) For first class travel for any employee of RFE/RL, Incorporated, or the relative of any employee.

(5) To compensate freelance contractors without the approval of the Board.

(i) Report on management practices

(1) Effective not later than March 31 and September 30 of each calendar year, the Inspector General of the Department of State and the Foreign Service shall submit to the Board and the Congress a report on management practices of RFE/RL, Incorporated, under this section. The Inspector General of the Department of State and the Foreign Service shall establish a special unit within the Inspector General's office to monitor and audit the activities of RFE/RL, Incorporated, and shall provide for on-site monitoring of such activities.

(j) Audit authority

(1) Such financial transactions of RFE/RL, Incorporated, as relate to functions carried out under this section may be audited by the Government Accountability Office in accordance with such principles and procedures and under such rules and regulations as may be prescribed by the Comptroller General of the United States. Any such audit shall be conducted at the place or places where accounts of RFE/RL, Incorporated, are normally kept.
Representatives of the Government Accountability Office shall have access to all books, accounts, records, reports, files, papers, and property belonging to or in use by RFE/RL, Incorporated pertaining to such financial transactions and necessary to facilitate an audit. Such representatives shall be afforded full facilities for verifying transactions with any assets held by depositories, fiscal agents, and custodians. All such books, accounts, records, reports, files, papers, and property of RFE/RL, Incorporated, shall remain in the possession and custody of RFE/RL, Incorporated.

Notwithstanding any other provision of law and upon repeal of the Board for International Broadcasting Act [22 U.S.C. 2871 et seq.], the Inspector General of the Department of State and the Foreign Service is authorized to exercise the authorities of the Inspector General Act of 1978 with respect to RFE/RL, Incorporated.

22 USC § 6208. Radio Free Asia

(a) Authority

Grants authorized under section 6204 of this title shall be available to make annual grants for the purpose of carrying out radio broadcasting to the following countries: The People’s Republic of China, Burma, Cambodia, Laos, North Korea, Tibet, and Vietnam.

Such broadcasting service shall be referred to as “Radio Free Asia”.

(b) Functions

Radio Free Asia shall—

provide accurate and timely information, news, and commentary about events in the respective countries of Asia and elsewhere; and

be a forum for a variety of opinions and voices from within Asian nations whose people do not fully enjoy freedom of expression.

(c) Grant agreement

Any grant agreement or grants under this section shall be subject to the following limitations and restrictions:
(1) The Board may not make any grant to Radio Free Asia unless the headquarters of Radio Free Asia and its senior administrative and managerial staff are in a location which ensures economy, operational effectiveness, and accountability to the Board.

(2) Any grant agreement under this section shall require that any contract entered into by Radio Free Asia shall specify that all obligations are assumed by Radio Free Asia and not by the United States Government.

(3) Any grant agreement shall require that any lease agreements entered into by Radio Free Asia shall be, to the maximum extent possible, assignable to the United States Government.

(4) Grants made for the operating costs of Radio Free Asia may not exceed $30,000,000 in each of the fiscal years 2000 and 2001.

(5) Grants awarded under this section shall be made pursuant to a grant agreement which requires that grant funds be used only for activities consistent with this section, and that failure to comply with such requirements shall permit the grant to be terminated without fiscal obligation to the United States.

(d) Limitations on administrative and managerial costs

It is the sense of the Congress that administrative and managerial costs for operation of Radio Free Asia should be kept to a minimum and, to the maximum extent feasible, should not exceed the costs that would have been incurred if Radio Free Asia had been operated as a Federal entity rather than as a grantee.

(e) Assessment of effectiveness of Radio Free Asia

Not later than 3 years after the date on which initial funding is provided for the purpose of operating Radio Free Asia, the Board shall submit to the appropriate congressional committees a report on—

(1) whether Radio Free Asia is technically sound and cost-effective,

(2) whether Radio Free Asia consistently meets the standards for quality and objectivity established by this chapter,

(3) whether Radio Free Asia is received by a sufficient audience to warrant its continuation,

(4) the extent to which such broadcasting is already being received by the target audience from other credible sources; and
(5) the extent to which the interests of the United States are being served by maintaining broadcasting of Radio Free Asia.

(f) Notification and consultation regarding displacement of Voice of America broadcasting

(1) Notification

The Board shall notify the appropriate congressional committees before—

(A) entering into any agreements for the utilization of Voice of America transmitters, equipment, or other resources that will significantly reduce the broadcasting activities of the Voice of America in Asia or any other region in order to accommodate the broadcasting activities of Radio Free Asia; or

(B) entering into any agreements in regard to the utilization of Radio Free Asia transmitters, equipment, or other resources that will significantly reduce the broadcasting activities of Radio Free Asia.

(2) Consultation

The Chairman of the Board shall consult with such committees on the impact of any such reduction in Voice of America broadcasting activities or Radio Free Asia broadcasting activities.

(g) Not a Federal agency or instrumentality

Nothing in this chapter may be construed to make Radio Free Asia a Federal agency or instrumentality.


Amendments

2010—Subsec. (c)(2). Pub. L. 111–202, §3(1), struck out “, and shall further specify that funds to carry out the activities of Radio Free Asia may not be available after September 30, 2010” after “Government”.

Subsecs. (f) to (h). Pub. L. 111–202, §3(2)–(4), redesignated subsecs. (g) and (h) as (f) and (g), respectively, designated first sentence of subsec. (f) as par. (1), inserted heading, inserted subpar. (A) designation before “entering into any
agreements for the utilization of Voice of America”, added subpar. (B), designated second sentence of subsec. (f) as par. (2), inserted heading, inserted “or Radio Free Asia broadcasting activities” before period at end, and struck out former subsec. (f) which related to sunset provisions.

**Findings**

Pub. L. 111–202, §1, July 13, 2010, 124 Stat. 1373, provided that: “Congress finds the following:

“(1) Radio Free Asia (referred to in this Act [amending this section] as ‘RFA’)—

“(A) was authorized under section 309 of the United States International Broadcasting Act of 1994 (22 U.S.C. 6208);

“(B) was incorporated as a private, non-profit corporation in March 1996 in the hope that its operations would soon be obviated by the global advancement of democracy; and

“(C) is headquartered in Washington, DC, with additional offices in Bangkok, Hong Kong, Phnom Penh, Seoul, Ankara, and Taipei.

“(2) RFA broadcasts serve as substitutes for indigenous free media in regions lacking free media outlets.

“(3) The mission of RFA is ‘to provide accurate and timely news and information to Asian countries whose governments prohibit access to a free press’ in order to enable informed decisionmaking by the people within Asia.

“(4) RFA provides daily broadcasts of news, commentary, analysis, and cultural programming to Asian countries in several languages, including—

“(A) 12 hours per day in Mandarin;

“(B) 8 hours per day in 3 Tibetan dialects, Uke, Kham, and Amdo;

“(C) 4 hours per day in Korean and Burmese;

“(D) 2 hours per day in Cantonese, Vietnamese, Laotian, Khmer (Cambodian), and Uyghur; and

“(E) 1½ hours per week in Wu (local Shanghai dialect).

“(5) The governments of the countries targeted for these broadcasts have consistently denied and blocked attempts at Medium Wave and FM
transmissions into their countries, forcing RFA to rely on Shortwave broadcasts and the Internet.

“(6) RFA has provided continuous online news to its Asian audiences since 2004, although some countries—

“(A) routinely and aggressively block RFA's website;

“(B) monitor access to RFA's website; and

“(C) discourage online users by making it illegal to access RFA's website.

“(7) Despite these attempts, RFA has successfully managed to reach its online audiences through proxies, cutting-edge software, and active republication and repostings by its audience.

“(8) RFA also provides forums for local opinions and experiences through message boards, podcasts, web logs (blogs), cell phone-distributed newscasts, and new media, including Facebook, Flickr, Twitter, and YouTube.

“(9) Freedom House has documented that freedom of the press is in decline in nearly every region of the world, particularly in Asia, where none of the countries served by RFA have increased their freedom of the press during the past 5 years.

“(10) In fiscal year 2010, RFA is operating on a $37,000,000 budget, less than $400,000 of which is available to fund Internet censorship circumvention.

“(11) Congress currently provides grant funding for RFA's operations on a fiscal year basis.”

22 USC § 6211. The continuing mission of Radio Free Europe and Radio Liberty broadcasts

It is the sense of Congress that Radio Free Europe and Radio Liberty should continue to broadcast to the peoples of Central Europe, Eurasia, and the Persian Gulf until such time as—

(1) a particular nation has clearly demonstrated the successful establishment and consolidation of democratic rule; and

(2) its domestic media which provide balanced, accurate, and comprehensive news and information, is firmly established and widely accessible to the national audience, thus making redundant broadcasts by Radio Free Europe or Radio Liberty.
At such time as a particular nation meets both of these conditions, RFE/RL should phase out broadcasting to that nation.


22 USC § 6212. Requirement for authorization of appropriations

(a) Limitation on obligation and expenditure of funds

Notwithstanding any other provision of law, for the fiscal year 1994 and for each subsequent fiscal year, any funds appropriated for the purposes of broadcasting subject to supervision of the Board shall not be available for obligation or expenditure—

(1) unless such funds are appropriated pursuant to an authorization of appropriations; or

(2) in excess of the authorized level of appropriations.

(b) Subsequent authorization

The limitation under subsection (a) of this section shall not apply to the extent that an authorization of appropriations is enacted after such funds are appropriated.

(c) Application

The provisions of this section—

(1) may not be superseded, except by a provision of law which specifically repeals, modifies, or supersedes the provisions of this section; and

(2) shall not apply to, or affect in any manner, permanent appropriations, trust funds, and other similar accounts which are authorized by law and administered under or pursuant to this chapter.

22 USC § 6213. Definitions

For the purposes of this chapter—

(1) the term “appropriate congressional committees” means the Committee on Foreign Relations and the Committee on Appropriations of the Senate and the Committee on Foreign Affairs and the Committee on Appropriations of the House of Representatives;

(2) the term “RFE/RL, Incorporated” includes—

(A) the corporation having the corporate title described in section 6206(b)(3) of this title; and

(B) any alternative grantee described in section 6206(e) of this title; and

(3) the term “salary or other compensation” includes any deferred compensation or pension payments, any payments for expenses for which the recipient is not obligated to itemize, and any payments for personnel services provided to an employee of RFE/RL, Incorporated.


22 USC § 6215. Establishment of Radio Free Afghanistan

(a) Requirement of a detailed plan

Not later than 15 days after March 11, 2002, RFE/RL, Incorporated, shall submit to the Broadcasting Board of Governors a report setting forth a detailed plan for the provision by RFE/RL, Incorporated, of surrogate broadcasting services in the Dari and Pashto languages to Afghanistan. Such broadcasting services shall be known as “Radio Free Afghanistan”.

(b) Grant authority

(1) In general

Effective 15 days after March 11, 2002, or the date on which the report required by subsection (a) of this section is submitted, whichever is later, the Broadcasting Board of Governors is authorized to make grants to support Radio Free Afghanistan.
(2) Supersedes existing limitation on total annual grant amounts

Grants made to RFE/RL, Incorporated, during the fiscal year 2002 for support of Radio Free Afghanistan may be made without regard to section 308(c) of the United States International Broadcasting Act of 1994 (22 U.S.C. 6207(c)).

(c) Available authorities

In addition to the authorities in this section, the authorities applicable to carry out United States Government broadcasting activities under the United States Information and Educational Exchange Act of 1948 [22 U.S.C. 1431 et seq.], the United States International Broadcasting Act of 1994 [22 U.S.C. 6201 et seq.], the Foreign Affairs Reform and Restructuring Act of 1998, and other provisions of law consistent with such purpose may be used to carry out the grant authority of subsection (b) of this section.

(d) Standards; oversight

Radio Free Afghanistan shall adhere to the same standards of professionalism and accountability, and shall be subject to the same oversight mechanisms, as other services of RFE/RL, Incorporated.


References in Text

The United States Information and Educational Exchange Act of 1948, referred to in subsec. (c), is act Jan. 27, 1948, ch. 36, 62 Stat. 6, as amended, which is classified generally to chapter 18 (§1431 et seq.) of this title. For complete classification of this Act to the Code, see Short Title note set out under section 1431 of this title, and Tables.

The United States International Broadcasting Act of 1994, referred to in subsec. (c), is title III of Pub. L. 103–236, Apr. 30, 1994, 108 Stat. 432, as amended, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 6201 of this title and Tables.


Codification
Section was enacted as part of the Radio Free Afghanistan Act, and not as part of the United States International Broadcasting Act of 1994 which comprises this chapter.

**22 USC § 6216. Special authority for surge capacity**

(a) Emergency authority

(1) In general

Whenever the President determines it to be important to the national interests of the United States and so certifies to the appropriate congressional committees, the President, on such terms and conditions as the President may determine, is authorized to direct any department, agency, or other entity of the United States to furnish the Broadcasting Board of Governors with such assistance outside the United States as may be necessary to provide international broadcasting activities of the United States with a surge capacity to support United States foreign policy objectives during a crisis abroad.

(2) Supersedes existing law

The authority of paragraph (1) shall supersede any other provision of law.

(3) Surge capacity defined

In this subsection, the term “surge capacity” means the financial and technical resources necessary to carry out broadcasting activities in a geographical area during a crisis abroad.

(4) Duration

The President is authorized to exercise the authority provided in subsection (a)(1) for a period of up to six months, which may be renewed for one additional six month period.

(b) Authorization of appropriations

(1) In general

There are authorized to be appropriated to the President such sums as may be necessary for the President to carry out this section, except that no such amount may be appropriated which, when added to amounts previously appropriated for such purpose but not yet obligated, would cause such amounts to exceed $25,000,000.
(2) Availability of funds

Amounts appropriated pursuant to the authorization of appropriations in this subsection are authorized to remain available until expended.

(3) Designation of appropriations

Amounts appropriated pursuant to the authorization of appropriations in this subsection may be referred to as the “United States International Broadcasting Surge Capacity Fund”.

(c) Report

The annual report submitted to the President and Congress by the Broadcasting Board of Governors under section 6204(a)(9) of this title shall provide a detailed description of any activities carried out under this section.


Finding; Sense of Congress

Pub. L. 110–53, title XX, §2031(a), (b), Aug. 3, 2007, 121 Stat. 515, provided that:

“(a) Finding.—Congress finds that the report of the National Commission on Terrorist Attacks Upon the United States stated that ‘Recognizing that Arab and Muslim audiences rely on satellite television and radio, the government has begun some promising initiatives in television and radio broadcasting to the Arab world, Iran, and Afghanistan. These efforts are beginning to reach large audiences. The Broadcasting Board of Governors has asked for much larger resources. It should get them.’.

“(b) Sense of Congress.—It is the sense of Congress that—

“(1) the United States needs to improve its communication of information and ideas to people in foreign countries, particularly in countries with significant Muslim populations; and

“(2) public diplomacy should reaffirm the paramount commitment of the United States to democratic principles, including preserving the civil liberties of all the people of the United States, including Muslim-Americans.”
CHAPTER 80—DIPLOMATIC TELECOMMUNICATIONS SERVICE PROGRAM OFFICE (DTS-PO)

22 USC § 7301. Reorganization; duties

(a) Reorganization

The Diplomatic Telecommunications Service Program Office established pursuant to title V of Public Law 102–140 shall be reorganized in accordance with this chapter.

(b) Duties

The duties of the DTS–PO include implementing a program for the establishment and maintenance of a DTS Network capable of providing multiple levels of service to meet the wide-ranging needs of all United States Government departments and agencies operating from diplomatic and consular facilities outside of the United States, including national security needs for secure, reliable, and robust communications capabilities.


Prior Provisions


Suspension of Reorganization of Diplomatic Telecommunications Service Program Office


Reform of the Diplomatic Telecommunications Service Program Office
(a) Governance Board

(1) Establishment

There is established the Diplomatic Telecommunications Service Governance Board to direct and oversee the activities and performance of the DTS–PO.

(2) Executive Agent.—

(A) Designation

The Director of the Office of Management and Budget shall designate, from among the departments and agencies of the United States Government that use the DTS Network, a department or agency as the DTS–PO Executive Agent.

(B) Duties

The Executive Agent designated under subparagraph (A) shall—

(i) nominate a Director of the DTS–PO for approval by the Governance Board in accordance with subsection (e); and

(ii) perform such other duties as established by the Governance Board in the determination of written implementing arrangements and other relevant and appropriate governance processes and procedures under paragraph (3).

(3) Requirement for implementing arrangements

Subject to the requirements of this chapter, the Governance Board shall determine the written implementing arrangements and other relevant and appropriate governance processes and procedures to manage, oversee, resource, or otherwise administer the DTS–PO.

(b) Membership
(1) Selection

The Director of the Office of Management and Budget shall designate from among the departments and agencies that use the DTS Network—

(A) four departments and agencies to each appoint one voting member of the Governance Board from the personnel of such departments and agencies; and

(B) any other departments and agencies that the Director considers appropriate to each appoint one nonvoting member of the Governance Board from the personnel of such departments and agencies.

(2) Voting and nonvoting members

The Governance Board shall consist of voting members and nonvoting members as follows:

(A) Voting members

The voting members shall consist of a Chair, who shall be designated by the Director of the Office of Management and Budget, and the four members appointed by departments and agencies designated under paragraph (1)(A).

(B) Nonvoting members

The nonvoting members shall consist of the members appointed by departments and agencies designated under paragraph (1)(B) and shall act in an advisory capacity.

(c) Chair duties and authorities

The Chair of the Governance Board shall—

(1) preside over all meetings and deliberations of the Governance Board;

(2) provide the Secretariat functions of the Governance Board; and

(3) propose bylaws governing the operation of the Governance Board.

(d) Quorum, decisions, meetings

A quorum of the Governance Board shall consist of the presence of the Chair and four voting members. The decisions of the Governance Board shall require a majority of the voting membership. The Chair shall convene a meeting of the Governance Board not less than four times each year to carry out the functions of
the Governance Board. The Chair or any voting member may convene a meeting of the Governance Board.

(e) Governance Board duties

The Governance Board shall have the following duties with respect to the DTS–PO:

(1) To approve and monitor the plans, services, priorities, policies, and pricing methodology of the DTS–PO for bandwidth costs and projects carried out at the request of a department or agency that uses the DTS Network.

(2) To provide to the DTS–PO Executive Agent the recommendation of the Governance Board with respect to the approval, disapproval, or modification of each annual budget request for the DTS–PO, prior to the submission of any such request by the Executive Agent.

(3) To review the performance of the DTS–PO against plans approved under paragraph (1) and the management activities and internal controls of the DTS–PO.

(4) To require from the DTS–PO any plans, reports, documents, and records the Governance Board considers necessary to perform its oversight responsibilities.

(5) To conduct and evaluate independent audits of the DTS–PO.

(6) To approve or disapprove the nomination of the Director of the DTS–PO by the Executive Agent with a majority vote of the Governance Board.

(7) To recommend to the Executive Agent the replacement of the Director of the DTS–PO with a majority vote of the Governance Board.

(f) National security interests

The Governance Board shall ensure that those enhancements of, and the provision of service for, telecommunication capabilities that involve the national security interests of the United States receive the highest prioritization.


22 USC § 7303. Funding of the Diplomatic Telecommunications Service

(a) Authorization of appropriations
There are authorized to be appropriated such sums as may be necessary for the operations, maintenance, development, enhancement, modernization, and investment costs of the DTS Network and the DTS–PO. Funds appropriated for allocation to the DTS–PO shall remain available to the DTS–PO for a period of two fiscal years.

(b) Fees

The DTS–PO shall charge a department or agency that uses the DTS Network for only those bandwidth costs attributable to such department or agency and for specific projects carried out at the request of such department or agency, pursuant to the pricing methodology for such bandwidth costs and such projects approved under section 7302(e)(1) of this title, for which amounts have not been appropriated for allocation to the DTS–PO. The DTS–PO is authorized to directly receive payments from departments or agencies that use the DTS Network and to invoice such departments or agencies for the fees under this section either in advance of, or upon or after, providing the bandwidth or performing such projects. Such funds received from such departments or agencies shall remain available to the DTS–PO for a period of two fiscal years.


Prior Provisions


22 USC § 7304. Definitions

In this chapter:

(1) DTS Network

The term “DTS Network” means the worldwide telecommunications network supporting all United States Government agencies and departments operating from diplomatic and consular facilities outside of the United States.

(2) DTS–PO

The term “DTS–PO” means the Diplomatic Telecommunications Service Program Office.
(3) Governance Board

The term “Governance Board” means the Diplomatic Telecommunications Service Governance Board established under section 7302(a)(1) of this title.

CHAPTER 89—ADVANCING DEMOCRATIC VALUES

22 USC § 8201. Findings

Congress finds the following:

(1) The United States Declaration of Independence, the United States Constitution, and the United Nations Universal Declaration of Human Rights declare that all human beings are created equal and possess certain rights and freedoms, including the fundamental right to participate in the political life and government of their respective countries.

(2) The development of democracy constitutes a long-term challenge that goes through unique phases and paces in individual countries as such countries develop democratic institutions such as a thriving civil society, a free media, and an independent judiciary, and must be led from within such countries, including by nongovernmental and governmental reformers.

(3) Individuals, nongovernmental organizations, and movements that support democratic principles, practices, and values are under increasing pressure from some governments of nondemocratic countries (as well as, in some cases, from governments of democratic transition countries), including by using administrative and regulatory mechanisms to undermine the activities of such individuals, organizations, and movements.

(4) Democratic countries have a number of instruments available for supporting democratic reformers who are committed to promoting effective, nonviolent change in nondemocratic countries and who are committed to keeping their countries on the path to democracy.

(5) United States efforts to promote democracy and protect human rights can be strengthened to improve assistance for such reformers, including through an enhanced role for United States diplomats when properly trained and given the right incentives.

(6) The promotion of democracy requires a broad-based effort with cooperation between all democratic countries, including through the Community of Democracies.


Short Title

section 2151n of this title] may be cited as the ‘Advance Democratic Values, Address Nondemocratic Countries, and Enhance Democracy Act of 2007’ or the ‘ADVANCE Democracy Act of 2007’.

22 USC § 8202. Statement of policy

It is the policy of the United States—

(1) to promote freedom and democracy in foreign countries as a fundamental component of United States foreign policy, along with other key foreign policy goals;

(2) to affirm fundamental freedoms and internationally recognized human rights in foreign countries, as reflected in the Universal Declaration of Human Rights and the International Covenant on Civil and Political Rights, and to condemn offenses against those freedoms and rights as a fundamental component of United States foreign policy, along with other key foreign policy goals;

(3) to protect and promote such fundamental freedoms and rights, including the freedoms of association, of expression, of the press, and of religion, and the right to own private property;

(4) to commit to the long-term challenge of promoting universal democracy by promoting democratic institutions, including institutions that support the rule of law (such as an independent judiciary), an independent and professional media, strong legislatures, a thriving civil society, transparent and professional independent governmental auditing agencies, civilian control of the military, and institutions that promote the rights of minorities and women;

(5) to use instruments of United States influence to support, promote, and strengthen democratic principles, practices, and values, including the right to free, fair, and open elections, secret balloting, and universal suffrage, including by—

(A) providing appropriate support to individuals, nongovernmental organizations, and movements located in nondemocratic countries that aspire to live in freedom and establish full democracy in such countries; and

(B) providing political, economic, and other support to foreign countries and individuals, nongovernmental organizations, and movements that are willingly undertaking a transition to democracy; and
(6) to strengthen cooperation with other democratic countries in order to better promote and defend shared values and ideals.


22 USC § 8203. Definitions

In this chapter:

(1) Annual Report on Advancing Freedom and Democracy

The term “Annual Report on Advancing Freedom and Democracy” refers to the annual report submitted to Congress by the Department of State pursuant to section 665(c) of the Foreign Relations Authorization Act, Fiscal Year 2003 (Public Law 107–228; 22 U.S.C. 2151n note), in which the Department reports on actions taken by the United States Government to encourage respect for human rights and democracy.

(2) Appropriate congressional committees

The term “appropriate congressional committees” means the Committee on Foreign Affairs of the House of Representatives and the Committee on Foreign Relations of the Senate.

(3) Assistant Secretary

The term “Assistant Secretary” means the Assistant Secretary of State for Democracy, Human Rights, and Labor.

(4) Community of Democracies and Community

The terms “Community of Democracies” and “Community” mean the association of democratic countries committed to the global promotion of democratic principles, practices, and values, which held its First Ministerial Conference in Warsaw, Poland, in June 2000.

(5) Department

The term “Department” means the Department of State.

(6) Nondemocratic country or democratic transition country

The term “nondemocratic country” or “democratic transition country” shall include any country which is not governed by a fully functioning democratic form of government, as determined by the Secretary, taking into account the general
consensus regarding the status of civil and political rights in a country by major nongovernmental organizations that conduct assessments of such conditions in countries and whether the country exhibits the following characteristics:

(A) All citizens of such country have the right to, and are not restricted in practice from, fully and freely participating in the political life of such country.

(B) The national legislative body of such country and, if directly elected, the head of government of such country, are chosen by free, fair, open, and periodic elections, by universal and equal suffrage, and by secret ballot.

(C) More than one political party in such country has candidates who seek elected office at the national level and such parties are not restricted in their political activities or their process for selecting such candidates, except for reasonable administrative requirements commonly applied in countries categorized as fully democratic.

(D) All citizens in such country have a right to, and are not restricted in practice from, fully exercising such fundamental freedoms as the freedom of expression, conscience, and peaceful assembly and association, and such country has a free, independent, and pluralistic media.

(E) The current government of such country did not come to power in a manner contrary to the rule of law.

(F) Such country possesses an independent judiciary and the government of such country generally respects the rule of law.

(G) Such country does not violate other core principles enshrined in the United Nations Charter, the Universal Declaration of Human Rights, the International Covenant on Civil and Political Rights, United Nations Commission on Human Rights Resolution 1499/57 (entitled “Promotion of the Right to Democracy”), and the United Nations General Assembly Resolution 55/96 (entitled “Promoting and consolidating democracy”).

(H) As applicable, whether the country has scored favorably on the political, civil liberties, corruption, and rule of law indicators used to determine eligibility for financial assistance disbursed from the Millennium Challenge Account.

(7) Secretary

The term “Secretary” means the Secretary of State.

SUBCHAPTER I—ACTIVITIES TO ENHANCE THE PROMOTION OF DEMOCRACY

22 USC § 8211. Democracy promotion at the Department of State

(a) Democracy Liaison Officers

(1) In general

The Secretary of State shall establish and staff Democracy Liaison Officer positions. Democracy Liaison Officers shall serve under the supervision of the Assistant Secretary. Democracy Liaison Officers may be assigned to the following posts:

(A) United States missions to, or liaisons with, regional and multilateral organizations, including the United States missions to the European Union, African Union, Organization of American States, and any other appropriate regional organization, the Organization for Security and Cooperation in Europe, the United Nations and its relevant specialized agencies, and the North Atlantic Treaty Organization.

(B) Regional public diplomacy centers of the Department of State.

(C) United States combatant commands.

(D) Other posts as designated by the Secretary.

(2) Responsibilities

Each Democracy Liaison Officer should—

(A) provide expertise on effective approaches to promote and build democracy;

(B) assist in formulating and implementing strategies for transitions to democracy; and

(C) carry out such other responsibilities as the Secretary or the Assistant Secretary may assign.

(3) New positions

To the fullest extent practicable, taking into consideration amounts appropriated to carry out this subsection and personnel available for assignment to the positions described in paragraph (1), the Democracy Liaison Officer positions
established under subsection (a) shall be new positions that are in addition to existing positions with responsibility for other human rights and democracy related issues and programs, including positions with responsibility for labor issues.

(4) Relationship to other authorities

Nothing in this subsection may be construed as altering any authority or responsibility of a chief of mission or other employee of a diplomatic mission of the United States provided under any other provision of law, including any authority or responsibility for the development or implementation of strategies to promote democracy.

(b) Office related to democratic movements and transitions

(1) Establishment

There shall be identified within the Bureau of Democracy, Human Rights, and Labor of the Department at least one office that shall be responsible for working with democratic movements and facilitating the transition to full democracy of nondemocratic countries and democratic transition countries.

(2) Responsibilities

The Assistant Secretary shall, including by acting through the office or offices identified pursuant to paragraph (1)—

(A) provide support for Democratic Liaison Officers established under subsection (a); and

(B) develop relations with, consult with, and provide assistance to nongovernmental organizations, individuals, and movements that are committed to the peaceful promotion of democracy and fundamental rights and freedoms, including fostering relationships with the United States Government and the governments of other democratic countries; and

(C) assist officers and employees of regional bureaus of the Department to develop strategies and programs to promote peaceful change in nondemocratic countries and democratic transition countries.

(3) Liaison

Within the Bureau of Democracy, Human Rights, and Labor, the Assistant Secretary shall identify officers or employees who have expertise in and shall be responsible for working with nongovernmental organizations, individuals, and
movements that develop relations with, consult with, and provide assistance to nongovernmental organizations, individuals, and movements in foreign countries that are committed to the peaceful promotion of democracy and fundamental rights and freedoms.

(c) Actions by chiefs of mission

Each chief of mission in each nondemocratic country or democratic transition country should—

(1) develop, as part of annual program planning, a strategy to promote democratic principles, practices, and values in each such foreign country and to provide support, as appropriate, to nongovernmental organizations, individuals, and movements in each such country that are committed to democratic principles, practices, and values, such as by—

(A) consulting and coordinating with and providing support to such nongovernmental organizations, individuals, and movements regarding the promotion of democracy;

(B) issuing public condemnations of violations of internationally recognized human rights, including violations of religious freedom, and visiting local landmarks and other local sites associated with nonviolent protest in support of democracy and freedom from oppression; and

(C) holding periodic meetings with such nongovernmental organizations, individuals, and movements to discuss democracy and political, social, and economic freedoms;

(2) hold ongoing discussions with the leaders of each such nondemocratic country or democratic transition country regarding progress toward a democratic system of governance and the development of political, social, and economic freedoms and respect for human rights, including freedom of religion or belief, in such country; and

(3) conduct meetings with civil society, interviews with media that can directly reach citizens of each such country, and discussions with students and young people of each such country regarding progress toward a democratic system of governance and the development of political, social, and economic freedoms in each such country.

(d) Recruitment
The Secretary should seek to increase the proportion of members of the Foreign Service who serve in the Bureau of Democracy, Human Rights, and Labor.

(e) Authorization of appropriations

There are authorized to be appropriated to the Secretary such sums as may be necessary to carry out this section.


22 USC § 8213. Investigations of violations of international humanitarian law

(a) In general

The President, with the assistance of the Secretary, the Under Secretary of State for Democracy and Global Affairs, and the Ambassador-at-Large for War Crimes Issues, shall collect information regarding incidents that may constitute crimes against humanity, genocide, slavery, or other violations of international humanitarian law.

(b) Accountability

The President shall consider what actions can be taken to ensure that any government of a country or the leaders or senior officials of such government who are responsible for crimes against humanity, genocide, slavery, or other violations of international humanitarian law identified under subsection (a) are brought to account for such crimes in an appropriately constituted tribunal.


SUBCHAPTER II—STRATEGIES AND REPORTS ON HUMAN RIGHTS AND THE PROMOTION OF DEMOCRACY

22 USC § 8221. Strategies, priorities, and annual report

(a) Expansion of country-specific strategies to promote democracy

(1) Commendation

Congress commends the Secretary for the ongoing work by the Department to develop country-specific strategies for promoting democracy.
(2) Expansion

The Secretary shall expand the development of such strategies to all nondemocratic countries and democratic transition countries.

(3) Briefings

The Secretary shall keep the appropriate congressional committees fully and currently informed as such strategies are developed.

(b) Omitted

(c) Enhanced report

The Annual Report on Advancing Freedom and Democracy shall include, as appropriate—

(1) United States priorities for the promotion of democracy and the protection of human rights for each nondemocratic country and democratic transition country, developed in consultation with relevant parties in such countries; and

(2) specific actions and activities of chiefs of missions and other United States officials to promote democracy and protect human rights in each such country.


Codification

Section is comprised of section 2121 of Pub. L. 110–53. Subsecs. (b) and (d) of section 2121 of Pub. L. 110–53 amended section 665(c) of Pub. L. 107–228 which is set out as a note under section 2151n of this title.

22 USC § 8222. Translation of human rights reports

(a) In general

The Secretary shall continue to expand the timely translation of the applicable parts of the Country Reports on Human Rights Practices required under sections 2151n(d) and 2304(b) of this title, the Annual Report on International Religious Freedom required under section 6412(b) of this title, the Trafficking in Persons Report required under section 7107(b) of this title, and any separate report on democracy and human rights policy submitted in accordance with section 665(c) of the Foreign Relations Authorization Act, Fiscal Year 2003 (Public Law 107–228; 22 U.S.C. 2151n note) into the principal languages of as many countries as possible, with particular emphasis on nondemocratic countries, democratic
transition countries, and countries in which extrajudicial killings, torture, or other serious violations of human rights have occurred.

(b) Report

(1) Requirement

Not later than April 1, 2008, and annually thereafter through 2010, the Secretary shall submit to the appropriate congressional committees a report describing any translations of the reports specified in subsection (a) for the preceding year, including which of such reports have been translated into which principal languages and the countries in which such translations have been distributed by posting on a relevant website or elsewhere.

(2) Form

The report required under paragraph (1) may be included in any separate report on democracy and human rights policy submitted in accordance with section 665(c) of the Foreign Relations Authorization Act, Fiscal Year 2003.


SUBCHAPTER III—ADVISORY COMMITTEE ON DEMOCRACY PROMOTION AND THE INTERNET WEBSITE OF THE DEPARTMENT OF STATE

22 USC § 8231. Advisory Committee on Democracy Promotion

Congress commends the Secretary for creating an Advisory Committee on Democracy Promotion, and it is the sense of Congress that the Committee should play a significant role in the Department's transformational diplomacy by advising the Secretary regarding United States efforts to promote democracy and democratic transition in connection with the formulation and implementation of United States foreign policy and foreign assistance, including reviewing and making recommendations on—

(1) how to improve the capacity of the Department to promote democracy and human rights; and

(2) how to improve foreign assistance programs related to the promotion of democracy.

22 USC § 8232. Sense of Congress regarding the Internet website of the Department of State

It is the sense of Congress that in order to facilitate access by individuals, nongovernmental organizations, and movements in foreign countries to documents, streaming video and audio, and other media regarding democratic principles, practices, and values, and the promotion and strengthening of democracy, the Secretary should take additional steps to enhance the Internet site for global democracy and human rights of the Department, which should include, where practicable, the following:

(1) Narratives and histories, published by the United States Government, of significant democratic movements in foreign countries, particularly regarding successful nonviolent campaigns to promote democracy in non-democratic countries and democratic transition countries.

(2) Narratives, published by the United States Government, relating to the importance of the establishment of and respect for internationally recognized human rights, democratic principles, practices, and values, and other fundamental freedoms.

(3) Major human rights reports by the United States Government, including translations of such materials, as appropriate.

(4) Any other documents, references, or links to appropriate external Internet websites (such as websites of international or nongovernmental organizations), including references or links to training materials, narratives, and histories regarding successful democratic movements.


SUBCHAPTER IV—TRAINING IN DEMOCRACY AND HUMAN RIGHTS; INCENTIVES

22 USC § 8241. Training in democracy promotion and the protection of human rights

(a) In general

The Secretary shall continue to enhance training for members of the Foreign Service and civil service responsible for the promotion of democracy and the protection of human rights. Such training shall include appropriate instruction and training materials regarding:
(1) International documents and United States policy regarding the promotion of democracy and respect for human rights.

(2) United States policy regarding the promotion and strengthening of democracy around the world, with particular emphasis on the transition to democracy in nondemocratic countries and democratic transition countries.

(3) For any member, chief of mission, or deputy chief of mission who is to be assigned to a nondemocratic country or democratic transition country, ways to promote democracy in such country and to assist individuals, nongovernmental organizations, and movements in such country that support democratic principles, practices, and values.

(4) The protection of internationally recognized human rights (including the protection of religious freedom) and standards related to such rights, provisions of United States law related to such rights, diplomatic tools to promote respect for such rights, and the protection of individuals who have fled their countries due to violations of such rights.

(b) Consultation

The Secretary, acting through the Director of the National Foreign Affairs Training Center of the Foreign Service Institute of the Department, shall consult, as appropriate, with nongovernmental organizations involved in the protection and promotion of such rights and the United States Commission on International Religious Freedom with respect to the training required by this subsection.

(c) Report

Not later than 180 days after August 3, 2007, the Secretary shall submit to the appropriate congressional committees a report containing a description of the current and planned training provided to Foreign Service officers in human rights and democracy promotion, including such training provided to chiefs of mission serving or preparing to serve in nondemocratic countries or democratic transition countries.


22 USC § 8242. Sense of Congress regarding ADVANCE Democracy Award

It is the sense of Congress that—

(1) the Secretary should further strengthen the capacity of the Department to carry out results-based democracy promotion efforts through the establishment
of an annual award to be known as the “Outstanding Achievements in Advancing Democracy Award”, or the “ADVANCE Democracy Award”, that would be awarded to officers or employees of the Department; and

(2) the Secretary should establish procedures for selecting recipients of such award, including any financial terms associated with such award.


22 USC § 8243. Personnel policies at the Department of State

In addition to the awards and other incentives already implemented, the Secretary should increase incentives for members of the Foreign Service and other employees of the Department who take assignments relating to the promotion of democracy and the protection of human rights, including the following:

(1) Providing performance pay under section 3965 of this title to such members and employees who carry out their assignment in an outstanding manner.

(2) Considering such an assignment as a basis for promotion into the Senior Foreign Service.

(3) Providing Foreign Service Awards under section 4013 of this title to such members and employees who provide distinguished or meritorious service in the promotion of democracy or the protection of human rights.


SUBCHAPTER V—COOPERATION WITH DEMOCRATIC COUNTRIES

22 USC § 8251. Cooperation with democratic countries

(a) Sense of Congress

It is the sense of Congress that the United States should cooperate with other democratic countries to—

(1) promote and protect democratic principles, practices, and values;

(2) promote and protect shared political, social, and economic freedoms, including the freedoms of association, of expression, of the press, of religion, and to own private property;
(3) promote and protect respect for the rule of law;

(4) develop, adopt, and pursue strategies to advance common interests in international organizations and multilateral institutions to which members of cooperating democratic countries belong; and

(5) provide political, economic, and other necessary support to countries that are undergoing a transition to democracy.

(b) Community of Democracies

(1) Sense of Congress

It is the sense of Congress that—

(A) the Community of Democracies should develop a more formal mechanism for carrying out work between ministerial meetings, such as through the creation of a permanent secretariat with appropriate staff to carry out such work, and should establish a headquarters; and

(B) nondemocratic countries should not participate in any association or group of democratic countries aimed at working together to promote democracy.

(2) Detail of personnel

The Secretary is authorized to detail on a nonreimbursable basis any employee of the Department to any permanent secretariat of the Community of Democracies or to the government of any country that is a member of the Convening Group of the Community of Democracies.

(c) Establishment of an office for multilateral democracy promotion

The Secretary should establish an office of multilateral democracy promotion with the mission to further develop and strengthen the institutional structure of the Community of Democracies, develop interministerial projects, enhance the United Nations Democracy Caucus, manage policy development of the United Nations Democracy Fund, and enhance coordination with other regional and multilateral bodies with jurisdiction over democracy issues.

(d) International Center for Democratic Transition

(1) Sense of Congress

It is the sense of Congress that the International Center for Democratic Transition, an initiative of the Government of Hungary, serves to promote
practical projects and the sharing of best practices in the area of democracy promotion and should be supported by, in particular, the United States, other European countries with experiences in democratic transitions, and private individuals.

(2) Authorization of appropriations

There is authorized to be appropriated $1,000,000 for each of fiscal years 2008, 2009, and 2010 to the Secretary for a grant to the International Center for Democratic Transition. Amounts appropriated under this paragraph are authorized to remain available until expended.


SUBCHAPTER VI—FUNDING FOR PROMOTION OF DEMOCRACY

22 USC § 8261. The United Nations Democracy Fund

(a) Sense of Congress

It is the sense of Congress that the United States should work with other countries to enhance the goals and work of the United Nations Democracy Fund, an essential tool to promote democracy, and in particular support civil society in foreign countries in their efforts to help consolidate democracy and bring about transformational change.

(b) Authorization of appropriations

There is authorized to be appropriated $14,000,000 for each of fiscal years 2008 and 2009 to the Secretary for a United States contribution to the United Nations Democracy Fund.


22 USC § 8262. United States democracy assistance programs

(a) Sense of Congress regarding use of instruments of democracy promotion

It is the sense of Congress that—
(1) United States support for democracy is strengthened by using a variety of different instrumentalities, such as the National Endowment for Democracy, the United States Agency for International Development, and the Department; and

(2) the purpose of the Department's Human Rights and Democracy Fund should be to support innovative programming, media, and materials designed to uphold democratic principles, practices, and values, support and strengthen democratic institutions, promote human rights and the rule of law, and build civil societies in countries around the world.

(b) Sense of Congress regarding mechanisms for delivering assistance

(1) Findings

Congress finds the following:

(A) Democracy assistance has many different forms, including assistance to promote the rule of law, build the capacity of civil society, political parties, and legislatures, improve the independence of the media and the judiciary, enhance independent auditing functions, and advance security sector reform.

(B) There is a need for greater clarity on the coordination and delivery mechanisms for United States democracy assistance.

(2) Sense of Congress

It is the sense of Congress that the Secretary and the Administrator of the United States Agency for International Development should develop guidelines, in consultation with the appropriate congressional committees, building on the existing framework for grants, cooperative agreements, contracts, and other acquisition mechanisms to guide United States missions in foreign countries in coordinating United States democracy assistance and selecting the appropriate combination of such mechanisms for such assistance.
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PART II—DEPARTMENT OF JUSTICE

CHAPTER 31—THE ATTORNEY GENERAL

28 USC § 501. Executive department

The Department of Justice is an executive department of the United States at the seat of Government.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 611.)

28 USC § 503. Attorney General

The President shall appoint, by and with the advice and consent of the Senate, an Attorney General of the United States. The Attorney General is the head of the Department of Justice.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 612.)

28 USC § 504. Deputy Attorney General

The President may appoint, by and with the advice and consent of the Senate, a Deputy Attorney General.


28 USC § 504a. Associate Attorney General

The President may appoint, by and with the advice and consent of the Senate, an Associate Attorney General.


28 USC § 505. Solicitor General

The President shall appoint in the Department of Justice, by and with the advice and consent of the Senate, a Solicitor General, learned in the law, to assist the Attorney General in the performance of his duties.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 612.)
28 USC § 506. Assistant Attorneys General

The President shall appoint, by and with the advice and consent of the Senate, 11 Assistant Attorneys General, who shall assist the Attorney General in the performance of his duties.


28 USC § 507. Assistant Attorney General for Administration

(a) The Attorney General shall appoint, with the approval of the President, an Assistant Attorney General for Administration, who shall perform such duties as the Attorney General may prescribe.

(b) The position of Assistant Attorney General for Administration is in the competitive service.

(c) Notwithstanding the provisions of section 901 of title 31, United States Code, the Assistant Attorney General for Administration shall be the Chief Financial Officer of the Department of Justice.


28 USC § 507A. Assistant Attorney General for National Security

(a) Of the Assistant Attorneys General appointed under section 506, one shall serve, upon the designation of the President, as the Assistant Attorney General for National Security.

(b) The Assistant Attorney General for National Security shall—

(1) serve as the head of the National Security Division of the Department of Justice under section 509A of this title;

(2) serve as primary liaison to the Director of National Intelligence for the Department of Justice; and

(3) perform such other duties as the Attorney General may prescribe.
28 USC § 508. Vacancies

(a) In case of a vacancy in the office of Attorney General, or of his absence or disability, the Deputy Attorney General may exercise all the duties of that office, and for the purpose of section 3345 of title 5 the Deputy Attorney General is the first assistant to the Attorney General.

(b) When by reason of absence, disability, or vacancy in office, neither the Attorney General nor the Deputy Attorney General is available to exercise the duties of the office of Attorney General, the Associate Attorney General shall act as Attorney General. The Attorney General may designate the Solicitor General and the Assistant Attorneys General, in further order of succession, to act as Attorney General.

28 USC § 509. Functions of the Attorney General

All functions of other officers of the Department of Justice and all functions of agencies and employees of the Department of Justice are vested in the Attorney General except the functions—

(1) vested by subchapter II of chapter 5 of title 5 in administrative law judges employed by the Department of Justice;

(2) of the Federal Prison Industries, Inc.; and

(3) of the Board of Directors and officers of the Federal Prison Industries, Inc.

Privacy Officer


“(a) In General.—The Attorney General shall designate a senior official in the Department of Justice to assume primary responsibility for privacy policy.
“(b) Responsibilities.—The responsibilities of such official shall include advising the Attorney General regarding—

“(1) appropriate privacy protections, relating to the collection, storage, use, disclosure, and security of personally identifiable information, with respect to the Department's existing or proposed information technology and information systems;

“(2) privacy implications of legislative and regulatory proposals affecting the Department and involving the collection, storage, use, disclosure, and security of personally identifiable information;

“(3) implementation of policies and procedures, including appropriate training and auditing, to ensure the Department's compliance with privacy-related laws and policies, including section 552a of title 5, United States Code, and Section 208 of the E-Government Act of 2002 (Public Law 107–347) [set out in a note under section 3501 of Title 44, Public Printing and Documents];

“(4) ensuring that adequate resources and staff are devoted to meeting the Department's privacy-related functions and obligations;

“(5) appropriate notifications regarding the Department's privacy policies and privacy-related inquiry and complaint procedures; and

“(6) privacy-related reports from the Department to Congress and the President.

“(c) Review of Privacy Related Functions, Resources, and Report.—Within 120 days of his designation, the privacy official shall prepare a comprehensive report to the Attorney General and to the Committees on the Judiciary of the House of Representatives and of the Senate, describing the organization and resources of the Department with respect to privacy and related information management functions, including access, security, and records management, assessing the Department's current and future needs relating to information privacy issues, and making appropriate recommendations regarding the Department's organizational structure and personnel.

“(d) Annual Report.—The privacy official shall submit a report to the Committees on the Judiciary of the House of Representatives and of the Senate on an annual basis on activities of the Department that affect privacy, including a summary of complaints of privacy violations, implementation of section 552a of title 5, United States Code, internal controls, and other relevant matters.”

**Report to Congress on Status of United States Persons or Residents Detained on Suspicion of Terrorism**
Pub. L. 109–162, title XI, §1176, Jan. 5, 2006, 119 Stat. 3125, provided that: “Not less often than once every 12 months, the Attorney General shall submit to Congress a report on the status of United States persons or residents detained, as of the date of the report, on suspicion of terrorism. The report shall—

“(1) specify the number of persons or residents so detained; and

“(2) specify the standards developed by the Department of Justice for recommending or determining that a person should be tried as a criminal defendant or should be designated as an enemy combatant.”

Federal Bureau of Investigation Use of Translators


“(1) the number of translators employed, or contracted for, by the Federal Bureau of Investigation or other components of the Department of Justice;

“(2) any legal or practical impediments to using translators employed by Federal, State, or local agencies on a full-time, part-time, or shared basis;

“(3) the needs of the Federal Bureau of Investigation for specific translation services in certain languages, and recommendations for meeting those needs;

“(4) the status of any automated statistical reporting system, including implementation and future viability;

“(5) the storage capabilities of the digital collection system or systems utilized;

“(6) a description of the establishment and compliance with audio retention policies that satisfy the investigative and intelligence goals of the Federal Bureau of Investigation; and

“(7) a description of the implementation of quality control procedures and mechanisms for monitoring compliance with quality control procedures.”

Development and Support of Cybersecurity Forensic Capabilities

“(a) In General.—The Attorney General shall establish such regional computer forensic laboratories as the Attorney General considers appropriate, and provide support to existing computer forensic laboratories, in order that all such computer forensic laboratories have the capability—

“(1) to provide forensic examinations with respect to seized or intercepted computer evidence relating to criminal activity (including cyberterrorism);

“(2) to provide training and education for Federal, State, and local law enforcement personnel and prosecutors regarding investigations, forensic analyses, and prosecutions of computer-related crime (including cyberterrorism);

“(3) to assist Federal, State, and local law enforcement in enforcing Federal, State, and local criminal laws relating to computer-related crime;

“(4) to facilitate and promote the sharing of Federal law enforcement expertise and information about the investigation, analysis, and prosecution of computer-related crime with State and local law enforcement personnel and prosecutors, including the use of multijurisdictional task forces; and

“(5) to carry out such other activities as the Attorney General considers appropriate.

“(b) Authorization of Appropriations.—

“(1) Authorization.—There is hereby authorized to be appropriated in each fiscal year $50,000,000 for purposes of carrying out this section.

“(2) Availability.—Amounts appropriated pursuant to the authorization of appropriations in paragraph (1) shall remain available until expended.”

Training of Government Officials Regarding Identification and Use of Foreign Intelligence


“(a) Program Required.—The Attorney General shall, in consultation with the Director of Central Intelligence, carry out a program to provide appropriate training to officials described in subsection (b) in order to assist such officials in—

“(1) identifying foreign intelligence information in the course of their duties; and

“(2) utilizing foreign intelligence information in the course of their duties, to the extent that the utilization of such information is appropriate for such duties.
“(b) Officials.—The officials provided training under subsection (a) are, at the discretion of the Attorney General and the Director, the following:

“(1) Officials of the Federal Government who are not ordinarily engaged in the collection, dissemination, and use of foreign intelligence in the performance of their duties.

“(2) Officials of State and local governments who encounter, or may encounter in the course of a terrorist event, foreign intelligence in the performance of their duties.

“(c) Authorization of Appropriations.—There is hereby authorized to be appropriated for the Department of Justice such sums as may be necessary for purposes of carrying out the program required by subsection (a).”

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 401 of Title 50, War and National Defense.]

**Overseas Law Enforcement Training Activities**

Pub. L. 104–132, title VIII, §801, Apr. 24, 1996, 110 Stat. 1304, provided that:

“The Attorney General and the Secretary of the Treasury are authorized to support law enforcement training activities in foreign countries, in consultation with the Secretary of State, for the purpose of improving the effectiveness of the United States in investigating and prosecuting transnational offenses.”

**Investigation of Financial Institutions; Assistance of Government Personnel**


“(a) Notwithstanding any other law and in any fiscal year—

“(1) The Attorney General shall accept, and Federal departments and agencies, including the United States Secret Service, the Internal Revenue Service, the Resolution Trust Corporation, and the appropriate Federal banking agency, may provide, without reimbursement, the services of attorneys, law enforcement
personnel, and other employees of any other departments or agencies of the Federal Government to assist the Department of Justice, subject to the supervision of the Attorney General, in the investigation and prosecution of fraud or other criminal or unlawful activity in or against any federally insured financial institution or the Resolution Trust Corporation;

“(2) any attorney of a department or agency whose services are accepted pursuant to paragraph (1) may, subject to the supervision of the Attorney General, conduct any kind of legal proceeding, civil or criminal, including grand jury proceedings and proceedings before committing magistrate judges, and perform any other investigative or prosecutorial function, which United States attorneys are authorized by law to conduct or perform whether or not the attorney is a resident of the district in which the proceeding is brought; and

“(3) law enforcement personnel of the United States Secret Service are authorized, subject to the supervision of the Attorney General, to conduct or perform any kind of investigation, civil or criminal, related to fraud or other criminal or unlawful activity in or against any federally insured financial institution or the Resolution Trust Corporation, which the Department of Justice law enforcement personnel are authorized by law to conduct or perform: Provided, That the Secret Service shall not initiate investigations pursuant to this section independent of the supervision of the Attorney General.

“(b) This section—

“(1) shall not, except as expressly provided herein, alter the authority of any Federal law enforcement agency; and

“(2) shall expire on December 31, 2004.

“(c) This section applies notwithstanding any other provision of law enacted by the 101st Congress after October 15, 1990, that by its terms would grant authority to, or otherwise affect the authority of, the Secret Service or other departments or agencies of the Federal Government to conduct or to assist the Department of Justice in conducting investigations or prosecutions of fraud or other criminal or unlawful activity in or against any federally insured financial institution or the Resolution Trust Corporation, and any other such provision shall not be effective in granting or otherwise affecting any such authority.”

[For transfer of the functions, personnel, assets, and obligations of the United States Secret Service, including the functions of the Secretary of the Treasury relating thereto, to the Secretary of Homeland Security, and for treatment of related references, see sections 381, 551(d), 552(d), and 557 of Title 6, Domestic Security, and the Department of Homeland Security Reorganization Plan of November 25, 2002, as modified, set out as a note under section 542 of Title 6.]
Processing of Name Checks and Background Records for Noncriminal Employment, Licensing, and Humanitarian Purposes

Pub. L. 101–162, title II, Nov. 21, 1989, 103 Stat. 995, provided in part: “That for fiscal year 1990 and hereafter the Chief, United States National Central Bureau, INTERPOL, may establish and collect fees to process name checks and background records for noncriminal employment, licensing, and humanitarian purposes and, notwithstanding the provisions of 31 U.S.C. 3302, credit such fees to this appropriation to be used for salaries and other expenses incurred in providing these services”.

Expenses of Legal Defense for Federal Government Employees Performing Official Duties; Fees and Expenses of Witnesses

Pub. L. 101–162, title II, Nov. 21, 1989, 103 Stat. 997, provided: “That for fiscal year 1990 and hereafter the Attorney General may enter into reimbursable agreements with other Federal Government agencies or components within the Department of Justice to pay expenses of private counsel to defend Federal Government employees sued for actions while performing their official duties: Provided further, That for fiscal year 1990 and hereafter the Attorney General, upon notification to the Committees on Appropriations of the House of Representatives and the Senate in compliance with provisions set forth in section 606 of this Act [Pub. L. 101–162, title VI, Nov. 21, 1989, 103 Stat. 1031], may authorize litigating components to reimburse this account for expert witness expenses when it appears current allocations will be exhausted for cases scheduled for trial in the current fiscal year.”

Justice Department Organized Crime and Drug Enforcement Enhancement

Pub. L. 100–690, title I, subtitle B, Nov. 18, 1988, 102 Stat. 4189, provided that:

“SEC. 1051. SHORT TITLE.

“This subtitle may be cited as the ‘Justice Department Organized Crime and Drug Enforcement Enhancement Act of 1988’.

“SEC. 1052. FINDINGS.

“The Congress finds that—

“(1) organized criminal activity contributes significantly to the importation, distribution, and sale of illegal and dangerous drugs;
“(2) trends in drug trafficking patterns necessitate a response that gives appropriate weight to—

“(A) the prosecution of drug-related crimes; and

“(B) the forfeiture and seizure of assets and other civil remedies used to strike at the inherent strength of the drug networks and organized crime groups;

“(3) law enforcement components of the Department of Justice should give high priority to the enforcement of civil sanctions against drug networks and organized crime groups; and

“(4) the structure of the Department of Justice Criminal Division needs to be reviewed in order to determine the most effective structure to address such drug-related problems.

“SEC. 1053. CIVIL ENFORCEMENT REPORT.

“(a) Report.—Not later than 1 year after the date of the enactment of this title [Nov. 18, 1988], the Director of National Drug Control Policy (the Director) in consultation with the Attorney General, shall report to the Congress on the necessity to establish a new division or make other organizational changes within the Department of Justice in order to promote better civil and criminal law enforcement. In preparing such report, the Director shall consider restructuring and consolidating one or more of the following divisions and programs—

“(1) the Organized Crime and Racketeering Section of the Criminal Division and all subordinate strike forces therein;

“(2) the Narcotic and Dangerous Drug Section of the Criminal Division;

“(3) the Asset Forfeiture Office of the Criminal Division; and

“(4) the Organized Crime Drug Enforcement Task Force Program;[.]

“(b) Legislative Recommendations.—The report submitted under subsection (a) shall include appropriate legislative recommendations for the Congress.

“SEC. 1054. CIVIL ENFORCEMENT ENHANCEMENT.

“(a) Duty of Attorney General.—The Attorney General shall insure that each component of the Department of Justice having criminal law enforcement responsibilities with respect to the prosecution of organized crime and controlled substances violations, including each United States Attorney’s Office, attaches a high priority to the enforcement of civil statutes creating ancillary sanctions and
remedies for such violations, such as civil penalties and actions, forfeitures, injunctions and restraining orders, and collection of fines.

“(b) Duty of Associate Attorney General.—The Associate Attorney General shall be responsible for implementing the policy set forth in this subsection.

“(c) Authorization of Appropriations.—(1) There are authorized to be appropriated $3,000,000 for salaries and expenses to the Department of Justice General Legal Activities Account and $3,000,000 for salaries and expenses for United States Attorneys for fiscal year 1989.

“(2) Any appropriation of funds authorized under paragraph (1) shall be—

“(A) in addition to any appropriations requested by the President in the 1989 fiscal year budget submitted by the President to the Congress on February 18, 1988, or provided in regular appropriations Acts or continuing resolutions for the fiscal year ending September 30, 1989; and

“(B) used to increase the number of field attorneys and related support staff over such personnel levels employed at the Department of Justice on September 30, 1988.

“(3) Any increase in full-time equivalent positions described under paragraph (2)(B) shall be exclusively used for asset forfeiture and civil enforcement and be assigned to appropriate field offices of the Organized Crime and Racketeering Section and the Organized Crime Drug Enforcement Task Forces.

“(d) Reporting Requirement.—The Attorney General, at the end of each such fiscal year, shall file a report with the Congress setting forth the extent of such enforcement efforts, as well as the need for any enhancements in resources necessary to carry out this policy.

“SEC. 1055. EXPENSES OF TASK FORCES.

“(a) Appropriations and Reimbursements Procedure.—Beginning in fiscal year 1990, the Attorney General in his budget shall submit a separate appropriations request for expenses relating to all Federal agencies participating in the Organized Crime Drug Enforcement Task Forces. Such appropriations shall be made to the Department of Justice's Interagency Law Enforcement Appropriation Account for the Attorney General to make reimbursements to the involved agencies as necessary.

“(b) Enhancement of Field Activities.—The appropriations and reimbursements procedure described under subsection (a) shall—
“(1) provide for the flexibility of the Task Forces which is vital to success;

“(2) permit Federal law enforcement resources to be shifted in response to changing patterns of organized criminal drug activities;

“(3) permit the Attorney General to reallocate resources among the organizational components of the Task Forces and between regions without undue delay; and

“(4) ensure that the Task Forces function as a unit, without the competition for resources among the participating agencies that would undermine the overall effort.”

[For termination, effective May 15, 2000, of provisions of law requiring submittal to Congress of any annual, semiannual, or other regular periodic report listed in House Document No. 103–7 (in which a report required under section 1054(d) of Pub. L. 100–690, set out above, is listed on page 118), see section 3003 of Pub. L. 104–66, as amended, set out as a note under section 1113 of Title 31, Money and Finance.]

**Ex. Ord. No. 13402. Strengthening Federal Efforts To Protect Against Identity Theft**


By the authority vested in me as President by the Constitution and the laws of the United States of America, in order to strengthen efforts to protect against identity theft, it is hereby ordered as follows:

Section 1. **Policy.** It is the policy of the United States to use Federal resources effectively to deter, prevent, detect, investigate, proceed against, and prosecute unlawful use by persons of the identifying information of other persons, including through:

(a) increased aggressive law enforcement actions designed to prevent, investigate, and prosecute identity theft crimes, recover the proceeds of such crimes, and ensure just and effective punishment of those who perpetrate identity theft;

(b) improved public outreach by the Federal Government to better (i) educate the public about identity theft and protective measures against identity theft, and (ii) address how the private sector can take appropriate steps to protect personal data and educate the public about identity theft; and
(c) increased safeguards that Federal departments, agencies, and instrumentalities can implement to better secure government-held personal data.

Sec. 2. Establishment of the Identity Theft Task Force.

(a) There is hereby established the Identity Theft Task Force.

(b) The Task Force shall consist exclusively of:

(i) the Attorney General, who shall serve as Chairman of the Task Force;

(ii) the Chairman of the Federal Trade Commission, who shall serve as Co-Chairman of the Task Force;

(iii) the Secretary of the Treasury;

(iv) the Secretary of Commerce;

(v) the Secretary of Health and Human Services;

(vi) the Secretary of Veterans Affairs;

(vii) the Secretary of Homeland Security;

(viii) the Director of the Office of Management and Budget;

(ix) the Commissioner of Social Security;

(x) the following officers of the United States:

(A) the Chairman of the Board of Governors of the Federal Reserve System;

(B) the Chairperson of the Board of Directors of the Federal Deposit Insurance Corporation;

(C) the Comptroller of the Currency;

(D) the Director of the Office of Thrift Supervision;

(E) the Chairman of the National Credit Union Administration Board; and

(F) the Postmaster General; and
such other officers of the United States as the Attorney General may designate from time to time, with the concurrence of the respective heads of departments and agencies concerned.

(c) The Chairman and Co-Chairman shall convene and preside at the meetings of the Task Force, determine its agenda, direct its work and, as appropriate, establish and direct subgroups of the Task Force that shall consist exclusively of members of the Task Force. Such subgroups may address particular subject matters, such as criminal law enforcement or private sector education and outreach. The Chairman and Co-Chairman may also designate, with the concurrence of the head of department, agency, or instrumentality of which the official is part, such other Federal officials as they deem appropriate for participation in the Task Force subgroups.

(d) A member of the Task Force, including the Chairman and Co-Chairman, may designate, to perform the Task Force or Task Force subgroup functions of the member, any person who is a part of the member's department, agency, or instrumentality and who has high-level policy or operational duties or responsibilities related to the mission of the Task Force.

Sec. 3. Functions of the Task Force. The Task Force, in implementing the policy set forth in section 1 of this order, shall:

(a) review the activities of executive branch departments, agencies, and instrumentalities relating to the policy set forth in section 1, and building upon these prior activities, prepare and submit in writing to the President by February 9, 2007, or as soon as practicable thereafter as the Chairman and Co-Chairman shall determine, a coordinated strategic plan to further improve the effectiveness and efficiency of the Federal Government’s activities in the areas of identity theft awareness, prevention, detection, and prosecution.

(b) coordinate, as appropriate and subject to section 5(a) of this order, Federal Government efforts related to implementation of the policy set forth in section 1 of this order;

(c) obtain information and advice relating to the policy set forth in section 1 from representatives of State, local, and tribal governments, private sector entities, and individuals, in a manner that seeks their individual advice and does not involve collective judgment or consensus advice and deliberation and without giving any such person a vote or a veto over the activities or advice of the Task Force;

(d) promote enhanced cooperation by Federal departments and agencies with State and local authorities responsible for the prevention, investigation, and prosecution of significant identity theft crimes, including through avoiding unnecessary duplication of effort and expenditure of resources; and
(e) provide advice on the establishment, execution, and efficiency of policies and activities to implement the policy set forth in section 1:

(i) to the President in written reports from time to time, including recommendations for administrative action or proposals for legislation; and

(ii) to the heads of departments, agencies, and instrumentalities as appropriate from time to time within the discretion of the Chairman and the Co-Chairman.

Sec. 4. Cooperation. (a) To the extent permitted by law and applicable presidential guidance, executive departments, agencies, and instrumentalities shall provide to the Task Force such information, support, and assistance as the Task Force, through its Chairman and Co-Chairman, may request to implement this order.

(b) The Task Force shall be located in the Department of Justice for administrative purposes, and to the extent permitted by law, the Department of Justice shall provide the funding and administrative support the Task Force needs to implement this order, as determined by the Attorney General.

Sec. 5. General Provisions. (a) Nothing in this order shall be construed to impair or otherwise affect:

(i) authority granted by law to an executive department, agency, or instrumentality or the head thereof; and

(ii) functions of the Director of the Office of Management and Budget relating to budget, administrative, or legislative proposals.

(b) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.

(c) This order is intended only to improve the internal management of the Federal Government and is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by a party against the United States, its departments, agencies, instrumentalities, or entities, its officers or employees, or any other person.

Sec. 6. Termination. Unless the Task Force is sooner terminated by the President, the Attorney General may terminate the Task Force by a written notice of its termination published in the Federal Register.

George W. Bush.
Ex. Ord. No. 13519. Establishment of the Financial Fraud Enforcement Task Force

Ex. Ord. No. 13519, Nov. 17, 2009, 74 F.R. 60123, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America, and in order to strengthen the efforts of the Department of Justice, in conjunction with Federal, State, tribal, territorial, and local agencies, to investigate and prosecute significant financial crimes and other violations relating to the current financial crisis and economic recovery efforts, recover the proceeds of such crimes and violations, and ensure just and effective punishment of those who perpetrate financial crimes and violations, it is hereby ordered as follows:

Section 1. Establishment. There is hereby established an interagency Financial Fraud Enforcement Task Force (Task Force) led by the Department of Justice.

Sec. 2. Membership and Operation. The Task Force shall be chaired by the Attorney General and consist of senior-level officials from the following departments, agencies, and offices, selected by the heads of the respective departments, agencies, and offices in consultation with the Attorney General:

(a) the Department of Justice;
(b) the Department of the Treasury;
(c) the Department of Commerce;
(d) the Department of Labor;
(e) the Department of Housing and Urban Development;
(f) the Department of Education;
(g) the Department of Homeland Security;
(h) the Securities and Exchange Commission;
(i) the Commodity Futures Trading Commission;
(j) the Federal Trade Commission;
(k) the Federal Deposit Insurance Corporation;
(l) the Board of Governors of the Federal Reserve System;
(m) the Federal Housing Finance Agency;
(n) the Office of Thrift Supervision;
(o) the Office of the Comptroller of the Currency;
(p) the Small Business Administration;
(q) the Federal Bureau of Investigation;
(r) the Social Security Administration;
(s) the Internal Revenue Service, Criminal Investigations;
(t) the Financial Crimes Enforcement Network;
(u) the United States Postal Inspection Service;
(v) the United States Secret Service;
(w) the United States Immigration and Customs Enforcement;
(x) relevant Offices of Inspectors General and related Federal entities, including without limitation the Office of the Inspector General for the Department of Housing and Urban Development, the Recovery Accountability and Transparency Board, and the Office of the Special Inspector General for the Troubled Asset Relief Program; and
(y) such other executive branch departments, agencies, or offices as the President may, from time to time, designate or that the Attorney General may invite.

The Attorney General shall convene and, through the Deputy Attorney General, direct the work of the Task Force in fulfilling all its functions under this order. The Attorney General shall convene the first meeting of the Task Force within 30 days of the date of this order and shall thereafter convene the Task Force at such times as he deems appropriate. At the direction of the Attorney General, the Task Force may establish subgroups consisting exclusively of Task Force members or their designees under this section, including but not limited to a Steering Committee chaired by the Deputy Attorney General, and subcommittees addressing enforcement efforts, training and information sharing, and victims’ rights, as the Attorney General deems appropriate.

Sec. 3. Mission and Functions. Consistent with the authorities assigned to the Attorney General by law, and other applicable law, the Task Force shall:
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(a) provide advice to the Attorney General for the investigation and prosecution of cases of bank, mortgage, loan, and lending fraud; securities and commodities fraud; retirement plan fraud; mail and wire fraud; tax crimes; money laundering; False Claims Act violations; unfair competition; discrimination; and other financial crimes and violations (hereinafter financial crimes and violations), when such cases are determined by the Attorney General, for purposes of this order, to be significant;

(b) make recommendations to the Attorney General, from time to time, for action to enhance cooperation among Federal, State, local, tribal, and territorial authorities responsible for the investigation and prosecution of significant financial crimes and violations; and

(c) coordinate law enforcement operations with representatives of State, local, tribal, and territorial law enforcement.

Sec. 4. Coordination with State, Local, Tribal, and Territorial Law Enforcement. Consistent with the objectives set out in this order, and to the extent permitted by law, the Attorney General is encouraged to invite the following representatives of State, local, tribal, and territorial law enforcement to participate in the Task Force's subcommittee addressing enforcement efforts in the subcommittee's performance of the functions set forth in section 3(c) of this order relating to the coordination of Federal, State, local, tribal, and territorial law enforcement operations involving financial crimes and violations:

(a) the National Association of Attorneys General;

(b) the National District Attorneys Association; and

(c) such other representatives of State, local, tribal, and territorial law enforcement as the Attorney General deems appropriate.

Sec. 5. Outreach. Consistent with the law enforcement objectives set out in this order, the Task Force, in accordance with applicable law, in addition to regular meetings, shall conduct outreach with representatives of financial institutions, corporate entities, nonprofit organizations, State, local, tribal, and territorial governments and agencies, and other interested persons to foster greater coordination and participation in the detection and prosecution of financial fraud and financial crimes, and in the enforcement of antitrust and antidiscrimination laws.

Sec. 6. Administration. The Department of Justice, to the extent permitted by law and subject to the availability of appropriations, shall provide administrative support and funding for the Task Force.
Sec. 7. General Provisions. (a) Nothing in this order shall be construed to impair or otherwise affect:

(i) authority granted by law to an executive department, agency, or the head thereof, or the status of that department or agency within the Federal Government; or

(ii) functions of the Director of the Office of Management and Budget relating to budgetary, administrative, or legislative proposals.

(b) This Task Force shall replace, and continue the work of, the Corporate Fraud Task Force created by Executive Order 13271 of July 9, 2002. Executive Order 13271 is hereby terminated pursuant to section 6 of that order.

(c) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.

(d) This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

Sec. 8. Termination. The Task Force shall terminate when directed by the President or, with the approval of the President, by the Attorney General.

Barack Obama.

28 USC § 509A. National Security Division

(a) There is a National Security Division of the Department of Justice.

(b) The National Security Division shall consist of the elements of the Department of Justice (other than the Federal Bureau of Investigation) engaged primarily in support of the intelligence and intelligence-related activities of the United States Government, including the following:

(1) The Assistant Attorney General designated as the Assistant Attorney General for National Security under section 507A of this title.

(2) The Office of Intelligence Policy and Review (or any successor organization).

(3) The counterterrorism section (or any successor organization).

(4) The counterespionage section (or any successor organization).
(5) Any other element, component, or office designated by the Attorney General.


28 USC § 509B. Section to enforce human rights laws

(a) Not later than 90 days after the date of the enactment of the Human Rights Enforcement Act of 2009, the Attorney General shall establish a section within the Criminal Division of the Department of Justice with responsibility for the enforcement of laws against suspected participants in serious human rights offenses.

(b) The section established under subsection (a) is authorized to—

(1) take appropriate legal action against individuals suspected of participating in serious human rights offenses; and

(2) coordinate any such legal action with the United States Attorney for the relevant jurisdiction.

(c) The Attorney General shall, as appropriate, consult with the Secretary of Homeland Security and the Secretary of State.

(d) In determining the appropriate legal action to take against individuals who are suspected of committing serious human rights offenses under Federal law, the section shall take into consideration the availability of criminal prosecution under the laws of the United States for such offenses or in a foreign jurisdiction that is prepared to undertake a prosecution for the conduct that forms the basis for such offenses.

(e) The term “serious human rights offenses” includes violations of Federal criminal laws relating to genocide, torture, war crimes, and the use or recruitment of child soldiers under sections 1091, 2340, 2340A, 2441, and 2442 of title 18, United States Code.


28 USC § 510. Delegation of authority

The Attorney General may from time to time make such provisions as he considers appropriate authorizing the performance by any other officer, employee, or agency of the Department of Justice of any function of the Attorney General.
28 USC § 511. Attorney General to advise the President

The Attorney General shall give his advice and opinion on questions of law when required by the President.

28 USC § 512. Attorney General to advise heads of executive departments

The head of an executive department may require the opinion of the Attorney General on questions of law arising in the administration of his department.

28 USC § 513. Attorney General to advise Secretaries of military departments

When a question of law arises in the administration of the Department of the Army, the Department of the Navy, or the Department of the Air Force, the cognizance of which is not given by statute to some other officer from whom the Secretary of the military department concerned may require advice, the Secretary of the military department shall send it to the Attorney General for disposition.

28 USC § 514. Legal services on pending claims in departments and agencies

When the head of an executive department or agency is of the opinion that the interests of the United States require the service of counsel on the examination of any witness concerning any claim, or on the legal investigation of any claim, pending in the department or agency, he shall notify the Attorney General, giving all facts necessary to enable him to furnish proper professional service in attending the examination or making the investigation, and the Attorney General shall provide for the service.
28 USC § 515. Authority for legal proceedings; commission, oath, and salary for special attorneys

(a) The Attorney General or any other officer of the Department of Justice, or any attorney specially appointed by the Attorney General under law, may, when specifically directed by the Attorney General, conduct any kind of legal proceeding, civil or criminal, including grand jury proceedings and proceedings before committing magistrate judges, which United States attorneys are authorized by law to conduct, whether or not he is a resident of the district in which the proceeding is brought.

(b) Each attorney specially retained under authority of the Department of Justice shall be commissioned as special assistant to the Attorney General or special attorney, and shall take the oath required by law. Foreign counsel employed in special cases are not required to take the oath. The Attorney General shall fix the annual salary of a special assistant or special attorney.


28 USC § 516. Conduct of litigation reserved to Department of Justice

Except as otherwise authorized by law, the conduct of litigation in which the United States, an agency, or officer thereof is a party, or is interested, and securing evidence therefor, is reserved to officers of the Department of Justice, under the direction of the Attorney General.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 613.)

28 USC § 517. Interests of United States in pending suits

The Solicitor General, or any officer of the Department of Justice, may be sent by the Attorney General to any State or district in the United States to attend to the interests of the United States in a suit pending in a court of the United States, or in a court of a State, or to attend to any other interest of the United States.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 613.)
28 USC § 518. Conduct and argument of cases

(a) Except when the Attorney General in a particular case directs otherwise, the Attorney General and the Solicitor General shall conduct and argue suits and appeals in the Supreme Court and suits in the United States Court of Federal Claims or in the United States Court of Appeals for the Federal Circuit and in the Court of International Trade in which the United States is interested.

(b) When the Attorney General considers it in the interests of the United States, he may personally conduct and argue any case in a court of the United States in which the United States is interested, or he may direct the Solicitor General or any officer of the Department of Justice to do so.


28 USC § 519. Supervision of litigation

Except as otherwise authorized by law, the Attorney General shall supervise all litigation to which the United States, an agency, or officer thereof is a party, and shall direct all United States attorneys, assistant United States attorneys, and special attorneys appointed under section 543 of this title in the discharge of their respective duties.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 614.)

Intelligence and National Security Aspects of Espionage Prosecutions


Report to Congress Regarding Provisions of Law Considered Unconstitutional by the Department of Justice; Declaration of Such Position
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Pub. L. 96–132, §21, Nov. 30, 1979, 93 Stat. 1049, required the Attorney General, during the fiscal year ending Sept. 30, 1980, to transmit a report to each House of Congress in any case in which the Attorney General considered the provisions of law enacted by the Congress and at issue to be unconstitutional and in such cases required a representative of the Department of Justice participating in such case to make a declaration that such opinion of the Attorney General regarding the constitutionality of those provisions of law involved constitutes the opinion of the executive branch of the government with respect to such matter.

Similar provisions were contained in Pub. L. 95–624, §13, Nov. 9, 1978, 92 Stat. 3464.

**Study and Report to Congress on Extent to Which Violations of Federal Criminal Laws Are Not Prosecuted**

Pub. L. 95–624, §17, Nov. 9, 1978, 92 Stat. 3465, provided that the Attorney General undertake a study and make recommendations concerning violations of Federal criminal laws which have not been prosecuted and present such study and recommendations to the Committee on the Judiciary of the Senate and the House of Representatives not later than Oct. 1, 1979.

**Executive Order No. 12778**


**Ex. Ord. No. 12988. Civil Justice Reform**

Ex. Ord. No. 12988, Feb. 5, 1996, 61 F.R. 4729, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America, including section 301 of title 3, United States Code, and in order to improve access to justice for all persons who wish to avail themselves of court and administrative adjudicatory tribunals to resolve disputes, to facilitate the just and efficient resolution of civil claims involving the United States Government, to encourage the filing of only meritorious civil claims, to improve legislative and regulatory drafting to reduce needless litigation, to promote fair and prompt adjudication before administrative tribunals, and to provide a model for similar reforms of litigation practices in the private sector and in various states, it is hereby ordered as follows:
Section 1. Guidelines to Promote Just and Efficient Government Civil Litigation. To promote the just and efficient resolution of civil claims, those Federal agencies and litigation counsel that conduct or otherwise participate in civil litigation on behalf of the United States Government in Federal court shall respect and adhere to the following guidelines during the conduct of such litigation:

(a) Pre-filing Notice of a Complaint. No litigation counsel shall file a complaint initiating civil litigation without first making a reasonable effort to notify all disputants about the nature of the dispute and to attempt to achieve a settlement, or confirming that the referring agency that previously handled the dispute has made a reasonable effort to notify the disputants and to achieve a settlement or has used its conciliation processes.

(b) Settlement Conferences. As soon as practicable after ascertaining the nature of a dispute in litigation, and throughout the litigation, litigation counsel shall evaluate settlement possibilities and make reasonable efforts to settle the litigation. Such efforts shall include offering to participate in a settlement conference or moving the court for a conference pursuant to Rule 16 of the Federal Rules of Civil Procedure [28 U.S.C. App.] in an attempt to resolve the dispute without additional civil litigation.

(c) Alternative Methods of Resolving the Dispute in Litigation. Litigation counsel shall make reasonable attempts to resolve a dispute expeditiously and properly before proceeding to trial.

(1) Whenever feasible, claims should be resolved through informal discussions, negotiations, and settlements rather than through utilization of any formal court proceeding. Where the benefits of Alternative Dispute Resolution (“ADR”) may be derived, and after consultation with the agency referring the matter, litigation counsel should suggest the use of an appropriate ADR technique to the parties.

(2) It is appropriate to use ADR techniques or processes to resolve claims of or against the United States or its agencies, after litigation counsel determines that the use of a particular technique is warranted in the context of a particular claim or claims, and that such use will materially contribute to the prompt, fair, and efficient resolution of the claims.

(3) To facilitate broader and effective use of informal and formal ADR methods, litigation counsel should be trained in ADR techniques.

(d) Discovery. To the extent practical, litigation counsel shall make every reasonable effort to streamline and expedite discovery in cases under counsel’s supervision and control.
(1) **Review of Proposed Document Requests.** Each agency within the executive branch shall establish a coordinated procedure for the conduct and review of document discovery undertaken in litigation directly by that agency when that agency is litigation counsel. The procedure shall include, but is not necessarily limited to, review by a senior lawyer prior to service or filing of the request in litigation to determine that the request is not cumulative or duplicative, unreasonable, oppressive, unduly burdensome or expensive, taking into account the requirements of the litigation, the amount in controversy, the importance of the issues at stake in the litigation, and whether the documents can be obtained from some other source that is more convenient, less burdensome, or less expensive.

(2) **Discovery Motions.** Before petitioning a court to resolve a discovery motion or petitioning a court to impose sanctions for discovery abuses, litigation counsel shall attempt to resolve the dispute with opposing counsel. If litigation counsel makes a discovery motion concerning the dispute, he or she shall represent in that motion that any attempt at resolution was unsuccessful or impracticable under the circumstances.

(e) **Sanctions.** Litigation counsel shall take steps to seek sanctions against opposing counsel and opposing parties where appropriate.

(1) Litigation counsel shall evaluate filings made by opposing parties and, where appropriate, shall petition the court to impose sanctions against those responsible for abusive practices.

(2) Prior to filing a motion for sanctions, litigation counsel shall submit the motion for review to the sanctions officer, or his or her designee, within the litigation counsel’s agency. Such officer or designee shall be a senior supervising attorney within the agency, and shall be licensed to practice law before a State court, courts of the District of Columbia, or courts of any territory or Commonwealth of the United States. The sanctions officer or designee shall also review motions for sanctions that are filed against litigation counsel, the United States, its agencies, or its officers.

(f) **Improved Use of Litigation Resources.** Litigation counsel shall employ efficient case management techniques and shall make reasonable efforts to expedite civil litigation in cases under that counsel's supervision and control. This includes but is not limited to:

(1) making reasonable efforts to negotiate with other parties about, and stipulate to, facts that are not in dispute;
(2) reviewing and revising pleadings and other filings to ensure that they are accurate and that they reflect a narrowing of issues, if any, that has resulted from discovery;

(3) requesting early trial dates where practicable;

(4) moving for summary judgment in every case where the movant would be likely to prevail, or where the motion is likely to narrow the issues to be tried; and

(5) reviewing and revising pleadings and other filings to ensure that unmeritorious threshold defenses and jurisdictional arguments, resulting in unnecessary delay, are not raised.

Sec. 2. Government Pro Bono and Volunteer Service. All Federal agencies should develop appropriate programs to encourage and facilitate pro bono legal and other volunteer service by government employees to be performed on their own time, including attorneys, as permitted by statute, regulation, or other rule or guideline.

Sec. 3. Principles to Enact Legislation and Promulgate Regulations Which Do Not Unduly Burden the Federal Court System.

(a) General Duty to Review Legislation and Regulations. Within current budgetary constraints and existing executive branch coordination mechanisms and procedures established in OMB Circular A-19 and Executive Order No. 12866 [5 U.S.C. 601 note], each agency promulgating new regulations, reviewing existing regulations, developing legislative proposals concerning regulations, and developing new legislation shall adhere to the following requirements:

(1) The agency’s proposed legislation and regulations shall be reviewed by the agency to eliminate drafting errors and ambiguity;

(2) The agency’s proposed legislation and regulations shall be written to minimize litigation; and

(3) The agency’s proposed legislation and regulations shall provide a clear legal standard for affected conduct rather than a general standard, and shall promote simplification and burden reduction.

(b) Specific Issues for Review. In conducting the reviews required by subsection (a), each agency formulating proposed legislation and regulations shall make every reasonable effort to ensure:

(1) that the legislation, as appropriate—
(A) specifies whether all causes of action arising under the law are subject to statutes of limitations;

(B) specifies in clear language the preemptive effect, if any, to be given to the law;

(C) specifies in clear language the effect on existing Federal law, if any, including all provisions repealed, circumscribed, displaced, impaired, or modified;

(D) provides a clear legal standard for affected conduct;

(E) specifies whether private arbitration and other forms of private dispute resolution are appropriate under enforcement and relief provisions; subject to constitutional requirements;

(F) specifies whether the provisions of the law are severable if one or more of them is found to be unconstitutional;

(G) specifies in clear language the retroactive effect, if any, to be given to the law;

(H) specifies in clear language the applicable burdens of proof;

(I) specifies in clear language whether it grants private parties a right to sue and, if so, the relief available and the conditions and terms for authorized awards of attorney's fees, if any;

(J) specifies whether State courts have jurisdiction under the law and, if so, whether and under what conditions an action would be removable to Federal court;

(K) specifies whether administrative proceedings are to be required before parties may file suit in court and, if so, describes those proceedings and requires the exhaustion of administrative remedies;

(L) sets forth the standards governing the assertion of personal jurisdiction, if any;

(M) defines key statutory terms, either explicitly or by reference to other statutes that explicitly define those terms;

(N) specifies whether the legislation applies to the Federal Government or its agencies;

(O) specifies whether the legislation applies to States, territories, the District of Columbia, and the Commonwealths of Puerto Rico and of the Northern Mariana Islands;
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(P) specifies what remedies are available such as money damages, civil penalties, injunctive relief, and attorney's fees; and

(Q) addresses other important issues affecting clarity and general draftsmanship of legislation set forth by the Attorney General, with the concurrence of the Director of the Office of Management and Budget (“OMB”) and after consultation with affected agencies, that are determined to be in accordance with the purposes of this order.

(2) that the regulation, as appropriate—

(A) specifies in clear language the preemptive effect, if any, to be given to the regulation;

(B) specifies in clear language the effect on existing Federal law or regulation, if any, including all provisions repealed, circumscribed, displaced, impaired, or modified;

(C) provides a clear legal standard for affected conduct rather than a general standard, while promoting simplification and burden reduction;

(D) specifies in clear language the retroactive effect, if any, to be given to the regulation;

(E) specifies whether administrative proceedings are to be required before parties may file suit in court and, if so, describes those proceedings and requires the exhaustion of administrative remedies;

(F) defines key terms, either explicitly or by reference to other regulations or statutes that explicitly define those items; and

(G) addresses other important issues affecting clarity and general draftsmanship of regulations set forth by the Attorney General, with the concurrence of the Director of OMB and after consultation with affected agencies, that are determined to be in accordance with the purposes of this order.

(c) Agency Review. The agencies shall review such draft legislation or regulation to determine that either the draft legislation or regulation meets the applicable standards provided in subsections (a) and (b) of this section, or it is unreasonable to require the particular piece of draft legislation or regulation to meet one or more of those standards.

Sec. 4. Principles to Promote Just and Efficient Administrative Adjudications.
(a) Implementation of Administrative Conference Recommendations. In order to promote just and efficient resolution of disputes, an agency that adjudicates administrative claims shall, to the extent reasonable and practicable, and when not in conflict with other sections of this order, implement the recommendations of the Administrative Conference of the United States, entitled “Case Management as a Tool for Improving Agency Adjudication,” as contained in 1 C.F.R. 305.86-7 (1991).

(b) Improvements in Administrative Adjudication. All Federal agencies should review their administrative adjudicatory processes and develop specific procedures to reduce delay in decision-making, to facilitate self-representation where appropriate, to expand non-lawyer counseling and representation where appropriate, and to invest maximum discretion in fact-finding officers to encourage appropriate settlement of claims as early as possible.

(c) Bias. All Federal agencies should review their administrative adjudicatory processes to identify any type of bias on the part of the decision-makers that results in an injustice to persons who appear before administrative adjudicatory tribunals; regularly train all fact-finders, administrative law judges, and other decision-makers to eliminate such bias; and establish appropriate mechanisms to receive and resolve complaints of such bias from persons who appear before administrative adjudicatory tribunals.

(d) Public Education. All Federal agencies should develop effective and simple methods, including the use of electronic technology, to educate the public about its claims/benefits policies and procedures.

Sec. 5. Coordination by the Department of Justice.

(a) The Attorney General shall coordinate efforts by Federal agencies to implement sections 1, 2 and 4 of this order.

(b) To implement the principles and purposes announced by this order, the Attorney General is authorized to issue guidelines implementing sections 1 and 4 of this order for the Department of Justice. Such guidelines shall serve as models for internal guidelines that may be issued by other agencies pursuant to this order.

Sec. 6. Definitions. For purposes of this order:

(a) The term “agency” shall be defined as that term is defined in section 105 of title 5, United States Code.

(b) The term “litigation counsel” shall be defined as the trial counsel or the office in which such trial counsel is employed, such as the United States Attorney's
Office for the district in which the litigation is pending or a litigating division of the Department of Justice. Special Assistant United States Attorneys are included within this definition. Those agencies authorized by law to represent themselves in court without assistance from the Department of Justice are also included in this definition, as are private counsel hired by any Federal agency to conduct litigation on behalf of the agency or the United States.

Sec. 7. No Private Rights Created. This order is intended only to improve the internal management of the executive branch in resolving disputes, conducting litigation in a reasonable and just manner, and reviewing legislation and regulations. This order shall not be construed as creating any right or benefit, substantive or procedural, enforceable at law or in equity by a party against the United States, its agencies, its officers, or any other person. This order shall not be construed to create any right to judicial review involving the compliance or noncompliance of the United States, its agencies, its officers, or any other person with this order. Nothing in this order shall be construed to obligate the United States to accept a particular settlement or resolution of a dispute, to alter its standards for accepting settlements, to forego seeking a consent decree or other relief, or to alter any existing delegation of settlement or litigating authority.

Sec. 8. Scope.

(a) No Applicability to Criminal Matters or Proceedings in Foreign Courts. This order is applicable to civil matters only. It is not intended to affect criminal matters, including enforcement of criminal fines or judgments of criminal forfeiture. This order does not apply to litigation brought by or against the United States in foreign courts or tribunals.

(b) Application of Notice Provision. Notice pursuant to subsection (a) of section 1 is not required (1) in any action to seize or forfeit assets subject to forfeiture or in any action to seize property; (2) in any bankruptcy, insolvency, conservatorship, receivership, or liquidation proceeding; (3) when the assets that are the subject of the action or that would satisfy the judgment are subject to flight, dissipation, or destruction; (4) when the defendant is subject to flight; (5) when, as determined by litigation counsel, exigent circumstances make providing such notice impracticable or such notice would otherwise defeat the purpose of the litigation, such as in actions seeking temporary restraining orders or preliminary injunctive relief; or (6) in those limited classes of cases where the Attorney General determines that providing such notice would defeat the purpose of the litigation.

(c) Additional Guidance as to Scope. The Attorney General shall have the authority to issue further guidance as to the scope of this order, except section 3, consistent with the purposes of this order.

Sec. 9. Conflicts with Other Rules. Nothing in this order shall be construed to require litigation counsel or any agency to act in a manner contrary to the Federal

Sec. 10. Privileged Information. Nothing in this order shall compel or authorize the disclosure of privileged information, sensitive law enforcement information, information affecting national security, or information the disclosure of which is prohibited by law.

Sec. 11. Effective Date. This order shall become effective 90 days after the date of signature. This order shall not apply to litigation commenced prior to the effective date.

Sec. 12. Revocation. Executive Order No. 12778 is hereby revoked.

William J. Clinton.

28 USC § 520. Transmission of petitions in United States Court of Federal Claims or in United States Court of Appeals for the Federal Circuit; statement furnished by departments

(a) In suits against the United States in the United States Court of Federal Claims or in the United States Court of Appeals for the Federal Circuit founded on a contract, agreement, or transaction with an executive department or military department, or a bureau, officer, or agent thereof, or when the matter or thing on which the claim is based has been passed on and decided by an executive department, military department, bureau, or officer authorized to adjust it, the Attorney General shall send to the department, bureau, or officer a printed copy of the petition filed by the claimant, with a request that the department, bureau, or officer furnish to the Attorney General all facts, circumstances, and evidence concerning the claim in the possession or knowledge of the department, bureau, or officer.

(b) Within a reasonable time after receipt of the request from the Attorney General, the executive department, military department, bureau, or officer shall furnish the Attorney General with a written statement of all facts, information, and proofs. The statement shall contain a reference to or description of all official documents and papers, if any, as may furnish proof of facts referred to in it, or may be necessary and proper for the defense of the United States against the claim, mentioning the department, office, or place where the same is kept or may be secured. If the claim has been passed on and decided by the department, bureau, or officer, the statement shall briefly state the reasons and principles on which the decision was based. When the decision was founded on an Act of Congress it shall be cited specifically, and if any previous interpretation or
construction has been given to the Act, section, or clause by the department, bureau, or officer, it shall be set forth briefly in the statement and a copy of the opinion filed, if any, attached to it. When a decision in the case has been based on a regulation of a department or when a regulation has, in the opinion of the department, bureau, or officer sending the statement, any bearing on the claim, it shall be distinctly quoted at length in the statement. When more than one case or class of cases is pending, the defense of which rests on the same facts, circumstances, and proofs, the department, bureau, or officer may certify and send one statement and it shall be held to apply to all cases as if made out, certified, and sent in each case respectively.


28 USC § 521. Publication and distribution of opinions

The Attorney General, from time to time—

(1) shall cause to be edited, and printed in the Government Printing Office, such of his opinions as he considers valuable for preservation in volumes; and

(2) may prescribe the manner for the distribution of the volumes.

Each volume shall contain headnotes, an index, and such footnotes as the Attorney General may approve.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 614.)


(a) The Attorney General, by April 1 of each year, shall report to Congress on the business of the Department of Justice for the last preceding fiscal year, and on any other matters pertaining to the Department that he considers proper, including—

(1) a statement of the several appropriations which are placed under the control of the Department and the amount appropriated;

(2) the statistics of crime under the laws of the United States; and
(3) a statement of the number of causes involving the United States, civil and criminal, pending during the preceding year in each of the several courts of the United States.

(b) With respect to any data, records, or other information acquired, collected, classified, preserved, or published by the Attorney General for any statistical, research, or other aggregate reporting purpose beginning not later than 1 year after the date of enactment of 21st Century Department of Justice Appropriations Authorization Act and continuing thereafter, and notwithstanding any other provision of law, the same criteria shall be used (and shall be required to be used, as applicable) to classify or categorize offenders and victims (in the criminal context), and to classify or categorize actors and acted upon (in the noncriminal context).


Acquisition of Equipment or Interim Services With Counterterrorism Funds


“(a)(1) Notwithstanding any other provision of law, for fiscal year 1999, the Attorney General may obligate any funds appropriated for or reimbursed to the Counterterrorism programs, projects or activities of the Department of Justice to purchase or lease equipment or any related items, or to acquire interim services, without regard to any otherwise applicable Federal acquisition rule, if the Attorney General determines that—

“(A) there is an exigent need for the equipment, related items, or services in order to support an ongoing counterterrorism, national security, or computer-crime investigation or prosecution;

“(B) the equipment, related items, or services required are not available within the Department of Justice; and
“(C) adherence to that Federal acquisition rule would—

“(i) delay the timely acquisition of the equipment, related items, or services; and

“(ii) adversely affect an ongoing counterterrorism, national security, or computer-crime investigation or prosecution.

“(2) In this subsection, the term ‘Federal acquisition rule’ means any provision of title II or IX of the Federal Property and Administrative Services Act of 1949 [former 40 U.S.C. 481 et seq., 541 et seq., for distribution of sections of former Title 40 to Title 40, Public Buildings, Property, and Works, see Table preceding section 101 of Title 40], the Office of Federal Procurement Policy Act [see division B (except sections 1123, 2303, 2304, and 2313) of subtitle I of Title 41, Public Contracts], the Small Business Act [15 U.S.C. 631 et seq.], the Federal Acquisition Regulation, or any other provision of law or regulation that establishes policies, procedures, requirements, conditions, or restrictions for procurements by the head of a department or agency or the Federal Government.

“(b) The Attorney General shall immediately notify the Committees on Appropriations of the House of Representatives and the Senate in writing of each expenditure under subsection (a), which notification shall include sufficient information to explain the circumstances necessitating the exercise of the authority under that subsection.”

Counterterrorism Fund


“(a) Establishment; Availability.—There is hereby established in the Treasury of the United States a separate fund to be known as the ‘Counterterrorism Fund’, amounts in which shall remain available without fiscal year limitation—

“(1) to reimburse any Department of Justice component for any costs incurred in connection with—

“(A) reestablishing the operational capability of an office or facility that has been damaged or destroyed as the result of any domestic or international terrorism incident;

“(B) providing support to counter, investigate, or prosecute domestic or international terrorism, including, without limitation, paying rewards in connection with these activities; and

“(C) conducting terrorism threat assessments of Federal agencies and their facilities; and
“(2) to reimburse any department or agency of the Federal Government for any costs incurred in connection with detaining in foreign countries individuals accused of acts of terrorism that violate the laws of the United States.

“(b) No Effect on Prior Appropriations.—Subsection (a) shall not be construed to affect the amount or availability of any appropriation to the Counterterrorism Fund made before the date of the enactment of this Act [Oct. 26, 2001].”

Pub. L. 104–19, title III, July 27, 1995, 109 Stat. 249, provided that: “There is hereby established the Counterterrorism Fund which shall remain available without fiscal year limitation. For necessary expenses, as determined by the Attorney General, $34,220,000, to remain available until expended, is appropriated to the Counterterrorism Fund to reimburse any Department of Justice organization for the costs incurred in reestablishing the operational capability of an office or facility which has been damaged or destroyed as the result of the bombing of the Alfred P. Murrah Federal Building in Oklahoma City or any domestic or international terrorism event: Provided, That funds from this appropriation also may be used to reimburse the appropriation account of any Department of Justice agency engaged in, or providing support to, countering, investigating or prosecuting domestic or international terrorism, including payment of rewards in connection with these activities, and to conduct a terrorism threat assessment of Federal agencies and their facilities: Provided further, That any amount obligated from appropriations under this heading may be used under the authorities available to the organization reimbursed from this appropriation: Provided further, That amounts in excess of the $10,555,000 made available for extraordinary expenses incurred in the Oklahoma City bombing for fiscal year 1995, shall be available only after the Attorney General notifies the Committees on Appropriations of the House of Representatives and the Senate in accordance with section 605 of Public Law 103–317 [108 Stat. 1773]: Provided further, That the entire amount is designated by Congress as an emergency requirement pursuant to [former] section 251(b)(2)(D)(i) of the Balanced Budget and Emergency Deficit Control Act of 1985 [former 2 U.S.C. 901(b)(2)(D)(i)], as amended: Provided further, That the amount not previously designated by the President as an emergency requirement shall be available only to the extent an official budget request, for a specific dollar amount that includes designation of the entire amount of the request as an emergency requirement, as defined in the Balanced Budget and Emergency Deficit Control Act of 1985 [see Short Title note set out under 2 U.S.C. 900], as amended, is transmitted to Congress.”
28 USC § 526. Authority of Attorney General to investigate United States attorneys, marshals, trustees, clerks of court, and others

(a) The Attorney General may investigate the official acts, records, and accounts of—

(1) the United States attorneys, marshals, trustees, including trustees in cases under title 11; and

(2) at the request and on behalf of the Director of the Administrative Office of the United States Courts, the clerks of the United States courts and of the district court of the Virgin Islands, probation officers, United States magistrate judges, and court reporters;

for which purpose all the official papers, records, dockets, and accounts of these officers, without exception, may be examined by agents of the Attorney General at any time.

(b) Appropriations for the examination of judicial officers are available for carrying out this section.


Historical and Revision Notes

Derivation

U.S. Code

Revised Statutes and

Statutes at Large


In subsection (b), the words “now or hereafter” and “the provisions of” are omitted as unnecessary.

Codification


Amendments


Subsec. (a)(2). Pub. L. 99–554, §144(c)(2)(B), struck out references to courts of the Canal Zone and trustees in cases under title 11.

1978—Pub. L. 95–598, §219(b), substituted “marshals, and trustee” for “and marshals” in section catchline.

Subsec. (a)(1). Pub. L. 95–518, §219(a), substituted “marshals, and trustees” for “and marshals”.

Subsec. (a)(2). Pub. L. 95–598, §220, substituted “officers, trustees in cases under title 11” for “officers, referees, trustees and receivers in bankruptcy” and “magistrates” for “commissioners”.

Change of Name


Effective Date of 1986 Amendment

Effective Date of 1978 Amendment

Amendment by Pub. L. 95–598 effective Oct. 1, 1979, see section 402(c) of Pub. L. 95–598, set out as an Effective Date note preceding section 101 of Title 11, Bankruptcy.

28 USC § 528. Disqualification of officers and employees of the Department of Justice

The Attorney General shall promulgate rules and regulations which require the disqualification of any officer or employee of the Department of Justice, including a United States attorney or a member of such attorney's staff, from participation in a particular investigation or prosecution if such participation may result in a personal, financial, or political conflict of interest, or the appearance thereof. Such rules and regulations may provide that a willful violation of any provision thereof shall result in removal from office.


28 USC § 529. Annual report of Attorney General

(a) Beginning on June 1, 1979, and at the beginning of each regular session of Congress thereafter, the Attorney General shall report to Congress on the activities and operations of the Public Integrity Section or any other unit of the Department of Justice designated to supervise the investigation and prosecution of—

(1) any violation of Federal criminal law by any individual who holds or who at the time of such violation held a position, whether or not elective, as a Federal Government officer, employee, or special employee, if such violation relates directly or indirectly to such individual's Federal Government position, employment, or compensation;

(2) any violation of any Federal criminal law relating to lobbying, conflict of interest, campaigns, and election to public office committed by any person, except insofar as such violation relates to a matter involving discrimination or intimidation on grounds of race, color, religion, or national origin;

(3) any violation of Federal criminal law by any individual who holds or who at the time of such violation held a position, whether or not elective, as a State or local government officer or employee, if such violation relates directly or indirectly to such individual's State or local government position, employment, or compensation; and

(4) such other matters as the Attorney General may deem appropriate.
Such report shall include the number, type, and disposition of all investigations and prosecutions supervised by such Section or such unit, except that such report shall not disclose information which would interfere with any pending investigation or prosecution or which would improperly infringe upon the privacy rights of any individuals.

(b) Notwithstanding any provision of law limiting the amount of management or administrative expenses, the Attorney General shall, not later than May 2, 2003, and of every year thereafter, prepare and provide to the Committees on the Judiciary and Appropriations of each House of the Congress using funds available for the underlying programs—

(1) a report identifying and describing every grant (other than one made to a governmental entity, pursuant to a statutory formula), cooperative agreement, or programmatic services contract that was made, entered into, awarded, or, for which additional or supplemental funds were provided in the immediately preceding fiscal year, by or on behalf of the Office of Justice Programs (including any component or unit thereof, and the Office of Community Oriented Policing Services), and including, without limitation, for each such grant, cooperative agreement, or contract: the term, the dollar amount or value, a description of its specific purpose or purposes, the names of all grantees or parties, the names of each unsuccessful applicant or bidder, and a description of the specific purpose or purposes proposed in each unsuccessful application or bid, and of the reason or reasons for rejection or denial of the same; and

(2) a report identifying and reviewing every grant (other than one made to a governmental entity, pursuant to a statutory formula), cooperative agreement, or programmatic services contract made, entered into, awarded, or for which additional or supplemental funds were provided, after October 1, 2002, by or on behalf of the Office of Justice Programs (including any component or unit thereof, and the Office of Community Oriented Policing Services) that was programmatically and financially closed out or that otherwise ended in the immediately preceding fiscal year (or even if not yet closed out, was terminated or otherwise ended in the fiscal year that ended 2 years before the end of such immediately preceding fiscal year), and including, without limitation, for each such grant, cooperative agreement, or contract: a description of how the appropriated funds involved actually were spent, statistics relating to its performance, its specific purpose or purposes, and its effectiveness, and a written declaration by each non-Federal grantee and each non-Federal party to such agreement or to such contract, that—

(A) the appropriated funds were spent for such purpose or purposes, and only such purpose or purposes;
(B) the terms of the grant, cooperative agreement, or contract were complied with; and

(C) all documentation necessary for conducting a full and proper audit under generally accepted accounting principles, and any (additional) documentation that may have been required under the grant, cooperative agreement, or contract, have been kept in orderly fashion and will be preserved for not less than 3 years from the date of such close out, termination, or end;

except that the requirement of this paragraph shall be deemed satisfied with respect to any such description, statistics, or declaration if such non-Federal grantee or such non-Federal party shall have failed to provide the same to the Attorney General, and the Attorney General notes the fact of such failure and the name of such grantee or such party in the report.


28 USC § 530B. Ethical standards for attorneys for the Government

(a) An attorney for the Government shall be subject to State laws and rules, and local Federal court rules, governing attorneys in each State where such attorney engages in that attorney’s duties, to the same extent and in the same manner as other attorneys in that State.

(b) The Attorney General shall make and amend rules of the Department of Justice to assure compliance with this section.

(c) As used in this section, the term “attorney for the Government” includes any attorney described in section 77.2(a) of part 77 of the Code of Federal Regulations and also includes any independent counsel, or employee of such a counsel, appointed under chapter 40.


28 USC § 530D. Report on enforcement of laws

(a) Report.—
(1) In general.—The Attorney General shall submit to the Congress a report of any instance in which the Attorney General or any officer of the Department of Justice—

(A) establishes or implements a formal or informal policy to refrain—

(i) from enforcing, applying, or administering any provision of any Federal statute, rule, regulation, program, policy, or other law whose enforcement, application, or administration is within the responsibility of the Attorney General or such officer on the grounds that such provision is unconstitutional; or

(ii) within any judicial jurisdiction of or within the United States, from adhering to, enforcing, applying, or complying with, any standing rule of decision (binding upon courts of, or inferior to those of, that jurisdiction) established by a final decision of any court of, or superior to those of, that jurisdiction, respecting the interpretation, construction, or application of the Constitution, any statute, rule, regulation, program, policy, or other law whose enforcement, application, or administration is within the responsibility of the Attorney General or such officer;

(B) determines—

(i) to contest affirmatively, in any judicial, administrative, or other proceeding, the constitutionality of any provision of any Federal statute, rule, regulation, program, policy, or other law; or

(ii) to refrain (on the grounds that the provision is unconstitutional) from defending or asserting, in any judicial, administrative, or other proceeding, the constitutionality of any provision of any Federal statute, rule, regulation, program, policy, or other law, or not to appeal or request review of any judicial, administrative, or other determination adversely affecting the constitutionality of any such provision; or

(C) approves (other than in circumstances in which a report is submitted to the Joint Committee on Taxation, pursuant to section 6405 of the Internal Revenue Code of 1986) the settlement or compromise (other than in bankruptcy) of any claim, suit, or other action—

(i) against the United States (including any agency or instrumentality thereof) for a sum that exceeds, or is likely to exceed, $2,000,000, excluding prejudgment interest; or
(ii) by the United States (including any agency or instrumentality thereof) pursuant to an agreement, consent decree, or order (or pursuant to any modification of an agreement, consent decree, or order) that provides injunctive or other nonmonetary relief that exceeds, or is likely to exceed, 3 years in duration: Provided, That for purposes of this clause, the term “injunctive or other nonmonetary relief” shall not be understood to include the following, where the same are a matter of public record—

(I) debarments, suspensions, or other exclusions from Government contracts or grants;

(II) mere reporting requirements or agreements (including sanctions for failure to report);

(III) requirements or agreements merely to comply with statutes or regulations;

(IV) requirements or agreements to surrender professional licenses or to cease the practice of professions, occupations, or industries;

(V) any criminal sentence or any requirements or agreements to perform community service, to serve probation, or to participate in supervised release from detention, confinement, or prison; or

(VI) agreements to cooperate with the government in investigations or prosecutions (whether or not the agreement is a matter of public record).

(2) Submission of report to the congress.—For the purposes of paragraph (1), a report shall be considered to be submitted to the Congress if the report is submitted to—

(A) the majority leader and minority leader of the Senate;

(B) the Speaker, majority leader, and minority leader of the House of Representatives;

(C) the chairman and ranking minority member of the Committee on the Judiciary of the House of Representatives and the chairman and ranking minority member of the Committee on the Judiciary of the Senate; and

(D) the Senate Legal Counsel and the General Counsel of the House of Representatives.
(b) Deadline.—A report shall be submitted—

(1) under subsection (a)(1)(A), not later than 30 days after the establishment or implementation of each policy;

(2) under subsection (a)(1)(B), within such time as will reasonably enable the House of Representatives and the Senate to take action, separately or jointly, to intervene in timely fashion in the proceeding, but in no event later than 30 days after the making of each determination; and

(3) under subsection (a)(1)(C), not later than 30 days after the conclusion of each fiscal-year quarter, with respect to all approvals occurring in such quarter.

(c) Contents.—A report required by subsection (a) shall—

(1) specify the date of the establishment or implementation of the policy described in subsection (a)(1)(A), of the making of the determination described in subsection (a)(1)(B), or of each approval described in subsection (a)(1)(C);

(2) include a complete and detailed statement of the relevant issues and background (including a complete and detailed statement of the reasons for the policy or determination, and the identity of the officer responsible for establishing or implementing such policy, making such determination, or approving such settlement or compromise), except that—

(A) such details may be omitted as may be absolutely necessary to prevent improper disclosure of national-security- or classified information, of any information subject to the deliberative-process-, executive-, attorney-work-product-, or attorney-client privileges, or of any information the disclosure of which is prohibited by section 6103 of the Internal Revenue Code of 1986, or other law or any court order if the fact of each such omission (and the precise ground or grounds therefor) is clearly noted in the statement: Provided, That this subparagraph shall not be construed to deny to the Congress (including any House, Committee, or agency thereof) any such omitted details (or related information) that it lawfully may seek, subsequent to the submission of the report; and

(B) the requirements of this paragraph shall be deemed satisfied—

(i) in the case of an approval described in subsection (a)(1)(C)(i), if an unredacted copy of the entire settlement agreement and consent decree or order (if any) is provided, along with a statement indicating the legal and factual basis or bases
(i) in the case of a determination described in subsection (a)(1)(B), indicate the nature, tribunal, identifying information, and status of the proceeding, suit, or action.

(d) Declaration.—In the case of a determination described in subsection (a)(1)(B), the representative of the United States participating in the proceeding shall make a clear declaration in the proceeding that any position expressed as to the constitutionality of the provision involved is the position of the executive branch of the Federal Government (or, as applicable, of the President or of any executive agency or military department).

(e) Applicability to the President and to Executive Agencies and Military Departments.—The reporting, declaration, and other provisions of this section relating to the Attorney General and other officers of the Department of Justice shall apply to the President (but only with respect to the promulgation of any unclassified Executive order or similar memorandum or order), to the head of each executive agency or military department (as defined, respectively, in sections 105 and 102 of title 5, United States Code) that establishes or implements a policy described in subsection (a)(1)(A) or is authorized to conduct litigation, and to the officers of such executive agency.

CHAPTER 33—FEDERAL BUREAU OF INVESTIGATION

28 USC § 531. Federal Bureau of Investigation

The Federal Bureau of Investigation is in the Department of Justice.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 616.)

Historical and Revision Notes

The section is supplied for convenience and clarification. The Bureau of Investigation in the Department of Justice, the earliest predecessor agency of the Federal Bureau of Investigation, was created administratively in 1908. It appears that funds used for the Bureau of Investigation were first obtained through the Department of Justice Appropriation Act of May 22, 1908, ch. 186, §1 (par. beginning “From the appropriations for the prosecution of crimes”), 35 Stat. 236, although that statutory provision makes no express mention of the Bureau or of the investigative function.

Section 3 of Executive Order No. 6166 of June 10, 1933, specifically recognized the Bureau of Investigation in the Department of Justice and provided that all that Bureau’s functions together with the investigative functions of the Bureau of Prohibition were “transferred to and consolidated in a Division of Investigation in the Department of Justice, at the head of which shall be a Director of Investigation.”

The Division of Investigation was first designated as the “Federal Bureau of Investigation” by the Act of Mar. 22, 1935, ch. 39, title II, 49 Stat. 77, and has been so designated in statutes since that date.

Transfer of Functions

For transfer of functions, personnel, assets, and liabilities of the Federal Bureau of Investigation, including the functions of the Attorney General relating thereto, to the Secretary of Homeland Security, and for treatment of related references, see former section 313(3) and sections 121(g)(1), 551(d), 552(d), and 557 of Title 6, Domestic Security, and the Department of Homeland Security Reorganization Plan of November 25, 2002, as modified, set out as a note under section 542 of Title 6.

Enterprise Architecture

“(a) Enterprise Architecture Defined.—In this section, the term ‘enterprise architecture’ means a detailed outline or blueprint of the information technology of the Federal Bureau of Investigation that will satisfy the ongoing mission and goals of the Federal Bureau of Investigation and that sets forth specific and identifiable benchmarks.

“(b) Enterprise Architecture.—The Federal Bureau of Investigation shall—

“(1) continually maintain and update an enterprise architecture; and

“(2) maintain a state of the art and up to date information technology infrastructure that is in compliance with the enterprise architecture of the Federal Bureau of Investigation.

“(c) Report.—Subject to subsection (d), the Director of the Federal Bureau of Investigation shall, on an annual basis, submit to the Committees on the Judiciary of the Senate and House of Representatives a report on whether the major information technology investments of the Federal Bureau of Investigation are in compliance with the enterprise architecture of the Federal Bureau of Investigation and identify any inability or expectation of inability to meet the terms set forth in the enterprise architecture.

“(d) Failure To Meet Terms.—If the Director of the Federal Bureau of Investigation identifies any inability or expectation of inability to meet the terms set forth in the enterprise architecture in a report under subsection (c), the report under subsection (c) shall—

“(1) be twice a year until the inability is corrected;

“(2) include a statement as to whether the inability or expectation of inability to meet the terms set forth in the enterprise architecture is substantially related to resources; and

“(3) if the inability or expectation of inability is substantially related to resources, include a request for additional funding that would resolve the problem or a request to reprogram funds that would resolve the problem.

“(e) Enterprise Architecture, Agency Plans and Reports.—This section shall be carried out in compliance with the requirements set forth in section 1016(e) and (h) [6 U.S.C. 485(e), (h)].”

Report to Congress

Pub. L. 108–405, title II, §203(f), Oct. 30, 2004, 118 Stat. 2271, provided that: “If the Department of Justice plans to modify or supplement the core genetic
markers needed for compatibility with the CODIS system, it shall notify the
Judiciary Committee of the Senate and the Judiciary Committee of the House of
Representatives in writing not later than 180 days before any change is made and
explain the reasons for such change.”

**Morgan P. Hardiman Child Abduction and Serial Murder
Investigative Resources Center**


“(a) Establishment.—Not later than 90 days after the date of enactment of this
Act [Oct. 30, 1998], the Attorney General shall establish within the Federal
Bureau of Investigation a Child Abduction and Serial Murder Investigative
Resources Center to be known as the ‘Morgan P. Hardiman Child Abduction and
Serial Murder Investigative Resources Center’ (in this section referred to as the
‘CASMIRC’).

“(b) Purpose.—The CASMIRC shall be managed by the National Center for the
Analysis of Violent Crime of the Critical Incident Response Group of the Federal
Bureau of Investigation (in this section referred to as the ‘NCAVC’), and by
multidisciplinary resource teams in Federal Bureau of Investigation field offices,
in order to provide investigative support through the coordination and provision
of Federal law enforcement resources, training, and application of other
multidisciplinary expertise, to assist Federal, State, and local authorities in
matters involving child abductions, mysterious disappearances of children, child
homicide, and serial murder across the country. The CASMIRC shall be co-
located with the NCAVC.

“(c) Duties of the CASMIRC.—The CASMIRC shall perform such duties as the
Attorney General determines appropriate to carry out the purposes of the
CASMIRC, including—

“(1) identifying, developing, researching, acquiring, and refining
multidisciplinary information and specialities to provide for the most current
expertise available to advance investigative knowledge and practices used in child
abduction, mysterious disappearances of children, child homicide, and serial
murder investigations;

“(2) providing advice and coordinating the application of current and emerging
technical, forensic, and other Federal assistance to Federal, State, and local
authorities in child abduction, mysterious disappearances of children, child
homicide, and serial murder investigations;
“(3) providing investigative support, research findings, and violent crime analysis to Federal, State, and local authorities in child abduction, mysterious disappearances of children, child homicide, and serial murder investigations;

“(4) providing, if requested by a Federal, State, or local law enforcement agency, on site consultation and advice in child abduction, mysterious disappearances of children, child homicide and serial murder investigations;

“(5) coordinating the application of resources of pertinent Federal law enforcement agencies, and other Federal entities including, but not limited to, the United States Customs Service, the Secret Service, the Postal Inspection Service, and the United States Marshals Service, as appropriate, and with the concurrence of the agency head to support Federal, State, and local law enforcement involved in child abduction, mysterious disappearance of a child, child homicide, and serial murder investigations;

“(6) conducting ongoing research related to child abductions, mysterious disappearances of children, child homicides, and serial murder, including identification and investigative application of current and emerging technologies, identification of investigative searching technologies and methods for physically locating abducted children, investigative use of offender behavioral assessment and analysis concepts, gathering statistics and information necessary for case identification, trend analysis, and case linkages to advance the investigative effectiveness of outstanding abducted children cases, develop investigative systems to identify and track serious serial offenders that repeatedly victimize children for comparison to unsolved cases, and other investigative research pertinent to child abduction, mysterious disappearance of a child, child homicide, and serial murder covered in this section;

“(7) working under the NCAVC in coordination with the National Center For Missing and Exploited Children and the Office of Juvenile Justice and Delinquency Prevention of the Department of Justice to provide appropriate training to Federal, State, and local law enforcement in matters regarding child abductions, mysterious disappearances of children, child homicides; and

“(8) establishing a centralized repository based upon case data reflecting child abductions, mysterious disappearances of children, child homicides and serial murder submitted by State and local agencies, and an automated system for the efficient collection, retrieval, analysis, and reporting of information regarding CASMIRC investigative resources, research, and requests for and provision of investigative support services.

“(d) Appointment of Personnel to the CASMIRC.—
“(1) Selection of members of the casmirc and participating state and local law enforcement personnel.—The Director of the Federal Bureau of Investigation shall appoint the members of the CASMIRC. The CASMIRC shall be staffed with Federal Bureau of Investigation personnel and other necessary personnel selected for their expertise that would enable them to assist in the research, data collection, and analysis, and provision of investigative support in child abduction, mysterious disappearances of children, child homicide and serial murder investigations. The Director may, with concurrence of the appropriate State or local agency, also appoint State and local law enforcement personnel to work with the CASMIRC.

“(2) Status.—Each member of the CASMIRC (and each individual from any State or local law enforcement agency appointed to work with the CASMIRC) shall remain as an employee of that member's or individual's respective agency for all purposes (including the purpose of performance review), and service with the CASMIRC shall be without interruption or loss of civil service privilege or status and shall be on a nonreimbursable basis, except if appropriate to reimburse State and local law enforcement for overtime costs for an individual appointed to work with the resource team. Additionally, reimbursement of travel and per diem expenses will occur for State and local law enforcement participation in resident fellowship programs at the NCAVC when offered.

“(3) Training.—CASMIRC personnel, under the guidance of the Federal Bureau of Investigation's National Center for the Analysis of Violent Crime and in consultation with the National Center For Missing and Exploited Children, shall develop a specialized course of instruction devoted to training members of the CASMIRC consistent with the purpose of this section. The CASMIRC shall also work with the National Center For Missing and Exploited Children and the Office of Juvenile Justice and Delinquency Prevention of the Department of Justice to develop a course of instruction for State and local law enforcement personnel to facilitate the dissemination of the most current multidisciplinary expertise in the investigation of child abductions, mysterious disappearances of children, child homicides, and serial murder of children.

“(e) Report to Congress.—One year after the establishment of the CASMIRC, the Attorney General shall submit to Congress a report, which shall include—

“(1) a description of the goals and activities of the CASMIRC; and

“(2) information regarding—

“(A) the number and qualifications of the members appointed to the CASMIRC;

“(B) the provision of equipment, administrative support, and office space for the CASMIRC; and
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“(C) the projected resource needs for the CASMIRC.

“(f) Authorization of Appropriations.—There are authorized to be appropriated to carry out this section such sums as may be necessary for each of fiscal years 1999, 2000, and 2001.”

[For transfer of functions, personnel, assets, and liabilities of the United States Customs Service of the Department of the Treasury, including functions of the Secretary of the Treasury relating thereto, to the Secretary of Homeland Security, and for treatment of related references, see sections 203(1), 551(d), 552(d), and 557 of Title 6, Domestic Security, and the Department of Homeland Security Reorganization Plan of November 25, 2002, as modified, set out as a note under section 542 of Title 6.]

[For transfer of the functions, personnel, assets, and obligations of the United States Secret Service, including the functions of the Secretary of the Treasury relating thereto, to the Secretary of Homeland Security, and for treatment of related references, see sections 381, 551(d), 552(d), and 557 of Title 6, Domestic Security, and the Department of Homeland Security Reorganization Plan of November 25, 2002, as modified, set out as a note under section 542 of Title 6.]

**Federal Bureau of Investigation Funding Authorizations**


“(a) In General.—With funds made available pursuant to subsection (c)—

“(1) the Attorney General shall—

“(A) provide support and enhance the technical support center and tactical operations of the Federal Bureau of Investigation;

“(B) create a Federal Bureau of Investigation counterterrorism and counterintelligence fund for costs associated with the investigation of cases involving cases of terrorism;

“(C) expand and improve the instructional, operational support, and construction of the Federal Bureau of Investigation Academy;

“(D) construct a Federal Bureau of Investigation laboratory, provide laboratory examination support, and provide for a command center;

“(E) make grants to States to carry out the activities described in subsection (b); and
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“(F) increase personnel to support counterterrorism activities; and

“(2) the Director of the Federal Bureau of Investigation shall expand the combined DNA Identification System (CODIS) to include analyses of DNA samples collected from—

“(A) individuals convicted of a qualifying Federal offense, as determined under section 3(d) of the DNA Analysis Backlog Elimination Act of 2000 [42 U.S.C. 14135a(d)];

“(B) individuals convicted of a qualifying District of Columbia offense, as determined under section 4(d) of the DNA Analysis Backlog Elimination Act of 2000 [42 U.S.C. 14135b(d)]; and

“(C) members of the Armed Forces convicted of a qualifying military offense, as determined under section 1565(d) of title 10, United States Code.

“(b) State Grants.—

“(1) Authorization.—The Attorney General, in consultation with the Director of the Federal Bureau of Investigation, may make grants to each State eligible under paragraph (2) to be used by the chief executive officer of the State, in conjunction with units of local government, other States, or any combination thereof, to carry out all or part of a program to establish, develop, update, or upgrade—

“(A) computerized identification systems that are compatible and integrated with the databases of the National Crime Information Center of the Federal Bureau of Investigation;

“(B) the capability to analyze deoxyribonucleic acid (DNA) in a forensic laboratory in ways that are compatible and integrated with the combined DNA Identification System (CODIS) of the Federal Bureau of Investigation; and

“(C) automated fingerprint identification systems that are compatible and integrated with the Integrated Automated Fingerprint Identification System (IAFIS) of the Federal Bureau of Investigation.

“(2) Eligibility.—To be eligible to receive a grant under this subsection, a State shall require that each person convicted of a felony of a sexual nature shall provide to appropriate State law enforcement officials, as designated by the chief executive officer of the State, a sample of blood, saliva, or other specimen necessary to conduct a DNA analysis consistent with the standards established for DNA testing by the Director of the Federal Bureau of Investigation.
“(3) Interstate compacts.—A State may enter into a compact or compacts with another State or States to carry out this subsection.

“(c) Authorization of Appropriations.—

“(1) In general.—There are authorized to be appropriated for the activities of the Federal Bureau of Investigation, to help meet the increased demands for activities to combat terrorism—

“(A) $114,000,000 for fiscal year 1997;
“(B) $166,000,000 for fiscal year 1998;
“(C) $96,000,000 for fiscal year 1999; and
“(D) $92,000,000 for fiscal year 2000.

“(2) Availability of funds.—Funds made available pursuant to paragraph (1), in any fiscal year, shall remain available until expended.

“(3) Allocation.—

“(A) In general.—Of the total amount appropriated to carry out subsection (b) in a fiscal year—

“(i) the greater of 0.25 percent of such amount or $500,000 shall be allocated to each eligible State; and

“(ii) of the total funds remaining after the allocation under clause (i), there shall be allocated to each State an amount which bears the same ratio to the amount of remaining funds described in this subparagraph as the population of such State bears to the population of all States.

“(B) Definition.—For purposes of this paragraph, the term ‘State’ means any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, American Samoa, Guam, and the Commonwealth of the Northern Mariana Islands, except that for purposes of the allocation under this subparagraph, American Samoa and the Commonwealth of the Northern Mariana Islands shall be considered as one State and that for these purposes, 67 percent of the amounts allocated shall be allocated to American Samoa, and 33 percent to the Commonwealth of the Northern Mariana Islands.”
28 USC § 532. Director of the Federal Bureau of Investigation

The Attorney General may appoint a Director of the Federal Bureau of Investigation. The Director of the Federal Bureau of Investigation is the head of the Federal Bureau of Investigation.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 616.)

Historical and Revision Notes

The section is supplied for convenience and clarification and is based on section 3 of Executive Order No. 6166 of June 10, 1933, which provided for the transfer of the functions of the Bureau of Investigation together with the investigative functions of the Bureau of Prohibition to a “Division of Investigation in the Department of Justice, at the head of which shall be a Director of Investigation”. The Division of Investigation was first designated as the “Federal Bureau of Investigation” by the Act of Mar. 22, 1935, ch. 39, title II, 49 Stat. 77, and has been so designated in statutes since that date. The title of “Director of the Federal Bureau of Investigation” was recognized by statute in the Act of June 5, 1936, ch. 529, 49 Stat. 1484, and has been used in statutes since that date.

Findings

Pub. L. 112–24, §1, July 26, 2011, 125 Stat. 238, provided that: “Congress finds that—

“(1) on May 12, 2011, the President requested that Congress extend the term of Robert S. Mueller III as Director of the Federal Bureau of Investigation by 2 years, citing the critical need for continuity and stability at the Federal Bureau of Investigation in the face of ongoing threats to the United States and leadership transitions at the Federal agencies charged with protecting national security;

“(2) in light of the May 1, 2011, successful operation against Osama bin Laden, the continuing threat to national security, and the approaching 10th anniversary of the attacks of September 11, 2001, the President's request for a limited, 1-time exception to the term limit of the Director of the Federal Bureau of Investigation, in these exceptional circumstances, is appropriate; and

“(3) this Act [amending provisions set out as a note under this section] is intended to provide a 1-time exception to the 10-year statutory limit on the term of the Director of the Federal Bureau of Investigation in light of the President's request and existing exceptional circumstances, and is not intended to create a precedent.”
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“SEC. 2001. IMPROVEMENT OF INTELLIGENCE CAPABILITIES OF THE FEDERAL BUREAU OF INVESTIGATION.

“(a) Findings.—Congress makes the following findings:

“(1) The National Commission on Terrorist Attacks Upon the United States in its final report stated that, under Director Robert Mueller, the Federal Bureau of Investigation has made significant progress in improving its intelligence capabilities.

“(2) In the report, the members of the Commission also urged that the Federal Bureau of Investigation fully institutionalize the shift of the Bureau to a preventive counterterrorism posture.

“(b) Improvement of Intelligence Capabilities.—The Director of the Federal Bureau of Investigation shall continue efforts to improve the intelligence capabilities of the Federal Bureau of Investigation and to develop and maintain within the Bureau a national intelligence workforce.

“(c) National Intelligence Workforce.—(1) In developing and maintaining a national intelligence workforce under subsection (b), the Director of the Federal Bureau of Investigation shall develop and maintain a specialized and integrated national intelligence workforce consisting of agents, analysts, linguists, and surveillance specialists who are recruited, trained, and rewarded in a manner which ensures the existence within the Federal Bureau of Investigation of an institutional culture with substantial expertise in, and commitment to, the intelligence mission of the Bureau.

“(2) Each agent employed by the Bureau after the date of the enactment of this Act [Dec. 17, 2004] shall receive basic training in both criminal justice matters and national intelligence matters.

“(3) Each agent employed by the Bureau after the date of the enactment of this Act shall, to the maximum extent practicable, be given the opportunity to undergo, during such agent's early service with the Bureau, meaningful assignments in criminal justice matters and in national intelligence matters.

“(4) The Director shall—
“(A) establish career positions in national intelligence matters for agents, analysts, and related personnel of the Bureau; and

“(B) in furtherance of the requirement under subparagraph (A) and to the maximum extent practicable, afford agents, analysts, and related personnel of the Bureau the opportunity to work in the career specialty selected by such agents, analysts, and related personnel over their entire career with the Bureau.

“(5) The Director shall carry out a program to enhance the capacity of the Bureau to recruit and retain individuals with backgrounds in intelligence, international relations, language, technology, and other skills relevant to the intelligence mission of the Bureau.

“(6) The Director shall, to the maximum extent practicable, afford the analysts of the Bureau training and career opportunities commensurate with the training and career opportunities afforded analysts in other elements of the intelligence community.

“(7) Commencing as soon as practicable after the date of the enactment of this Act, each direct supervisor of a Field Intelligence Group, and each Bureau Operational Manager at the Section Chief and Assistant Special Agent in Charge (ASAC) level and above, shall be a certified intelligence officer.

“(8) The Director shall, to the maximum extent practicable, ensure that the successful discharge of advanced training courses, and of one or more assignments to another element of the intelligence community, is a precondition to advancement to higher level intelligence assignments within the Bureau.

“(d) Field Office Matters.—(1) In improving the intelligence capabilities of the Federal Bureau of Investigation under subsection (b), the Director of the Federal Bureau of Investigation shall ensure that each Field Intelligence Group reports directly to a field office senior manager responsible for intelligence matters.

“(2) The Director shall provide for such expansion of the secure facilities in the field offices of the Bureau as is necessary to ensure the discharge by the field offices of the intelligence mission of the Bureau.

“(3) The Director shall require that each Field Intelligence Group manager ensures the integration of analysts, agents, linguists, and surveillance personnel in the field.

“(e) Discharge of Improvements.—(1) The Director of the Federal Bureau of Investigation shall carry out subsections (b) through (d) through the head of the Directorate of Intelligence of the Federal Bureau of Investigation.
“(2) The Director of the Federal Bureau of Investigation shall carry out subsections (b) through (d) under the joint guidance of the Attorney General and the Director of National Intelligence in a manner consistent with applicable law.

“(f) Budget Matters.—The Director of the Federal Bureau of Investigation shall establish a budget structure of the Federal Bureau of Investigation to reflect the four principal missions of the Bureau as follows:

“(1) Intelligence.

“(2) Counterterrorism and counterintelligence.

“(3) Criminal Enterprises/Federal Crimes.

“(4) Criminal justice services.

“(g) Reports.—(1) Not later than 180 days after the date of the enactment of this Act [Dec. 17, 2004], the Director of the Federal Bureau of Investigation shall submit to Congress a report on the progress made as of the date of such report in carrying out the requirements of this section.

“(2) The Director shall include in each annual program review of the Federal Bureau of Investigation that is submitted to Congress a report on the progress made by each field office of the Bureau during the period covered by such review in addressing Bureau and national program priorities.

“(3) Not later than 180 days after the date of the enactment of this Act, and every 12 months thereafter, the Director shall submit to Congress a report assessing the qualifications, status, and roles of analysts at Bureau headquarters and in the field offices of the Bureau.

“(4) Not later than 180 days after the date of the enactment of this Act, and every 12 months thereafter, the Director shall submit to Congress a report on the progress of the Bureau in implementing information-sharing principles.

“SEC. 2002. DIRECTORATE OF INTELLIGENCE OF THE FEDERAL BUREAU OF INVESTIGATION.

“(a) Directorate of Intelligence of Federal Bureau of Investigation.—The element of the Federal Bureau of Investigation known as of the date of the enactment of this Act [Dec. 17, 2004] as the Office of Intelligence is hereby redesignated as the Directorate of Intelligence of the Federal Bureau of Investigation.
“(b) Head of Directorate.—The head of the Directorate of Intelligence shall be the Executive Assistant Director for Intelligence of the Federal Bureau of Investigation.

“(c) Responsibilities.—The Directorate of Intelligence shall be responsible for the following:

“(1) Supervision of all national intelligence programs, projects, and activities of the Bureau.


“(3) The oversight of Bureau field intelligence operations.

“(4) Coordinating human source development and management by the Bureau.

“(5) Coordinating collection by the Bureau against nationally-determined intelligence requirements.

“(6) Strategic analysis.

“(7) Intelligence program and budget management.

“(8) The intelligence workforce.

“(9) Any other responsibilities specified by the Director of the Federal Bureau of Investigation or specified by law.

“(d) Staff.—The Directorate of Intelligence shall consist of such staff as the Director of the Federal Bureau of Investigation considers appropriate for the activities of the Directorate.

“SEC. 2003. FEDERAL BUREAU OF INVESTIGATION INTELLIGENCE CAREER SERVICE.

“(a) Establishment of Federal Bureau of Investigation Intelligence Career Service.—The Director of the Federal Bureau of Investigation may—

“(1) in consultation with the Director of the Office of Personnel Management—

“(A) establish positions for intelligence analysts, and prescribe standards and procedures for establishing and classifying such positions, without regard to chapter 51 of title 5, United States Code; and
“(B) fix the rate of basic pay for such positions, without regard to subchapter III of chapter 53 of title 5, United States Code, if the rate of pay is not greater than the rate of basic pay payable for level IV of the Executive Schedule [5 U.S.C. 5315];

“(2) appoint individuals to such positions; and

“(3) establish a performance management system for such individuals with at least one level of performance above a retention standard.

“(b) Reporting Requirement.—Not less than 60 days before the date of the implementation of authorities authorized under this section, the Director of the Federal Bureau of Investigation shall submit an operating plan describing the Director's intended use of the authorities under this section to the appropriate committees of Congress.

“(c) Annual Report.—Not later than December 31, 2005, and annually thereafter for 4 years, the Director of the Federal Bureau of Investigation shall submit an annual report of the use of the permanent authorities provided under this section during the preceding fiscal year to the appropriate committees of Congress.

“(d) Appropriate Committees of Congress Defined.—In this section, the term ‘appropriate committees of Congress[’] means’ [sic]—

“(1) the Committees on Appropriations, Homeland Security and Governmental Affairs, and the Judiciary and the Select Committee on Intelligence of the Senate; and

“(2) the Committees on Appropriations, Government Reform [now Committee on Oversight and Government Reform], and the Judiciary and the Permanent Select Committee on Intelligence of the House of Representatives.’’

Webster Commission Implementation Report


“(a) Implementation Plan.—Not later than 6 months after the date of enactment of this Act [Nov. 2, 2002], the Director of the Federal Bureau of Investigation shall submit to the appropriate Committees of Congress a plan for implementation of the recommendations of the Commission for Review of FBI Security Programs, dated March 31, 2002, including the costs of such implementation.
“(b) Annual Reports.—On the date that is 1 year after the submission of the plan described in subsection (a), and for 2 years thereafter, the Director of the Federal Bureau of Investigation shall submit to the appropriate Committees of Congress a report on the implementation of such plan.

“(c) Appropriate Committees of Congress.—For purposes of this section, the term ‘appropriate Committees of Congress’ means—

“(1) the Committees on the Judiciary of the Senate and the House of Representatives;

“(2) the Committees on Appropriations of the Senate and the House of Representatives;

“(3) the Select Committee on Intelligence of the Senate; and

“(4) the Permanent Select Committee on Intelligence of the House of Representatives.”

Employment of Translators by the Federal Bureau of Investigation


“(a) Authority.—The Director of the Federal Bureau of Investigation is authorized to expedite the employment of personnel as translators to support counterterrorism investigations and operations without regard to applicable Federal personnel requirements and limitations.

“(b) Security Requirements.—The Director of the Federal Bureau of Investigation shall establish such security requirements as are necessary for the personnel employed as translators under subsection (a).

“(c) Report.—The Attorney General shall report to the Committees on the Judiciary of the House of Representatives and the Senate on—

“(1) the number of translators employed by the FBI and other components of the Department of Justice;

“(2) any legal or practical impediments to using translators employed by other Federal, State, or local agencies, on a full, part-time, or shared basis; and

“(3) the needs of the FBI for specific translation services in certain languages, and recommendations for meeting those needs.”

FBI Critical Skills Scholarship Program

“(a) Study.—The Director of the Federal Bureau of Investigation shall conduct a study relative to the establishment of an undergraduate training program with respect to employees of the Federal Bureau of Investigation that is similar in purpose, conditions, content, and administration to undergraduate training programs administered by the Central Intelligence Agency (under section 8 of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403j)), the National Security Agency (under section 16 of the National Security Agency Act of 1959 (50 U.S.C. 402 (note))[)], and the Defense Intelligence Agency (under section 1608 [now 1623] of title 10, United States Code).

“(b) Implementation.—Any program proposed under subsection (a) may be implemented only after the Department of Justice and the Office of Management and Budget review and approve the implementation of such program.

“(c) Availability of Funds.—Any payment made by the Director of the Federal Bureau of Investigation to carry out any program proposed to be established under subsection (a) may be made in any fiscal year only to the extent that appropriated funds are available for that purpose.”

Confirmation and Compensation of Director; Term of Service


“(a) Effective as of the day following the date on which the present incumbent in the office of Director ceases to serve as such, the Director of the Federal Bureau of Investigation shall be appointed by the President, by and with the advice and consent of the Senate, and shall receive compensation at the rate prescribed for level II of the Federal Executive Salary Schedule [section 5313 of Title 5, Government Organization and Employees].

“(b) Effective with respect to any individual appointment by the President, by and with the advice and consent of the Senate, after June 1, 1973, the term of service of the Director of the Federal Bureau of Investigation shall be ten years. A Director may not serve more than one ten-year term. The provisions of subsections (a) through (c) of section 8335 of title 5, United States Code, shall apply to any individual appointed under this section.

“(c)(1) Effective on the date of enactment of this subsection [July 26, 2011], a new term of service for the office of Director of the Federal Bureau of Investigation shall be created, which shall begin on or after August 3, 2011, and continue until September 4, 2013. Notwithstanding the second sentence of subsection (b) of this
section, the incumbent Director of the Federal Bureau of Investigation on the date of enactment of this subsection shall be eligible to be appointed to the new term of service provided for by this subsection, by and with the advice and consent of the Senate, and only for that new term of service. Nothing in this subsection shall prevent the President, by and with the advice of the Senate, from appointing an individual, other than the incumbent Director of the Federal Bureau of Investigation, to a 10-year term of service subject to the provisions of subsection (b) after the date of enactment of this subsection.

“(2) The individual who is the incumbent in the office of the Director of the Federal Bureau of Investigation on the date of enactment of this subsection may not serve as Director after September 4, 2013.

“(3) With regard to the individual who is the incumbent in the office of the Director of the Federal Bureau of Investigation on the date of enactment of this subsection, the second sentence of subsection (b) shall not apply.”

28 USC § 533. Investigative and other officials; appointment

The Attorney General may appoint officials—

(1) to detect and prosecute crimes against the United States;

(2) to assist in the protection of the person of the President; and

(3) to assist in the protection of the person of the Attorney General.

(4) to conduct such other investigations regarding official matters under the control of the Department of Justice and the Department of State as may be directed by the Attorney General.

This section does not limit the authority of departments and agencies to investigate crimes against the United States when investigative jurisdiction has been assigned by law to such departments and agencies.


FBI Investigations of Espionage by Persons Employed by or Assigned to United States Diplomatic Missions Abroad
Pub. L. 101–193, title VI, §603, Nov. 30, 1989, 103 Stat. 1710, provided that:
“Subject to the authority of the Attorney General, the FBI shall supervise the
conduct of all investigations of violations of the espionage laws of the United
States by persons employed by or assigned to United States diplomatic missions
abroad. All departments and agencies shall report immediately to the FBI any
information concerning such a violation. All departments and agencies shall
provide appropriate assistance to the FBI in the conduct of such investigations.
Nothing in this provision shall be construed as establishing a defense to any
criminal, civil, or administrative action.”

Undercover Investigative Operations Conducted by Federal Bureau of
Investigation or Drug Enforcement Administration; Annual Report to
Congress; Financial Audit

“Notwithstanding any other provision of law, Public Law 102–395 section 102(b)
[set out below] shall extend to the Bureau of Alcohol, Tobacco, Firearms and
Explosives in the conduct of undercover investigative operations and shall apply
without fiscal year limitation with respect to any undercover investigative
operation by the Bureau of Alcohol, Tobacco, Firearms and Explosives that is
necessary for the detection and prosecution of crimes against the United States.”

Similar provisions were contained in the following prior appropriation acts:


Pub. L. 109–162, title XI, §1151(c), Jan. 5, 2006, 119 Stat. 3112, provided that:
“Section 102(b) of the Department of Justice and Related Agencies
Appropriations Act, 1993 [Pub. L. 102–395, set out below], as in effect pursuant
to section 815(d) of the Antiterrorism and Effective Death Penalty Act of 1996
[Pub. L. 104–132, set out below] shall apply with respect to the Bureau of
Alcohol, Tobacco, Firearms, and Explosives and the undercover investigative
operations of the Bureau on the same basis as such section applies with respect to
any other agency and the undercover investigative operations of such agency.”

Pub. L. 104–132, title VIII, §815(d), Apr. 24, 1996, 110 Stat. 1315, provided that:
“Notwithstanding any other provision of law, section 102(b) of the Department of
Justice and Related Agencies Appropriations Act, 1993 (Public Law 102–395) [set out below], shall remain in effect until specifically repealed, subject to any limitation on appropriations contained in any Department of Justice Appropriation Authorization Act.”


“(b)(1) During fiscal year 1996, with respect to any undercover investigative operation of the Federal Bureau of Investigation or the Drug Enforcement Administration which is necessary for the detection and prosecution of crimes against the United States or for the collection of foreign intelligence or counterintelligence—


“(B) sums authorized to be appropriated for the Federal Bureau of Investigation and for the Drug Enforcement Administration may be used to establish or to acquire proprietary corporations or business entities as part of an undercover investigative operation, and to operate such corporations or business entities on a commercial basis, without regard to section 9102 of title 31 of the United States Code,

“(C) sums authorized to be appropriated for the Federal Bureau of Investigation and for the Drug Enforcement Administration for fiscal year 1996, and the proceeds from such undercover operation, may be deposited in banks or other financial institutions, without regard to section 648 of title 18 of the United States Code and section 3302 of title 31 of the United States Code, and
“(D) proceeds from such undercover operation may be used to offset necessary and reasonable expenses incurred in such operation, without regard to section 3302 of title 31 of the United States Code, only, in operations designed to detect and prosecute crimes against the United States, upon the written certification of the Director of the Federal Bureau of Investigation (or, if designated by the Director, a member of the Undercover Operations Review Committee established by the Attorney General in the Attorney General's Guidelines on Federal Bureau of Investigation Undercover Operations, as in effect on July 1, 1983) or the Administrator of the Drug Enforcement Administration, as the case may be, and the Attorney General (or, with respect to Federal Bureau of Investigation undercover operations, if designated by the Attorney General, a member of such Review Committee), that any action authorized by subparagraph (A), (B), (C), or (D) is necessary for the conduct of such undercover operation. If the undercover operation is designed to collect foreign intelligence or counterintelligence, the certification that any action authorized by subparagraph (A), (B), (C), or (D) is necessary for the conduct of such undercover operation shall be by the Director of the Federal Bureau of Investigation (or a designee of the Director who is in a position not lower than Deputy Assistant Director in the National Security Branch or a similar successor position) and the Attorney General (or a designee of the Attorney General who is in the National Security Division in a position not lower than Deputy Assistant Attorney General or a similar successor position). Such certification shall continue in effect for the duration of such undercover operation, without regard to fiscal years.

“(2) Notwithstanding paragraph (1), it shall not be necessary to obtain such certification for an undercover operation in order that proceeds or other money—

“(A) received by an undercover agent from or at the direction of a subject of an investigation, or

“(B) provided to an agent by an individual cooperating with the Government in an investigation, who received the proceeds or money from or at the direction of a subject of the investigation,

may be used as a subject of the investigation directs without regard to section 3302 of title 31 of the United States Code: Provided, That the Director of the Federal Bureau of Investigation or the Administrator of the Drug Enforcement Administration, or their designees, in advance or as soon as practicable thereafter, make a written determination that such a use would further the investigation: And provided further, That the financial audit requirements of paragraphs (5) and (6) shall apply in each investigation where such a determination has been made.
“(3) As soon as the proceeds from an undercover investigative operation with respect to which an action is authorized and carried out under subparagraphs (C) and (D) of paragraph (1), or under paragraph (2) are no longer necessary for the conduct of such operation, such proceeds or the balance of such proceeds remaining at the time shall be deposited in the Treasury of the United States as miscellaneous receipts.

“(4) If a corporation or business entity established or acquired as part of an undercover operation under subparagraph (B) of paragraph (1) with a net value of over $50,000 is to be liquidated, sold, or otherwise disposed of, the Federal Bureau of Investigation or the Drug Enforcement Administration, as much in advance as the Director or the Administrator, or the designee of the Director or the Administrator, determines is practicable, shall report the circumstances to the Attorney General and the Comptroller General. The proceeds of the liquidation, sale, or other disposition, after obligations are met, shall be deposited in the Treasury of the United States as miscellaneous receipts.

“(5)(A) The Federal Bureau of Investigation or the Drug Enforcement Administration, as the case may be, shall conduct a detailed financial audit of each undercover investigative operation which is closed in fiscal year 1996—

“(i) submit the results of such audit in writing to the Attorney General, and

“(ii) not later than 180 days after such undercover operation is closed, submit a report to the Congress concerning such audit.

“(B) The Federal Bureau of Investigation and the Drug Enforcement Administration shall each also submit a report annually to the Congress specifying as to their respective undercover investigative operations—

“(i) the number, by programs, of undercover investigative operations pending as of the end of the one-year period for which such report is submitted,

“(ii) the number, by programs, of undercover investigative operations commenced in the one-year period preceding the period for which such report is submitted, and

“(iii) the number, by programs, of undercover investigative operations closed in the one-year period preceding the period for which such report is submitted and, with respect to each such closed undercover operation, the results obtained. With respect to each such closed undercover operation which involves any of the sensitive circumstances specified in the Attorney General's Guidelines on Federal Bureau of Investigation Undercover Operations, such report shall contain a detailed description of the operation and related matters, including information pertaining to—
“(I) the results,

“(II) any civil claims, and

“(III) identification of such sensitive circumstances involved, that arose at any time during the course of such undercover operation.

“(6) For purposes of paragraph (5)—

“(A) the term ‘closed’ refers to the earliest point in time at which—

“(i) all criminal proceedings (other than appeals) are concluded, or

“(ii) covert activities are concluded, whichever occurs later,

“(B) the term ‘employees’ means employees, as defined in section 2105 of title 5 of the United States Code, of the Federal Bureau of Investigation, and

“(C) the terms ‘undercover investigative operations’ and ‘undercover operation’ mean any undercover investigative operation of the Federal Bureau of Investigation or the Drug Enforcement Administration (other than a foreign counterintelligence undercover investigative operation)—

“(i) in which—

“(I) the gross receipts (excluding interest earned) exceed $50,000, or

“(II) expenditures (other than expenditures for salaries of employees) exceed $150,000, and

“(ii) which is exempt from section 3302 or 9102 of title 31 of the United States Code,

except that clauses (i) and (ii) shall not apply with respect to the report required under subparagraph (B) of such paragraph.”

Similar provisions were contained in the following prior appropriation acts:


Pub. L. 96–132, §7(d), Nov. 30, 1979, 93 Stat. 1046, provided that:

“(1) The Federal Bureau of Investigation shall conduct detailed financial audits of undercover operations closed on or after October 1, 1979, and—

“(A) report the results of each audit in writing to the Department of Justice, and

“(B) report annually to the Congress concerning these audits.

“(2) For the purposes of paragraph (1), ‘undercover operation’ means any undercover operation of the Federal Bureau of Investigation, other than a foreign counterintelligence undercover operation—

“(A) in which the gross receipts exceed $50,000, and

“(B) which is exempted from section 3617 of the Revised Statutes (31 U.S.C. 484) [31 U.S.C. 3302(b)] or section 304(a) of the Government Corporation Control Act (31 U.S.C. 869(a)) [31 U.S.C. 9102].”

28 USC §534. Acquisition, preservation, and exchange of identification records and information; appointment of officials

(a) The Attorney General shall—

(1) acquire, collect, classify, and preserve identification, criminal identification, crime, and other records;
(2) acquire, collect, classify, and preserve any information which would assist in the identification of any deceased individual who has not been identified after the discovery of such deceased individual;

(3) acquire, collect, classify, and preserve any information which would assist in the location of any missing person (including an unemancipated person as defined by the laws of the place of residence of such person) and provide confirmation as to any entry for such a person to the parent, legal guardian, or next of kin of that person (and the Attorney General may acquire, collect, classify, and preserve such information from such parent, guardian, or next of kin); and

(4) exchange such records and information with, and for the official use of, authorized officials of the Federal Government, including the United States Sentencing Commission, the States, including State sentencing commissions, Indian tribes, cities, and penal and other institutions.

(b) The exchange of records and information authorized by subsection (a)(4) of this section is subject to cancellation if dissemination is made outside the receiving departments or related agencies.

(c) The Attorney General may appoint officials to perform the functions authorized by this section.

(d) Indian Law Enforcement Agencies.—The Attorney General shall permit tribal and Bureau of Indian Affairs law enforcement agencies—

(1) to access and enter information into Federal criminal information databases; and

(2) to obtain information from the databases.

(e) For purposes of this section, the term “other institutions” includes—

(1) railroad police departments which perform the administration of criminal justice and have arrest powers pursuant to a State statute, which allocate a substantial part of their annual budget to the administration of criminal justice, and which meet training requirements established by law or ordinance for law enforcement officers; and

(2) police departments of private colleges or universities which perform the administration of criminal justice and have arrest powers pursuant to a State
statute, which allocate a substantial part of their annual budget to the administration of criminal justice, and which meet training requirements established by law or ordinance for law enforcement officers.

(f)(1) Information from national crime information databases consisting of identification records, criminal history records, protection orders, and wanted person records may be disseminated to civil or criminal courts for use in domestic violence or stalking cases. Nothing in this subsection shall be construed to permit access to such records for any other purpose.

(2) Federal, tribal, and State criminal justice agencies authorized to enter information into criminal information databases may include—

(A) arrests, convictions, and arrest warrants for stalking or domestic violence or for violations of protection orders for the protection of parties from stalking or domestic violence; and

(B) protection orders for the protection of persons from stalking or domestic violence, provided such orders are subject to periodic verification.

(3) As used in this subsection—

(A) the term “national crime information databases” means the National Crime Information Center and its incorporated criminal history databases, including the Interstate Identification Index; and

(B) the term “protection order” includes—

(i) any injunction, restraining order, or any other order issued by a civil or criminal court for the purpose of preventing violent or threatening acts or harassment against, sexual violence or contact or communication with or physical proximity to, another person, including any temporary or final orders issued by civil or criminal courts whether obtained by filing an independent action or as a pendente lite order in another proceeding so long as any civil order was issued in response to a complaint, petition, or motion filed by or on behalf of a person seeking protection; and

(ii) any support, child custody or visitation provisions, orders, remedies, or relief issued as part of a protection order, restraining order, or stay away injunction pursuant to State, tribal, territorial, or local law authorizing the issuance of
protection orders, restraining orders, or injunctions for the protection of victims of domestic violence, dating violence, sexual assault, or stalking.


Access to National Crime Information Databases

Pub. L. 111–211, title II, §233(b), July 29, 2010, 124 Stat. 2279, provided that:

“(1) In general.—The Attorney General shall ensure that tribal law enforcement officials that meet applicable Federal or State requirements be permitted access to national crime information databases.

“(2) Sanctions.—For purpose of sanctions for noncompliance with requirements of, or misuse of, national crime information databases and information obtained from those databases, a tribal law enforcement agency or official shall be treated as Federal law enforcement agency or official.

“(3) NCIC.—Each tribal justice official serving an Indian tribe with criminal jurisdiction over Indian country shall be considered to be an authorized law enforcement official for purposes of access to the National Crime Information Center of the Federal Bureau of Investigation.”

[For definitions of “Indian tribe” and “Indian country” used in section 233(b) of Pub. L. 111–211, set out above, see section 203(a) of Pub. L. 111–211, set out as a note under section 2801 of Title 25, Indians.]

Additional Reporting on Crime


“(a) Trafficking Offense Classification.—The Director of the Federal Bureau of Investigation shall—

“(1) classify the offense of human trafficking as a Part I crime in the Uniform Crime Reports;
“(2) to the extent feasible, establish subcategories for State sex crimes that involve—

“(A) a person who is younger than 18 years of age;

“(B) the use of force, fraud or coercion; or

“(C) neither of the elements described in subparagraphs (A) and (B); and

“(3) classify the offense of human trafficking as a Group A offense for purpose of the National Incident-Based Reporting System.

“(b) Additional Information.—The Director of the Federal Bureau of Investigation shall revise the Uniform Crime Reporting System [probably should be “Program”] and the National Incident-Based Reporting System to distinguish between reports of—

“(1) incidents of assisting or promoting prostitution, which shall include crimes committed by persons who—

“(A) do not directly engage in commercial sex acts; and

“(B) direct, manage, or profit from such acts, such as State pimping and pandering crimes;

“(2) incidents of purchasing prostitution, which shall include crimes committed by persons who purchase or attempt to purchase or trade anything of value for commercial sex acts; and

“(3) incidents of prostitution, which shall include crimes committed by persons providing or attempting to provide commercial sex acts.”

National Gang Intelligence Center


“(a) Establishment.—The Attorney General shall establish a National Gang Intelligence Center and gang information database to be housed at and administered by the Federal Bureau of Investigation to collect, analyze, and disseminate gang activity information from—

“(1) the Federal Bureau of Investigation;

“(2) the Bureau of Alcohol, Tobacco, Firearms, and Explosives;
“(3) the Drug Enforcement Administration;
“(4) the Bureau of Prisons;
“(5) the United States Marshals Service;
“(6) the Directorate of Border and Transportation Security of the Department of Homeland Security;
“(7) the Department of Housing and Urban Development;
“(8) the Office of Justice Services of the Bureau of Indian Affairs;
“(9) tribal, State, and local law enforcement;
“(10) Federal, tribal, State, and local prosecutors;
“(11) Federal, tribal, State, and local probation and parole offices;
“(12) Federal, tribal, State, and local prisons and jails; and
“(13) any other entity as appropriate.
“(b) Information.—The Center established under subsection (a) shall make available the information referred to in subsection (a) to—
“(1) Federal, tribal, State, and local law enforcement agencies;
“(2) Federal, tribal, State, and local corrections agencies and penal institutions;
“(3) Federal, tribal, State, and local prosecutorial agencies; and
“(4) any other entity as appropriate.
“(c) Annual Report.—The Center established under subsection (a) shall annually submit to Congress a report on gang activity.
“(d) Authorization of Appropriations.—There are authorized to be appropriated to carry out this section $10,000,000 for fiscal year 2006 and for each fiscal year thereafter.”

Reviews of Criminal Records of Applicants for Private Security Officer Employment

“(a) Short Title.—This section may be cited as the ‘Private Security Officer Employment Authorization Act of 2004’.

“(b) Findings.—Congress finds that—

“(1) employment of private security officers in the United States is growing rapidly;

“(2) private security officers function as an adjunct to, but not a replacement for, public law enforcement by helping to reduce and prevent crime;

“(3) such private security officers protect individuals, property, and proprietary information, and provide protection to such diverse operations as banks, hospitals, research and development centers, manufacturing facilities, defense and aerospace contractors, high technology businesses, nuclear power plants, chemical companies, oil and gas refineries, airports, communication facilities and operations, office complexes, schools, residential properties, apartment complexes, gated communities, and others;

“(4) sworn law enforcement officers provide significant services to the citizens of the United States in its public areas, and are supplemented by private security officers;

“(5) the threat of additional terrorist attacks requires cooperation between public and private sectors and demands professional, reliable, and responsible security officers for the protection of people, facilities, and institutions;

“(6) the trend in the Nation toward growth in such security services has accelerated rapidly;

“(7) such growth makes available more public sector law enforcement officers to combat serious and violent crimes, including terrorism;

“(8) the American public deserves the employment of qualified, well-trained private security personnel as an adjunct to sworn law enforcement officers; and

“(9) private security officers and applicants for private security officer positions should be thoroughly screened and trained.

“(c) Definitions.—In this section:

“(1) Employee.—The term ‘employee’ includes both a current employee and an applicant for employment as a private security officer.
“(2) Authorized employer.—The term ‘authorized employer’ means any person that—

“(A) employs private security officers; and

“(B) is authorized by regulations promulgated by the Attorney General to request a criminal history record information search of an employee through a State identification bureau pursuant to this section.

“(3) Private security officer.—The term ‘private security officer’—

“(A) means an individual other than an employee of a Federal, State, or local government, whose primary duty is to perform security services, full or part time, for consideration, whether armed or unarmed and in uniform or plain clothes (except for services excluded from coverage under this Act [this section] if the Attorney General determines by regulation that such exclusion would serve the public interest); but

“(B) does not include—

“(i) employees whose duties are primarily internal audit or credit functions;

“(ii) employees of electronic security system companies acting as technicians or monitors; or

“(iii) employees whose duties primarily involve the secure movement of prisoners.

“(4) Security services.—The term ‘security services’ means acts to protect people or property as defined by regulations promulgated by the Attorney General.

“(5) State identification bureau.—The term ‘State identification bureau’ means the State entity designated by the Attorney General for the submission and receipt of criminal history record information.

“(d) Criminal History Record Information Search.—

“(1) In general.—

“(A) Submission of fingerprints.—An authorized employer may submit to the State identification bureau of a participating State, fingerprints or other means of positive identification, as determined by the Attorney General, of an employee of such employer for purposes of a criminal history record information search pursuant to this Act [this section].
“(B) Employee rights.—

“(i) Permission.—An authorized employer shall obtain written consent from an employee to submit to the State identification bureau of the participating State the request to search the criminal history record information of the employee under this Act [this section].

“(ii) Access.—An authorized employer shall provide to the employee confidential access to any information relating to the employee received by the authorized employer pursuant to this Act [this section].

“(C) Providing information to the state identification bureau.—Upon receipt of a request for a criminal history record information search from an authorized employer pursuant to this Act [this section], submitted through the State identification bureau of a participating State, the Attorney General shall—

“(i) search the appropriate records of the Criminal Justice Information Services Division of the Federal Bureau of Investigation; and

“(ii) promptly provide any resulting identification and criminal history record information to the submitting State identification bureau requesting the information.

“(D) Use of information.—

“(i) In general.—Upon receipt of the criminal history record information from the Attorney General by the State identification bureau, the information shall be used only as provided in clause (ii).

“(ii) Terms.—In the case of—

“(I) a participating State that has no State standards for qualification to be a private security officer, the State shall notify an authorized employer as to the fact of whether an employee has been—

“(aa) convicted of a felony, an offense involving dishonesty or a false statement if the conviction occurred during the previous 10 years, or an offense involving the use or attempted use of physical force against the person of another if the conviction occurred during the previous 10 years; or

“(bb) charged with a criminal felony for which there has been no resolution during the preceding 365 days; or

“(II) a participating State that has State standards for qualification to be a private security officer, the State shall use the information received pursuant to this Act
[this section] in applying the State standards and shall only notify the employer of the results of the application of the State standards.

“(E) Frequency of requests.—An authorized employer may request a criminal history record information search for an employee only once every 12 months of continuous employment by that employee unless the authorized employer has good cause to submit additional requests.

“(2) Regulations.—Not later than 180 days after the date of enactment of this Act [Dec. 17, 2004], the Attorney General shall issue such final or interim final regulations as may be necessary to carry out this Act [this section], including—

“(A) measures relating to the security, confidentiality, accuracy, use, submission, dissemination, destruction of information and audits, and record keeping;

“(B) standards for qualification as an authorized employer; and

“(C) the imposition of reasonable fees necessary for conducting the background checks.

“(3) Criminal penalties for use of information.—Whoever knowingly and intentionally uses any information obtained pursuant to this Act [this section] other than for the purpose of determining the suitability of an individual for employment as a private security officer shall be fined under title 18, United States Code, or imprisoned for not more than 2 years, or both.

“(4) User fees.—

“(A) In general.—The Director of the Federal Bureau of Investigation may—

“(i) collect fees to process background checks provided for by this Act [this section]; and

“(ii) establish such fees at a level to include an additional amount to defray expenses for the automation of fingerprint identification and criminal justice information services and associated costs.

“(B) Limitations.—Any fee collected under this subsection—

“(i) shall, consistent with Public Law 101–515 [see Tables for classification] and Public Law 104–99 [see Tables for classification], be credited to the appropriation to be used for salaries and other expenses incurred through providing the services described in such Public Laws and in subparagraph (A);
“(ii) shall be available for expenditure only to pay the costs of such activities and services; and

“(iii) shall remain available until expended.

“(C) State costs.—Nothing in this Act [this section] shall be construed as restricting the right of a State to assess a reasonable fee on an authorized employer for the costs to the State of administering this Act [this section].

“(5) State opt out.—A State may decline to participate in the background check system authorized by this Act [this section] by enacting a law or issuing an order by the Governor (if consistent with State law) providing that the State is declining to participate pursuant to this subsection.”

Criminal Background Checks for Applicants for Employment in Nursing Facilities and Home Health Care Agencies


“(a)(1) A nursing facility or home health care agency may submit a request to the Attorney General to conduct a search and exchange of records described in subsection (b) regarding an applicant for employment if the employment position is involved in direct patient care.

“(2) A nursing facility or home health care agency requesting a search and exchange of records under this section shall submit to the Attorney General through the appropriate State agency or agency designated by the Attorney General a copy of an employment applicant’s fingerprints, a statement signed by the applicant authorizing the nursing facility or home health care agency to request the search and exchange of records, and any other identification information not more than 7 days (excluding Saturdays, Sundays, and legal public holidays under section 6103(a) of title 5, United States Code) after acquiring the fingerprints, signed statement, and information.

“(b) Pursuant to any submission that complies with the requirements of subsection (a), the Attorney General shall search the records of the Criminal Justice Information Services Division of the Federal Bureau of Investigation for any criminal history records corresponding to the fingerprints or other identification information submitted. The Attorney General shall provide any corresponding information resulting from the search to the appropriate State agency or agency designated by the Attorney General to receive such information.

“(c) Information regarding an applicant for employment in a nursing facility or home health care agency obtained pursuant to this section may be used only by
the facility or agency requesting the information and only for the purpose of determining the suitability of the applicant for employment by the facility or agency in a position involved in direct patient care.

“(d) The Attorney General may charge a reasonable fee, not to exceed $50 per request, to any nursing facility or home health care agency requesting a search and exchange of records pursuant to this section.

“(e) Not later than 2 years after the date of enactment of this Act [Oct. 21, 1998], the Attorney General shall submit a report to Congress on the number of requests for searches and exchanges of records made under this section by nursing facilities and home health care agencies and the disposition of such requests.

“(f) Whoever knowingly uses any information obtained pursuant to this section for a purpose other than as authorized under subsection (c) shall be fined in accordance with title 18, United States Code, imprisoned for not more than 2 years, or both.

“(g) A nursing facility or home health care agency that, in denying employment for an applicant, reasonably relies upon information provided by the Attorney General pursuant to this section shall not be liable in any action brought by the applicant based on the employment determination resulting from the incompleteness or inaccuracy of the information.

“(h) The Attorney General may promulgate such regulations as are necessary to carry out this section, including regulations regarding the security, confidentiality, accuracy, use, destruction, and dissemination of information, audits and recordkeeping, the imposition of fees, and any necessary modifications to the definitions contained in subsection (i).

“(i) In this section:

“(1) The term ‘home health care agency’ means an agency that provides home health care or personal care services on a visiting basis in a place of residence.

“(2) The term ‘nursing facility’ means a facility or institution (or a distinct part of an institution) that is primarily engaged in providing to residents of the facility or institution nursing care, including skilled nursing care, and related services for individuals who require medical or nursing care.

“(j) This section shall apply without fiscal year limitation.”

Compilation of Statistics Relating to Intimidation of Government Employees

**National Crime Information Center Project 2000**

Pub. L. 101–647, title VI, subtitle B, Nov. 29, 1990, 104 Stat. 4823, provided that:

**“SEC. 611. SHORT TITLE.”**

“This section [subtitle] may be cited as the ‘National Law Enforcement Cooperation Act of 1990’.

**“SEC. 612. FINDINGS.”**

“The Congress finds that—

“(1) cooperation among Federal, State and local law enforcement agencies is critical to an effective national response to the problems of violent crime and drug trafficking in the United States;

“(2) the National Crime Information Center, which links more than 16,000 Federal, State and local law enforcement agencies, is the single most important avenue of cooperation among law enforcement agencies;

“(3) major improvements to the National Crime Information Center are needed because the current system is more than twenty years old; carries much greater volumes of enforcement information; and at this time is unable to incorporate technological advances that would significantly improve its performance; and

“(4) the Federal Bureau of Investigation, working with State and local law enforcement agencies and private organizations, has developed a promising plan, ‘NCIC 2000’, to make the necessary upgrades to the National Crime Information Center that should meet the needs of United States law enforcement agencies into the next century.

**“SEC. 613. AUTHORIZATION OF APPROPRIATIONS.”**

“There are authorized to be appropriated the following sums to implement the ‘NCIC 2000’ project:

______________________________________________________________
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“(1) $17,000,000 for fiscal year 1991;
“(2) $25,000,000 for fiscal year 1992;
“(3) $22,000,000 for fiscal year 1993;
“(4) $9,000,000 for fiscal year 1994; and
“(5) such sums as may be necessary for fiscal year 1995.

“SEC. 614. REPORT.

“By February 1 of each fiscal year for which funds for NCIC 2000 are requested, the Director of the Federal Bureau of Investigation shall submit a report to the Committees on the Judiciary of the Senate and House of Representatives that details the progress that has been made in implementing NCIC 2000 and a complete justification for the funds requested in the following fiscal year for NCIC 2000.”

FBI Fees To Process Fingerprint Identification Records and Name Checks

Pub. L. 101–515, title II, Nov. 5, 1990, 104 Stat. 2112, as amended by section 113 of H.R. 2076, One Hundred Fourth Congress, as passed by the House of Representatives on Dec. 6, 1995, and as enacted into law by Pub. L. 104–91, title I, §101(a), Jan. 6, 1996, 110 Stat. 11, as amended by Pub. L. 104–99, title II, §211, Jan. 26, 1996, 110 Stat. 37, provided in part that: “for fiscal year 1991 and hereafter the Director of the Federal Bureau of Investigation may establish and collect fees to process fingerprint identification records and name checks for non-criminal justice, non-law enforcement employment and licensing purposes and for certain employees of private sector contractors with classified Government contracts, and notwithstanding the provisions of 31 U.S.C. 3302, credit such fees to this appropriation to be used for salaries and other expenses incurred in providing these services, and that the Director of the Federal Bureau of Investigation may establish such fees at a level to include an additional amount to establish a fund to remain available until expended to defray expenses for the automation of fingerprint identification and criminal justice information services and associated costs”.

Family and Domestic Violence; Data Collection and Reporting

Pub. L. 100–690, title VII, §7609, Nov. 18, 1988, 102 Stat. 4517, provided that:
“(a) Family Violence Reporting.—Under the authority of section 534 of title 28, United States Code, the Attorney General shall require, and include in uniform crime reports, data that indicate—

“(1) the age of the victim; and

“(2) the relationship of the victim to the offender, for crimes of murder, aggravated assault, simple assault, rape, sexual offenses, and offenses against children.

“(b) National Crime Survey.—The Director of the Bureau of Justice Statistics, through the annual National Crime Survey, shall collect and publish data that more accurately measures the extent of domestic violence in America, especially the physical and sexual abuse of children and the elderly.

“(c) Authorization of Appropriations.—There are authorized to be appropriated in fiscal years 1989, 1990, 1991, and 1992, such sums as are necessary to carry out the purposes of this section.”

**Funds for Exchange of Identification Records**

Pub. L. 92–544, title II, §201, Oct. 25, 1972, 86 Stat. 1115, provided that: “The funds provided for Salaries and Expenses, Federal Bureau of Investigation, may be used hereafter, in addition to those uses authorized thereunder, for the exchange of identification records with officials or federally chartered or insured banking institutions to promote or maintain the security of those institutions, and, if authorized by State statute and approved by the Attorney General, to officials of State and local governments for purposes of employment and licensing, any such exchange to be made only for the official use of any such official and subject to the same restriction with respect to dissemination as that provided for under the aforementioned appropriation.”

**28 USC § 535. Investigation of crimes involving Government officers and employees; limitations**

(a) The Attorney General and the Federal Bureau of Investigation may investigate any violation of Federal criminal law involving Government officers and employees—

(1) notwithstanding any other provision of law; and

(2) without limiting the authority to investigate any matter which is conferred on them or on a department or agency of the Government.
(b) Any information, allegation, matter, or complaint witnessed, discovered, or received in a department or agency of the executive branch of the Government relating to violations of Federal criminal law involving Government officers and employees shall be expeditiously reported to the Attorney General by the head of the department or agency, or the witness, discoverer, or recipient, as appropriate, unless—

(1) the responsibility to perform an investigation with respect thereto is specifically assigned otherwise by another provision of law; or

(2) as to any department or agency of the Government, the Attorney General directs otherwise with respect to a specified class of information, allegation, or complaint.

(c) This section does not limit—

(1) the authority of the military departments to investigate persons or offenses over which the armed forces have jurisdiction under the Uniform Code of Military Justice (chapter 47 of title 10); or

(2) the primary authority of the Postmaster General to investigate postal offenses.


Historical and Revision Notes

Derivation


U.S. Code


Statutes at Large

The section is reorganized for clarity and continuity.

In subsection (a), the word “may” is substituted for “shall have authority”. The word “is” is substituted for “may have been or may hereafter be”.

In subsection (c), the words “This section does not limit” are substituted for “that the provisions of this section shall not limit, in any way”. The words “(chapter 47 of title 10)” are added after “Uniform Code of Military Justice” to reflect the codification of that Code in title 10, United States Code.
28 USC § 536. Positions in excepted service

All positions in the Federal Bureau of Investigation are excepted from the competitive service, and the incumbents of such positions occupy positions in the excepted service.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 617.)

28 USC § 537. Expenses of unforeseen emergencies of a confidential character

Appropriations for the Federal Bureau of Investigation are available for expenses of unforeseen emergencies of a confidential character, when so specified in the appropriation concerned, to be spent under the direction of the Attorney General. The Attorney General shall certify the amount spent that he considers advisable not to specify, and his certification is a sufficient voucher for the amount therein expressed to have been spent.

(Added Pub. L. 89–554, §4(c), Sept. 6, 1966, 80 Stat. 617.)

28 USC § 538. Investigation of aircraft piracy and related violations

The Federal Bureau of Investigation shall investigate any violation of section 46314 or chapter 465 of title 49.


28 USC § 539. Counterintelligence official reception and representation expenses

The Director of the Federal Bureau of Investigation may use funds available to the Federal Bureau of Investigation for counterintelligence programs to pay the expenses of hosting foreign officials in the United States under the auspices of the Federal Bureau of Investigation for consultation on counterintelligence matters.


28 USC § 540. Investigation of felonious killings of State or local law enforcement officers

The Attorney General and the Federal Bureau of Investigation may investigate felonious killings of officials and employees of a State or political subdivision thereof while engaged in or on account of the performance of official duties.
relating to the prevention, detection, investigation, or prosecution of an offense against the criminal laws of a State or political subdivision, when such investigation is requested by the head of the agency employing the official or employee killed, and under such guidelines as the Attorney General or his designee may establish.

(Added Pub. L. 100–690, title VII, §7331(a), Nov. 18, 1988, 102 Stat. 4468.)

28 USC § 540A. Investigation of violent crimes against travelers

(a) In General.—At the request of an appropriate law enforcement official of a State or political subdivision, the Attorney General and Director of the Federal Bureau of Investigation may assist in the investigation of a felony crime of violence in violation of the law of any State in which the victim appears to have been selected because he or she is a traveler.

(b) Foreign Travelers.—In a case in which the traveler who is a victim of a crime described in subsection (a) is from a foreign nation, the Attorney General and Director of the Federal Bureau of Investigation, and, when appropriate, the Secretary of State shall assist the prosecuting and law enforcement officials of a State or political subdivision to the fullest extent possible in securing from abroad such evidence or other information as may be needed for the effective investigation and prosecution of the crime.

(c) Definitions.—In this section—

(1) “felony crime of violence” means an offense punishable by more than one year in prison that has as an element the use, attempted use, or threatened use of physical force against the person of another.

(2) “State” means a State, the District of Columbia, and any commonwealth, territory, or possession of the United States.

(3) “traveler” means a victim of a crime of violence who is not a resident of the State in which the crime of violence occurred.


28 USC § 540B. Investigation of serial killings

(a) In General.—The Attorney General and the Director of the Federal Bureau of Investigation may investigate serial killings in violation of the laws of a State or political subdivision, if such investigation is requested by the head of a law enforcement agency.
enforcement agency with investigative or prosecutorial jurisdiction over the offense.

(b) Definitions.—In this section:

(1) Killing.—The term “killing” means conduct that would constitute an offense under section 1111 of title 18, United States Code, if Federal jurisdiction existed.

(2) Serial killings.—The term “serial killings” means a series of three or more killings, not less than one of which was committed within the United States, having common characteristics such as to suggest the reasonable possibility that the crimes were committed by the same actor or actors.

(3) State.—The term “State” means a State of the United States, the District of Columbia, and any commonwealth, territory, or possession of the United States.


28 USC § 540C. FBI police

(a) Definitions.—In this section:

(1) Director.—The term “Director” means the Director of the Federal Bureau of Investigation.

(2) FBI buildings and grounds.—

(A) In general.—The term “FBI buildings and grounds” means—

(i) the whole or any part of any building or structure which is occupied under a lease or otherwise by the Federal Bureau of Investigation and is subject to supervision and control by the Federal Bureau of Investigation;

(ii) the land upon which there is situated any building or structure which is occupied wholly by the Federal Bureau of Investigation; and

(iii) any enclosed passageway connecting 2 or more buildings or structures occupied in whole or in part by the Federal Bureau of Investigation.

(B) Inclusion.—The term “FBI buildings and grounds” includes adjacent streets and sidewalks not to exceed 500 feet from such property.
(3) FBI police.—The term “FBI police” means the permanent police force established under subsection (b).

(b) Establishment of FBI Police; Duties.—

(1) In general.—Subject to the supervision of the Attorney General, the Director may establish a permanent police force, to be known as the FBI police.

(2) Duties.—The FBI police shall perform such duties as the Director may prescribe in connection with the protection of persons and property within FBI buildings and grounds.

(3) Uniformed representative.—The Director, or designated representative duly authorized by the Attorney General, may appoint uniformed representatives of the Federal Bureau of Investigation as FBI police for duty in connection with the policing of all FBI buildings and grounds.

(4) Authority.—

(A) In general.—In accordance with regulations prescribed by the Director and approved by the Attorney General, the FBI police may—

(i) police the FBI buildings and grounds for the purpose of protecting persons and property;

(ii) in the performance of duties necessary for carrying out subparagraph (A), make arrests and otherwise enforce the laws of the United States, including the laws of the District of Columbia;

(iii) carry firearms as may be required for the performance of duties;

(iv) prevent breaches of the peace and suppress affrays and unlawful assemblies; and

(v) hold the same powers as sheriffs and constables when policing FBI buildings and grounds.

(B) Exception.—The authority and policing powers of FBI police under this paragraph shall not include the service of civil process.
(5) Pay and benefits.—

(A) In general.—The rates of basic pay, salary schedule, pay provisions, and benefits for members of the FBI police shall be equivalent to the rates of basic pay, salary schedule, pay provisions, and benefits applicable to members of the United States Secret Service Uniformed Division.

(B) Application.—Pay and benefits for the FBI police under subparagraph (A)—

(i) shall be established by regulation;

(ii) shall apply with respect to pay periods beginning after January 1, 2003; and

(iii) shall not result in any decrease in the rates of pay or benefits of any individual.

(c) Authority of Metropolitan Police Force.—This section does not affect the authority of the Metropolitan Police Force of the District of Columbia with respect to FBI buildings and grounds.

CHAPTER 40A—BUREAU OF ALCOHOL, TOBACCO, FIREARMS, AND EXPLOSIVES

28 USC § 599A. Bureau of alcohol, tobacco, firearms, and Explosives

(a) Establishment.—

(1) In general.—There is established within the Department of Justice under the general authority of the Attorney General the Bureau of Alcohol, Tobacco, Firearms, and Explosives (in this section referred to as the “Bureau”).

(2) Director.—There shall be at the head of the Bureau a Director, Bureau of Alcohol, Tobacco, Firearms, and Explosives (in this subtitle referred to as the “Director”). The Director shall be appointed by the President, by and with the advice and consent of the Senate and shall perform such functions as the Attorney General shall direct. The Director shall receive compensation at the rate prescribed by law under section 5314 of title V, United States Code, for positions at level III of the Executive Schedule.

(3) Coordination.—The Attorney General, acting through the Director and such other officials of the Department of Justice as the Attorney General may designate, shall provide for the coordination of all firearms, explosives, tobacco enforcement, and arson enforcement functions vested in the Attorney General so as to assure maximum cooperation between and among any officer, employee, or agency of the Department of Justice involved in the performance of these and related functions.

(4) Performance of transferred functions.—The Attorney General may make such provisions as the Attorney General determines appropriate to authorize the performance by any officer, employee, or agency of the Department of Justice of any function transferred to the Attorney General under this section.

(b) Responsibilities.—Subject to the direction of the Attorney General, the Bureau shall be responsible for investigating—

(1) criminal and regulatory violations of the Federal firearms, explosives, arson, alcohol, and tobacco smuggling laws;

(2) the functions transferred by subsection (c) of section 1111 of the Homeland Security Act of 2002 (as enacted on the date of the enactment of such Act); and
(3) any other function related to the investigation of violent crime or domestic terrorism that is delegated to the Bureau by the Attorney General.

(c) Transfer of authorities, functions, personnel, and assets to the Department of Justice.—

(1) In general.—Subject to paragraph (2), but notwithstanding any other provision of law, there are transferred to the Department of Justice the authorities, functions, personnel, and assets of the Bureau of Alcohol, Tobacco and Firearms, which shall be maintained as a distinct entity within the Department of Justice, including the related functions of the Secretary of the Treasury.

(3) Building prospectus.—Prospectus PDC-98W10, giving the General Services Administration the authority for site acquisition, design, and construction of a new headquarters building for the Bureau of Alcohol, Tobacco and Firearms, is transferred, and deemed to apply, to the Bureau of Alcohol, Tobacco, Firearms, and Explosives established in the Department of Justice under subsection (a).

PART IV—JURISDICTION AND VENUE

CHAPTER 97—JURISDICTIONAL IMMUNITIES OF FOREIGN STATES

28 USC § 1602. Findings and declaration of purpose

The Congress finds that the determination by United States courts of the claims of foreign states to immunity from the jurisdiction of such courts would serve the interests of justice and would protect the rights of both foreign states and litigants in United States courts. Under international law, states are not immune from the jurisdiction of foreign courts insofar as their commercial activities are concerned, and their commercial property may be levied upon for the satisfaction of judgments rendered against them in connection with their commercial activities. Claims of foreign states to immunity should henceforth be decided by courts of the United States and of the States in conformity with the principles set forth in this chapter.


28 USC § 1603. Definitions

For purposes of this chapter—

(a) A “foreign state”, except as used in section 1608 of this title, includes a political subdivision of a foreign state or an agency or instrumentality of a foreign state as defined in subsection (b).

(b) An “agency or instrumentality of a foreign state” means any entity—

(1) which is a separate legal person, corporate or otherwise, and

(2) which is an organ of a foreign state or political subdivision thereof, or a majority of whose shares or other ownership interest is owned by a foreign state or political subdivision thereof, and

(3) which is neither a citizen of a State of the United States as defined in section 1332 (c) and (e) of this title, nor created under the laws of any third country.

(c) The “United States” includes all territory and waters, continental or insular, subject to the jurisdiction of the United States.
(d) A “commercial activity” means either a regular course of commercial conduct or a particular commercial transaction or act. The commercial character of an activity shall be determined by reference to the nature of the course of conduct or particular transaction or act, rather than by reference to its purpose.

(e) A “commercial activity carried on in the United States by a foreign state” means commercial activity carried on by such state and having substantial contact with the United States.


28 USC § 1604. Immunity of a foreign state from jurisdiction

Subject to existing international agreements to which the United States is a party at the time of enactment of this Act a foreign state shall be immune from the jurisdiction of the courts of the United States and of the States except as provided in sections 1605 to 1607 of this chapter.


28 USC § 1605. General exceptions to the jurisdictional immunity of a foreign state

(a) A foreign state shall not be immune from the jurisdiction of courts of the United States or of the States in any case—

(1) in which the foreign state has waived its immunity either explicitly or by implication, notwithstanding any withdrawal of the waiver which the foreign state may purport to effect except in accordance with the terms of the waiver;

(2) in which the action is based upon a commercial activity carried on in the United States by the foreign state; or upon an act performed in the United States in connection with a commercial activity of the foreign state elsewhere; or upon an act outside the territory of the United States in connection with a commercial activity of the foreign state elsewhere and that act causes a direct effect in the United States;

(3) in which rights in property taken in violation of international law are in issue and that property or any property exchanged for such property is present in the United States in connection with a commercial activity carried on in the United States by the foreign state; or that property or any property exchanged for such property is owned or operated by an agency or instrumentality of the foreign state.
and that agency or instrumentality is engaged in a commercial activity in the United States;

(4) in which rights in property in the United States acquired by succession or gift or rights in immovable property situated in the United States are in issue;

(5) not otherwise encompassed in paragraph (2) above, in which money damages are sought against a foreign state for personal injury or death, or damage to or loss of property, occurring in the United States and caused by the tortious act or omission of that foreign state or of any official or employee of that foreign state while acting within the scope of his office or employment; except this paragraph shall not apply to—

(A) any claim based upon the exercise or performance or the failure to exercise or perform a discretionary function regardless of whether the discretion be abused, or

(B) any claim arising out of malicious prosecution, abuse of process, libel, slander, misrepresentation, deceit, or interference with contract rights; or

(6) in which the action is brought, either to enforce an agreement made by the foreign state with or for the benefit of a private party to submit to arbitration all or any differences which have arisen or which may arise between the parties with respect to a defined legal relationship, whether contractual or not, concerning a subject matter capable of settlement by arbitration under the laws of the United States, or to confirm an award made pursuant to such an agreement to arbitrate, if (A) the arbitration takes place or is intended to take place in the United States, (B) the agreement or award is or may be governed by a treaty or other international agreement in force for the United States calling for the recognition and enforcement of arbitral awards, (C) the underlying claim, save for the agreement to arbitrate, could have been brought in a United States court under this section or section 1607, or (D) paragraph (1) of this subsection is otherwise applicable.

(b) A foreign state shall not be immune from the jurisdiction of the courts of the United States in any case in which a suit in admiralty is brought to enforce a maritime lien against a vessel or cargo of the foreign state, which maritime lien is based upon a commercial activity of the foreign state: Provided, That—

(1) notice of the suit is given by delivery of a copy of the summons and of the complaint to the person, or his agent, having possession of the vessel or cargo
against which the maritime lien is asserted; and if the vessel or cargo is arrested pursuant to process obtained on behalf of the party bringing the suit, the service of process of arrest shall be deemed to constitute valid delivery of such notice, but the party bringing the suit shall be liable for any damages sustained by the foreign state as a result of the arrest if the party bringing the suit had actual or constructive knowledge that the vessel or cargo of a foreign state was involved; and

(2) notice to the foreign state of the commencement of suit as provided in section 1608 of this title is initiated within ten days either of the delivery of notice as provided in paragraph (1) of this subsection or, in the case of a party who was unaware that the vessel or cargo of a foreign state was involved, of the date such party determined the existence of the foreign state's interest.

(c) Whenever notice is delivered under subsection (b)(1), the suit to enforce a maritime lien shall thereafter proceed and shall be heard and determined according to the principles of law and rules of practice of suits in rem whenever it appears that, had the vessel been privately owned and possessed, a suit in rem might have been maintained. A decree against the foreign state may include costs of the suit and, if the decree is for a money judgment, interest as ordered by the court, except that the court may not award judgment against the foreign state in an amount greater than the value of the vessel or cargo upon which the maritime lien arose. Such value shall be determined as of the time notice is served under subsection (b)(1). Decrees shall be subject to appeal and revision as provided in other cases of admiralty and maritime jurisdiction. Nothing shall preclude the plaintiff in any proper case from seeking relief in personam in the same action brought to enforce a maritime lien as provided in this section.

(d) A foreign state shall not be immune from the jurisdiction of the courts of the United States in any action brought to foreclose a preferred mortgage, as defined in section 31301 of title 46. Such action shall be brought, heard, and determined in accordance with the provisions of chapter 313 of title 46 and in accordance with the principles of law and rules of practice of suits in rem, whenever it appears that had the vessel been privately owned and possessed a suit in rem might have been maintained.


(g) Limitation on Discovery.—

(1) In general.—(A) Subject to paragraph (2), if an action is filed that would otherwise be barred by section 1604, but for section 1605A, the court, upon
request of the Attorney General, shall stay any request, demand, or order for discovery on the United States that the Attorney General certifies would significantly interfere with a criminal investigation or prosecution, or a national security operation, related to the incident that gave rise to the cause of action, until such time as the Attorney General advises the court that such request, demand, or order will no longer so interfere.

(B) A stay under this paragraph shall be in effect during the 12-month period beginning on the date on which the court issues the order to stay discovery. The court shall renew the order to stay discovery for additional 12-month periods upon motion by the United States if the Attorney General certifies that discovery would significantly interfere with a criminal investigation or prosecution, or a national security operation, related to the incident that gave rise to the cause of action.

(2) Sunset.—(A) Subject to subparagraph (B), no stay shall be granted or continued in effect under paragraph (1) after the date that is 10 years after the date on which the incident that gave rise to the cause of action occurred.

(B) After the period referred to in subparagraph (A), the court, upon request of the Attorney General, may stay any request, demand, or order for discovery on the United States that the court finds a substantial likelihood would—

(i) create a serious threat of death or serious bodily injury to any person;

(ii) adversely affect the ability of the United States to work in cooperation with foreign and international law enforcement agencies in investigating violations of United States law; or

(iii) obstruct the criminal case related to the incident that gave rise to the cause of action or undermine the potential for a conviction in such case.

(3) Evaluation of evidence.—The court's evaluation of any request for a stay under this subsection filed by the Attorney General shall be conducted ex parte and in camera.

(4) Bar on motions to dismiss.—A stay of discovery under this subsection shall constitute a bar to the granting of a motion to dismiss under rules 12(b)(6) and 56 of the Federal Rules of Civil Procedure.

(5) Construction.—Nothing in this subsection shall prevent the United States from seeking protective orders or asserting privileges ordinarily available to the United States.
Civil Liability for Acts of State Sponsored Terrorism


“(a) an [sic] official, employee, or agent of a foreign state designated as a state sponsor of terrorism designated [sic] under section 6(j) of the Export Administration Act of 1979 [50 U.S.C. App. 2405(j)] while acting within the scope of his or her office, employment, or agency shall be liable to a United States national or the national’s legal representative for personal injury or death caused by acts of that official, employee, or agent for which the courts of the United States may maintain jurisdiction under [former] section 1605(a)(7) of title 28, United States Code, for money damages which may include economic damages, solatium, pain, and suffering, and punitive damages if the acts were among those described in [former] section 1605(a)(7).

“(b) Provisions related to statute of limitations and limitations on discovery that would apply to an action brought under 28 U.S.C. 1605(f) and (g) shall also apply to actions brought under this section. No action shall be maintained under this action [sic] if an official, employee, or agent of the United States, while acting within the scope of his or her office, employment, or agency would not be liable for such acts if carried out within the United States.”

28 USC § 1605A. Terrorism exception to the jurisdictional immunity of a foreign state

(a) In General.—

(1) No immunity.—A foreign state shall not be immune from the jurisdiction of courts of the United States or of the States in any case not otherwise covered by this chapter in which money damages are sought against a foreign state for personal injury or death that was caused by an act of torture, extrajudicial killing, aircraft sabotage, hostage taking, or the provision of material support or resources for such an act if such act or provision of material support or resources is engaged in by an official, employee, or agent of such foreign state while acting within the scope of his or her office, employment, or agency.
(2) Claim heard.—The court shall hear a claim under this section if—

(A)(i)(I) the foreign state was designated as a state sponsor of terrorism at the time the act described in paragraph (1) occurred, or was so designated as a result of such act, and, subject to subclause (II), either remains so designated when the claim is filed under this section or was so designated within the 6-month period before the claim is filed under this section; or

(II) in the case of an action that is refiled under this section by reason of section 1083(c)(2)(A) of the National Defense Authorization Act for Fiscal Year 2008 or is filed under this section by reason of section 1083(c)(3) of that Act, the foreign state was designated as a state sponsor of terrorism when the original action or the related action under section 1605(a)(7) (as in effect before the enactment of this section) or section 589 of the Foreign Operations, Export Financing, and Related Programs Appropriations Act, 1997 (as contained in section 101(c) of division A of Public Law 104–208) was filed;

(ii) the claimant or the victim was, at the time the act described in paragraph (1) occurred—

(I) a national of the United States;

(II) a member of the armed forces; or

(III) otherwise an employee of the Government of the United States, or of an individual performing a contract awarded by the United States Government, acting within the scope of the employee's employment; and

(iii) in a case in which the act occurred in the foreign state against which the claim has been brought, the claimant has afforded the foreign state a reasonable opportunity to arbitrate the claim in accordance with the accepted international rules of arbitration; or

(B) the act described in paragraph (1) is related to Case Number 1:00CV03110 (EGS) in the United States District Court for the District of Columbia.

(b) Limitations.—An action may be brought or maintained under this section if the action is commenced, or a related action was commenced under section 1605(a)(7) (before the date of the enactment of this section) or section 589 of the Foreign Operations, Export Financing, and Related Programs Appropriations
Act, 1997 (as contained in section 101(c) of division A of Public Law 104–208) not later than the latter of—

(1) 10 years after April 24, 1996; or

(2) 10 years after the date on which the cause of action arose.

(c) Private Right of Action.—A foreign state that is or was a state sponsor of terrorism as described in subsection (a)(2)(A)(i), and any official, employee, or agent of that foreign state while acting within the scope of his or her office, employment, or agency, shall be liable to—

(1) a national of the United States,

(2) a member of the armed forces,

(3) an employee of the Government of the United States, or of an individual performing a contract awarded by the United States Government, acting within the scope of the employee's employment, or

(4) the legal representative of a person described in paragraph (1), (2), or (3),

for personal injury or death caused by acts described in subsection (a)(1) of that foreign state, or of an official, employee, or agent of that foreign state, for which the courts of the United States may maintain jurisdiction under this section for money damages. In any such action, damages may include economic damages, solatium, pain and suffering, and punitive damages. In any such action, a foreign state shall be vicariously liable for the acts of its officials, employees, or agents.

(d) Additional Damages.—After an action has been brought under subsection (c), actions may also be brought for reasonably foreseeable property loss, whether insured or uninsured, third party liability, and loss claims under life and property insurance policies, by reason of the same acts on which the action under subsection (c) is based.

(e) Special Masters.—

(1) In general.—The courts of the United States may appoint special masters to hear damage claims brought under this section.

Page 1207
(2) Transfer of funds.—The Attorney General shall transfer, from funds available for the program under section 1404C of the Victims of Crime Act of 1984 (42 U.S.C. 10603c), to the Administrator of the United States district court in which any case is pending which has been brought or maintained under this section such funds as may be required to cover the costs of special masters appointed under paragraph (1). Any amount paid in compensation to any such special master shall constitute an item of court costs.

(f) Appeal.—In an action brought under this section, appeals from orders not conclusively ending the litigation may only be taken pursuant to section 1292(b) of this title.

(g) Property Disposition.—

(1) In general.—In every action filed in a United States district court in which jurisdiction is alleged under this section, the filing of a notice of pending action pursuant to this section, to which is attached a copy of the complaint filed in the action, shall have the effect of establishing a lien of lis pendens upon any real property or tangible personal property that is—

(A) subject to attachment in aid of execution, or execution, under section 1610;

(B) located within that judicial district; and

(C) titled in the name of any defendant, or titled in the name of any entity controlled by any defendant if such notice contains a statement listing such controlled entity.

(2) Notice.—A notice of pending action pursuant to this section shall be filed by the clerk of the district court in the same manner as any pending action and shall be indexed by listing as defendants all named defendants and all entities listed as controlled by any defendant.

(3) Enforceability.—Liens established by reason of this subsection shall be enforceable as provided in chapter 111 of this title.

(h) Definitions.—For purposes of this section—
(1) the term “aircraft sabotage” has the meaning given that term in Article 1 of the Convention for the Suppression of Unlawful Acts Against the Safety of Civil Aviation;

(2) the term “hostage taking” has the meaning given that term in Article 1 of the International Convention Against the Taking of Hostages;

(3) the term “material support or resources” has the meaning given that term in section 2339A of title 18;

(4) the term “armed forces” has the meaning given that term in section 101 of title 10;

(5) the term “national of the United States” has the meaning given that term in section 101(a)(22) of the Immigration and Nationality Act (8 U.S.C. 1101(a)(22));

(6) the term “state sponsor of terrorism” means a country the government of which the Secretary of State has determined, for purposes of section 6(j) of the Export Administration Act of 1979 (50 U.S.C. App. 2405(j)), section 620A of the Foreign Assistance Act of 1961 (22 U.S.C. 2371), section 40 of the Arms Export Control Act (22 U.S.C. 2780), or any other provision of law, is a government that has repeatedly provided support for acts of international terrorism; and

(7) the terms “torture” and “extrajudicial killing” have the meaning given those terms in section 3 of the Torture Victim Protection Act of 1991 (28 U.S.C. 1350 note).


Waiver of Section 1083 of the National Defense Authorization Act for Fiscal Year 2008

Determination of President of the United States, No. 2008–9, Jan. 28, 2008, 73 F.R. 6571, provided:

Memorandum for the Secretary of State

By the authority vested in me as President by the Constitution and the laws of the United States, including section 301 of title 3, United States Code, and section 1083(d) of the National Defense Authorization Act for Fiscal Year 2008 (the “Act”), I hereby determine that:

• All provisions of section 1083 of the Act, if applied to Iraq or any agency or instrumentality thereof, may affect Iraq or its agencies or instrumentalities, by
exposing Iraq or its agencies or instrumentalities to liability in United States courts and by entangling their assets in litigation.

- The economic security and successful reconstruction of Iraq continue to be top national security priorities of the United States. Section 1083 of the Act threatens those key priorities. If permitted to apply to Iraq, section 1083 would risk the entanglement of substantial Iraqi assets in litigation in the United States—including those of the Development Fund for Iraq, the Central Bank of Iraq, and commercial entities in the United States in which Iraq has an interest. Section 1083 also would expose Iraq to new liability of at least several billion dollars by undoing judgments favorable to Iraq, by foreclosing available defenses on which Iraq is relying in pending litigation, and by creating a new Federal cause of action backed by the prospect of punitive damages to support claims that may previously have been foreclosed. If permitted to apply to Iraq, section 1083 would have a significant financial impact on Iraq and would result in the redirection of financial resources from the continued reconstruction of Iraq and the harming of Iraq's stability, contrary to the interests of the United States.

- A waiver of all provisions of section 1083 with respect to Iraq and any agency or instrumentality of Iraq is therefore in the national security interest of the United States and will promote the reconstruction of, the consolidation of democracy in, and the relations of the United States with, Iraq.

- Iraq continues to be a reliable ally of the United States and a partner in combating acts of international terrorism. The November 26, 2007, Declaration of Principles for a Long-Term Relationship of Cooperation and Friendship between the Republic of Iraq and the United States of America confirmed the commitment of the United States and Iraq to build an enduring relationship in the political, diplomatic, economic, and security arenas and to work together to combat all terrorist groups, including al-Qaeda.

Accordingly, I hereby waive all provisions of section 1083 of the Act with respect to Iraq and any agency or instrumentality thereof.

You are authorized and directed to notify the Congress of this determination and waiver and the accompanying memorandum of justification [not set out in the Code], incorporated by reference herein, and to arrange for their publication in the Federal Register.

George W. Bush.

28 USC § 1606. Extent of liability

As to any claim for relief with respect to which a foreign state is not entitled to immunity under section 1605 or 1607 of this chapter, the foreign state shall be
liable in the same manner and to the same extent as a private individual under like circumstances; but a foreign state except for an agency or instrumentality thereof shall not be liable for punitive damages; if, however, in any case wherein death was caused, the law of the place where the action or omission occurred provides, or has been construed to provide, for damages only punitive in nature, the foreign state shall be liable for actual or compensatory damages measured by the pecuniary injuries resulting from such death which were incurred by the persons for whose benefit the action was brought.


28 USC § 1607. Counterclaims

In any action brought by a foreign state, or in which a foreign state intervenes, in a court of the United States or of a State, the foreign state shall not be accorded immunity with respect to any counterclaim—

(a) for which a foreign state would not be entitled to immunity under section 1605 or 1605A of this chapter had such claim been brought in a separate action against the foreign state; or

(b) arising out of the transaction or occurrence that is the subject matter of the claim of the foreign state; or

(c) to the extent that the counterclaim does not seek relief exceeding in amount or differing in kind from that sought by the foreign state.


28 USC § 1608. Service; time to answer; default

(a) Service in the courts of the United States and of the States shall be made upon a foreign state or political subdivision of a foreign state:

(1) by delivery of a copy of the summons and complaint in accordance with any special arrangement for service between the plaintiff and the foreign state or political subdivision; or
(2) if no special arrangement exists, by delivery of a copy of the summons and complaint in accordance with an applicable international convention on service of judicial documents; or

(3) if service cannot be made under paragraphs (1) or (2), by sending a copy of the summons and complaint and a notice of suit, together with a translation of each into the official language of the foreign state, by any form of mail requiring a signed receipt, to be addressed and dispatched by the clerk of the court to the head of the ministry of foreign affairs of the foreign state concerned, or

(4) if service cannot be made within 30 days under paragraph (3), by sending two copies of the summons and complaint and a notice of suit, together with a translation of each into the official language of the foreign state, by any form of mail requiring a signed receipt, to be addressed and dispatched by the clerk of the court to the Secretary of State in Washington, District of Columbia, to the attention of the Director of Special Consular Services—and the Secretary shall transmit one copy of the papers through diplomatic channels to the foreign state and shall send to the clerk of the court a certified copy of the diplomatic note indicating when the papers were transmitted.

As used in this subsection, a “notice of suit” shall mean a notice addressed to a foreign state and in a form prescribed by the Secretary of State by regulation.

(b) Service in the courts of the United States and of the States shall be made upon an agency or instrumentality of a foreign state:

(1) by delivery of a copy of the summons and complaint in accordance with any special arrangement for service between the plaintiff and the agency or instrumentality; or

(2) if no special arrangement exists, by delivery of a copy of the summons and complaint either to an officer, a managing or general agent, or to any other agent authorized by appointment or by law to receive service of process in the United States; or in accordance with an applicable international convention on service of judicial documents; or

(3) if service cannot be made under paragraphs (1) or (2), and if reasonably calculated to give actual notice, by delivery of a copy of the summons and complaint, together with a translation of each into the official language of the foreign state—

(A) as directed by an authority of the foreign state or political subdivision in response to a letter rogatory or request or
(B) by any form of mail requiring a signed receipt, to be addressed and dispatched by the clerk of the court to the agency or instrumentality to be served, or

(C) as directed by order of the court consistent with the law of the place where service is to be made.

(c) Service shall be deemed to have been made—

(1) in the case of service under subsection (a)(4), as of the date of transmittal indicated in the certified copy of the diplomatic note; and

(2) in any other case under this section, as of the date of receipt indicated in the certification, signed and returned postal receipt, or other proof of service applicable to the method of service employed.

(d) In any action brought in a court of the United States or of a State, a foreign state, a political subdivision thereof, or an agency or instrumentality of a foreign state shall serve an answer or other responsive pleading to the complaint within sixty days after service has been made under this section.

(e) No judgment by default shall be entered by a court of the United States or of a State against a foreign state, a political subdivision thereof, or an agency or instrumentality of a foreign state, unless the claimant establishes his claim or right to relief by evidence satisfactory to the court. A copy of any such default judgment shall be sent to the foreign state or political subdivision in the manner prescribed for service in this section.


28 USC § 1609. Immunity from attachment and execution of property of a foreign state

Subject to existing international agreements to which the United States is a party at the time of enactment of this Act the property in the United States of a foreign state shall be immune from attachment arrest and execution except as provided in sections 1610 and 1611 of this chapter.

28 USC § 1610. Exceptions to the immunity from attachment or execution

(a) The property in the United States of a foreign state, as defined in section 1603(a) of this chapter, used for a commercial activity in the United States, shall not be immune from attachment in aid of execution, or from execution, upon a judgment entered by a court of the United States or of a State after the effective date of this Act, if—

(1) the foreign state has waived its immunity from attachment in aid of execution or from execution either explicitly or by implication, notwithstanding any withdrawal of the waiver the foreign state may purport to effect except in accordance with the terms of the waiver, or

(2) the property is or was used for the commercial activity upon which the claim is based, or

(3) the execution relates to a judgment establishing rights in property which has been taken in violation of international law or which has been exchanged for property taken in violation of international law, or

(4) the execution relates to a judgment establishing rights in property—

(A) which is acquired by succession or gift, or

(B) which is immovable and situated in the United States: Provided, That such property is not used for purposes of maintaining a diplomatic or consular mission or the residence of the Chief of such mission, or

(5) the property consists of any contractual obligation or any proceeds from such a contractual obligation to indemnify or hold harmless the foreign state or its employees under a policy of automobile or other liability or casualty insurance covering the claim which merged into the judgment, or

(6) the judgment is based on an order confirming an arbitral award rendered against the foreign state, provided that attachment in aid of execution, or execution, would not be inconsistent with any provision in the arbitral agreement, or

(7) the judgment relates to a claim for which the foreign state is not immune under section 1605A or section 1605(a)(7) (as such section was in effect on January 27, 2008), regardless of whether the property is or was involved with the act upon which the claim is based.
(b) In addition to subsection (a), any property in the United States of an agency or instrumentality of a foreign state engaged in commercial activity in the United States shall not be immune from attachment in aid of execution, or from execution, upon a judgment entered by a court of the United States or of a State after the effective date of this Act, if—

(1) the agency or instrumentality has waived its immunity from attachment in aid of execution or from execution either explicitly or implicitly, notwithstanding any withdrawal of the waiver the agency or instrumentality may purport to effect except in accordance with the terms of the waiver, or

(2) the judgment relates to a claim for which the agency or instrumentality is not immune by virtue of section 1605(a)(2), (3), or (5) or 1605(b) of this chapter, regardless of whether the property is or was involved in the act upon which the claim is based, or

(3) the judgment relates to a claim for which the agency or instrumentality is not immune by virtue of section 1605A of this chapter or section 1605(a)(7) of this chapter (as such section was in effect on January 27, 2008), regardless of whether the property is or was involved in the act upon which the claim is based.

(c) No attachment or execution referred to in subsections (a) and (b) of this section shall be permitted until the court has ordered such attachment and execution after having determined that a reasonable period of time has elapsed following the entry of judgment and the giving of any notice required under section 1608(e) of this chapter.

(d) The property of a foreign state, as defined in section 1603(a) of this chapter, used for a commercial activity in the United States, shall not be immune from attachment prior to the entry of judgment in any action brought in a court of the United States or of a State, or prior to the elapse of the period of time provided in subsection (c) of this section, if—

(1) the foreign state has explicitly waived its immunity from attachment prior to judgment, notwithstanding any withdrawal of the waiver the foreign state may purport to effect except in accordance with the terms of the waiver, and

(2) the purpose of the attachment is to secure satisfaction of a judgment that has been or may ultimately be entered against the foreign state, and not to obtain jurisdiction.
(e) The vessels of a foreign state shall not be immune from arrest in rem, interlocutory sale, and execution in actions brought to foreclose a preferred mortgage as provided in section 1605(d).

(f)(1)(A) Notwithstanding any other provision of law, including but not limited to section 208(f) of the Foreign Missions Act (22 U.S.C. 4308(f)), and except as provided in subparagraph (B), any property with respect to which financial transactions are prohibited or regulated pursuant to section 5(b) of the Trading with the Enemy Act (50 U.S.C. App. 5(b)), section 620(a) of the Foreign Assistance Act of 1961 (22 U.S.C. 2370(a)), sections 202 and 203 of the International Emergency Economic Powers Act (50 U.S.C. 1701–1702), or any other proclamation, order, regulation, or license issued pursuant thereto, shall be subject to execution or attachment in aid of execution of any judgment relating to a claim for which a foreign state (including any agency or instrumentality of such state) claiming such property is not immune under section 1605(a)(7) (as in effect before the enactment of section 1605A) or section 1605A.

(B) Subparagraph (A) shall not apply if, at the time the property is expropriated or seized by the foreign state, the property has been held in title by a natural person or, if held in trust, has been held for the benefit of a natural person or persons.

(2)(A) At the request of any party in whose favor a judgment has been issued with respect to a claim for which the foreign state is not immune under section 1605(a)(7) (as in effect before the enactment of section 1605A) or section 1605A, the Secretary of the Treasury and the Secretary of State should make every effort to fully, promptly, and effectively assist any judgment creditor or any court that has issued any such judgment in identifying, locating, and executing against the property of that foreign state or any agency or instrumentality of such state.

(B) In providing such assistance, the Secretaries—

(i) may provide such information to the court under seal; and

(ii) should make every effort to provide the information in a manner sufficient to allow the court to direct the United States Marshall's office to promptly and effectively execute against that property.

(3) Waiver.—The President may waive any provision of paragraph (1) in the interest of national security.
(g) Property in Certain Actions.—

(1) In general.—Subject to paragraph (3), the property of a foreign state against which a judgment is entered under section 1605A, and the property of an agency or instrumentality of such a state, including property that is a separate juridical entity or is an interest held directly or indirectly in a separate juridical entity, is subject to attachment in aid of execution, and execution, upon that judgment as provided in this section, regardless of—

(A) the level of economic control over the property by the government of the foreign state;

(B) whether the profits of the property go to that government;

(C) the degree to which officials of that government manage the property or otherwise control its daily affairs;

(D) whether that government is the sole beneficiary in interest of the property; or

(E) whether establishing the property as a separate entity would entitle the foreign state to benefits in United States courts while avoiding its obligations.

(2) United states sovereign immunity inapplicable.—Any property of a foreign state, or agency or instrumentality of a foreign state, to which paragraph (1) applies shall not be immune from attachment in aid of execution, or execution, upon a judgment entered under section 1605A because the property is regulated by the United States Government by reason of action taken against that foreign state under the Trading With the Enemy Act or the International Emergency Economic Powers Act.

(3) Third-party joint property holders.—Nothing in this subsection shall be construed to supersede the authority of a court to prevent appropriately the impairment of an interest held by a person who is not liable in the action giving rise to a judgment in property subject to attachment in aid of execution, or execution, upon such judgment.

Satisfaction of Judgments From Blocked Assets of Terrorists, Terrorist Organizations, and State Sponsors of Terrorism


“(a) In General.—Notwithstanding any other provision of law, and except as provided in subsection (b), in every case in which a person has obtained a judgment against a terrorist party on a claim based upon an act of terrorism, or for which a terrorist party is not immune under section 1605A or 1605(a)(7) (as such section was in effect on January 27, 2008) of title 28, United States Code, the blocked assets of that terrorist party (including the blocked assets of any agency or instrumentality of that terrorist party) shall be subject to execution or attachment in aid of execution in order to satisfy such judgment to the extent of any compensatory damages for which such terrorist party has been adjudged liable.

“(b) Presidential Waiver.—

“(1) In general.—Subject to paragraph (2), upon determining on an asset-by-asset basis that a waiver is necessary in the national security interest, the President may waive the requirements of subsection (a) in connection with (and prior to the enforcement of) any judicial order directing attachment in aid of execution or execution against any property subject to the Vienna Convention on Diplomatic Relations or the Vienna Convention on Consular Relations.

“(2) Exception.—A waiver under this subsection shall not apply to—

“(A) property subject to the Vienna Convention on Diplomatic Relations or the Vienna Convention on Consular Relations that has been used by the United States for any nondiplomatic purpose (including use as rental property), or the proceeds of such use; or

“(B) the proceeds of any sale or transfer for value to a third party of any asset subject to the Vienna Convention on Diplomatic Relations or the Vienna Convention on Consular Relations.

“(d) Definitions.—In this section, the following definitions shall apply:

“(1) Act of terrorism.—The term ‘act of terrorism’ means—
“(A) any act or event certified under section 102(1) [Pub. L. 107–297, set out in a note under section 6701 of Title 15, Commerce and Trade]; or

“(B) to the extent not covered by subparagraph (A), any terrorist activity (as defined in section 212(a)(3)(B)(iii) of the Immigration and Nationality Act (8 U.S.C. 1182(a)(3)(B)(iii))).

“(2) Blocked asset.—The term ‘blocked asset’ means—

“(A) any asset seized or frozen by the United States under section 5(b) of the Trading With the Enemy Act (50 U.S.C. App. 5(b)) or under sections 202 and 203 of the International Emergency Economic Powers Act (50 U.S.C. 1701; 1702); and

“(B) does not include property that—

“(i) is subject to a license issued by the United States Government for final payment, transfer, or disposition by or to a person subject to the jurisdiction of the United States in connection with a transaction for which the issuance of such license has been specifically required by statute other than the International Emergency Economic Powers Act (50 U.S.C. 1701 et seq.) or the United Nations Participation Act of 1945 (22 U.S.C. 287 et seq.); or

“(ii) in the case of property subject to the Vienna Convention on Diplomatic Relations or the Vienna Convention on Consular Relations, or that enjoys equivalent privileges and immunities under the law of the United States, is being used exclusively for diplomatic or consular purposes.

“(3) Certain property.—The term ‘property subject to the Vienna Convention on Diplomatic Relations or the Vienna Convention on Consular Relations’ and the term ‘asset subject to the Vienna Convention on Diplomatic Relations or the Vienna Convention on Consular Relations’ mean any property or asset, respectively, the attachment in aid of execution or execution of which would result in a violation of an obligation of the United States under the Vienna Convention on Diplomatic Relations or the Vienna Convention on Consular Relations, as the case may be.


**Waiver of Exception to Immunity From Attachment or Execution**

---
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Determining to Waive Attachment Provisions Relating to Blocked Property of Terrorist-List States

Determination of President of the United States, No. 2001–3, Oct. 28, 2000, 65 F.R. 66483, provided:

Memorandum for the Secretary of State [and] the Secretary of the Treasury

By the authority vested in me as President by the Constitution and laws of the United States of America, including section 2002(f) [now 2002(g)] of H.R. 3244, “Victims of Trafficking and Violence Protection Act of 2000,” (approved October 28, 2000) [section 2002(g) of Pub. L. 106–386, amending this section and section 1606 of this title and repealing provisions set out as a note above], I hereby determine that subsection (f)(1) of section 1610 of title 28, United States Code, which provides that any property with respect to which financial transactions are prohibited or regulated pursuant to section 5(b) of the Trading with the Enemy Act (50 U.S.[C.] App. 5(b)[]), section 620(a) of the Foreign Assistance Act of 1961 (22 U.S.C. 2370(a)), sections 202 and 203 of the International Emergency Economic Powers Act (50 U.S.C. 1701–1702), and proclamations, orders, regulations, and licenses issued pursuant thereto, be subject to execution or attachment in aid of execution of any judgment relating to a claim for which a foreign state claiming such property is not immune from the jurisdiction of courts of the United States or of the States under section 1605(a)(7) of title 28, United States Code, would impede the ability of the President to conduct foreign policy in the interest of national security and would, in particular, impede the effectiveness of such prohibitions and regulations upon financial transactions. Therefore, pursuant to section 2002(f) [now 2002(g)] of H.R. 3244, the “Victim’s of Trafficking and Violence Protection Act of 2000,” I hereby waive subsection (f)(1) of section 1610 of title 28, United States Code, in the interest of national security. This waiver, together with the amendment of subsection (f)(2) of the Foreign Sovereign Immunities Act [probably means subsec. (f)(2) of this section] and the repeal of the subsection (b) of section 117 of
the Treasury and General Government Appropriations Act, 1999 [section 101(h) [title I, §117(b)] of div. A of Pub. L. 105–277, amending section 1606 of this title], supersedes my prior waiver of the requirements of subsections (a) and (b) of said section 117 [amending this section and section 1606 of this title], executed on October 21, 1998 [former Determination of President of the United States, No. 99–1, Oct. 21, 1998, 64 F.R. 59201].

The Secretary of State is authorized and directed to publish this determination in the Federal Register.

William J. Clinton.

28 USC § 1611. Certain types of property immune from execution

(a) Notwithstanding the provisions of section 1610 of this chapter, the property of those organizations designated by the President as being entitled to enjoy the privileges, exemptions, and immunities provided by the International Organizations Immunities Act shall not be subject to attachment or any other judicial process impeding the disbursement of funds to, or on the order of, a foreign state as the result of an action brought in the courts of the United States or of the States.

(b) Notwithstanding the provisions of section 1610 of this chapter, the property of a foreign state shall be immune from attachment and from execution, if—

(1) the property is that of a foreign central bank or monetary authority held for its own account, unless such bank or authority, or its parent foreign government, has explicitly waived its immunity from attachment in aid of execution, or from execution, notwithstanding any withdrawal of the waiver which the bank, authority or government may purport to effect except in accordance with the terms of the waiver; or

(2) the property is, or is intended to be, used in connection with a military activity and

(A) is of a military character, or

(B) is under the control of a military authority or defense agency.

(c) Notwithstanding the provisions of section 1610 of this chapter, the property of a foreign state shall be immune from attachment and from execution in an action brought under section 302 of the Cuban Liberty and Democratic Solidarity
(LIBERTAD) Act of 1996 to the extent that the property is a facility or installation used by an accredited diplomatic mission for official purposes.

PART V—PROCEDURE

CHAPTER 115—EVIDENCE; DOCUMENTARY

28 USC § 1731. Handwriting

The admitted or proved handwriting of any person shall be admissible, for purposes of comparison, to determine genuineness of other handwriting attributed to such person.

(June 25, 1948, ch. 646, 62 Stat. 945.)

28 USC § 1732. Record made in regular course of business; photographic copies

If any business, institution, member of a profession or calling, or any department or agency of government, in the regular course of business or activity has kept or recorded any memorandum, writing, entry, print, representation or combination thereof, of any act, transaction, occurrence, or event, and in the regular course of business has caused any or all of the same to be recorded, copied, or reproduced by any photographic, photostatic, microfilm, micro-card, miniature photographic, or other process which accurately reproduces or forms a durable medium for so reproducing the original, the original may be destroyed in the regular course of business unless its preservation is required by law. Such reproduction, when satisfactorily identified, is as admissible in evidence as the original itself in any judicial or administrative proceeding whether the original is in existence or not and an enlargement or facsimile of such reproduction is likewise admissible in evidence if the original reproduction is in existence and available for inspection under direction of court. The introduction of a reproduced record, enlargement, or facsimile does not preclude admission of the original. This subsection shall not be construed to exclude from evidence any document or copy thereof which is otherwise admissible under the rules of evidence.


28 USC § 1733. Government records and papers; copies

(a) Books or records of account or minutes of proceedings of any department or agency of the United States shall be admissible to prove the act, transaction or occurrence as a memorandum of which the same were made or kept.
(b) Properly authenticated copies or transcripts of any books, records, papers or
documents of any department or agency of the United States shall be admitted in
evidence equally with the originals thereof.

(c) This section does not apply to cases, actions, and proceedings to which the
Federal Rules of Evidence apply.

1949.)

28 USC § 1734. Court record lost or destroyed, generally

(a) A lost or destroyed record of any proceeding in any court of the United States
may be supplied on application of any interested party not at fault, by
substituting a copy certified by the clerk of any court in which an authentic copy
is lodged.

(b) Where a certified copy is not available, any interested person not at fault may
file in such court a verified application for an order establishing the lost or
destroyed record.

Every other interested person shall be served personally with a copy of the
application and with notice of hearing on a day stated, not less than sixty days
after service. Service may be made on any nonresident of the district anywhere
within the jurisdiction of the United States or in any foreign country.

Proof of service in a foreign country shall be certified by a minister or consul of
the United States in such country, under his official seal.

If, after the hearing, the court is satisfied that the statements contained in the
application are true, it shall enter an order reciting the substance and effect of the
lost or destroyed record. Such order, subject to intervening rights of third
persons, shall have the same effect as the original record.

(June 25, 1948, ch. 646, 62 Stat. 946.)

28 USC § 1735. Court record lost or destroyed where
United States interested

(a) When the record of any case or matter in any court of the United States to
which the United States is a party, is lost or destroyed, a certified copy of any
official paper of a United States attorney, United States marshal or clerk or other
certifying or recording officer of any such court, made pursuant to law, on file in
any department or agency of the United States and relating to such case or
matter, shall, on being filed in the court to which it relates, have the same effect as an original paper filed in such court. If the copy so filed discloses the date and amount of a judgment or decree and the names of the parties thereto, the court may enforce the judgment or decree as though the original record had not been lost or destroyed.

(b) Whenever the United States is interested in any lost or destroyed records or files of a court of the United States, the clerk of such court and the United States attorney for the district shall take the steps necessary to restore such records or files, under the direction of the judges of such court.

(June 25, 1948, ch. 646, 62 Stat. 946.)

28 USC § 1736. Congressional Journals

Extracts from the Journals of the Senate and the House of Representatives, and from the Executive Journal of the Senate when the injunction of secrecy is removed, certified by the Secretary of the Senate or the Clerk of the House of Representatives shall be received in evidence with the same effect as the originals would have.

(June 25, 1948, ch. 646, 62 Stat. 947.)

28 USC § 1738. State and Territorial statutes and judicial proceedings; full faith and credit

The Acts of the legislature of any State, Territory, or Possession of the United States, or copies thereof, shall be authenticated by affixing the seal of such State, Territory or Possession thereto.

The records and judicial proceedings of any court of any such State, Territory or Possession, or copies thereof, shall be proved or admitted in other courts within the United States and its Territories and Possessions by the attestation of the clerk and seal of the court annexed, if a seal exists, together with a certificate of a judge of the court that the said attestation is in proper form.

Such Acts, records and judicial proceedings or copies thereof, so authenticated, shall have the same full faith and credit in every court within the United States and its Territories and Possessions as they have by law or usage in the courts of such State, Territory or Possession from which they are taken.

(June 25, 1948, ch. 646, 62 Stat. 947.)
28 USC § 1739. State and Territorial nonjudicial records; full faith and credit

All nonjudicial records or books kept in any public office of any State, Territory, or Possession of the United States, or copies thereof, shall be proved or admitted in any court or office in any other State, Territory, or Possession by the attestation of the custodian of such records or books, and the seal of his office annexed, if there be a seal, together with a certificate of a judge of a court of record of the county, parish, or district in which such office may be kept, or of the Governor, or secretary of state, the chancellor or keeper of the great seal, of the State, Territory, or Possession that the said attestation is in due form and by the proper officers.

If the certificate is given by a judge, it shall be further authenticated by the clerk or prothonotary of the court, who shall certify, under his hand and the seal of his office, that such judge is duly commissioned and qualified; or, if given by such Governor, secretary, chancellor, or keeper of the great seal, it shall be under the great seal of the State, Territory, or Possession in which it is made.

Such records or books, or copies thereof, so authenticated, shall have the same full faith and credit in every court and office within the United States and its Territories and Possessions as they have by law or usage in the courts or offices of the State, Territory, or Possession from which they are taken.

(June 25, 1948, ch. 646, 62 Stat. 947.)

28 USC § 1740. Copies of consular papers

Copies of all official documents and papers in the office of any consul or vice consul of the United States, and of all official entries in the books or records of any such office, authenticated by the consul or vice consul, shall be admissible equally with the originals.

(June 25, 1948, ch. 646, 62 Stat. 947.)

28 USC § 1741. Foreign official documents

An official record or document of a foreign country may be evidenced by a copy, summary, or excerpt authenticated as provided in the Federal Rules of Civil Procedure.

28 USC § 1746. Unsworn declarations under penalty of perjury

Wherever, under any law of the United States or under any rule, regulation, order, or requirement made pursuant to law, any matter is required or permitted to be supported, evidenced, established, or proved by the sworn declaration, verification, certificate, statement, oath, or affidavit, in writing of the person making the same (other than a deposition, or an oath of office, or an oath required to be taken before a specified official other than a notary public), such matter may, with like force and effect, be supported, evidenced, established, or proved by the unsworn declaration, certificate, verification, or statement, in writing of such person which is subscribed by him, as true under penalty of perjury, and dated, in substantially the following form:

(1) If executed without the United States: “I declare (or certify, verify, or state) under penalty of perjury under the laws of the United States of America that the foregoing is true and correct. Executed on (date).

(Signature)”.

(2) If executed within the United States, its territories, possessions, or commonwealths: “I declare (or certify, verify, or state) under penalty of perjury that the foregoing is true and correct. Executed on (date).

(Signature)”.

CHAPTER 117—EVIDENCE; DEPOSITIONS

28 USC § 1781. Transmittal of letter rogatory or request

(a) The Department of State has power, directly, or through suitable channels—

(1) to receive a letter rogatory issued, or request made, by a foreign or international tribunal, to transmit it to the tribunal, officer, or agency in the United States to whom it is addressed, and to receive and return it after execution; and

(2) to receive a letter rogatory issued, or request made, by a tribunal in the United States, to transmit it to the foreign or international tribunal, officer, or agency to whom it is addressed, and to receive and return it after execution.

(b) This section does not preclude—

(1) the transmittal of a letter rogatory or request directly from a foreign or international tribunal to the tribunal, officer, or agency in the United States to whom it is addressed and its return in the same manner; or

(2) the transmittal of a letter rogatory or request directly from a tribunal in the United States to the foreign or international tribunal, officer, or agency to whom it is addressed and its return in the same manner.


28 USC § 1782. Assistance to foreign and international tribunals and to litigants before such tribunals

(a) The district court of the district in which a person resides or is found may order him to give his testimony or statement or to produce a document or other thing for use in a proceeding in a foreign or international tribunal, including criminal investigations conducted before formal accusation. The order may be made pursuant to a letter rogatory issued, or request made, by a foreign or international tribunal or upon the application of any interested person and may direct that the testimony or statement be given, or the document or other thing be produced, before a person appointed by the court. By virtue of his appointment, the person appointed has power to administer any necessary oath and take the testimony or statement. The order may prescribe the practice and procedure, which may be in whole or part the practice and procedure of the
foreign country or the international tribunal, for taking the testimony or statement or producing the document or other thing. To the extent that the order does not prescribe otherwise, the testimony or statement shall be taken, and the document or other thing produced, in accordance with the Federal Rules of Civil Procedure.

A person may not be compelled to give his testimony or statement or to produce a document or other thing in violation of any legally applicable privilege.

(b) This chapter does not preclude a person within the United States from voluntarily giving his testimony or statement, or producing a document or other thing, for use in a proceeding in a foreign or international tribunal before any person and in any manner acceptable to him.


28 USC § 1783. Subpoena of person in foreign country

(a) A court of the United States may order the issuance of a subpoena requiring the appearance as a witness before it, or before a person or body designated by it, of a national or resident of the United States who is in a foreign country, or requiring the production of a specified document or other thing by him, if the court finds that particular testimony or the production of the document or other thing by him is necessary in the interest of justice, and, in other than a criminal action or proceeding, if the court finds, in addition, that it is not possible to obtain his testimony in admissible form without his personal appearance or to obtain the production of the document or other thing in any other manner.

(b) The subpoena shall designate the time and place for the appearance or for the production of the document or other thing. Service of the subpoena and any order to show cause, rule, judgment, or decree authorized by this section or by section 1784 of this title shall be effected in accordance with the provisions of the Federal Rules of Civil Procedure relating to service of process on a person in a foreign country. The person serving the subpoena shall tender to the person to whom the subpoena is addressed his estimated necessary travel and attendance expenses, the amount of which shall be determined by the court and stated in the order directing the issuance of the subpoena.

28 USC § 1784. Contempt

(a) The court of the United States which has issued a subpoena served in a foreign country may order the person who has failed to appear or who has failed to produce a document or other thing as directed therein to show cause before it at a designated time why he should not be punished for contempt.

(b) The court, in the order to show cause, may direct that any of the person’s property within the United States be levied upon or seized, in the manner provided by law or court rules governing levy or seizure under execution, and held to satisfy any judgment that may be rendered against him pursuant to subsection (d) of this section if adequate security, in such amount as the court may direct in the order, be given for any damage that he might suffer should he not be found in contempt. Security under this subsection may not be required of the United States.

(c) A copy of the order to show cause shall be served on the person in accordance with section 1783(b) of this title.

(d) On the return day of the order to show cause or any later day to which the hearing may be continued, proof shall be taken. If the person is found in contempt, the court, notwithstanding any limitation upon its power generally to punish for contempt, may fine him not more than $100,000 and direct that the fine and costs of the proceedings be satisfied by a sale of the property levied upon or seized, conducted upon the notice required and in the manner provided for sales upon execution.


28 USC § 1785. Subpoenas in multiparty, multiforum actions

When the jurisdiction of the district court is based in whole or in part upon section 1369 of this title, a subpoena for attendance at a hearing or trial may, if authorized by the court upon motion for good cause shown, and upon such terms and conditions as the court may impose, be served at any place within the United States, or anywhere outside the United States if otherwise permitted by law.

CHAPTER 119—EVIDENCE; WITNESSES

28 USC § 1821. Per diem and mileage generally; subsistence

(a)(1) Except as otherwise provided by law, a witness in attendance at any court of the United States, or before a United States Magistrate Judge, or before any person authorized to take his deposition pursuant to any rule or order of a court of the United States, shall be paid the fees and allowances provided by this section.

(2) As used in this section, the term “court of the United States” includes, in addition to the courts listed in section 451 of this title, any court created by Act of Congress in a territory which is invested with any jurisdiction of a district court of the United States.

(b) A witness shall be paid an attendance fee of $40 per day for each day’s attendance. A witness shall also be paid the attendance fee for the time necessarily occupied in going to and returning from the place of attendance at the beginning and end of such attendance or at any time during such attendance.

(c)(1) A witness who travels by common carrier shall be paid for the actual expenses of travel on the basis of the means of transportation reasonably utilized and the distance necessarily traveled to and from such witness’s residence by the shortest practical route in going to and returning from the place of attendance. Such a witness shall utilize a common carrier at the most economical rate reasonably available. A receipt or other evidence of actual cost shall be furnished.

(2) A travel allowance equal to the mileage allowance which the Administrator of General Services has prescribed, pursuant to section 5704 of title 5, for official travel of employees of the Federal Government shall be paid to each witness who travels by privately owned vehicle. Computation of mileage under this paragraph shall be made on the basis of a uniformed table of distances adopted by the Administrator of General Services.

(3) Toll charges for toll roads, bridges, tunnels, and ferries, taxicab fares between places of lodging and carrier terminals, and parking fees (upon presentation of a valid parking receipt), shall be paid in full to a witness incurring such expenses.

(4) All normal travel expenses within and outside the judicial district shall be taxable as costs pursuant to section 1920 of this title.

(d)(1) A subsistence allowance shall be paid to a witness when an overnight stay is required at the place of attendance because such place is so far removed from the residence of such witness as to prohibit return thereto from day to day.
(2) A subsistence allowance for a witness shall be paid in an amount not to exceed the maximum per diem allowance prescribed by the Administrator of General Services, pursuant to section 5702(a) of title 5, for official travel in the area of attendance by employees of the Federal Government.

(3) A subsistence allowance for a witness attending in an area designated by the Administrator of General Services as a high-cost area shall be paid in an amount not to exceed the maximum actual subsistence allowance prescribed by the Administrator, pursuant to section 5702(c)(B) of title 5, for official travel in such area by employees of the Federal Government.

(4) When a witness is detained pursuant to section 3144 of title 18 for want of security for his appearance, he shall be entitled for each day of detention when not in attendance at court, in addition to his subsistence, to the daily attendance fee provided by subsection (b) of this section.

(e) An alien who has been paroled into the United States for prosecution, pursuant to section 212(d)(5) of the Immigration and Nationality Act (8 U.S.C. 1182(d)(5)), or an alien who either has admitted belonging to a class of aliens who are deportable or has been determined pursuant to section 240 of such Act (8 U.S.C. 1252(b)) to be deportable, shall be ineligible to receive the fees or allowances provided by this section.

(f) Any witness who is incarcerated at the time that his or her testimony is given (except for a witness to whom the provisions of section 3144 of title 18 apply) may not receive fees or allowances under this section, regardless of whether such a witness is incarcerated at the time he or she makes a claim for fees or allowances under this section.


28 USC § 1822. Competency of interested persons; share of penalties payable

Any person interested in a share of any fine, penalty or forfeiture incurred under any Act of Congress, may be examined as a witness in any proceeding for the recovery of such fine, penalty or forfeiture by any party thereto. Such examination shall not deprive the witness of his share.
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28 USC § 1824. Mileage fees under summons as both witness and juror

No constructive or double mileage fees shall be allowed by reason of any person being summoned both as a witness and a juror.

28 USC § 1825. Payment of fees

(a) In any case in which the United States or an officer or agency of the United States is a party, the United States marshal for the district shall pay all fees of witnesses on the certificate of the United States attorney or assistant United States attorney, and in the proceedings before a United States magistrate judge, on the certificate of such magistrate judge, except that any fees of defense witnesses, other than experts, appearing pursuant to subpoenas issued upon approval of the court, shall be paid by the United States marshal for the district—

(1) on the certificate of a Federal public defender or assistant Federal public defender, in a criminal case in which the defendant is represented by such Federal public defender or assistant Federal public defender, and

(2) on the certificate of the clerk of the court upon the affidavit of such witnesses’ attendance given by other counsel appointed pursuant to section 3006A of title 18, in a criminal case in which a defendant is represented by such other counsel.

(b) In proceedings in forma pauperis for a writ of habeas corpus, and in proceedings in forma pauperis under section 2255 of this title, the United States marshal for the district shall pay, on the certificate of the district judge, all fees of witnesses for the party authorized to proceed in forma pauperis, except that any fees of witnesses for such party, other than experts, appearing pursuant to subpoenas issued upon approval of the court, shall be paid by the United States marshal for the district—

(1) on the certificate of a Federal public defender or assistant Federal public defender, in any such proceedings in which a party is represented by such Federal public defender or assistant Federal public defender, and

(2) on the certificate of the clerk of the court upon the affidavit of such witnesses’ attendance given by other counsel appointed pursuant to section 3006A of title 18, in any such proceedings in which a party is represented by such other counsel.
(c) Fees and mileage need not be tendered to a witness upon service of a subpoena issued on behalf of the United States or an officer or agency of the United States, upon service of a subpoena issued on behalf of a defendant represented by a Federal public defender, assistant Federal public defender, or other attorney appointed pursuant to section 3006A of title 18, or upon service of a subpoena issued on behalf of a party authorized to proceed in forma pauperis, if the payment of such fees and mileage is to be made by the United States marshal under this section.


28 USC § 1826. Recalcitrant witnesses

(a) Whenever a witness in any proceeding before or ancillary to any court or grand jury of the United States refuses without just cause shown to comply with an order of the court to testify or provide other information, including any book, paper, document, record, recording or other material, the court, upon such refusal, or when such refusal is duly brought to its attention, may summarily order his confinement at a suitable place until such time as the witness is willing to give such testimony or provide such information. No period of such confinement shall exceed the life of—

(1) the court proceeding, or

(2) the term of the grand jury, including extensions,

before which such refusal to comply with the court order occurred, but in no event shall such confinement exceed eighteen months.

(b) No person confined pursuant to subsection (a) of this section shall be admitted to bail pending the determination of an appeal taken by him from the order for his confinement if it appears that the appeal is frivolous or taken for delay. Any appeal from an order of confinement under this section shall be disposed of as soon as practicable, but not later than thirty days from the filing of such appeal.

(c) Whoever escapes or attempts to escape from the custody of any facility or from any place in which or to which he is confined pursuant to this section or section 4243 of title 18, or whoever rescues or attempts to rescue or instigates,
aids, or assists the escape or attempt to escape of such a person, shall be subject to imprisonment for not more than three years, or a fine of not more than $10,000, or both.


28 USC § 1827. Interpreters in courts of the United States

(a) The Director of the Administrative Office of the United States Courts shall establish a program to facilitate the use of certified and otherwise qualified interpreters in judicial proceedings instituted by the United States.

(b)(1) The Director shall prescribe, determine, and certify the qualifications of persons who may serve as certified interpreters, when the Director considers certification of interpreters to be merited, for the hearing impaired (whether or not also speech impaired) and persons who speak only or primarily a language other than the English language, in judicial proceedings instituted by the United States. The Director may certify interpreters for any language if the Director determines that there is a need for certified interpreters in that language. Upon the request of the Judicial Conference of the United States for certified interpreters in a language, the Director shall certify interpreters in that language. Upon such a request from the judicial council of a circuit and the approval of the Judicial Conference, the Director shall certify interpreters for that circuit in the language requested. The judicial council of a circuit shall identify and evaluate the needs of the districts within a circuit. The Director shall certify interpreters based on the results of criterion-referenced performance examinations. The Director shall issue regulations to carry out this paragraph within 1 year after the date of the enactment of the Judicial Improvements and Access to Justice Act.

(2) Only in a case in which no certified interpreter is reasonably available as provided in subsection (d) of this section, including a case in which certification of interpreters is not provided under paragraph (1) in a particular language, may the services of otherwise qualified interpreters be used. The Director shall provide guidelines to the courts for the selection of otherwise qualified interpreters, in order to ensure that the highest standards of accuracy are maintained in all judicial proceedings subject to the provisions of this chapter.

(3) The Director shall maintain a current master list of all certified interpreters and otherwise qualified interpreters and shall report periodically on the use and performance of both certified and otherwise qualified interpreters in judicial proceedings instituted by the United States and on the languages for which interpreters have been certified. The Director shall prescribe, subject to periodic review, a schedule of reasonable fees for services rendered by interpreters,
certified or otherwise, used in proceedings instituted by the United States, and in
doing so shall consider the prevailing rate of compensation for comparable
service in other governmental entities.

(c)(1) Each United States district court shall maintain on file in the office of the
clerk, and each United States attorney shall maintain on file, a list of all persons
who have been certified as interpreters by the Director in accordance with
subsection (b) of this section. The clerk shall make the list of certified interpreters
for judicial proceeding available upon request.

(2) The clerk of the court, or other court employee designated by the chief judge,
shall be responsible for securing the services of certified interpreters and
otherwise qualified interpreters required for proceedings initiated by the United
States, except that the United States attorney is responsible for securing the
services of such interpreters for governmental witnesses.

(d)(1) The presiding judicial officer, with the assistance of the Director of the
Administrative Office of the United States Courts, shall utilize the services of the
most available certified interpreter, or when no certified interpreter is reasonably
available, as determined by the presiding judicial officer, the services of an
otherwise qualified interpreter, in judicial proceedings instituted by the United
States, if the presiding judicial officer determines on such officer's own motion or
on the motion of a party that such party (including a defendant in a criminal
case), or a witness who may present testimony in such judicial proceedings—

(A) speaks only or primarily a language other than the English language; or

(B) suffers from a hearing impairment (whether or not suffering also from a
speech impairment)

so as to inhibit such party's comprehension of the proceedings or communication
with counsel or the presiding judicial officer, or so as to inhibit such witness' comprehension of questions and the presentation of such testimony.

(2) Upon the motion of a party, the presiding judicial officer shall determine
whether to require the electronic sound recording of a judicial proceeding in
which an interpreter is used under this section. In making this determination, the
presiding judicial officer shall consider, among other things, the qualifications of
the interpreter and prior experience in interpretation of court proceedings;
whether the language to be interpreted is not one of the languages for which the
Director has certified interpreters, and the complexity or length of the
proceeding. In a grand jury proceeding, upon the motion of the accused, the
presiding judicial officer shall require the electronic sound recording of the portion of the proceeding in which an interpreter is used.

(e)(1) If any interpreter is unable to communicate effectively with the presiding judicial officer, the United States attorney, a party (including a defendant in a criminal case), or a witness, the presiding judicial officer shall dismiss such interpreter and obtain the services of another interpreter in accordance with this section.

(2) In any judicial proceedings instituted by the United States, if the presiding judicial officer does not appoint an interpreter under subsection (d) of this section, an individual requiring the services of an interpreter may seek assistance of the clerk of court or the Director of the Administrative Office of the United States Courts in obtaining the assistance of a certified interpreter.

(f)(1) Any individual other than a witness who is entitled to interpretation under subsection (d) of this section may waive such interpretation in whole or in part. Such a waiver shall be effective only if approved by the presiding judicial officer and made expressly by such individual on the record after opportunity to consult with counsel and after the presiding judicial officer has explained to such individual, utilizing the services of the most available certified interpreter, or when no certified interpreter is reasonably available, as determined by the presiding judicial officer, the services of an otherwise competent interpreter, the nature and effect of the waiver.

(2) An individual who waives under paragraph (1) of this subsection the right to an interpreter may utilize the services of a noncertified interpreter of such individual's choice whose fees, expenses, and costs shall be paid in the manner provided for the payment of such fees, expenses, and costs of an interpreter appointed under subsection (d) of this section.

(g)(1) There are authorized to be appropriated to the Federal judiciary, and to be paid by the Director of the Administrative Office of the United States Courts, such sums as may be necessary to establish a program to facilitate the use of certified and otherwise qualified interpreters, and otherwise fulfill the provisions of this section and the Judicial Improvements and Access to Justice Act, except as provided in paragraph (3).

(2) Implementation of the provisions of this section is contingent upon the availability of appropriated funds to carry out the purposes of this section.

(3) Such salaries, fees, expenses, and costs that are incurred with respect to Government witnesses (including for grand jury proceedings) shall, unless direction is made under paragraph (4), be paid by the Attorney General from sums appropriated to the Department of Justice.
(4) Upon the request of any person in any action for which interpreting services established pursuant to subsection (d) are not otherwise provided, the clerk of the court, or other court employee designated by the chief judge, upon the request of the presiding judicial officer, shall, where possible, make such services available to that person on a cost-reimbursable basis, but the judicial officer may also require the prepayment of the estimated expenses of providing such services.

(5) If the Director of the Administrative Office of the United States Courts finds it necessary to develop and administer criterion-referenced performance examinations for purposes of certification, or other examinations for the selection of otherwise qualified interpreters, the Director may prescribe for each examination a uniform fee for applicants to take such examination. In determining the rate of the fee for each examination, the Director shall consider the fees charged by other organizations for examinations that are similar in scope or nature. Notwithstanding section 3302(b) of title 31, the Director is authorized to provide in any contract or agreement for the development or administration of examinations and the collection of fees that the contractor may retain all or a portion of the fees in payment for the services. Notwithstanding paragraph (6) of this subsection, all fees collected after the effective date of this paragraph and not retained by a contractor shall be deposited in the fund established under section 1931 of this title and shall remain available until expended.

(6) Any moneys collected under this subsection may be used to reimburse the appropriations obligated and disbursed in payment for such services.

(h) The presiding judicial officer shall approve the compensation and expenses payable to interpreters, pursuant to the schedule of fees prescribed by the Director under subsection (b)(3).

(i) The term “presiding judicial officer” as used in this section refers to any judge of a United States district court, including a bankruptcy judge, a United States magistrate judge, and in the case of grand jury proceedings conducted under the auspices of the United States attorney, a United States attorney.

(j) The term “judicial proceedings instituted by the United States” as used in this section refers to all proceedings, whether criminal or civil, including pretrial and grand jury proceedings (as well as proceedings upon a petition for a writ of habeas corpus initiated in the name of the United States by a relator) conducted in, or pursuant to the lawful authority and jurisdiction of a United States district court. The term “United States district court” as used in this subsection includes any court which is created by an Act of Congress in a territory and is invested with any jurisdiction of a district court established by chapter 5 of this title.

(k) The interpretation provided by certified or otherwise qualified interpreters pursuant to this section shall be in the simultaneous mode for any party to a judicial proceeding instituted by the United States and in the consecutive mode.
for witnesses, except that the presiding judicial officer, sua sponte or on the motion of a party, may authorize a simultaneous, or consecutive interpretation when such officer determines after a hearing on the record that such interpretation will aid in the efficient administration of justice. The presiding judicial officer, on such officer’s motion or on the motion of a party, may order that special interpretation services as authorized in section 1828 of this title be provided if such officer determines that the provision of such services will aid in the efficient administration of justice.

(l) Notwithstanding any other provision of this section or section 1828, the presiding judicial officer may appoint a certified or otherwise qualified sign language interpreter to provide services to a party, witness, or other participant in a judicial proceeding, whether or not the proceeding is instituted by the United States, if the presiding judicial officer determines, on such officer’s own motion or on the motion of a party or other participant in the proceeding, that such individual suffers from a hearing impairment. The presiding judicial officer shall, subject to the availability of appropriated funds, approve the compensation and expenses payable to sign language interpreters appointed under this section in accordance with the schedule of fees prescribed by the Director under subsection (b)(3) of this section.


28 USC § 1828. Special interpretation services

(a) The Director of the Administrative Office of the United States Courts shall establish a program for the provision of special interpretation services in criminal actions and in civil actions initiated by the United States (including petitions for writs of habeas corpus initiated in the name of the United States by relators) in a United States district court. The program shall provide a capacity for simultaneous interpretation services in multidefendant criminal actions and multidefendant civil actions.

(b) Upon the request of any person in any action for which special interpretation services established pursuant to subsection (a) are not otherwise provided, the Director, with the approval of the presiding judicial officer, may make such services available to the person requesting the services on a reimbursable basis at rates established in conformity with section 9701 of title 31, but the Director may require the prepayment of the estimated expenses of providing the services by the person requesting them.
(c) Except as otherwise provided in this subsection, the expenses incident to providing services under subsection (a) of this section shall be paid by the Director from sums appropriated to the Federal judiciary. A presiding judicial officer, in such officer's discretion, may order that all or part of the expenses shall be apportioned between or among the parties or shall be taxed as costs in a civil action, and any moneys collected as a result of such order may be used to reimburse the appropriations obligated and disbursed in payment for such services.

(d) Appropriations available to the Director shall be available to provide services in accordance with subsection (b) of this section, and moneys collected by the Director under that subsection may be used to reimburse the appropriations charged for such services. A presiding judicial officer, in such officer's discretion, may order that all or part of the expenses shall be apportioned between or among the parties or shall be taxed as costs in the action.

PART VI—PARTICULAR PROCEEDINGS

CHAPTER 151—DECLARATORY JUDGMENTS

28 USC § 2202. Further relief

Further necessary or proper relief based on a declaratory judgment or decree may be granted, after reasonable notice and hearing, against any adverse party whose rights have been determined by such judgment.

(June 25, 1948, ch. 646, 62 Stat. 964.)
CHAPTER 155—INJUNCTIONS; THREE-JUDGE COURTS

28 USC § 2283. Stay of State court proceedings

A court of the United States may not grant an injunction to stay proceedings in a State court except as expressly authorized by Act of Congress, or where necessary in aid of its jurisdiction, or to protect or effectuate its judgments.

(June 25, 1948, ch. 646, 62 Stat. 968.)

28 USC § 2284. Three-judge court; when required; composition; procedure

(a) A district court of three judges shall be convened when otherwise required by Act of Congress, or when an action is filed challenging the constitutionality of the apportionment of congressional districts or the apportionment of any statewide legislative body.

(b) In any action required to be heard and determined by a district court of three judges under subsection (a) of this section, the composition and procedure of the court shall be as follows:

(1) Upon the filing of a request for three judges, the judge to whom the request is presented shall, unless he determines that three judges are not required, immediately notify the chief judge of the circuit, who shall designate two other judges, at least one of whom shall be a circuit judge. The judges so designated, and the judge to whom the request was presented, shall serve as members of the court to hear and determine the action or proceeding.

(2) If the action is against a State, or officer or agency thereof, at least five days’ notice of hearing of the action shall be given by registered or certified mail to the Governor and attorney general of the State.

(3) A single judge may conduct all proceedings except the trial, and enter all orders permitted by the rules of civil procedure except as provided in this subsection. He may grant a temporary restraining order on a specific finding, based on evidence submitted, that specified irreparable damage will result if the order is not granted, which order, unless previously revoked by the district judge, shall remain in force only until the hearing and determination by the district court of three judges of an application for a preliminary injunction. A single judge shall not appoint a master, or order a reference, or hear and determine any application for a preliminary or permanent injunction or motion to vacate such
an injunction, or enter judgment on the merits. Any action of a single judge may be reviewed by the full court at any time before final judgment.

CHAPTER 158—ORDERS OF FEDERAL AGENCIES; REVIEW

28 USC § 2341. Definitions

As used in this chapter—

(1) “clerk” means the clerk of the court in which the petition for the review of an order, reviewable under this chapter, is filed;

(2) “petitioner” means the party or parties by whom a petition to review an order, reviewable under this chapter, is filed; and

(3) “agency” means—

(A) the Commission, when the order sought to be reviewed was entered by the Federal Communications Commission, the Federal Maritime Commission, or the Atomic Energy Commission, as the case may be;

(B) the Secretary, when the order was entered by the Secretary of Agriculture or the Secretary of Transportation;

(C) the Administration, when the order was entered by the Maritime Administration;

(D) the Secretary, when the order is under section 812 of the Fair Housing Act; and

(E) the Board, when the order was entered by the Surface Transportation Board.


28 USC § 2342. Jurisdiction of court of appeals

The court of appeals (other than the United States Court of Appeals for the Federal Circuit) has exclusive jurisdiction to enjoin, set aside, suspend (in whole or in part), or to determine the validity of—

(1) all final orders of the Federal Communication Commission made reviewable by section 402(a) of title 47;
(2) all final orders of the Secretary of Agriculture made under chapters 9 and 20A of title 7, except orders issued under sections 210(e), 217a, and 499g(a) of title 7;

(3) all rules, regulations, or final orders of—

(A) the Secretary of Transportation issued pursuant to section 50501, 50502, 56101–56104, or 57109 of title 46 or pursuant to part B or C of subtitle IV, subchapter III of chapter 311, chapter 313, or chapter 315 of title 49; and

(B) the Federal Maritime Commission issued pursuant to section 305, 41304, 41308, or 41309 or chapter 421 or 441 of title 46;

(4) all final orders of the Atomic Energy Commission made reviewable by section 2239 of title 42;

(5) all rules, regulations, or final orders of the Surface Transportation Board made reviewable by section 2321 of this title;

(6) all final orders under section 812 of the Fair Housing Act; and

(7) all final agency actions described in section 20114(c) of title 49.

Jurisdiction is invoked by filing a petition as provided by section 2344 of this title.

28 USC § 2343. Venue

The venue of a proceeding under this chapter is in the judicial circuit in which the petitioner resides or has its principal office, or in the United States Court of Appeals for the District of Columbia Circuit.

(Added Pub. L. 89–554, §4(e), Sept. 6, 1966, 80 Stat. 622.)

28 USC § 2344. Review of orders; time; notice; contents of petition; service

On the entry of a final order reviewable under this chapter, the agency shall promptly give notice thereof by service or publication in accordance with its rules. Any party aggrieved by the final order may, within 60 days after its entry, file a petition to review the order in the court of appeals wherein venue lies. The action shall be against the United States. The petition shall contain a concise statement of—

(1) the nature of the proceedings as to which review is sought;

(2) the facts on which venue is based;

(3) the grounds on which relief is sought; and

(4) the relief prayed.

The petitioner shall attach to the petition, as exhibits, copies of the order, report, or decision of the agency. The clerk shall serve a true copy of the petition on the agency and on the Attorney General by registered mail, with request for a return receipt.

(Added Pub. L. 89–554, §4(e), Sept. 6, 1966, 80 Stat. 622.)

28 USC § 2345. Prehearing conference

The court of appeals may hold a prehearing conference or direct a judge of the court to hold a prehearing conference.

(Added Pub. L. 89–554, §4(e), Sept. 6, 1966, 80 Stat. 622.)
28 USC § 2346. Certification of record on review

Unless the proceeding has been terminated on a motion to dismiss the petition, the agency shall file in the office of the clerk the record on review as provided by section 2112 of this title.

(Added Pub. L. 89–554, §4(e), Sept. 6, 1966, 80 Stat. 623.)

28 USC § 2347. Petitions to review; proceedings

(a) Unless determined on a motion to dismiss, petitions to review orders reviewable under this chapter are heard in the court of appeals on the record of the pleadings, evidence adduced, and proceedings before the agency, when the agency has held a hearing whether or not required to do so by law.

(b) When the agency has not held a hearing before taking the action of which review is sought by the petition, the court of appeals shall determine whether a hearing is required by law. After that determination, the court shall—

(1) remand the proceedings to the agency to hold a hearing, when a hearing is required by law;

(2) pass on the issues presented, when a hearing is not required by law and it appears from the pleadings and affidavits filed by the parties that no genuine issue of material fact is presented; or

(3) transfer the proceedings to a district court for the district in which the petitioner resides or has its principal office for a hearing and determination as if the proceedings were originally initiated in the district court, when a hearing is not required by law and a genuine issue of material fact is presented. The procedure in these cases in the district court is governed by the Federal Rules of Civil Procedure.

(c) If a party to a proceeding to review applies to the court of appeals in which the proceeding is pending for leave to adduce additional evidence and shows to the satisfaction of the court that—

(1) the additional evidence is material; and

(2) there were reasonable grounds for failure to adduce the evidence before the agency;
the court may order the additional evidence and any counterevidence the opposite party desires to offer to be taken by the agency. The agency may modify its findings of fact, or make new findings, by reason of the additional evidence so taken, and may modify or set aside its order, and shall file in the court the additional evidence, the modified findings or new findings, and the modified order or the order setting aside the original order.

(Added Pub. L. 89–554, §4(e), Sept. 6, 1966, 80 Stat. 623.)

28 USC § 2348. Representation in proceeding; intervention

The Attorney General is responsible for and has control of the interests of the Government in all court proceedings under this chapter. The agency, and any party in interest in the proceeding before the agency whose interests will be affected if an order of the agency is or is not enjoined, set aside, or suspended, may appear as parties thereto of their own motion and as of right, and be represented by counsel in any proceeding to review the order. Communities, associations, corporations, firms, and individuals, whose interests are affected by the order of the agency, may intervene in any proceeding to review the order. The Attorney General may not dispose of or discontinue the proceeding to review over the objection of any party or intervenor, but any intervenor may prosecute, defend, or continue the proceeding unaffected by the action or inaction of the Attorney General.

(Added Pub. L. 89–554, §4(e), Sept. 6, 1966, 80 Stat. 623.)

28 USC § 2349. Jurisdiction of the proceeding

(a) The court of appeals has jurisdiction of the proceeding on the filing and service of a petition to review. The court of appeals in which the record on review is filed, on the filing, has jurisdiction to vacate stay orders or interlocutory injunctions previously granted by any court, and has exclusive jurisdiction to make and enter, on the petition, evidence, and proceedings set forth in the record on review, a judgment determining the validity of, and enjoining, setting aside, or suspending, in whole or in part, the order of the agency.

(b) The filing of the petition to review does not of itself stay or suspend the operation of the order of the agency, but the court of appeals in its discretion may restrain or suspend, in whole or in part, the operation of the order pending the final hearing and determination of the petition. When the petitioner makes application for an interlocutory injunction restraining or suspending the enforcement, operation, or execution of, or setting aside, in whole or in part, any order reviewable under this chapter, at least 5 days’ notice of the hearing thereon shall be given to the agency and to the Attorney General. In a case in which
irreparable damage would otherwise result to the petitioner, the court of appeals may, on hearing, after reasonable notice to the agency and to the Attorney General, order a temporary stay or suspension, in whole or in part, of the operation of the order of the agency for not more than 60 days from the date of the order pending the hearing on the application for the interlocutory injunction, in which case the order of the court of appeals shall contain a specific finding, based on evidence submitted to the court of appeals, and identified by reference thereto, that irreparable damage would result to the petitioner and specifying the nature of the damage. The court of appeals, at the time of hearing the application for an interlocutory injunction, on a like finding, may continue the temporary stay or suspension, in whole or in part, until decision on the application.


28 USC § 2350. Review in Supreme Court on certiorari or certification

(a) An order granting or denying an interlocutory injunction under section 2349(b) of this title and a final judgment of the court of appeals in a proceeding to review under this chapter are subject to review by the Supreme Court on a writ of certiorari as provided by section 1254(1) of this title. Application for the writ shall be made within 45 days after entry of the order and within 90 days after entry of the judgment, as the case may be. The United States, the agency, or an aggrieved party may file a petition for a writ of certiorari.

(b) The provisions of section 1254(2) of this title, regarding certification, and of section 2101(f) of this title, regarding stays, also apply to proceedings under this chapter.


28 USC § 2351. Enforcement of orders by district courts

The several district courts have jurisdiction specifically to enforce, and to enjoin and restrain any person from violating any order issued under section 193 of title 7.

(Added Pub. L. 89–554, §4(e), Sept. 6, 1966, 80 Stat. 624.)
CHAPTER 161—UNITED STATES AS PARTY GENERALLY

28 USC § 2401. Time for commencing action against United States

(a) Except as provided by chapter 71 of title 41, every civil action commenced against the United States shall be barred unless the complaint is filed within six years after the right of action first accrues. The action of any person under legal disability or beyond the seas at the time the claim accrues may be commenced within three years after the disability ceases.

(b) A tort claim against the United States shall be forever barred unless it is presented in writing to the appropriate Federal agency within two years after such claim accrues or unless action is begun within six months after the date of mailing, by certified or registered mail, of notice of final denial of the claim by the agency to which it was presented.


28 USC § 2402. Jury trial in actions against United States

Subject to chapter 179 of this title, any action against the United States under section 1346 shall be tried by the court without a jury, except that any action against the United States under section 1346(a)(1) shall, at the request of either party to such action, be tried by the court with a jury.


28 USC § 2403. Intervention by United States or a State; constitutional question

(a) In any action, suit or proceeding in a court of the United States to which the United States or any agency, officer or employee thereof is not a party, wherein the constitutionality of any Act of Congress affecting the public interest is drawn in question, the court shall certify such fact to the Attorney General, and shall permit the United States to intervene for presentation of evidence, if evidence is otherwise admissible in the case, and for argument on the question of constitutionality. The United States shall, subject to the applicable provisions of
law, have all the rights of a party and be subject to all liabilities of a party as to court costs to the extent necessary for a proper presentation of the facts and law relating to the question of constitutionality.

(b) In any action, suit, or proceeding in a court of the United States to which a State or any agency, officer, or employee thereof is not a party, wherein the constitutionality of any statute of that State affecting the public interest is drawn in question, the court shall certify such fact to the attorney general of the State, and shall permit the State to intervene for presentation of evidence, if evidence is otherwise admissible in the case, and for argument on the question of constitutionality. The State shall, subject to the applicable provisions of law, have all the rights of a party and be subject to all liabilities of a party as to court costs to the extent necessary for a proper presentation of the facts and law relating to the question of constitutionality.


28 USC § 2404. Death of defendant in damage action

A civil action for damages commenced by or on behalf of the United States or in which it is interested shall not abate on the death of a defendant but shall survive and be enforceable against his estate as well as against surviving defendants.

(June 25, 1948, ch. 646, 62 Stat. 971.)

28 USC § 2405. Garnishment

In any action or suit commenced by the United States against a corporation for the recovery of money upon a bill, note, or other security, the debtors of the corporation may be summoned as garnishees. Any person so summoned shall appear in open court and depose in writing to the amount of his indebtedness to the corporation at the time of the service of the summons and at the time of making the deposition, and judgment may be entered in favor of the United States for the sum admitted by the garnishee to be due the corporation as if it had been due the United States. A judgment shall not be entered against any garnishee until after judgment has been rendered against the corporation, nor until the sum in which the garnishee is indebted is actually due.

When any garnishee deposes in open court that he is not and was not at the time of the service of the summons indebted to the corporation, an issue may be tendered by the United States upon such deposition. If, upon the trial of that issue, a verdict is rendered against the garnishee, judgment shall be entered in favor of the United States, pursuant to such verdict, with costs.
Any garnishee who fails to appear at the term to which he is summoned shall be subject to attachment for contempt.

(June 25, 1948, ch. 646, 62 Stat. 971.)

28 USC § 2406. Credits in actions by United States; prior disallowance

In an action by the United States against an individual, evidence supporting the defendant’s claim for a credit shall not be admitted unless he first proves that such claim has been disallowed, in whole or in part, by the Government Accountability Office, or that he has, at the time of the trial, obtained possession of vouchers not previously procurable and has been prevented from presenting such claim to the Government Accountability Office by absence from the United States or unavoidable accident.


28 USC § 2407. Delinquents for public money; judgment at return term; continuance

In an action by the United States against any person accountable for public money who fails to pay into the Treasury the sum reported due the United States, upon the adjustment of his account the court shall grant judgment upon motion unless a continuance is granted as specified in this section.

A continuance may be granted if the defendant, in open court and in the presence of the United States attorney, states under oath that he is equitably entitled to credits which have been disallowed by the Government Accountability Office prior to the commencement of the action, specifying each particular claim so rejected, and stating that he cannot safely come to trial.

A continuance may also be granted if such an action is commenced on a bond or other sealed instrument and the court requires the original instrument to be produced.


28 USC § 2408. Security not required of United States

Security for damages or costs shall not be required of the United States, any department or agency thereof or any party acting under the direction of any such
department or agency on the issuance of process or the institution or prosecution of any proceeding.

Costs taxable, under other Acts of Congress, against the United States or any such department, agency or party shall be paid out of the contingent fund of the department or agency which directed the proceedings to be instituted.

(June 25, 1948, ch. 646, 62 Stat. 972.)

28 USC § 2409. Partition actions involving United States

Any civil action by any tenant in common or joint tenant owning an undivided interest in lands, where the United States is one of such tenants in common or joint tenants, against the United States alone or against the United States and any other of such owners, shall proceed, and be determined, in the same manner as would a similar action between private persons.

Whenever in such action the court orders a sale of the property or any part thereof the Attorney General may bid for the same in behalf of the United States. If the United States is the purchaser, the amount of the purchase money shall be paid from the Treasury upon a warrant drawn by the Secretary of the Treasury on the requisition of the Attorney General.

(June 25, 1948, ch. 646, 62 Stat. 972.)

28 USC § 2409a. Real property quiet title actions

(a) The United States may be named as a party defendant in a civil action under this section to adjudicate a disputed title to real property in which the United States claims an interest, other than a security interest or water rights. This section does not apply to trust or restricted Indian lands, nor does it apply to or affect actions which may be or could have been brought under sections 1346, 1347, 1491, or 2410 of this title, sections 7424, 7425, or 7426 of the Internal Revenue Code of 1986, as amended (26 U.S.C. 7424, 7425, and 7426), or section 208 of the Act of July 10, 1952 (43 U.S.C. 666).

(b) The United States shall not be disturbed in possession or control of any real property involved in any action under this section pending a final judgment or decree, the conclusion of any appeal therefrom, and sixty days; and if the final determination shall be adverse to the United States, the United States nevertheless may retain such possession or control of the real property or of any part thereof as it may elect, upon payment to the person determined to be entitled thereto of an amount which upon such election the district court in the
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same action shall determine to be just compensation for such possession or control.

(c) No preliminary injunction shall issue in any action brought under this section.

(d) The complaint shall set forth with particularity the nature of the right, title, or interest which the plaintiff claims in the real property, the circumstances under which it was acquired, and the right, title, or interest claimed by the United States.

(e) If the United States disclaims all interest in the real property or interest therein adverse to the plaintiff at any time prior to the actual commencement of the trial, which disclaimer is confirmed by order of the court, the jurisdiction of the district court shall cease unless it has jurisdiction of the civil action or suit on ground other than and independent of the authority conferred by section 1346(f) of this title.

(f) A civil action against the United States under this section shall be tried by the court without a jury.

(g) Any civil action under this section, except for an action brought by a State, shall be barred unless it is commenced within twelve years of the date upon which it accrued. Such action shall be deemed to have accrued on the date the plaintiff or his predecessor in interest knew or should have known of the claim of the United States.

(h) No civil action may be maintained under this section by a State with respect to defense facilities (including land) of the United States so long as the lands at issue are being used or required by the United States for national defense purposes as determined by the head of the Federal agency with jurisdiction over the lands involved, if it is determined that the State action was brought more than twelve years after the State knew or should have known of the claims of the United States. Upon cessation of such use or requirement, the State may dispute title to such lands pursuant to the provisions of this section. The decision of the head of the Federal agency is not subject to judicial review.

(i) Any civil action brought by a State under this section with respect to lands, other than tide or submerged lands, on which the United States or its lessee or right-of-way or easement grantee has made substantial improvements or substantial investments or on which the United States has conducted substantial activities pursuant to a management plan such as range improvement, timber harvest, tree planting, mineral activities, farming, wildlife habitat improvement, or other similar activities, shall be barred unless the action is commenced within twelve years after the date the State received notice of the Federal claims to the lands.
(j) If a final determination in an action brought by a State under this section involving submerged or tide lands on which the United States or its lessee or right-of-way or easement grantee has made substantial improvements or substantial investments is adverse to the United States and it is determined that the State's action was brought more than twelve years after the State received notice of the Federal claim to the lands, the State shall take title to the lands subject to any existing lease, easement, or right-of-way. Any compensation due with respect to such lease, easement, or right-of-way shall be determined under existing law.

(k) Notice for the purposes of the accrual of an action brought by a State under this section shall be—

(1) by public communications with respect to the claimed lands which are sufficiently specific as to be reasonably calculated to put the claimant on notice of the Federal claim to the lands, or

(2) by the use, occupancy, or improvement of the claimed lands which, in the circumstances, is open and notorious.

(l) For purposes of this section, the term “tide or submerged lands” means “lands beneath navigable waters” as defined in section 2 of the Submerged Lands Act (43 U.S.C. 1301).

(m) Not less than one hundred and eighty days before bringing any action under this section, a State shall notify the head of the Federal agency with jurisdiction over the lands in question of the State's intention to file suit, the basis therefor, and a description of the lands included in the suit.

(n) Nothing in this section shall be construed to permit suits against the United States based upon adverse possession.


28 USC § 2410. Actions affecting property on which United States has lien

(a) Under the conditions prescribed in this section and section 1444 of this title for the protection of the United States, the United States may be named a party in any civil action or suit in any district court, or in any State court having jurisdiction of the subject matter—
(1) to quiet title to,
(2) to foreclose a mortgage or other lien upon,
(3) to partition,
(4) to condemn, or
(5) of interpleader or in the nature of interpleader with respect to,

real or personal property on which the United States has or claims a mortgage or other lien.

(b) The complaint or pleading shall set forth with particularity the nature of the interest or lien of the United States. In actions or suits involving liens arising under the internal revenue laws, the complaint or pleading shall include the name and address of the taxpayer whose liability created the lien and, if a notice of the tax lien was filed, the identity of the internal revenue office which filed the notice, and the date and place such notice of lien was filed. In actions in the State courts service upon the United States shall be made by serving the process of the court with a copy of the complaint upon the United States attorney for the district in which the action is brought or upon an assistant United States attorney or clerical employee designated by the United States attorney in writing filed with the clerk of the court in which the action is brought and by sending copies of the process and complaint, by registered mail, or by certified mail, to the Attorney General of the United States at Washington, District of Columbia. In such actions the United States may appear and answer, plead or demur within sixty days after such service or such further time as the court may allow.

(c) A judgment or decree in such action or suit shall have the same effect respecting the discharge of the property from the mortgage or other lien held by the United States as may be provided with respect to such matters by the local law of the place where the court is situated. However, an action to foreclose a mortgage or other lien, naming the United States as a party under this section, must seek judicial sale. A sale to satisfy a lien inferior to one of the United States shall be made subject to and without disturbing the lien of the United States, unless the United States consents that the property may be sold free of its lien and the proceeds divided as the parties may be entitled. Where a sale of real estate is made to satisfy a lien prior to that of the United States, the United States shall have one year from the date of sale within which to redeem, except that with respect to a lien arising under the internal revenue laws the period shall be 120 days or the period allowable for redemption under State law, whichever is longer, and in any case in which, under the provisions of section 505 of the Housing Act
of 1950, as amended (12 U.S.C. 1701k), and subsection (d) of section 3720 of title 38 of the United States Code, the right to redeem does not arise, there shall be no right of redemption. In any case where the debt owing the United States is due, the United States may ask, by way of affirmative relief, for the foreclosure of its own lien and where property is sold to satisfy a first lien held by the United States, the United States may bid at the sale such sum, not exceeding the amount of its claim with expenses of sale, as may be directed by the head (or his delegate) of the department or agency of the United States which has charge of the administration of the laws in respect to which the claim of the United States arises. In any case where the United States is a bidder at the judicial sale, it may credit the amount determined to be due it against the amount it bids at such sales.

(d) In any case in which the United States redeems real property under this section or section 7425 of the Internal Revenue Code of 1986, the amount to be paid for such property shall be the sum of—

(1) the actual amount paid by the purchaser at such sale (which, in the case of a purchaser who is the holder of the lien being foreclosed, shall include the amount of the obligation secured by such lien to the extent satisfied by reason of such sale),

(2) interest on the amount paid (as determined under paragraph (1)) at 6 percent per annum from the date of such sale, and

(3) the amount (if any) equal to the excess of (A) the expenses necessarily incurred in connection with such property, over (B) the income from such property plus (to the extent such property is used by the purchaser) a reasonable rental value of such property.

(e) Whenever any person has a lien upon any real or personal property, duly recorded in the jurisdiction in which the property is located, and a junior lien, other than a tax lien, in favor of the United States attaches to such property, such person may make a written request to the officer charged with the administration of the laws in respect of which the lien of the United States arises, to have the same extinguished. If after appropriate investigation, it appears to such officer that the proceeds from the sale of the property would be insufficient to wholly or partly satisfy the lien of the United States, or that the claim of the United States has been satisfied or by lapse of time or otherwise has become unenforceable, such officer may issue a certificate releasing the property from such lien.

28 USC § 2411. Interest

In any judgment of any court rendered (whether against the United States, a collector or deputy collector of internal revenue, a former collector or deputy collector, or the personal representative in case of death) for any overpayment in respect of any internal-revenue tax, interest shall be allowed at the overpayment rate established under section 6621 of the Internal Revenue Code of 1986 upon the amount of the overpayment, from the date of the payment or collection thereof to a date preceding the date of the refund check by not more than thirty days, such date to be determined by the Commissioner of Internal Revenue. The Commissioner is authorized to tender by check payment of any such judgment, with interest as herein provided, at any time after such judgment becomes final, whether or not a claim for such payment has been duly filed, and such tender shall stop the running of interest, whether or not such refund check is accepted by the judgment creditor.

28 USC § 2412. Costs and fees

(a)(1) Except as otherwise specifically provided by statute, a judgment for costs, as enumerated in section 1920 of this title, but not including the fees and expenses of attorneys, may be awarded to the prevailing party in any civil action brought by or against the United States or any agency or any official of the United States acting in his or her official capacity in any court having jurisdiction of such action. A judgment for costs when taxed against the United States shall, in an amount established by statute, court rule, or order, be limited to reimbursing in whole or in part the prevailing party for the costs incurred by such party in the litigation.

(2) A judgment for costs, when awarded in favor of the United States in an action brought by the United States, may include an amount equal to the filing fee prescribed under section 1914(a) of this title. The preceding sentence shall not be construed as requiring the United States to pay any filing fee.

(b) Unless expressly prohibited by statute, a court may award reasonable fees and expenses of attorneys, in addition to the costs which may be awarded pursuant to
subsection (a), to the prevailing party in any civil action brought by or against the 
United States or any agency or any official of the United States acting in his or her 
oficial capacity in any court having jurisdiction of such action. The United States 
shall be liable for such fees and expenses to the same extent that any other party 
would be liable under the common law or under the terms of any statute which 
specifically provides for such an award.

(c)(1) Any judgment against the United States or any agency and any official of 
the United States acting in his or her official capacity for costs pursuant to 
subsection (a) shall be paid as provided in sections 2414 and 2517 of this title and 
shall be in addition to any relief provided in the judgment.

(2) Any judgment against the United States or any agency and any official of the 
United States acting in his or her official capacity for fees and expenses of 
attorneys pursuant to subsection (b) shall be paid as provided in sections 2414 
and 2517 of this title, except that if the basis for the award is a finding that the 
United States acted in bad faith, then the award shall be paid by any agency 
found to have acted in bad faith and shall be in addition to any relief provided in 
the judgment.

(d)(1)(A) Except as otherwise specifically provided by statute, a court shall award 
to a prevailing party other than the United States fees and other expenses, in 
addition to any costs awarded pursuant to subsection (a), incurred by that party 
in any civil action (other than cases sounding in tort), including proceedings for 
judicial review of agency action, brought by or against the United States in any 
court having jurisdiction of that action, unless the court finds that the position of 
the United States was substantially justified or that special circumstances make 
an award unjust.

(B) A party seeking an award of fees and other expenses shall, within thirty days 
of final judgment in the action, submit to the court an application for fees and 
other expenses which shows that the party is a prevailing party and is eligible to 
receive an award under this subsection, and the amount sought, including an 
itemized statement from any attorney or expert witness representing or 
appearing in behalf of the party stating the actual time expended and the rate at 
which fees and other expenses were computed. The party shall also allege that the 
position of the United States was not substantially justified. Whether or not the 
position of the United States was substantially justified shall be determined on 
the basis of the record (including the record with respect to the action or failure 
to act by the agency upon which the civil action is based) which is made in the 
civil action for which fees and other expenses are sought.

(C) The court, in its discretion, may reduce the amount to be awarded pursuant to 
this subsection, or deny an award, to the extent that the prevailing party during 
the course of the proceedings engaged in conduct which unduly and 
unreasonably protracted the final resolution of the matter in controversy.
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(D) If, in a civil action brought by the United States or a proceeding for judicial review of an adversary adjudication described in section 504(a)(4) of title 5, the demand by the United States is substantially in excess of the judgment finally obtained by the United States and is unreasonable when compared with such judgment, under the facts and circumstances of the case, the court shall award to the party the fees and other expenses related to defending against the excessive demand, unless the party has committed a willful violation of law or otherwise acted in bad faith, or special circumstances make an award unjust. Fees and expenses awarded under this subparagraph shall be paid only as a consequence of appropriations provided in advance.

(2) For the purposes of this subsection—

(A) “fees and other expenses” includes the reasonable expenses of expert witnesses, the reasonable cost of any study, analysis, engineering report, test, or project which is found by the court to be necessary for the preparation of the party's case, and reasonable attorney fees (The amount of fees awarded under this subsection shall be based upon prevailing market rates for the kind and quality of the services furnished, except that (i) no expert witness shall be compensated at a rate in excess of the highest rate of compensation for expert witnesses paid by the United States; and (ii) attorney fees shall not be awarded in excess of $125 per hour unless the court determines that an increase in the cost of living or a special factor, such as the limited availability of qualified attorneys for the proceedings involved, justifies a higher fee.);

(B) “party” means (i) an individual whose net worth did not exceed $2,000,000 at the time the civil action was filed, or (ii) any owner of an unincorporated business, or any partnership, corporation, association, unit of local government, or organization, the net worth of which did not exceed $7,000,000 at the time the civil action was filed, and which had not more than 500 employees at the time the civil action was filed; except that an organization described in section 501(c)(3) of the Internal Revenue Code of 1986 (26 U.S.C. 501(c)(3)) exempt from taxation under section 501(a) of such Code, or a cooperative association as defined in section 15(a) of the Agricultural Marketing Act (12 U.S.C. 1141j(a)), may be a party regardless of the net worth of such organization or cooperative association or for purposes of subsection (d)(1)(D), a small entity as defined in section 601 of title 5;

(C) “United States” includes any agency and any official of the United States acting in his or her official capacity;

(D) “position of the United States” means, in addition to the position taken by the United States in the civil action, the action or failure to act by the agency upon which the civil action is based; except that fees and expenses may not be awarded to a party for any portion of the litigation in which the party has unreasonably protracted the proceedings;
(E) “civil action brought by or against the United States” includes an appeal by a party, other than the United States, from a decision of a contracting officer rendered pursuant to a disputes clause in a contract with the Government or pursuant to chapter 71 of title 41;

(F) “court” includes the United States Court of Federal Claims and the United States Court of Appeals for Veterans Claims;

(G) “final judgment” means a judgment that is final and not appealable, and includes an order of settlement;

(H) “prevailing party”, in the case of eminent domain proceedings, means a party who obtains a final judgment (other than by settlement), exclusive of interest, the amount of which is at least as close to the highest valuation of the property involved that is attested to at trial on behalf of the property owner as it is to the highest valuation of the property involved that is attested to at trial on behalf of the Government; and

(I) “demand” means the express demand of the United States which led to the adversary adjudication, but shall not include a recitation of the maximum statutory penalty (i) in the complaint, or (ii) elsewhere when accompanied by an express demand for a lesser amount.

(3) In awarding fees and other expenses under this subsection to a prevailing party in any action for judicial review of an adversary adjudication, as defined in subsection (b)(1)(C) of section 504 of title 5, United States Code, or an adversary adjudication subject to chapter 71 of title 41, the court shall include in that award fees and other expenses to the same extent authorized in subsection (a) of such section, unless the court finds that during such adversary adjudication the position of the United States was substantially justified, or that special circumstances make an award unjust.

(4) Fees and other expenses awarded under this subsection to a party shall be paid by any agency over which the party prevails from any funds made available to the agency by appropriation or otherwise.

(e) The provisions of this section shall not apply to any costs, fees, and other expenses in connection with any proceeding to which section 7430 of the Internal Revenue Code of 1986 applies (determined without regard to subsections (b) and (f) of such section). Nothing in the preceding sentence shall prevent the awarding under subsection (a) of section 2412 of title 28, United States Code, of costs enumerated in section 1920 of such title (as in effect on October 1, 1981).
(f) If the United States appeals an award of costs or fees and other expenses made against the United States under this section and the award is affirmed in whole or in part, interest shall be paid on the amount of the award as affirmed. Such interest shall be computed at the rate determined under section 1961(a) of this title, and shall run from the date of the award through the day before the date of the mandate of affirmance.


28 USC § 2413. Executions in favor of United States

A writ of execution on a judgment obtained for the use of the United States in any court thereof shall be issued from and made returnable to the court which rendered the judgment, but may be executed in any other State, in any Territory, or in the District of Columbia.

(June 25, 1948, ch. 646, 62 Stat. 974.)

28 USC § 2414. Payment of judgments and compromise settlements

Except as provided by chapter 71 of title 41, payment of final judgments rendered by a district court or the Court of International Trade against the United States shall be made on settlements by the Secretary of the Treasury. Payment of final judgments rendered by a State or foreign court or tribunal against the United States, or against its agencies or officials upon obligations or liabilities of the United States, shall be made on settlements by the Secretary of the Treasury after certification by the Attorney General that it is in the interest of the United States to pay the same.

Whenever the Attorney General determines that no appeal shall be taken from a judgment or that no further review will be sought from a decision affirming the same, he shall so certify and the judgment shall be deemed final.

Except as otherwise provided by law, compromise settlements of claims referred to the Attorney General for defense of imminent litigation or suits against the United States, or against its agencies or officials upon obligations or liabilities of
the United States, made by the Attorney General or any person authorized by him, shall be settled and paid in a manner similar to judgments in like causes and appropriations or funds available for the payment of such judgments are hereby made available for the payment of such compromise settlements.


28 USC § 2415. Time for commencing actions brought by the United States

(a) Subject to the provisions of section 2416 of this title, and except as otherwise provided by Congress, every action for money damages brought by the United States or an officer or agency thereof which is founded upon any contract express or implied in law or fact, shall be barred unless the complaint is filed within six years after the right of action accrues or within one year after final decisions have been rendered in applicable administrative proceedings required by contract or by law, whichever is later: Provided, That in the event of later partial payment or written acknowledgment of debt, the right of action shall be deemed to accrue again at the time of each such payment or acknowledgment: Provided further, That an action for money damages brought by the United States for or on behalf of a recognized tribe, band or group of American Indians shall not be barred unless the complaint is filed more than six years and ninety days after the right of action accrued: Provided further, That an action for money damages which accrued on the date of enactment of this Act in accordance with subsection (g) brought by the United States for or on behalf of a recognized tribe, band, or group of American Indians, or on behalf of an individual Indian whose land is held in trust or restricted status, shall not be barred unless the complaint is filed sixty days after the date of publication of the list required by section 4(c) of the Indian Claims Limitation Act of 1982: Provided, That, for those claims that are on either of the two lists published pursuant to the Indian Claims Limitation Act of 1982, any right of action shall be barred unless the complaint is filed within (1) one year after the Secretary of the Interior has published in the Federal Register a notice rejecting such claim or (2) three years after the date the Secretary of the Interior has submitted legislation or legislative report to Congress to resolve such claim or more than two years after a final decision has been rendered in applicable administrative proceedings required by contract or by law, whichever is later.

(b) Subject to the provisions of section 2416 of this title, and except as otherwise provided by Congress, every action for money damages brought by the United States or an officer or agency thereof which is founded upon a tort shall be barred unless the complaint is filed within three years after the right of action first accrues: Provided, That an action to recover damages resulting from a trespass
on lands of the United States; an action to recover damages resulting from fire to such lands; an action to recover for diversion of money paid under a grant program; and an action for conversion of property of the United States may be brought within six years after the right of action accrues, except that such actions for or on behalf of a recognized tribe, band or group of American Indians, including actions relating to allotted trust or restricted Indian lands, may be brought within six years and ninety days after the right of action accrues, except that such actions for or on behalf of a recognized tribe, band, or group of American Indians, including actions relating to allotted trust or restricted Indian lands, or on behalf of an individual Indian whose land is held in trust or restricted status which accrued on the date of enactment of this Act in accordance with subsection (g) may be brought on or before sixty days after the date of the publication of the list required by section 4(c) of the Indian Claims Limitation Act of 1982: Provided, That, for those claims that are on either of the two lists published pursuant to the Indian Claims Limitation Act of 1982, any right of action shall be barred unless the complaint is filed within (1) one year after the Secretary of the Interior has published in the Federal Register a notice rejecting such claim or (2) three years after the Secretary of the Interior has submitted legislation or legislative report to Congress to resolve such claim.

(c) Nothing herein shall be deemed to limit the time for bringing an action to establish the title to, or right of possession of, real or personal property.

(d) Subject to the provisions of section 2416 of this title and except as otherwise provided by Congress, every action for the recovery of money erroneously paid to or on behalf of any civilian employee of any agency of the United States or to or on behalf of any member or dependent of any member of the uniformed services of the United States, incident to the employment or services of such employee or member, shall be barred unless the complaint is filed within six years after the right of action accrues: Provided, That in the event of later partial payment or written acknowledgment of debt, the right of action shall be deemed to accrue again at the time of each such payment or acknowledgment.

(e) In the event that any action to which this section applies is timely brought and is thereafter dismissed without prejudice, the action may be recommenced within one year after such dismissal, regardless of whether the action would otherwise then be barred by this section. In any action so recommenced the defendant shall not be barred from interposing any claim which would not have been barred in the original action.

(f) The provisions of this section shall not prevent the assertion, in an action against the United States or an officer or agency thereof, of any claim of the United States or an officer or agency thereof against an opposing party, a co-party, or a third party that arises out of the transaction or occurrence that is the subject matter of the opposing party's claim. A claim of the United States or an officer or agency thereof that does not arise out of the transaction or occurrence
that is the subject matter of the opposing party's claim may, if time-barred, be asserted only by way of offset and may be allowed in an amount not to exceed the amount of the opposing party's recovery.

(g) Any right of action subject to the provisions of this section which accrued prior to the date of enactment of this Act shall, for purposes of this section, be deemed to have accrued on the date of enactment of this Act.

(h) Nothing in this Act shall apply to actions brought under the Internal Revenue Code or incidental to the collection of taxes imposed by the United States.

(i) The provisions of this section shall not prevent the United States or an officer or agency thereof from collecting any claim of the United States by means of administrative offset, in accordance with section 3716 of title 31.


28 USC § 2416. Time for commencing actions brought by the United States—Exclusions

For the purpose of computing the limitations periods established in section 2415, there shall be excluded all periods during which—

(a) the defendant or the res is outside the United States, its territories and possessions, the District of Columbia, or the Commonwealth of Puerto Rico; or

(b) the defendant is exempt from legal process because of infancy, mental incompetence, diplomatic immunity, or for any other reason; or

(c) facts material to the right of action are not known and reasonably could not be known by an official of the United States charged with the responsibility to act in the circumstances; or

(d) the United States is in a state of war declared pursuant to article I, section 8, of the Constitution of the United States.

(Added Pub. L. 89–505, §1, July 18, 1966, 80 Stat. 305.)
28 USC § 2461. Mode of recovery

(a) Whenever a civil fine, penalty or pecuniary forfeiture is prescribed for the violation of an Act of Congress without specifying the mode of recovery or enforcement thereof, it may be recovered in a civil action.

(b) Unless otherwise provided by Act of Congress, whenever a forfeiture of property is prescribed as a penalty for violation of an Act of Congress and the seizure takes place on the high seas or on navigable waters within the admiralty and maritime jurisdiction of the United States, such forfeiture may be enforced by libel in admiralty but in cases of seizures on land the forfeiture may be enforced by a proceeding by libel which shall conform as near as may be to proceedings in admiralty.

(c) If a person is charged in a criminal case with a violation of an Act of Congress for which the civil or criminal forfeiture of property is authorized, the Government may include notice of the forfeiture in the indictment or information pursuant to the Federal Rules of Criminal Procedure. If the defendant is convicted of the offense giving rise to the forfeiture, the court shall order the forfeiture of the property as part of the sentence in the criminal case pursuant to the Federal Rules of Criminal Procedure and section 3554 of title 18, United States Code. The procedures in section 413 of the Controlled Substances Act (21 U.S.C. 853) apply to all stages of a criminal forfeiture proceeding, except that subsection (d) of such section applies only in cases in which the defendant is convicted of a violation of such Act.

(28 USC § 2462. Time for commencing proceedings

Except as otherwise provided by Act of Congress, an action, suit or proceeding for the enforcement of any civil fine, penalty, or forfeiture, pecuniary or otherwise, shall not be entertained unless commenced within five years from the date when the claim first accrued if, within the same period, the offender or the property is found within the United States in order that proper service may be made thereon.

28 USC § 2463. Property taken under revenue law not repleviable

All property taken or detained under any revenue law of the United States shall not be repleviable, but shall be deemed to be in the custody of the law and subject only to the orders and decrees of the courts of the United States having jurisdiction thereof.

(June 25, 1948, ch. 646, 62 Stat. 974.)

28 USC § 2464. Security; special bond

(a) Except in cases of seizures for forfeiture under any law of the United States, whenever a warrant of arrest or other process in rem is issued in any admiralty case, the United States marshal shall stay the execution of such process, or discharge the property arrested if the process has been levied, on receiving from the respondent or claimant of the property a bond or stipulation in double the amount claimed by the libellant, with sufficient surety, to be approved by the judge of the district court where the case is pending, or, in his absence, by the collector of the port, conditioned to answer the decree of the court in such case. Such bond or stipulation shall be returned to the court, and judgment or decree thereon, against both the principal and sureties, may be secured at the time of rendering the decree in the original case. The owner of any vessel may deliver to the marshal a bond or stipulation, with sufficient surety, to be approved by the judge of the district court, conditioned to answer the decree of such court in all or any cases that are brought thereafter in such court against the vessel. Thereupon the execution of all such process against such vessel shall be stayed so long as the amount secured by such bond or stipulation is at least double the aggregate amount claimed by libellants in such suits which are begun and pending against such vessel. Similar judgments or decrees and remedies may be had on such bond or stipulation as if a special bond or stipulation had been filed in each of such suits.

(b) The court may make necessary orders to carry this section into effect, particularly in giving proper notice of any such suit. Such bond or stipulation shall be indorsed by the clerk with a minute of the suits wherein process is so stayed. Further security may be required by the court at any time.

(c) If a special bond or stipulation in the particular case is given under this section, the liability as to said case on the general bond or stipulation shall cease. The parties may stipulate the amount of the bond or stipulation for the release of a vessel or other property to be not more than the amount claimed in the libel, with interest, plus an allowance for libellant's costs. In the event of the inability or refusal of the parties to so stipulate, the court shall fix the amount, but if not so fixed then a bond shall be required in the amount prescribed in this section.
28 USC § 2465. Return of property to claimant; liability for wrongful seizure; attorney fees, costs, and interest

(a) Upon the entry of a judgment for the claimant in any proceeding to condemn or forfeit property seized or arrested under any provision of Federal law—

(1) such property shall be returned forthwith to the claimant or his agent; and

(2) if it appears that there was reasonable cause for the seizure or arrest, the court shall cause a proper certificate thereof to be entered and, in such case, neither the person who made the seizure or arrest nor the prosecutor shall be liable to suit or judgment on account of such suit or prosecution, nor shall the claimant be entitled to costs, except as provided in subsection (b).

(b)(1) Except as provided in paragraph (2), in any civil proceeding to forfeit property under any provision of Federal law in which the claimant substantially prevails, the United States shall be liable for—

(A) reasonable attorney fees and other litigation costs reasonably incurred by the claimant;

(B) post-judgment interest, as set forth in section 1961 of this title; and

(C) in cases involving currency, other negotiable instruments, or the proceeds of an interlocutory sale—

(i) interest actually paid to the United States from the date of seizure or arrest of the property that resulted from the investment of the property in an interest-bearing account or instrument; and

(ii) an imputed amount of interest that such currency, instruments, or proceeds would have earned at the rate applicable to the 30-day Treasury Bill, for any period during which no interest was paid (not including any period when the property reasonably was in use as evidence in an official proceeding or in conducting scientific tests for the purpose of collecting evidence), commencing 15 days after the property was seized by a Federal law enforcement agency, or was turned over to a Federal law enforcement agency by a State or local law enforcement agency.
(2)(A) The United States shall not be required to disgorge the value of any intangible benefits nor make any other payments to the claimant not specifically authorized by this subsection.

(B) The provisions of paragraph (1) shall not apply if the claimant is convicted of a crime for which the interest of the claimant in the property was subject to forfeiture under a Federal criminal forfeiture law.

(C) If there are multiple claims to the same property, the United States shall not be liable for costs and attorneys fees associated with any such claim if the United States—

(i) promptly recognizes such claim;

(ii) promptly returns the interest of the claimant in the property to the claimant, if the property can be divided without difficulty and there are no competing claims to that portion of the property;

(iii) does not cause the claimant to incur additional, reasonable costs or fees; and

(iv) prevails in obtaining forfeiture with respect to one or more of the other claims.

(D) If the court enters judgment in part for the claimant and in part for the Government, the court shall reduce the award of costs and attorney fees accordingly.


28 USC § 2466. Fugitive disentitlement

(a) A judicial officer may disallow a person from using the resources of the courts of the United States in furtherance of a claim in any related civil forfeiture action or a claim in third party proceedings in any related criminal forfeiture action upon a finding that such person—

(1) after notice or knowledge of the fact that a warrant or process has been issued for his apprehension, in order to avoid criminal prosecution—

(A) purposely leaves the jurisdiction of the United States;

(B) declines to enter or reenter the United States to submit to its jurisdiction; or
(C) otherwise evades the jurisdiction of the court in which a criminal case is pending against the person; and

(2) is not confined or held in custody in any other jurisdiction for commission of criminal conduct in that jurisdiction.

(b) Subsection (a) may be applied to a claim filed by a corporation if any majority shareholder, or individual filing the claim on behalf of the corporation is a person to whom subsection (a) applies.


28 USC § 2467. Enforcement of foreign judgment

(a) Definitions.—In this section—

(1) the term “foreign nation” means a country that has become a party to the United Nations Convention Against Illicit Traffic in Narcotic Drugs and Psychotropic Substances (referred to in this section as the “United Nations Convention”) or a foreign jurisdiction with which the United States has a treaty or other formal international agreement in effect providing for mutual forfeiture assistance; and

(2) the term “forfeiture or confiscation judgment” means a final order of a foreign nation compelling a person or entity—

(A) to pay a sum of money representing the proceeds of an offense described in Article 3, Paragraph 1, of the United Nations Convention, any violation of foreign law that would constitute a violation or an offense for which property could be forfeited under Federal law if the offense were committed in the United States, or any foreign offense described in section 1956(c)(7)(B) of title 18, or property the value of which corresponds to such proceeds; or

(B) to forfeit property involved in or traceable to the commission of such offense.

(b) Review by Attorney General.—
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(1) In general.—A foreign nation seeking to have a forfeiture or confiscation judgment registered and enforced by a district court of the United States under this section shall first submit a request to the Attorney General or the designee of the Attorney General, which request shall include—

(A) a summary of the facts of the case and a description of the proceedings that resulted in the forfeiture or confiscation judgment;

(B) certified copy of the forfeiture or confiscation judgment;

(C) an affidavit or sworn declaration establishing that the foreign nation took steps, in accordance with the principles of due process, to give notice of the proceedings to all persons with an interest in the property in sufficient time to enable such persons to defend against the charges and that the judgment rendered is in force and is not subject to appeal; and

(D) such additional information and evidence as may be required by the Attorney General or the designee of the Attorney General.

(2) Certification of request.—The Attorney General or the designee of the Attorney General shall determine whether, in the interest of justice, to certify the request, and such decision shall be final and not subject to either judicial review or review under subchapter II of chapter 5, or chapter 7, of title 5 (commonly known as the “Administrative Procedure Act”).

(c) Jurisdiction and Venue.—

(1) In general.—If the Attorney General or the designee of the Attorney General certifies a request under subsection (b), the United States may file an application on behalf of a foreign nation in district court of the United States seeking to enforce the foreign forfeiture or confiscation judgment as if the judgment had been entered by a court in the United States.

(2) Proceedings.—In a proceeding filed under paragraph (1)—

(A) the United States shall be the applicant and the defendant or another person or entity affected by the forfeiture or confiscation judgment shall be the respondent;
(B) venue shall lie in the district court for the District of Columbia or in any other
district in which the defendant or the property that may be the basis for
satisfaction of a judgment under this section may be found; and

(C) the district court shall have personal jurisdiction over a defendant residing
outside of the United States if the defendant is served with process in accordance
with rule 4 of the Federal Rules of Civil Procedure.

(d) Entry and Enforcement of Judgment.—

(1) In general.—The district court shall enter such orders as may be necessary to
enforce the judgment on behalf of the foreign nation unless the court finds that—

(A) the judgment was rendered under a system that provides tribunals or
procedures incompatible with the requirements of due process of law;

(B) the foreign court lacked personal jurisdiction over the defendant;

(C) the foreign court lacked jurisdiction over

the subject matter;

(D) the foreign nation did not take steps, in accordance with the principles of due
process, to give notice of the proceedings to a person with an interest in the
property of the proceedings in sufficient time to enable him or her to defend; or

(E) the judgment was obtained by fraud.

(2) Process.—Process to enforce a judgment under this section shall be in
accordance with rule 69(a) of the Federal Rules of Civil Procedure.

(3) Preservation of property.—

(A) Restraining orders.—

(i) In general.—To preserve the availability of property subject to civil or criminal
forfeiture under foreign law, the Government may apply for, and the court may
issue, a restraining order at any time before or after the initiation of forfeiture
proceedings by a foreign nation.

(ii) Procedures.—
(I) In general.—A restraining order under this subparagraph shall be issued in a manner consistent with subparagraphs (A), (C), and (E) of paragraph (1) and the procedural due process protections for a restraining order under section 983(j) of title 18.

(II) Application.—For purposes of applying such section 983(j)—

(aa) references in such section 983(j) to civil forfeiture or the filing of a complaint shall be deemed to refer to the applicable foreign criminal or forfeiture proceedings; and

(bb) the reference in paragraph (1)(B)(i) of such section 983(j) to the United States shall be deemed to refer to the foreign nation.

(B) Evidence.—The court, in issuing a restraining order under subparagraph (A)—

(i) may rely on information set forth in an affidavit describing the nature of the proceeding or investigation underway in the foreign country, and setting forth a reasonable basis to believe that the property to be restrained will be named in a judgment of forfeiture at the conclusion of such proceeding; or

(ii) may register and enforce a restraining order that has been issued by a court of competent jurisdiction in the foreign country and certified by the Attorney General pursuant to subsection (b)(2).

(C) Limit on grounds for objection.—No person may object to a restraining order under subparagraph (A) on any ground that is the subject of parallel litigation involving the same property that is pending in a foreign court.

(e) Finality of Foreign Findings.—In entering orders to enforce the judgment, the court shall be bound by the findings of fact to the extent that they are stated in the foreign forfeiture or confiscation judgment.

(f) Currency Conversion.—The rate of exchange in effect at the time the suit to enforce is filed by the foreign nation shall be used in calculating the amount stated in any forfeiture or confiscation judgment requiring the payment of a sum of money submitted for registration.
CHAPTER 179—JUDICIAL REVIEW OF CERTAIN ACTIONS BY PRESIDENTIAL OFFICES

28 USC § 3901. Civil actions

(a) Parties.—In an action under section 1346(g) of this title, the defendant shall be the employing office alleged to have committed the violation involved.

(b) Jury Trial.—In an action described in subsection (a), any party may demand a jury trial where a jury trial would be available in an action against a private defendant under the relevant law made applicable by chapter 5 of title 3. In any case in which a violation of section 411 of title 3 is alleged, the court shall not inform the jury of the maximum amount of compensatory damages available under section 411(b)(1) or 411(b)(3) of title 3.


28 USC § 3902. Judicial review of regulations

In any proceeding under section 1296 or 1346(g) of this title in which the application of a regulation issued under chapter 5 of title 3 is at issue, the court may review the validity of the regulation in accordance with the provisions of subparagraphs (A) through (D) of section 706(2) of title 5. If the court determines that the regulation is invalid, the court shall apply, to the extent necessary and appropriate, the most relevant substantive executive agency regulation promulgated to implement the statutory provisions with respect to which the invalid regulation was issued. Except as provided in this section, the validity of regulations issued under this chapter is not subject to judicial review.


28 USC § 3903. Effect of failure to issue regulations

In any proceeding under section 1296 or 1346(g) of this title, if the President, the designee of the President, or the Federal Labor Relations Authority has not issued a regulation on a matter for which chapter 5 of title 3 requires a regulation to be issued, the court shall apply, to the extent necessary and appropriate, the most relevant substantive executive agency regulation promulgated to implement the statutory provision at issue in the proceeding.

28 USC § 3904. Expedited review of certain appeals

(a) In General.—An appeal may be taken directly to the Supreme Court of the United States from any interlocutory or final judgment, decree, or order of a court upon the constitutionality of any provision of chapter 5 of title 3.

(b) Jurisdiction.—The Supreme Court shall, if it has not previously ruled on the question, accept jurisdiction over the appeal referred to in subsection (a), advance the appeal on the docket, and expedite the appeal to the greatest extent possible.


28 USC § 3905. Attorney's fees and interest

(a) Attorney's Fees.—If a covered employee, with respect to any claim under chapter 5 of title 3, or a qualified person with a disability, with respect to any claim under section 421 of title 3, is a prevailing party in any proceeding under section 421 of title 3, is a prevailing party in any proceeding under section 1296 or section 1346(g), the court may award attorney's fees, expert fees, and any other costs as would be appropriate if awarded under section 706(k) of the Civil Rights Act of 1964.

(b) Interest.—In any proceeding under section 1296 or section 1346(g), the same interest to compensate for delay in payment shall be made available as would be appropriate if awarded under section 717(d) of the Civil Rights Act of 1964.

(c) Punitive Damages.—Except as otherwise provided in chapter 5 of title 3, no punitive damages may be awarded with respect to any claim under chapter 5 of title 3.


28 USC § 3906. Payments

A judgment, award, or compromise settlement against the United States under this chapter (including any interest and costs) shall be paid—

(1) under section 1304 of title 31, if it arises out of an action commenced in a district court of the United States (or any appeal therefrom); or

(2) out of amounts otherwise appropriated or available to the office involved, if it arises out of an appeal from an administrative proceeding under chapter 5 of title 3.

28 USC § 3907. Other judicial review prohibited

Except as expressly authorized by this chapter and chapter 5 of title 3, the compliance or noncompliance with the provisions of chapter 5 of title 3, and any action taken pursuant to chapter 5 of title 3, shall not be subject to judicial review.


28 USC § 3908. Definitions

For purposes of applying this chapter, the terms “employing office” and “covered employee” have the meanings given those terms in section 401 of title 3.

CHAPTER 181—FOREIGN JUDGMENTS

28 USC § 4101. Definitions

In this chapter:

(1) Defamation.—The term “defamation” means any action or other proceeding for defamation, libel, slander, or similar claim alleging that forms of speech are false, have caused damage to reputation or emotional distress, have presented any person in a false light, or have resulted in criticism, dishonor, or condemnation of any person.

(2) Domestic court.—The term “domestic court” means a Federal court or a court of any State.

(3) Foreign court.—The term “foreign court” means a court, administrative body, or other tribunal of a foreign country.

(4) Foreign judgment.—The term “foreign judgment” means a final judgment rendered by a foreign court.

(5) State.—The term “State” means each of the several States, the District of Columbia, and any commonwealth, territory, or possession of the United States.

(6) United states person.—The term “United States person” means—

(A) a United States citizen;

(B) an alien lawfully admitted for permanent residence to the United States;

(C) an alien lawfully residing in the United States at the time that the speech that is the subject of the foreign defamation action was researched, prepared, or disseminated; or

(D) a business entity incorporated in, or with its primary location or place of operation in, the United States.


28 USC § 4102. Recognition of foreign defamation judgments

(a) First Amendment Considerations.—
(1) In general.—Notwithstanding any other provision of Federal or State law, a domestic court shall not recognize or enforce a foreign judgment for defamation unless the domestic court determines that—

(A) the defamation law applied in the foreign court’s adjudication provided at least as much protection for freedom of speech and press in that case as would be provided by the first amendment to the Constitution of the United States and by the constitution and law of the State in which the domestic court is located; or

(B) even if the defamation law applied in the foreign court’s adjudication did not provide as much protection for freedom of speech and press as the first amendment to the Constitution of the United States and the constitution and law of the State, the party opposing recognition or enforcement of that foreign judgment would have been found liable for defamation by a domestic court applying the first amendment to the Constitution of the United States and the constitution and law of the State in which the domestic court is located.

(2) Burden of establishing application of defamation laws.—The party seeking recognition or enforcement of the foreign judgment shall bear the burden of making the showings required under subparagraph (A) or (B).

(b) Jurisdictional Considerations.—

(1) In general.—Notwithstanding any other provision of Federal or State law, a domestic court shall not recognize or enforce a foreign judgment for defamation unless the domestic court determines that the exercise of personal jurisdiction by the foreign court comported with the due process requirements that are imposed on domestic courts by the Constitution of the United States.

(2) Burden of establishing exercise of jurisdiction.—The party seeking recognition or enforcement of the foreign judgment shall bear the burden of making the showing that the foreign court’s exercise of personal jurisdiction comported with the due process requirements that are imposed on domestic courts by the Constitution of the United States.

(c) Judgment Against Provider of Interactive Computer Service.—

(1) In general.—Notwithstanding any other provision of Federal or State law, a domestic court shall not recognize or enforce a foreign judgment for defamation
against the provider of an interactive computer service, as defined in section 230 of the Communications Act of 1934 (47 U.S.C. 230) unless the domestic court determines that the judgment would be consistent with section 230 if the information that is the subject of such judgment had been provided in the United States.

(2) Burden of establishing consistency of judgment.—The party seeking recognition or enforcement of the foreign judgment shall bear the burden of establishing that the judgment is consistent with section 230.

(d) Appearances Not a Bar.—An appearance by a party in a foreign court rendering a foreign judgment to which this section applies shall not deprive such party of the right to oppose the recognition or enforcement of the judgment under this section, or represent a waiver of any jurisdictional claims.

(e) Rule of Construction.—Nothing in this section shall be construed to—

(1) affect the enforceability of any foreign judgment other than a foreign judgment for defamation; or

(2) limit the applicability of section 230 of the Communications Act of 1934 (47 U.S.C. 230) to causes of action for defamation.


28 USC § 4103. Removal

In addition to removal allowed under section 1441, any action brought in a State domestic court to enforce a foreign judgment for defamation in which—

(1) any plaintiff is a citizen of a State different from any defendant;

(2) any plaintiff is a foreign state or a citizen or subject of a foreign state and any defendant is a citizen of a State; or

(3) any plaintiff is a citizen of a State and any defendant is a foreign state or citizen or subject of a foreign state,

may be removed by any defendant to the district court of the United States for the district and division embracing the place where such action is pending without regard to the amount in controversy between the parties.
28 USC § 4104. Declaratory judgments

(a) Cause of Action.—

(1) In general.—Any United States person against whom a foreign judgment is entered on the basis of the content of any writing, utterance, or other speech by that person that has been published, may bring an action in district court, under section 2201(a), for a declaration that the foreign judgment is repugnant to the Constitution or laws of the United States. For the purposes of this paragraph, a judgment is repugnant to the Constitution or laws of the United States if it would not be enforceable under section 4102(a), (b), or (c).

(2) Burden of establishing unenforceability of judgment.—The party bringing an action under paragraph (1) shall bear the burden of establishing that the foreign judgment would not be enforceable under section 4102(a), (b), or (c).

(b) Nationwide Service of Process.—Where an action under this section is brought in a district court of the United States, process may be served in the judicial district where the case is brought or any other judicial district of the United States where the defendant may be found, resides, has an agent, or transacts business.

28 USC § 4105. Attorneys’ fees

In any action brought in a domestic court to enforce a foreign judgment for defamation, including any such action removed from State court to Federal court, the domestic court shall, absent exceptional circumstances, allow the party opposing recognition or enforcement of the judgment a reasonable attorney’s fee if such party prevails in the action on a ground specified in section 4102(a), (b), or (c).

Title 32: National Guard
Statutes Relevant to U.S. Intelligence Law
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CHAPTER 1—ORGANIZATION

32 USC § 101. Definitions

In addition to the definitions in sections 1–5 of title 1, the following definitions apply in this title:

(1) For purposes of other laws relating to the militia, the National Guard, the Army National Guard of the United States, and the Air National Guard of the United States, the term “Territory” includes Guam and the Virgin Islands.

(2) “Armed forces” means the Army, Navy, Air Force, Marine Corps, and Coast Guard.

(3) “National Guard” means the Army National Guard and the Air National Guard.

(4) “Army National Guard” means that part of the organized militia of the several States and Territories, Puerto Rico, and the District of Columbia, active and inactive, that—

(A) is a land force;

(B) is trained, and has its officers appointed, under the sixteenth clause of section 8, article I, of the Constitution;

(C) is organized, armed, and equipped wholly or partly at Federal expense; and

(D) is federally recognized.

(5) “Army National Guard of the United States” means the reserve component of the Army all of whose members are members of the Army National Guard.

(6) “Air National Guard” means that part of the organized militia of the several States and Territories, Puerto Rico, and the District of Columbia, active and inactive, that—

(A) is an air force;

(B) is trained, and has its officers appointed, under the sixteenth clause of section 8, article I of the Constitution;

(C) is organized, armed, and equipped wholly or partly at Federal expense; and
(D) is federally recognized.

(7) “Air National Guard of the United States” means the reserve component of the Air Force all of whose members are members of the Air National Guard.

(8) “Officer” means commissioned or warrant officer.

(9) “Enlisted member” means a person enlisted in, or inducted, called, or conscripted into, an armed force in an enlisted grade.

(10) “Grade” means a step or degree, in a graduated scale of office or military rank, that is established and designated as a grade by law or regulation.

(11) “Rank” means the order of precedence among members of the armed forces.

(12) “Active duty” means full-time duty in the active military service of the United States. It includes such Federal duty as full-time training duty, annual training duty, and attendance, while in the active military service, at a school designated as a service school by law or by the Secretary of the military department concerned. It does not include full-time National Guard duty.

(13) “Supplies” includes material, equipment, and stores of all kinds.

(14) “Shall” is used in an imperative sense.

(15) “May” is used in a permissive sense. The words “no person may * * *” mean that no person is required, authorized, or permitted to do the act prescribed.

(16) “Includes” means “includes but is not limited to”.

(17) “Pay” includes basic pay, special pay, incentive pay, retired pay, and equivalent pay, but does not include allowances.

(18) “Spouse” means husband or wife, as the case may be.

(19) “Full-time National Guard duty” means training or other duty, other than inactive duty, performed by a member of the Army National Guard of the United States or the Air National Guard of the United States in the member's status as a member of the National Guard of a State or territory, the Commonwealth of Puerto Rico, or the District of Columbia under section 316, 502, 503, 504, or 505 of this title for which the member is entitled to pay from the United States or for which the member has waived pay from the United States.
32 USC § 102. General policy

In accordance with the traditional military policy of the United States, it is essential that the strength and organization of the Army National Guard and the Air National Guard as an integral part of the first line defenses of the United States be maintained and assured at all times. Whenever Congress determines that more units and organizations are needed for the national security than are in the regular components of the ground and air forces, the Army National Guard of the United States and the Air National Guard of the United States, or such parts of them as are needed, together with such units of other reserve components as are necessary for a balanced force, shall be ordered to active Federal duty and retained as long as so needed.

(Aug. 10, 1956, ch. 1041, 70A Stat. 597.)

32 USC § 103. Branches and organizations

The Army National Guard of each State, the Commonwealth of Puerto Rico, the District of Columbia, Guam, and the Virgin Islands includes such members of the staff corps corresponding to the staff corps of the Army as the Secretary of the Army may authorize.


32 USC § 104. Units: location; organization; command

(a) Each State, the Commonwealth of Puerto Rico, Guam, and the Virgin Islands may fix the location of the units and headquarters of its National Guard.

(b) Except as otherwise specifically provided in this title, the organization of the Army National Guard and the composition of its units shall be the same as those prescribed for the Army, subject, in time of peace, to such general exceptions as the Secretary of the Army may authorize; and the organization of the Air National Guard and the composition of its units shall be the same as those prescribed for
the Air Force, subject, in time of peace, to such general exceptions as the Secretary of the Air Force may authorize.

(c) To secure a force the units of which when combined will form complete higher tactical units, the President may designate the units of the National Guard, by branch of the Army or organization of the Air Force, to be maintained in each State, the Commonwealth of Puerto Rico, the District of Columbia, Guam, and the Virgin Islands. However, no change in the branch, organization, or allotment of a unit located entirely within a State may be made without the approval of its governor.

(d) To maintain appropriate organization and to assist in training and instruction, the President may assign the National Guard to divisions, wings, and other tactical units, and may detail commissioned officers of the National Guard or of the Regular Army or the Regular Air Force, as the case may be, to command those units. However, the commanding officer of a unit organized wholly within a State, the Commonwealth of Puerto Rico, the District of Columbia, Guam, or the Virgin Islands may not be displaced under this subsection.

(e) To insure prompt mobilization of the National Guard in time of war or other emergency, the President may, in time of peace, detail a commissioned officer of the Regular Army to perform the duties of chief of staff for each fully organized division of the Army National Guard, and a commissioned officer of the Regular Air Force to perform the duties of the corresponding position for each fully organized wing of the Air National Guard.

(f) Unless the President consents—

(1) an organization of the National Guard whose members have received compensation from the United States as members of the National Guard may not be disbanded; and

(2) the actual strength of such an organization in commissioned officers or enlisted members may not be reduced below the minimum strength prescribed by the President.


32 USC § 105. Inspection

(a) Under regulations prescribed by him, the Secretary of the Army shall have an inspection made by inspectors general, or, if necessary, by any other
commissioned officers of the Regular Army detailed for that purpose, to determine whether—

(1) the amount and condition of property held by the Army National Guard are satisfactory;

(2) the Army National Guard is organized as provided in this title;

(3) the members of the Army National Guard meet prescribed physical and other qualifications;

(4) the Army National Guard and its organization are properly uniformed, armed, and equipped and are being trained and instructed for active duty in the field, or for coast defense;

(5) Army National Guard records are being kept in accordance with this title;

(6) the accounts and records of each property and fiscal officer are properly maintained; and

(7) the units of the Army National Guard meet requirements for deployment.

The Secretary of the Air Force has a similar duty with respect to the Air National Guard.

(b) The reports of inspections under subsection (a) are the basis for determining whether the National Guard is entitled to the issue of military property as authorized under this title and to retain that property; and for determining which organizations and persons constitute units and members of the National Guard; and for determining which units of the National Guard meet deployability standards.


**32 USC § 106. Annual appropriations**

Sums will be appropriated annually, out of any money in the Treasury not otherwise appropriated, for the support of the Army National Guard and the Air National Guard, including the issue of arms, ordnance stores, quartermaster stores, camp equipage, and other military supplies, and for the payment of other expenses authorized by law.
32 USC § 107. Availability of appropriations

(a) Under such regulations as the Secretary concerned may prescribe, appropriations for the National Guard are available for—

(1) the necessary expenses of members of a regular or reserve component of the Army or the Air Force traveling on duty in connection with the National Guard;

(2) the necessary expenses of members of the Regular Army or the Regular Air Force on duty in the National Guard Bureau or with the Army Staff or the Air Staff, traveling to and from annual conventions of the Enlisted Association of the National Guard of the United States, the National Guard Association of the United States, or the Adjutants General Association;

(3) the transportation of supplies furnished to the National Guard as permanent equipment;

(4) the office rent and necessary office expenses of officers of a regular or reserve component of the Army or the Air Force on duty with the National Guard;

(5) the expenses of the National Guard Bureau, including clerical services;

(6) the promotion of rifle practice, including the acquisition, construction, maintenance, and equipment of shooting galleries and suitable target ranges;

(7) such incidental expenses of authorized encampments, maneuvers, and field instruction as the Secretary considers necessary; and

(8) other expenses of the National Guard authorized by law.

(b) The expenses of enlisted members of the Regular Army or the Regular Air Force on duty with the National Guard shall be paid from appropriations for the Army National Guard or the Air National Guard, as the case may be, but not from the allotment of a State, the Commonwealth of Puerto Rico, the District of Columbia, Guam, or the Virgin Islands. Payable expenses include allowances for subsistence and housing under sections 402 and 403 of title 37 and expenses for medicine and medical attendance.

(c) The pay and allowances for the Chief of the National Guard Bureau and officers of the Army National Guard of the United States or the Air National Guard of the United States called to active duty under section 12402 of title 10
shall be paid from appropriations for the pay of the Army National Guard or Air National Guard.


32 USC § 108. Forfeiture of Federal benefits

If, within a time fixed by the President, a State fails to comply with a requirement of this title, or a regulation prescribed under this title, the National Guard of that State is barred, in whole or in part, as the President may prescribe, from receiving money or any other aid, benefit, or privilege authorized by law.


32 USC § 109. Maintenance of other troops

(a) In time of peace, a State, the Commonwealth of Puerto Rico, the District of Columbia, Guam, or the Virgin Islands may maintain no troops other than those of its National Guard and defense forces authorized by subsection (c).

(b) Nothing in this title limits the right of a State, the Commonwealth of Puerto Rico, the District of Columbia, Guam, or the Virgin Islands to use its National Guard or its defense forces authorized by subsection (c) within its borders in time of peace, or prevents it from organizing and maintaining police or constabulary.

(c) In addition to its National Guard, if any, a State, the Commonwealth of Puerto Rico, the District of Columbia, Guam, or the Virgin Islands may, as provided by its laws, organize and maintain defense forces. A defense force established under this section may be used within the jurisdiction concerned, as its chief executive (or commanding general in the case of the District of Columbia) considers necessary, but it may not be called, ordered, or drafted into the armed forces.

(d) A member of a defense force established under subsection (c) is not, because of that membership, exempt from service in the armed forces, nor is he entitled to pay, allowances, subsistence, transportation, or medical care or treatment, from funds of the United States.
(e) A person may not become a member of a defense force established under subsection (c) if he is a member of a reserve component of the armed forces.


32 USC § 110. Regulations

The President shall prescribe regulations, and issue orders, necessary to organize, discipline, and govern the National Guard.

(Aug. 10, 1956, ch. 1041, 70A Stat. 600.)

32 USC § 111. Suspension of certain provisions of this title

In time of war, or of emergency declared by Congress, the President may suspend the operation of any provision of sections 307(e), 309, 310, and 323(d) and (e) of this title with respect to the Army National Guard or the Air National Guard.


32 USC § 112. Drug interdiction and counter-drug activities

(a) Funding Assistance.—The Secretary of Defense may provide funds to the Governor of a State who submits to the Secretary a State drug interdiction and counter-drug activities plan satisfying the requirements of subsection (c). Such funds shall be used for the following:

(1) The pay, allowances, clothing, subsistence, gratuities, travel, and related expenses, as authorized by State law, of personnel of the National Guard of that State used, while not in Federal service, for the purpose of drug interdiction and counter-drug activities.

(2) The operation and maintenance of the equipment and facilities of the National Guard of that State used for the purpose of drug interdiction and counter-drug activities.

(3) The procurement of services and equipment, and the leasing of equipment, for the National Guard of that State used for the purpose of drug interdiction and counter-drug activities. However, the use of such funds for the procurement of
equipment may not exceed $5,000 per item, unless approval for procurement of equipment in excess of that amount is granted in advance by the Secretary of Defense.

(b) Use of Personnel Performing Full-Time National Guard Duty.—(1) Under regulations prescribed by the Secretary of Defense, personnel of the National Guard of a State may, in accordance with the State drug interdiction and counter-drug activities plan referred to in subsection (c), be ordered to perform full-time National Guard duty under section 502(f) of this title for the purpose of carrying out drug interdiction and counter-drug activities.

(2)(A) A member of the National Guard serving on full-time National Guard duty under orders authorized under paragraph (1) shall participate in the training required under section 502(a) of this title in addition to the duty performed for the purpose authorized under that paragraph. The pay, allowances, and other benefits of the member while participating in the training shall be the same as those to which the member is entitled while performing duty for the purpose of carrying out drug interdiction and counter-drug activities. The member is not entitled to additional pay, allowances, or other benefits for participation in training required under section 502(a)(1) of this title.

(B) Appropriations available for the Department of Defense for drug interdiction and counter-drug activities may be used for paying costs associated with a member's participation in training described in subparagraph (A). The appropriation shall be reimbursed in full, out of appropriations available for paying those costs, for the amounts paid. Appropriations available for paying those costs shall be available for making the reimbursements.

(C) To ensure that the use of units and personnel of the National Guard of a State pursuant to a State drug interdiction and counter-drug activities plan does not degrade the training and readiness of such units and personnel, the following requirements shall apply in determining the drug interdiction and counter-drug activities that units and personnel of the National Guard of a State may perform:

(i) The performance of the activities may not adversely affect the quality of that training or otherwise interfere with the ability of a member or unit of the National Guard to perform the military functions of the member or unit.

(ii) National Guard personnel will not degrade their military skills as a result of performing the activities.

(iii) The performance of the activities will not result in a significant increase in the cost of training.
(iv) In the case of drug interdiction and counter-drug activities performed by a unit organized to serve as a unit, the activities will support valid unit training requirements.

(3) A unit or member of the National Guard of a State may be used, pursuant to a State drug interdiction and counter-drug activities plan approved by the Secretary of Defense under this section, to provide services or other assistance (other than air transportation) to an organization eligible to receive services under section 508 of this title if—

(A) the State drug interdiction and counter-drug activities plan specifically recognizes the organization as being eligible to receive the services or assistance;

(B) in the case of services, the performance of the services meets the requirements of paragraphs (1) and (2) of subsection (a) of section 508 of this title; and

(C) the services or assistance is authorized under subsection (b) or (c) of such section or in the State drug interdiction and counter-drug activities plan.

(c) Plan Requirements.—A State drug interdiction and counter-drug activities plan shall—

(1) specify how personnel of the National Guard of that State are to be used in drug interdiction and counter-drug activities;

(2) certify that those operations are to be conducted at a time when the personnel involved are not in Federal service;

(3) certify that participation by National Guard personnel in those operations is service in addition to training required under section 502 of this title;

(4) certify that any engineer-type activities (as defined by the Secretary of Defense) under the plan will be performed only by units and members of the National Guard;

(5) include a certification by the Attorney General of the State (or, in the case of a State with no position of Attorney General, a civilian official of the State equivalent to a State attorney general) that the use of the National Guard of the State for the activities proposed under the plan is authorized by, and is consistent with, State law; and
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(6) certify that the Governor of the State or a civilian law enforcement official of the State designated by the Governor has determined that any activities included in the plan that are carried out in conjunction with Federal law enforcement agencies serve a State law enforcement purpose.

(d) Examination of Plan.—(1) Before funds are provided to the Governor of a State under this section and before members of the National Guard of that State are ordered to full-time National Guard duty as authorized in subsection (b), the Secretary of Defense shall examine the adequacy of the plan submitted by the Governor under subsection (c). The plan as approved by the Secretary may provide for the use of personnel and equipment of the National Guard of that State to assist the Immigration and Naturalization Service in the transportation of aliens who have violated a Federal or State law prohibiting or regulating the possession, use, or distribution of a controlled substance.

(2) Except as provided in paragraph (3), the Secretary shall carry out paragraph (1) in consultation with the Director of National Drug Control Policy.

(3) Paragraph (2) shall not apply if—

(A) the Governor of a State submits a plan under subsection (c) that is substantially the same as a plan submitted for that State for a previous fiscal year; and

(B) pursuant to the plan submitted for a previous fiscal year, funds were provided to the State in accordance with subsection (a) or personnel of the National Guard of the State were ordered to perform full-time National Guard duty in accordance with subsection (b).

(e) End Strength Limitation.—(1) Except as provided in paragraph (2), at the end of a fiscal year there may not be more than 4000 members of the National Guard—

(A) on full-time National Guard duty under section 502(f) of this title to perform drug interdiction or counter-drug activities pursuant to an order to duty; or

(B) on duty under State authority to perform drug interdiction or counter-drug activities pursuant to an order to duty with State pay and allowances being reimbursed with funds provided under subsection (a)(1).
(2) The Secretary of Defense may increase the end strength authorized under paragraph (1) by not more than 20 percent for any fiscal year if the Secretary determines that such an increase is necessary in the national security interests of the United States.

(f) Annual Report.—The Secretary of Defense shall submit to Congress an annual report regarding assistance provided and activities carried out under this section during the preceding fiscal year. The report shall include the following:

(1) The number of members of the National Guard excluded under subsection (e) from the computation of end strengths.

(2) A description of the drug interdiction and counter-drug activities conducted under State drug interdiction and counter-drug activities plans referred to in subsection (c) with funds provided under this section.

(3) An accounting of the amount of funds provided to each State.

(4) A description of the effect on military training and readiness of using units and personnel of the National Guard to perform activities under the State drug interdiction and counter-drug activities plans.

(g) Statutory Construction.—Nothing in this section shall be construed as a limitation on the authority of any unit of the National Guard of a State, when such unit is not in Federal service, to perform law enforcement functions authorized to be performed by the National Guard by the laws of the State concerned.

(h) Definitions.—For purposes of this section:

(1) The term “drug interdiction and counter-drug activities”, with respect to the National Guard of a State, means the use of National Guard personnel in drug interdiction and counter-drug law enforcement activities, including drug demand reduction activities, authorized by the law of the State and requested by the Governor of the State.

(2) The term “Governor of a State” means, in the case of the District of Columbia, the Commanding General of the National Guard of the District of Columbia.

(3) The term “State” means each of the several States, the District of Columbia, the Commonwealth of Puerto Rico, or a territory or possession of the United States.
32 USC § 113. Federal financial assistance for support of additional duties assigned to the Army National Guard

(a) Authority.—The Secretary of the Army may provide financial assistance to a State to support activities carried out by the Army National Guard of the State in the performance of duties that the Secretary has assigned, with the consent of the Chief of the National Guard Bureau, to the Army National Guard of the State. The Secretary shall determine the amount of the assistance that is appropriate for the purpose.

(b) Covered Activities.—(1) Except as provided in paragraph (2), financial assistance may be provided for the performance of an activity by the Army National Guard under subsection (a) only if—

(A) the activity is carried out in the performance of a responsibility of the Secretary of the Army under paragraph (6), (10), or (11) of section 3013(b) of title 10; and

(B) the Army National Guard was selected to perform the activity under competitive procedures that permit all qualified public-sector and private-sector sources to submit offers and be considered for selection to perform the activity on the basis of the offers, subject to the exceptions provided in section 2304(c) of title 10.

(2) Paragraph (1)(B) does not apply to an activity that, on October 17, 1998, was performed for the Federal Government by employees of the Federal Government or employees of a State.

(c) Disbursement Through National Guard Bureau.—The Secretary of the Army shall disburse any contribution under this section through the Chief of the National Guard Bureau.
(d) Availability of Funds.—Funds appropriated for the Army for a fiscal year are available for providing financial assistance under this section in support of activities carried out by the Army National Guard during that fiscal year.

CHAPTER 9—HOMELAND DEFENSE ACTIVITIES

32 USC § 901. Definitions

In this chapter:

(1) The term “homeland defense activity” means an activity undertaken for the military protection of the territory or domestic population of the United States, or of infrastructure or other assets of the United States determined by the Secretary of Defense as being critical to national security, from a threat or aggression against the United States.

(2) The term “State” means each of the several States, the District of Columbia, the Commonwealth of Puerto Rico, or a territory or possession of the United States.


32 USC § 902. Homeland defense activities: funds

The Secretary of Defense may provide funds to a Governor to employ National Guard units or members to conduct homeland defense activities that the Secretary, determines to be necessary and appropriate for participation by the National Guard units or members, as the case may be.


32 USC § 903. Regulations

The Secretary of Defense shall prescribe regulations to implement this chapter.


32 USC § 904. Homeland defense duty

(a) Full-Time National Guard Duty.—All duty performed under this chapter shall be considered to be full-time National Guard duty under section 502(f) of this title. Members of the National Guard performing full-time National Guard duty in the Active Guard and Reserve Program may support or execute homeland defense activities performed by the National Guard under this chapter.
(b) Duration.—The period for which a member of the National Guard performs duty under this chapter shall be limited to 180 days. The Governor of the State may, with the concurrence of the Secretary of Defense, extend the period one time for an additional 90 days to meet extraordinary circumstances.

(c) Relationship to Required Training.—A member of the National Guard performing duty under this chapter shall, in addition to performing such duty, participate in the training required under section 502(a) of this title. The pay, allowances, and other benefits of the member while participating in the training shall be the same as those to which the member is entitled while performing the duty under this chapter. The member is not entitled to additional pay, allowances, or other benefits for participation in training required under section 502(a)(1) of this title.

(d) Readiness.—To ensure that the use of units and personnel of the National Guard of a State for homeland defense activities does not degrade the training and readiness of such units and personnel, the following requirements shall apply in determining the homeland defense activities that units and personnel of the National Guard of a State may perform:

(1) The performance of the activities is not to affect adversely the quality of that training or otherwise interfere with the ability of a member or unit of the National Guard to perform the military functions of the member or unit.

(2) The performance of the activities is not to degrade the military skills of the members of the National Guard performing those activities.


32 USC § 905. Funding assistance

In the case of any homeland defense activity for which the Secretary of Defense determines under section 902 of this title that participation of units or members of the National Guard of a State is necessary and appropriate, the Secretary may provide funds to that State in an amount that the Secretary determines is appropriate for the following costs of the participation in that activity from funds available to the Department for related purposes:

(1) The pay, allowances, clothing, subsistence, gratuities, travel, and related expenses of personnel of the National Guard of that State.

(2) The operation and maintenance of the equipment and facilities of the National Guard of that State.
(3) The procurement of services and equipment, and the leasing of equipment, for the National Guard of that State.


32 USC § 906. Requests for funding assistance

A Governor of a State may request funding assistance for the homeland defense activities of the National Guard of that State from the Secretary of Defense. Any such request shall include the following:

(1) The specific intended homeland defense activities of the National Guard of that State.

(2) An explanation of why participation of National Guard units or members, as the case may be, in the homeland defense activities is necessary and appropriate.

(3) A certification that homeland defense activities are to be conducted at a time when the personnel involved are not in Federal service.


32 USC § 907. Relationship to State duty

Nothing in this chapter shall be construed as a limitation on the authority of any unit of the National Guard of a State, when such unit is not in Federal service, to perform functions authorized to be performed by the National Guard by the laws of the State concerned.


32 USC § 908. Annual report

(a) Requirement for Report.—After the end of any fiscal year during which any assistance was provided or activities were carried out under this chapter, the Secretary of Defense shall submit to the congressional defense committees a report regarding any assistance provided and activities carried out under this chapter during that fiscal year. The report for a fiscal year shall be submitted not later than March 31 of the year following the year in which such fiscal year ended.

(b) Content.—The report for a fiscal year shall include the following matters:

(1) The numbers of members of the National Guard excluded under subsection (i)(13) of section 115 of title 10 from being counted for the purpose of end-strengths authorized pursuant to subsection (a)(1) of such section.
(2) A description of the homeland defense activities conducted with funds provided under this chapter.

(3) An accounting of the amount of the funds provided to each State.

(4) A description of the effect on military training and readiness of using units and personnel of the National Guard to perform homeland defense activities under this chapter.

# Title 42: The Public Health and Welfare

**Statutes Relevant to U.S. Intelligence Law**
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CHAPTER 21—CIVIL RIGHTS

SUBCHAPTER I—GENERALLY

42 USC § 1981. Equal rights under the law

(a) Statement of equal rights

All persons within the jurisdiction of the United States shall have the same right in every State and Territory to make and enforce contracts, to sue, be parties, give evidence, and to the full and equal benefit of all laws and proceedings for the security of persons and property as is enjoyed by white citizens, and shall be subject to like punishment, pains, penalties, taxes, licenses, and exactions of every kind, and to no other.

(b) “Make and enforce contracts” defined

For purposes of this section, the term “make and enforce contracts” includes the making, performance, modification, and termination of contracts, and the enjoyment of all benefits, privileges, terms, and conditions of the contractual relationship.

(c) Protection against impairment

The rights protected by this section are protected against impairment by nongovernmental discrimination and impairment under color of State law.


42 USC § 1981a. Damages in cases of intentional discrimination in employment

(a) Right of recovery

(1) Civil rights

In an action brought by a complaining party under section 706 or 717 of the Civil Rights Act of 1964 [42 U.S.C. 2000e–5, 2000e–16] against a respondent who engaged in unlawful intentional discrimination (not an employment practice that is unlawful because of its disparate impact) prohibited under section 703, 704, or 717 of the Act [42 U.S.C. 2000e–2, 2000e–3, 2000e–16], and provided that the complaining party cannot recover under section 1981 of this title, the complaining party may recover compensatory and punitive damages as allowed
(2) Disability

In an action brought by a complaining party under the powers, remedies, and procedures set forth in section 706 or 717 of the Civil Rights Act of 1964 [42 U.S.C. 2000e–5, 2000e–16] (as provided in section 107(a) of the Americans with Disabilities Act of 1990 (42 U.S.C. 12117(a)), and section 794a(a)(1) of title 29, respectively) against a respondent who engaged in unlawful intentional discrimination (not an employment practice that is unlawful because of its disparate impact) under section 791 of title 29 and the regulations implementing section 791 of title 29, or who violated the requirements of section 791 of title 29 or the regulations implementing section 791 of title 29 concerning the provision of a reasonable accommodation, or section 102 of the Americans with Disabilities Act of 1990 (42 U.S.C. 12112), or committed a violation of section 102(b)(5) of the Act, against an individual, the complaining party may recover compensatory and punitive damages as allowed in subsection (b) of this section, in addition to any relief authorized by section 706(g) of the Civil Rights Act of 1964, from the respondent.

(3) Reasonable accommodation and good faith effort

In cases where a discriminatory practice involves the provision of a reasonable accommodation pursuant to section 102(b)(5) of the Americans with Disabilities Act of 1990 [42 U.S.C. 12112(b)(5)] or regulations implementing section 791 of title 29, damages may not be awarded under this section where the covered entity demonstrates good faith efforts, in consultation with the person with the disability who has informed the covered entity that accommodation is needed, to identify and make a reasonable accommodation that would provide such individual with an equally effective opportunity and would not cause an undue hardship on the operation of the business.

(b) Compensatory and punitive damages

(1) Determination of punitive damages

A complaining party may recover punitive damages under this section against a respondent (other than a government, government agency or political subdivision) if the complaining party demonstrates that the respondent engaged in a discriminatory practice or discriminatory practices with malice or with reckless indifference to the federally protected rights of an aggrieved individual.

(2) Exclusions from compensatory damages
Compensatory damages awarded under this section shall not include backpay, interest on backpay, or any other type of relief authorized under section 706(g) of the Civil Rights Act of 1964 [42 U.S.C. 2000e–5(g)].

(3) Limitations

The sum of the amount of compensatory damages awarded under this section for future pecuniary losses, emotional pain, suffering, inconvenience, mental anguish, loss of enjoyment of life, and other nonpecuniary losses, and the amount of punitive damages awarded under this section, shall not exceed, for each complaining party—

(A) in the case of a respondent who has more than 14 and fewer than 101 employees in each of 20 or more calendar weeks in the current or preceding calendar year, $50,000;

(B) in the case of a respondent who has more than 100 and fewer than 201 employees in each of 20 or more calendar weeks in the current or preceding calendar year, $100,000; and

(C) in the case of a respondent who has more than 200 and fewer than 501 employees in each of 20 or more calendar weeks in the current or preceding calendar year, $200,000; and

(D) in the case of a respondent who has more than 500 employees in each of 20 or more calendar weeks in the current or preceding calendar year, $300,000.

(4) Construction

Nothing in this section shall be construed to limit the scope of, or the relief available under, section 1981 of this title.

(c) Jury trial

If a complaining party seeks compensatory or punitive damages under this section—

(1) any party may demand a trial by jury; and

(2) the court shall not inform the jury of the limitations described in subsection (b)(3) of this section.

(d) Definitions

As used in this section:
(1) **Complaining party**

The term “complaining party” means—

(A) in the case of a person seeking to bring an action under subsection (a)(1) of this section, the Equal Employment Opportunity Commission, the Attorney General, or a person who may bring an action or proceeding under title VII of the Civil Rights Act of 1964 (42 U.S.C. 2000e et seq.); or

(B) in the case of a person seeking to bring an action under subsection (a)(2) of this section, the Equal Employment Opportunity Commission, the Attorney General, a person who may bring an action or proceeding under section 794a(a)(1) of title 29, or a person who may bring an action or proceeding under title I of the Americans with Disabilities Act of 1990 [42 U.S.C. 12111 et seq.].

(2) **Discriminatory practice**

The term “discriminatory practice” means the discrimination described in paragraph (1), or the discrimination or the violation described in paragraph (2), of subsection (a) of this section.


**42 USC § 1982. Property rights of citizens**

All citizens of the United States shall have the same right, in every State and Territory, as is enjoyed by white citizens thereof to inherit, purchase, lease, sell, hold, and convey real and personal property.

(R.S. §1978.)

**42 USC § 1983. Civil action for deprivation of rights**

Every person who, under color of any statute, ordinance, regulation, custom, or usage, of any State or Territory or the District of Columbia, subjects, or causes to be subjected, any citizen of the United States or other person within the jurisdiction thereof to the deprivation of any rights, privileges, or immunities secured by the Constitution and laws, shall be liable to the party injured in an action at law, suit in equity, or other proper proceeding for redress, except that in any action brought against a judicial officer for an act or omission taken in such officer's judicial capacity, injunctive relief shall not be granted unless a declaratory decree was violated or declaratory relief was unavailable. For the purposes of this section, any Act of Congress applicable exclusively to the District of Columbia shall be considered to be a statute of the District of Columbia.

42 USC § 1985. Conspiracy to interfere with civil rights

(1) Preventing officer from performing duties

If two or more persons in any State or Territory conspire to prevent, by force, intimidation, or threat, any person from accepting or holding any office, trust, or place of confidence under the United States, or from discharging any duties thereof; or to induce by like means any officer of the United States to leave any State, district, or place, where his duties as an officer are required to be performed, or to injure him in his person or property on account of his lawful discharge of the duties of his office, or while engaged in the lawful discharge thereof, or to injure his property so as to molest, interrupt, hinder, or impede him in the discharge of his official duties;

(2) Obstructing justice; intimidating party, witness, or juror

If two or more persons in any State or Territory conspire to deter, by force, intimidation, or threat, any party or witness in any court of the United States from attending such court, or from testifying to any matter pending therein, freely, fully, and truthfully, or to injure such party or witness in his person or property on account of his having so attended or testified, or to influence the verdict, presentment, or indictment of any grand or petit juror in any such court, or to injure such juror in his person or property on account of any verdict, presentment, or indictment lawfully assented to by him, or of his being or having been such juror; or if two or more persons conspire for the purpose of impeding, hindering, obstructing, or defeating, in any manner, the due course of justice in any State or Territory, with intent to deny to any citizen the equal protection of the laws, or to injure him or his property for lawfully enforcing, or attempting to enforce, the right of any person, or class of persons, to the equal protection of the laws;

(3) Depriving persons of rights or privileges

If two or more persons in any State or Territory conspire or go in disguise on the highway or on the premises of another, for the purpose of depriving, either directly or indirectly, any person or class of persons of the equal protection of the laws, or of equal privileges and immunities under the laws; or for the purpose of preventing or hindering the constituted authorities of any State or Territory from giving or securing to all persons within such State or Territory the equal protection of the laws; or if two or more persons conspire to prevent by force, intimidation, or threat, any citizen who is lawfully entitled to vote, from giving his support or advocacy in a legal manner, toward or in favor of the election of any
lawfully qualified person as an elector for President or Vice President, or as a Member of Congress of the United States; or to injure any citizen in person or property on account of such support or advocacy; in any case of conspiracy set forth in this section, if one or more persons engaged therein do, or cause to be done, any act in furtherance of the object of such conspiracy, whereby another is injured in his person or property, or deprived of having and exercising any right or privilege of a citizen of the United States, the party so injured or deprived may have an action for the recovery of damages occasioned by such injury or deprivation, against any one or more of the conspirators.

(R.S. §1980.)

**42 USC § 1986. Action for neglect to prevent**

Every person who, having knowledge that any of the wrongs conspired to be done, and mentioned in section 1985 of this title, are about to be committed, and having power to prevent or aid in preventing the commission of the same, neglects or refuses so to do, if such wrongful act be committed, shall be liable to the party injured, or his legal representatives, for all damages caused by such wrongful act, which such person by reasonable diligence could have prevented; and such damages may be recovered in an action on the case; and any number of persons guilty of such wrongful neglect or refusal may be joined as defendants in the action; and if the death of any party be caused by any such wrongful act and neglect, the legal representatives of the deceased shall have such action therefor, and may recover not exceeding $5,000 damages therein, for the benefit of the widow of the deceased, if there be one, and if there be no widow, then for the benefit of the next of kin of the deceased. But no action under the provisions of this section shall be sustained which is not commenced within one year after the cause of action has accrued.

(R.S. §1981.)

**42 USC § 1987. Prosecution of violation of certain laws**

The United States attorneys, marshals, and deputy marshals, the United States magistrate judges appointed by the district and territorial courts, with power to arrest, imprison, or bail offenders, and every other officer who is especially empowered by the President, are authorized and required, at the expense of the United States, to institute prosecutions against all persons violating any of the provisions of section 1990 of this title or of sections 5506 to 5516 and 5518 to 5532 of the Revised Statutes, and to cause such persons to be arrested, and imprisoned or bailed, for trial before the court of the United States or the territorial court having cognizance of the offense.

(a) Applicability of statutory and common law

The jurisdiction in civil and criminal matters conferred on the district courts by the provisions of titles 13, 24, and 70 of the Revised Statutes for the protection of all persons in the United States in their civil rights, and for their vindication, shall be exercised and enforced in conformity with the laws of the United States, so far as such laws are suitable to carry the same into effect; but in all cases where they are not adapted to the object, or are deficient in the provisions necessary to furnish suitable remedies and punish offenses against law, the common law, as modified and changed by the constitution and statutes of the State wherein the court having jurisdiction of such civil or criminal cause is held, so far as the same is not inconsistent with the Constitution and laws of the United States, shall be extended to and govern the said courts in the trial and disposition of the cause, and, if it is of a criminal nature, in the infliction of punishment on the party found guilty.

(b) Attorney's fees

In any action or proceeding to enforce a provision of sections 1981, 1981a, 1982, 1983, 1985, and 1986 of this title, title IX of Public Law 92–318 [20 U.S.C. 1681 et seq.], the Religious Freedom Restoration Act of 1993 [42 U.S.C. 2000bb et seq.], the Religious Land Use and Institutionalized Persons Act of 2000 [42 U.S.C. 2000cc et seq.], title VI of the Civil Rights Act of 1964 [42 U.S.C. 2000d et seq.], or section 13981 of this title, the court, in its discretion, may allow the prevailing party, other than the United States, a reasonable attorney's fee as part of the costs, except that in any action brought against a judicial officer for an act or omission taken in such officer's judicial capacity such officer shall not be held liable for any costs, including attorney's fees, unless such action was clearly in excess of such officer's jurisdiction.

(c) Expert fees

In awarding an attorney's fee under subsection (b) of this section in any action or proceeding to enforce a provision of section 1981 or 1981a of this title, the court, in its discretion, may include expert fees as part of the attorney's fee.
42 USC § 1989. United States magistrate judges; appointment of persons to execute warrants

The district courts of the United States and the district courts of the Territories, from time to time, shall increase the number of United States magistrate judges, so as to afford a speedy and convenient means for the arrest and examination of persons charged with the crimes referred to in section 1987 of this title; and such magistrate judges are authorized and required to exercise all the powers and duties conferred on them herein with regard to such offenses in like manner as they are authorized by law to exercise with regard to other offenses against the laws of the United States. Said magistrate judges are empowered, within their respective counties, to appoint, in writing, under their hands, one or more suitable persons, from time to time, who shall execute all such warrants or other process as the magistrate judges may issue in the lawful performance of their duties, and the persons so appointed shall have authority to summon and call to their aid the bystanders or posse comitatus of the proper county, or such portion of the land or naval forces of the United States, or of the militia, as may be necessary to the performance of the duty with which they are charged; and such warrants shall run and be executed anywhere in the State or Territory within which they are issued.


42 USC § 1990. Marshal to obey precepts; refusing to receive or execute process

Every marshal and deputy marshal shall obey and execute all warrants or other process, when directed to him, issued under the provisions of section 1989 of this title. Every marshal and deputy marshal who refuses to receive any warrant or other process when tendered to him, issued in pursuance of the provisions of this section, or refuses or neglects to use all proper means diligently to execute the same, shall be liable to a fine in the sum of $1,000, for the benefit of the party aggrieved thereby.

(R.S. §§1985, 5517.)
**42 USC § 1991. Fees; persons appointed to execute process**

Every person appointed to execute process under section 1989 of this title shall be entitled to a fee of $5 for each party he may arrest and take before any United States magistrate judge, with such other fees as may be deemed reasonable by the magistrate judge for any additional services necessarily performed by him, such as attending at the examination, keeping the prisoner in custody, and providing him with food and lodging during his detention, and until the final determination of the magistrate judge; such fees to be made up in conformity with the fees usually charged by the officers of the courts of justice within the proper district or county, as near as may be practicable, and paid out of the Treasury of the United States on the certificate of the judge of the district within which the arrest is made, and to be recoverable from the defendant as part of the judgment in case of conviction.


**42 USC § 1992. Speedy trial**

Whenever the President has reason to believe that offenses have been, or are likely to be committed against the provisions of section 1990 of this title or of section 5506 to 5516 and 5518 to 5532 of the Revised Statutes, within any judicial district, it shall be lawful for him, in his discretion, to direct the judge, marshal, and United States attorney of such district to attend at such place within the district, and for such time as he may designate, for the purpose of the more speedy arrest and trial of persons so charged, and it shall be the duty of every judge or other officer, when any such requisition is received by him to attend at the place and for the time therein designated.

(R.S. §1988; June 25, 1948, ch. 646, §1, 62 Stat. 909.)

**42 USC § 1994. Peonage abolished**

The holding of any person to service or labor under the system known as peonage is abolished and forever prohibited in any Territory or State of the United States; and all acts, laws, resolutions, orders, regulations, or usages of any Territory or State, which have heretofore established, maintained, or enforced, or by virtue of which any attempt shall hereafter be made to establish, maintain, or enforce, directly or indirectly, the voluntary or involuntary service or labor of any persons as peons, in liquidation of any debt or obligation, or otherwise, are declared null and void.

(R.S. §1990.)
42 USC § 1995. Criminal contempt proceedings; penalties; trial by jury

In all cases of criminal contempt arising under the provisions of this Act, the accused, upon conviction, shall be punished by fine or imprisonment or both: Provided however, That in case the accused is a natural person the fine to be paid shall not exceed the sum of $1,000, nor shall imprisonment exceed the term of six months: Provided further, That in any such proceeding for criminal contempt, at the discretion of the judge, the accused may be tried with or without a jury: Provided further, however, That in the event such proceeding for criminal contempt be tried before a judge without a jury and the sentence of the court upon conviction is a fine in excess of the sum of $300 or imprisonment in excess of forty-five days, the accused in said proceeding, upon demand therefore, shall be entitled to a trial de novo before a jury, which shall conform as near as may be to the practice in other criminal cases.

This section shall not apply to contempts committed in the presence of the court or so near thereto as to interfere directly with the administration of justice nor to the misbehavior, misconduct, or disobedience, of any officer of the court in respect to the writs, orders, or process of the court.

Nor shall anything herein or in any other provision of law be construed to deprive courts of their power, by civil contempt proceedings, without a jury, to secure compliance with or to prevent obstruction of, as distinguished from punishment for violations of, any lawful writ, process, order, rule, decree, or command of the court in accordance with the prevailing usages of law and equity, including the power of detention.

SUBCHAPTER IX—MISCELLANEOUS PROVISIONS

42 USC § 2000h. Criminal contempt proceedings: trial by jury, criminal practice, penalties, exceptions, intent; civil contempt proceedings

In any proceeding for criminal contempt arising under title II, III, IV, V, VI, or VII of this Act, the accused, upon demand therefor, shall be entitled to a trial by jury, which shall conform as near as may be to the practice in criminal cases. Upon conviction, the accused shall not be fined more than $1,000 or imprisoned for more than six months.

This section shall not apply to contempts committed in the presence of the court, or so near thereto as to obstruct the administration of justice, nor to the misbehavior, misconduct, or disobedience of any officer of the court in respect to writs, orders, or process of the court. No person shall be convicted of criminal contempt hereunder unless the act or omission constituting such contempt shall have been intentional, as required in other cases of criminal contempt.

Nor shall anything herein be construed to deprive courts of their power, by civil contempt proceedings, without a jury, to secure compliance with or to prevent obstruction of, as distinguished from punishment for violations of, any lawful writ, process, order, rule, decree, or command of the court in accordance with the prevailing usages of law and equity, including the power of detention.


42 USC § 2000h–1. Double jeopardy; specific crimes and criminal contempts

No person should be put twice in jeopardy under the laws of the United States for the same act or omission. For this reason, an acquittal or conviction in a prosecution for a specific crime under the laws of the United States shall bar a proceeding for criminal contempt, which is based upon the same act or omission and which arises under the provisions of this Act; and an acquittal or conviction in a proceeding for criminal contempt, which arises under the provisions of this Act, shall bar a prosecution for a specific crime under the laws of the United States based upon the same act or omission.

42 USC § 2000h–2. Intervention by Attorney General; denial of equal protection on account of race, color, religion, sex or national origin

Whenever an action has been commenced in any court of the United States seeking relief from the denial of equal protection of the laws under the fourteenth amendment to the Constitution on account of race, color, religion, sex or national origin, the Attorney General for or in the name of the United States may intervene in such action upon timely application if the Attorney General certifies that the case is of general public importance. In such action the United States shall be entitled to the same relief as if it had instituted the action.


42 USC § 2000h–3. Construction of provisions not to affect authority of Attorney General, etc., to institute or intervene in actions or proceedings

Nothing in this Act shall be construed to deny, impair, or otherwise affect any right or authority of the Attorney General or of the United States or any agency or officer thereof under existing law to institute or intervene in any action or proceeding.


42 USC § 2000h–4. Construction of provisions not to exclude operation of State laws and not to invalidate consistent State laws

Nothing contained in any title of this Act shall be construed as indicating an intent on the part of Congress to occupy the field in which any such title operates to the exclusion of State laws on the same subject matter, nor shall any provision of this Act be construed as invalidating any provision of State law unless such provision is inconsistent with any of the purposes of this Act, or any provision thereof.


There are hereby authorized to be appropriated such sums as are necessary to carry out the provisions of this Act.
42 USC § 2000h–6. Separability

If any provision of this Act or the application thereof to any person or circumstances is held invalid, the remainder of the Act and the application of the provision to other persons not similarly situated or to other circumstances shall not be affected thereby.

CHAPTER 21A—PRIVACY PROTECTION

SUBCHAPTER I—FIRST AMENDMENT PRIVACY PROTECTION

Part A—Unlawful Acts

42 USC § 2000aa. Searches and seizures by government officers and employees in connection with investigation or prosecution of criminal offenses

(a) Work product materials

Notwithstanding any other law, it shall be unlawful for a government officer or employee, in connection with the investigation or prosecution of a criminal offense, to search for or seize any work product materials possessed by a person reasonably believed to have a purpose to disseminate to the public a newspaper, book, broadcast, or other similar form of public communication, in or affecting interstate or foreign commerce; but this provision shall not impair or affect the ability of any government officer or employee, pursuant to otherwise applicable law, to search for or seize such materials, if—

(1) there is probable cause to believe that the person possessing such materials has committed or is committing the criminal offense to which the materials relate: Provided, however, That a government officer or employee may not search for or seize such materials under the provisions of this paragraph if the offense to which the materials relate consists of the receipt, possession, communication, or withholding of such materials or the information contained therein (but such a search or seizure may be conducted under the provisions of this paragraph if the offense consists of the receipt, possession, or communication of information relating to the national defense, classified information, or restricted data under the provisions of section 793, 794, 797, or 708 of title 18, or section 2274, 2275, or 2277 of this title, or section 783 of title 50, or if the offense involves the production, possession, receipt, mailing, sale, distribution, shipment, or transportation of child pornography, the sexual exploitation of children, or the sale or purchase of children under section 2251, 2251A, 2252, or 2252A of title 18); or

(2) there is reason to believe that the immediate seizure of such materials is necessary to prevent the death of, or serious bodily injury to, a human being.

(b) Other documents

Notwithstanding any other law, it shall be unlawful for a government officer or employee, in connection with the investigation or prosecution of a criminal
offense, to search for or seize documentary materials, other than work product materials, possessed by a person in connection with a purpose to disseminate to the public a newspaper, book, broadcast, or other similar form of public communication, in or affecting interstate or foreign commerce; but this provision shall not impair or affect the ability of any government officer or employee, pursuant to otherwise applicable law, to search for or seize such materials, if—

(1) there is probable cause to believe that the person possessing such materials has committed or is committing the criminal offense to which the materials relate: Provided, however, That a government officer or employee may not search for or seize such materials under the provisions of this paragraph if the offense to which the materials relate consists of the receipt, possession, communication, or withholding of such materials or the information contained therein (but such a search or seizure may be conducted under the provisions of this paragraph if the offense consists of the receipt, possession, or communication of information relating to the national defense, classified information, or restricted data under the provisions of section 793, 794, 797, or 798 of title 18, or section 2278, 2275, or 2277 of this title, or section 783 of title 50, or if the offense involves the production, possession, receipt, mailing, sale, distribution, shipment, or transportation of child pornography, the sexual exploitation of children, or the sale or purchase of children under section 2251, 2251A, 2252, or 2252A of title 18);

(2) there is reason to believe that the immediate seizure of such materials is necessary to prevent the death of, or serious bodily injury to, a human being;

(3) there is reason to believe that the giving of notice pursuant to a subpoena duces tecum would result in the destruction, alteration, or concealment of such materials; or

(4) such materials have not been produced in response to a court order directing compliance with a subpoena duces tecum, and—

(A) all appellate remedies have been exhausted; or

(B) there is reason to believe that the delay in an investigation or trial occasioned by further proceedings relating to the subpoena would threaten the interests of justice.

(c) Objections to court ordered subpoenas; affidavits

In the event a search warrant is sought pursuant to paragraph (4)(B) of subsection (b) of this section, the person possessing the materials shall be afforded adequate opportunity to submit an affidavit setting forth the basis for any contention that the materials sought are not subject to seizure.
Part B—Remedies, Exceptions, and Definitions


This chapter shall not impair or affect the ability of a government officer or employee, pursuant to otherwise applicable law, to conduct searches and seizures at the borders of, or at international points of, entry into the United States in order to enforce the customs laws of the United States.


42 USC § 2000aa–6. Civil actions by aggrieved persons

(a) Right of action

A person aggrieved by a search for or seizure of materials in violation of this chapter shall have a civil cause of action for damages for such search or seizure—

(1) against the United States, against a State which has waived its sovereign immunity under the Constitution to a claim for damages resulting from a violation of this chapter, or against any other governmental unit, all of which shall be liable for violations of this chapter by their officers or employees while acting within the scope or under color of their office or employment; and

(2) against an officer or employee of a State who has violated this chapter while acting within the scope or under color of his office or employment, if such State has not waived its sovereign immunity as provided in paragraph (1).

(b) Good faith defense

It shall be a complete defense to a civil action brought under paragraph (2) of subsection (a) of this section that the officer or employee had a reasonable good faith belief in the lawfulness of his conduct.

(c) Official immunity

The United States, a State, or any other governmental unit liable for violations of this chapter under subsection (a)(1) of this section, may not assert as a defense to a claim arising under this chapter the immunity of the officer or employee whose violation is complained of or his reasonable good faith belief in the lawfulness of his conduct, except that such a defense may be asserted if the violation complained of is that of a judicial officer.

(d) Exclusive nature of remedy
The remedy provided by subsection (a)(1) of this section against the United States, a State, or any other governmental unit is exclusive of any other civil action or proceeding for conduct constituting a violation of this chapter, against the officer or employee whose violation gave rise to the claim, or against the estate of such officer or employee.

(e) **Admissibility of evidence**

Evidence otherwise admissible in a proceeding shall not be excluded on the basis of a violation of this chapter.

(f) **Damages; costs and attorneys’ fees**

A person having a cause of action under this section shall be entitled to recover actual damages but not less than liquidated damages of $1,000, and such reasonable attorneys’ fees and other litigation costs reasonably incurred as the court, in its discretion, may award: Provided, however, That the United States, a State, or any other governmental unit shall not be liable for interest prior to judgment.

(g) **Attorney General; claims settlement; regulations**

The Attorney General may settle a claim for damages brought against the United States under this section, and shall promulgate regulations to provide for the commencement of an administrative inquiry following a determination of a violation of this chapter by an officer or employee of the United States and for the imposition of administrative sanctions against such officer or employee, if warranted.

(h) **Jurisdiction**

The district courts shall have original jurisdiction of all civil actions arising under this section.


42 USC § 2000aa–7. **Definitions**

(a) “Documentary materials”, as used in this chapter, means materials upon which information is recorded, and includes, but is not limited to, written or printed materials, photographs, motion picture films, negatives, video tapes, audio tapes, and other mechanically, magnetically or electronically recorded cards, tapes, or discs, but does not include contraband or the fruits of a crime or things otherwise criminally possessed, or property designed or intended for use, or which is or has been used as, the means of committing a criminal offense.
(b) “Work product materials”, as used in this chapter, means materials, other than contraband or the fruits of a crime or things otherwise criminally possessed, or property designed or intended for use, or which is or has been used, as the means of committing a criminal offense, and—

(1) in anticipation of communicating such materials to the public, are prepared, produced, authored, or created, whether by the person in possession of the materials or by any other person;

(2) are possessed for the purposes of communicating such materials to the public; and

(3) include mental impressions, conclusions, opinions, or theories of the person who prepared, produced, authored, or created such material.

(c) “Any other governmental unit”, as used in this chapter, includes the District of Columbia, the Commonwealth of Puerto Rico, any territory or possession of the United States, and any local government, unit of local government, or any unit of State government.

(a) Procedures to obtain documentary evidence; protection of certain privacy interests

The Attorney General shall, within six months of October 13, 1980, issue guidelines for the procedures to be employed by any Federal officer or employee, in connection with the investigation or prosecution of an offense, to obtain documentary materials in the private possession of a person when the person is not reasonably believed to be a suspect in such offense or related by blood or marriage to such a suspect, and when the materials sought are not contraband or the fruits or instrumentalities of an offense. The Attorney General shall incorporate in such guidelines—

(1) a recognition of the personal privacy interests of the person in possession of such documentary materials;

(2) a requirement that the least intrusive method or means of obtaining such materials be used which do not substantially jeopardize the availability or usefulness of the materials sought to be obtained;

(3) a recognition of special concern for privacy interests in cases in which a search or seizure for such documents would intrude upon a known confidential relationship such as that which may exist between clergyman and parishioner; lawyer and client; or doctor and patient; and

(4) a requirement that an application for a warrant to conduct a search governed by this subchapter be approved by an attorney for the government, except that in an emergency situation the application may be approved by another appropriate supervisory official if within 24 hours of such emergency the appropriate United States Attorney is notified.

(b) Use of search warrants; reports to Congress

The Attorney General shall collect and compile information on, and report annually to the Committees on the Judiciary of the Senate and the House of Representatives on the use of search warrants by Federal officers and employees for documentary materials described in subsection (a)(3) of this section.

**42 USC § 2000aa–12. Binding nature of guidelines; disciplinary actions for violations; legal proceedings for non-compliance prohibited**

Guidelines issued by the Attorney General under this subchapter shall have the full force and effect of Department of Justice regulations and any violation of these guidelines shall make the employee or officer involved subject to appropriate administrative disciplinary action. However, an issue relating to the compliance, or the failure to comply, with guidelines issued pursuant to this subchapter may not be litigated, and a court may not entertain such an issue as the basis for the suppression or exclusion of evidence.

CHAPTER 21D—DETAINEE TREATMENT

42 USC § 2000dd. Prohibition on cruel, inhuman, or degrading treatment or punishment of persons under custody or control of the United States Government

(a) In general

No individual in the custody or under the physical control of the United States Government, regardless of nationality or physical location, shall be subject to cruel, inhuman, or degrading treatment or punishment.

(b) Construction

Nothing in this section shall be construed to impose any geographical limitation on the applicability of the prohibition against cruel, inhuman, or degrading treatment or punishment under this section.

(c) Limitation on supersedure

The provisions of this section shall not be superseded, except by a provision of law enacted after December 30, 2005, which specifically repeals, modifies, or supersedes the provisions of this section.

(d) Cruel, inhuman, or degrading treatment or punishment defined

In this section, the term “cruel, inhuman, or degrading treatment or punishment” means the cruel, unusual, and inhumane treatment or punishment prohibited by the Fifth, Eighth, and Fourteenth Amendments to the Constitution of the United States, as defined in the United States Reservations, Declarations and Understandings to the United Nations Convention Against Torture and Other Forms of Cruel, Inhuman or Degrading Treatment or Punishment done at New York, December 10, 1984.


42 USC § 2000dd–0. Additional prohibition on cruel, inhuman, or degrading treatment or punishment

(1) In general
No individual in the custody or under the physical control of the United States Government, regardless of nationality or physical location, shall be subject to cruel, inhuman, or degrading treatment or punishment.

(2) Cruel, inhuman, or degrading treatment or punishment defined

In this section, the term “cruel, inhuman, or degrading treatment or punishment” means cruel, unusual, and inhumane treatment or punishment prohibited by the Fifth, Eighth, and Fourteenth Amendments to the Constitution of the United States, as defined in the United States Reservations, Declarations and Understandings to the United Nations Convention Against Torture and Other Forms of Cruel, Inhuman or Degrading Treatment or Punishment done at New York, December 10, 1984.

(3) Compliance

The President shall take action to ensure compliance with this section, including through the establishment of administrative rules and procedures.


(a) Protection of United States Government personnel

In any civil action or criminal prosecution against an officer, employee, member of the Armed Forces, or other agent of the United States Government who is a United States person, arising out of the officer, employee, member of the Armed Forces, or other agent’s engaging in specific operational practices, that involve detention and interrogation of aliens who the President or his designees have determined are believed to be engaged in or associated with international terrorist activity that poses a serious, continuing threat to the United States, its interests, or its allies, and that were officially authorized and determined to be lawful at the time that they were conducted, it shall be a defense that such officer, employee, member of the Armed Forces, or other agent did not know that the practices were unlawful and a person of ordinary sense and understanding would not know the practices were unlawful. Good faith reliance on advice of counsel should be an important factor, among others, to consider in assessing whether a person of ordinary sense and understanding would have known the practices to be unlawful. Nothing in this section shall be construed to limit or extinguish any defense or protection otherwise available to any person or entity from suit, civil or criminal liability, or damages, or to provide immunity from prosecution for any criminal offense by the proper authorities.
(b) Counsel

The United States Government shall provide or employ counsel, and pay counsel fees, court costs, bail, and other expenses incident to the representation of an officer, employee, member of the Armed Forces, or other agent described in subsection (a), with respect to any civil action or criminal prosecution or investigation arising out of practices described in that subsection, whether before United States courts or agencies, foreign courts or agencies, or international courts or agencies, under the same conditions, and to the same extent, to which such services and payments are authorized under section 1037 of title 10.

CHAPTER 21E—PRIVACY AND CIVIL LIBERTIES
PROTECTION AND OVERSIGHT

42 USC § 2000ee. Privacy and Civil Liberties Oversight Board

(a) In general

There is established as an independent agency within the executive branch a Privacy and Civil Liberties Oversight Board (referred to in this section as the “Board”).

(b) Findings

Consistent with the report of the National Commission on Terrorist Attacks Upon the United States, Congress makes the following findings:

(1) In conducting the war on terrorism, the Government may need additional powers and may need to enhance the use of its existing powers.

(2) This shift of power and authority to the Government calls for an enhanced system of checks and balances to protect the precious liberties that are vital to our way of life and to ensure that the Government uses its powers for the purposes for which the powers were given.

(3) The National Commission on Terrorist Attacks Upon the United States correctly concluded that “The choice between security and liberty is a false choice, as nothing is more likely to endanger America's liberties than the success of a terrorist attack at home. Our history has shown us that insecurity threatens liberty. Yet, if our liberties are curtailed, we lose the values that we are struggling to defend.”.

(c) Purpose

The Board shall—

(1) analyze and review actions the executive branch takes to protect the Nation from terrorism, ensuring that the need for such actions is balanced with the need to protect privacy and civil liberties; and

(2) ensure that liberty concerns are appropriately considered in the development and implementation of laws, regulations, and policies related to efforts to protect the Nation against terrorism.
(d) Functions

(1) Advice and counsel on policy development and implementation

The Board shall—

(A) review proposed legislation, regulations, and policies related to efforts to protect the Nation from terrorism, including the development and adoption of information sharing guidelines under subsections (d) and (f) of section 485 of title 6;

(B) review the implementation of new and existing legislation, regulations, and policies related to efforts to protect the Nation from terrorism, including the implementation of information sharing guidelines under subsections (d) and (f) of section 485 of title 6;

(C) advise the President and the departments, agencies, and elements of the executive branch to ensure that privacy and civil liberties are appropriately considered in the development and implementation of such legislation, regulations, policies, and guidelines; and

(D) in providing advice on proposals to retain or enhance a particular governmental power, consider whether the department, agency, or element of the executive branch has established—

(i) that the need for the power is balanced with the need to protect privacy and civil liberties;

(ii) that there is adequate supervision of the use by the executive branch of the power to ensure protection of privacy and civil liberties; and

(iii) that there are adequate guidelines and oversight to properly confine its use.

(2) Oversight

The Board shall continually review—

(A) the regulations, policies, and procedures, and the implementation of the regulations, policies, and procedures, of the departments, agencies, and elements of the executive branch relating to efforts to protect the Nation from terrorism to ensure that privacy and civil liberties are protected;

(B) the information sharing practices of the departments, agencies, and elements of the executive branch relating to efforts to protect the Nation from terrorism to determine whether they appropriately protect privacy and civil liberties and
adhere to the information sharing guidelines issued or developed under subsections (d) and (f) of section 485 of title 6 and to other governing laws, regulations, and policies regarding privacy and civil liberties; and

(C) other actions by the executive branch relating to efforts to protect the Nation from terrorism to determine whether such actions—

(i) appropriately protect privacy and civil liberties; and

(ii) are consistent with governing laws, regulations, and policies regarding privacy and civil liberties.

(3) Relationship with privacy and civil liberties officers

The Board shall—

(A) receive and review reports and other information from privacy officers and civil liberties officers under section 2000ee–1 of this title;

(B) when appropriate, make recommendations to such privacy officers and civil liberties officers regarding their activities; and

(C) when appropriate, coordinate the activities of such privacy officers and civil liberties officers on relevant interagency matters.

(4) Testimony

The members of the Board shall appear and testify before Congress upon request.

(e) Reports

(1) In general

The Board shall—

(A) receive and review reports from privacy officers and civil liberties officers under section 2000ee–1 of this title; and

(B) periodically submit, not less than semiannually, reports—

(i) to the appropriate committees of Congress, including the Committee on the Judiciary of the Senate, the Committee on the Judiciary of the House of Representatives, the Committee on Homeland Security and Governmental Affairs of the Senate, the Committee on Homeland Security of the House of Representatives, the Committee on Oversight and Government Reform of the
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House of Representatives, the Select Committee on Intelligence of the Senate, and the Permanent Select Committee on Intelligence of the House of Representatives; and

(II) to the President; and

(ii) which shall be in unclassified form to the greatest extent possible, with a classified annex where necessary.

(2) Contents

Not less than 2 reports submitted each year under paragraph (1)(B) shall include—

(A) a description of the major activities of the Board during the preceding period;

(B) information on the findings, conclusions, and recommendations of the Board resulting from its advice and oversight functions under subsection (d);

(C) the minority views on any findings, conclusions, and recommendations of the Board resulting from its advice and oversight functions under subsection (d);

(D) each proposal reviewed by the Board under subsection (d)(1) that—

(i) the Board advised against implementation; and

(ii) notwithstanding such advice, actions were taken to implement; and

(E) for the preceding period, any requests submitted under subsection (g)(1)(D) for the issuance of subpoenas that were modified or denied by the Attorney General.

(f) Informing the public

The Board shall—

(1) make its reports, including its reports to Congress, available to the public to the greatest extent that is consistent with the protection of classified information and applicable law; and

(2) hold public hearings and otherwise inform the public of its activities, as appropriate and in a manner consistent with the protection of classified information and applicable law.
(g) Access to information

(1) Authorization

If determined by the Board to be necessary to carry out its responsibilities under this section, the Board is authorized to—

(A) have access from any department, agency, or element of the executive branch, or any Federal officer or employee of any such department, agency, or element, to all relevant records, reports, audits, reviews, documents, papers, recommendations, or other relevant material, including classified information consistent with applicable law;

(B) interview, take statements from, or take public testimony from personnel of any department, agency, or element of the executive branch, or any Federal officer or employee of any such department, agency, or element;

(C) request information or assistance from any State, tribal, or local government; and

(D) at the direction of a majority of the members of the Board, submit a written request to the Attorney General of the United States that the Attorney General require, by subpoena, persons (other than departments, agencies, and elements of the executive branch) to produce any relevant information, documents, reports, answers, records, accounts, papers, and other documentary or testimonial evidence.

(2) Review of subpoena request

(A) In general

Not later than 30 days after the date of receipt of a request by the Board under paragraph (1)(D), the Attorney General shall—

(i) issue the subpoena as requested; or

(ii) provide the Board, in writing, with an explanation of the grounds on which the subpoena request has been modified or denied.

(B) Notification

If a subpoena request is modified or denied under subparagraph (A)(ii), the Attorney General shall, not later than 30 days after the date of that modification or denial, notify the Committee on the Judiciary of the Senate and the Committee on the Judiciary of the House of Representatives.
(3) Enforcement of subpoena

In the case of contumacy or failure to obey a subpoena issued pursuant to paragraph (1)(D), the United States district court for the judicial district in which the subpoenaed person resides, is served, or may be found may issue an order requiring such person to produce the evidence required by such subpoena.

(4) Agency cooperation

Whenever information or assistance requested under subparagraph (A) or (B) of paragraph (1) is, in the judgment of the Board, unreasonably refused or not provided, the Board shall report the circumstances to the head of the department, agency, or element concerned without delay. The head of the department, agency, or element concerned shall ensure that the Board is given access to the information, assistance, material, or personnel the Board determines to be necessary to carry out its functions.

(h) Membership

(1) Members

The Board shall be composed of a full-time chairman and 4 additional members, who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) Qualifications

Members of the Board shall be selected solely on the basis of their professional qualifications, achievements, public stature, expertise in civil liberties and privacy, and relevant experience, and without regard to political affiliation, but in no event shall more than 3 members of the Board be members of the same political party. The President shall, before appointing an individual who is not a member of the same political party as the President, consult with the leadership of that party, if any, in the Senate and House of Representatives.

(3) Incompatible office

An individual appointed to the Board may not, while serving on the Board, be an elected official, officer, or employee of the Federal Government, other than in the capacity as a member of the Board.

(4) Term

Each member of the Board shall serve a term of 6 years, except that—
(A) a member appointed to a term of office after the commencement of such term may serve under such appointment only for the remainder of such term; and

(B) upon the expiration of the term of office of a member, the member shall continue to serve until the member’s successor has been appointed and qualified, except that no member may serve under this subparagraph—

(i) for more than 60 days when Congress is in session unless a nomination to fill the vacancy shall have been submitted to the Senate; or

(ii) after the adjournment sine die of the session of the Senate in which such nomination is submitted.

(5) Quorum and meetings

The Board shall meet upon the call of the chairman or a majority of its members. Three members of the Board shall constitute a quorum.

(i) Compensation and travel expenses

(1) Compensation

(A) Chairman

The chairman of the Board shall be compensated at the rate of pay payable for a position at level III of the Executive Schedule under section 5314 of title 5.

(B) Members

Each member of the Board shall be compensated at a rate of pay payable for a position at level IV of the Executive Schedule under section 5315 of title 5 for each day during which that member is engaged in the actual performance of the duties of the Board.

(2) Travel expenses

Members of the Board shall be allowed travel expenses, including per diem in lieu of subsistence, at rates authorized for persons employed intermittently by the Government under section 5703(b) of title 5, while away from their homes or regular places of business in the performance of services for the Board.

(j) Staff

(1) Appointment and compensation
The chairman of the Board, in accordance with rules agreed upon by the Board, shall appoint and fix the compensation of a full-time executive director and such other personnel as may be necessary to enable the Board to carry out its functions, without regard to the provisions of title 5 governing appointments in the competitive service, and without regard to the provisions of chapter 51 and subchapter III of chapter 53 of such title relating to classification and General Schedule pay rates, except that no rate of pay fixed under this subsection may exceed the equivalent of that payable for a position at level V of the Executive Schedule under section 5316 of title 5.

(2) Detailees

Any Federal employee may be detailed to the Board without reimbursement from the Board, and such detailee shall retain the rights, status, and privileges of the detailee's regular employment without interruption.

(3) Consultant services

The Board may procure the temporary or intermittent services of experts and consultants in accordance with section 3109 of title 5, at rates that do not exceed the daily rate paid a person occupying a position at level IV of the Executive Schedule under section 5315 of such title.

(k) Security clearances

(1) In general

The appropriate departments, agencies, and elements of the executive branch shall cooperate with the Board to expeditiously provide the Board members and staff with appropriate security clearances to the extent possible under existing procedures and requirements.

(2) Rules and procedures

After consultation with the Secretary of Defense, the Attorney General, and the Director of National Intelligence, the Board shall adopt rules and procedures of the Board for physical, communications, computer, document, personnel, and other security relating to carrying out the functions of the Board.

(l) Treatment as agency, not as advisory committee

The Board—

(1) is an agency (as defined in section 551(1) of title 5); and
(2) is not an advisory committee (as defined in section 3(2) of the Federal Advisory Committee Act (5 U.S.C. App.)).

**(m) Authorization of appropriations**

There are authorized to be appropriated to carry out this section amounts as follows:

1. For fiscal year 2008, $5,000,000.
2. For fiscal year 2009, $6,650,000.
3. For fiscal year 2010, $8,300,000.
4. For fiscal year 2011, $10,000,000.
5. For fiscal year 2012 and each subsequent fiscal year, such sums as may be necessary.


**42 USC § 2000ee–1. Privacy and civil liberties officers**

**(a) Designation and functions**

The Attorney General, the Secretary of Defense, the Secretary of State, the Secretary of the Treasury, the Secretary of Health and Human Services, the Secretary of Homeland Security, the Director of National Intelligence, the Director of the Central Intelligence Agency, and the head of any other department, agency, or element of the executive branch designated by the Privacy and Civil Liberties Oversight Board under section 2000ee of this title to be appropriate for coverage under this section shall designate not less than 1 senior officer to serve as the principal advisor to—

1. assist the head of such department, agency, or element and other officials of such department, agency, or element in appropriately considering privacy and civil liberties concerns when such officials are proposing, developing, or implementing laws, regulations, policies, procedures, or guidelines related to efforts to protect the Nation against terrorism;

2. periodically investigate and review department, agency, or element actions, policies, procedures, guidelines, and related laws and their implementation to ensure that such department, agency, or element is adequately considering privacy and civil liberties in its actions;
(3) ensure that such department, agency, or element has adequate procedures to receive, investigate, respond to, and redress complaints from individuals who allege such department, agency, or element has violated their privacy or civil liberties; and

(4) in providing advice on proposals to retain or enhance a particular governmental power the officer shall consider whether such department, agency, or element has established—

(A) that the need for the power is balanced with the need to protect privacy and civil liberties;

(B) that there is adequate supervision of the use by such department, agency, or element of the power to ensure protection of privacy and civil liberties; and

(C) that there are adequate guidelines and oversight to properly confine its use.

(b) Exception to designation authority

(1) Privacy officers

In any department, agency, or element referred to in subsection (a) or designated by the Privacy and Civil Liberties Oversight Board, which has a statutorily created privacy officer, such officer shall perform the functions specified in subsection (a) with respect to privacy.

(2) Civil liberties officers

In any department, agency, or element referred to in subsection (a) or designated by the Board, which has a statutorily created civil liberties officer, such officer shall perform the functions specified in subsection (a) with respect to civil liberties.

(c) Supervision and coordination

Each privacy officer or civil liberties officer described in subsection (a) or (b) shall—

(1) report directly to the head of the department, agency, or element concerned; and

(2) coordinate their activities with the Inspector General of such department, agency, or element to avoid duplication of effort.

(d) Agency cooperation
The head of each department, agency, or element shall ensure that each privacy officer and civil liberties officer—

(1) has the information, material, and resources necessary to fulfill the functions of such officer;

(2) is advised of proposed policy changes;

(3) is consulted by decision makers; and

(4) is given access to material and personnel the officer determines to be necessary to carry out the functions of such officer.

(e) Reprisal for making complaint

No action constituting a reprisal, or threat of reprisal, for making a complaint or for disclosing information to a privacy officer or civil liberties officer described in subsection (a) or (b), or to the Privacy and Civil Liberties Oversight Board, that indicates a possible violation of privacy protections or civil liberties in the administration of the programs and operations of the Federal Government relating to efforts to protect the Nation from terrorism shall be taken by any Federal employee in a position to take such action, unless the complaint was made or the information was disclosed with the knowledge that it was false or with willful disregard for its truth or falsity.

(f) Periodic reports

(1) In general

The privacy officers and civil liberties officers of each department, agency, or element referred to or described in subsection (a) or (b) shall periodically, but not less than quarterly, submit a report on the activities of such officers—

(A)(i) to the appropriate committees of Congress, including the Committee on the Judiciary of the Senate, the Committee on the Judiciary of the House of Representatives, the Committee on Homeland Security and Governmental Affairs of the Senate, the Committee on Oversight and Government Reform of the House of Representatives, the Select Committee on Intelligence of the Senate, and the Permanent Select Committee on Intelligence of the House of Representatives;

(ii) to the head of such department, agency, or element; and

(iii) to the Privacy and Civil Liberties Oversight Board; and
(B) which shall be in unclassified form to the greatest extent possible, with a classified annex where necessary.

(2) Contents

Each report submitted under paragraph (1) shall include information on the discharge of each of the functions of the officer concerned, including—

(A) information on the number and types of reviews undertaken;

(B) the type of advice provided and the response given to such advice;

(C) the number and nature of the complaints received by the department, agency, or element concerned for alleged violations; and

(D) a summary of the disposition of such complaints, the reviews and inquiries conducted, and the impact of the activities of such officer.

(g) Informing the public

Each privacy officer and civil liberties officer shall—

(1) make the reports of such officer, including reports to Congress, available to the public to the greatest extent that is consistent with the protection of classified information and applicable law; and

(2) otherwise inform the public of the activities of such officer, as appropriate and in a manner consistent with the protection of classified information and applicable law.

(h) Savings clause

Nothing in this section shall be construed to limit or otherwise supplant any other authorities or responsibilities provided by law to privacy officers or civil liberties officers.


42 USC § 2000ee–2. Privacy and data protection policies and procedures

(a) Privacy Officer
Each agency shall have a Chief Privacy Officer to assume primary responsibility for privacy and data protection policy, including—

(1) assuring that the use of technologies sustain, and do not erode, privacy protections relating to the use, collection, and disclosure of information in an identifiable form;

(2) assuring that technologies used to collect, use, store, and disclose information in identifiable form allow for continuous auditing of compliance with stated privacy policies and practices governing the collection, use and distribution of information in the operation of the program;

(3) assuring that personal information contained in Privacy Act systems of records is handled in full compliance with fair information practices as defined in the Privacy Act of 1974 [5 U.S.C. 552a];

(4) evaluating legislative and regulatory proposals involving collection, use, and disclosure of personal information by the Federal Government;

(5) conducting a privacy impact assessment of proposed rules of the Department on the privacy of information in an identifiable form, including the type of personally identifiable information collected and the number of people affected;

(6) preparing a report to Congress on an annual basis on activities of the Department that affect privacy, including complaints of privacy violations, implementation of section 552a of title 5, 11 internal controls, and other relevant matters;

(7) ensuring that the Department protects information in an identifiable form and information systems from unauthorized access, use, disclosure, disruption, modification, or destruction;

(8) training and educating employees on privacy and data protection policies to promote awareness of and compliance with established privacy and data protection policies; and

(9) ensuring compliance with the Departments established privacy and data protection policies.

(b) Establishing privacy and data protection procedures and policies

(1) In general

Within 12 months of December 8, 2004, each agency shall establish and implement comprehensive privacy and data protection procedures governing the
agency's collection, use, sharing, disclosure, transfer, storage and security of information in an identifiable form relating to the agency employees and the public. Such procedures shall be consistent with legal and regulatory guidance, including OMB regulations, the Privacy Act of 1974 [5 U.S.C. 552a], and section 208 of the E-Government Act of 2002.

(c) Recording

Each agency shall prepare a written report of its use of information in an identifiable form, along with its privacy and data protection policies and procedures and record it with the Inspector General of the agency to serve as a benchmark for the agency. Each report shall be signed by the agency privacy officer to verify that the agency intends to comply with the procedures in the report. By signing the report the privacy officer also verifies that the agency is only using information in identifiable form as detailed in the report.

(d) Inspector General review

The Inspector General of each agency shall periodically conduct a review of the agency's implementation of this section and shall report the results of its review to the Committees on Appropriations of the House of Representatives and the Senate, the House Committee on Oversight and Government Reform, and the Senate Committee on Homeland Security and Governmental Affairs. The report required by this review may be incorporated into a related report to Congress otherwise required by law including, but not limited to, section 3545 of title 44, the Federal Information Security Management Act of 2002. The Inspector General may contract with an independent, third party organization to conduct the review.

(e) Report

(1) In general

Upon completion of a review, the Inspector General of an agency shall submit to the head of that agency a detailed report on the review, including recommendations for improvements or enhancements to management of information in identifiable form, and the privacy and data protection procedures of the agency.

(2) Internet availability

Each agency shall make each independent third party review, and each report of the Inspector General relating to that review available to the public.

(f) Definition
In this section, the definition of “identifiable form” is consistent with Public Law 107–347, the E-Government Act of 2002, and means any representation of information that permits the identity of an individual to whom the information applies to be reasonably inferred by either direct or indirect means.


(a) Short title

This section may be cited as the “Federal Agency Data Mining Reporting Act of 2007”.

(b) Definitions

In this section:

(1) Data mining

The term “data mining” means a program involving pattern-based queries, searches, or other analyses of 1 or more electronic databases, where—

(A) a department or agency of the Federal Government, or a non-Federal entity acting on behalf of the Federal Government, is conducting the queries, searches, or other analyses to discover or locate a predictive pattern or anomaly indicative of terrorist or criminal activity on the part of any individual or individuals;

(B) the queries, searches, or other analyses are not subject-based and do not use personal identifiers of a specific individual, or inputs associated with a specific individual or group of individuals, to retrieve information from the database or databases; and

(C) the purpose of the queries, searches, or other analyses is not solely—

(i) the detection of fraud, waste, or abuse in a Government agency or program; or

(ii) the security of a Government computer system.

(2) Database

The term “database” does not include telephone directories, news reporting, information publicly available to any member of the public without payment of a
fee, or databases of judicial and administrative opinions or other legal research sources.

(c) Reports on data mining activities by Federal agencies

(1) Requirement for report

The head of each department or agency of the Federal Government that is engaged in any activity to use or develop data mining shall submit a report to Congress on all such activities of the department or agency under the jurisdiction of that official. The report shall be produced in coordination with the privacy officer of that department or agency, if applicable, and shall be made available to the public, except for an annex described in subparagraph (C).

(2) Content of report

Each report submitted under subparagraph (A) shall include, for each activity to use or develop data mining, the following information:

(A) A thorough description of the data mining activity, its goals, and, where appropriate, the target dates for the deployment of the data mining activity.

(B) A thorough description of the data mining technology that is being used or will be used, including the basis for determining whether a particular pattern or anomaly is indicative of terrorist or criminal activity.

(C) A thorough description of the data sources that are being or will be used.

(D) An assessment of the efficacy or likely efficacy of the data mining activity in providing accurate information consistent with and valuable to the stated goals and plans for the use or development of the data mining activity.

(E) An assessment of the impact or likely impact of the implementation of the data mining activity on the privacy and civil liberties of individuals, including a thorough description of the actions that are being taken or will be taken with regard to the property, privacy, or other rights or privileges of any individual or individuals as a result of the implementation of the data mining activity.

(F) A list and analysis of the laws and regulations that govern the information being or to be collected, reviewed, gathered, analyzed, or used in conjunction with the data mining activity, to the extent applicable in the context of the data mining activity.
(G) A thorough discussion of the policies, procedures, and guidelines that are in place or that are to be developed and applied in the use of such data mining activity in order to—

(i) protect the privacy and due process rights of individuals, such as redress procedures; and

(ii) ensure that only accurate and complete information is collected, reviewed, gathered, analyzed, or used, and guard against any harmful consequences of potential inaccuracies.

(3) Annex

(A) In general

A report under subparagraph (A) shall include in an annex any necessary—

(i) classified information;

(ii) law enforcement sensitive information;

(iii) proprietary business information; or

(iv) trade secrets (as that term is defined in section 1839 of title 18).

(B) Availability

Any annex described in clause (i)—

(i) shall be available, as appropriate, and consistent with the National Security Act of 1947 (50 U.S.C. 401 et seq.), to the Committee on Homeland Security and Governmental Affairs, the Committee on the Judiciary, the Select Committee on Intelligence, the Committee on Appropriations, and the Committee on Banking, Housing, and Urban Affairs of the Senate and the Committee on Homeland Security, the Committee on the Judiciary, the Permanent Select Committee on Intelligence, the Committee on Appropriations, and the Committee on Financial Services of the House of Representatives; and

(ii) shall not be made available to the public.

(4) Time for report

Each report required under subparagraph (A) shall be—

(A) submitted not later than 180 days after August 3, 2007; and
(B) updated not less frequently than annually thereafter, to include any activity to
use or develop data mining engaged in after the date of the prior report
submitted under subparagraph (A).


References in Text

26, 1947, ch. 343, 61 Stat. 495. For complete classification of this Act to the Code,
see Short Title note set out under section 401 of Title 50, War and National
Defense, and Tables.
CHAPTER 84—DEPARTMENT OF ENERGY

42 USC § 7101. Definitions

(a) As used in this chapter, unless otherwise provided or indicated by the context, the term the “Department” means the Department of Energy or any component thereof, including the Federal Energy Regulatory Commission.

(b) As used in this chapter (1) reference to “function” includes reference to any duty, obligation, power, authority, responsibility, right, privilege, and activity, or the plural thereof, as the case may be; and (2) reference to “perform”, when used in relation to functions, includes the undertaking, fulfillment, or execution of any duty or obligation; and the exercise of power, authority, rights, and privileges.

(c) As used in this chapter, “Federal lease” means an agreement which, for any consideration, including but not limited to, bonuses, rents, or royalties conferred and covenants to be observed, authorizes a person to explore for, or develop, or produce (or to do any or all of these) oil and gas, coal, oil shale, tar sands, and geothermal resources on lands or interests in lands under Federal jurisdiction.

**SUBCHAPTER I—DECLARATION OF FINDINGS AND PURPOSES**

**42 USC § 7111. Congressional findings**

The Congress of the United States finds that—

(1) the United States faces an increasing shortage of nonrenewable energy resources;

(2) this energy shortage and our increasing dependence on foreign energy supplies present a serious threat to the national security of the United States and to the health, safety and welfare of its citizens;

(3) a strong national energy program is needed to meet the present and future energy needs of the Nation consistent with overall national economic, environmental and social goals;

(4) responsibility for energy policy, regulation, and research, development and demonstration is fragmented in many departments and agencies and thus does not allow for the comprehensive, centralized focus necessary for effective coordination of energy supply and conservation programs; and

(5) formulation and implementation of a national energy program require the integration of major Federal energy functions into a single department in the executive branch.


**42 USC § 7112. Congressional declaration of purpose**

The Congress therefore declares that the establishment of a Department of Energy is in the public interest and will promote the general welfare by assuring coordinated and effective administration of Federal energy policy and programs. It is the purpose of this chapter:

(1) To establish a Department of Energy in the executive branch.

(2) To achieve, through the Department, effective management of energy functions of the Federal Government, including consultation with the heads of other Federal departments and agencies in order to encourage them to establish and observe policies consistent with a coordinated energy policy, and to promote maximum possible energy conservation measures in connection with the activities within their respective jurisdictions.
(3) To provide for a mechanism through which a coordinated national energy policy can be formulated and implemented to deal with the short-, mid- and long-term energy problems of the Nation; and to develop plans and programs for dealing with domestic energy production and import shortages.

(4) To create and implement a comprehensive energy conservation strategy that will receive the highest priority in the national energy program.

(5) To carry out the planning, coordination, support, and management of a balanced and comprehensive energy research and development program, including—

(A) assessing the requirements for energy research and development;

(B) developing priorities necessary to meet those requirements;

(C) undertaking programs for the optimal development of the various forms of energy production and conservation; and

(D) disseminating information resulting from such programs, including disseminating information on the commercial feasibility and use of energy from fossil, nuclear, solar, geothermal, and other energy technologies.

(6) To place major emphasis on the development and commercial use of solar, geothermal, recycling and other technologies utilizing renewable energy resources.

(7) To continue and improve the effectiveness and objectivity of a central energy data collection and analysis program within the Department.

(8) To facilitate establishment of an effective strategy for distributing and allocating fuels in periods of short supply and to provide for the administration of a national energy supply reserve.

(9) To promote the interests of consumers through the provision of an adequate and reliable supply of energy at the lowest reasonable cost.

(10) To establish and implement through the Department, in coordination with the Secretaries of State, Treasury, and Defense, policies regarding international energy issues that have a direct impact on research, development, utilization, supply, and conservation of energy in the United States and to undertake activities involving the integration of domestic and foreign policy relating to energy, including provision of independent technical advice to the President on
international negotiations involving energy resources, energy technologies, or nuclear weapons issues, except that the Secretary of State shall continue to exercise primary authority for the conduct of foreign policy relating to energy and nuclear nonproliferation, pursuant to policy guidelines established by the President.

(11) To provide for the cooperation of Federal, State, and local governments in the development and implementation of national energy policies and programs.

(12) To foster and assure competition among parties engaged in the supply of energy and fuels.

(13) To assure incorporation of national environmental protection goals in the formulation and implementation of energy programs, and to advance the goals of restoring, protecting, and enhancing environmental quality, and assuring public health and safety.

(14) To assure, to the maximum extent practicable, that the productive capacity of private enterprise shall be utilized in the development and achievement of the policies and purposes of this chapter.

(15) To provide for, encourage, and assist public participation in the development and enforcement of national energy programs.

(16) To create an awareness of, and responsibility for, the fuel and energy needs of rural and urban residents as such needs pertain to home heating and cooling, transportation, agricultural production, electrical generation, conservation, and research and development.

(17) To foster insofar as possible the continued good health of the Nation’s small business firms, public utility districts, municipal utilities, and private cooperatives involved in energy production, transportation, research, development, demonstration, marketing, and merchandising.

(18) To provide for the administration of the functions of the Energy Research and Development Administration related to nuclear weapons and national security which are transferred to the Department by this chapter.

(19) To ensure that the Department can continue current support of mathematics, science, and engineering education programs by using the personnel, facilities, equipment, and resources of its laboratories and by working with State and local education agencies, institutions of higher education, and business and industry. The Department's involvement in mathematics, science, and engineering education should be consistent with its main mission and should be coordinated with all Federal efforts in mathematics, science, and engineering.
education, especially with the Department of Education and the National Science Foundation (which have the primary Federal responsibility for mathematics, science, and engineering education).


42 USC § 7113. Relationship with States

Whenever any proposed action by the Department conflicts with the energy plan of any State, the Department shall give due consideration to the needs of such State, and where practicable, shall attempt to resolve such conflict through consultations with appropriate State officials. Nothing in this chapter shall affect the authority of any State over matters exclusively within its jurisdiction.

SUBCHAPTER II—ESTABLISHMENT OF DEPARTMENT

42 USC § 7131. Establishment

There is established at the seat of government an executive department to be known as the Department of Energy. There shall be at the head of the Department a Secretary of Energy (hereinafter in this chapter referred to as the “Secretary”), who shall be appointed by the President by and with the advice and consent of the Senate. The Department shall be administered, in accordance with the provisions of this chapter, under the supervision and direction of the Secretary.


42 USC § 7132. Principal officers

(a) Deputy Secretary

There shall be in the Department a Deputy Secretary, who shall be appointed by the President, by and with the advice and consent of the Senate, and who shall be compensated at the rate provided for level II of the Executive Schedule under section 5313 of title 5. The Deputy Secretary shall act for and exercise the functions of the Secretary during the absence or disability of the Secretary or in the event the office of Secretary becomes vacant. The Secretary shall designate the order in which the Under Secretary and other officials shall act for and perform the functions of the Secretary during the absence or disability of both the Secretary and Deputy Secretary or in the event of vacancies in both of those offices.

(b) Under Secretary for Science

(1) There shall be in the Department an Under Secretary for Science, who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) The Under Secretary shall be compensated at the rate provided for level III of the Executive Schedule under section 5314 of title 5.

(3) The Under Secretary for Science shall be appointed from among persons who—

(A) have extensive background in scientific or engineering fields; and

(B) are well qualified to manage the civilian research and development programs of the Department.
(4) The Under Secretary for Science shall—

(A) serve as the Science and Technology Advisor to the Secretary;

(B) monitor the research and development programs of the Department in order to advise the Secretary with respect to any undesirable duplication or gaps in the programs;

(C) advise the Secretary with respect to the well-being and management of the multipurpose laboratories under the jurisdiction of the Department;

(D) advise the Secretary with respect to education and training activities required for effective short- and long-term basic and applied research activities of the Department;

(E) advise the Secretary with respect to grants and other forms of financial assistance required for effective short- and long-term basic and applied research activities of the Department;

(F) advise the Secretary with respect to long-term planning, coordination, and development of a strategic framework for Department research and development activities; and

(G) carry out such additional duties assigned to the Under Secretary by the Secretary relating to basic and applied research, including supervision or support of research activities carried out by any of the Assistant Secretaries designated by section 7133 of this title, as the Secretary considers advantageous.

(c) Under Secretary for Nuclear Security

(1) There shall be in the Department an Under Secretary for Nuclear Security, who shall be appointed by the President, by and with the advice and consent of the Senate. The Under Secretary shall be compensated at the rate provided for at level III of the Executive Schedule under section 5314 of title 5.

(2) The Under Secretary for Nuclear Security shall be appointed from among persons who—

(A) have extensive background in national security, organizational management, and appropriate technical fields; and
(B) are well qualified to manage the nuclear weapons, nonproliferation, and materials disposition programs of the National Nuclear Security Administration in a manner that advances and protects the national security of the United States.

(3) The Under Secretary for Nuclear Security shall serve as the Administrator for Nuclear Security under section 2402 of title 50. In carrying out the functions of the Administrator, the Under Secretary shall be subject to the authority, direction, and control of the Secretary. Such authority, direction, and control may be delegated only to the Deputy Secretary of Energy, without redelegation.

(d) Under Secretary

(1) There shall be in the Department an Under Secretary, who shall be appointed by the President, by and with the advice and consent of the Senate, and who shall perform such functions and duties as the Secretary shall prescribe, consistent with this section.

(2) The Under Secretary shall be compensated at the rate provided for level III of the Executive Schedule under section 5314 of title 5.

(e) General Counsel

(1) There shall be in the Department a General Counsel, who shall be appointed by the President, by and with the advice and consent of the Senate, and who shall perform such functions and duties as the Secretary shall prescribe.

(2) The General Counsel shall be compensated at the rate provided for level IV of the Executive Schedule under section 5315 of title 5.


42 USC § 7133. Assistant Secretaries; appointment and confirmation; identification of responsibilities

(a) There shall be in the Department 8 Assistant Secretaries, each of whom shall be appointed by the President, by and with the advice and consent of the Senate; who shall be compensated at the rate provided for at level IV of the Executive Schedule under section 5315 of title 5; and who shall perform, in accordance with applicable law, such of the functions transferred or delegated to, or vested in, the Secretary as he shall prescribe in accordance with the provisions of this chapter.
The functions which the Secretary shall assign to the Assistant Secretaries include, but are not limited to, the following:

(1) Energy resource applications, including functions dealing with management of all forms of energy production and utilization, including fuel supply, electric power supply, enriched uranium production, energy technology programs, and the management of energy resource leasing procedures on Federal lands.

(2) Energy research and development functions, including the responsibility for policy and management of research and development for all aspects of—

(A) solar energy resources;

(B) geothermal energy resources;

(C) recycling energy resources;

(D) the fuel cycle for fossil energy resources; and

(E) the fuel cycle for nuclear energy resources.

(3) Environmental responsibilities and functions, including advising the Secretary with respect to the conformance of the Department's activities to environmental protection laws and principles, and conducting a comprehensive program of research and development on the environmental effects of energy technologies and programs.

(4) International programs and international policy functions, including those functions which assist in carrying out the international energy purposes described in section 7112 of this title.


(6) Intergovernmental policies and relations, including responsibilities for assuring that national energy policies are reflective of and responsible to the needs of State and local governments, and for assuring that other components of the Department coordinate their activities with State and local governments, where appropriate, and develop intergovernmental communications with State and local governments.

(7) Competition and consumer affairs, including responsibilities for the promotion of competition in the energy industry and for the protection of the
consuming public in the energy policymaking processes, and assisting the Secretary in the formulation and analysis of policies, rules, and regulations relating to competition and consumer affairs.

(8) Nuclear waste management responsibilities, including—

(A) the establishment of control over existing Government facilities for the treatment and storage of nuclear wastes, including all containers, casks, buildings, vehicles, equipment, and all other materials associated with such facilities;

(B) the establishment of control over all existing nuclear waste in the possession or control of the Government and all commercial nuclear waste presently stored on other than the site of a licensed nuclear power electric generating facility, except that nothing in this paragraph shall alter or effect title to such waste;

(C) the establishment of temporary and permanent facilities for storage, management, and ultimate disposal of nuclear wastes;

(D) the establishment of facilities for the treatment of nuclear wastes;

(E) the establishment of programs for the treatment, management, storage, and disposal of nuclear wastes;

(F) the establishment of fees or user charges for nuclear waste treatment or storage facilities, including fees to be charged Government agencies; and

(G) the promulgation of such rules and regulations to implement the authority described in this paragraph,

except that nothing in this section shall be construed as granting to the Department regulatory functions presently within the Nuclear Regulatory Commission, or any additional functions than those already conferred by law.

(9) Energy conservation functions, including the development of comprehensive energy conservation strategies for the Nation, the planning and implementation of major research and demonstration programs for the development of technologies and processes to reduce total energy consumption, the administration of voluntary and mandatory energy conservation programs, and the dissemination to the public of all available information on energy conservation programs and measures.
(10) Power marketing functions, including responsibility for marketing and transmission of Federal power.

(11) Public and congressional relations functions, including responsibilities for providing a continuing liaison between the Department and the Congress and the Department and the public.

(b) At the time the name of any individual is submitted for confirmation to the position of Assistant Secretary, the President shall identify with particularity the function or functions described in subsection (a) of this section (or any portion thereof) for which such individual will be responsible.


42 USC § 7134. Federal Energy Regulatory Commission; compensation of Chairman and members

There shall be within the Department, a Federal Energy Regulatory Commission established by subchapter IV of this chapter (hereinafter referred to in this chapter as the “Commission”). The Chairman shall be compensated at the rate provided for level III of the Executive Schedule under section 5314 of title 5. The other members of the Commission shall be compensated at the rate provided for level IV of the Executive Schedule under section 5315 of title 5. The Chairman and members of the Commission shall be individuals who, by demonstrated ability, background, training, or experience, are specially qualified to assess fairly the needs and concerns of all interests affected by Federal energy policy.


42 USC § 7135. Energy Information Administration

(a) Establishment; appointment of Administrator; compensation; qualifications; duties

(1) There shall be within the Department an Energy Information Administration to be headed by an Administrator who shall be appointed by the President, by and with the advice and consent of the Senate, and who shall be compensated at the rate provided for in level IV of the Executive Schedule under section 5315 of title 5. The Administrator shall be a person who, by reason of professional
background and experience, is specially qualified to manage an energy information system.

(2) The Administrator shall be responsible for carrying out a central, comprehensive, and unified energy data and information program which will collect, evaluate, assemble, analyze, and disseminate data and information which is relevant to energy resource reserves, energy production, demand, and technology, and related economic and statistical information, or which is relevant to the adequacy of energy resources to meet demands in the near and longer term future for the Nation's economic and social needs.

(b) Delegation of functions

The Secretary shall delegate to the Administrator (which delegation may be on a nonexclusive basis as the Secretary may determine may be necessary to assure the faithful execution of his authorities and responsibilities under law) the functions vested in him by law relating to gathering, analysis, and dissemination of energy information (as defined in section 796 of title 15) and the Administrator may act in the name of the Secretary for the purpose of obtaining enforcement of such delegated functions.

(c) Functions of Director of Office of Energy Information and Analysis

In addition to, and not in limitation of the functions delegated to the Administrator pursuant to other subsections of this section, there shall be vested in the Administrator, and he shall perform, the functions assigned to the Director of the Office of Energy Information and Analysis under part B of the Federal Energy Administration Act of 1974 [15 U.S.C. 790 et seq.], and the provisions of sections 53(d) and 59 thereof [15 U.S.C. 790b(d), 790h] shall be applicable to the Administrator in the performance of any function under this chapter.

(d) Collection or analysis of information and preparation of reports without approval

The Administrator shall not be required to obtain the approval of any other officer or employee of the Department in connection with the collection or analysis of any information; nor shall the Administrator be required, prior to publication, to obtain the approval of any other officer or employee of the United States with respect to the substance of any statistical or forecasting technical reports which he has prepared in accordance with law.

(e) Annual audit
The Energy Information Administration shall be subject to an annual professional audit review of performance as described in section 55 of part B of the Federal Energy Administration Act of 1974.

(f) Furnishing information or analysis to any other administration, commission, or office within Department

The Administrator shall, upon request, promptly provide any information or analysis in his possession pursuant to this section to any other administration, commission, or office within the Department which such administration, commission, or office determines relates to the functions of such administration, commission, or office.

(g) Availability of information to public

Information collected by the Energy Information Administration shall be cataloged and, upon request, any such information shall be promptly made available to the public in a form and manner easily adaptable for public use, except that this subsection shall not require disclosure of matters exempted from mandatory disclosure by section 552(b) of title 5. The provisions of section 796(d) of title 15, and section 5916 of this title, shall continue to apply to any information obtained by the Administrator under such provisions.

(h) Identification and designation of “major energy producing companies”; format for financial report; accounting practices; filing of financial report; annual report of Department; definitions; confidentiality

(1)(A) In addition to the acquisition, collection, analysis, and dissemination of energy information pursuant to this section, the Administrator shall identify and designate “major energy-producing companies” which alone or with their affiliates are involved in one or more lines of commerce in the energy industry so that the energy information collected from such major energy-producing companies shall provide a statistically accurate profile of each line of commerce in the energy industry in the United States.

(B) In fulfilling the requirements of this subsection the Administrator shall—

(i) utilize, to the maximum extent practicable, consistent with the faithful execution of his responsibilities under this chapter, reliable statistical sampling techniques; and

(ii) otherwise give priority to the minimization of the reporting of energy information by small business.
(2) The Administrator shall develop and make effective for use during the second full calendar year following August 4, 1977, the format for an energy-producing company financial report. Such report shall be designed to allow comparison on a uniform and standardized basis among energy-producing companies and shall permit for the energy-related activities of such companies—

(A) an evaluation of company revenues, profits, cash flow, and investments in total, for the energy-related lines of commerce in which such company is engaged and for all significant energy-related functions within such company;

(B) an analysis of the competitive structure of sectors and functional groupings within the energy industry;

(C) the segregation of energy information, including financial information, describing company operations by energy source and geographic area;

(D) the determination of costs associated with exploration, development, production, processing, transportation, and marketing and other significant energy-related functions within such company; and

(E) such other analyses or evaluations as the Administrator finds is necessary to achieve the purposes of this chapter.

(3) The Administrator shall consult with the Chairman of the Securities and Exchange Commission with respect to the development of accounting practices required by the Energy Policy and Conservation Act [42 U.S.C. 6201 et seq.] to be followed by persons engaged in whole or in part in the production of crude oil and natural gas and shall endeavor to assure that the energy-producing company financial report described in paragraph (2) of this subsection, to the extent practicable and consistent with the purposes and provisions of this chapter, is consistent with such accounting practices where applicable.

(4) The Administrator shall require each major energy-producing company to file with the Administrator an energy-producing company financial report on at least an annual basis and may request energy information described in such report on a quarterly basis if he determines that such quarterly report of information will substantially assist in achieving the purposes of this chapter.

(5) A summary of information gathered pursuant to this section, accompanied by such analysis as the Administrator deems appropriate, shall be included in the
annual report of the Department required by subsection (a) of section 7267 of this title.

(6) As used in this subsection the term—

(A) “energy-producing company” means a person engaged in:

(i) ownership or control of mineral fuel resources or nonmineral energy resources;

(ii) exploration for, or development of, mineral fuel resources;

(iii) extraction of mineral fuel or nonmineral energy resources;

(iv) refining, milling, or otherwise processing mineral fuels or nonmineral energy resources;

(v) storage of mineral fuels or nonmineral energy resources;

(vi) the generation, transmission, or storage of electrical energy;

(vii) transportation of mineral fuels or nonmineral energy resources by any means whatever; or

(viii) wholesale or retail distribution of mineral fuels, nonmineral energy resources or electrical energy;

(B) “energy industry” means all energy-producing companies; and

(C) “person” has the meaning as set forth in section 796 of title 15.

(7) The provisions of section 1905 of title 18 shall apply in accordance with its terms to any information obtained by the Administration pursuant to this subsection.

(i) Manufacturers energy consumption survey

(1) The Administrator shall conduct and publish the results of a survey of energy consumption in the manufacturing industries in the United States at least once every two years and in a manner designed to protect the confidentiality of
individual responses. In conducting the survey, the Administrator shall collect information, including—

(A) quantity of fuels consumed;

(B) energy expenditures;

(C) fuel switching capabilities; and

(D) use of nonpurchased sources of energy, such as solar, wind, biomass, geothermal, waste by-products, and cogeneration.

(2) This subsection does not affect the authority of the Administrator to collect data under section 52 of the Federal Energy Administration Act of 1974 (15 U.S.C. 790a).

(j) Collection and publication of survey results

(1) The Administrator shall annually collect and publish the results of a survey of electricity production from domestic renewable energy resources, including production in kilowatt hours, total installed capacity, capacity factor, and any other measure of production efficiency. Such results shall distinguish between various renewable energy resources.

(2) In carrying out this subsection, the Administrator shall—

(A) utilize, to the maximum extent practicable and consistent with the faithful execution of his responsibilities under this chapter, reliable statistical sampling techniques; and

(B) otherwise take into account the reporting burdens of energy information by small businesses.

(3) As used in this subsection, the term “renewable energy resources” includes energy derived from solar thermal, geothermal, biomass, wind, and photovoltaic resources.

(k) Survey procedure

Pursuant to section 52(a) of the Federal Energy Administration Act of 1974 (15 U.S.C. 790a(a)), the Administrator shall—
(1) conduct surveys of residential and commercial energy use at least once every 3 years, and make such information available to the public;

(2) when surveying electric utilities, collect information on demand-side management programs conducted by such utilities, including information regarding the types of demand-side management programs being operated, the quantity of measures installed, expenditures on demand-side management programs, estimates of energy savings resulting from such programs, and whether the savings estimates were verified; and

(3) in carrying out this subsection, take into account reporting burdens and the protection of proprietary information as required by law.

(I) Data collection

In order to improve the ability to evaluate the effectiveness of the Nation’s energy efficiency policies and programs, the Administrator shall, in carrying out the data collection provisions of subsections (i) and (k) of this section, consider—

(1) expanding the survey instruments to include questions regarding participation in Government and utility conservation programs;

(2) expanding fuel-use surveys in order to provide greater detail on energy use by user subgroups; and

(3) expanding the scope of data collection on energy efficiency and load-management programs, including the effects of building construction practices such as those designed to obtain peak load shifting.

(m) Renewable fuels survey

(1) In order to improve the ability to evaluate the effectiveness of the Nation’s renewable fuels mandate, the Administrator shall conduct and publish the results of a survey of renewable fuels demand in the motor vehicle fuels market in the United States monthly, and in a manner designed to protect the confidentiality of individual responses. In conducting the survey, the Administrator shall collect information both on a national and regional basis, including each of the following:

(A) The quantity of renewable fuels produced.

(B) The quantity of renewable fuels blended.

(C) The quantity of renewable fuels imported.
(D) The quantity of renewable fuels demanded.

(E) Market price data.

(F) Such other analyses or evaluations as the Administrator finds are necessary to achieve the purposes of this section.

(2) The Administrator shall also collect or estimate information both on a national and regional basis, pursuant to subparagraphs (A) through (F) of paragraph (1), for the 5 years prior to implementation of this subsection.

(3) This subsection does not affect the authority of the Administrator to collect data under section 52 of the Federal Energy Administration Act of 1974 (15 U.S.C. 790a).


42 USC § 7135a. Delegation by Secretary of Energy of energy research, etc., functions to Administrator of Energy Information Administration; prohibition against required delegation; utilization of capabilities by Secretary


42 USC § 7136. Economic Regulatory Administration; appointment of Administrator; compensation; qualifications; functions

(a) There shall be within the Department an Economic Regulatory Administration to be headed by an Administrator, who shall be appointed by the President, by and with the advice and consent of the Senate, and who shall be compensated at a rate provided for level IV of the Executive Schedule under section 5315 of title 5. Such Administrator shall be, by demonstrated ability, background, training, or experience, an individual who is specially qualified to assess fairly the needs and concerns of all interests affected by Federal energy policy. The Secretary shall by rule provide for a separation of regulatory and enforcement functions assigned to, or vested in, the Administration.

(b) Consistent with the provisions of subchapter IV of this chapter, the Secretary shall utilize the Economic Regulatory Administration to administer such functions as he may consider appropriate.


42 USC § 7137. Functions of Comptroller General

The functions of the Comptroller General of the United States under section 771 of title 15 shall apply with respect to the monitoring and evaluation of all functions and activities of the Department under this chapter or any other Act administered by the Department.


42 USC § 7144. Establishment of policy for National Nuclear Security Administration

(a) Responsibility for establishing policy

The Secretary shall be responsible for establishing policy for the National Nuclear Security Administration.

(b) Review of programs and activities

The Secretary may direct officials of the Department who are not within the National Nuclear Security Administration to review the programs and activities of the Administration and to make recommendations to the Secretary regarding administration of those programs and activities, including consistency with other similar programs and activities of the Department.
(c) Staff

The Secretary shall have adequate staff to support the Secretary in carrying out the Secretary's responsibilities under this section.


42 USC § 7144a. Establishment of security, counterintelligence, and intelligence policies

(a) Duty of Secretary

The Secretary shall be responsible for developing and promulgating the security, counterintelligence, and intelligence policies of the Department. The Secretary may use the immediate staff of the Secretary to assist in developing and promulgating those policies.

(b) Intelligence Executive Committee

(1) There is within the Department an Intelligence Executive Committee. The Committee shall consist of the Deputy Secretary of Energy, who shall chair the Committee, and each Under Secretary of Energy.

(2) The Committee shall be staffed by the Director of the Office of Intelligence and the Director of the Office of Counterintelligence.

(3) The Secretary shall use the Committee to assist in developing and promulgating the counterintelligence and intelligence policies, requirements, and priorities of the Department.

(c) Budget justification materials

In the budget justification materials submitted to Congress in support of each budget submitted by the President to Congress under title 31, the amounts requested for the Department for intelligence functions and the amounts requested for the Department for counterintelligence functions shall each be specified in appropriately classified individual, dedicated program elements. Within the amounts requested for counterintelligence functions, the amounts requested for the National Nuclear Security Administration shall be specified separately from the amounts requested for other elements of the Department.

42 USC § 7144b. Office of Counterintelligence

(a) Establishment

There is within the Department an Office of Counterintelligence.

(b) Director

(1) The head of the Office shall be the Director of the Office of Counterintelligence, who shall be an employee in the Senior Executive Service, the Senior Intelligence Service, the Senior National Intelligence Service, or any other Service that the Secretary, in coordination with the Director of National Intelligence, considers appropriate. The Director of the Office shall report directly to the Secretary.

(2) The Secretary shall select the Director of the Office from among individuals who have substantial expertise in matters relating to counterintelligence.

(3) The Director of the Federal Bureau of Investigation may detail, on a reimbursable basis, any employee of the Bureau to the Department for service as Director of the Office. The service of an employee of the Bureau as Director of the Office shall not result in any loss of status, right, or privilege by the employee within the Bureau.

(c) Duties

(1) The Director of the Office shall be responsible for establishing policy for counterintelligence programs and activities at Department facilities in order to reduce the threat of disclosure or loss of classified and other sensitive information at such facilities.

(2) The Director of the Office shall be responsible for establishing policy for the personnel assurance programs of the Department.

(3) The Director shall inform the Secretary, the Director of Central Intelligence, and the Director of the Federal Bureau of Investigation on a regular basis, and upon specific request by any such official, regarding the status and effectiveness of the counterintelligence programs and activities at Department facilities.

(d) Annual reports

(1) Not later than March 1 each year, the Director of the Office shall submit a report on the status and effectiveness of the counterintelligence programs and activities at each Department facility during the preceding year. Each such report shall be submitted to the following:
(A) The Secretary.

(B) The Director of Central Intelligence.

(C) The Director of the Federal Bureau of Investigation.

(D) The Committee on Armed Services and the Permanent Select Committee on Intelligence of the House of Representatives.

(E) The Committee on Armed Services and the Select Committee on Intelligence of the Senate.

(2) Each such report shall include for the year covered by the report the following:

(A) A description of the status and effectiveness of the counterintelligence programs and activities at Department facilities.

(B) A description of any violation of law or other requirement relating to intelligence, counterintelligence, or security at such facilities, including—

(i) the number of violations that were investigated; and

(ii) the number of violations that remain unresolved.

(C) A description of the number of foreign visitors to Department facilities, including the locations of the visits of such visitors.

(D) The adequacy of the Department's procedures and policies for protecting national security information, making such recommendations to Congress as may be appropriate.

(E) A determination of whether each Department of Energy national laboratory is in full compliance with all departmental security requirements and, in the case of any such laboratory that is not, what measures are being taken to bring that laboratory into compliance.

(3) Not less than 30 days before the date that the report required by paragraph (1) is submitted, the director of each Department of Energy national laboratory
shall certify in writing to the Director of the Office whether that laboratory is in full compliance with all departmental security requirements and, if not, what measures are being taken to bring that laboratory into compliance and a schedule for implementing those measures.

(4) Each report under this subsection as submitted to the committees referred to in subparagraphs (D) and (E) of paragraph (1) shall be submitted in unclassified form, but may include a classified annex.


42 USC § 7144c. Office of Intelligence

(a) Establishment

There is within the Department an Office of Intelligence.

(b) Director

(1) The head of the Office shall be the Director of the Office of Intelligence, who shall be an employee in the Senior Executive Service, the Senior Intelligence Service, the Senior National Intelligence Service, or any other Service that the Secretary, in coordination with the Director of National Intelligence, considers appropriate. The Director of the Office shall report directly to the Secretary.

(2) The Secretary shall select the Director of the Office from among individuals who have substantial expertise in matters relating to foreign intelligence.

(c) Duties

Subject to the authority, direction, and control of the Secretary, the Director of the Office shall perform such duties and exercise such powers as the Secretary may prescribe.

42 USC § 7383. Commission on Safeguards, Security, and Counterintelligence at Department of Energy Facilities

(a) Establishment

There is hereby established a commission to be known as the Commission on Safeguards, Security, and Counterintelligence at Department of Energy Facilities (in this section referred to as the “Commission”).

(b) Membership and organization

(1) The Commission shall be composed of nine members appointed from among individuals in the public and private sectors who have significant experience in matters related to the security of nuclear weapons and materials, the classification of information, or counterintelligence matters, as follows:

(A) Two shall be appointed by the chairman of the Committee on Armed Services of the Senate, in consultation with the ranking member of that Committee.

(B) One shall be appointed by the ranking member of the Committee on Armed Services of the Senate, in consultation with the chairman of that Committee.

(C) Two shall be appointed by the chairman of the Committee on Armed Services of the House of Representatives, in consultation with the ranking member of that Committee.

(D) One shall be appointed by the ranking member of the Committee on Armed Services of the House of Representatives, in consultation with the chairman of that Committee.

(E) One shall be appointed by the Secretary of Defense.

(F) One shall be appointed by the Director of the Federal Bureau of Investigation.

(G) One shall be appointed by the Director of Central Intelligence.
(2) Members of the Commission shall be appointed for four year terms, except as follows:

(A) One member initially appointed under paragraph (1)(A) shall serve a term of two years, to be designated at the time of appointment.

(B) One member initially appointed under paragraph (1)(C) shall serve a term of two years, to be designated at the time of appointment.

(C) The member initially appointed under paragraph (1)(E) shall serve a term of two years.

(3) Any vacancy in the Commission shall be filled in the same manner as the original appointment and shall not affect the powers of the Commission.

(4)(A) After five members of the Commission have been appointed under paragraph (1), the chairman of the Committee on Armed Services of the Senate, in consultation with the chairman of the Committee on Armed Services of the House of Representatives, shall designate the chairman of the Commission from among the members appointed under paragraph (1)(A).

(B) The chairman of the Commission may be designated once five members of the Commission have been appointed under paragraph (1).

(5) The initial members of the Commission shall be appointed not later than 60 days after October 5, 1999.

(6) The members of the Commission shall establish procedures for the activities of the Commission, including procedures for calling meetings, requirements for quorums, and the manner of taking votes.

(7) The Commission shall meet not less often than once every three months.

(8) The Commission may commence its activities under this section upon the designation of the chairman of the Commission under paragraph (4).

(c) Duties

(1) The Commission shall, in accordance with this section, review the safeguards, security, and counterintelligence activities (including activities relating to information management, computer security, and personnel security) at Department of Energy facilities to—
(A) determine the adequacy of those activities to ensure the security of sensitive information, processes, and activities under the jurisdiction of the Department against threats to the disclosure of such information, processes, and activities; and

(B) make recommendations for actions the Commission determines as being necessary to ensure that such security is achieved and maintained.

(2) The activities of the Commission under paragraph (1) shall include the following:

(A) An analysis of the sufficiency of the Design Threat Basis documents as a basis for the allocation of resources for safeguards, security, and counterintelligence activities at the Department facilities in light of applicable guidance with respect to such activities, including applicable laws, Department of Energy orders, Presidential Decision Directives, and Executive orders.

(B) Visits to Department facilities to assess the adequacy of the safeguards, security, and counterintelligence activities at such facilities.

(C) Evaluations of specific concerns set forth in Department reports regarding the status of safeguards, security, or counterintelligence activities at particular Department facilities or at facilities throughout the Department.

(D) Reviews of relevant laws, Department orders, and other requirements relating to safeguards, security, and counterintelligence activities at Department facilities.

(E) Any other activities relating to safeguards, security, and counterintelligence activities at Department facilities that the Secretary of Energy considers appropriate.

(d) Reports

(1) Not later than February 15 each year, the Commission shall submit to the Secretary of Energy and to the Committee on Armed Services of the Senate and the Committee on Armed Services of the House of Representatives a report on the activities of the Commission during the preceding year. The report shall be submitted in unclassified form, but may include a classified annex.

(2) Each report—
(A) shall describe the activities of the Commission during the year covered by the report;

(B) shall set forth proposals for any changes in safeguards, security, or counterintelligence activities at Department of Energy facilities that the Commission considers appropriate in light of such activities; and

(C) may include any other recommendations for legislation or administrative action that the Commission considers appropriate.

(e) Personnel matters

(1)(A) Each member of the Commission who is not an officer or employee of the Federal Government shall be compensated at a rate equal to the daily equivalent of the annual rate of basic pay prescribed for level V of the Executive Schedule under section 5316 of title 5 for each day (including travel time) during which such member is engaged in the performance of the duties of the Commission.

(B) All members of the Commission who are officers or employees of the United States shall serve without compensation by reason of their service on the Commission.

(2) The members of the Commission shall be allowed travel expenses, including per diem in lieu of subsistence, at rates authorized for employees of agencies under subchapter I of chapter 57 of title 5 while away from their homes or regular places of business in the performance of services for the Commission.

(3)(A) The Commission may, without regard to the civil service laws and regulations, appoint and terminate such personnel as may be necessary to enable the Commission to perform its duties.

(B) The Commission may fix the compensation of the personnel of the Commission without regard to the provisions of chapter 51 and subchapter III of chapter 53 of title 5 relating to classification of positions and General Schedule pay rates.

(4) Any officer or employee of the United States may be detailed to the Commission without reimbursement, and such detail shall be without interruption or loss of civil service status or privilege.

(5) The members and employees of the Commission shall hold security clearances appropriate for the matters considered by the Commission in the discharge of its duties under this section.

(f) Applicability of FACA
The provisions of the Federal Advisory Committee Act (5 U.S.C. App.) shall not apply to the activities of the Commission.

(g) Funding

(1) From amounts authorized to be appropriated by sections 3101 and 3103, the Secretary of Energy shall make available to the Commission not more than $1,000,000 for the activities of the Commission under this section.

(2) Amounts made available to the Commission under this subsection shall remain available until expended.


42 USC § 7383e. Annual report by the President on espionage by the People's Republic of China

(a) Annual report required

The President shall transmit to Congress an annual report on the steps being taken by the Department of Energy, the Department of Defense, the Federal Bureau of Investigation, the Central Intelligence Agency, and all other relevant executive departments and agencies to respond to espionage and other intelligence activities by the People’s Republic of China, particularly with respect to—

(1) the theft of sophisticated United States nuclear weapons design information; and

(2) the targeting by the People’s Republic of China of United States nuclear weapons codes and other national security information of strategic concern.

(b) Initial report

The first report under this section shall be transmitted not later than March 1, 2000.


42 USC § 7383i. Definitions of national laboratory and nuclear weapons production facility

For purposes of this subchapter:

(1) The term “national laboratory” means any of the following:
(A) The Lawrence Livermore National Laboratory, Livermore, California.

(B) The Los Alamos National Laboratory, Los Alamos, New Mexico.

(C) The Sandia National Laboratories, Albuquerque, New Mexico and Livermore, California.

(2) The term “nuclear weapons production facility” means any of the following:

(A) The Kansas City Plant, Kansas City, Missouri.

(B) The Pantex Plant, Amarillo, Texas.

(C) The Y–12 Plant, Oak Ridge, Tennessee.

(D) The tritium operations at the Savannah River Site, Aiken, South Carolina.

(E) The Nevada Test Site, Nevada.


42 USC § 7383j. Definition of Restricted Data

In this subchapter, the term “Restricted Data” has the meaning given that term in section 2014(y) of this title.

Title 44: Public Printing and Documents
Statutes Relevant to U.S. Intelligence Law
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CHAPTER 15—FEDERAL REGISTER AND CODE OF FEDERAL REGULATIONS

44 USC § 1501. Definitions

As used in this chapter, unless the context otherwise requires—

“document” means a Presidential proclamation or Executive order and an order, regulation, rule, certificate, code of fair competition, license, notice, or similar instrument, issued, prescribed, or promulgated by a Federal agency;

“Federal agency” or “agency” means the President of the United States, or an executive department, independent board, establishment, bureau, agency, institution, commission, or separate office of the administrative branch of the Government of the United States but not the legislative or judicial branches of the Government;

“person” means an individual, partnership, association, or corporation; and

“National Archives of the United States” has the same meaning as in section 2901(11) of this title.


44 USC § 1502. Custody and printing of Federal documents; appointment of Director

The Archivist of the United States, acting through the Office of the Federal Register, is charged with the custody and, together with the Public Printer, with the prompt and uniform printing and distribution of the documents required or authorized to be published by section 1505 of this title. There shall be at the head of the Office a director, appointed by, and who shall act under the general direction of, the Archivist of the United States in carrying out this chapter and the regulations prescribed under it.


44 USC § 1503. Filing documents with Office; notation of time; public inspection; transmission for printing

The original and two duplicate originals or certified copies of a document required or authorized to be published by section 1505 of this title shall be filed
with the Office of the Federal Register, which shall be open for that purpose during all hours of the working days when the National Archives Building is open for official business. The Archivist of the United States shall cause to be noted on the original and duplicate originals or certified copies of each document the day and hour of filing. When the original is issued, prescribed, or promulgated outside the District of Columbia, and certified copies are filed before the filing of the original, the notation shall be of the day and hour of filing of the certified copies. Upon filing, at least one copy shall be immediately available for public inspection in the Office. The original shall be retained by the National Archives and Records Administration and shall be available for inspection under regulations prescribed by the Archivist, unless such original is disposed of in accordance with disposal schedules submitted by the Administrative Committee of the Federal Register and authorized by the Archivist pursuant to regulations issued under chapter 33 of this title; however, originals of proclamations of the President and Executive orders shall be permanently retained by the Administration as part of the National Archives of the United States. The Office shall transmit immediately to the Government Printing Office for printing, as provided by this chapter, one duplicate original or certified copy of each document required or authorized to be published by section 1505 of this title. Every Federal agency shall cause to be transmitted for filing the original and the duplicate originals or certified copies of all such documents issued, prescribed, or promulgated by the agency.


44 USC § 1504. “Federal Register”; printing; contents; distribution; price

Documents required or authorized to be published by section 1505 of this title shall be printed and distributed immediately by the Government Printing Office in a serial publication designated the “Federal Register.” The Public Printer shall make available the facilities of the Government Printing Office for the prompt printing and distribution of the Federal Register in the manner and at the times required by this chapter and the regulations prescribed under it. The contents of the daily issues shall be indexed and shall comprise all documents, required or authorized to be published, filed with the Office of the Federal Register up to the time of the day immediately preceding the day of distribution fixed by regulations under this chapter. There shall be printed with each document a copy of the notation, required to be made by section 1503 of this title, of the day and hour when, upon filing with the Office, the document was made available for public inspection. Distribution shall be made by delivery or by deposit at a post office at a time in the morning of the day of distribution fixed by regulations prescribed under this chapter. The prices to be charged for the Federal Register may be fixed by the Administrative Committee of the Federal Register established by section
1506 of this title without reference to the restrictions placed upon and fixed for
the sale of Government publications by sections 1705 and 1708 of this title.


44 USC § 1505. Documents to be published in Federal Register

(a) Proclamations and Executive Orders; Documents Having General
Applicability and Legal Effect; Documents Required To Be Published by
Congress. There shall be published in the Federal Register—

(1) Presidential proclamations and Executive orders, except those not having
general applicability and legal effect or effective only against Federal agencies or
persons in their capacity as officers, agents, or employees thereof;

(2) documents or classes of documents that the President may determine from
time to time have general applicability and legal effect; and

(3) documents or classes of documents that may be required so to be published
by Act of Congress.

For the purposes of this chapter every document or order which prescribes a
penalty has general applicability and legal effect.

(b) Documents Authorized To Be Published by Regulations; Comments and News
Items Excluded. In addition to the foregoing there shall also be published in the
Federal Register other documents or classes of documents authorized to be
published by regulations prescribed under this chapter with the approval of the
President, but comments or news items of any character may not be published in
the Federal Register.

(c) Suspension of Requirements for Filing of Documents; Alternate Systems for
Promulgating, Filing, or Publishing Documents; Preservation of Originals. In the
event of an attack or threatened attack upon the continental United States and a
determination by the President that as a result of an attack or threatened attack—

(1) publication of the Federal Register or filing of documents with the Office of
the Federal Register is impracticable, or

(2) under existing conditions publication in the Federal Register would not serve
to give appropriate notice to the public of the contents of documents, the
President may, without regard to any other provision of law, suspend all or part
of the requirements of law or regulation for filing with the Office or publication in the Federal Register of documents or classes of documents.

The suspensions shall remain in effect until revoked by the President, or by concurrent resolution of the Congress. The President shall establish alternate systems for promulgating, filing, or publishing documents or classes of documents affected by such suspensions, including requirements relating to their effectiveness or validity, that may be considered under the then existing circumstances practicable to provide public notice of the issuance and of the contents of the documents. The alternate systems may, without limitation, provide for the use of regional or specialized publications or depositories for documents, or of the press, the radio, or similar mediums of general communication. Compliance with alternate systems of filing or publication shall have the same effect as filing with the Office or publication in the Federal Register under this chapter or other law or regulation. With respect to documents promulgated under alternate systems, each agency shall preserve the original and two duplicate originals or two certified copies for filing with the Office when the President determines that it is practicable.


44 USC § 1506. Administrative Committee of the Federal Register; establishment and composition; powers and duties

The Administrative Committee of the Federal Register shall consist of the Archivist of the United States or Acting Archivist, who shall be chairman, an officer of the Department of Justice designated by the Attorney General, and the Public Printer or Acting Public Printer. The Director of the Federal Register shall act as secretary of the committee. The committee shall prescribe, with the approval of the President, regulations for carrying out this chapter. The regulations shall provide, among other things—

(1) the manner of certification of copies required to be certified under section 1503 of this title, which certification may be permitted to be based upon confirmed communications from outside the District of Columbia;

(2) the documents which shall be authorized under section 1505(b) of this title to be published in the Federal Register;

(3) the manner and form in which the Federal Register shall be printed, reprinted, and compiled, indexed, bound, and distributed;
(4) the number of copies of the Federal Register, which shall be printed, reprinted, and compiled, the number which shall be distributed without charge to Members of Congress, officers and employees of the United States, or Federal agency, for official use, and the number which shall be available for distribution to the public; and

(5) the prices to be charged for individual copies of, and subscriptions to, the Federal Register and reprints and bound volumes of it.


44 USC § 1507. Filing document as constructive notice; publication in Federal Register as presumption of validity; judicial notice; citation

A document required by section 1505(a) of this title to be published in the Federal Register is not valid as against a person who has not had actual knowledge of it until the duplicate originals or certified copies of the document have been filed with the Office of the Federal Register and a copy made available for public inspection as provided by section 1503 of this title. Unless otherwise specifically provided by statute, filing of a document, required or authorized to be published by section 1505 of this title, except in cases where notice by publication is insufficient in law, is sufficient to give notice of the contents of the document to a person subject to or affected by it. The publication in the Federal Register of a document creates a rebuttable presumption—

(1) that it was duly issued, prescribed, or promulgated;

(2) that it was filed with the Office of the Federal Register and made available for public inspection at the day and hour stated in the printed notation;

(3) that the copy contained in the Federal Register is a true copy of the original; and

(4) that all requirements of this chapter and the regulations prescribed under it relative to the document have been complied with.

The contents of the Federal Register shall be judicially noticed and without prejudice to any other mode of citation, may be cited by volume and page number.

44 USC § 1508. Publication in Federal Register as notice of hearing

A notice of hearing or of opportunity to be heard, required or authorized to be given by an Act of Congress, or which may otherwise properly be given, shall be deemed to have been given to all persons residing within the States of the Union and the District of Columbia, except in cases where notice by publication is insufficient in law, when the notice is published in the Federal Register at such a time that the period between the publication and the date fixed in the notice for the hearing or for the termination of the opportunity to be heard is—

(1) not less than the time specifically prescribed for the publication of the notice by the appropriate Act of Congress; or

(2) not less than fifteen days when time for publication is not specifically prescribed by the Act, without prejudice, however, to the effectiveness of a notice of less than fifteen days where the shorter period is reasonable.


44 USC § 1509. Costs of publication, etc.

(a) The cost of printing, reprinting, wrapping, binding, and distributing the Federal Register and the Code of Federal Regulations, and, except as provided in subsection (b), other expenses incurred by the Government Printing Office in carrying out the duties placed upon it by this chapter shall be charged to the revolving fund provided in section 309. Reimbursements for such costs and expenses shall be made by the Federal agencies and credited, together with all receipts, as provided in section 309(b).

(b) The cost of printing, reprinting, wrapping, binding, and distributing all other publications of the Federal Register program, and other expenses incurred by the Government Printing Office in connection with such publications, shall be borne by the appropriations to the Government Printing Office and the appropriations are made available, and are authorized to be increased by additional sums necessary for the purposes, the increases to be based upon estimates submitted by the Public Printer.


44 USC § 1510. Code of Federal Regulations

(a) The Administrative Committee of the Federal Register, with the approval of the President, may require, from time to time as it considers necessary, the
preparation and publication in special or supplemental editions of the Federal Register of complete codifications of the documents of each agency of the Government having general applicability and legal effect, issued or promulgated by the agency by publication in the Federal Register or by filing with the Administrative Committee, and are relied upon by the agency as authority for, or are invoked or used by it in the discharge of, its activities or functions, and are in effect as to facts arising on or after dates specified by the Administrative Committee.

(b) A codification published under subsection (a) of this section shall be printed and bound in permanent form and shall be designated as the “Code of Federal Regulations.” The Administrative Committee shall regulate the binding of the printed codifications into separate books with a view to practical usefulness and economical manufacture. Each book shall contain an explanation of its coverage and other aids to users that the Administrative Committee may require. A general index to the entire Code of Federal Regulations shall be separately printed and bound.

(c) The Administrative Committee shall regulate the supplementation and the collation and republication of the printed codifications with a view to keeping the Code of Federal Regulations as current as practicable. Each book shall be either supplemented or collated and republished at least once each calendar year.

(d) The Office of the Federal Register shall prepare and publish the codifications, supplements, collations, and indexes authorized by this section.

(e) The codified documents of the several agencies published in the supplemental edition of the Federal Register under this section, as amended by documents subsequently filed with the Office and published in the daily issues of the Federal Register shall be prima facie evidence of the text of the documents and of the fact that they are in effect on and after the date of publication.

(f) The Administrative Committee shall prescribe, with the approval of the President, regulations for carrying out this section.

(g) This section does not require codification of the text of Presidential documents published and periodically compiled in supplements to Title 3 of the Code of Federal Regulations.

44 USC § 1511. International agreements excluded from provisions of chapter

This chapter does not apply to treaties, conventions, protocols, and other international agreements, or proclamations thereof by the President.

CHAPTER 22—PRESIDENTIAL RECORDS

44 USC § 2201. Definitions

As used in this chapter—

(1) The term “documentary material” means all books, correspondence, memorandums, documents, papers, pamphlets, works of art, models, pictures, photographs, plats, maps, films, and motion pictures, including, but not limited to, audio, audiovisual, or other electronic or mechanical recordations.

(2) The term “Presidential records” means documentary materials, or any reasonably segregable portion thereof, created or received by the President, his immediate staff, or a unit or individual of the Executive Office of the President whose function is to advise and assist the President, in the course of conducting activities which relate to or have an effect upon the carrying out of the constitutional, statutory, or other official or ceremonial duties of the President. Such term—

(A) includes any documentary materials relating to the political activities of the President or members of his staff, but only if such activities relate to or have a direct effect upon the carrying out of constitutional, statutory, or other official or ceremonial duties of the President; but

(B) does not include any documentary materials that are (i) official records of an agency (as defined in section 552(e) of title 5, United States Code); (ii) personal records; (iii) stocks of publications and stationery; or (iv) extra copies of documents produced only for convenience of reference, when such copies are clearly so identified.

(3) The term “personal records” means all documentary materials, or any reasonably segregable portion thereof, of a purely private or nonpublic character which do not relate to or have an effect upon the carrying out of the constitutional, statutory, or other official or ceremonial duties of the President. Such term includes—

(A) diaries, journals, or other personal notes serving as the functional equivalent of a diary or journal which are not prepared or utilized for, or circulated or communicated in the course of, transacting Government business;

(B) materials relating to private political associations, and having no relation to or direct effect upon the carrying out of constitutional, statutory, or other official or ceremonial duties of the President; and
(C) materials relating exclusively to the President's own election to the office of the Presidency; and materials directly relating to the election of a particular individual or individuals to Federal, State, or local office, which have no relation to or direct effect upon the carrying out of constitutional, statutory, or other official or ceremonial duties of the President.

(4) The term “Archivist” means the Archivist of the United States.

(5) The term “former President”, when used with respect to Presidential records, means the former President during whose term or terms of office such Presidential records were created.


44 USC § 2202. Ownership of Presidential records

The United States shall reserve and retain complete ownership, possession, and control of Presidential records; and such records shall be administered in accordance with the provisions of this chapter.


44 USC § 2203. Management and custody of Presidential records

(a) Through the implementation of records management controls and other necessary actions, the President shall take all such steps as may be necessary to assure that the activities, deliberations, decisions, and policies that reflect the performance of his constitutional, statutory, or other official or ceremonial duties are adequately documented and that such records are maintained as Presidential records pursuant to the requirements of this section and other provisions of law.

(b) Documentary materials produced or received by the President, his staff, or units or individuals in the Executive Office of the President the function of which is to advise and assist the President, shall, to the extent practicable, be categorized as Presidential records or personal records upon their creation or receipt and be filed separately.

(c) During his term of office, the President may dispose of those of his Presidential records that no longer have administrative, historical, informational, or evidentiary value if—
(1) the President obtains the views, in writing, of the Archivist concerning the proposed disposal of such Presidential records; and

(2) the Archivist states that he does not intend to take any action under subsection (e) of this section.

(d) In the event the Archivist notifies the President under subsection (c) that he does intend to take action under subsection (e), the President may dispose of such Presidential records if copies of the disposal schedule are submitted to the appropriate Congressional Committees at least 60 calendar days of continuous session of Congress in advance of the proposed disposal date. For the purpose of this section, continuity of session is broken only by an adjournment of Congress sine die, and the days on which either House is not in session because of an adjournment of more than three days to a day certain are excluded in the computation of the days in which Congress is in continuous session.

(e) The Archivist shall request the advice of the Committee on Rules and Administration and the Committee on Governmental Affairs of the Senate and the Committee on House Oversight and the Committee on Government Operations of the House of Representatives with respect to any proposed disposal of Presidential records whenever he considers that—

(1) these particular records may be of special interest to the Congress; or

(2) consultation with the Congress regarding the disposal of these particular records is in the public interest.

(f)(1) Upon the conclusion of a President's term of office, or if a President serves consecutive terms upon the conclusion of the last term, the Archivist of the United States shall assume responsibility for the custody, control, and preservation of, and access to, the Presidential records of that President. The Archivist shall have an affirmative duty to make such records available to the public as rapidly and completely as possible consistent with the provisions of this Act.

(2) The Archivist shall deposit all such Presidential records in a Presidential archival depository or another archival facility operated by the United States. The Archivist is authorized to designate, after consultation with the former President, a director at each depository or facility, who shall be responsible for the care and preservation of such records.
(3) The Archivist is authorized to dispose of such Presidential records which he has appraised and determined to have insufficient administrative, historical, informational, or evidentiary value to warrant their continued preservation. Notice of such disposal shall be published in the Federal Register at least 60 days in advance of the proposed disposal date. Publication of such notice shall constitute a final agency action for purposes of review under chapter 7 of title 5, United States Code.


**Classified National Security Information**

For provisions authorizing Archivist to review, downgrade, and declassify information of former Presidents under control of Archivist pursuant to this section, see Ex. Ord. No. 13526, §3.5(b), Dec. 29, 2009, 75 F.R. 718, set out as a note under section 435 of Title 50, War and National Defense.

**44 USC § 2204. Restrictions on access to Presidential records**

(a) Prior to the conclusion of his term of office or last consecutive term of office, as the case may be, the President shall specify durations, not to exceed 12 years, for which access shall be restricted with respect to information, in a Presidential record, within one or more of the following categories:

(1)(A) specifically authorized under criteria established by an Executive order to be kept secret in the interest of national defense or foreign policy and (B) in fact properly classified pursuant to such Executive order;

(2) relating to appointments to Federal office;

(3) specifically exempted from disclosure by statute (other than sections 552 and 552b of title 5, United States Code), provided that such statute (A) requires that the material be withheld from the public in such a manner as to leave no discretion on the issue, or (B) establishes particular criteria for withholding or refers to particular types of material to be withheld;

(4) trade secrets and commercial or financial information obtained from a person and privileged or confidential;

(5) confidential communications requesting or submitting advice, between the President and his advisers, or between such advisers; or
(6) personnel and medical files and similar files the disclosure of which would constitute a clearly unwarranted invasion of personal privacy.

(b)(1) Any Presidential record or reasonably segregable portion thereof containing information within a category restricted by the President under subsection (a) shall be so designated by the Archivist and access thereto shall be restricted until the earlier of—

(A)(i) the date on which the former President waives the restriction on disclosure of such record, or

(ii) the expiration of the duration specified under subsection (a) for the category of information on the basis of which access to such record has been restricted; or

(B) upon a determination by the Archivist that such record or reasonably segregable portion thereof, or of any significant element or aspect of the information contained in such record or reasonably segregable portion thereof, has been placed in the public domain through publication by the former President, or his agents.

(2) Any such record which does not contain information within a category restricted by the President under subsection (a), or contains information within such a category for which the duration of restricted access has expired, shall be exempt from the provisions of subsection (c) until the earlier of—

(A) the date which is 5 years after the date on which the Archivist obtains custody of such record pursuant to section 2203(d)(1); or

(B) the date on which the Archivist completes the processing and organization of such records or integral file segment thereof.

(3) During the period of restricted access specified pursuant to subsection (b)(1), the determination whether access to a Presidential record or reasonably segregable portion thereof shall be restricted shall be made by the Archivist, in his discretion, after consultation with the former President, and, during such period, such determinations shall not be subject to judicial review, except as provided in subsection (e) of this section. The Archivist shall establish procedures whereby any person denied access to a Presidential record because such record is restricted pursuant to a determination made under this paragraph, may file an
administrative appeal of such determination. Such procedures shall provide for a written determination by the Archivist or his designee, within 30 working days after receipt of such an appeal, setting forth the basis for such determination.

(c)(1) Subject to the limitations on access imposed pursuant to subsections (a) and (b), Presidential records shall be administered in accordance with section 552 of title 5, United States Code, except that paragraph (b)(5) of that section shall not be available for purposes of withholding any Presidential record, and for the purposes of such section such records shall be deemed to be records of the National Archives and Records Administration. Access to such records shall be granted on nondiscriminatory terms.

(2) Nothing in this Act shall be construed to confirm, limit, or expand any constitutionally-based privilege which may be available to an incumbent or former President.

(d) Upon the death or disability of a President or former President, any discretion or authority the President or former President may have had under this chapter shall be exercised by the Archivist unless otherwise previously provided by the President or former President in a written notice to the Archivist.

(e) The United States District Court for the District of Columbia shall have jurisdiction over any action initiated by the former President asserting that a determination made by the Archivist violates the former President's rights or privileges.


44 USC § 2205. Exceptions to restricted access

Notwithstanding any restrictions on access imposed pursuant to section 2204—

(1) the Archivist and persons employed by the National Archives and Records Administration who are engaged in the performance of normal archival work shall be permitted access to Presidential records in the custody of the Archivist;

(2) subject to any rights, defenses, or privileges which the United States or any agency or person may invoke, Presidential records shall be made available—

(A) pursuant to subpoena or other judicial process issued by a court of competent jurisdiction for the purposes of any civil or criminal investigation or proceeding;
(B) to an incumbent President if such records contain information that is needed for the conduct of current business of his office and that is not otherwise available; and

(C) to either House of Congress, or, to the extent of matter within its jurisdiction, to any committee or subcommittee thereof if such records contain information that is needed for the conduct of its business and that is not otherwise available; and

(3) the Presidential records of a former President shall be available to such former President or his designated representative.


**44 USC § 2206. Regulations**

The Archivist shall promulgate in accordance with section 553 of title 5, United States Code, regulations necessary to carry out the provisions of this chapter. Such regulations shall include—

(1) provisions for advance public notice and description of any Presidential records scheduled for disposal pursuant to section 2203(f)(3);

(2) provisions for providing notice to the former President when materials to which access would otherwise be restricted pursuant to section 2204(a) are to be made available in accordance with section 2205(2);

(3) provisions for notice by the Archivist to the former President when the disclosure of particular documents may adversely affect any rights and privileges which the former President may have; and

(4) provisions for establishing procedures for consultation between the Archivist and appropriate Federal agencies regarding materials which may be subject to section 552(b)(7) of title 5, United States Code.


**44 USC § 2207. Vice-Presidential records**

Vice-Presidential records shall be subject to the provisions of this chapter in the same manner as Presidential records. The duties and responsibilities of the Vice President, with respect to Vice-Presidential records, shall be the same as the
duties and responsibilities of the President under this chapter with respect to Presidential records. The authority of the Archivist with respect to Vice-Presidential records shall be the same as the authority of the Archivist under this chapter with respect to Presidential records, except that the Archivist may, when the Archivist determines that it is in the public interest, enter into an agreement for the deposit of Vice-Presidential records in a non-Federal archival depository. Nothing in this chapter shall be construed to authorize the establishment of separate archival depositories for such Vice-Presidential records.

CHAPTER 31—RECORDS MANAGEMENT BY FEDERAL AGENCIES

44 USC § 3101. Records management by agency heads; general duties

The head of each Federal agency shall make and preserve records containing adequate and proper documentation of the organization, functions, policies, decisions, procedures, and essential transactions of the agency and designed to furnish the information necessary to protect the legal and financial rights of the Government and of persons directly affected by the agency's activities.


44 USC § 3102. Establishment of program of management

The head of each Federal agency shall establish and maintain an active, continuing program for the economical and efficient management of the records of the agency. The program, among other things, shall provide for

(1) effective controls over the creation and over the maintenance and use of records in the conduct of current business;

(2) cooperation with the Administrator of General Services and the Archivist in applying standards, procedures, and techniques designed to improve the management of records, promote the maintenance and security of records deemed appropriate for preservation, and facilitate the segregation and disposal of records of temporary value; and

(3) compliance with sections 2101–2117, 2501–2507, 2901–2909, and 3101–3107, of this title and the regulations issued under them.


44 USC § 3103. Transfer of records to records centers

When the head of a Federal agency determines that such action may affect substantial economies or increased operating efficiency, he shall provide for the transfer of records to a records center maintained and operated by the Archivist, or, when approved by the Archivist, to a center maintained and operated by the head of the Federal agency.
44 USC § 3104. Certifications and determinations on transferred records

An official of the Government who is authorized to certify to facts on the basis of records in his custody, may certify to facts on the basis of records that have been transferred by him or his predecessors to the Archivist, and may authorize the Archivist to certify to facts and to make administrative determinations on the basis of records transferred to the Archivist, notwithstanding any other law.

44 USC § 3105. Safeguards

The head of each Federal agency shall establish safeguards against the removal or loss of records he determines to be necessary and required by regulations of the Archivist. Safeguards shall include making it known to officials and employees of the agency—

(1) that records in the custody of the agency are not to be alienated or destroyed except in accordance with sections 3301–3314 of this title, and

(2) the penalties provided by law for the unlawful removal or destruction of records.

44 USC § 3106. Unlawful removal, destruction of records

The head of each Federal agency shall notify the Archivist of any actual, impending, or threatened unlawful removal, defacing, alteration, or destruction of records in the custody of the agency of which he is the head that shall come to his attention, and with the assistance of the Archivist shall initiate action through the Attorney General for the recovery of records he knows or has reason to believe have been unlawfully removed from his agency, or from another Federal agency whose records have been transferred to his legal custody. In any case in which the head of the agency does not initiate an action for such recovery or other redress within a reasonable period of time after being notified of any such unlawful action, the Archivist shall request the Attorney General to initiate such an action, and shall notify the Congress when such a request has been made.
Chapters 21, 25, 27, 29, and 31 of this title do not limit the authority of the Comptroller General of the United States with respect to prescribing accounting systems, forms, and procedures, or lessen the responsibility of collecting and disbursing officers for rendition of their accounts for settlement by the Government Accountability Office.
CHAPTER 33—DISPOSAL OF RECORDS

44 USC § 3301. Definition of records

As used in this chapter, “records” includes all books, papers, maps, photographs, machine readable materials, or other documentary materials, regardless of physical form or characteristics, made or received by an agency of the United States Government under Federal law or in connection with the transaction of public business and preserved or appropriate for preservation by that agency or its legitimate successor as evidence of the organization, functions, policies, decisions, procedures, operations, or other activities of the Government or because of the informational value of data in them. Library and museum material made or acquired and preserved solely for reference or exhibition purposes, extra copies of documents preserved only for convenience of reference, and stocks of publications and of processed documents are not included.


44 USC § 3302. Regulations covering lists of records for disposal, procedure for disposal, and standards for reproduction

The Archivist shall promulgate regulations, not inconsistent with this chapter, establishing—

(1) procedures for the compiling and submitting to him of lists and schedules of records proposed for disposal,

(2) procedures for the disposal of records authorized for disposal, and

(3) standards for the reproduction of records by photographic or microphotographic processes with a view to the disposal of the original records.

44 USC § 3303. Lists and schedules of records to be submitted to the Archivist by head of each Government agency

The head of each agency of the United States Government shall submit to the Archivist, under regulations promulgated as provided by section 3302 of this title—

(1) lists of any records in the custody of the agency that have been photographed or microphotographed under the regulations and that, as a consequence, do not appear to have sufficient value to warrant their further preservation by the Government;

(2) lists of other records in the custody of the agency not needed by it in the transaction of its current business and that do not appear to have sufficient administrative, legal, research, or other value to warrant their further preservation by the Government; and

(3) schedules proposing the disposal after the lapse of specified periods of time of records of a specified form or character that either have accumulated in the custody of the agency or may accumulate after the submission of the schedules and apparently will not after the lapse of the period specified have sufficient administrative, legal, research, or other value to warrant their further preservation by the Government.


44 USC § 3303a. Examination by Archivist of lists and schedules of records lacking preservation value; disposal of records

(a) The Archivist shall examine the lists and schedules submitted to him under section 3303 of this title. If the Archivist determines that any of the records listed in a list or schedule submitted to him do not, or will not after the lapse of the period specified, have sufficient administrative, legal, research, or other value to warrant their continued preservation by the Government, he may, after publication of notice in the Federal Register and an opportunity for interested persons to submit comment thereon—

(1) notify the agency to that effect; and

(2) empower the agency to dispose of those records in accordance with regulations promulgated under section 3302 of this title.
(b) Authorizations granted under lists and schedules submitted to the Archivist under section 3303 of this title, and schedules promulgated by the Archivist under subsection (d) of this section, shall be mandatory, subject to section 2909 of this title. As between an authorization granted under lists and schedules submitted to the Archivist under section 3303 of this title and an authorization contained in a schedule promulgated under subsection (d) of this section, application of the authorization providing for the shorter retention period shall be required, subject to section 2909 of this title.

(c) The Archivist may request advice and counsel from the Committee on Rules and Administration of the Senate and the Committee on House Oversight of the House of Representatives with respect to the disposal of any particular records under this chapter whenever he considers that—

(1) those particular records may be of special interest to the Congress; or

(2) consultation with the Congress regarding the disposal of those particular records is in the public interest.

However, this subsection does not require the Archivist to request such advice and counsel as a regular procedure in the general disposal of records under this chapter.

(d) The Archivist shall promulgate schedules authorizing the disposal, after the lapse of specified periods of time, of records of a specified form or character common to several or all agencies if such records will not, at the end of the periods specified, have sufficient administrative, legal, research, or other value to warrant their further preservation by the United States Government.

(e) The Archivist may approve and effect the disposal of records that are in his legal custody, provided that records that had been in the custody of another existing agency may not be disposed of without the written consent of the head of the agency.

(f) The Archivist shall make an annual report to the Congress concerning the disposal of records under this chapter, including general descriptions of the types of records disposed of and such other information as he considers appropriate to keep the Congress fully informed regarding the disposal of records under this chapter.
44 USC § 3308. Disposal of similar records where prior disposal was authorized

When it appears to the Archivist that an agency has in its custody, or is accumulating, records of the same form or character as those of the same agency previously authorized to be disposed of, he may empower the head of the agency to dispose of the records, after they have been in existence a specified period of time, in accordance with regulations promulgated under section 3302 of this title and without listing or scheduling them.

44 USC § 3309. Preservation of claims of Government until settled in Government Accountability Office; disposal authorized upon written approval of Comptroller General

Records pertaining to claims and demands by or against the Government of the United States or to accounts in which the Government of the United States is concerned, either as debtor or creditor, may not be disposed of by the head of an agency under authorization granted under this chapter, until the claims, demands, and accounts have been settled and adjusted in the Government Accountability Office, except upon the written approval of the Comptroller General of the United States.

44 USC § 3310. Disposal of records constituting menace to health, life, or property

When the Archivist and the head of the agency that has custody of them jointly determine that records in the custody of an agency of the United States Government are a continuing menace to human health or life or to property, the Archivist shall eliminate the menace immediately by any method he considers necessary. When records in the custody of the Archivist are disposed of under
this section, the Archivist shall report their disposal to the agency from which they were transferred.


**44 USC § 3311. Destruction of records outside continental United States in time of war or when hostile action seems imminent; written report to Archivist**

During a state of war between the United States and another nation, or when hostile action by a foreign power appears imminent, the head of an agency of the United States Government may authorize the destruction of records in his legal custody situated in a military or naval establishment, ship, or other depository outside the territorial limits of continental United States—

(1) the retention of which would be prejudicial to the interests of the United States or

(2) which occupy space urgently needed for military purposes and are, in his opinion, without sufficient administrative, legal, research, or other value to warrant their continued preservation.

Within six months after their disposal, the official who directed the disposal shall submit a written report to the Archivist in which he shall describe the character of the records and state when and where he disposed of them.


**44 USC § 3312. Photographs or microphotographs of records considered as originals; certified reproductions admissible in evidence**

Photographs or microphotographs of records made in compliance with regulations under section 3302 of this title shall have the same effect as the originals and shall be treated as originals for the purpose of their admissibility in evidence. Certified or authenticated reproductions of the photographs or microphotographs shall be admitted in evidence equally with the original photographs or microphotographs.
44 USC § 3313. Moneys from sale of records payable into the Treasury

Moneys derived by agencies of the Government from the sale of records disposed of under this chapter shall be paid into the Treasury of the United States unless otherwise required by law.

44 USC § 3314. Procedures for disposal of records exclusive

The procedures prescribed by this chapter are exclusive, and records of the United States Government may not be alienated or destroyed except under this chapter.

44 USC § 3315. Definitions

For purposes of this section and section 3316 through section 3324 of this title—

(1) the term “Federal official” means any individual holding the office of President or Vice President of the United States, or Senator or Representative in, or Delegate or Resident Commissioner to, the Congress of the United States, or any officer of the executive, judicial, or legislative branch of the Federal Government;

(2) the term “Commission” means the National Study Commission on Records and Documents of Federal Officials; and

(3) the term “records and documents” shall include handwritten and typewritten documents, motion pictures, television tapes and recordings, magnetic tapes, automated data processing documentation in various forms, and other records that reveal the history of the Nation.

44 USC § 3316. Establishment of Commission

There is established a commission to be known as the National Study Commission on Records and Documents of Federal Officials.
44 USC § 3317. Duties of Commission

It shall be the duty of the Commission to study problems and questions with respect to the control, disposition, and preservation of records and documents produced by or on behalf of Federal officials, with a view toward the development of appropriate legislative recommendations and other recommendations regarding appropriate rules and procedures with respect to such control, disposition, and preservation. Such study shall include consideration of—

(1) whether the historical practice regarding the records and documents produced by or on behalf of Presidents of the United States should be rejected or accepted and whether such practice should be made applicable with respect to all Federal officials;

(2) the relationship of the findings of the Commission to the provisions of chapter 19 of this title, section 2101 through section 2108 of this title, and other Federal laws relating to the control, disposition, and preservation of records and documents of Federal officials;

(3) whether the findings of the Commission should affect the control, disposition, and preservation of records and documents of agencies within the Executive Office of the President created for short-term purposes by the President;

(4) the recordkeeping procedures of the White House Office, with a view toward establishing means to determine which records and documents are produced by or on behalf of the President;

(5) the nature of rules and procedures which should apply to the control, disposition, and preservation of records and documents produced by Presidential task forces, commissions, and boards;

(6) criteria which may be used generally in determining the scope of materials which should be considered to be the records and documents of Members of the Congress;

(7) the privacy interests of individuals whose communications with Federal officials, and with task forces, commissions, and boards, are a part of the records and documents produced by such officials, task forces, commissions, and boards; and

(8) any other problems, questions, or issues which the Commission considers relevant to carrying out its duties under section 3315 through section 3324 of this title.

**44 USC § 3318. Membership**

(a)(1) The Commission shall be composed of seventeen members as follows:

(A) one Member of the House of Representatives appointed by the Speaker of the House upon recommendation made by the majority leader of the House;

(B) one Member of the House of Representatives appointed by the Speaker of the House upon recommendation made by the minority leader of the House;

(C) one Member of the Senate appointed by the President pro tempore of the Senate upon recommendation made by the majority leader of the Senate;

(D) one Member of the Senate appointed by the President pro tempore of the Senate upon recommendation made by the minority leader of the Senate;

(E) one member of the Federal judiciary appointed by the Chief Justice of the United States;

(F) one person employed by the Executive Office of the President or the White House Office, appointed by the President;

(G) three appointed by the President, by and with the advice and consent of the Senate, from persons who are not officers or employees of any government and who are specially qualified to serve on the Commission by virtue of their education, training, or experience;

(H) one representative of the Department of State, appointed by the Secretary of State;

(I) one representative of the Department of Defense, appointed by the Secretary of Defense;

(J) one representative of the Department of Justice, appointed by the Attorney General;

(K) the Administrator of General Services (or his delegate);

(L) the Librarian of Congress;

(M) one member of the American Historical Association, appointed by the counsel of such Association;
(N) one member of the Society of American Archivists, appointed by such Society; and

(O) one member of the Organization of American Historians, appointed by such Organization.

(2) No more than two members appointed under paragraph (1)(G) may be of the same political party.

(b) A vacancy in the Commission shall be filled in the manner in which the original appointment was made.

(c) If any member of the Commission who was appointed to the Commission as a Member of the Congress leave such office, or if any member of the Commission who was appointed from persons who are not officers or employees of any government becomes an officer or employee of a government, he may continue as a member of the Commission for no longer than the sixty-day period beginning on the date he leaves such office or becomes such an officer or employee, as the case may be.

(d) Members shall be appointed for the life of the Commission.

(e)(1) Members of the Commission shall serve without pay.

(2) While away from their homes or regular places of business in the performance of services for the Commission, members of the Commission shall be allowed travel expenses in the same manner as persons employed intermittently in the service of the Federal Government are allowed expenses under section 5703 of title 5, United States Code, except that per diem in lieu of subsistence shall be paid only to those members of the Commission who are not full-time officers or employees of the United States or Members of the Congress.

(f) The Chairman of the Commission shall be designated by the President from among members appointed under subsection (a)(1)(G).

(g) The Commission shall meet at the call of the Chairman or a majority of its members.

44 USC § 3319. Director and staff; experts and consultants

(a) The Commission shall appoint a Director who shall be paid at a rate not to exceed the rate of basic pay in effect for level V of the Executive Schedule (5 U.S.C. 5316).

(b) The Commission may appoint and fix the pay of such additional personnel as it deems necessary.

(c)(1) The Commission may procure temporary and intermittent services to the same extent as is authorized by section 3109(b) of title 5, United States Code, but at rates for individuals not to exceed the daily equivalent of the annual rate of basic pay in effect for grade GS–15 of the General Schedule (5 U.S.C. 5332).

(2) In procuring services under this subsection, the Commission shall seek to obtain the advice and assistance of constitutional scholars and members of the historical, archival, and journalistic professions.

(d) Upon request of the Commission, the head of any Federal agency is authorized to detail, on a reimbursable basis, any of the personnel of such agency to the Commission to assist it in carrying out its duties under sections 3315 through 3324 of this title.


44 USC § 3320. Powers of Commission

(a) The Commission may, for the purpose of carrying out its duties under sections 3315 through 3324 of this title, hold such hearings, sit and act at such times and places, take such testimony, and receive such evidence, as the Commission may deem desirable.

(b) When so authorized by the Commission, any member or agent of the Commission may take any action which the Commission is authorized to take by this section.

(c) The Commission may secure directly from any department or agency of the United States information necessary to enable the Commission to carry out its duties under section 3315 through section 3324 of this title. Upon request of the Chairman of the Commission, the head of such department or agency shall furnish such information to the Commission.

44 USC § 3321. Support services

(a) The Administrator of General Services shall provide to the Commission on a reimbursable basis such administrative support services and assistance as the Commission may request.

(b) The Archivist of the United States shall provide to the Commission on a reimbursable basis such technical and expert advice, consultation, and support assistance as the Commission may request.


44 USC § 3322. Report

The Commission shall transmit to the President and to each House of the Congress a report not later than March 31, 1977. Such report shall contain a detailed statement of the findings and conclusions of the Commission, together with its recommendations for such legislation, administrative actions, and other actions, as it deems appropriate.


44 USC § 3323. Termination

The Commission shall cease to exist sixty days after transmitting its report under section 3322 of this title.


44 USC § 3324. Authorization of appropriations

There is authorized to be appropriated such sums as may be necessary to carry out section 3315 through section 3324 of this title.
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SUBCHAPTER I—INTERCEPTION OF DIGITAL AND OTHER COMMUNICATIONS

47 USC § 1001. Definitions

For purposes of this subchapter—

(1) The terms defined in section 2510 of title 18 have, respectively, the meanings stated in that section.

(2) The term “call-identifying information” means dialing or signaling information that identifies the origin, direction, destination, or termination of each communication generated or received by a subscriber by means of any equipment, facility, or service of a telecommunications carrier.

(3) The term “Commission” means the Federal Communications Commission.

(4) The term “electronic messaging services” means software-based services that enable the sharing of data, images, sound, writing, or other information among computing devices controlled by the senders or recipients of the messages.

(5) The term “government” means the government of the United States and any agency or instrumentality thereof, the District of Columbia, any commonwealth, territory, or possession of the United States, and any State or political subdivision thereof authorized by law to conduct electronic surveillance.

(6) The term “information services”—

(A) means the offering of a capability for generating, acquiring, storing, transforming, processing, retrieving, utilizing, or making available information via telecommunications; and

(B) includes—

(i) a service that permits a customer to retrieve stored information from, or file information for storage in, information storage facilities;

(ii) electronic publishing; and

(iii) electronic messaging services; but
(C) does not include any capability for a telecommunications carrier's internal management, control, or operation of its telecommunications network.

(7) The term “telecommunications support services” means a product, software, or service used by a telecommunications carrier for the internal signaling or switching functions of its telecommunications network.

(8) The term “telecommunications carrier”—

(A) means a person or entity engaged in the transmission or switching of wire or electronic communications as a common carrier for hire; and

(B) includes—

(i) a person or entity engaged in providing commercial mobile service (as defined in section 332(d) of this title); or

(ii) a person or entity engaged in providing wire or electronic communication switching or transmission service to the extent that the Commission finds that such service is a replacement for a substantial portion of the local telephone exchange service and that it is in the public interest to deem such a person or entity to be a telecommunications carrier for purposes of this subchapter; but

(C) does not include—

(i) persons or entities insofar as they are engaged in providing information services; and

(ii) any class or category of telecommunications carriers that the Commission exempts by rule after consultation with the Attorney General.


47 USC § 1002. Assistance capability requirements

(a) Capability requirements

Except as provided in subsections (b), (c), and (d) of this section and sections 1007(a) and 1008(b) and (d) of this title, a telecommunications carrier shall
ensure that its equipment, facilities, or services that provide a customer or subscriber with the ability to originate, terminate, or direct communications are capable of—

(1) expeditiously isolating and enabling the government, pursuant to a court order or other lawful authorization, to intercept, to the exclusion of any other communications, all wire and electronic communications carried by the carrier within a service area to or from equipment, facilities, or services of a subscriber of such carrier concurrently with their transmission to or from the subscriber's equipment, facility, or service, or at such later time as may be acceptable to the government;

(2) expeditiously isolating and enabling the government, pursuant to a court order or other lawful authorization, to access call-identifying information that is reasonably available to the carrier—

(A) before, during, or immediately after the transmission of a wire or electronic communication (or at such later time as may be acceptable to the government); and

(B) in a manner that allows it to be associated with the communication to which it pertains,

except that, with regard to information acquired solely pursuant to the authority for pen registers and trap and trace devices (as defined in section 3127 of title 18), such call-identifying information shall not include any information that may disclose the physical location of the subscriber (except to the extent that the location may be determined from the telephone number);

(3) delivering intercepted communications and call-identifying information to the government, pursuant to a court order or other lawful authorization, in a format such that they may be transmitted by means of equipment, facilities, or services procured by the government to a location other than the premises of the carrier; and

(4) facilitating authorized communications intercepts and access to call-identifying information unobtrusively and with a minimum of interference with any subscriber's telecommunications service and in a manner that protects—

(A) the privacy and security of communications and call-identifying information not authorized to be intercepted; and
(B) information regarding the government's interception of communications and access to call-identifying information.

(b) Limitations

(1) Design of features and systems configurations

This subchapter does not authorize any law enforcement agency or officer—

(A) to require any specific design of equipment, facilities, services, features, or system configurations to be adopted by any provider of a wire or electronic communication service, any manufacturer of telecommunications equipment, or any provider of telecommunications support services; or

(B) to prohibit the adoption of any equipment, facility, service, or feature by any provider of a wire or electronic communication service, any manufacturer of telecommunications equipment, or any provider of telecommunications support services.

(2) Information services; private networks and interconnection services and facilities

The requirements of subsection (a) of this section do not apply to—

(A) information services; or

(B) equipment, facilities, or services that support the transport or switching of communications for private networks or for the sole purpose of interconnecting telecommunications carriers.

(3) Encryption

A telecommunications carrier shall not be responsible for decrypting, or ensuring the government's ability to decrypt, any communication encrypted by a subscriber or customer, unless the encryption was provided by the carrier and the carrier possesses the information necessary to decrypt the communication.

(c) Emergency or exigent circumstances

In emergency or exigent circumstances (including those described in sections 2518(7) or (11)(b) and 3125 of title 18 and section 1805(e) of title 50), a carrier at its discretion may comply with subsection (a)(3) of this section by allowing monitoring at its premises if that is the only means of accomplishing the interception or access.
(d) Mobile service assistance requirements

A telecommunications carrier that is a provider of commercial mobile service (as defined in section 332(d) of this title) offering a feature or service that allows subscribers to redirect, hand off, or assign their wire or electronic communications to another service area or another service provider or to utilize facilities in another service area or of another service provider shall ensure that, when the carrier that had been providing assistance for the interception of wire or electronic communications or access to call-identifying information pursuant to a court order or lawful authorization no longer has access to the content of such communications or call-identifying information within the service area in which interception has been occurring as a result of the subscriber’s use of such a feature or service, information is made available to the government (before, during, or immediately after the transfer of such communications) identifying the provider of a wire or electronic communication service that has acquired access to the communications.


47 USC § 1003. Notices of capacity requirements

(a) Notices of maximum and actual capacity requirements

(1) In general

Not later than 1 year after October 25, 1994, after consulting with State and local law enforcement agencies, telecommunications carriers, providers of telecommunications support services, and manufacturers of telecommunications equipment, and after notice and comment, the Attorney General shall publish in the Federal Register and provide to appropriate telecommunications industry associations and standard-setting organizations—

(A) notice of the actual number of communication interceptions, pen registers, and trap and trace devices, representing a portion of the maximum capacity set forth under subparagraph (B), that the Attorney General estimates that government agencies authorized to conduct electronic surveillance may conduct and use simultaneously by the date that is 4 years after October 25, 1994; and

(B) notice of the maximum capacity required to accommodate all of the communication interceptions, pen registers, and trap and trace devices that the Attorney General estimates that government agencies authorized to conduct electronic surveillance may conduct and use simultaneously after the date that is 4 years after October 25, 1994.

(2) Basis of notices
The notices issued under paragraph (1)—

(A) may be based upon the type of equipment, type of service, number of subscribers, type or size or carrier, nature of service area, or any other measure; and

(B) shall identify, to the maximum extent practicable, the capacity required at specific geographic locations.

(b) Compliance with capacity notices

(1) Initial capacity

Within 3 years after the publication by the Attorney General of a notice of capacity requirements or within 4 years after October 25, 1994, whichever is longer, a telecommunications carrier shall, subject to subsection (e) of this section, ensure that its systems are capable of—

(A) accommodating simultaneously the number of interceptions, pen registers, and trap and trace devices set forth in the notice under subsection (a)(1)(A) of this section; and

(B) expanding to the maximum capacity set forth in the notice under subsection (a)(1)(B) of this section.

(2) Expansion to maximum capacity

After the date described in paragraph (1), a telecommunications carrier shall, subject to subsection (e) of this section, ensure that it can accommodate expeditiously any increase in the actual number of communication interceptions, pen registers, and trap and trace devices that authorized agencies may seek to conduct and use, up to the maximum capacity requirement set forth in the notice under subsection (a)(1)(B) of this section.

(c) Notices of increased maximum capacity requirements

(1) Notice

The Attorney General shall periodically publish in the Federal Register, after notice and comment, notice of any necessary increases in the maximum capacity requirement set forth in the notice under subsection (a)(1)(B) of this section.

(2) Compliance
Within 3 years after notice of increased maximum capacity requirements is published under paragraph (1), or within such longer time period as the Attorney General may specify, a telecommunications carrier shall, subject to subsection (e) of this section, ensure that its systems are capable of expanding to the increased maximum capacity set forth in the notice.

(d) Carrier statement

Within 180 days after the publication by the Attorney General of a notice of capacity requirements pursuant to subsection (a) or (c) of this section, a telecommunications carrier shall submit to the Attorney General a statement identifying any of its systems or services that do not have the capacity to accommodate simultaneously the number of interceptions, pen registers, and trap and trace devices set forth in the notice under such subsection.

(e) Reimbursement required for compliance

The Attorney General shall review the statements submitted under subsection (d) of this section and may, subject to the availability of appropriations, agree to reimburse a telecommunications carrier for costs directly associated with modifications to attain such capacity requirement that are determined to be reasonable in accordance with section 1008(e) of this title. Until the Attorney General agrees to reimburse such carrier for such modification, such carrier shall be considered to be in compliance with the capacity notices under subsection (a) or (c) of this section.


47 USC § 1004. Systems security and integrity

A telecommunications carrier shall ensure that any interception of communications or access to call-identifying information effected within its switching premises can be activated only in accordance with a court order or other lawful authorization and with the affirmative intervention of an individual officer or employee of the carrier acting in accordance with regulations prescribed by the Commission.


47 USC § 1005. Cooperation of equipment manufacturers and providers of telecommunications support services

(a) Consultation
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A telecommunications carrier shall consult, as necessary, in a timely fashion with manufacturers of its telecommunications transmission and switching equipment and its providers of telecommunications support services for the purpose of ensuring that current and planned equipment, facilities, and services comply with the capability requirements of section 1002 of this title and the capacity requirements identified by the Attorney General under section 1003 of this title.

(b) Cooperation

Subject to sections 1003(e), 1007(a), and 1008(b) and (d) of this title, a manufacturer of telecommunications transmission or switching equipment and a provider of telecommunications support services shall, on a reasonably timely basis and at a reasonable charge, make available to the telecommunications carriers using its equipment, facilities, or services such features or modifications as are necessary to permit such carriers to comply with the capability requirements of section 1002 of this title and the capacity requirements identified by the Attorney General under section 1003 of this title.


47 USC § 1006. Technical requirements and standards; extension of compliance date

(a) Safe harbor

(1) Consultation

To ensure the efficient and industry-wide implementation of the assistance capability requirements under section 1002 of this title, the Attorney General, in coordination with other Federal, State, and local law enforcement agencies, shall consult with appropriate associations and standard-setting organizations of the telecommunications industry, with representatives of users of telecommunications equipment, facilities, and services, and with State utility commissions.

(2) Compliance under accepted standards

A telecommunications carrier shall be found to be in compliance with the assistance capability requirements under section 1002 of this title, and a manufacturer of telecommunications transmission or switching equipment or a provider of telecommunications support services shall be found to be in compliance with section 1005 of this title, if the carrier, manufacturer, or support service provider is in compliance with publicly available technical requirements or standards adopted by an industry association or standard-setting organization,
or by the Commission under subsection (b) of this section, to meet the requirements of section 1002 of this title.

(3) Absence of standards

The absence of technical requirements or standards for implementing the assistance capability requirements of section 1002 of this title shall not—

(A) preclude a telecommunications carrier, manufacturer, or telecommunications support services provider from deploying a technology or service; or

(B) relieve a carrier, manufacturer, or telecommunications support services provider of the obligations imposed by section 1002 or 1005 of this title, as applicable.

(b) Commission authority

If industry associations or standard-setting organizations fail to issue technical requirements or standards or if a Government agency or any other person believes that such requirements or standards are deficient, the agency or person may petition the Commission to establish, by rule, technical requirements or standards that—

(1) meet the assistance capability requirements of section 1002 of this title by cost-effective methods;

(2) protect the privacy and security of communications not authorized to be intercepted;

(3) minimize the cost of such compliance on residential ratepayers;

(4) serve the policy of the United States to encourage the provision of new technologies and services to the public; and

(5) provide a reasonable time and conditions for compliance with and the transition to any new standard, including defining the obligations of telecommunications carriers under section 1002 of this title during any transition period.

(c) Extension of compliance date for equipment, facilities, and services

(1) Petition
A telecommunications carrier proposing to install or deploy, or having installed or deployed, any equipment, facility, or service prior to the effective date of section 1002 of this title may petition the Commission for 1 or more extensions of the deadline for complying with the assistance capability requirements under section 1002 of this title.

(2) **Grounds for extension**

The Commission may, after consultation with the Attorney General, grant an extension under this subsection, if the Commission determines that compliance with the assistance capability requirements under section 1002 of this title is not reasonably achievable through application of technology available within the compliance period.

(3) **Length of extension**

An extension under this subsection shall extend for no longer than the earlier of—

(A) the date determined by the Commission as necessary for the carrier to comply with the assistance capability requirements under section 1002 of this title; or

(B) the date that is 2 years after the date on which the extension is granted.

(4) **Applicability of extension**

An extension under this subsection shall apply to only that part of the carrier's business on which the new equipment, facility, or service is used.


47 USC § 1007. Enforcement orders

(a) **Grounds for issuance**

A court shall issue an order enforcing this subchapter under section 2522 of title 18 only if the court finds that—

(1) alternative technologies or capabilities or the facilities of another carrier are not reasonably available to law enforcement for implementing the interception of communications or access to call-identifying information; and

(2) compliance with the requirements of this subchapter is reasonably achievable through the application of available technology to the equipment, facility, or service at issue or would have been reasonably achievable if timely action had been taken.
(b) Time for compliance

Upon issuing an order enforcing this subchapter, the court shall specify a reasonable time and conditions for complying with its order, considering the good faith efforts to comply in a timely manner, any effect on the carrier's, manufacturer's, or service provider's ability to continue to do business, the degree of culpability or delay in undertaking efforts to comply, and such other matters as justice may require.

(c) Limitations

An order enforcing this subchapter may not—

(1) require a telecommunications carrier to meet the Government's demand for interception of communications and acquisition of call-identifying information to any extent in excess of the capacity for which the Attorney General has agreed to reimburse such carrier;

(2) require any telecommunications carrier to comply with assistance capability requirement of section 1002 of this title if the Commission has determined (pursuant to section 1008(b)(1) of this title) that compliance is not reasonably achievable, unless the Attorney General has agreed (pursuant to section 1008(b)(2) of this title) to pay the costs described in section 1008(b)(2)(A) of this title; or

(3) require a telecommunications carrier to modify, for the purpose of complying with the assistance capability requirements of section 1002 of this title, any equipment, facility, or service deployed on or before January 1, 1995, unless—

(A) the Attorney General has agreed to pay the telecommunications carrier for all reasonable costs directly associated with modifications necessary to bring the equipment, facility, or service into compliance with those requirements; or

(B) the equipment, facility, or service has been replaced or significantly upgraded or otherwise undergoes major modification.


47 USC § 1008. Payment of costs of telecommunications carriers to comply with capability requirements

(a) Equipment, facilities, and services deployed on or before January 1, 1995
The Attorney General may, subject to the availability of appropriations, agree to pay telecommunications carriers for all reasonable costs directly associated with the modifications performed by carriers in connection with equipment, facilities, and services installed or deployed on or before January 1, 1995, to establish the capabilities necessary to comply with section 1002 of this title.

(b) Equipment, facilities, and services deployed after January 1, 1995

(1) Determinations of reasonably achievable

The Commission, on petition from a telecommunications carrier or any other interested person, and after notice to the Attorney General, shall determine whether compliance with the assistance capability requirements of section 1002 of this title is reasonably achievable with respect to any equipment, facility, or service installed or deployed after January 1, 1995. The Commission shall make such determination within 1 year after the date such petition is filed. In making such determination, the Commission shall determine whether compliance would impose significant difficulty or expense on the carrier or on the users of the carrier's systems and shall consider the following factors:

(A) The effect on public safety and national security.

(B) The effect on rates for basic residential telephone service.

(C) The need to protect the privacy and security of communications not authorized to be intercepted.

(D) The need to achieve the capability assistance requirements of section 1002 of this title by cost-effective methods.

(E) The effect on the nature and cost of the equipment, facility, or service at issue.

(F) The effect on the operation of the equipment, facility, or service at issue.

(G) The policy of the United States to encourage the provision of new technologies and services to the public.

(H) The financial resources of the telecommunications carrier.

(I) The effect on competition in the provision of telecommunications services.

(J) The extent to which the design and development of the equipment, facility, or service was initiated before January 1, 1995.

(K) Such other factors as the Commission determines are appropriate.
(2) Compensation

If compliance with the assistance capability requirements of section 1002 of this title is not reasonably achievable with respect to equipment, facilities, or services deployed after January 1, 1995—

(A) the Attorney General, on application of a telecommunications carrier, may agree, subject to the availability of appropriations, to pay the telecommunications carrier for the additional reasonable costs of making compliance with such assistance capability requirements reasonably achievable; and

(B) if the Attorney General does not agree to pay such costs, the telecommunications carrier shall be deemed to be in compliance with such capability requirements.

(c) Allocation of funds for payment

The Attorney General shall allocate funds appropriated to carry out this subchapter in accordance with law enforcement priorities determined by the Attorney General.

(d) Failure to make payment with respect to equipment, facilities, and services deployed on or before January 1, 1995

If a carrier has requested payment in accordance with procedures promulgated pursuant to subsection (e) of this section, and the Attorney General has not agreed to pay the telecommunications carrier for all reasonable costs directly associated with modifications necessary to bring any equipment, facility, or service deployed on or before January 1, 1995, into compliance with the assistance capability requirements of section 1002 of this title, such equipment, facility, or service shall be considered to be in compliance with the assistance capability requirements of section 1002 of this title until the equipment, facility, or service is replaced or significantly upgraded or otherwise undergoes major modification.

(e) Cost control regulations

(1) In general

The Attorney General shall, after notice and comment, establish regulations necessary to effectuate timely and cost-efficient payment to telecommunications carriers under this subchapter, under chapters 119 and 121 of title 18, and under the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.).

(2) Contents of regulations
The Attorney General, after consultation with the Commission, shall prescribe regulations for purposes of determining reasonable costs under this subchapter. Such regulations shall seek to minimize the cost to the Federal Government and shall—

(A) permit recovery from the Federal Government of—

(i) the direct costs of developing the modifications described in subsection (a) of this section, of providing the capabilities requested under subsection (b)(2) of this section, or of providing the capacities requested under section 1003(e) of this title, but only to the extent that such costs have not been recovered from any other governmental or nongovernmental entity;

(ii) the costs of training personnel in the use of such capabilities or capacities; and

(iii) the direct costs of deploying or installing such capabilities or capacities;

(B) in the case of any modification that may be used for any purpose other than lawfully authorized electronic surveillance by a law enforcement agency of a government, permit recovery of only the incremental cost of making the modification suitable for such law enforcement purposes; and

(C) maintain the confidentiality of trade secrets.

(3) Submission of claims

Such regulations shall require any telecommunications carrier that the Attorney General has agreed to pay for modifications pursuant to this section and that has installed or deployed such modification to submit to the Attorney General a claim for payment that contains or is accompanied by such information as the Attorney General may require.


47 USC § 1009. Authorization of appropriations

There are authorized to be appropriated to carry out this subchapter a total of $500,000,000 for fiscal years 1995, 1996, 1997, and 1998. Such sums are authorized to remain available until expended.

47 USC § 1010. Reports

(a) Reports by Attorney General

(1) In general

On or before November 30, 1995, and on or before November 30 of each year thereafter, the Attorney General shall submit to Congress and make available to the public a report on the amounts paid during the preceding fiscal year to telecommunications carriers under sections 1003(e) and 1008 of this title.

(2) Contents

A report under paragraph (1) shall include—

(A) a detailed accounting of the amounts paid to each carrier and the equipment, facility, or service for which the amounts were paid; and

(B) projections of the amounts expected to be paid in the current fiscal year, the carriers to which payment is expected to be made, and the equipment, facilities, or services for which payment is expected to be made.

(b) Reports by Comptroller General and Inspector General

(1) On or before April 1, 1996, the Comptroller General of the United States, and every two years thereafter, the Inspector General of the Department of Justice, shall submit to the Congress a report, after consultation with the Attorney General and the telecommunications industry—

(A) describing the type of equipment, facilities, and services that have been brought into compliance under this subchapter; and

(B) reflecting its analysis of the reasonableness and cost-effectiveness of the payments made by the Attorney General to telecommunications carriers for modifications necessary to ensure compliance with this subchapter.

(2) Compliance cost estimates.—A report under paragraph (1) shall include findings and conclusions on the costs to be incurred by telecommunications carriers to comply with the assistance capability requirements of section 1002 of this title after the effective date of such section 1002 of this title, including projections of the amounts expected to be incurred and a description of the equipment, facilities, or services for which they are expected to be incurred.
SUBCHAPTER II—TELECOMMUNICATIONS CARRIER COMPLIANCE PAYMENTS

47 USC § 1021. Department of Justice Telecommunications Carrier Compliance Fund

(a) Establishment of Fund

There is hereby established in the United States Treasury a fund to be known as the Department of Justice Telecommunications Carrier Compliance Fund (hereafter referred to as “the Fund”), which shall be available without fiscal year limitation to the Attorney General for making payments to telecommunications carriers, equipment manufacturers, and providers of telecommunications support services pursuant to section 1008 of this title.

(b) Deposits to Fund

Notwithstanding any other provision of law, any agency of the United States with law enforcement or intelligence responsibilities may deposit as offsetting collections to the Fund any unobligated balances that are available until expended, upon compliance with any Congressional notification requirements for reprogrammings of funds applicable to the appropriation from which the deposit is to be made.

(c) Termination

(1) The Attorney General may terminate the Fund at such time as the Attorney General determines that the Fund is no longer necessary.

(2) Any balance in the Fund at the time of its termination shall be deposited in the General Fund of the Treasury.

(3) A decision of the Attorney General to terminate the Fund shall not be subject to judicial review.

(d) Availability of funds for expenditure

Funds shall not be available for obligation unless an implementation plan as set forth in subsection (e) of this section is submitted to each member of the Committees on the Judiciary and Appropriations of both the House of Representatives and the Senate and the Congress does not by law block or prevent the obligation of such funds. Such funds shall be treated as a reprogramming of funds under section 605 of the Department of Commerce, Justice, and State, the Judiciary, and Related Agencies Appropriations Act, 1997,
and shall not be available for obligation or expenditure except in compliance with the procedures set forth in that section and this section.

(e) Implementation plan

The implementation plan shall include:

(1) the law enforcement assistance capability requirements and an explanation of law enforcement’s recommended interface;

(2) the proposed actual and maximum capacity requirements for the number of simultaneous law enforcement communications intercepts, pen registers, and trap and trace devices that authorized law enforcement agencies may seek to conduct, set forth on a county-by-county basis for wireline services and on a market service area basis for wireless services, and the historical baseline of electronic surveillance activity upon which such capacity requirements are based;

(3) a prioritized list of carrier equipment, facilities, and services deployed on or before January 1, 1995, to be modified by carriers at the request of law enforcement based on its investigative needs;

(4) a projected reimbursement plan that estimates the cost for the coming fiscal year and for each fiscal year thereafter, based on the prioritization of law enforcement needs as outlined in (3), of modification by carriers of equipment, facilities and services, installed on or before January 1, 1995.

(f) Annual report to Congress

The Attorney General shall submit to the Congress each year a report specifically detailing all deposits and expenditures made pursuant to subchapter I of this chapter in each fiscal year. This report shall be submitted to each member of the Committees on the Judiciary and Appropriations of both the House of Representatives and the Senate, and to the Speaker and minority leader of the House of Representatives and to the majority and minority leaders of the Senate, no later than 60 days after the end of each fiscal year.
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CHAPTER 15—NATIONAL SECURITY

50 USC § 401. Congressional declaration of purpose

In enacting this legislation, it is the intent of Congress to provide a comprehensive program for the future security of the United States; to provide for the establishment of integrated policies and procedures for the departments, agencies, and functions of the Government relating to the national security; to provide a Department of Defense, including the three military Departments of the Army, the Navy (including naval aviation and the United States Marine Corps), and the Air Force under the direction, authority, and control of the Secretary of Defense; to provide that each military department shall be separately organized under its own Secretary and shall function under the direction, authority, and control of the Secretary of Defense; to provide for their unified direction under civilian control of the Secretary of Defense but not to merge these departments or services; to provide for the establishment of unified or specified combatant commands, and a clear and direct line of command to such commands; to eliminate unnecessary duplication in the Department of Defense, and particularly in the field of research and engineering by vesting its overall direction and control in the Secretary of Defense; to provide more effective, efficient, and economical administration in the Department of Defense; to provide for the unified strategic direction of the combatant forces, for their operation under unified command, and for their integration into an efficient team of land, naval, and air forces but not to establish a single Chief of Staff over the armed forces nor an overall armed forces general staff.


50 USC § 401a. Definitions

As used in this Act:

(1) The term “intelligence” includes foreign intelligence and counterintelligence.

(2) The term “foreign intelligence” means information relating to the capabilities, intentions, or activities of foreign governments or elements thereof, foreign organizations, or foreign persons, or international terrorist activities.

(3) The term “counterintelligence” means information gathered, and activities conducted, to protect against espionage, other intelligence activities, sabotage, or assassinations conducted by or on behalf of foreign governments or elements
thereof, foreign organizations, or foreign persons, or international terrorist activities.

(4) The term “intelligence community” includes the following:

(A) The Office of the Director of National Intelligence.

(B) The Central Intelligence Agency.

(C) The National Security Agency.

(D) The Defense Intelligence Agency.

(E) The National Geospatial-Intelligence Agency.

(F) The National Reconnaissance Office.

(G) Other offices within the Department of Defense for the collection of specialized national intelligence through reconnaissance programs.

(H) The intelligence elements of the Army, the Navy, the Air Force, the Marine Corps, the Coast Guard, the Federal Bureau of Investigation, the Drug Enforcement Administration, and the Department of Energy.

(I) The Bureau of Intelligence and Research of the Department of State.

(J) The Office of Intelligence and Analysis of the Department of the Treasury.

(K) The Office of Intelligence and Analysis of the Department of Homeland Security.

(L) Such other elements of any department or agency as may be designated by the President, or designated jointly by the Director of National Intelligence and the head of the department or agency concerned, as an element of the intelligence community.

(5) The terms “national intelligence” and “intelligence related to national security” refer to all intelligence, regardless of the source from which derived and including information gathered within or outside the United States, that—

(A) pertains, as determined consistent with any guidance issued by the President, to more than one United States Government agency; and
(B) that involves—

(i) threats to the United States, its people, property, or interests;

(ii) the development, proliferation, or use of weapons of mass destruction; or

(iii) any other matter bearing on United States national or homeland security.

(6) The term “National Intelligence Program” refers to all programs, projects, and activities of the intelligence community, as well as any other programs of the intelligence community designated jointly by the Director of National Intelligence and the head of a United States department or agency or by the President. Such term does not include programs, projects, or activities of the military departments to acquire intelligence solely for the planning and conduct of tactical military operations by United States Armed Forces.

(7) The term “congressional intelligence committees” means—

(A) the Select Committee on Intelligence of the Senate; and

(B) the Permanent Select Committee on Intelligence of the House of Representatives.

SUBCHAPTER I—COORDINATION FOR NATIONAL SECURITY

50 USC § 402. National Security Council

(a) Establishment; presiding officer; functions; composition

There is established a council to be known as the National Security Council (hereinafter in this section referred to as the “Council”).

The President of the United States shall preside over meetings of the Council: Provided, That in his absence he may designate a member of the Council to preside in his place.

The function of the Council shall be to advise the President with respect to the integration of domestic, foreign, and military policies relating to the national security so as to enable the military services and the other departments and agencies of the Government to cooperate more effectively in matters involving the national security.

The Council shall be composed of—

(1) the President;

(2) the Vice President;

(3) the Secretary of State;

(4) the Secretary of Defense;

(5) the Secretary of Energy;

(6) the Director for Mutual Security;

(7) the Chairman of the National Security Resources Board; and

(8) the Secretaries and Under Secretaries of other executive departments and of the military departments, the Chairman of the Munitions Board, and the Chairman of the Research and Development Board, when appointed by the President by and with the advice and consent of the Senate, to serve at his pleasure.

(b) Additional functions
In addition to performing such other functions as the President may direct, for
the purpose of more effectively coordinating the policies and functions of the
departments and agencies of the Government relating to the national security, it
shall, subject to the direction of the President, be the duty of the Council—

(1) to assess and appraise the objectives, commitments, and risks of the United
States in relation to our actual and potential military power, in the interest of
national security, for the purpose of making recommendations to the President in
connection therewith; and

(2) to consider policies on matters of common interest to the departments and
agencies of the Government concerned with the national security, and to make
recommendations to the President in connection therewith.

(c) Executive secretary; appointment; staff employees

The Council shall have a staff to be headed by a civilian executive secretary who
shall be appointed by the President. The executive secretary, subject to the
direction of the Council, is authorized, subject to the civil-service laws and
chapter 51 and subchapter III of chapter 53 of title 5, to appoint and fix the
compensation of such personnel as may be necessary to perform such duties as
may be prescribed by the Council in connection with the performance of its
functions.

(d) Recommendations and reports

The Council shall, from time to time, make such recommendations, and such
other reports to the President as it deems appropriate or as the President may
require.

(e) Participation of Chairman or Vice Chairman of Joint Chiefs of
Staff

The Chairman (or in his absence the Vice Chairman) of the Joint Chiefs of Staff
may, in his role as principal military adviser to the National Security Council and
subject to the direction of the President, attend and participate in meetings of the
National Security Council.

(f) Participation by Director of National Drug Control Policy

The Director of National Drug Control Policy may, in the role of the Director as
principal adviser to the National Security Council on national drug control policy,
and subject to the direction of the President, attend and participate in meetings
of the National Security Council.
(g) Board for Low Intensity Conflict

The President shall establish within the National Security Council a board to be known as the “Board for Low Intensity Conflict”. The principal function of the board shall be to coordinate the policies of the United States for low intensity conflict.

(h) Committee on Foreign Intelligence

(1) There is established within the National Security Council a committee to be known as the Committee on Foreign Intelligence (in this subsection referred to as the “Committee”).

(2) The Committee shall be composed of the following:

(A) The Director of National Intelligence.

(B) The Secretary of State.

(C) The Secretary of Defense.

(D) The Assistant to the President for National Security Affairs, who shall serve as the chairperson of the Committee.

(E) Such other members as the President may designate.

(3) The function of the Committee shall be to assist the Council in its activities by—

(A) identifying the intelligence required to address the national security interests of the United States as specified by the President;

(B) establishing priorities (including funding priorities) among the programs, projects, and activities that address such interests and requirements; and

(C) establishing policies relating to the conduct of intelligence activities of the United States, including appropriate roles and missions for the elements of the intelligence community and appropriate targets of intelligence collection activities.

(4) In carrying out its function, the Committee shall—
(A) conduct an annual review of the national security interests of the United States;

(B) identify on an annual basis, and at such other times as the Council may require, the intelligence required to meet such interests and establish an order of priority for the collection and analysis of such intelligence; and

(C) conduct an annual review of the elements of the intelligence community in order to determine the success of such elements in collecting, analyzing, and disseminating the intelligence identified under subparagraph (B).

(5) The Committee shall submit each year to the Council and to the Director of National Intelligence a comprehensive report on its activities during the preceding year, including its activities under paragraphs (3) and (4).

(i) Committee on Transnational Threats

(1) There is established within the National Security Council a committee to be known as the Committee on Transnational Threats (in this subsection referred to as the “Committee”).

(2) The Committee shall include the following members:

(A) The Director of National Intelligence.

(B) The Secretary of State.

(C) The Secretary of Defense.

(D) The Attorney General.

(E) The Assistant to the President for National Security Affairs, who shall serve as the chairperson of the Committee.

(F) Such other members as the President may designate.

(3) The function of the Committee shall be to coordinate and direct the activities of the United States Government relating to combatting transnational threats.

(4) In carrying out its function, the Committee shall—
(A) identify transnational threats;

(B) develop strategies to enable the United States Government to respond to transnational threats identified under subparagraph (A);

(C) monitor implementation of such strategies;

(D) make recommendations as to appropriate responses to specific transnational threats;

(E) assist in the resolution of operational and policy differences among Federal departments and agencies in their responses to transnational threats;

(F) develop policies and procedures to ensure the effective sharing of information about transnational threats among Federal departments and agencies, including law enforcement agencies and the elements of the intelligence community; and

(G) develop guidelines to enhance and improve the coordination of activities of Federal law enforcement agencies and elements of the intelligence community outside the United States with respect to transnational threats.

(5) For purposes of this subsection, the term “transnational threat” means the following:

(A) Any transnational activity (including international terrorism, narcotics trafficking, the proliferation of weapons of mass destruction and the delivery systems for such weapons, and organized crime) that threatens the national security of the United States.

(B) Any individual or group that engages in an activity referred to in subparagraph (A).

(j) Participation of Director of National Intelligence

The Director of National Intelligence (or, in the Director's absence, the Principal Deputy Director of National Intelligence) may, in the performance of the Director’s duties under this Act and subject to the direction of the President, attend and participate in meetings of the National Security Council.

(k) Special Adviser to the President on International Religious Freedom
It is the sense of the Congress that there should be within the staff of the National Security Council a Special Adviser to the President on International Religious Freedom, whose position should be comparable to that of a director within the Executive Office of the President. The Special Adviser should serve as a resource for executive branch officials, compiling and maintaining information on the facts and circumstances of violations of religious freedom (as defined in section 6402 of title 22), and making policy recommendations. The Special Adviser should serve as liaison with the Ambassador at Large for International Religious Freedom, the United States Commission on International Religious Freedom, Congress and, as advisable, religious nongovernmental organizations.

(I) Participation of Coordinator for the Prevention of Weapons of Mass Destruction Proliferation and Terrorism

The United States Coordinator for the Prevention of Weapons of Mass Destruction Proliferation and Terrorism (or, in the Coordinator's absence, the Deputy United States Coordinator) may, in the performance of the Coordinator's duty as principal advisor to the President on all matters relating to the prevention of weapons of mass destruction proliferation and terrorism, and, subject to the direction of the President, attend and participate in meetings of the National Security Council and the Homeland Security Council.


50 USC § 402–1. Joint Intelligence Community Council

(a) Joint Intelligence Community Council

There is a Joint Intelligence Community Council.

(b) Membership
The Joint Intelligence Community Council shall consist of the following:

(1) The Director of National Intelligence, who shall chair the Council.

(2) The Secretary of State.

(3) The Secretary of the Treasury.

(4) The Secretary of Defense.


(6) The Secretary of Energy.

(7) The Secretary of Homeland Security.

(8) Such other officers of the United States Government as the President may designate from time to time.

(c) Functions

The Joint Intelligence Community Council shall assist the Director of National Intelligence in developing and implementing a joint, unified national intelligence effort to protect national security by—

(1) advising the Director on establishing requirements, developing budgets, financial management, and monitoring and evaluating the performance of the intelligence community, and on such other matters as the Director may request; and

(2) ensuring the timely execution of programs, policies, and directives established or developed by the Director.

(d) Meetings

The Director of National Intelligence shall convene regular meetings of the Joint Intelligence Community Council.

(e) Advice and opinions of members other than Chairman

(1) A member of the Joint Intelligence Community Council (other than the Chairman) may submit to the Chairman advice or an opinion in disagreement with, or advice or an opinion in addition to, the advice presented by the Director of National Intelligence to the President or the National Security Council, in the role of the Chairman as Chairman of the Joint Intelligence Community Council. If
a member submits such advice or opinion, the Chairman shall present the advice or opinion of such member at the same time the Chairman presents the advice of the Chairman to the President or the National Security Council, as the case may be.

(2) The Chairman shall establish procedures to ensure that the presentation of the advice of the Chairman to the President or the National Security Council is not unduly delayed by reason of the submission of the individual advice or opinion of another member of the Council.

(f) Recommendations to Congress

Any member of the Joint Intelligence Community Council may make such recommendations to Congress relating to the intelligence community as such member considers appropriate.


Effective Date

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 401 of this title.

50 USC § 402a. Coordination of counterintelligence activities

(a) Establishment of Counterintelligence Policy Board

There is established within the executive branch of Government a National Counterintelligence Policy Board (in this section referred to as the “Board”). The Board shall report to the President through the National Security Council.

(b) Chairperson

(c) Membership

The membership of the National Counterintelligence Policy Board shall consist of the following:

(1) The National Counterintelligence Executive.

(2) Senior personnel of departments and elements of the United States Government, appointed by the head of the department or element concerned, as follows:

(A) The Department of Justice, including the Federal Bureau of Investigation.

(B) The Department of Defense, including the Joint Chiefs of Staff.

(C) The Department of State.

(D) The Department of Energy.

(E) The Central Intelligence Agency.

(F) Any other department, agency, or element of the United States Government specified by the President.

(d) Functions and discharge of functions

(1) The Board shall—

(A) serve as the principal mechanism for—

(i) developing policies and procedures for the approval of the President to govern the conduct of counterintelligence activities; and

(ii) upon the direction of the President, resolving conflicts that arise between elements of the Government conducting such activities; and

(B) act as an interagency working group to—

(i) ensure the discussion and review of matters relating to the implementation of the Counterintelligence Enhancement Act of 2002; and

(ii) provide advice to the National Counterintelligence Executive on priorities in the implementation of the National Counterintelligence Strategy produced by the
Office of the National Counterintelligence Executive under section 904(e)(2) of that Act.

(2) The Board may, for purposes of carrying out its functions under this section, establish such interagency boards and working groups as the Board considers appropriate.

(e) Coordination of counterintelligence matters with Federal Bureau of Investigation

(1) Except as provided in paragraph (5), the head of each department or agency within the executive branch shall ensure that—

(A) the Federal Bureau of Investigation is advised immediately of any information, regardless of its origin, which indicates that classified information is being, or may have been, disclosed in an unauthorized manner to a foreign power or an agent of a foreign power;

(B) following a report made pursuant to subparagraph (A), the Federal Bureau of Investigation is consulted with respect to all subsequent actions which may be undertaken by the department or agency concerned to determine the source of such loss or compromise; and

(C) where, after appropriate consultation with the department or agency concerned, the Federal Bureau of Investigation undertakes investigative activities to determine the source of the loss or compromise, the Federal Bureau of Investigation is given complete and timely access to the employees and records of the department or agency concerned for purposes of such investigative activities.

(2) Except as provided in paragraph (5), the Director of the Federal Bureau of Investigation shall ensure that espionage information obtained by the Federal Bureau of Investigation pertaining to the personnel, operations, or information of departments or agencies of the executive branch, is provided through appropriate channels in a timely manner to the department or agency concerned, and that such departments or agencies are consulted in a timely manner with respect to espionage investigations undertaken by the Federal Bureau of Investigation which involve the personnel, operations, or information of such department or agency.

(3)(A) The Director of the Federal Bureau of Investigation shall submit to the head of the department or agency concerned a written assessment of the
potential impact of the actions of the department or agency on a
counterintelligence investigation.

(B) The head of the department or agency concerned shall—

(i) use an assessment under subparagraph (A) as an aid in determining whether,
and under what circumstances, the subject of an investigation under paragraph
(1) should be left in place for investigative purposes; and

(ii) notify in writing the Director of the Federal Bureau of Investigation of such
determination.

(C) The Director of the Federal Bureau of Investigation and the head of the
department or agency concerned shall continue to consult, as appropriate, to
review the status of an investigation covered by this paragraph, and to reassess,
as appropriate, a determination of the head of the department or agency
concerned to leave a subject in place for investigative purposes.

(4)(A) The Federal Bureau of Investigation shall notify appropriate officials
within the executive branch, including the head of the department or agency
concerned, of the commencement of a full field espionage investigation with
respect to an employee within the executive branch.

(B) A department or agency may not conduct a polygraph examination,
interrogate, or otherwise take any action that is likely to alert an employee
covered by a notice under subparagraph (A) of an investigation described in that
subparagraph without prior coordination and consultation with the Federal
Bureau of Investigation.

(5) Where essential to meet extraordinary circumstances affecting vital national
security interests of the United States, the President may on a case-by-case basis
waive the requirements of paragraph (1), (2), or (3), as they apply to the head of a
particular department or agency, or the Director of the Federal Bureau of
Investigation. Such waiver shall be in writing and shall fully state the justification
for such waiver. Within thirty days, the President shall notify the Select
Committee on Intelligence of the Senate and the Permanent Select Committee on
Intelligence of the House of Representatives that such waiver has been issued,
and at that time or as soon as national security considerations permit, provide
these committees with a complete explanation of the circumstances which
necessitated such waiver.

(6) Nothing in this section may be construed to alter the existing jurisdictional
arrangements between the Federal Bureau of Investigation and the Department
of Defense with respect to investigations of persons subject to the Uniform Code of Military Justice, nor to impose additional reporting requirements upon the Department of Defense with respect to such investigations beyond those required by existing law and executive branch policy.

(7) As used in this section, the terms “foreign power” and “agent of a foreign power” have the same meanings as set forth in sections 1801(a) and (b), respectively, of this title.


50 USC § 402b. National Counterintelligence Executive

(a) Establishment

(1) There shall be a National Counterintelligence Executive, who shall be appointed by the Director of National Intelligence.

(2) It is the sense of Congress that the Director of National Intelligence should seek the views of the Attorney General, Secretary of Defense, and Director of the Central Intelligence Agency in selecting an individual for appointment as the Executive.

(b) Mission

The mission of the National Counterintelligence Executive shall be to serve as the head of national counterintelligence for the United States Government.

(c) Duties

Subject to the direction and control of the Director of National Intelligence, the duties of the National Counterintelligence Executive are as follows:

(1) To carry out the mission referred to in subsection (b) of this section.

(2) To act as chairperson of the National Counterintelligence Policy Board under section 402a of this title.

(3) To act as head of the Office of the National Counterintelligence Executive under section 402c of this title.
To participate as an observer on such boards, committees, and entities of the executive branch as the Director of National Intelligence considers appropriate for the discharge of the mission and functions of the Executive and the Office of the National Counterintelligence Executive under section 402c of this title.


50 USC § 402c. Office of the National Counterintelligence Executive

(a) Establishment

There shall be an Office of the National Counterintelligence Executive.

(b) Head of Office

The National Counterintelligence Executive shall be the head of the Office of the National Counterintelligence Executive.

(c) Location of Office

The Office of the National Counterintelligence Executive shall be located in the Office of the Director of National Intelligence.

(d) Functions

Subject to the direction and control of the National Counterintelligence Executive, the functions of the Office of the National Counterintelligence Executive shall be as follows:

(1) National threat identification and prioritization assessment

Subject to subsection (e), in consultation with appropriate department and agencies of the United States Government, and private sector entities, to produce a strategic planning assessment of the counterintelligence requirements of the United States to be known as the National Threat Identification and Prioritization Assessment.

(2) National Counterintelligence Strategy

(A) Requirement to produce

Subject to subsection (e), in consultation with appropriate department and agencies of the United States Government, and private sector entities, and based
on the most current National Threat Identification and Prioritization Assessment under paragraph (1), to produce a strategy for the counterintelligence programs and activities of the United States Government to be known as the National Counterintelligence Strategy.

(B) Revision and requirement

The National Counterintelligence Strategy shall be revised or updated at least once every three years and shall be aligned with the strategy and policies of the Director of National Intelligence.

(3) Implementation of National Counterintelligence Strategy

To evaluate on an ongoing basis the implementation of the National Counterintelligence Strategy and to submit to the President periodic reports on such evaluation, including a discussion of any shortfalls in the implementation of the Strategy and recommendations for remedies for such shortfalls.

(4) National counterintelligence strategic analyses

As directed by the Director of National Intelligence and in consultation with appropriate elements of the departments and agencies of the United States Government, to oversee and coordinate the production of strategic analyses of counterintelligence matters, including the production of counterintelligence damage assessments and assessments of lessons learned from counterintelligence activities.

(5) National counterintelligence program budget

In consultation with the Director of National Intelligence—

(A) to coordinate the development of budgets and resource allocation plans for the counterintelligence programs and activities of the Department of Defense, the Federal Bureau of Investigation, the Central Intelligence Agency, and other appropriate elements of the United States Government;

(B) to ensure that the budgets and resource allocation plans developed under subparagraph (A) address the objectives and priorities for counterintelligence under the National Counterintelligence Strategy; and

(C) to submit to the National Security Council periodic reports on the activities undertaken by the Office under subparagraphs (A) and (B).

(6) National counterintelligence collection and targeting coordination
To develop priorities for counterintelligence investigations and operations, and for collection of counterintelligence, for purposes of the National Counterintelligence Strategy, except that the Office may not—

(A) carry out any counterintelligence investigations or operations; or

(B) establish its own contacts, or carry out its own activities, with foreign intelligence services.

(7) National counterintelligence outreach, watch, and warning

(A) Counterintelligence vulnerability surveys

To carry out and coordinate surveys of the vulnerability of the United States Government, and the private sector, to intelligence threats in order to identify the areas, programs, and activities that require protection from such threats.

(B) Outreach

To carry out and coordinate outreach programs and activities on counterintelligence to other elements of the United States Government, and the private sector, and to coordinate the dissemination to the public of warnings on intelligence threats to the United States.

(C) Research and development

To ensure that research and development programs and activities of the United States Government, and the private sector, direct attention to the needs of the counterintelligence community for technologies, products, and services.

(D) Training and professional development

To develop policies and standards for training and professional development of individuals engaged in counterintelligence activities and to manage the conduct of joint training exercises for such personnel.

(e) Additional requirements regarding National Threat Identification and Prioritization Assessment and National Counterintelligence Strategy

(1) A National Threat Identification and Prioritization Assessment under subsection (d)(1), and any modification of such assessment, shall not go into effect until approved by the President.
(2) A National Counterintelligence Strategy under subsection (d)(2), and any modification of such strategy, shall not go into effect until approved by the President.

(3) The National Counterintelligence Executive shall submit to the congressional intelligence committees each National Threat Identification and Prioritization Assessment, or modification thereof, and each National Counterintelligence Strategy, or modification thereof, approved under this section.

(4) In this subsection, the term “congressional intelligence committees” means—

(A) the Select Committee on Intelligence of the Senate; and

(B) the Permanent Select Committee on Intelligence of the House of Representatives.

(f) Personnel

(1) Personnel of the Office of the National Counterintelligence Executive may consist of personnel employed by the Office or personnel on detail from any other department, agency, or element of the Federal Government. Any such detail may be on a reimbursable or nonreimbursable basis, at the election of the head of the agency detailing such personnel.

(2) Notwithstanding section 104(d) or any other provision of law limiting the period of the detail of personnel on a nonreimbursable basis, the detail of an officer or employee of United States or a member of the Armed Forces under paragraph (1) on a nonreimbursable basis may be for any period in excess of one year that the National Counterintelligence Executive and the head of the department, agency, or element concerned consider appropriate.

(g) Treatment of activities under certain administrative laws

The files of the Office shall be treated as operational files of the Central Intelligence Agency for purposes of section 701 of the National Security Act of 1947 (50 U.S.C. 431) to the extent such files meet criteria under subsection (b) of that section for treatment of files as operational files of an element of the Agency.

(h) Oversight by Congress

The location of the Office of the National Counterintelligence Executive within the Office of the Director of National Intelligence shall not be construed as affecting access by Congress, or any committee of Congress, to—
(1) any information, document, record, or paper in the possession of the Office; or

(2) any personnel of the Office.

(i) Construction

Nothing in this section shall be construed as affecting the authority of the Director of National Intelligence, the Secretary of Defense, the Secretary of State, the Attorney General, or the Director of the Federal Bureau of Investigation as provided or specified under the National Security Act of 1947 or under other provisions of law.


**50 USC § 403. Director of National Intelligence**

(a) Director of National Intelligence

(1) There is a Director of National Intelligence who shall be appointed by the President, by and with the advice and consent of the Senate. Any individual nominated for appointment as Director of National Intelligence shall have extensive national security expertise.

(2) The Director of National Intelligence shall not be located within the Executive Office of the President.

(b) Principal responsibility

Subject to the authority, direction, and control of the President, the Director of National Intelligence shall—

(1) serve as head of the intelligence community;

(2) act as the principal adviser to the President, to the National Security Council, and the Homeland Security Council for intelligence matters related to the national security; and

(3) consistent with section 1018 of the National Security Intelligence Reform Act of 2004, oversee and direct the implementation of the National Intelligence Program.
(c) Prohibition on dual service

The individual serving in the position of Director of National Intelligence shall not, while so serving, also serve as the Director of the Central Intelligence Agency or as the head of any other element of the intelligence community.


50 USC § 403–1. Responsibilities and authorities of the Director of National Intelligence

(a) Provision of intelligence

(1) The Director of National Intelligence shall be responsible for ensuring that national intelligence is provided—

(A) to the President;

(B) to the heads of departments and agencies of the executive branch;

(C) to the Chairman of the Joint Chiefs of Staff and senior military commanders;

(D) to the Senate and House of Representatives and the committees thereof; and

(E) to such other persons as the Director of National Intelligence determines to be appropriate.

(2) Such national intelligence should be timely, objective, independent of political considerations, and based upon all sources available to the intelligence community and other appropriate entities.

(b) Access to intelligence

Unless otherwise directed by the President, the Director of National Intelligence shall have access to all national intelligence and intelligence related to the national security which is collected by any Federal department, agency, or other entity, except as otherwise provided by law or, as appropriate, under guidelines agreed upon by the Attorney General and the Director of National Intelligence.

(c) Budget authorities
(1) With respect to budget requests and appropriations for the National Intelligence Program, the Director of National Intelligence shall—

(A) based on intelligence priorities set by the President, provide to the heads of departments containing agencies or organizations within the intelligence community, and to the heads of such agencies and organizations, guidance for developing the National Intelligence Program budget pertaining to such agencies and organizations;

(B) based on budget proposals provided to the Director of National Intelligence by the heads of agencies and organizations within the intelligence community and the heads of their respective departments and, as appropriate, after obtaining the advice of the Joint Intelligence Community Council, develop and determine an annual consolidated National Intelligence Program budget; and

(C) present such consolidated National Intelligence Program budget, together with any comments from the heads of departments containing agencies or organizations within the intelligence community, to the President for approval.

(2) In addition to the information provided under paragraph (1)(B), the heads of agencies and organizations within the intelligence community shall provide the Director of National Intelligence such other information as the Director shall request for the purpose of determining the annual consolidated National Intelligence Program budget under that paragraph.

(3)(A) The Director of National Intelligence shall participate in the development by the Secretary of Defense of the annual budget for the Military Intelligence Program or any successor program or programs.

(B) The Director of National Intelligence shall provide guidance for the development of the annual budget for each element of the intelligence community that is not within the National Intelligence Program.

(4) The Director of National Intelligence shall ensure the effective execution of the annual budget for intelligence and intelligence-related activities.

(5)(A) The Director of National Intelligence shall be responsible for managing appropriations for the National Intelligence Program by directing the allotment or allocation of such appropriations through the heads of the departments containing agencies or organizations within the intelligence community and the Director of the Central Intelligence Agency, with prior notice (including the provision of appropriate supporting information) to the head of the department
containing an agency or organization receiving any such allocation or allotment or the Director of the Central Intelligence Agency.

(B) Notwithstanding any other provision of law, pursuant to relevant appropriations Acts for the National Intelligence Program, the Director of the Office of Management and Budget shall exercise the authority of the Director of the Office of Management and Budget to apportion funds, at the exclusive direction of the Director of National Intelligence, for allocation to the elements of the intelligence community through the relevant host executive departments and the Central Intelligence Agency. Department comptrollers or appropriate budget execution officers shall allot, allocate, reprogram, or transfer funds appropriated for the National Intelligence Program in an expeditious manner.

(C) The Director of National Intelligence shall monitor the implementation and execution of the National Intelligence Program by the heads of the elements of the intelligence community that manage programs and activities that are part of the National Intelligence Program, which may include audits and evaluations.

(6) Apportionment and allotment of funds under this subsection shall be subject to chapter 13 and section 1517 of title 31 and the Congressional Budget and Impoundment Control Act of 1974 (2 U.S.C. 621 et seq.).

(7)(A) The Director of National Intelligence shall provide a semi-annual report, beginning April 1, 2005, and ending April 1, 2007, to the President and the Congress regarding implementation of this section.

(B) The Director of National Intelligence shall report to the President and the Congress not later than 15 days after learning of any instance in which a departmental comptroller acts in a manner inconsistent with the law (including permanent statutes, authorization Acts, and appropriations Acts), or the direction of the Director of National Intelligence, in carrying out the National Intelligence Program.

(d) Role of Director of National Intelligence in transfer and reprogramming of funds

(1)(A) No funds made available under the National Intelligence Program may be transferred or reprogrammed without the prior approval of the Director of National Intelligence, except in accordance with procedures prescribed by the Director of National Intelligence.

(B) The Secretary of Defense shall consult with the Director of National Intelligence before transferring or reprogramming funds made available under the Military Intelligence Program or any successor program or programs.
(2) Subject to the succeeding provisions of this subsection, the Director of National Intelligence may transfer or reprogram funds appropriated for a program within the National Intelligence Program—

(A) to another such program;

(B) to other departments or agencies of the United States Government for the development and fielding of systems of common concern related to the collection, processing, analysis, exploitation, and dissemination of intelligence information; or

(C) to a program funded by appropriations not within the National Intelligence Program to address critical gaps in intelligence information sharing or access capabilities.

(3) The Director of National Intelligence may only transfer or reprogram funds referred to in paragraph (1)(A)—

(A) with the approval of the Director of the Office of Management and Budget; and

(B) after consultation with the heads of departments containing agencies or organizations within the intelligence community to the extent such agencies or organizations are affected, and, in the case of the Central Intelligence Agency, after consultation with the Director of the Central Intelligence Agency.

(4) The amounts available for transfer or reprogramming in the National Intelligence Program in any given fiscal year, and the terms and conditions governing such transfers and reprogrammings, are subject to the provisions of annual appropriations Acts and this subsection.

(5)(A) A transfer or reprogramming of funds may be made under this subsection only if—

(i) the funds are being transferred to an activity that is a higher priority intelligence activity;

(ii) the transfer or reprogramming supports an emergent need, improves program effectiveness, or increases efficiency;
(iii) the transfer or reprogramming does not involve a transfer or reprogramming of funds to a Reserve for Contingencies of the Director of National Intelligence or the Reserve for Contingencies of the Central Intelligence Agency;

(iv) the transfer or reprogramming results in a cumulative transfer or reprogramming of funds out of any department or agency, as appropriate, funded in the National Intelligence Program in a single fiscal year—

(I) that is less than $150,000,000, and

(II) that is less than 5 percent of amounts available to a department or agency under the National Intelligence Program; and

(v) the transfer or reprogramming does not terminate an acquisition program.

(B) A transfer or reprogramming may be made without regard to a limitation set forth in clause (iv) or (v) of subparagraph (A) if the transfer has the concurrence of the head of the department involved or the Director of the Central Intelligence Agency (in the case of the Central Intelligence Agency). The authority to provide such concurrence may only be delegated by the head of the department involved or the Director of the Central Intelligence Agency (in the case of the Central Intelligence Agency) to the deputy of such officer.

(6) Funds transferred or reprogrammed under this subsection shall remain available for the same period as the appropriations account to which transferred or reprogrammed.

(7) Any transfer or reprogramming of funds under this subsection shall be carried out in accordance with existing procedures applicable to reprogramming notifications for the appropriate congressional committees. Any proposed transfer or reprogramming for which notice is given to the appropriate congressional committees shall be accompanied by a report explaining the nature of the proposed transfer or reprogramming and how it satisfies the requirements of this subsection. In addition, the congressional intelligence committees shall be promptly notified of any transfer or reprogramming of funds made pursuant to this subsection in any case in which the transfer or reprogramming would not have otherwise required reprogramming notification under procedures in effect as of December 17, 2004.

(e) Transfer of personnel
(1)(A) In addition to any other authorities available under law for such purposes, in the first twelve months after establishment of a new national intelligence center, the Director of National Intelligence, with the approval of the Director of the Office of Management and Budget and in consultation with the congressional committees of jurisdiction referred to in subparagraph (B), may transfer not more than 100 personnel authorized for elements of the intelligence community to such center.

(B) The Director of National Intelligence shall promptly provide notice of any transfer of personnel made pursuant to this paragraph to—

(i) the congressional intelligence committees;

(ii) the Committees on Appropriations of the Senate and the House of Representatives;

(iii) in the case of the transfer of personnel to or from the Department of Defense, the Committees on Armed Services of the Senate and the House of Representatives; and

(iv) in the case of the transfer of personnel to or from the Department of Justice, to the Committees on the Judiciary of the Senate and the House of Representatives.

(C) The Director shall include in any notice under subparagraph (B) an explanation of the nature of the transfer and how it satisfies the requirements of this subsection.

(2)(A) The Director of National Intelligence, with the approval of the Director of the Office of Management and Budget and in accordance with procedures to be developed by the Director of National Intelligence and the heads of the departments and agencies concerned, may transfer personnel authorized for an element of the intelligence community to another such element for a period of not more than 2 years.

(B) A transfer of personnel may be made under this paragraph only if—

(i) the personnel are being transferred to an activity that is a higher priority intelligence activity; and

(ii) the transfer supports an emergent need, improves program effectiveness, or increases efficiency.
(C) The Director of National Intelligence shall promptly provide notice of any transfer of personnel made pursuant to this paragraph to—

(i) the congressional intelligence committees;

(ii) in the case of the transfer of personnel to or from the Department of Defense, the Committees on Armed Services of the Senate and the House of Representatives; and

(iii) in the case of the transfer of personnel to or from the Department of Justice, to the Committees on the Judiciary of the Senate and the House of Representatives.

(D) The Director shall include in any notice under subparagraph (C) an explanation of the nature of the transfer and how it satisfies the requirements of this paragraph.

(3)(A) In addition to the number of full-time equivalent positions authorized for the Office of the Director of National Intelligence for a fiscal year, there is authorized for such Office for each fiscal year an additional 100 full-time equivalent positions that may be used only for the purposes described in subparagraph (B).

(B) Except as provided in subparagraph (C), the Director of National Intelligence may use a full-time equivalent position authorized under subparagraph (A) only for the purpose of providing a temporary transfer of personnel made in accordance with paragraph (2) to an element of the intelligence community to enable such element to increase the total number of personnel authorized for such element, on a temporary basis—

(i) during a period in which a permanent employee of such element is absent to participate in critical language training; or

(ii) to accept a permanent employee of another element of the intelligence community to provide language-capable services.

(C) Paragraph (2)(B) shall not apply with respect to a transfer of personnel made under subparagraph (B).
(D) For each of the fiscal years 2010, 2011, and 2012, the Director of National Intelligence shall submit to the congressional intelligence committees an annual report on the use of authorities under this paragraph. Each such report shall include a description of—

(i) the number of transfers of personnel made by the Director pursuant to subparagraph (B), disaggregated by each element of the intelligence community;

(ii) the critical language needs that were fulfilled or partially fulfilled through the use of such transfers; and

(iii) the cost to carry out subparagraph (B).

(4) It is the sense of Congress that—

(A) the nature of the national security threats facing the United States will continue to challenge the intelligence community to respond rapidly and flexibly to bring analytic resources to bear against emerging and unforeseen requirements;

(B) both the Office of the Director of National Intelligence and any analytic centers determined to be necessary should be fully and properly supported with appropriate levels of personnel resources and that the President’s yearly budget requests adequately support those needs; and

(C) the President should utilize all legal and administrative discretion to ensure that the Director of National Intelligence and all other elements of the intelligence community have the necessary resources and procedures to respond promptly and effectively to emerging and unforeseen national security challenges.

(f) Tasking and other authorities

(1)(A) The Director of National Intelligence shall—

(i) establish objectives, priorities, and guidance for the intelligence community to ensure timely and effective collection, processing, analysis, and dissemination (including access by users to collected data consistent with applicable law and, as appropriate, the guidelines referred to in subsection (b) of this section and analytic products generated by or within the intelligence community) of national intelligence;
(ii) determine requirements and priorities for, and manage and direct the tasking of, collection, analysis, production, and dissemination of national intelligence by elements of the intelligence community, including—

(I) approving requirements (including those requirements responding to needs provided by consumers) for collection and analysis; and

(II) resolving conflicts in collection requirements and in the tasking of national collection assets of the elements of the intelligence community; and

(iii) provide advisory tasking to intelligence elements of those agencies and departments not within the National Intelligence Program.

(B) The authority of the Director of National Intelligence under subparagraph (A) shall not apply—

(i) insofar as the President so directs;

(ii) with respect to clause (ii) of subparagraph (A), insofar as the Secretary of Defense exercises tasking authority under plans or arrangements agreed upon by the Secretary of Defense and the Director of National Intelligence; or

(iii) to the direct dissemination of information to State government and local government officials and private sector entities pursuant to sections 121 and 482 of title 6.

(2) The Director of National Intelligence shall oversee the National Counterterrorism Center and may establish such other national intelligence centers as the Director determines necessary.

(3)(A) The Director of National Intelligence shall prescribe, in consultation with the heads of other agencies or elements of the intelligence community, and the heads of their respective departments, personnel policies and programs applicable to the intelligence community that—

(i) encourage and facilitate assignments and details of personnel to national intelligence centers, and between elements of the intelligence community;
(ii) set standards for education, training, and career development of personnel of the intelligence community;

(iii) encourage and facilitate the recruitment and retention by the intelligence community of highly qualified individuals for the effective conduct of intelligence activities;

(iv) ensure that the personnel of the intelligence community are sufficiently diverse for purposes of the collection and analysis of intelligence through the recruitment and training of women, minorities, and individuals with diverse ethnic, cultural, and linguistic backgrounds;

(v) make service in more than one element of the intelligence community a condition of promotion to such positions within the intelligence community as the Director shall specify; and

(vi) ensure the effective management of intelligence community personnel who are responsible for intelligence community-wide matters.

(B) Policies prescribed under subparagraph (A) shall not be inconsistent with the personnel policies otherwise applicable to members of the uniformed services.

(4) The Director of National Intelligence shall ensure compliance with the Constitution and laws of the United States by the Central Intelligence Agency and shall ensure such compliance by other elements of the intelligence community through the host executive departments that manage the programs and activities that are part of the National Intelligence Program.

(5) The Director of National Intelligence shall ensure the elimination of waste and unnecessary duplication within the intelligence community.

(6) The Director of National Intelligence shall establish requirements and priorities for foreign intelligence information to be collected under the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), and provide assistance to the Attorney General to ensure that information derived from electronic surveillance or physical searches under that Act is disseminated so it may be used efficiently and effectively for national intelligence purposes, except that the Director shall have no authority to direct or undertake electronic surveillance or physical search operations pursuant to that Act unless authorized by statute or Executive order.

(7)(A) The Director of National Intelligence shall, if the Director determines it is necessary, or may, if requested by a congressional intelligence committee,
conduct an accountability review of an element of the intelligence community or the personnel of such element in relation to a failure or deficiency within the intelligence community.

(B) The Director of National Intelligence, in consultation with the Attorney General, shall establish guidelines and procedures for conducting an accountability review under subparagraph (A).

(C)(i) The Director of National Intelligence shall provide the findings of an accountability review conducted under subparagraph (A) and the Director's recommendations for corrective or punitive action, if any, to the head of the applicable element of the intelligence community. Such recommendations may include a recommendation for dismissal of personnel.

(ii) If the head of such element does not implement a recommendation made by the Director under clause (i), the head of such element shall submit to the congressional intelligence committees a notice of the determination not to implement the recommendation, including the reasons for the determination.

(D) The requirements of this paragraph shall not be construed to limit any authority of the Director of National Intelligence under subsection (m) or with respect to supervision of the Central Intelligence Agency.

(8) The Director of National Intelligence shall perform such other functions as the President may direct.

(9) Nothing in this subchapter shall be construed as affecting the role of the Department of Justice or the Attorney General under the Foreign Intelligence Surveillance Act of 1978.

(g) Intelligence information sharing

(1) The Director of National Intelligence shall have principal authority to ensure maximum availability of and access to intelligence information within the intelligence community consistent with national security requirements. The Director of National Intelligence shall—

(A) establish uniform security standards and procedures;

(B) establish common information technology standards, protocols, and interfaces;

(C) ensure development of information technology systems that include multilevel security and intelligence integration capabilities;
(D) establish policies and procedures to resolve conflicts between the need to share intelligence information and the need to protect intelligence sources and methods;

(E) develop an enterprise architecture for the intelligence community and ensure that elements of the intelligence community comply with such architecture;

(F) have procurement approval authority over all enterprise architecture-related information technology items funded in the National Intelligence Program; and

(G) in accordance with Executive Order No. 13526 (75 Fed. Reg. 707; relating to classified national security information) (or any subsequent corresponding executive order), and part 2001 of title 32, Code of Federal Regulations (or any subsequent corresponding regulation), establish—

(i) guidance to standardize, in appropriate cases, the formats for classified and unclassified intelligence products created by elements of the intelligence community for purposes of promoting the sharing of intelligence products; and

(ii) policies and procedures requiring the increased use, in appropriate cases, and including portion markings, of the classification of portions of information within one intelligence product.

(2) The President shall ensure that the Director of National Intelligence has all necessary support and authorities to fully and effectively implement paragraph (1).

(3) Except as otherwise directed by the President or with the specific written agreement of the head of the department or agency in question, a Federal agency or official shall not be considered to have met any obligation to provide any information, report, assessment, or other material (including unevaluated intelligence information) to that department or agency solely by virtue of having provided that information, report, assessment, or other material to the Director of National Intelligence or the National Counterterrorism Center.

(4) Not later than February 1 of each year, the Director of National Intelligence shall submit to the President and to the Congress an annual report that identifies any statute, regulation, policy, or practice that the Director believes impedes the ability of the Director to fully and effectively implement paragraph (1).

(h) Analysis
To ensure the most accurate analysis of intelligence is derived from all sources to support national security needs, the Director of National Intelligence shall—

(1) implement policies and procedures—

(A) to encourage sound analytic methods and tradecraft throughout the elements of the intelligence community;

(B) to ensure that analysis is based upon all sources available; and

(C) to ensure that the elements of the intelligence community regularly conduct competitive analysis of analytic products, whether such products are produced by or disseminated to such elements;

(2) ensure that resource allocation for intelligence analysis is appropriately proportional to resource allocation for intelligence collection systems and operations in order to maximize analysis of all collected data;

(3) ensure that differences in analytic judgment are fully considered and brought to the attention of policymakers; and

(4) ensure that sufficient relationships are established between intelligence collectors and analysts to facilitate greater understanding of the needs of analysts.

(i) Protection of intelligence sources and methods

(1) The Director of National Intelligence shall protect intelligence sources and methods from unauthorized disclosure.

(2) Consistent with paragraph (1), in order to maximize the dissemination of intelligence, the Director of National Intelligence shall establish and implement guidelines for the intelligence community for the following purposes:

(A) Classification of information under applicable law, Executive orders, or other Presidential directives.

(B) Access to and dissemination of intelligence, both in final form and in the form when initially gathered.

(C) Preparation of intelligence products in such a way that source information is removed to allow for dissemination at the lowest level of classification possible or in unclassified form to the extent practicable.
(3) The Director may only delegate a duty or authority given the Director under this subsection to the Principal Deputy Director of National Intelligence.

(j) Uniform procedures for sensitive compartmented information

The Director of National Intelligence, subject to the direction of the President, shall—

(1) establish uniform standards and procedures for the grant of access to sensitive compartmented information to any officer or employee of any agency or department of the United States and to employees of contractors of those agencies or departments;

(2) ensure the consistent implementation of those standards and procedures throughout such agencies and departments;

(3) ensure that security clearances granted by individual elements of the intelligence community are recognized by all elements of the intelligence community, and under contracts entered into by those agencies; and

(4) ensure that the process for investigation and adjudication of an application for access to sensitive compartmented information is performed in the most expeditious manner possible consistent with applicable standards for national security.

(k) Coordination with foreign governments

Under the direction of the President and in a manner consistent with section 3927 of title 22, the Director of National Intelligence shall oversee the coordination of the relationships between elements of the intelligence community and the intelligence or security services of foreign governments or international organizations on all matters involving intelligence related to the national security or involving intelligence acquired through clandestine means.

(l) Enhanced personnel management

(1)(A) The Director of National Intelligence shall, under regulations prescribed by the Director, provide incentives for personnel of elements of the intelligence community to serve—

(i) on the staff of the Director of National Intelligence;

(ii) on the staff of the national intelligence centers;
(iii) on the staff of the National Counterterrorism Center; and

(iv) in other positions in support of the intelligence community management functions of the Director.

(B) Incentives under subparagraph (A) may include financial incentives, bonuses, and such other awards and incentives as the Director considers appropriate.

(2)(A) Notwithstanding any other provision of law, the personnel of an element of the intelligence community who are assigned or detailed under paragraph (1)(A) to service under the Director of National Intelligence shall be promoted at rates equivalent to or better than personnel of such element who are not so assigned or detailed.

(B) The Director may prescribe regulations to carry out this paragraph.

(3)(A) The Director of National Intelligence shall prescribe mechanisms to facilitate the rotation of personnel of the intelligence community through various elements of the intelligence community in the course of their careers in order to facilitate the widest possible understanding by such personnel of the variety of intelligence requirements, methods, users, and capabilities.

(B) The mechanisms prescribed under subparagraph (A) may include the following:

(i) The establishment of special occupational categories involving service, over the course of a career, in more than one element of the intelligence community.

(ii) The provision of rewards for service in positions undertaking analysis and planning of operations involving two or more elements of the intelligence community.

(iii) The establishment of requirements for education, training, service, and evaluation for service involving more than one element of the intelligence community.

(C) It is the sense of Congress that the mechanisms prescribed under this subsection should, to the extent practical, seek to duplicate for civilian personnel within the intelligence community the joint officer management policies established by chapter 38 of title 10 and the other amendments made by title IV

(4)(A) Except as provided in subparagraph (B) and subparagraph (D), this subsection shall not apply with respect to personnel of the elements of the intelligence community who are members of the uniformed services.

(B) Mechanisms that establish requirements for education and training pursuant to paragraph (3)(B)(iii) may apply with respect to members of the uniformed services who are assigned to an element of the intelligence community funded through the National Intelligence Program, but such mechanisms shall not be inconsistent with personnel policies and education and training requirements otherwise applicable to members of the uniformed services.

(C) The personnel policies and programs developed and implemented under this subsection with respect to law enforcement officers (as that term is defined in section 5541(3) of title 5) shall not affect the ability of law enforcement entities to conduct operations or, through the applicable chain of command, to control the activities of such law enforcement officers.

(D) Assignment to the Office of the Director of National Intelligence of commissioned officers of the Armed Forces shall be considered a joint-duty assignment for purposes of the joint officer management policies prescribed by chapter 38 of title 10 and other provisions of that title.

(m) Additional authority with respect to personnel

(1) In addition to the authorities under subsection (f)(3) of this section, the Director of National Intelligence may exercise with respect to the personnel of the Office of the Director of National Intelligence any authority of the Director of the Central Intelligence Agency with respect to the personnel of the Central Intelligence Agency under the Central Intelligence Agency Act of 1949 (50 U.S.C. 403a et seq.), and other applicable provisions of law, as of December 17, 2004, to the same extent, and subject to the same conditions and limitations, that the Director of the Central Intelligence Agency may exercise such authority with respect to personnel of the Central Intelligence Agency.

(2) Employees and applicants for employment of the Office of the Director of National Intelligence shall have the same rights and protections under the Office of the Director of National Intelligence as employees of the Central Intelligence Agency have under the Central Intelligence Agency Act of 1949 [50 U.S.C. 403a et seq.], and other applicable provisions of law, as of December 17, 2004.

(n) Acquisition and other authorities
(1) In carrying out the responsibilities and authorities under this section, the Director of National Intelligence may exercise the acquisition and appropriations authorities referred to in the Central Intelligence Agency Act of 1949 (50 U.S.C. 403a et seq.) other than the authorities referred to in section 8(b) of that Act (50 U.S.C. 403j(b)).

(2) For the purpose of the exercise of any authority referred to in paragraph (1), a reference to the head of an agency shall be deemed to be a reference to the Director of National Intelligence or the Principal Deputy Director of National Intelligence.

(3)(A) Any determination or decision to be made under an authority referred to in paragraph (1) by the head of an agency may be made with respect to individual purchases and contracts or with respect to classes of purchases or contracts, and shall be final.

(B) Except as provided in subparagraph (C), the Director of National Intelligence or the Principal Deputy Director of National Intelligence may, in such official's discretion, delegate to any officer or other official of the Office of the Director of National Intelligence any authority to make a determination or decision as the head of the agency under an authority referred to in paragraph (1).

(C) The limitations and conditions set forth in section 3(d) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403c(d)) shall apply to the exercise by the Director of National Intelligence of an authority referred to in paragraph (1).

(D) Each determination or decision required by an authority referred to in the second sentence of section 3(d) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 403c(d)] shall be based upon written findings made by the official making such determination or decision, which findings shall be final and shall be available within the Office of the Director of National Intelligence for a period of at least six years following the date of such determination or decision.

(4)(A) In addition to the authority referred to in paragraph (1), the Director of National Intelligence may authorize the head of an element of the intelligence community to exercise an acquisition authority referred to in section 3 or 8(a) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403c and 403j(a)) for an acquisition by such element that is more than 50 percent funded under the National Intelligence Program.

(B) The head of an element of the intelligence community may not exercise an authority referred to in subparagraph (A) until—

(i) the head of such element (without delegation) submits to the Director of National Intelligence a written request that includes—
(I) a description of such authority requested to be exercised;

(II) an explanation of the need for such authority, including an explanation of the reasons that other authorities are insufficient; and

(III) a certification that the mission of such element would be—

(aa) impaired if such authority is not exercised; or

(bb) significantly and measurably enhanced if such authority is exercised; and

(ii) the Director of National Intelligence issues a written authorization that includes—

(I) a description of the authority referred to in subparagraph (A) that is authorized to be exercised; and

(II) a justification to support the exercise of such authority.

(C) A request and authorization to exercise an authority referred to in subparagraph (A) may be made with respect to an individual acquisition or with respect to a specific class of acquisitions described in the request and authorization referred to in subparagraph (B).

(D)(i) A request from a head of an element of the intelligence community located within one of the departments described in clause (ii) to exercise an authority referred to in subparagraph (A) shall be submitted to the Director of National Intelligence in accordance with any procedures established by the head of such department.

(ii) The departments described in this clause are the Department of Defense, the Department of Energy, the Department of Homeland Security, the Department of Justice, the Department of State, and the Department of the Treasury.

(E)(i) The head of an element of the intelligence community may not be authorized to utilize an authority referred to in subparagraph (A) for a class of acquisitions for a period of more than 3 years, except that the Director of National Intelligence (without delegation) may authorize the use of such an authority for not more than 6 years.
(ii) Each authorization to utilize an authority referred to in subparagraph (A) may be extended in accordance with the requirements of subparagraph (B) for successive periods of not more than 3 years, except that the Director of National Intelligence (without delegation) may authorize an extension period of not more than 6 years.

(F) Subject to clauses (i) and (ii) of subparagraph (E), the Director of National Intelligence may only delegate the authority of the Director under subparagraphs (A) through (E) to the Principal Deputy Director of National Intelligence or a Deputy Director of National Intelligence.

(G) The Director of National Intelligence shall submit—

(i) to the congressional intelligence committees a notification of an authorization to exercise an authority referred to in subparagraph (A) or an extension of such authorization that includes the written authorization referred to in subparagraph (B)(ii); and

(ii) to the Director of the Office of Management and Budget a notification of an authorization to exercise an authority referred to in subparagraph (A) for an acquisition or class of acquisitions that will exceed $50,000,000 annually.

(H) Requests and authorizations to exercise an authority referred to in subparagraph (A) shall remain available within the Office of the Director of National Intelligence for a period of at least 6 years following the date of such request or authorization.

(I) Nothing in this paragraph may be construed to alter or otherwise limit the authority of the Central Intelligence Agency to independently exercise an authority under section 3 or 8(a) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 403c and 403j(a)).

(o) Consideration of views of elements of intelligence community

In carrying out the duties and responsibilities under this section, the Director of National Intelligence shall take into account the views of a head of a department containing an element of the intelligence community and of the Director of the Central Intelligence Agency.

(p) Responsibility of Director of National Intelligence regarding National Intelligence Program budget concerning the Department of Defense

______________________________________________________________
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Subject to the direction of the President, the Director of National Intelligence shall, after consultation with the Secretary of Defense, ensure that the National Intelligence Program budgets for the elements of the intelligence community that are within the Department of Defense are adequate to satisfy the national intelligence needs of the Department of Defense, including the needs of the Chairman of the Joint Chiefs of Staff and the commanders of the unified and specified commands, and wherever such elements are performing Government-wide functions, the needs of other Federal departments and agencies.

(q) Acquisitions of major systems

(1) For each intelligence program within the National Intelligence Program for the acquisition of a major system, the Director of National Intelligence shall—

(A) require the development and implementation of a program management plan that includes cost, schedule, and performance goals and program milestone criteria, except that with respect to Department of Defense programs the Director shall consult with the Secretary of Defense;

(B) serve as exclusive milestone decision authority, except that with respect to Department of Defense programs the Director shall serve as milestone decision authority jointly with the Secretary of Defense or the designee of the Secretary; and

(C) periodically—

(i) review and assess the progress made toward the achievement of the goals and milestones established in such plan; and

(ii) submit to Congress a report on the results of such review and assessment.

(2) If the Director of National Intelligence and the Secretary of Defense are unable to reach an agreement on a milestone decision under paragraph (1)(B), the President shall resolve the conflict.

(3) Nothing in this subsection may be construed to limit the authority of the Director of National Intelligence to delegate to any other official any authority to perform the responsibilities of the Director under this subsection.

(4) In this subsection:

(A) The term “intelligence program”, with respect to the acquisition of a major system, means a program that—
(i) is carried out to acquire such major system for an element of the intelligence community; and

(ii) is funded in whole out of amounts available for the National Intelligence Program.

(B) The term “major system” has the meaning given such term in section 109 of title 41.

(r) Performance of common services

The Director of National Intelligence shall, in consultation with the heads of departments and agencies of the United States Government containing elements within the intelligence community and with the Director of the Central Intelligence Agency, coordinate the performance by the elements of the intelligence community within the National Intelligence Program of such services as are of common concern to the intelligence community, which services the Director of National Intelligence determines can be more efficiently accomplished in a consolidated manner.

(s) Pay authority for critical positions

(1) Notwithstanding any pay limitation established under any other provision of law applicable to employees in elements of the intelligence community, the Director of National Intelligence may, in coordination with the Director of the Office of Personnel Management and the Director of the Office of Management and Budget, grant authority to the head of a department or agency to fix the rate of basic pay for one or more positions within the intelligence community at a rate in excess of any applicable limitation, subject to the provisions of this subsection. The exercise of authority so granted is at the discretion of the head of the department or agency employing the individual in a position covered by such authority, subject to the provisions of this subsection and any conditions established by the Director of National Intelligence when granting such authority.

(2) Authority under this subsection may be granted or exercised only—

(A) with respect to a position that requires an extremely high level of expertise and is critical to successful accomplishment of an important mission; and

(B) to the extent necessary to recruit or retain an individual exceptionally well qualified for the position.
(3) The head of a department or agency may not fix a rate of basic pay under this subsection at a rate greater than the rate payable for level II of the Executive Schedule under section 5313 of title 5, except upon written approval of the Director of National Intelligence or as otherwise authorized by law.

(4) The head of a department or agency may not fix a rate of basic pay under this subsection at a rate greater than the rate payable for level I of the Executive Schedule under section 5312 of title 5, except upon written approval of the President in response to a request by the Director of National Intelligence or as otherwise authorized by law.

(5) Any grant of authority under this subsection for a position shall terminate at the discretion of the Director of National Intelligence.

(6)(A) The Director of National Intelligence shall notify the congressional intelligence committees not later than 30 days after the date on which the Director grants authority to the head of a department or agency under this subsection.

(B) The head of a department or agency to which the Director of National Intelligence grants authority under this subsection shall notify the congressional intelligence committees and the Director of the exercise of such authority not later than 30 days after the date on which such head exercises such authority.

(t) Award of rank to members of the Senior National Intelligence Service

(1) The President, based on the recommendation of the Director of National Intelligence, may award a rank to a member of the Senior National Intelligence Service or other intelligence community senior civilian officer not already covered by such a rank award program in the same manner in which a career appointee of an agency may be awarded a rank under section 4507 of title 5.

(2) The President may establish procedures to award a rank under paragraph (1) to a member of the Senior National Intelligence Service or a senior civilian officer of the intelligence community whose identity as such a member or officer is classified information (as defined in section 426(1) of this title).

(u) Conflict of interest regulations

(1) The Director of National Intelligence, in consultation with the Director of the Office of Government Ethics, shall issue regulations prohibiting an officer or employee of an element of the intelligence community from engaging in outside employment if such employment creates a conflict of interest or appearance thereof.
(2) The Director of National Intelligence shall annually submit to the congressional intelligence committees a report describing all outside employment for officers and employees of elements of the intelligence community that was authorized by the head of an element of the intelligence community during the preceding calendar year. Such report shall be submitted each year on the date provided in section 415b of this title.

(v) Authority to establish positions in excepted service

(1) The Director of National Intelligence, with the concurrence of the head of the covered department concerned and in consultation with the Director of the Office of Personnel Management, may—

(A) convert competitive service positions, and the incumbents of such positions, within an element of the intelligence community in such department, to excepted service positions as the Director of National Intelligence determines necessary to carry out the intelligence functions of such element; and

(B) establish new positions in the excepted service within an element of the intelligence community in such department, if the Director of National Intelligence determines such positions are necessary to carry out the intelligence functions of such element.

(2) An incumbent occupying a position on January 3, 2012, selected to be converted to the excepted service under this section shall have the right to refuse such conversion. Once such individual no longer occupies the position, the position may be converted to the excepted service.

(3) In this subsection, the term “covered department” means the Department of Energy, the Department of Homeland Security, the Department of State, or the Department of the Treasury.

(w) Nuclear Proliferation Assessment Statements intelligence community addendum

The Director of National Intelligence, in consultation with the heads of the appropriate elements of the intelligence community and the Secretary of State, shall provide to the President, the congressional intelligence committees, the Committee on Foreign Affairs of the House of Representatives, and the Committee on Foreign Relations of the Senate an addendum to each Nuclear Proliferation Assessment Statement accompanying a civilian nuclear cooperation agreement, containing a comprehensive analysis of the country’s export control system with respect to nuclear-related matters, including interactions with other
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countries of proliferation concern and the actual or suspected nuclear, dual-use, or missile-related transfers to such countries.


50 USC § 403–1a. Assignment of responsibilities relating to analytic integrity

(a) Assignment of responsibilities

For purposes of carrying out section 403–1(h) of this title, the Director of National Intelligence shall, not later than 180 days after December 17, 2004, assign an individual or entity to be responsible for ensuring that finished intelligence products produced by any element or elements of the intelligence community are timely, objective, independent of political considerations, based upon all sources of available intelligence, and employ the standards of proper analytic tradecraft.

(b) Responsibilities

(1) The individual or entity assigned responsibility under subsection (a) of this section—

(A) may be responsible for general oversight and management of analysis and production, but may not be directly responsible for, or involved in, the specific production of any finished intelligence product;

(B) shall perform, on a regular basis, detailed reviews of finished intelligence product or other analytic products by an element or elements of the intelligence community covering a particular topic or subject matter;

(C) shall be responsible for identifying on an annual basis functional or topical areas of analysis for specific review under subparagraph (B); and

(D) upon completion of any review under subparagraph (B), may draft lessons learned, identify best practices, or make recommendations for improvement to the analytic tradecraft employed in the production of the reviewed product or products.
(2) Each review under paragraph (1)(B) should—

(A) include whether the product or products concerned were based on all sources of available intelligence, properly describe the quality and reliability of underlying sources, properly caveat and express uncertainties or confidence in analytic judgments, properly distinguish between underlying intelligence and the assumptions and judgments of analysts, and incorporate, where appropriate, alternative analyses; and

(B) ensure that the analytic methodologies, tradecraft, and practices used by the element or elements concerned in the production of the product or products concerned meet the standards set forth in subsection (a) of this section.

(3) Information drafted under paragraph (1)(D) should, as appropriate, be included in analysis teaching modules and case studies for use throughout the intelligence community.

(c) Annual reports

Not later than December 1 each year, the Director of National Intelligence shall submit to the congressional intelligence committees, the heads of the relevant elements of the intelligence community, and the heads of analytic training departments a report containing a description, and the associated findings, of each review under subsection (b)(1)(B) of this section during such year.

(d) Congressional intelligence committees defined

In this section, the term “congressional intelligence committees” means—

(1) the Select Committee on Intelligence of the Senate; and

(2) the Permanent Select Committee on Intelligence of the House of Representatives.


50 USC § 403–1b. Additional education and training requirements

(a) Findings

Congress makes the following findings:
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(1) Foreign language education is essential for the development of a highly-skilled workforce for the intelligence community.

(2) Since September 11, 2001, the need for language proficiency levels to meet required national security functions has been raised, and the ability to comprehend and articulate technical and scientific information in foreign languages has become critical.

(b) Linguistic requirements

(1) The Director of National Intelligence shall—

(A) identify the linguistic requirements for the Office of the Director of National Intelligence;

(B) identify specific requirements for the range of linguistic skills necessary for the intelligence community, including proficiency in scientific and technical vocabularies of critical foreign languages; and

(C) develop a comprehensive plan for the Office to meet such requirements through the education, recruitment, and training of linguists.

(2) In carrying out activities under paragraph (1), the Director shall take into account education grant programs of the Department of Defense and the Department of Education that are in existence as of December 17, 2004.

(c) Professional intelligence training

The Director of National Intelligence shall require the head of each element and component within the Office of the Director of National Intelligence who has responsibility for professional intelligence training to periodically review and revise the curriculum for the professional intelligence training of the senior and intermediate level personnel of such element or component in order to—

(1) strengthen the focus of such curriculum on the integration of intelligence collection and analysis throughout the Office; and

(2) prepare such personnel for duty with other departments, agencies, and elements of the intelligence community.

50 USC § 403–1c. National Intelligence Reserve Corps

(a) Establishment

The Director of National Intelligence may provide for the establishment and training of a National Intelligence Reserve Corps (in this section referred to as “National Intelligence Reserve Corps”) for the temporary reemployment on a voluntary basis of former employees of elements of the intelligence community during periods of emergency, as determined by the Director.

(b) Eligible individuals

An individual may participate in the National Intelligence Reserve Corps only if the individual previously served as a full time employee of an element of the intelligence community.

(c) Terms of participation

The Director of National Intelligence shall prescribe the terms and conditions under which eligible individuals may participate in the National Intelligence Reserve Corps.

(d) Expenses

The Director of National Intelligence may provide members of the National Intelligence Reserve Corps transportation and per diem in lieu of subsistence for purposes of participating in any training that relates to service as a member of the Reserve Corps.

(e) Treatment of annuitants

(1) If an annuitant receiving an annuity from the Civil Service Retirement and Disability Fund becomes temporarily reemployed pursuant to this section, such annuity shall not be discontinued thereby.

(2) An annuitant so reemployed shall not be considered an employee for the purposes of chapter 83 or 84 of title 5.

(f) Treatment under Office of Director of National Intelligence personnel ceiling

A member of the National Intelligence Reserve Corps who is reemployed on a temporary basis pursuant to this section shall not count against any personnel ceiling applicable to the Office of the Director of National Intelligence.
50 USC § 403–2. Intelligence community contracting

(a) In general

The Director of National Intelligence shall direct that elements of the intelligence community, whenever compatible with the national security interests of the United States and consistent with the operational and security concerns related to the conduct of intelligence activities, and where fiscally sound, shall award contracts in a manner that would maximize the procurement of products in the United States.

(b) Intelligence community defined

In this section, the term “intelligence community” has the meaning given that term in section 401a(4) of this title.

50 USC § 403–2a. Construction of intelligence community facilities; Presidential authorization

(a) No project for the construction of any facility, or improvement to any facility, having an estimated Federal cost in excess of $300,000, may be undertaken in any fiscal year unless specifically identified as a separate item in the President’s annual fiscal year budget request or otherwise specifically authorized and appropriated if such facility or improvement would be used primarily by personnel of the intelligence community.

(b) As used in this section, the term “intelligence community” has the same meaning given that term in section 401a(4) of this title.

50 USC § 403–2b. Limitation on construction of facilities to be used primarily by intelligence community

(a) In general

(1) In general
Except as provided in subsection (b) of this section, no project for the construction of any facility to be used primarily by personnel of any component of the intelligence community which has an estimated Federal cost in excess of $5,000,000 may be undertaken in any fiscal year unless such project is specifically identified as a separate item in the President's annual fiscal year budget request and is specifically authorized by the Congress.

(2) Notification

In the case of a project for the construction of any facility to be used primarily by personnel of any component of the intelligence community which has an estimated Federal cost greater than $1,000,000 but less than $5,000,000, or where any improvement project to such a facility has an estimated Federal cost greater than $1,000,000, the Director of National Intelligence shall submit a notification to the intelligence committees specifically identifying such project.

(b) Exception

(1) In general

Notwithstanding subsection (a) of this section but subject to paragraphs (2) and (3), a project for the construction of a facility to be used primarily by personnel of any component of the intelligence community may be carried out if the Secretary of Defense and the Director of National Intelligence jointly determine—

(A) that the project is vital to the national security or to the protection of health, safety, or the quality of the environment, and

(B) that the requirement for the project is so urgent that deferral of the project for inclusion in the next Act authorizing appropriations for the intelligence community would be inconsistent with national security or the protection of health, safety, or environmental quality, as the case may be.

(2) Report

(A) When a decision is made to carry out a construction project under this subsection, the Secretary of Defense and the Director of National Intelligence jointly shall submit a report in writing to the appropriate committees of Congress on that decision. Each such report shall include (i) the justification for the project and the current estimate of the cost of the project, (ii) the justification for carrying out the project under this subsection, and (iii) a statement of the source of the funds to be used to carry out the project. The project may then be carried out only after the end of the 7-day period beginning on the date the notification is received by such committees.
(B) Notwithstanding subparagraph (A), a project referred to in paragraph (1) may begin on the date the notification is received by the appropriate committees of Congress under that paragraph if the Director of National Intelligence and the Secretary of Defense jointly determine that—

(i) an emergency exists with respect to the national security or the protection of health, safety, or environmental quality; and

(ii) any delay in the commencement of the project would harm any or all of those interests.

(3) Projects primarily for CIA

If a project referred to in paragraph (1) is primarily for the Central Intelligence Agency, the Director of the Central Intelligence Agency shall make the determination and submit the report required by paragraphs (1) and (2).

(4) Limitation

A project carried out under this subsection shall be carried out within the total amount of funds appropriated for intelligence and intelligence-related activities that have not been obligated.

(c) Application

This section shall not apply to any project which is subject to subsection (a)(1)(A) or (c) of section 601.


50 USC § 403–3. Office of the Director of National Intelligence

(a) Office of Director of National Intelligence

There is an Office of the Director of National Intelligence.

(b) Function

The function of the Office of the Director of National Intelligence is to assist the Director of National Intelligence in carrying out the duties and responsibilities of the Director under this Act and other applicable provisions of law, and to carry out such other duties as may be prescribed by the President or by law.
(c) Composition

The Office of the Director of National Intelligence is composed of the following:

(1) The Director of National Intelligence.

(2) The Principal Deputy Director of National Intelligence.

(3) Any Deputy Director of National Intelligence appointed under section 403–3a of this title.

(4) The National Intelligence Council.

(5) The General Counsel.

(6) The Civil Liberties Protection Officer.

(7) The Director of Science and Technology.

(8) The National Counterintelligence Executive (including the Office of the National Counterintelligence Executive).

(9) The Chief Information Officer of the Intelligence Community.

(10) The Inspector General of the Intelligence Community.

(11) The Director of the National Counterterrorism Center.

(12) The Director of the National Counter Proliferation Center.

(13) The Chief Financial Officer of the Intelligence Community.

(14) Such other offices and officials as may be established by law or the Director may establish or designate in the Office, including national intelligence centers.

(d) Staff

(1) To assist the Director of National Intelligence in fulfilling the duties and responsibilities of the Director, the Director shall employ and utilize in the Office of the Director of National Intelligence a professional staff having an expertise in matters relating to such duties and responsibilities, and may establish permanent positions and appropriate rates of pay with respect to that staff.

(2) The staff of the Office of the Director of National Intelligence under paragraph (1) shall include the staff of the Office of the Deputy Director of
Central Intelligence for Community Management that is transferred to the Office of the Director of National Intelligence under section 1091 of the National Security Intelligence Reform Act of 2004.

(e) Temporary filling of vacancies

With respect to filling temporarily a vacancy in an office within the Office of the Director of National Intelligence (other than that of the Director of National Intelligence), section 3345(a)(3) of title 5 may be applied—

(1) in the matter preceding subparagraph (A), by substituting “an element of the intelligence community, as that term is defined in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)),” for “such Executive agency”; and

(2) in subparagraph (A), by substituting “the intelligence community” for “such agency”.

(f) Location of the Office of the Director of National Intelligence

The headquarters of the Office of the Director of National Intelligence may be located in the Washington metropolitan region, as that term is defined in section 8301 of title 40.


50 USC § 403–3a. Deputy Directors of National Intelligence

(a) Principal Deputy Director of National Intelligence

(1) There is a Principal Deputy Director of National Intelligence who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) In the event of a vacancy in the position of Principal Deputy Director of National Intelligence, the Director of National Intelligence shall recommend to the President an individual for appointment as Principal Deputy Director of National Intelligence.

(3) Any individual nominated for appointment as Principal Deputy Director of National Intelligence shall have extensive national security experience and management expertise.
(4) The individual serving as Principal Deputy Director of National Intelligence shall not, while so serving, serve in any capacity in any other element of the intelligence community.

(5) The Principal Deputy Director of National Intelligence shall assist the Director of National Intelligence in carrying out the duties and responsibilities of the Director.

(6) The Principal Deputy Director of National Intelligence shall act for, and exercise the powers of, the Director of National Intelligence during the absence or disability of the Director of National Intelligence or during a vacancy in the position of Director of National Intelligence.

(b) Deputy Directors of National Intelligence

(1) There may be not more than four Deputy Directors of National Intelligence who shall be appointed by the Director of National Intelligence.

(2) Each Deputy Director of National Intelligence appointed under this subsection shall have such duties, responsibilities, and authorities as the Director of National Intelligence may assign or are specified by law.

(c) Military status of Director of National Intelligence and Principal Deputy Director of National Intelligence

(1) Not more than one of the individuals serving in the positions specified in paragraph (2) may be a commissioned officer of the Armed Forces in active status.

(2) The positions referred to in this paragraph are the following:

(A) The Director of National Intelligence.

(B) The Principal Deputy Director of National Intelligence.

(3) It is the sense of Congress that, under ordinary circumstances, it is desirable that one of the individuals serving in the positions specified in paragraph (2)—

(A) be a commissioned officer of the Armed Forces, in active status; or

(B) have, by training or experience, an appreciation of military intelligence activities and requirements.
(4) A commissioned officer of the Armed Forces, while serving in a position specified in paragraph (2)—

(A) shall not be subject to supervision or control by the Secretary of Defense or by any officer or employee of the Department of Defense;

(B) shall not exercise, by reason of the officer's status as a commissioned officer, any supervision or control with respect to any of the military or civilian personnel of the Department of Defense except as otherwise authorized by law; and

(C) shall not be counted against the numbers and percentages of commissioned officers of the rank and grade of such officer authorized for the military department of that officer.

(5) Except as provided in subparagraph (A) or (B) of paragraph (4), the appointment of an officer of the Armed Forces to a position specified in paragraph (2) shall not affect the status, position, rank, or grade of such officer in the Armed Forces, or any emolument, perquisite, right, privilege, or benefit incident to or arising out of such status, position, rank, or grade.

(6) A commissioned officer of the Armed Forces on active duty who is appointed to a position specified in paragraph (2), while serving in such position and while remaining on active duty, shall continue to receive military pay and allowances and shall not receive the pay prescribed for such position. Funds from which such pay and allowances are paid shall be reimbursed from funds available to the Director of National Intelligence.


50 USC § 403–3b. National Intelligence Council

(a) National Intelligence Council

There is a National Intelligence Council.

(b) Composition

(1) The National Intelligence Council shall be composed of senior analysts within the intelligence community and substantive experts from the public and private
sector, who shall be appointed by, report to, and serve at the pleasure of, the Director of National Intelligence.

(2) The Director shall prescribe appropriate security requirements for personnel appointed from the private sector as a condition of service on the Council, or as contractors of the Council or employees of such contractors, to ensure the protection of intelligence sources and methods while avoiding, wherever possible, unduly intrusive requirements which the Director considers to be unnecessary for this purpose.

(c) Duties and responsibilities

(1) The National Intelligence Council shall—

(A) produce national intelligence estimates for the United States Government, including alternative views held by elements of the intelligence community and other information as specified in paragraph (2);

(B) evaluate community-wide collection and production of intelligence by the intelligence community and the requirements and resources of such collection and production; and

(C) otherwise assist the Director of National Intelligence in carrying out the responsibilities of the Director under section 403–1 of this title.

(2) The Director of National Intelligence shall ensure that the Council satisfies the needs of policymakers and other consumers of intelligence.

(d) Service as senior intelligence advisers

Within their respective areas of expertise and under the direction of the Director of National Intelligence, the members of the National Intelligence Council shall constitute the senior intelligence advisers of the intelligence community for purposes of representing the views of the intelligence community within the United States Government.

(e) Authority to contract

Subject to the direction and control of the Director of National Intelligence, the National Intelligence Council may carry out its responsibilities under this section by contract, including contracts for substantive experts necessary to assist the Council with particular assessments under this section.
(f) Staff

The Director of National Intelligence shall make available to the National Intelligence Council such staff as may be necessary to permit the Council to carry out its responsibilities under this section.

(g) Availability of Council and staff

(1) The Director of National Intelligence shall take appropriate measures to ensure that the National Intelligence Council and its staff satisfy the needs of policymaking officials and other consumers of intelligence.

(2) The Council shall be readily accessible to policymaking officials and other appropriate individuals not otherwise associated with the intelligence community.

(h) Support

The heads of the elements of the intelligence community shall, as appropriate, furnish such support to the National Intelligence Council, including the preparation of intelligence analyses, as may be required by the Director of National Intelligence.

(i) National Intelligence Council product

For purposes of this section, the term “National Intelligence Council product” includes a National Intelligence Estimate and any other intelligence community assessment that sets forth the judgment of the intelligence community as a whole on a matter covered by such product.


50 USC § 403–3c. General Counsel

(a) General Counsel

There is a General Counsel of the Office of the Director of National Intelligence who shall be appointed by the President, by and with the advice and consent of the Senate.

(b) Prohibition on dual service as General Counsel of another agency
The individual serving in the position of General Counsel may not, while so serving, also serve as the General Counsel of any other department, agency, or element of the United States Government.

(c) Scope of position

The General Counsel is the chief legal officer of the Office of the Director of National Intelligence.

(d) Functions

The General Counsel shall perform such functions as the Director of National Intelligence may prescribe.


50 USC § 403–3d. Civil Liberties Protection Officer

(a) Civil Liberties Protection Officer

(1) Within the Office of the Director of National Intelligence, there is a Civil Liberties Protection Officer who shall be appointed by the Director of National Intelligence.

(2) The Civil Liberties Protection Officer shall report directly to the Director of National Intelligence.

(b) Duties

The Civil Liberties Protection Officer shall—

(1) ensure that the protection of civil liberties and privacy is appropriately incorporated in the policies and procedures developed for and implemented by the Office of the Director of National Intelligence and the elements of the intelligence community within the National Intelligence Program;

(2) oversee compliance by the Office and the Director of National Intelligence with requirements under the Constitution and all laws, regulations, Executive orders, and implementing guidelines relating to civil liberties and privacy;

(3) review and assess complaints and other information indicating possible abuses of civil liberties and privacy in the administration of the programs and operations of the Office and the Director of National Intelligence and, as appropriate, investigate any such complaint or information;
(4) ensure that the use of technologies sustain, and do not erode, privacy protections relating to the use, collection, and disclosure of personal information;

(5) ensure that personal information contained in a system of records subject to section 552a of title 5 (popularly referred to as the “Privacy Act”), is handled in full compliance with fair information practices as set out in that section;

(6) conduct privacy impact assessments when appropriate or as required by law; and

(7) perform such other duties as may be prescribed by the Director of National Intelligence or specified by law.

(c) Use of agency Inspectors General

When appropriate, the Civil Liberties Protection Officer may refer complaints to the Office of Inspector General having responsibility for the affected element of the department or agency of the intelligence community to conduct an investigation under paragraph (3) of subsection (b) of this section.


50 USC § 403–3e. Director of Science and Technology

(a) Director of Science and Technology

There is a Director of Science and Technology within the Office of the Director of National Intelligence who shall be appointed by the Director of National Intelligence.

(b) Requirement relating to appointment

An individual appointed as Director of Science and Technology shall have a professional background and experience appropriate for the duties of the Director of Science and Technology.

(c) Duties

The Director of Science and Technology shall—

(1) act as the chief representative of the Director of National Intelligence for science and technology;
(2) chair the Director of National Intelligence Science and Technology Committee under subsection (d) of this section;

(3) assist the Director in formulating a long-term strategy for scientific advances in the field of intelligence;

(4) assist the Director on the science and technology elements of the budget of the Office of the Director of National Intelligence; and

(5) perform other such duties as may be prescribed by the Director of National Intelligence or specified by law.

(d) Director of National Intelligence Science and Technology Committee

(1) There is within the Office of the Director of Science and Technology a Director of National Intelligence Science and Technology Committee.

(2) The Committee shall be composed of the principal science officers of the National Intelligence Program.

(3) The Committee shall—

(A) coordinate advances in research and development related to intelligence; and

(B) perform such other functions as the Director of Science and Technology shall prescribe.


50 USC § 403–3f. National Counterintelligence Executive

(a) National Counterintelligence Executive


(b) Duties

The National Counterintelligence Executive shall perform the duties provided in the Counterintelligence Enhancement Act of 2002 and such other duties as may be prescribed by the Director of National Intelligence or specified by law.
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50 USC § 403–3g. Chief Information Officer

(a) Chief Information Officer

To assist the Director of National Intelligence in carrying out the responsibilities of the Director under this Act and other applicable provisions of law, there shall be within the Office of the Director of National Intelligence a Chief Information Officer of the Intelligence Community who shall be appointed by the President.

(b) Duties and responsibilities

Subject to the direction of the Director of National Intelligence, the Chief Information Officer of the Intelligence Community shall—

(1) manage activities relating to the information technology infrastructure and enterprise architecture requirements of the intelligence community;

(2) have procurement approval authority over all information technology items related to the enterprise architectures of all intelligence community components;

(3) direct and manage all information technology-related procurement for the intelligence community; and

(4) ensure that all expenditures for information technology and research and development activities are consistent with the intelligence community enterprise architecture and the strategy of the Director for such architecture.

(c) Prohibition on simultaneous service as other chief information officer

An individual serving in the position of Chief Information Officer of the Intelligence Community may not, while so serving, serve as the chief information officer of any other department or agency, or component thereof, of the United States Government.


50 USC § 403–3h. Inspector General of the Intelligence Community

(a) Office of Inspector General of the Intelligence Community

There is within the Office of the Director of National Intelligence an Office of the Inspector General of the Intelligence Community.

(b) Purpose

The purpose of the Office of the Inspector General of the Intelligence Community is—

(1) to create an objective and effective office, appropriately accountable to Congress, to initiate and conduct independent investigations, inspections, audits, and reviews on programs and activities within the responsibility and authority of the Director of National Intelligence;

(2) to provide leadership and coordination and recommend policies for activities designed—

(A) to promote economy, efficiency, and effectiveness in the administration and implementation of such programs and activities; and

(B) to prevent and detect fraud and abuse in such programs and activities;

(3) to provide a means for keeping the Director of National Intelligence fully and currently informed about—

(A) problems and deficiencies relating to the administration of programs and activities within the responsibility and authority of the Director of National Intelligence; and

(B) the necessity for, and the progress of, corrective actions; and

(4) in the manner prescribed by this section, to ensure that the congressional intelligence committees are kept similarly informed of—

(A) significant problems and deficiencies relating to programs and activities within the responsibility and authority of the Director of National Intelligence; and
(B) the necessity for, and the progress of, corrective actions.

(c) Inspector General of the Intelligence Community

(1) There is an Inspector General of the Intelligence Community, who shall be the head of the Office of the Inspector General of the Intelligence Community, who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) The nomination of an individual for appointment as Inspector General shall be made—

(A) without regard to political affiliation;

(B) on the basis of integrity, compliance with security standards of the intelligence community, and prior experience in the field of intelligence or national security; and

(C) on the basis of demonstrated ability in accounting, financial analysis, law, management analysis, public administration, or investigations.

(3) The Inspector General shall report directly to and be under the general supervision of the Director of National Intelligence.

(4) The Inspector General may be removed from office only by the President. The President shall communicate in writing to the congressional intelligence committees the reasons for the removal not later than 30 days prior to the effective date of such removal. Nothing in this paragraph shall be construed to prohibit a personnel action otherwise authorized by law, other than transfer or removal.

(d) Assistant Inspectors General

Subject to the policies of the Director of National Intelligence, the Inspector General of the Intelligence Community shall—

(1) appoint an Assistant Inspector General for Audit who shall have the responsibility for supervising the performance of auditing activities relating to programs and activities within the responsibility and authority of the Director;

(2) appoint an Assistant Inspector General for Investigations who shall have the responsibility for supervising the performance of investigative activities relating to such programs and activities; and
(3) appoint other Assistant Inspectors General that, in the judgment of the Inspector General, are necessary to carry out the duties of the Inspector General.

(e) **Duties and responsibilities**

It shall be the duty and responsibility of the Inspector General of the Intelligence Community—

(1) to provide policy direction for, and to plan, conduct, supervise, and coordinate independently, the investigations, inspections, audits, and reviews relating to programs and activities within the responsibility and authority of the Director of National Intelligence;

(2) to keep the Director of National Intelligence fully and currently informed concerning violations of law and regulations, fraud, and other serious problems, abuses, and deficiencies relating to the programs and activities within the responsibility and authority of the Director, to recommend corrective action concerning such problems, and to report on the progress made in implementing such corrective action;

(3) to take due regard for the protection of intelligence sources and methods in the preparation of all reports issued by the Inspector General, and, to the extent consistent with the purpose and objective of such reports, take such measures as may be appropriate to minimize the disclosure of intelligence sources and methods described in such reports; and

(4) in the execution of the duties and responsibilities under this section, to comply with generally accepted government auditing.

(f) **Limitations on activities**

(1) The Director of National Intelligence may prohibit the Inspector General of the Intelligence Community from initiating, carrying out, or completing any investigation, inspection, audit, or review if the Director determines that such prohibition is necessary to protect vital national security interests of the United States.

(2) Not later than seven days after the date on which the Director exercises the authority under paragraph (1), the Director shall submit to the congressional intelligence committees an appropriately classified statement of the reasons for the exercise of such authority.

(3) The Director shall advise the Inspector General at the time a statement under paragraph (2) is submitted, and, to the extent consistent with the protection of
intelligence sources and methods, provide the Inspector General with a copy of such statement.

(4) The Inspector General may submit to the congressional intelligence committees any comments on the statement of which the Inspector General has notice under paragraph (3) that the Inspector General considers appropriate.

(g) Authorities

(1) The Inspector General of the Intelligence Community shall have direct and prompt access to the Director of National Intelligence when necessary for any purpose pertaining to the performance of the duties of the Inspector General.

(2)(A) The Inspector General shall, subject to the limitations in subsection (f), make such investigations and reports relating to the administration of the programs and activities within the authorities and responsibilities of the Director as are, in the judgment of the Inspector General, necessary or desirable.

(B) The Inspector General shall have access to any employee, or any employee of a contractor, of any element of the intelligence community needed for the performance of the duties of the Inspector General.

(C) The Inspector General shall have direct access to all records, reports, audits, reviews, documents, papers, recommendations, or other materials that relate to the programs and activities with respect to which the Inspector General has responsibilities under this section.

(D) The level of classification or compartmentation of information shall not, in and of itself, provide a sufficient rationale for denying the Inspector General access to any materials under subparagraph (C).

(E) The Director, or on the recommendation of the Director, another appropriate official of the intelligence community, shall take appropriate administrative actions against an employee, or an employee of a contractor, of an element of the intelligence community that fails to cooperate with the Inspector General. Such administrative action may include loss of employment or the termination of an existing contractual relationship.

(3) The Inspector General is authorized to receive and investigate, pursuant to subsection (h), complaints or information from any person concerning the existence of an activity within the authorities and responsibilities of the Director of National Intelligence constituting a violation of laws, rules, or regulations, or mismanagement, gross waste of funds, abuse of authority, or a substantial and specific danger to the public health and safety. Once such complaint or information has been received from an employee of the intelligence community—
(A) the Inspector General shall not disclose the identity of the employee without the consent of the employee, unless the Inspector General determines that such disclosure is unavoidable during the course of the investigation or the disclosure is made to an official of the Department of Justice responsible for determining whether a prosecution should be undertaken; and

(B) no action constituting a reprisal, or threat of reprisal, for making such complaint or disclosing such information to the Inspector General may be taken by any employee in a position to take such actions, unless the complaint was made or the information was disclosed with the knowledge that it was false or with willful disregard for its truth or falsity.

(4) The Inspector General shall have the authority to administer to or take from any person an oath, affirmation, or affidavit, whenever necessary in the performance of the duties of the Inspector General, which oath, affirmation, or affidavit when administered or taken by or before an employee of the Office of the Inspector General of the Intelligence Community designated by the Inspector General shall have the same force and effect as if administered or taken by, or before, an officer having a seal.

(5)(A) Except as provided in subparagraph (B), the Inspector General is authorized to require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data in any medium (including electronically stored information, as well as any tangible thing) and documentary evidence necessary in the performance of the duties and responsibilities of the Inspector General.

(B) In the case of departments, agencies, and other elements of the United States Government, the Inspector General shall obtain information, documents, reports, answers, records, accounts, papers, and other data and evidence for the purpose specified in subparagraph (A) using procedures other than by subpoenas.

(C) The Inspector General may not issue a subpoena for, or on behalf of, any component of the Office of the Director of National Intelligence or any element of the intelligence community, including the Office of the Director of National Intelligence.

(D) In the case of contumacy or refusal to obey a subpoena issued under this paragraph, the subpoena shall be enforceable by order of any appropriate district court of the United States.

(6) The Inspector General may obtain services as authorized by section 3109 of title 5 at rates for individuals not to exceed the daily equivalent of the maximum
annual rate of basic pay payable for grade GS–15 of the General Schedule under section 5332 of title 5.

(7) The Inspector General may, to the extent and in such amounts as may be provided in appropriations, enter into contracts and other arrangements for audits, studies, analyses, and other services with public agencies and with private persons, and to make such payments as may be necessary to carry out the provisions of this section.

(h) Coordination among Inspectors General

(1)(A) In the event of a matter within the jurisdiction of the Inspector General of the Intelligence Community that may be subject to an investigation, inspection, audit, or review by both the Inspector General of the Intelligence Community and an inspector general with oversight responsibility for an element of the intelligence community, the Inspector General of the Intelligence Community and such other inspector general shall expeditiously resolve the question of which inspector general shall conduct such investigation, inspection, audit, or review to avoid unnecessary duplication of the activities of the inspectors general.

(B) In attempting to resolve a question under subparagraph (A), the inspectors general concerned may request the assistance of the Intelligence Community Inspectors General Forum established under paragraph (2). In the event of a dispute between an inspector general within a department or agency of the United States Government and the Inspector General of the Intelligence Community that has not been resolved with the assistance of such Forum, the inspectors general shall submit the question to the Director of National Intelligence and the head of the affected department or agency for resolution.

(2)(A) There is established the Intelligence Community Inspectors General Forum, which shall consist of all statutory or administrative inspectors general with oversight responsibility for an element of the intelligence community.

(B) The Inspector General of the Intelligence Community shall serve as the Chair of the Forum established under subparagraph (A). The Forum shall have no administrative authority over any inspector general, but shall serve as a mechanism for informing its members of the work of individual members of the Forum that may be of common interest and discussing questions about jurisdiction or access to employees, employees of contract personnel, records, audits, reviews, documents, recommendations, or other materials that may involve or be of assistance to more than one of its members.

(3) The inspector general conducting an investigation, inspection, audit, or review covered by paragraph (1) shall submit the results of such investigation, inspection, audit, or review to any other inspector general, including the
Inspector General of the Intelligence Community, with jurisdiction to conduct such investigation, inspection, audit, or review who did not conduct such investigation, inspection, audit, or review.

(i) Counsel to the Inspector General

(1) The Inspector General of the Intelligence Community shall—

(A) appoint a Counsel to the Inspector General who shall report to the Inspector General; or

(B) obtain the services of a counsel appointed by and directly reporting to another inspector general or the Council of the Inspectors General on Integrity and Efficiency on a reimbursable basis.

(2) The counsel appointed or obtained under paragraph (1) shall perform such functions as the Inspector General may prescribe.

(j) Staff and other support

(1) The Director of National Intelligence shall provide the Inspector General of the Intelligence Community with appropriate and adequate office space at central and field office locations, together with such equipment, office supplies, maintenance services, and communications facilities and services as may be necessary for the operation of such offices.

(2)(A) Subject to applicable law and the policies of the Director of National Intelligence, the Inspector General shall select, appoint, and employ such officers and employees as may be necessary to carry out the functions, powers, and duties of the Inspector General. The Inspector General shall ensure that any officer or employee so selected, appointed, or employed has security clearances appropriate for the assigned duties of such officer or employee.

(B) In making selections under subparagraph (A), the Inspector General shall ensure that such officers and employees have the requisite training and experience to enable the Inspector General to carry out the duties of the Inspector General effectively.

(C) In meeting the requirements of this paragraph, the Inspector General shall create within the Office of the Inspector General of the Intelligence Community a career cadre of sufficient size to provide appropriate continuity and objectivity needed for the effective performance of the duties of the Inspector General.
(3) Consistent with budgetary and personnel resources allocated by the Director of National Intelligence, the Inspector General has final approval of—

(A) the selection of internal and external candidates for employment with the Office of the Inspector General; and

(B) all other personnel decisions concerning personnel permanently assigned to the Office of the Inspector General, including selection and appointment to the Senior Intelligence Service, but excluding all security-based determinations that are not within the authority of a head of a component of the Office of the Director of National Intelligence.

(4)(A) Subject to the concurrence of the Director of National Intelligence, the Inspector General may request such information or assistance as may be necessary for carrying out the duties and responsibilities of the Inspector General from any department, agency, or other element of the United States Government.

(B) Upon request of the Inspector General for information or assistance under subparagraph (A), the head of the department, agency, or element concerned shall, insofar as is practicable and not in contravention of any existing statutory restriction or regulation of the department, agency, or element, furnish to the Inspector General, such information or assistance.

(C) The Inspector General of the Intelligence Community may, upon reasonable notice to the head of any element of the intelligence community and in coordination with that element’s inspector general pursuant to subsection (h), conduct, as authorized by this section, an investigation, inspection, audit, or review of such element and may enter into any place occupied by such element for purposes of the performance of the duties of the Inspector General.

(k) Reports

(1) (A) The Inspector General of the Intelligence Community shall, not later than January 31 and July 31 of each year, prepare and submit to the Director of National Intelligence a classified, and, as appropriate, unclassified semiannual report summarizing the activities of the Office of the Inspector General of the Intelligence Community during the immediately preceding 6-month period ending December 31 (of the preceding year) and June 30, respectively. The Inspector General of the Intelligence Community shall provide any portion of the report involving a component of a department of the United States Government to the head of that department simultaneously with submission of the report to the Director of National Intelligence.
(B) Each report under this paragraph shall include, at a minimum, the following:

(i) A list of the title or subject of each investigation, inspection, audit, or review conducted during the period covered by such report.

(ii) A description of significant problems, abuses, and deficiencies relating to the administration of programs and activities of the intelligence community within the responsibility and authority of the Director of National Intelligence, and in the relationships between elements of the intelligence community, identified by the Inspector General during the period covered by such report.

(iii) A description of the recommendations for corrective action made by the Inspector General during the period covered by such report with respect to significant problems, abuses, or deficiencies identified in clause (ii).

(iv) A statement of whether or not corrective action has been completed on each significant recommendation described in previous semiannual reports, and, in a case where corrective action has been completed, a description of such corrective action.

(v) A certification of whether or not the Inspector General has had full and direct access to all information relevant to the performance of the functions of the Inspector General.

(vi) A description of the exercise of the subpoena authority under subsection (g)(5) by the Inspector General during the period covered by such report.

(vii) Such recommendations as the Inspector General considers appropriate for legislation to promote economy, efficiency, and effectiveness in the administration and implementation of programs and activities within the responsibility and authority of the Director of National Intelligence, and to detect and eliminate fraud and abuse in such programs and activities.

(C) Not later than 30 days after the date of receipt of a report under subparagraph (A), the Director shall transmit the report to the congressional intelligence committees together with any comments the Director considers appropriate. The Director shall transmit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of the report involving a component of such department simultaneously with submission of the report to the congressional intelligence committees.
(2)(A) The Inspector General shall report immediately to the Director whenever the Inspector General becomes aware of particularly serious or flagrant problems, abuses, or deficiencies relating to programs and activities within the responsibility and authority of the Director of National Intelligence.

(B) The Director shall transmit to the congressional intelligence committees each report under subparagraph (A) within 7 calendar days of receipt of such report, together with such comments as the Director considers appropriate. The Director shall transmit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of each report under subparagraph (A) that involves a problem, abuse, or deficiency related to a component of such department simultaneously with transmission of the report to the congressional intelligence committees.

(3)(A) In the event that—

(i) the Inspector General is unable to resolve any differences with the Director affecting the execution of the duties or responsibilities of the Inspector General;

(ii) an investigation, inspection, audit, or review carried out by the Inspector General focuses on any current or former intelligence community official who—

(I) holds or held a position in an element of the intelligence community that is subject to appointment by the President, whether or not by and with the advice and consent of the Senate, including such a position held on an acting basis;

(II) holds or held a position in an element of the intelligence community, including a position held on an acting basis, that is appointed by the Director of National Intelligence; or

(III) holds or held a position as head of an element of the intelligence community or a position covered by subsection (b) or (c) of section 403–6 of this title;

(iii) a matter requires a report by the Inspector General to the Department of Justice on possible criminal conduct by a current or former official described in clause (ii);

(iv) the Inspector General receives notice from the Department of Justice declining or approving prosecution of possible criminal conduct of any current or former official described in clause (ii); or
(v) the Inspector General, after exhausting all possible alternatives, is unable to obtain significant documentary information in the course of an investigation, inspection, audit, or review,

the Inspector General shall immediately notify, and submit a report to, the congressional intelligence committees on such matter.

(B) The Inspector General shall submit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of each report under subparagraph (A) that involves an investigation, inspection, audit, or review carried out by the Inspector General focused on any current or former official of a component of such department simultaneously with submission of the report to the congressional intelligence committees.

(4) The Director shall submit to the congressional intelligence committees any report or findings and recommendations of an investigation, inspection, audit, or review conducted by the office which has been requested by the Chairman or Vice Chairman or ranking minority member of either committee.

(5)(A) An employee of an element of the intelligence community, an employee assigned or detailed to an element of the intelligence community, or an employee of a contractor to the intelligence community who intends to report to Congress a complaint or information with respect to an urgent concern may report such complaint or information to the Inspector General.

(B) Not later than the end of the 14-calendar-day period beginning on the date of receipt from an employee of a complaint or information under subparagraph (A), the Inspector General shall determine whether the complaint or information appears credible. Upon making such a determination, the Inspector General shall transmit to the Director a notice of that determination, together with the complaint or information.

(C) Upon receipt of a transmittal from the Inspector General under subparagraph (B), the Director shall, within 7 calendar days of such receipt, forward such transmittal to the congressional intelligence committees, together with any comments the Director considers appropriate.

(D)(i) If the Inspector General does not find credible under subparagraph (B) a complaint or information submitted under subparagraph (A), or does not transmit the complaint or information to the Director in accurate form under subparagraph (B), the employee (subject to clause (ii)) may submit the complaint
or information to Congress by contacting either or both of the congressional intelligence committees directly.

(ii) An employee may contact the congressional intelligence committees directly as described in clause (i) only if the employee—

(I) before making such a contact, furnishes to the Director, through the Inspector General, a statement of the employee's complaint or information and notice of the employee's intent to contact the congressional intelligence committees directly; and

(II) obtains and follows from the Director, through the Inspector General, direction on how to contact the congressional intelligence committees in accordance with appropriate security practices.

(iii) A member or employee of one of the congressional intelligence committees who receives a complaint or information under this subparagraph does so in that member or employee's official capacity as a member or employee of such committee.

(E) The Inspector General shall notify an employee who reports a complaint or information to the Inspector General under this paragraph of each action taken under this paragraph with respect to the complaint or information. Such notice shall be provided not later than 3 days after any such action is taken.

(F) An action taken by the Director or the Inspector General under this paragraph shall not be subject to judicial review.

(G) In this paragraph, the term “urgent concern” means any of the following:

(i) A serious or flagrant problem, abuse, violation of law or Executive order, or deficiency relating to the funding, administration, or operation of an intelligence activity within the responsibility and authority of the Director of National Intelligence involving classified information, but does not include differences of opinions concerning public policy matters.

(ii) A false statement to Congress, or a willful withholding from Congress, on an issue of material fact relating to the funding, administration, or operation of an intelligence activity.

(iii) An action, including a personnel action described in section 2302(a)(2)(A) of title 5, constituting reprisal or threat of reprisal prohibited under subsection
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(g)(3)(B) of this section in response to an employee's reporting an urgent concern in accordance with this paragraph.

(H) Nothing in this section shall be construed to limit the protections afforded to an employee under section 403q(d) of this title or section 8H of the Inspector General Act of 1978 (5 U.S.C. App.).

(6) In accordance with section 535 of title 28, the Inspector General shall expeditiously report to the Attorney General any information, allegation, or complaint received by the Inspector General relating to violations of Federal criminal law that involves a program or operation of an element of the intelligence community, or in the relationships between the elements of the intelligence community, consistent with such guidelines as may be issued by the Attorney General pursuant to subsection (b)(2) of such section. A copy of each such report shall be furnished to the Director.

(l) Construction of duties regarding elements of Intelligence Community

Except as resolved pursuant to subsection (h), the performance by the Inspector General of the Intelligence Community of any duty, responsibility, or function regarding an element of the intelligence community shall not be construed to modify or affect the duties and responsibilities of any other inspector general having duties and responsibilities relating to such element.

(m) Separate budget account

The Director of National Intelligence shall, in accordance with procedures issued by the Director in consultation with the congressional intelligence committees, include in the National Intelligence Program budget a separate account for the Office of the Inspector General of the Intelligence Community.

(n) Budget

(1) For each fiscal year, the Inspector General of the Intelligence Community shall transmit a budget estimate and request to the Director of National Intelligence that specifies for such fiscal year—

(A) the aggregate amount requested for the operations of the Inspector General;

(B) the amount requested for all training requirements of the Inspector General, including a certification from the Inspector General that the amount requested is
sufficient to fund all training requirements for the Office of the Inspector General; and

(C) the amount requested to support the Council of the Inspectors General on Integrity and Efficiency, including a justification for such amount.

(2) In transmitting a proposed budget to the President for a fiscal year, the Director of National Intelligence shall include for such fiscal year—

(A) the aggregate amount requested for the Inspector General of the Intelligence Community;

(B) the amount requested for Inspector General training;

(C) the amount requested to support the Council of the Inspectors General on Integrity and Efficiency; and

(D) the comments of the Inspector General, if any, with respect to such proposed budget.

(3) The Director of National Intelligence shall submit to the congressional intelligence committees, the Committee on Appropriations of the Senate, and the Committee on Appropriations of the House of Representatives for each fiscal year—

(A) a separate statement of the budget estimate transmitted pursuant to paragraph (1);

(B) the amount requested by the Director for the Inspector General pursuant to paragraph (2)(A);

(C) the amount requested by the Director for the training of personnel of the Office of the Inspector General pursuant to paragraph (2)(B);

(D) the amount requested by the Director for support for the Council of the Inspectors General on Integrity and Efficiency pursuant to paragraph (2)(C); and

(E) the comments of the Inspector General under paragraph (2)(D), if any, on the amounts requested pursuant to paragraph (2), including whether such amounts would substantially inhibit the Inspector General from performing the duties of the Office of the Inspector General.
(o) Information on website

(1) The Director of National Intelligence shall establish and maintain on the homepage of the publicly accessible website of the Office of the Director of National Intelligence information relating to the Office of the Inspector General of the Intelligence Community including methods to contact the Inspector General.

(2) The information referred to in paragraph (1) shall be obvious and facilitate accessibility to the information related to the Office of the Inspector General of the Intelligence Community.


50 USC § 403–3i. Chief Financial Officer of the Intelligence Community

(a) Chief Financial Officer of the Intelligence Community

To assist the Director of National Intelligence in carrying out the responsibilities of the Director under this Act and other applicable provisions of law, there is within the Office of the Director of National Intelligence a Chief Financial Officer of the Intelligence Community who shall be appointed by the Director.

(b) Duties and responsibilities

Subject to the direction of the Director of National Intelligence, the Chief Financial Officer of the Intelligence Community shall—

(1) serve as the principal advisor to the Director of National Intelligence and the Principal Deputy Director of National Intelligence on the management and allocation of intelligence community budgetary resources;

(2) participate in overseeing a comprehensive and integrated strategic process for resource management within the intelligence community;

(3) ensure that the strategic plan of the Director of National Intelligence—

(A) is based on budgetary constraints as specified in the Future Year Intelligence Plans and Long-term Budget Projections required under section 415a–9 of this title; and

(B) contains specific goals and objectives to support a performance-based budget;
(4) prior to the obligation or expenditure of funds for the acquisition of any major system pursuant to a Milestone A or Milestone B decision, receive verification from appropriate authorities that the national requirements for meeting the strategic plan of the Director have been established, and that such requirements are prioritized based on budgetary constraints as specified in the Future Year Intelligence Plans and the Long-term Budget Projections for such major system required under section 415a–9 of this title;

(5) ensure that the collection architectures of the Director are based on budgetary constraints as specified in the Future Year Intelligence Plans and the Long-term Budget Projections required under section 415a–9 of this title;

(6) coordinate or approve representations made to Congress by the intelligence community regarding National Intelligence Program budgetary resources;

(7) participate in key mission requirements, acquisitions, or architectural boards formed within or by the Office of the Director of National Intelligence; and

(8) perform such other duties as may be prescribed by the Director of National Intelligence.

(c) Other law

The Chief Financial Officer of the Intelligence Community shall serve as the Chief Financial Officer of the intelligence community and, to the extent applicable, shall have the duties, responsibilities, and authorities specified in chapter 9 of title 31.

(d) Prohibition on simultaneous service as other Chief Financial Officer

An individual serving in the position of Chief Financial Officer of the Intelligence Community may not, while so serving, serve as the chief financial officer of any other department or agency, or component thereof, of the United States Government.

(e) Definitions

In this section:

(1) The term “major system” has the meaning given that term in section 415a–1(e) of this title.
(2) The term “Milestone A” has the meaning given that term in section 415a–9(f) of this title.

(3) The term “Milestone B” has the meaning given that term in section 415a–5(e) of this title.


50 USC § 403–4. Central Intelligence Agency

(a) Central Intelligence Agency

There is a Central Intelligence Agency.

(b) Function

The function of the Central Intelligence Agency is to assist the Director of the Central Intelligence Agency in carrying out the responsibilities specified in section 403–4a(c) of this title.


50 USC § 403–4a. Director of the Central Intelligence Agency

(a) Director of Central Intelligence Agency

There is a Director of the Central Intelligence Agency who shall be appointed by the President, by and with the advice and consent of the Senate.

(b) Supervision

The Director of the Central Intelligence Agency shall report to the Director of National Intelligence regarding the activities of the Central Intelligence Agency.

(c) Duties

The Director of the Central Intelligence Agency shall—

(1) serve as the head of the Central Intelligence Agency; and

(2) carry out the responsibilities specified in subsection (d) of this section.
(d) Responsibilities

The Director of the Central Intelligence Agency shall—

(1) collect intelligence through human sources and by other appropriate means, except that the Director of the Central Intelligence Agency shall have no police, subpoena, or law enforcement powers or internal security functions;

(2) correlate and evaluate intelligence related to the national security and provide appropriate dissemination of such intelligence;

(3) provide overall direction for and coordination of the collection of national intelligence outside the United States through human sources by elements of the intelligence community authorized to undertake such collection and, in coordination with other departments, agencies, or elements of the United States Government which are authorized to undertake such collection, ensure that the most effective use is made of resources and that appropriate account is taken of the risks to the United States and those involved in such collection; and

(4) perform such other functions and duties related to intelligence affecting the national security as the President or the Director of National Intelligence may direct.

(e) Termination of employment of CIA employees

(1) Notwithstanding the provisions of any other law, the Director of the Central Intelligence Agency may, in the discretion of the Director, terminate the employment of any officer or employee of the Central Intelligence Agency whenever the Director deems the termination of employment of such officer or employee necessary or advisable in the interests of the United States.

(2) Any termination of employment of an officer or employee under paragraph (1) shall not affect the right of the officer or employee to seek or accept employment in any other department, agency, or element of the United States Government if declared eligible for such employment by the Office of Personnel Management.

(f) Coordination with foreign governments

Under the direction of the Director of National Intelligence and in a manner consistent with section 3927 of title 22, the Director of the Central Intelligence Agency shall coordinate the relationships between elements of the intelligence community and the intelligence or security services of foreign governments or international organizations on all matters involving intelligence related to the national security or involving intelligence acquired through clandestine means.
(g) Foreign language proficiency for certain senior level positions in Central Intelligence Agency

(1) Except as provided pursuant to paragraph (2), an individual in the Directorate of Intelligence career service or the National Clandestine Service career service may not be appointed or promoted to a position in the Senior Intelligence Service in the Directorate of Intelligence or the National Clandestine Service of the Central Intelligence Agency unless the Director of the Central Intelligence Agency determines that the individual has been certified as having a professional speaking and reading proficiency in a foreign language, such proficiency being at least level 3 on the Interagency Language Roundtable Language Skills Level or commensurate proficiency level using such other indicator of proficiency as the Director of the Central Intelligence Agency considers appropriate.

(2) The Director of the Central Intelligence Agency may, in the discretion of the Director, waive the application of paragraph (1) to any position, category of positions, or occupation otherwise covered by that paragraph if the Director determines that foreign language proficiency is not necessary for the successful performance of the duties and responsibilities of such position, category of positions, or occupation.


50 USC § 403–4b. Transformation of Central Intelligence Agency

The Director of the Central Intelligence Agency shall, in accordance with standards developed by the Director in consultation with the Director of National Intelligence—

(1) enhance the analytic, human intelligence, and other capabilities of the Central Intelligence Agency;

(2) develop and maintain an effective language program within the Agency;

(3) emphasize the hiring of personnel of diverse backgrounds for purposes of improving the capabilities of the Agency;

(4) establish and maintain effective relationships between human intelligence and signals intelligence within the Agency at the operational level; and
(5) achieve a more effective balance within the Agency with respect to unilateral operations and liaison operations.


50 USC § 403–4c. Deputy Director of the Central Intelligence Agency

(a) Deputy Director of the Central Intelligence Agency

There is a Deputy Director of the Central Intelligence Agency who shall be appointed by the President.

(b) Duties

The Deputy Director of the Central Intelligence Agency shall—

(1) assist the Director of the Central Intelligence Agency in carrying out the duties and responsibilities of the Director of the Central Intelligence Agency; and

(2) during the absence or disability of the Director of the Central Intelligence Agency, or during a vacancy in the position of Director of the Central Intelligence Agency, act for and exercise the powers of the Director of the Central Intelligence Agency.


50 USC § 403–5. Responsibilities of Secretary of Defense pertaining to National Intelligence Program

(a) In general

Consistent with sections 403 and 403–1 of this title, the Secretary of Defense, in consultation with the Director of National Intelligence, shall—

(1) ensure that the budgets of the elements of the intelligence community within the Department of Defense are adequate to satisfy the overall intelligence needs of the Department of Defense, including the needs of the chairman of the Joint Chiefs of Staff and the commanders of the unified and specified commands and, wherever such elements are performing governmentwide functions, the needs of other departments and agencies;
(2) ensure appropriate implementation of the policies and resource decisions of the Director by elements of the Department of Defense within the National Intelligence Program;

(3) ensure that the tactical intelligence activities of the Department of Defense complement and are compatible with intelligence activities under the National Intelligence Program;

(4) ensure that the elements of the intelligence community within the Department of Defense are responsive and timely with respect to satisfying the needs of operational military forces;

(5) eliminate waste and unnecessary duplication among the intelligence activities of the Department of Defense; and

(6) ensure that intelligence activities of the Department of Defense are conducted jointly where appropriate.

(b) Responsibility for performance of specific functions

Consistent with sections 403 and 403–1 of this title, the Secretary of Defense shall ensure—

(1) through the National Security Agency (except as otherwise directed by the President or the National Security Council), the continued operation of an effective unified organization for the conduct of signals intelligence activities and shall ensure that the product is disseminated in a timely manner to authorized recipients;

(2) through the National Geospatial-Intelligence Agency (except as otherwise directed by the President or the National Security Council), with appropriate representation from the intelligence community, the continued operation of an effective unified organization within the Department of Defense—

(A) for carrying out tasking of imagery collection;

(B) for the coordination of imagery processing and exploitation activities;

(C) for ensuring the dissemination of imagery in a timely manner to authorized recipients; and

(D) notwithstanding any other provision of law, for—
(i) prescribing technical architecture and standards related to imagery intelligence and geospatial information and ensuring compliance with such architecture and standards; and

(ii) developing and fielding systems of common concern related to imagery intelligence and geospatial information;

(3) through the National Reconnaissance Office (except as otherwise directed by the President or the National Security Council), the continued operation of an effective unified organization for the research and development, acquisition, and operation of overhead reconnaissance systems necessary to satisfy the requirements of all elements of the intelligence community;

(4) through the Defense Intelligence Agency (except as otherwise directed by the President or the National Security Council), the continued operation of an effective unified system within the Department of Defense for the production of timely, objective military and military-related intelligence, based upon all sources available to the intelligence community, and shall ensure the appropriate dissemination of such intelligence to authorized recipients;

(5) through the Defense Intelligence Agency (except as otherwise directed by the President or the National Security Council), effective management of Department of Defense human intelligence and counterintelligence activities, including defense attaches; and

(6) that the military departments maintain sufficient capabilities to collect and produce intelligence to meet—

(A) the requirements of the Director of National Intelligence;

(B) the requirements of the Secretary of Defense or the Chairman of the Joint Chiefs of Staff;

(C) the requirements of the unified and specified combatant commands and of joint operations; and

(D) the specialized requirements of the military departments for intelligence necessary to support tactical commanders, military planners, the research and development process, the acquisition of military equipment, and training and doctrine.

(c) Expenditure of funds by the Defense Intelligence Agency
Subject to paragraphs (2) and (3), the Director of the Defense Intelligence Agency may expend amounts made available to the Director under the National Intelligence Program for human intelligence and counterintelligence activities for objects of a confidential, extraordinary, or emergency nature, without regard to the provisions of law or regulation relating to the expenditure of Government funds.

The Director of the Defense Intelligence Agency may not expend more than five percent of the amounts made available to the Director under the National Intelligence Program for human intelligence and counterintelligence activities for a fiscal year for objects of a confidential, extraordinary, or emergency nature in accordance with paragraph (1) during such fiscal year unless—

(A) the Director notifies the congressional intelligence committees of the intent to expend the amounts; and

(B) 30 days have elapsed from the date on which the Director notifies the congressional intelligence committees in accordance with subparagraph (A).

For each expenditure referred to in paragraph (1), the Director shall certify that such expenditure was made for an object of a confidential, extraordinary, or emergency nature.

Not later than December 31 of each year, the Director of the Defense Intelligence Agency shall submit to the congressional intelligence committees a report on any expenditures made during the preceding fiscal year in accordance with paragraph (1).

**Use of elements of Department of Defense**

The Secretary of Defense, in carrying out the functions described in this section, may use such elements of the Department of Defense as may be appropriate for the execution of those functions, in addition to, or in lieu of, the elements identified in this section.

50 USC § 403–5a. Assistance to United States law enforcement agencies

(a) Authority to provide assistance

Subject to subsection (b) of this section, elements of the intelligence community may, upon the request of a United States law enforcement agency, collect information outside the United States about individuals who are not United States persons. Such elements may collect such information notwithstanding that the law enforcement agency intends to use the information collected for purposes of a law enforcement investigation or counterintelligence investigation.

(b) Limitation on assistance by elements of Department of Defense

(1) With respect to elements within the Department of Defense, the authority in subsection (a) of this section applies only to the following:

(A) The National Security Agency.

(B) The National Reconnaissance Office.

(C) The National Geospatial-Intelligence Agency.

(D) The Defense Intelligence Agency.

(2) Assistance provided under this section by elements of the Department of Defense may not include the direct participation of a member of the Army, Navy, Air Force, or Marine Corps in an arrest or similar activity.

(3) Assistance may not be provided under this section by an element of the Department of Defense if the provision of such assistance will adversely affect the military preparedness of the United States.

(4) The Secretary of Defense shall prescribe regulations governing the exercise of authority under this section by elements of the Department of Defense, including regulations relating to the protection of sources and methods in the exercise of such authority.

(c) Definitions
For purposes of subsection (a) of this section:

(1) The term “United States law enforcement agency” means any department or agency of the Federal Government that the Attorney General designates as law enforcement agency for purposes of this section.

(2) The term “United States person” means the following:

(A) A United States citizen.

(B) An alien known by the intelligence agency concerned to be a permanent resident alien.

(C) An unincorporated association substantially composed of United States citizens or permanent resident aliens.

(D) A corporation incorporated in the United States, except for a corporation directed and controlled by a foreign government or governments.


50 USC § 403–5b. Disclosure of foreign intelligence acquired in criminal investigations; notice of criminal investigations of foreign intelligence sources

(a) Disclosure of foreign intelligence

(1) Except as otherwise provided by law and subject to paragraph (2), the Attorney General, or the head of any other department or agency of the Federal Government with law enforcement responsibilities, shall expeditiously disclose to the Director of National Intelligence, pursuant to guidelines developed by the Attorney General in consultation with the Director, foreign intelligence acquired by an element of the Department of Justice or an element of such department or agency, as the case may be, in the course of a criminal investigation.

(2) The Attorney General by regulation and in consultation with the Director may provide for exceptions to the applicability of paragraph (1) for one or more classes of foreign intelligence, or foreign intelligence with respect to one or more targets or matters, if the Attorney General determines that disclosure of such foreign intelligence under that paragraph would jeopardize an ongoing law enforcement investigation or impair other significant law enforcement interests.

(b) Procedures for notice of criminal investigations
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Not later than 180 days after October 26, 2001, the Attorney General, in consultation with the Director of National Intelligence, shall develop guidelines to ensure that after receipt of a report from an element of the intelligence community of activity of a foreign intelligence source or potential foreign intelligence source that may warrant investigation as criminal activity, the Attorney General provides notice to the Director, within a reasonable period of time, of his intention to commence, or decline to commence, a criminal investigation of such activity.

(c) Procedures

The Attorney General shall develop procedures for the administration of this section, including the disclosure of foreign intelligence by elements of the Department of Justice, and elements of other departments and agencies of the Federal Government, under subsection (a) of this section and the provision of notice with respect to criminal investigations under subsection (b) of this section.


50 USC § 403–5c. Transferred

Codification


50 USC § 403–5d. Foreign intelligence information

(1) In general

Notwithstanding any other provision of law, it shall be lawful for foreign intelligence or counterintelligence (as defined in section 401a of this title) or foreign intelligence information obtained as part of a criminal investigation to be disclosed to any Federal law enforcement, intelligence, protective, immigration, national defense, or national security official in order to assist the official receiving that information in the performance of his official duties. Any Federal
official who receives information pursuant to this provision may use that
information only as necessary in the conduct of that person's official duties
subject to any limitations on the unauthorized disclosure of such information.
Consistent with the responsibility of the Director of Central Intelligence to
protect intelligence sources and methods, and the responsibility of the Attorney
General to protect sensitive law enforcement information, it shall be lawful for
information revealing a threat of actual or potential attack or other grave hostile
acts of a foreign power or an agent of a foreign power, domestic or international
sabotage, domestic or international terrorism, or clandestine intelligence
gathering activities by an intelligence service or network of a foreign power or by
an agent of a foreign power, within the United States or elsewhere, obtained as
part of a criminal investigation to be disclosed to any appropriate Federal, State,
local, or foreign government official for the purpose of preventing or responding
to such a threat. Any official who receives information pursuant to this provision
may use that information only as necessary in the conduct of that person's official
duties subject to any limitations on the unauthorized disclosure of such
information, and any State, local, or foreign official who receives information
pursuant to this provision may use that information only consistent with such
guidelines as the Attorney General and Director of Central Intelligence shall
jointly issue.

(2) Definition

In this section, the term “foreign intelligence information” means—

(A) information, whether or not concerning a United States person, that relates to
the ability of the United States to protect against—

(i) actual or potential attack or other grave hostile acts of a foreign power or an
agent of a foreign power;

(ii) sabotage or international terrorism by a foreign power or an agent of a foreign
power; or

(iii) clandestine intelligence activities by an intelligence service or network of a
foreign power or by an agent of a foreign power; or

(B) information, whether or not concerning a United States person, with respect
to a foreign power or foreign territory that relates to—

(i) the national defense or the security of the United States; or

(ii) the conduct of the foreign affairs of the United States.
50 U.S.C § 403–5e. Transferred

Codification


50 U.S.C § 403–6. Appointment of officials responsible for intelligence-related activities

(a) Recommendation of DNI in certain appointments

(1) In the event of a vacancy in a position referred to in paragraph (2), the Director of National Intelligence shall recommend to the President an individual for nomination to fill the vacancy.

(2) Paragraph (1) applies to the following positions:

(A) The Principal Deputy Director of National Intelligence.

(B) The Director of the Central Intelligence Agency.

(b) Concurrence of DNI in appointments to positions in the intelligence community

(1) In the event of a vacancy in a position referred to in paragraph (2), the head of the department or agency having jurisdiction over the position shall obtain the concurrence of the Director of National Intelligence before appointing an individual to fill the vacancy or recommending to the President an individual to be nominated to fill the vacancy. If the Director does not concur in the recommendation, the head of the department or agency concerned may not fill the vacancy or make the recommendation to the President (as the case may be). In the case in which the Director does not concur in such a recommendation, the Director and the head of the department or agency concerned may advise the President directly of the intention to withhold concurrence or to make a recommendation, as the case may be.

(2) Paragraph (1) applies to the following positions:
(A) The Director of the National Security Agency.

(B) The Director of the National Reconnaissance Office.

(C) The Director of the National Geospatial-Intelligence Agency.

(D) The Assistant Secretary of State for Intelligence and Research.

(E) The Director of the Office of Intelligence of the Department of Energy.

(F) The Director of the Office of Counterintelligence of the Department of Energy.

(G) The Assistant Secretary for Intelligence and Analysis of the Department of the Treasury.

(H) The Executive Assistant Director for Intelligence of the Federal Bureau of Investigation or any successor to that position.

(I) The Under Secretary of Homeland Security for Intelligence and Analysis.

(c) Consultation with DNI in certain positions

(1) In the event of a vacancy in a position referred to in paragraph (2), the head of the department or agency having jurisdiction over the position shall consult with the Director of National Intelligence before appointing an individual to fill the vacancy or recommending to the President an individual to be nominated to fill the vacancy.

(2) Paragraph (1) applies to the following positions:

(A) The Director of the Defense Intelligence Agency.

(B) The Assistant Commandant of the Coast Guard for Intelligence.

(C) The Assistant Attorney General designated as the Assistant Attorney General for National Security under section 507A of title 28.

50 USC § 403–7. Prohibition on using journalists as agents or assets

(a) Policy

It is the policy of the United States that an element of the Intelligence Community may not use as an agent or asset for the purposes of collecting intelligence any individual who—

(1) is authorized by contract or by the issuance of press credentials to represent himself or herself, either in the United States or abroad, as a correspondent of a United States news media organization; or

(2) is officially recognized by a foreign government as a representative of a United States media organization.

(b) Waiver

Pursuant to such procedures as the President may prescribe, the President or the Director of Central Intelligence may waive subsection (a) of this section in the case of an individual if the President or the Director, as the case may be, makes a written determination that the waiver is necessary to address the overriding national security interest of the United States. The Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate shall be notified of any waiver under this subsection.

(c) Voluntary cooperation

Subsection (a) of this section shall not be construed to prohibit the voluntary cooperation of any person who is aware that the cooperation is being provided to an element of the United States Intelligence Community.


50 USC § 403–8. Reaffirmation of longstanding prohibition against drug trafficking by employees of the intelligence community

(a) Finding

Congress finds that longstanding statutes, regulations, and policies of the United States prohibit employees, agents, and assets of the elements of the intelligence community, and of every other Federal department and agency, from engaging in the illegal manufacture, purchase, sale, transport, and distribution of drugs.
(b) Obligation of employees of intelligence community

Any employee of the intelligence community having knowledge of a fact or circumstance that reasonably indicates that an employee, agent, or asset of an element of the intelligence community is involved in any activity that violates a statute, regulation, or policy described in subsection (a) of this section shall report such knowledge to an appropriate official.

(c) Intelligence community defined

In this section, the term “intelligence community” has the meaning given that term in section 401a(4) of this title.


50 USC § 403–9. Information access by the Comptroller General of the United States

(a) DNI directive governing access

(1) Requirement for directive

The Director of National Intelligence, in consultation with the Comptroller General of the United States, shall issue a written directive governing the access of the Comptroller General to information in the possession of an element of the intelligence community.

(2) Amendment to directive

The Director of National Intelligence, in consultation with the Comptroller General, may issue an amendment to the directive issued under paragraph (1) at any time the Director determines such an amendment is appropriate.

(3) Relationship to other laws

The directive issued under paragraph (1) and any amendment to such directive issued under paragraph (2) shall be consistent with the provisions of—

(A) chapter 7 of title 31; and

(B) the National Security Act of 1947 (50 U.S.C. 401 et seq.).

(b) Confidentiality of information

(1) Requirement for confidentiality
The Comptroller General of the United States shall ensure that the level of confidentiality of information made available to the Comptroller General pursuant to the directive issued under subsection (a)(1) or an amendment to such directive issued under subsection (a)(2) is not less than the level of confidentiality of such information required of the head of the element of the intelligence community from which such information was obtained.

(2) Penalties for unauthorized disclosure

An officer or employee of the Government Accountability Office shall be subject to the same statutory penalties for unauthorized disclosure or use of such information as an officer or employee of the element of the intelligence community from which such information was obtained.

(c) Submission to Congress

(1) Submission of directive

The directive issued under subsection (a)(1) shall be submitted to Congress by the Director of National Intelligence, together with any comments of the Comptroller General of the United States, no later than May 1, 2011.

(2) Submission of amendment

Any amendment to such directive issued under subsection (a)(2) shall be submitted to Congress by the Director, together with any comments of the Comptroller General.

(d) Effective date

The directive issued under subsection (a)(1) and any amendment to such directive issued under subsection (a)(2) shall take effect 60 days after the date such directive or amendment is submitted to Congress under subsection (c), unless the Director determines that for reasons of national security the directive or amendment should take effect sooner.


50 USC § 403a. Definitions relating to Central Intelligence Agency

When used in sections 403a to 403s of this title, the term—

(1) “Agency” means the Central Intelligence Agency;
(2) “Director” means the Director of the Central Intelligence Agency; and

(3) “Government agency” means any executive department, commission, council, independent establishment, corporation wholly or partly owned by the United States which is an instrumentality of the United States, board, bureau, division, service, office, officer, authority, administration, or other establishment, in the executive branch of the Government.


**50 USC § 403b. Seal of office of Central Intelligence Agency**

The Director shall cause a seal of office to be made for the Central Intelligence Agency, of such design as the President shall approve, and judicial notice shall be taken thereof.


**50 USC § 403c. Procurement authority of Central Intelligence Agency**

(a) Purchases and contracts for supplies and services

In the performance of its functions the Central Intelligence Agency is authorized to exercise the authorities contained in sections 2304(a)(1) to (6), (10), (12), (15), (17), and sections 2305(a) to (c), 2306, 2307, 2308, 2309, 2312, and 2313 of title 10.

(b) “Agency head” defined

In the exercise of the authorities granted in subsection (a) of this section, the term “Agency head” shall mean the Director, the Deputy Director, or the Executive of the Agency.

(c) Classes of purchases and contracts; finality of decision; powers delegable

The determinations and decisions provided in subsection (a) of this section to be made by the Agency head may be made with respect to individual purchases and contracts or with respect to classes of purchases or contracts, and shall be final. Except as provided in subsection (d) of this section, the Agency head is
authorized to delegate his powers provided in this section, including the making of such determinations and decisions, in his discretion and subject to his direction, to any other officer or officers or officials of the Agency.

(d) Powers not delegable; written findings

The power of the Agency head to make the determinations or decisions specified in paragraphs (12) and (15) of section 2304(a) and section 2307(a) of title 10 shall not be delegable. Each determination or decision required by paragraphs (12) and (15) of section 2304(a), by sections 2306 and 2313, or by section 2307(a) of title 10, shall be based upon written findings made by the official making such determinations, which findings shall be final and shall be available within the Agency for a period of at least six years following the date of the determination.


Section, act June 20, 1949, ch. 227, §4, 63 Stat. 208, related to education and training of officers and employees. See section 4101 et seq. of Title 5, Government Organization and Employees.

Section was enacted as part of the Central Intelligence Agency Act of 1949, and not as part of the National Security Act of 1947 which comprises this chapter.

50 USC § 403e. Central Intelligence Agency personnel; allowances and benefits

(a) Travel, allowances, and related expenses for officers and employees assigned to duty stations outside United States

Under such regulations as the Director may prescribe, the Agency, with respect to its officers and employees assigned to duty stations outside the several States of the United States of America, excluding Alaska and Hawaii, but including the District of Columbia, shall—

(1)(A) pay the travel expenses of officers and employees of the Agency, including expenses incurred while traveling pursuant to authorized home leave;

(B) pay the travel expenses of members of the family of an officer or employee of the Agency when proceeding to or returning from his post of duty; accompanying him on authorized home leave; or otherwise traveling in accordance with
authority granted pursuant to the terms of sections 403a to 403s of this title or any other Act;

(C) pay the cost of transporting the furniture and household and personal effects of an officer or employee of the Agency to his successive posts of duty and, on the termination of his services, to his residence at time of appointment or to a point not more distant, or, upon retirement, to the place where he will reside;

(D) pay the cost of packing and unpacking, transporting to and from a place of storage, and storing the furniture and household and personal effects of an officer or employee of the Agency, when he is absent from his post of assignment under orders, or when he is assigned to a post to which he cannot take or at which he is unable to use such furniture and household and personal effects, or when it is in the public interest or more economical to authorize storage; but in no instance shall the weight or volume of the effects stored together with the weight or volume of the effects transported exceed the maximum limitations fixed by regulations, when not otherwise fixed by law;

(E) pay the cost of packing and unpacking, transporting to and from a place of storage, and storing the furniture and household and personal effects of an officer or employee of the Agency in connection with assignment or transfer to a new post, from the date of his departure from his last post or from the date of his departure, from his place of residence in the case of a new officer or employee and for not to exceed three months after arrival at the new post, or until the establishment of residence quarters, whichever shall be shorter; and in connection with separation of an officer or employee of the Agency, the cost of packing and unpacking, transporting to and from a place of storage, and storing for a period not to exceed three months, his furniture and household and personal effects; but in no instance shall the weight or volume of the effects stored together with the weight or volume of the effects transported exceed the maximum limitations fixed by regulations, when not otherwise fixed by law.

(F) pay the travel expenses and transportation costs incident to the removal of the members of the family of an officer or employee of the Agency and his furniture and household and personal effects, including automobiles, from a post at which, because of the prevalence of disturbed conditions, there is imminent danger to life and property, and the return of such persons, furniture, and effects to such post upon the cessation of such conditions; or to such other post as may in the meantime have become the post to which such officer or employee has been assigned.

(2) Charge expenses in connection with travel of personnel, their dependents, and transportation of their household goods and personal effects, involving a change of permanent station, to the appropriation for the fiscal year current when any part of either the travel or transportation pertaining to the transfer begins pursuant to previously issued travel and transfer orders, notwithstanding
the fact that such travel or transportation may not all be effected during such fiscal year, or the travel and transfer orders may have been issued during the prior fiscal year.

(3)(A) Order to any of the several States of the United States of America (including the District of Columbia, the Commonwealth of Puerto Rico, and any territory or possession of the United States) on leave of absence each officer or employee of the Agency who was a resident of the United States (as described above) at time of employment, upon completion of two years’ continuous service abroad, or as soon as possible thereafter.

(B) While in the United States (as described in paragraph (3)(A) of this subsection) on leave, the service of any officer or employee shall be available for work or duties in the Agency or elsewhere as the Director may prescribe; and the time of such work or duty shall not be counted as leave.

(C) Where an officer or employee on leave returns to the United States (as described in paragraph (3)(A) of this subsection), leave of absence granted shall be exclusive of the time actually and necessarily occupied in going to and from the United States (as so described) and such time as may be necessarily occupied in awaiting transportation.

(4) Notwithstanding the provisions of any other law, transport for or on behalf of an officer or employee of the Agency, a privately owned motor vehicle in any case in which it shall be determined that water, rail, or air transportation of the motor vehicle is necessary or expedient for all or any part of the distance between points of origin and destination, and pay the costs of such transportation. Not more than one motor vehicle of any officer or employee of the Agency may be transported under authority of this paragraph during any four-year period, except that, as a replacement for such motor vehicle, one additional motor vehicle of any such officer or employee may be so transported during such period upon approval, in advance, by the Director and upon a determination, in advance, by the Director that such replacement is necessary for reasons beyond the control of the officer or employee and is in the interest of the Government. After the expiration of a period of four years following the date of transportation under authority of this paragraph of a privately owned motor vehicle of any officer or employee who has remained in continuous service outside the several States of the United States of America, excluding Alaska and Hawaii, but including the District of Columbia, during such period, the transportation of a replacement for such motor vehicle for such officer or employee may be authorized by the Director in accordance with this paragraph.

(5)(A) In the event of illness or injury requiring the hospitalization of an officer or full time employee of the Agency incurred while on assignment abroad, in a locality where there does not exist a suitable hospital or clinic, pay the travel expenses of such officer or employee by whatever means the Director deems
appropriate and without regard to the Standardized Government Travel Regulations and section 5731 of title 5, to the nearest locality where a suitable hospital or clinic exists and on the recovery of such officer or employee pay for the travel expenses of the return to the post of duty of such officer or employee. If the officer or employee is too ill to travel unattended, the Director may also pay the travel expenses of an attendant;

(B) Establish a first-aid station and provide for the services of a nurse at a post at which, in the opinion of the Director, sufficient personnel is employed to warrant such a station: Provided, That, in the opinion of the Director, it is not feasible to utilize an existing facility;

(C) In the event of illness or injury requiring hospitalization of an officer or full time employee of the Agency incurred in the line of duty while such person is assigned abroad, pay for the cost of the treatment of such illness or injury at a suitable hospital or clinic;

(D) Provide for the periodic physical examination of officers and employees of the Agency and for the cost of administering inoculation or vaccinations to such officers or employees.

(6) Pay the costs of preparing and transporting the remains of an officer or employee of the Agency or a member of his family who may die while in travel status or abroad, to his home or official station, or to such other place as the Director may determine to be the appropriate place of interment, provided that in no case shall the expense payable be greater than the amount which would have been payable had the destination been the home or official station.

(7) Pay the costs of travel of new appointees and their dependents, and the transportation of their household goods and personal effects, from places of actual residence in foreign countries at time of appointment to places of employment and return to their actual residences at the time of appointment or a point not more distant: Provided, That such appointees agree in writing to remain with the United States Government for a period of not less than twelve months from the time of appointment.

Violation of such agreement for personal convenience of an employee or because of separation for misconduct will bar such return payments and, if determined by the Director or his designee to be in the best interests of the United States, any money expended by the United States on account of such travel and transportation shall be considered as a debt due by the individual concerned to the United States.
(b) Allowances and benefits comparable to those paid members of Foreign Service; special requirements; persons detailed or assigned from other agencies; regulations

(1) The Director may pay to officers and employees of the Agency, and to persons detailed or assigned to the Agency from other agencies of the Government or from the Armed Forces, allowances and benefits comparable to the allowances and benefits authorized to be paid to members of the Foreign Service under chapter 9 of title I of the Foreign Service Act of 1980 (22 U.S.C. 4081 et seq.) or any other provision of law.

(2) The Director may pay allowances and benefits related to officially authorized travel, personnel and physical security activities, operational activities, and cover-related activities (whether or not such allowances and benefits are otherwise authorized under this section or any other provision of law) when payment of such allowances and benefits is necessary to meet the special requirements of work related to such activities. Payment of allowances and benefits under this paragraph shall be in accordance with regulations prescribed by the Director. Rates for allowances and benefits under this paragraph may not be set at rates in excess of those authorized by section 5724 and 5724a of title 5 when reimbursement is provided for relocation attributable, in whole or in part, to relocation within the United States.

(3) Notwithstanding any other provision of this section or any other provision of law relating to the officially authorized travel of Government employees, the Director, in order to reflect Agency requirements not taken into account in the formulation of Government-wide travel procedures, may by regulation—

(A) authorize the travel of officers and employees of the Agency, and of persons detailed or assigned to the Agency from other agencies of the Government or from the Armed Forces who are engaged in the performance of intelligence functions, and

(B) provide for payment for such travel, in classes of cases, as determined by the Director, in which such travel is important to the performance of intelligence functions.

(4) Members of the Armed Forces may not receive benefits under both this section and title 37 for the same purpose. The Director and Secretary of Defense shall prescribe joint regulations to carry out the preceding sentence.

(5) Regulations, other than regulations under paragraph (1), issued pursuant to this subsection shall be submitted to the Permanent Select Committee on
Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate before such regulations take effect.


50 USC § 403e–1. Eligibility for incentive awards

(a) Scope of authority with respect to Federal employees and members of Armed Forces

The Director of Central Intelligence may exercise the authority granted in section 4503 of title 5, with respect to Federal employees and members of the Armed Forces detailed or assigned to the Central Intelligence Agency or to the Intelligence Community Staff, in the same manner as such authority may be exercised with respect to the personnel of the Central Intelligence Agency and the Intelligence Community Staff.

(b) Time for exercise of authority

The authority granted by subsection (a) of this section may be exercised with respect to Federal employees or members of the Armed Forces detailed or assigned to the Central Intelligence Agency or to the Intelligence Community Staff on or after a date five years before December 9, 1983.

(c) Exercise of authority with respect to members of Armed Forces assigned to foreign intelligence duties

During fiscal year 1987, the Director of Central Intelligence may exercise the authority granted in section 4503(2) of title 5 with respect to members of the Armed Forces who are assigned to foreign intelligence duties at the time of the conduct which gives rise to the exercise of such authority.

(d) Payment and acceptance of award

An award made by the Director of Central Intelligence to an employee or member of the Armed Forces under the authority of section 4503 of title 5 or this section may be paid and accepted notwithstanding—

(1) section 5536 of title 5; and
(2) the death, separation, or retirement of the employee or the member of the Armed Forces whose conduct gave rise to the award, or the assignment of such member to duties other than foreign intelligence duties.


50 USC § 403f. General authorities of Agency

(a) In general

In the performance of its functions, the Central Intelligence Agency is authorized to—

(1) Transfer to and receive from other Government agencies such sums as may be approved by the Office of Management and Budget, for the performance of any of the functions or activities authorized under section 403–4a of this title., and any other Government agency is authorized to transfer to or receive from the Agency such sums without regard to any provisions of law limiting or prohibiting transfers between appropriations. Sums transferred to the Agency in accordance with this paragraph may be expended for the purposes and under the authority of sections 403a to 403s of this title without regard to limitations of appropriations from which transferred;

(2) Exchange funds without regard to section 3651 of the Revised Statutes;

(3) Reimburse other Government agencies for services of personnel assigned to the Agency, and such other Government agencies are authorized, without regard to provisions of law to the contrary, so to assign or detail any officer or employee for duty with the Agency;

(4) Authorize personnel designated by the Director to carry firearms to the extent necessary for the performance of the Agency’s authorized functions, except that, within the United States, such authority shall be limited to the purposes of protection of classified materials and information, the training of Agency personnel and other authorized persons in the use of firearms, the protection of Agency installations and property, the protection of current and former Agency personnel and their immediate families, defectors and their immediate families, and other persons in the United States under Agency auspices, and the protection of the Director of National Intelligence and such personnel of the Office of the Director of National Intelligence as the Director of National Intelligence may designate;

(5) Make alterations, improvements, and repairs on premises rented by the Agency, and pay rent therefor;
(6) Determine and fix the minimum and maximum limits of age within which an original appointment may be made to an operational position within the Agency, notwithstanding the provision of any other law, in accordance with such criteria as the Director, in his discretion, may prescribe; and

(7) Notwithstanding section 1341(a)(1) of title 31, enter into multiyear leases for up to 15 years.

(b) Scope of authority for expenditure

(1) The authority to enter into a multiyear lease under subsection (a)(7) of this section shall be subject to appropriations provided in advance for—

(A) the entire lease; or

(B) the first 12 months of the lease and the Government's estimated termination liability.

(2) In the case of any such lease entered into under subparagraph (B) of paragraph (1)—

(A) such lease shall include a clause that provides that the contract shall be terminated if budget authority (as defined by section 622(2) of title 2) is not provided specifically for that project in an appropriations Act in advance of an obligation of funds in respect thereto;

(B) notwithstanding section 1552 of title 31, amounts obligated for paying termination costs with respect to such lease shall remain available until the costs associated with termination of such lease are paid;

(C) funds available for termination liability shall remain available to satisfy rental obligations with respect to such lease in subsequent fiscal years in the event such lease is not terminated early, but only to the extent those funds are in excess of the amount of termination liability at the time of their use to satisfy such rental obligations; and

(D) funds appropriated for a fiscal year may be used to make payments on such lease, for a maximum of 12 months, beginning any time during such fiscal year.

(c) Transfers for acquisition of land
(1) Sums appropriated or otherwise made available to the Agency for the acquisition of land that are transferred to another department or agency for that purpose shall remain available for 3 years.

(2) The Director shall submit to the Select Committee on Intelligence of the Senate and the Permanent Select Committee on Intelligence of the House of Representatives a report on the transfer of sums described in paragraph (1) each time that authority is exercised.


50 USC § 403g. Protection of nature of Agency's functions

In the interests of the security of the foreign intelligence activities of the United States and in order further to implement section 403–1(i) of this title that the Director of National Intelligence shall be responsible for protecting intelligence sources and methods from unauthorized disclosure, the Agency shall be exempted from the provisions of sections 1 and 2 of the Act of August 28, 1935 (49 Stat. 956, 957; 5 U.S.C. 654), and the provisions of any other law which require the publication or disclosure of the organization, functions, names, official titles, salaries, or numbers of personnel employed by the Agency: Provided, That in furtherance of this section, the Director of the Office of Management and Budget shall make no reports to the Congress in connection with the Agency under section 607 of the Act of June 30, 1945, as amended (5 U.S.C. 947(b)).

50 USC § 403h. Admission of essential aliens; limitation on number

Whenever the Director, the Attorney General, and the Commissioner of Immigration and Naturalization shall determine that the admission of a particular alien into the United States for permanent residence is in the interest of national security or essential to the furtherance of the national intelligence mission, such alien and his immediate family shall be admitted to the United States for permanent residence without regard to their inadmissibility under the immigration or any other laws and regulations, or to the failure to comply with such laws and regulations pertaining to admissibility: Provided, That the number of aliens and members of their immediate families admitted to the United States under the authority of this section shall in no case exceed one hundred persons in any one fiscal year.


Section, acts June 20, 1949, ch. 227, §9, 63 Stat. 212; Aug. 16, 1950, ch. 719, 64 Stat. 450, related to establishment of positions in the professional and scientific field.

Section was enacted as part of the Central Intelligence Agency Act of 1949, and not as part of the National Security Act of 1947 which comprises this chapter.

50 USC § 403j. Central Intelligence Agency; appropriations; expenditures

(a) Notwithstanding any other provisions of law, sums made available to the Agency by appropriation or otherwise may be expended for purposes necessary to carry out its functions, including—

(1) personal services, including personal services without regard to limitations on types of persons to be employed, and rent at the seat of government and elsewhere; health-service program as authorized by law (5 U.S.C. 7901); rental of news-reporting services; purchase or rental and operation of photographic, reproduction, cryptographic, duplication, and printing machines, equipment, and devices, and radio-receiving and radio-sending equipment and devices, including telegraph and teletype equipment; purchase, maintenance, operation, repair, and hire of passenger motor vehicles, and aircraft, and vessels of all kinds; subject to
policies established by the Director, transportation of officers and employees of the Agency in Government-owned automotive equipment between their domiciles and places of employment, where such personnel are engaged in work which makes such transportation necessary, and transportation in such equipment, to and from school, of children of Agency personnel who have quarters for themselves and their families at isolated stations outside the continental United States where adequate public or private transportation is not available; printing and binding; purchase, maintenance, and cleaning of firearms, including purchase, storage, and maintenance of ammunition; subject to policies established by the Director, expenses of travel in connection with, and expenses incident to attendance at meetings of professional, technical, scientific, and other similar organizations when such attendance would be a benefit in the conduct of the work of the Agency; association and library dues; payment of premiums or costs of surety bonds for officers or employees without regard to the provisions of section 14 of title 6; payment of claims pursuant to title 28; acquisition of necessary land and the clearing of such land; construction of buildings and facilities without regard to 36 Stat. 699; 40 U.S.C. 259, 267; repair, rental, operation, and maintenance of buildings, utilities, facilities, and appurtenances; and

(2) supplies, equipment, and personnel and contractual services otherwise authorized by law and regulations, when approved by the Director.

(b) The sums made available to the Agency may be expended without regard to the provisions of law and regulations relating to the expenditure of Government funds; and for objects of a confidential, extraordinary, or emergency nature, such expenditures to be accounted for solely on the certificate of the Director and every such certificate shall be deemed a sufficient voucher for the amount therein certified.


50 USC § 403k. Authority to pay death gratuities

(a)(1) The Director may pay a gratuity to the surviving dependents of any officer or employee of the Agency who dies as a result of injuries (other than from disease) sustained outside the United States and whose death—

(A) resulted from hostile or terrorist activities; or

(B) occurred in connection with an intelligence activity having a substantial element of risk.
(2) The provisions of this subsection shall apply with respect to deaths occurring after June 30, 1974.

(b) Any payment under subsection (a) of this section—

(1) shall be in an amount equal to the amount of the annual salary of the officer or employee concerned at the time of death;

(2) shall be considered a gift and shall be in lieu of payment of any lesser death gratuity authorized by any other Federal law; and

(3) shall be made under the same conditions as apply to payments authorized by section 3973 of title 22.


50 USC § 403l. Authority to accept gifts, devises and bequests

(a) Use for operational purposes prohibited

(1) Subject to the provisions of this section, the Director may accept, hold, administer, and use gifts of money, securities, or other property whenever the Director determines it would be in the interest of the United States to do so.

(2) Any gift accepted under this section (and any income produced by any such gift)—

(A) may be used only for—"

(i) artistic display;

(ii) purposes relating to the general welfare, education, or recreation of employees or dependents of employees of the Agency or for similar purposes; or

(iii) purposes relating to the welfare, education, or recreation of an individual described in paragraph (3); and

(B) under no circumstances may such a gift (or any income produced by any such gift) be used for operational purposes.
(3) An individual described in this paragraph is an individual who—

(A) is an employee or a former employee of the Agency who suffered injury or illness while employed by the Agency that—

(i) resulted from hostile or terrorist activities;

(ii) occurred in connection with an intelligence activity having a significant element of risk; or

(iii) occurred under other circumstances determined by the Director to be analogous to the circumstances described in clause (i) or (ii);

(B) is a family member of such an employee or former employee; or

(C) is a surviving family member of an employee of the Agency who died in circumstances described in clause (i), (ii), or (iii) of subparagraph (A).

(4) The Director may not accept any gift under this section that is expressly conditioned upon any expenditure not to be met from the gift itself or from income produced by the gift unless such expenditure has been authorized by law.

(5) The Director may, in the Director's discretion, determine that an individual described in subparagraph (A) or (B) of paragraph (3) may accept a gift for the purposes described in paragraph (2)(A)(iii).

(b) Sale, exchange and investment of gifts

Unless otherwise restricted by the terms of the gift, the Director may sell or exchange, or invest or reinvest, any property which is accepted under this section, but any such investment may only be in interest-bearing obligations of the United States or in obligations guaranteed as to both principal and interest by the United States.

(c) Deposit of gifts into special fund

There is hereby created on the books of the Treasury of the United States a fund into which gifts of money, securities, and other intangible property accepted under the authority of this section, and the earnings and proceeds thereof, shall
be deposited. The assets of such fund shall be disbursed upon the order of the Director for the purposes specified in subsection (a) or (b) of this section.

(d) Taxation of gifts

For purposes of Federal income, estate, and gift taxes, gifts accepted by the Director under this section shall be considered to be to or for the use of the United States.

(e) “Gift” defined

For the purposes of this section, the term “gift” includes a bequest or devise.

(f) Regulations

The Director, in consultation with the Director of the Office of Government Ethics, shall issue regulations to carry out the authority provided in this section. Such regulations shall ensure that such authority is exercised consistent with all relevant ethical constraints and principles, including—

(1) the avoidance of any prohibited conflict of interest or appearance of impropriety; and

(2) a prohibition against the acceptance of a gift from a foreign government or an agent of a foreign government.


50 USC § 403m. Misuse of Agency name, initials, or seal

(a) Prohibited acts

No person may, except with the written permission of the Director, knowingly use the words “Central Intelligence Agency”, the initials “CIA”, the seal of the Central Intelligence Agency, or any colorable imitation of such words, initials, or seal in connection with any merchandise, impersonation, solicitation, or commercial activity in a manner reasonably calculated to convey the impression that such use is approved, endorsed, or authorized by the Central Intelligence Agency.

(b) Injunction
Whenever it appears to the Attorney General that any person is engaged or is about to engage in an act or practice which constitutes or will constitute conduct prohibited by subsection (a) of this section, the Attorney General may initiate a civil proceeding in a district court of the United States to enjoin such act or practice. Such court shall proceed as soon as practicable to the hearing and determination of such action and may, at any time before final determination, enter such restraining orders or prohibitions, or take such other action as is warranted, to prevent injury to the United States or to any person or class of persons for whose protection the action is brought.


50 USC § 403n. Special provisions for spouses of Central Intelligence Agency employees applicable to Agency participants in Civil Service Retirement and Disability System

(a) Manner and extent of applicability

The provisions of sections 2002, 2031(b)(1)–(3), 2031(f), 2031(g), 2031(h)(2), 2031(i), 2031(l), 2032, 2033, 2034, 2035, 2052(b), 2071(b), 2071(d), and 2094(b) of this title establishing certain requirements, limitations, rights, entitlements, and benefits relating to retirement annuities, survivor benefits, and lump-sum payments for a spouse or former spouse of an Agency employee who is a participant in the Central Intelligence Agency Retirement and Disability System shall apply in the same manner and to the same extent in the case of an Agency employee who is a participant in the Civil Service Retirement and Disability System.

(b) Regulations

The Director of the Office of Personnel Management, in consultation with the Director of the Central Intelligence Agency, shall prescribe such regulations as may be necessary to implement the provisions of this section.

(a) Special policemen: functions and powers; regulations: promulgation and enforcement

(1) The Director may authorize Agency personnel within the United States to perform the same functions as officers and agents of the Department of Homeland Security, as provided in section 1315(b)(2) of title 40, with the powers set forth in that section, except that such personnel shall perform such functions and exercise such powers—

(A) within the Agency Headquarters Compound and the property controlled and occupied by the Federal Highway Administration located immediately adjacent to such Compound;

(B) in the streets, sidewalks, and the open areas within the zone beginning at the outside boundary of such Compound and property and extending outward 500 feet;

(C) within any other Agency installation and protected property; and

(D) in the streets, sidewalks, and open areas within the zone beginning at the outside boundary of any installation or property referred to in subparagraph (C) and extending outward 500 feet.

(2) The performance of functions and exercise of powers under subparagraph (B) or (D) of paragraph (1) shall be limited to those circumstances where such personnel can identify specific and articulable facts giving such personnel reason to believe that the performance of such functions and exercise of such powers is reasonable to protect against physical damage or injury, or threats of physical damage or injury, to Agency installations, property, or employees.

(3) Nothing in this subsection shall be construed to preclude, or limit in any way, the authority of any Federal, State, or local law enforcement agency, or any other Federal police or Federal protective service.

(4) The rules and regulations enforced by such personnel shall be the rules and regulations prescribed by the Director and shall only be applicable to the areas referred to in subparagraph (A) or (C) of paragraph (1).

(b) Penalties for violations of regulations
The Director is authorized to establish penalties for violations of the rules or regulations promulgated by the Director under subsection (a) of this section. Such penalties shall not exceed those specified in section 1315(c)(2) of title 40.

(c) Identification

Agency personnel designated by the Director under subsection (a) of this section shall be clearly identifiable as United States Government security personnel while engaged in the performance of the functions to which subsection (a) of this section refers.

(d) Protection of certain CIA personnel from tort liability

(1) Notwithstanding any other provision of law, any Agency personnel designated by the Director under subsection (a) of this section, or designated by the Director under section 403f(a)(4) of this title to carry firearms for the protection of current or former Agency personnel and their immediate families, defectors and their immediate families, and other persons in the United States under Agency auspices, shall be considered for purposes of chapter 171 of title 28, or any other provision of law relating to tort liability, to be acting within the scope of their office or employment when such Agency personnel take reasonable action, which may include the use of force, to—

(A) protect an individual in the presence of such Agency personnel from a crime of violence;

(B) provide immediate assistance to an individual who has suffered or who is threatened with bodily harm; or

(C) prevent the escape of any individual whom such Agency personnel reasonably believe to have committed a crime of violence in the presence of such Agency personnel.

(2) Paragraph (1) shall not affect the authorities of the Attorney General under section 2679 of title 28.

(3) In this subsection, the term “crime of violence” has the meaning given that term in section 16 of title 18.

50 USC § 403p. Health benefits for certain former spouses of Central Intelligence Agency employees

(a) Persons eligible

Except as provided in subsection (e) of this section, any individual—

(1) formerly married to an employee or former employee of the Agency, whose marriage was dissolved by divorce or annulment before May 7, 1985;

(2) who, at any time during the eighteen-month period before the divorce or annulment became final, was covered under a health benefits plan as a member of the family of such employee or former employee; and

(3) who was married to such employee for not less than ten years during periods of service by such employee with the Agency, at least five years of which were spent outside the United States by both the employee and the former spouse,

is eligible for coverage under a health benefits plan in accordance with the provisions of this section.

(b) Enrollment for health benefits

(1) Any individual eligible for coverage under subsection (a) of this section may enroll in a health benefits plan for self alone or for self and family if, before the expiration of the six-month period beginning on October 1, 1986, and in accordance with such procedures as the Director of the Office of Personnel Management shall by regulation prescribe, such individual—

(A) files an election for such enrollment; and

(B) arranges to pay currently into the Employees Health Benefits Fund under section 8909 of title 5 an amount equal to the sum of the employee and agency contributions payable in the case of an employee enrolled under chapter 89 of such title in the same health benefits plan and with the same level of benefits.

(2) The Director of the Central Intelligence Agency shall, as soon as possible, take all steps practicable—
(A) to determine the identity and current address of each former spouse eligible for coverage under subsection (a) of this section; and

(B) to notify each such former spouse of that individual's rights under this section.

(3) The Director of the Office of Personnel Management, upon notification by the Director of the Central Intelligence Agency, shall waive the six-month limitation set forth in paragraph (1) in any case in which the Director of the Central Intelligence Agency determines that the circumstances so warrant.

**(c) Eligibility of former wives or husbands**

(1) Notwithstanding subsections (a) and (b) of this section and except as provided in subsections (d), (e), and (f) of this section, an individual—

(A) who was divorced on or before December 4, 1991, from a participant or retired participant in the Central Intelligence Agency Retirement and Disability System or the Federal Employees Retirement System Special Category;

(B) who was married to such participant for not less than ten years during the participant's creditable service, at least five years of which were spent by the participant during the participant's service as an employee of the Agency outside the United States, or otherwise in a position the duties of which qualified the participant for designation by the Director as a participant under section 2013 of this title; and

(C) who was enrolled in a health benefits plan as a family member at any time during the 18-month period before the date of dissolution of the marriage to such participant;

is eligible for coverage under a health benefits plan.

(2) A former spouse eligible for coverage under paragraph (1) may enroll in a health benefits plan in accordance with subsection (b)(1) of this section, except that the election for such enrollment must be submitted within 60 days after the date on which the Director notifies the former spouse of such individual's eligibility for health insurance coverage under this subsection.

**(d) Continuation of eligibility**
Notwithstanding subsections (a), (b), and (c) of this section and except as provided in subsections (e) and (f) of this section, an individual divorced on or before December 4, 1991, from a participant or retired participant in the Central Intelligence Agency Retirement and Disability System or Federal Employees’ Retirement System Special Category who enrolled in a health benefits plan following the dissolution of the marriage to such participant may continue enrollment following the death of such participant notwithstanding the termination of the retirement annuity of such individual.

(e) Remarriage before age fifty-five; continued enrollment; restored eligibility

(1) Any former spouse who remarries before age fifty-five is not eligible to make an election under subsection (b)(1) of this section.

(2) Any former spouse enrolled in a health benefits plan pursuant to an election under subsection (b)(1) of this section or to subsection (d) of this section may continue the enrollment under the conditions of eligibility which the Director of the Office of Personnel Management shall by regulation prescribe, except that any former spouse who remarries before age fifty-five shall not be eligible for continued enrollment under this section after the end of the thirty-one-day period beginning on the date of remarriage.

(3)(A) A former spouse who is not eligible to enroll or to continue enrollment in a health benefits plan under this section solely because of remarriage before age fifty-five shall be restored to such eligibility on the date such remarriage is dissolved by death, annulment, or divorce.

(B) A former spouse whose eligibility is restored under subparagraph (A) may, under regulations which the Director of the Office of Personnel Management shall prescribe, enroll in a health benefits plan if such former spouse—

(i) was an individual referred to in paragraph (1) and was an individual covered under a benefits plan as a family member at any time during the 18-month period before the date of dissolution of the marriage to the Agency employee or annuitant; or

(ii) was an individual referred to in paragraph (2) and was an individual covered under a benefits plan immediately before the remarriage ended the enrollment.

(f) Enrollment in health benefits plan under other authority

No individual may be covered by a health benefits plan under this section during any period in which such individual is enrolled in a health benefits plan under
any other authority, nor may any individual be covered under more than one
enrollment under this section.

(g) “Health benefits plan” defined

For purposes of this section the term “health benefits plan” means an approved
health benefits plan under chapter 89 of title 5.

(June 20, 1949, ch. 227, §16, as added Pub. L. 99–569, title III, §303(a), Oct. 27,
3691.)

50 USC § 403q. Inspector General for Agency

(a) Purpose; establishment

In order to—

(1) create an objective and effective office, appropriately accountable to Congress,
to initiate and conduct independently inspections, investigations, and audits
relating to programs and operations of the Agency;

(2) provide leadership and recommend policies designed to promote economy,
efficiency, and effectiveness in the administration of such programs and
operations, and detect fraud and abuse in such programs and operations;

(3) provide a means for keeping the Director fully and currently informed about
problems and deficiencies relating to the administration of such programs and
operations, and the necessity for and the progress of corrective actions; and

(4) in the manner prescribed by this section, ensure that the Senate Select
Committee on Intelligence and the House Permanent Select Committee on
Intelligence (hereafter in this section referred to collectively as the “intelligence
committees”) are kept similarly informed of significant problems and deficiencies
as well as the necessity for and the progress of corrective actions,

there is hereby established in the Agency an Office of Inspector General
(hereafter in this section referred to as the “Office”).

(b) Appointment; supervision; removal
(1) There shall be at the head of the Office an Inspector General who shall be appointed by the President, by and with the advice and consent of the Senate. This appointment shall be made without regard to political affiliation and shall be on the basis of integrity and demonstrated ability in accounting, auditing, financial analysis, law, management analysis, public administration, or investigation. Such appointment shall also be made on the basis of compliance with the security standards of the Agency and prior experience in the field of foreign intelligence.

(2) The Inspector General shall report directly to and be under the general supervision of the Director.

(3) The Director may prohibit the Inspector General from initiating, carrying out, or completing any audit, inspection, or investigation, or from issuing any subpoena, after the Inspector General has decided to initiate, carry out, or complete such audit, inspection, or investigation or to issue such subpoena, if the Director determines that such prohibition is necessary to protect vital national security interests of the United States.

(4) If the Director exercises any power under paragraph (3), he shall submit an appropriately classified statement of the reasons for the exercise of such power within seven days to the intelligence committees. The Director shall advise the Inspector General at the time such report is submitted, and, to the extent consistent with the protection of intelligence sources and methods, provide the Inspector General with a copy of any such report. In such cases, the Inspector General may submit such comments to the intelligence committees that he considers appropriate.

(5) In accordance with section 535 of title 28, the Inspector General shall report to the Attorney General any information, allegation, or complaint received by the Inspector General relating to violations of Federal criminal law that involve a program or operation of the Agency, consistent with such guidelines as may be issued by the Attorney General pursuant to subsection (b)(2) of such section. A copy of all such reports shall be furnished to the Director.

(6) The Inspector General may be removed from office only by the President. The President shall communicate in writing to the intelligence committees the reasons for any such removal not later than 30 days prior to the effective date of such removal. Nothing in this paragraph shall be construed to prohibit a personnel action otherwise authorized by law, other than transfer or removal.

(c) Duties and responsibilities

It shall be the duty and responsibility of the Inspector General appointed under this section—
(1) to provide policy direction for, and to plan, conduct, supervise, and coordinate independently, the inspections, investigations, and audits relating to the programs and operations of the Agency to ensure they are conducted efficiently and in accordance with applicable law and regulations;

(2) to keep the Director fully and currently informed concerning violations of law and regulations, fraud and other serious problems, abuses and deficiencies that may occur in such programs and operations, and to report the progress made in implementing corrective action;

(3) to take due regard for the protection of intelligence sources and methods in the preparation of all reports issued by the Office, and, to the extent consistent with the purpose and objective of such reports, take such measures as may be appropriate to minimize the disclosure of intelligence sources and methods described in such reports; and

(4) in the execution of his responsibilities, to comply with generally accepted government auditing standards.

(d) Semiannual reports; immediate reports of serious or flagrant problems; reports of functional problems; reports to Congress on urgent concerns

(1) The Inspector General shall, not later than January 31 and July 31 of each year, prepare and submit to the Director a classified semiannual report summarizing the activities of the Office during the immediately preceding six-month periods ending December 31 (of the preceding year) and June 30, respectively. Not later than the dates each year provided for the transmittal of such reports in section 507 of the National Security Act of 1947 [50 U.S.C. 415b], the Director shall transmit such reports to the intelligence committees with any comments he may deem appropriate. Such reports shall, at a minimum, include a list of the title or subject of each inspection, investigation, review, or audit conducted during the reporting period and—

(A) a description of significant problems, abuses, and deficiencies relating to the administration of programs and operations of the Agency identified by the Office during the reporting period;

(B) a description of the recommendations for corrective action made by the Office during the reporting period with respect to significant problems, abuses, or deficiencies identified in subparagraph (A);

(C) a statement of whether corrective action has been completed on each significant recommendation described in previous semiannual reports, and, in a
case where corrective action has been completed, a description of such corrective action;

(D) a certification that the Inspector General has had full and direct access to all information relevant to the performance of his functions;

(E) a description of the exercise of the subpoena authority under subsection (e)(5) of this section by the Inspector General during the reporting period; and

(F) such recommendations as the Inspector General may wish to make concerning legislation to promote economy and efficiency in the administration of programs and operations undertaken by the Agency, and to detect and eliminate fraud and abuse in such programs and operations.

(2) The Inspector General shall report immediately to the Director whenever he becomes aware of particularly serious or flagrant problems, abuses, or deficiencies relating to the administration of programs or operations. The Director shall transmit such report to the intelligence committees within seven calendar days, together with any comments he considers appropriate.

(3) In the event that—

(A) the Inspector General is unable to resolve any differences with the Director affecting the execution of the Inspector General’s duties or responsibilities;

(B) an investigation, inspection, or audit carried out by the Inspector General should focus on any current or former Agency official who—

(i) holds or held a position in the Agency that is subject to appointment by the President, by and with the advice and consent of the Senate, including such a position held on an acting basis; or

(ii) holds or held the position in the Agency, including such a position held on an acting basis, of—

(I) Deputy Director;

(II) Associate Deputy Director;

(III) Director of the National Clandestine Service;

(IV) Director of Intelligence;
(V) Director of Support; or

(VI) Director of Science and Technology.

(C) a matter requires a report by the Inspector General to the Department of Justice on possible criminal conduct by a current or former Agency official described or referred to in subparagraph (B);

(D) the Inspector General receives notice from the Department of Justice declining or approving prosecution of possible criminal conduct of any of the officials described in subparagraph (B); or

(E) the Inspector General, after exhausting all possible alternatives, is unable to obtain significant documentary information in the course of an investigation, inspection, or audit,

the Inspector General shall immediately notify and submit a report on such matter to the intelligence committees.

(4) Pursuant to Title V of the National Security Act of 1947 [50 U.S.C. 413 et seq.], the Director shall submit to the intelligence committees any report or findings and recommendations of an inspection, investigation, or audit conducted by the office which has been requested by the Chairman or Ranking Minority Member of either committee.

(5)(A) An employee of the Agency, or of a contractor to the Agency, who intends to report to Congress a complaint or information with respect to an urgent concern may report such complaint or information to the Inspector General.

(B) Not later than the end of the 14-calendar day period beginning on the date of receipt from an employee of a complaint or information under subparagraph (A), the Inspector General shall determine whether the complaint or information appears credible. Upon making such a determination, the Inspector General shall transmit to the Director notice of that determination, together with the complaint or information.

(C) Upon receipt of a transmittal from the Inspector General under subparagraph (B), the Director shall, within 7 calendar days of such receipt, forward such transmittal to the intelligence committees, together with any comments the Director considers appropriate.
(D)(i) If the Inspector General does not find credible under subparagraph (B) a complaint or information submitted under subparagraph (A), or does not transmit the complaint or information to the Director in accurate form under subparagraph (B), the employee (subject to clause (ii)) may submit the complaint or information to Congress by contacting either or both of the intelligence committees directly.

(ii) The employee may contact the intelligence committees directly as described in clause (i) only if the employee—

(I) before making such a contact, furnishes to the Director, through the Inspector General, a statement of the employee’s complaint or information and notice of the employee’s intent to contact the intelligence committees directly; and

(II) obtains and follows from the Director, through the Inspector General, direction on how to contact the intelligence committees in accordance with appropriate security practices.

(iii) A member or employee of one of the intelligence committees who receives a complaint or information under clause (i) does so in that member or employee’s official capacity as a member or employee of that committee.

(E) The Inspector General shall notify an employee who reports a complaint or information to the Inspector General under this paragraph of each action taken under this paragraph with respect to the complaint or information. Such notice shall be provided not later than 3 days after any such action is taken.

(F) An action taken by the Director or the Inspector General under this paragraph shall not be subject to judicial review.

(G) In this paragraph:

(i) The term “urgent concern” means any of the following:

(I) A serious or flagrant problem, abuse, violation of law or Executive order, or deficiency relating to the funding, administration, or operations of an intelligence activity involving classified information, but does not include differences of opinions concerning public policy matters.

(II) A false statement to Congress, or a willful withholding from Congress, on an issue of material fact relating to the funding, administration, or operation of an intelligence activity.
(III) An action, including a personnel action described in section 2302(a)(2)(A) of title 5, constituting reprisal or threat of reprisal prohibited under subsection (e)(3)(B) of this section in response to an employee's reporting an urgent concern in accordance with this paragraph.

(ii) The term “intelligence committees” means the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate.

(e) Authorities of Inspector General

(1) The Inspector General shall have direct and prompt access to the Director when necessary for any purpose pertaining to the performance of his duties.

(2) The Inspector General shall have access to any employee or any employee of a contractor of the Agency whose testimony is needed for the performance of his duties. In addition, he shall have direct access to all records, reports, audits, reviews, documents, papers, recommendations, or other material which relate to the programs and operations with respect to which the Inspector General has responsibilities under this section. Failure on the part of any employee or contractor to cooperate with the Inspector General shall be grounds for appropriate administrative actions by the Director, to include loss of employment or the termination of an existing contractual relationship.

(3) The Inspector General is authorized to receive and investigate complaints or information from any person concerning the existence of an activity constituting a violation of laws, rules, or regulations, or mismanagement, gross waste of funds, abuse of authority, or a substantial and specific danger to the public health and safety. Once such complaint or information has been received from an employee of the Agency—

(A) the Inspector General shall not disclose the identity of the employee without the consent of the employee, unless the Inspector General determines that such disclosure is unavoidable during the course of the investigation or the disclosure is made to an official of the Department of Justice responsible for determining whether a prosecution should be undertaken; and

(B) no action constituting a reprisal, or threat of reprisal, for making such complaint or providing such information may be taken by any employee of the Agency in a position to take such actions, unless the complaint was made or the information was disclosed with the knowledge that it was false or with willful disregard for its truth or falsity.
(4) The Inspector General shall have authority to administer to or take from any person an oath, affirmation, or affidavit, whenever necessary in the performance of his duties, which oath, affirmation, or affidavit when administered or taken by or before an employee of the Office designated by the Inspector General shall have the same force and effect as if administered or taken by or before an officer having a seal.

(5)(A) Except as provided in subparagraph (B), the Inspector General is authorized to require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data in any medium (including electronically stored information or any tangible thing) and documentary evidence necessary in the performance of the duties and responsibilities of the Inspector General.

(B) In the case of Government agencies, the Inspector General shall obtain information, documents, reports, answers, records, accounts, papers, and other data and evidence for the purpose specified in subparagraph (A) using procedures other than by subpoenas.

(C) The Inspector General may not issue a subpoena for or on behalf of any other element or component of the Agency.

(D) In the case of contumacy or refusal to obey a subpoena issued under this paragraph, the subpoena shall be enforceable by order of any appropriate district court of the United States.

(6) The Inspector General shall be provided with appropriate and adequate office space at central and field office locations, together with such equipment, office supplies, maintenance services, and communications facilities and services as may be necessary for the operation of such offices.

(7) Subject to applicable law and the policies of the Director, the Inspector General shall select, appoint and employ such officers and employees as may be necessary to carry out his functions. In making such selections, the Inspector General shall ensure that such officers and employees have the requisite training and experience to enable him to carry out his duties effectively. In this regard, the Inspector General shall create within his organization a career cadre of sufficient size to provide appropriate continuity and objectivity needed for the effective performance of his duties.

(8)(A) The Inspector General shall—
(i) appoint a Counsel to the Inspector General who shall report to the Inspector General; or

(ii) obtain the services of a counsel appointed by and directly reporting to another Inspector General or the Council of the Inspectors General on Integrity and Efficiency on a reimbursable basis.

(B) The counsel appointed or obtained under subparagraph (A) shall perform such functions as the Inspector General may prescribe.

(9) The Inspector General may request such information or assistance as may be necessary for carrying out his duties and responsibilities from any Government agency. Upon request of the Inspector General for such information or assistance, the head of the Government agency involved shall, insofar as is practicable and not in contravention of any existing statutory restriction or regulation of the Government agency concerned, furnish to the Inspector General, or to an authorized designee, such information or assistance. Consistent with budgetary and personnel resources allocated by the Director, the Inspector General has final approval of—

(A) the selection of internal and external candidates for employment with the Office of Inspector General; and

(B) all other personnel decisions concerning personnel permanently assigned to the Office of Inspector General, including selection and appointment to the Senior Intelligence Service, but excluding all security-based determinations that are not within the authority of a head of other Central Intelligence Agency offices.

(f) Separate budget account

(1) Beginning with fiscal year 1991, and in accordance with procedures to be issued by the Director of National Intelligence in consultation with the intelligence committees, the Director of National Intelligence shall include in the National Intelligence Program budget a separate account for the Office of Inspector General established pursuant to this section.

(2) For each fiscal year, the Inspector General shall transmit a budget estimate and request through the Director to the Director of National Intelligence that specifies for such fiscal year—

(A) the aggregate amount requested for the operations of the Inspector General;
(B) the amount requested for all training requirements of the Inspector General, including a certification from the Inspector General that the amount requested is sufficient to fund all training requirements for the Office; and

(C) the amount requested to support the Council of the Inspectors General on Integrity and Efficiency, including a justification for such amount.

(3) In transmitting a proposed budget to the President for a fiscal year, the Director of National Intelligence shall include for such fiscal year—

(A) the aggregate amount requested for the Inspector General of the Central Intelligence Agency;

(B) the amount requested for Inspector General training;

(C) the amount requested to support the Council of the Inspectors General on Integrity and Efficiency; and

(D) the comments of the Inspector General, if any, with respect to such proposed budget.

(4) The Director of National Intelligence shall submit to the Committee on Appropriations and the Select Committee on Intelligence of the Senate and the Committee on Appropriations and the Permanent Select Committee on Intelligence of the House of Representatives for each fiscal year—

(A) a separate statement of the budget estimate transmitted pursuant to paragraph (2);

(B) the amount requested by the Director of National Intelligence for the Inspector General pursuant to paragraph (3)(A);

(C) the amount requested by the Director of National Intelligence for training of personnel of the Office of the Inspector General pursuant to paragraph (3)(B);

(D) the amount requested by the Director of National Intelligence for support for the Council of the Inspectors General on Integrity and Efficiency pursuant to paragraph (3)(C); and

(E) the comments of the Inspector General under paragraph (3)(D), if any, on the amounts requested pursuant to paragraph (3), including whether such amounts
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would substantially inhibit the Inspector General from performing the duties of the Office.

(g) **Transfer**

There shall be transferred to the Office the office of the Agency referred to as the “Office of Inspector General.” The personnel, assets, liabilities, contracts, property, records, and unexpended balances of appropriations, authorizations, allocations, and other funds employed, held, used, arising from, or available to such “Office of Inspector General” are hereby transferred to the Office established pursuant to this section.

(h) **Information on website**

(1) The Director of the Central Intelligence Agency shall establish and maintain on the homepage of the Agency's publicly accessible website information relating to the Office of the Inspector General including methods to contact the Inspector General.

(2) The information referred to in paragraph (1) shall be obvious and facilitate accessibility to the information related to the Office of the Inspector General.


50 USC § 403r. **Special annuity computation rules for certain employees’ service abroad**

(a) **Officers and employees to whom rules apply**

Notwithstanding any provision of chapter 83 of title 5, the annuity under subchapter III of such chapter of an officer or employee of the Central Intelligence Agency who retires on or after October 1, 1989, is not designated under section 2013 of this title, and has served abroad as an officer or employee
of the Agency on or after January 1, 1987, shall be computed as provided in subsection (b) of this section.

(b) Computation rules

(1) The portion of the annuity relating to such service abroad that is actually performed at any time during the officer's or employee's first ten years of total service shall be computed at the rate and using the percent of average pay specified in section 8339(a)(3) of title 5 that is normally applicable only to so much of an employee's total service as exceeds ten years.

(2) The portion of the annuity relating to service abroad as described in subsection (a) of this section but that is actually performed at any time after the officer's or employee's first ten years of total service shall be computed as provided in section 8339(a)(3) of title 5; but, in addition, the officer or employee shall be deemed for annuity computation purposes to have actually performed an equivalent period of service abroad during his or her first ten years of total service, and in calculating the portion of the officer's or employee's annuity for his or her first ten years of total service, the computation rate and percent of average pay specified in paragraph (1) shall also be applied to the period of such deemed or equivalent service abroad.

(3) The portion of the annuity relating to other service by an officer or employee as described in subsection (a) of this section shall be computed as provided in the provisions of section 8339(a) of title 5 that would otherwise be applicable to such service.

(4) For purposes of this subsection, the term “total service” has the meaning given such term under chapter 83 of title 5.

(c) Annuities deemed annuities under section 8339 of title 5

For purposes of subsections (f) through (m) of section 8339 of title 5, an annuity computed under this section shall be deemed to be an annuity computed under subsections (a) and (o) of section 8339 of title 5.

(d) Officers and employees entitled to greater annuities under section 8339 of title 5

The provisions of subsection (a) of this section shall not apply to an officer or employee of the Central Intelligence Agency who would otherwise be entitled to a greater annuity computed under an otherwise applicable subsection of section 8339 of title 5.
50 USC § 403r–1. Portability of overseas service retirement benefit

The special accrual rates provided by section 2153 of this title and by section 403r of this title for computation of the annuity of an individual who has served abroad as an officer or employee of the Central Intelligence Agency shall be used to compute that portion of the annuity of such individual relating to such service abroad whether or not the individual is employed by the Central Intelligence Agency at the time of retirement from Federal service.

50 USC § 403s. Special rules for disability retirement and death-in-service benefits with respect to certain employees

(a) Officers and employees to whom section 2051 rules apply

Notwithstanding any other provision of law, an officer or employee of the Central Intelligence Agency subject to retirement system coverage under subchapter III of chapter 83 of title 5 who—

(1) has five years of civilian service credit toward retirement under such subchapter III of chapter 83, title 5;

(2) has not been designated under section 2013 of this title, as a participant in the Central Intelligence Agency Retirement and Disability System;

(3) has become disabled during a period of assignment to the performance of duties that are qualifying toward such designation under such section 2013 of this title; and

(4) satisfies the requirements for disability retirement under section 8337 of title 5—

shall, upon his own application or upon order of the Director, be retired on an annuity computed in accordance with the rules prescribed in section 2051 of this title, in lieu of an annuity computed as provided by section 8337 of title 5.
(b) Survivors of officers and employees to whom section 2052 rules apply

Notwithstanding any other provision of law, in the case of an officer or employee of the Central Intelligence Agency subject to retirement system coverage under subchapter III of chapter 83, title 5, who—

(1) has at least eighteen months of civilian service credit toward retirement under such subchapter III of chapter 83, title 5;

(2) has not been designated under section 2013 of this title, as a participant in the Central Intelligence Agency Retirement and Disability System;

(3) prior to separation or retirement from the Agency, dies during a period of assignment to the performance of duties that are qualifying toward such designation under such section 2013 of this title; and

(4) is survived by a surviving spouse, former spouse, or child as defined in section 2002 of this title, who would otherwise be entitled to an annuity under section 8341 of title 5—

such surviving spouse, former spouse, or child of such officer or employee shall be entitled to an annuity computed in accordance with section 2052 of this title, in lieu of an annuity computed in accordance with section 8341 of title 5.

(c) Annuities under this section deemed annuities under chapter 83 of title 5

The annuities provided under subsections (a) and (b) of this section shall be deemed to be annuities under chapter 83 of title 5 for purposes of the other provisions of such chapter and other laws (including title 26) relating to such annuities, and shall be payable from the Central Intelligence Agency Retirement and Disability Fund maintained pursuant to section 2012 of this title.


50 USC § 403t. General Counsel of Central Intelligence Agency

(a) Appointment
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There is a General Counsel of the Central Intelligence Agency, appointed from civilian life by the President, by and with the advice and consent of the Senate.

(b) Chief legal officer

The General Counsel is the chief legal officer of the Central Intelligence Agency.

(c) Functions

The General Counsel of the Central Intelligence Agency shall perform such functions as the Director may prescribe.


50 USC § 403u. Central services program

(a) In general

The Director may carry out a program under which elements of the Agency provide items and services on a reimbursable basis to other elements of the Agency, nonappropriated fund entities or instrumentalities associated or affiliated with the Agency, and other Government agencies. The Director shall carry out the program in accordance with the provisions of this section.

(b) Participation of Agency elements

(1) In order to carry out the program, the Director shall—

(A) designate the elements of the Agency that are to provide items or services under the program (in this section referred to as “central service providers”); and

(B) specify the items or services to be provided under the program by such providers; and

(C) assign to such providers for purposes of the program such inventories, equipment, and other assets (including equipment on order) as the Director determines necessary to permit such providers to provide items or services under the program.
(2) The designation of elements and the specification of items and services under paragraph (1) shall be subject to the approval of the Director of the Office of Management and Budget.

(c) Central Services Working Capital Fund

(1) There is established a fund to be known as the Central Services Working Capital Fund (in this section referred to as the “Fund”). The purpose of the Fund is to provide sums for activities under the program.

(2) There shall be deposited in the Fund the following:

(A) Amounts appropriated to the Fund.

(B) Amounts credited to the Fund from payments received by central service providers under subsection (e) of this section.

(C) Fees imposed and collected under subsection (f)(1) of this section.

(D) Amounts received in payment for loss or damage to equipment or property of a central service provider as a result of activities under the program.

(E) Other receipts from the sale or exchange of equipment or property of a central service provider as a result of activities under the program.

(F) Receipts from individuals in reimbursement for utility services and meals provided under the program.

(G) Receipts from individuals for the rental of property and equipment under the program.

(H) Such other amounts as the Director is authorized to deposit in or transfer to the Fund.

(3) Amounts in the Fund shall be available, without fiscal year limitation, for the following purposes:

(A) To pay the costs of providing items or services under the program.

(B) To pay the costs of carrying out activities under subsection (f)(2) of this section.

(d) Limitation on amount of orders
The total value of all orders for items or services to be provided under the program in any fiscal year may not exceed an amount specified in advance by the Director of the Office of Management and Budget.

(e) Payment for items and services

(1) A Government agency provided items or services under the program shall pay the central service provider concerned for such items or services an amount equal to the costs incurred by the provider in providing such items or services plus any fee imposed under subsection (f) of this section. In calculating such costs, the Director shall take into account personnel costs (including costs associated with salaries, annual leave, and workers’ compensation), plant and equipment costs (including depreciation of plant and equipment other than structures owned by the Agency), operation and maintenance expenses, amortized costs, and other expenses.

(2) Payment for items or services under paragraph (1) may take the form of an advanced payment by an agency from appropriations available to such agency for the procurement of such items or services.

(f) Fees

(1) The Director may permit a central service provider to impose and collect a fee with respect to the provision of an item or service under the program. The amount of the fee may not exceed an amount equal to four percent of the payment received by the provider for the item or service.

(2) The Director may obligate and expend amounts in the Fund that are attributable to the fees imposed and collected under paragraph (1) to acquire equipment or systems for, or to improve the equipment or systems of, central service providers and any elements of the Agency that are not designated for participation in the program in order to facilitate the designation of such elements for future participation in the program.

(g) Termination

(1) Subject to paragraph (2), the Director of the Central Intelligence Agency and the Director of the Office of Management and Budget, acting jointly—

(A) may terminate the program under this section and the Fund at any time; and

(B) upon such termination, shall provide for the disposition of the personnel, assets, liabilities, grants, contracts, property, records, and unexpended balances of appropriations, authorizations, allocations, and other funds held, used, arising
from, available to, or to be made available in connection with the program or the Fund.

(2) The Director of the Central Intelligence Agency and the Director of the Office of Management and Budget may not undertake any action under paragraph (1) until 60 days after the date on which the Directors jointly submit notice of such action to the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate.


50 USC § 403v. Detail of employees

The Director may—

(1) detail any personnel of the Agency on a reimbursable basis indefinitely to the National Reconnaissance Office without regard to any limitation under law on the duration of details of Federal Government personnel; and

(2) hire personnel for the purpose of any detail under paragraph (1).


50 USC § 403w. Intelligence operations and cover enhancement authority

(a) Definitions

In this section—

(1) the term “designated employee” means an employee designated by the Director of the Central Intelligence Agency under subsection (b) of this section; and
(2) the term “Federal retirement system” includes the Central Intelligence Agency Retirement and Disability System, and the Federal Employees’ Retirement System (including the Thrift Savings Plan).

(b) In general

(1) Authority

Notwithstanding any other provision of law, the Director of the Central Intelligence Agency may exercise the authorities under this section in order to—

(A) protect from unauthorized disclosure—

(i) intelligence operations;

(ii) the identities of undercover intelligence officers;

(iii) intelligence sources and methods; or

(iv) intelligence cover mechanisms; or

(B) meet the special requirements of work related to collection of foreign intelligence or other authorized activities of the Agency.

(2) Designation of employees

The Director of the Central Intelligence Agency may designate any employee of the Agency who is under nonofficial cover to be an employee to whom this section applies. Such designation may be made with respect to any or all authorities exercised under this section.

(c) Compensation

The Director of the Central Intelligence Agency may pay a designated employee salary, allowances, and other benefits in an amount and in a manner consistent with the nonofficial cover of that employee, without regard to any limitation that is otherwise applicable to a Federal employee. A designated employee may accept, utilize, and, to the extent authorized by regulations prescribed under subsection (i) of this section, retain any salary, allowances, and other benefits provided under this section.

(d) Retirement benefits
(1) In general

The Director of the Central Intelligence Agency may establish and administer a nonofficial cover employee retirement system for designated employees (and the spouse, former spouses, and survivors of such designated employees). A designated employee may not participate in the retirement system established under this paragraph and another Federal retirement system at the same time.

(2) Conversion to other Federal retirement system

(A) In general

A designated employee participating in the retirement system established under paragraph (1) may convert to coverage under the Federal retirement system which would otherwise apply to that employee at any appropriate time determined by the Director of the Central Intelligence Agency (including at the time of separation of service by reason of retirement), if the Director of the Central Intelligence Agency determines that the employee's participation in the retirement system established under this subsection is no longer necessary to protect from unauthorized disclosure—

(i) intelligence operations;

(ii) the identities of undercover intelligence officers;

(iii) intelligence sources and methods; or

(iv) intelligence cover mechanisms.

(B) Conversion treatment

Upon a conversion under this paragraph—

(i) all periods of service under the retirement system established under this subsection shall be deemed periods of creditable service under the applicable Federal retirement system;

(ii) the Director of the Central Intelligence Agency shall transmit an amount for deposit in any applicable fund of that Federal retirement system that—

(I) is necessary to cover all employee and agency contributions including—

(aa) interest as determined by the head of the agency administering the Federal retirement system into which the employee is converting; or
(bb) in the case of an employee converting into the Federal Employees’ Retirement System, interest as determined under section 8334(e) of title 5; and

(II) ensures that such conversion does not result in any unfunded liability to that fund; and

(iii) in the case of a designated employee who participated in an employee investment retirement system established under paragraph (1) and is converted to coverage under subchapter III of chapter 84 of title 5, the Director of the Central Intelligence Agency may transmit any or all amounts of that designated employee in that employee investment retirement system (or similar part of that retirement system) to the Thrift Savings Fund.

(C) Transmitted amounts

(i) In general

Amounts described under subparagraph (B)(ii) shall be paid from the fund or appropriation used to pay the designated employee.

(ii) Offset

The Director of the Central Intelligence Agency may use amounts contributed by the designated employee to a retirement system established under paragraph (1) to offset amounts paid under clause (i).

(D) Records

The Director of the Central Intelligence Agency shall transmit all necessary records relating to a designated employee who converts to a Federal retirement system under this paragraph (including records relating to periods of service which are deemed to be periods of creditable service under subparagraph (B)) to the head of the agency administering that Federal retirement system.

(e) Health insurance benefits

(1) In general

The Director of the Central Intelligence Agency may establish and administer a nonofficial cover employee health insurance program for designated employees (and the family of such designated employees). A designated employee may not
participate in the health insurance program established under this paragraph and the program under chapter 89 of title 5 at the same time.

(2) Conversion to Federal employees health benefits program

(A) In general

A designated employee participating in the health insurance program established under paragraph (1) may convert to coverage under the program under chapter 89 of title 5 at any appropriate time determined by the Director of the Central Intelligence Agency (including at the time of separation of service by reason of retirement), if the Director of the Central Intelligence Agency determines that the employee's participation in the health insurance program established under this subsection is no longer necessary to protect from unauthorized disclosure—

(i) intelligence operations;

(ii) the identities of undercover intelligence officers;

(iii) intelligence sources and methods; or

(iv) intelligence cover mechanisms.

(B) Conversion treatment

Upon a conversion under this paragraph—

(i) the employee (and family, if applicable) shall be entitled to immediate enrollment and coverage under chapter 89 of title 5;

(ii) any requirement of prior enrollment in a health benefits plan under chapter 89 of that title for continuation of coverage purposes shall not apply;

(iii) the employee shall be deemed to have had coverage under chapter 89 of that title from the first opportunity to enroll for purposes of continuing coverage as an annuitant; and

(iv) the Director of the Central Intelligence Agency shall transmit an amount for deposit in the Employees' Health Benefits Fund that is necessary to cover any costs of such conversion.

(C) Transmitted amounts

Any amount described under subparagraph (B)(iv) shall be paid from the fund or appropriation used to pay the designated employee.
(f) Life insurance benefits

(1) In general

The Director of the Central Intelligence Agency may establish and administer a nonofficial cover employee life insurance program for designated employees (and the family of such designated employees). A designated employee may not participate in the life insurance program established under this paragraph and the program under chapter 87 of title 5 at the same time.

(2) Conversion to Federal employees group life insurance program

(A) In general

A designated employee participating in the life insurance program established under paragraph (1) may convert to coverage under the program under chapter 87 of title 5 at any appropriate time determined by the Director of the Central Intelligence Agency (including at the time of separation of service by reason of retirement), if the Director of the Central Intelligence Agency determines that the employee's participation in the life insurance program established under this subsection is no longer necessary to protect from unauthorized disclosure—

(i) intelligence operations;

(ii) the identities of undercover intelligence officers;

(iii) intelligence sources and methods; or

(iv) intelligence cover mechanisms.

(B) Conversion treatment

Upon a conversion under this paragraph—

(i) the employee (and family, if applicable) shall be entitled to immediate coverage under chapter 87 of title 5;

(ii) any requirement of prior enrollment in a life insurance program under chapter 87 of that title for continuation of coverage purposes shall not apply;

(iii) the employee shall be deemed to have had coverage under chapter 87 of that title for the full period of service during which the employee would have been entitled to be insured for purposes of continuing coverage as an annuitant; and
(iv) the Director of the Central Intelligence Agency shall transmit an amount for deposit in the Employees’ Life Insurance Fund that is necessary to cover any costs of such conversion.

(C) Transmitted amounts

Any amount described under subparagraph (B)(iv) shall be paid from the fund or appropriation used to pay the designated employee.

(g) Exemption from certain requirements

The Director of the Central Intelligence Agency may exempt a designated employee from mandatory compliance with any Federal regulation, rule, standardized administrative policy, process, or procedure that the Director of the Central Intelligence Agency determines—

(1) would be inconsistent with the nonofficial cover of that employee; and

(2) could expose that employee to detection as a Federal employee.

(h) Taxation and social security

(1) In general

Notwithstanding any other provision of law, a designated employee—

(A) shall file a Federal or State tax return as if that employee is not a Federal employee and may claim and receive the benefit of any exclusion, deduction, tax credit, or other tax treatment that would otherwise apply if that employee was not a Federal employee, if the Director of the Central Intelligence Agency determines that taking any action under this paragraph is necessary to—

(i) protect from unauthorized disclosure—

(I) intelligence operations;

(II) the identities of undercover intelligence officers;

(III) intelligence sources and methods; or

(IV) intelligence cover mechanisms; and
(ii) meet the special requirements of work related to collection of foreign intelligence or other authorized activities of the Agency; and

(B) shall receive social security benefits based on the social security contributions made.

(2) Internal Revenue Service review

The Director of the Central Intelligence Agency shall establish procedures to carry out this subsection. The procedures shall be subject to periodic review by the Internal Revenue Service.

(i) Regulations

The Director of the Central Intelligence Agency shall prescribe regulations to carry out this section. The regulations shall ensure that the combination of salary, allowances, and benefits that an employee designated under this section may retain does not significantly exceed, except to the extent determined by the Director of the Central Intelligence Agency to be necessary to exercise the authority in subsection (b) of this section, the combination of salary, allowances, and benefits otherwise received by Federal employees not designated under this section.

(j) Finality of decisions

Any determinations authorized by this section to be made by the Director of the Central Intelligence Agency or the Director’s designee shall be final and conclusive and shall not be subject to review by any court.

(k) Subsequently enacted laws

No law enacted after the effective date of this section shall affect the authorities and provisions of this section unless such law specifically refers to this section.


50 USC § 403x. Separation pay program for voluntary separation from service

(a) Definitions

For purposes of this section—
(1) the term “Director” means the Director of the Central Intelligence Agency;

(2) the term “employee” means an employee of the Central Intelligence Agency, serving under an appointment without time limitation, who has been currently employed for a continuous period of at least 12 months, except that such term does not include—

(A) a reemployed annuitant under subchapter III of chapter 83 or chapter 84 of title 5 or another retirement system for employees of the Government; or

(B) an employee having a disability on the basis of which such employee is or would be eligible for disability retirement under any of the retirement systems referred to in subparagraph (A).

(b) Establishment of program

In order to avoid or minimize the need for involuntary separations due to downsizing, reorganization, transfer of function, or other similar action, the Director may establish a program under which employees may be offered separation pay to separate from service voluntarily (whether by retirement or resignation). An employee who receives separation pay under such program may not be reemployed by the Central Intelligence Agency for the 12-month period beginning on the effective date of the employee's separation. An employee who receives separation pay under this section on the basis of a separation occurring on or after March 30, 1994, and accepts employment with the Government of the United States within 5 years after the date of the separation on which payment of the separation pay is based shall be required to repay the entire amount of the separation pay to the Central Intelligence Agency. If the employment is with an Executive agency (as defined by section 105 of title 5), the Director of the Office of Personnel Management may, at the request of the head of the agency, waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position. If the employment is with an entity in the legislative branch, the head of the entity or the appointing official may waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position. If the employment is with the judicial branch, the Director of the Administrative Office of the United States Courts may waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position.

(c) Bar on certain employment

(1) Bar

An employee may not be separated from service under this section unless the employee agrees that the employee will not—
(A) act as agent or attorney for, or otherwise represent, any other person (except the United States) in any formal or informal appearance before, or, with the intent to influence, make any oral or written communication on behalf of any other person (except the United States) to the Central Intelligence Agency; or

(B) participate in any manner in the award, modification, extension, or performance of any contract for property or services with the Central Intelligence Agency,

during the 12-month period beginning on the effective date of the employee’s separation from service.

(2) Penalty

An employee who violates an agreement under this subsection shall be liable to the United States in the amount of the separation pay paid to the employee pursuant to this section times the proportion of the 12-month period during which the employee was in violation of the agreement.

(d) Limitations

Under this program, separation pay may be offered only—

(1) with the prior approval of the Director; and

(2) to employees within such occupational groups or geographic locations, or subject to such other similar limitations or conditions, as the Director may require.

(e) Amount and treatment for other purposes

Such separation pay—

(1) shall be paid in a lump sum;

(2) shall be equal to the lesser of—

(A) an amount equal to the amount the employee would be entitled to receive under section 5595(c) of title 5, if the employee were entitled to payment under such section; or

(B) $25,000;
(3) shall not be a basis for payment, and shall not be included in the computation, of any other type of Government benefit; and

(4) shall not be taken into account for the purpose of determining the amount of any severance pay to which an individual may be entitled under section 5595 of title 5 based on any other separation.

(f) Regulations

The Director shall prescribe such regulations as may be necessary to carry out this section.

(g) Reporting requirements

(1) Offering notification

The Director may not make an offering of voluntary separation pay pursuant to this section until 30 days after submitting to the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate a report describing the occupational groups or geographic locations, or other similar limitations or conditions, required by the Director under subsection (d) of this section.

(2) Annual report

At the end of each of the fiscal years 1993 through 1997, the Director shall submit to the President and the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate a report on the effectiveness and costs of carrying out this section.


50 USC § 404. Emergency preparedness

(a) Employment of personnel
The Director of the Office of Defense Mobilization, subject to the direction of the President, is authorized, subject to the civil-service laws and chapter 51 and subchapter III of chapter 53 of title 5, to appoint and fix the compensation of such personnel as may be necessary to assist the Director in carrying out his functions.

(b) Functions

It shall be the function of the Director of the Office of Defense Mobilization to advise the President concerning the coordination of military, industrial, and civilian mobilization, including—

(1) policies concerning industrial and civilian mobilization in order to assure the most effective mobilization and maximum utilization of the Nation's manpower in the event of war;

(2) programs for the effective use in time of war of the Nation's natural and industrial resources for military and civilian needs, for the maintenance and stabilization of the civilian economy in time of war, and for the adjustment of such economy to war needs and conditions;

(3) policies for unifying, in time of war, the activities of Federal agencies and departments engaged in or concerned with production, procurement, distribution, or transportation of military or civilian supplies, materials, and products;

(4) the relationship between potential supplies of, and potential requirements for, manpower, resources, and productive facilities in time of war;

(5) policies for establishing adequate reserves of strategic and critical material, and for the conservation of these reserves;

(6) the strategic relocation of industries, services, government, and economic activities, the continuous operation of which is essential to the Nation's security.

(c) Utilization of Government resources and facilities

In performing his functions, the Director of the Office of Defense Mobilization shall utilize to the maximum extent the facilities and resources of the departments and agencies of the Government.

50 USC § 404a. Annual national security strategy report

(a) Transmittal to Congress

(1) The President shall transmit to Congress each year a comprehensive report on the national security strategy of the United States (hereinafter in this section referred to as a “national security strategy report”).

(2) The national security strategy report for any year shall be transmitted on the date on which the President submits to Congress the budget for the next fiscal year under section 1105 of title 31.

(3) Not later than 150 days after the date on which a new President takes office, the President shall transmit to Congress a national security strategy report under this section. That report shall be in addition to the report for that year transmitted at the time specified in paragraph (2).

(b) Contents

Each national security strategy report shall set forth the national security strategy of the United States and shall include a comprehensive description and discussion of the following:

(1) The worldwide interests, goals, and objectives of the United States that are vital to the national security of the United States.

(2) The foreign policy, worldwide commitments, and national defense capabilities of the United States necessary to deter aggression and to implement the national security strategy of the United States.

(3) The proposed short-term and long-term uses of the political, economic, military, and other elements of the national power of the United States to protect or promote the interests and achieve the goals and objectives referred to in paragraph (1).

(4) The adequacy of the capabilities of the United States to carry out the national security strategy of the United States, including an evaluation of the balance among the capabilities of all elements of the national power of the United States to support the implementation of the national security strategy.

(5) Such other information as may be necessary to help inform Congress on matters relating to the national security strategy of the United States.

(c) Classified and unclassified form
Each national security strategy report shall be transmitted in both a classified and an unclassified form.


50 USC § 404b. Multiyear national intelligence program

(a) Annual submission of multiyear national intelligence program

The Director of National Intelligence shall submit to the congressional committees specified in subsection (d) of this section each year a multiyear national intelligence program plan reflecting the estimated expenditures and proposed appropriations required to support that program. Any such multiyear national intelligence program plan shall cover the fiscal year with respect to which the budget is submitted and at least four succeeding fiscal years.

(b) Time of submission

The Director of National Intelligence shall submit the report required by subsection (a) of this section each year at or about the same time that the budget is submitted to Congress pursuant to section 1105(a) of title 31.

(c) Consistency with budget estimates

The Director of National Intelligence and the Secretary of Defense shall ensure that the estimates referred to in subsection (a) of this section are consistent with the budget estimates submitted to Congress pursuant to section 1105(a) of title 31 for the fiscal year concerned and with the estimated expenditures and proposed appropriations for the future-years defense program submitted pursuant to section 221 of title 10.

(d) Specified congressional committees

The congressional committees referred to in subsection (a) of this section are the following:

(1) The Committee on Armed Services, the Committee on Appropriations, and the Select Committee on Intelligence of the Senate.

(2) The Committee on Armed Services, the Committee on Appropriations, and the Permanent Select Committee on Intelligence of the House of Representatives.
50 USC § 404c. Annual report on United States security arrangements and commitments with other nations

(a) Report requirements

The President shall submit to the congressional committees specified in subsection (d) of this section each year a report (in both classified and unclassified form) on United States security arrangements with, and commitments to, other nations.

(b) Matters to be included

The President shall include in each such report the following:

(1) A description of—

(A) each security arrangement with, or commitment to, other nations, whether based upon (i) a formal document (including a mutual defense treaty, a prepositioning arrangement or agreement, or an access agreement), or (ii) an expressed policy; and

(B) the historical origins of each such arrangement or commitment.

(2) An evaluation of the ability of the United States to meet its commitments based on the projected reductions in the defense structure of the United States.

(3) A plan for meeting each of those commitments with the force structure projected for the future.

(4) An assessment of the need to continue, modify, or discontinue each of those arrangements and commitments in view of the changing international security situation.

(c) Deadline for report

The President shall submit the report required by subsection (a) of this section not later than February 1 of each year.
(d) Specified congressional committees

The congressional committees referred to in subsection (a) of this section are the following:

(1) The Committee on Armed Services and the Committee on Foreign Relations of the Senate.

(2) The Committee on Armed Services and the Committee on International Relations of the House of Representatives.


50 USC § 404d–1. Transferred

Codification


50 USC § 404e. National mission of National Geospatial-Intelligence Agency

(a) In general

In addition to the Department of Defense missions set forth in section 442 of title 10, the National Geospatial-Intelligence Agency shall support the geospatial intelligence requirements of the Department of State and other departments and agencies of the United States outside the Department of Defense.
(b) Requirements and priorities

The Director of National Intelligence shall establish requirements and priorities governing the collection of national intelligence by the National Geospatial-Intelligence Agency under subsection (a) of this section.

(c) Correction of deficiencies

The Director of National Intelligence shall develop and implement such programs and policies as the Director and the Secretary of Defense jointly determine necessary to review and correct deficiencies identified in the capabilities of the National Geospatial-Intelligence Agency to accomplish assigned national missions, including support to the all-source analysis and production process. The Director shall consult with the Secretary of Defense on the development and implementation of such programs and policies. The Secretary shall obtain the advice of the Chairman of the Joint Chiefs of Staff regarding the matters on which the Director and the Secretary are to consult under the preceding sentence.

(70 F.R. 23925, Apr. 21, 2005, effective June 21, 2005.)


Effective Date of Repeal

For Determination by President that repeal take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.

Repeal effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 401 of this title.
50 USC § 404g. Restrictions on intelligence sharing with United Nations

(a) Provision of intelligence information to United Nations

(1) No United States intelligence information may be provided to the United Nations or any organization affiliated with the United Nations, or to any officials or employees thereof, unless the President certifies to the appropriate committees of Congress that the Director of National Intelligence, in consultation with the Secretary of State and the Secretary of Defense, has established and implemented procedures, and has worked with the United Nations to ensure implementation of procedures, for protecting from unauthorized disclosure United States intelligence sources and methods connected to such information.

(2) Paragraph (1) may be waived upon written certification by the President to the appropriate committees of Congress that providing such information to the United Nations or an organization affiliated with the United Nations, or to any officials or employees thereof, is in the national security interests of the United States.

(b) Delegation of duties

The President may not delegate or assign the duties of the President under this section.

(c) Relationship to existing law

Nothing in this section shall be construed to—

(1) impair or otherwise affect the authority of the Director of National Intelligence to protect intelligence sources and methods from unauthorized disclosure pursuant to section 403–1(i) of this title; or

(2) supersede or otherwise affect the provisions of subchapter III of this chapter.

(d) “Appropriate committees of Congress” defined

As used in this section, the term “appropriate committees of Congress” means the Committee on Foreign Relations and the Select Committee on Intelligence of the Senate and the Committee on Foreign Relations and the Permanent Select Committee on Intelligence of the House of Representatives.

50 USC § 404h. Detail of intelligence community personnel—Intelligence Community Assignment Program

(a) Detail

(1) Notwithstanding any other provision of law, the head of a department with an element in the intelligence community or the head of an intelligence community agency or element may detail any employee within that department, agency, or element to serve in any position in the Intelligence Community Assignment Program on a reimbursable or a nonreimbursable basis.

(2) Nonreimbursable details may be for such periods as are agreed to between the heads of the parent and host agencies, up to a maximum of three years, except that such details may be extended for a period not to exceed one year when the heads of the parent and host agencies determine that such extension is in the public interest.

(b) Benefits, allowances, travel, incentives

(1) An employee detailed under subsection (a) of this section may be authorized any benefit, allowance, travel, or incentive otherwise provided to enhance staffing by the organization from which the employee is detailed.

(2) The head of an agency of an employee detailed under subsection (a) of this section may pay a lodging allowance for the employee subject to the following conditions:

(A) The allowance shall be the lesser of the cost of the lodging or a maximum amount payable for the lodging as established jointly by the Director of National Intelligence and—

(i) with respect to detailed employees of the Department of Defense, the Secretary of Defense; and

(ii) with respect to detailed employees of other agencies and departments, the head of such agency or department.
(B) The detailed employee maintains a primary residence for the employee's immediate family in the local commuting area of the parent agency duty station from which the employee regularly commuted to such duty station before the detail.

(C) The lodging is within a reasonable proximity of the host agency duty station.

(D) The distance between the detailed employee's parent agency duty station and the host agency duty station is greater than 20 miles.

(E) The distance between the detailed employee's primary residence and the host agency duty station is 10 miles greater than the distance between such primary residence and the employees parent duty station.

(F) The rate of pay applicable to the detailed employee does not exceed the rate of basic pay for grade GS–15 of the General Schedule.


50 USC § 404h–1. Non-reimbursable detail of other personnel

An officer or employee of the United States or member of the Armed Forces may be detailed to the staff of an element of the intelligence community funded through the National Intelligence Program from another element of the intelligence community or from another element of the United States Government on a non-reimbursable basis, as jointly agreed to by the heads of the receiving and detailing elements, for a period not to exceed two years. This section does not limit any other source of authority for reimbursable or non-reimbursable details.


50 USC § 404i. Additional annual reports from the Director of National Intelligence

(a) Annual report on the safety and security of Russian nuclear facilities and nuclear military forces
(1) The Director of National Intelligence shall submit to the congressional leadership on an annual basis, and to the congressional intelligence committees on the date each year provided in section 415b of this title, an intelligence report assessing the safety and security of the nuclear facilities and nuclear military forces in Russia.

(2) Each such report shall include a discussion of the following:

(A) The ability of the Government of Russia to maintain its nuclear military forces.

(B) The security arrangements at civilian and military nuclear facilities in Russia.

(C) The reliability of controls and safety systems at civilian nuclear facilities in Russia.

(D) The reliability of command and control systems and procedures of the nuclear military forces in Russia.

(3) Each such report shall be submitted in unclassified form, but may contain a classified annex.

(b) Annual report on hiring and retention of minority employees

(1) The Director of National Intelligence shall, on an annual basis, submit to Congress a report on the employment of covered persons within each element of the intelligence community for the preceding fiscal year.

(2) Each such report shall include disaggregated data by category of covered person from each element of the intelligence community on the following:

(A) Of all individuals employed in the element during the fiscal year involved, the aggregate percentage of such individuals who are covered persons.

(B) Of all individuals employed in the element during the fiscal year involved at the levels referred to in clauses (i) and (ii), the percentage of covered persons employed at such levels:

(i) Positions at levels 1 through 15 of the General Schedule.

(ii) Positions at levels above GS–15.
(C) Of all individuals hired by the element involved during the fiscal year involved, the percentage of such individuals who are covered persons.

(3) Each such report shall be submitted in unclassified form, but may contain a classified annex.

(4) Nothing in this subsection shall be construed as providing for the substitution of any similar report required under another provision of law.

(5) In this subsection, the term “covered persons” means—

(A) racial and ethnic minorities;

(B) women; and

(C) individuals with disabilities.

(c) Annual report on threat of attack on the United States using weapons of mass destruction

(1) Not later each year than the date provided in section 415b of this title, the Director of National Intelligence shall submit to the congressional committees specified in paragraph (3) a report assessing the following:

(A) The current threat of attack on the United States using ballistic missiles or cruise missiles.

(B) The current threat of attack on the United States using a chemical, biological, or nuclear weapon delivered by a system other than a ballistic missile or cruise missile.

(2) Each report under paragraph (1) shall be a national intelligence estimate, or have the formality of a national intelligence estimate.

(3) The congressional committees referred to in paragraph (1) are the following:

(A) The congressional intelligence committees.

(B) The Committees on Foreign Relations and Armed Services of the Senate.
(C) The Committees on International Relations and Armed Services of the House of Representatives.

(d) Congressional leadership defined

In this section, the term “congressional leadership” means the Speaker and the minority leader of the House of Representatives and the majority leader and the minority leader of the Senate.


Correcting Long-Standing Material Weaknesses


“(a) Definitions.—In this section:

“(1) Covered element of the intelligence community.—The term ‘covered element of the intelligence community’ means—

“(A) the Central Intelligence Agency;

“(B) the Defense Intelligence Agency;

“(C) the National Geospatial-Intelligence Agency;

“(D) the National Reconnaissance Office; or

“(E) the National Security Agency.
“(2) Independent auditor.—The term ‘independent auditor’ means an individual who—

“(A)(i) is a Federal, State, or local government auditor who meets the independence standards included in generally accepted government auditing standards; or

“(ii) is a public accountant who meets such independence standards; and

“(B) is designated as an auditor by the Director of National Intelligence or the head of a covered element of the intelligence community, as appropriate.

“(3) Independent review.—The term ‘independent review’ means an audit, attestation, or examination conducted by an independent auditor in accordance with generally accepted government auditing standards.

“(4) Long-standing, correctable material weakness.—The term ‘long-standing, correctable material weakness’ means a material weakness—

“(A) that was first reported in the annual financial report of a covered element of the intelligence community for a fiscal year prior to fiscal year 2007; and

“(B) the correction of which is not substantially dependent on a business system that was not implemented prior to the end of fiscal year 2010.

“(5) Material weakness.—The term ‘material weakness’ has the meaning given that term under the Office of Management and Budget Circular A–123, entitled ‘Management’s Responsibility for Internal Control,’ revised December 21, 2004.

“(6) Senior intelligence management official.—The term ‘senior intelligence management official’ means an official within a covered element of the intelligence community who is—

“(A)(i) compensated under the Senior Intelligence Service pay scale; or

“(ii) the head of a covered element of the intelligence community; and

“(B) compensated for employment with funds appropriated pursuant to an authorization of appropriations in this Act [Pub. L. 111–259, see Tables for classification].

“(b) Identification of Senior Intelligence Management Officials.—

“(1) Requirement to identify.—Not later than 30 days after the date of the enactment of this Act [Oct. 7, 2010], the head of a covered element of the
intelligence community shall designate a senior intelligence management official of such element to be responsible for correcting each long-standing, correctable material weakness of such element.

“(2) Head of a covered element of the intelligence community.—The head of a covered element of the intelligence community may designate himself or herself as the senior intelligence management official responsible for correcting a long-standing, correctable material weakness under paragraph (1).

“(3) Requirement to update designation.—If the head of a covered element of the intelligence community determines that a senior intelligence management official designated under paragraph (1) is no longer responsible for correcting a long-standing, correctable material weakness, the head of such element shall designate the successor to such official not later than 10 days after the date of such determination.

“(c) Notification.—Not later than 10 days after the date on which the head of a covered element of the intelligence community has designated a senior intelligence management official pursuant to paragraph (1) or (3) of subsection (b), the head of such element shall provide written notification of such designation to the Director of National Intelligence and to such senior intelligence management official.

“(d) Correction of Long-Standing, Material Weakness.—

“(1) Determination of correction of deficiency.—If a long-standing, correctable material weakness is corrected, the senior intelligence management official who is responsible for correcting such long-standing, correctable material weakness shall make and issue a determination of the correction.

“(2) Basis for determination.—The determination of the senior intelligence management official under paragraph (1) shall be based on the findings of an independent review.

“(3) Notification and submission of findings.—A senior intelligence management official who makes a determination under paragraph (1) shall—

“(A) notify the head of the appropriate covered element of the intelligence community of such determination at the time the determination is made; and

“(B) ensure that the independent auditor whose findings are the basis of a determination under paragraph (1) submits to the head of the covered element of the intelligence community and the Director of National Intelligence the findings that such determination is based on not later than 5 days after the date on which such determination is made.
“(e) Congressional Oversight.—The head of a covered element of the intelligence community shall notify the congressional intelligence committees not later than 30 days after the date—

“(1) on which a senior intelligence management official is designated under paragraph (1) or (3) of subsection (b) and notified under subsection (c); or

“(2) of the correction of a long-standing, correctable material weakness, as verified by an independent auditor under subsection (d)(2).”

[For definition of “congressional intelligence committees” as used in section 368 of Pub. L. 111–259, set out above, see section 2 of Pub. L. 111–259, set out as a Definitions note under section 401a of this title.]

50 USC § 404j. Limitation on establishment or operation of diplomatic intelligence support centers

(a) In general

(1) A diplomatic intelligence support center may not be established, operated, or maintained without the prior approval of the Director of National Intelligence.

(2) The Director may only approve the establishment, operation, or maintenance of a diplomatic intelligence support center if the Director determines that the establishment, operation, or maintenance of such center is required to provide necessary intelligence support in furtherance of the national security interests of the United States.

(b) Prohibition of use of appropriations

Amounts appropriated pursuant to authorizations by law for intelligence and intelligence-related activities may not be obligated or expended for the establishment, operation, or maintenance of a diplomatic intelligence support center that is not approved by the Director of National Intelligence.

(c) Definitions

In this section:

(1) The term “diplomatic intelligence support center” means an entity to which employees of the various elements of the intelligence community (as defined in section 401a(4) of this title) are detailed for the purpose of providing analytical intelligence support that—
(A) consists of intelligence analyses on military or political matters and expertise to conduct limited assessments and dynamic taskings for a chief of mission; and

(B) is not intelligence support traditionally provided to a chief of mission by the Director of National Intelligence.

(2) The term “chief of mission” has the meaning given that term by section 3902(3) of title 22, and includes ambassadors at large and ministers of diplomatic missions of the United States, or persons appointed to lead United States offices abroad designated by the Secretary of State as diplomatic in nature.

(d) Termination

This section shall cease to be effective on October 1, 2000.


50 USC § 404k. Travel on any common carrier for certain intelligence collection personnel

(a) In general

Notwithstanding any other provision of law, the Director of National Intelligence may authorize travel on any common carrier when such travel, in the discretion of the Director—

(1) is consistent with intelligence community mission requirements, or

(2) is required for cover purposes, operational needs, or other exceptional circumstances necessary for the successful performance of an intelligence community mission.

(b) Authorized delegation of duty

The Director of National Intelligence may only delegate the authority granted by this section to the Principal Deputy Director of National Intelligence, or with respect to employees of the Central Intelligence Agency, to the Director of the Central Intelligence Agency, who may delegate such authority to other appropriate officials of the Central Intelligence Agency.
50 USC § 404l. POW/MIA analytic capability

(a) Requirement

(1) The Director of National Intelligence shall, in consultation with the Secretary of Defense, establish and maintain in the intelligence community an analytic capability with responsibility for intelligence in support of the activities of the United States relating to individuals who, after December 31, 1990, are unaccounted for United States personnel.

(2) The analytic capability maintained under paragraph (1) shall be known as the “POW/MIA analytic capability of the intelligence community”.

(b) Unaccounted for United States personnel

In this section, the term “unaccounted for United States personnel” means the following:

(1) Any missing person (as that term is defined in section 1513(1) of title 10).

(2) Any United States national who was killed while engaged in activities on behalf of the United States and whose remains have not been repatriated to the United States.

50 USC § 404m. Annual report on financial intelligence on terrorist assets

(a) Annual report

On an annual basis, the Secretary of the Treasury (acting through the head of the Office of Intelligence Support) shall submit a report to the appropriate congressional committees that fully informs the committees concerning operations against terrorist financial networks. Each such report shall include with respect to the preceding one-year period—
(1) the total number of asset seizures, designations, and other actions against individuals or entities found to have engaged in financial support of terrorism;

(2) the total number of physical searches of offices, residences, or financial records of individuals or entities suspected of having engaged in financial support for terrorist activity; and

(3) whether the financial intelligence information seized in these cases has been shared on a full and timely basis with the all departments, agencies, and other entities of the United States Government involved in intelligence activities participating in the Foreign Terrorist Asset Tracking Center.

(b) Immediate notification for emergency designation

In the case of a designation of an individual or entity, or the assets of an individual or entity, as having been found to have engaged in terrorist activities, the Secretary of the Treasury shall report such designation within 24 hours of such a designation to the appropriate congressional committees.

(c) Submittal date of reports to congressional intelligence committees

In the case of the reports required to be submitted under subsection (a) of this section to the congressional intelligence committees, the submittal dates for such reports shall be as provided in section 415b of this title.

(d) Appropriate congressional committees defined

In this section, the term “appropriate congressional committees” means the following:

(1) The Permanent Select Committee on Intelligence, the Committee on Appropriations, the Committee on Armed Services, and the Committee on Financial Services of the House of Representatives.

(2) The Select Committee on Intelligence, the Committee on Appropriations, the Committee on Armed Services, and the Committee on Banking, Housing, and Urban Affairs of the Senate.


50 USC § 404n. National Virtual Translation Center

(a) Establishment
The Director of National Intelligence shall establish in the intelligence community an element with the function of connecting the elements of the intelligence community engaged in the acquisition, storage, translation, or analysis of voice or data in digital form.

(b) Designation

The element established under subsection (a) of this section shall be known as the National Virtual Translation Center.

(c) Function

The element established under subsection (a) of this section shall provide for timely and accurate translations of foreign intelligence for all elements of the intelligence community through—

(1) the integration of the translation capabilities of the intelligence community;

(2) the use of remote-connection capabilities; and

(3) the use of such other capabilities as the Director considers appropriate.

(d) Administrative matters

(1) The Director shall retain direct supervision and control over the element established under subsection (a) of this section.

(2) The element established under subsection (a) of this section shall connect elements of the intelligence community utilizing the most current available information technology that is applicable to the function of the element.

(3) Personnel of the element established under subsection (a) of this section may carry out the duties and functions of the element at any location that—

(A) has been certified as a secure facility by a department or agency of the United States Government; or

(B) the Director has otherwise determined to be appropriate for such duties and functions

(e) Deadline for establishment

The element required by subsection (a) of this section shall be established as soon as practicable after November 27, 2002, but not later than 90 days after November 27, 2002.
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50 USC § 404n–1. Foreign Terrorist Asset Tracking Center

(a) Establishment

The Director of National Intelligence shall establish within the Central Intelligence Agency an element responsible for conducting all-source intelligence analysis of information relating to the financial capabilities, practices, and activities of individuals, groups, and nations associated with international terrorism in their activities relating to international terrorism.

(b) Designation

The element established under subsection (a) of this section shall be known as the Foreign Terrorist Asset Tracking Center.

(c) Deadline for establishment

The element required by subsection (a) of this section shall be established as soon as practicable after November 27, 2002, but not later than 90 days after November 27, 2002.

50 USC § 404n–2. Terrorist Identification Classification System

(a) Requirement

(1) The Director of National Intelligence shall—

(A) establish and maintain a list of individuals who are known or suspected international terrorists, and of organizations that are known or suspected international terrorist organizations; and

(B) ensure that pertinent information on the list is shared with the departments, agencies, and organizations described by subsection (c) of this section.
(2) The list under paragraph (1), and the mechanisms for sharing information on the list, shall be known as the “Terrorist Identification Classification System”.

(b) Administration

(1) The Director shall prescribe requirements for the inclusion of an individual or organization on the list required by subsection (a) of this section, and for the deletion or omission from the list of an individual or organization currently on the list.

(2) The Director shall ensure that the information utilized to determine the inclusion, or deletion or omission, of an individual or organization on or from the list is derived from all-source intelligence.

(3) The Director shall ensure that the list is maintained in accordance with existing law and regulations governing the collection, storage, and dissemination of intelligence concerning United States persons.

(c) Information sharing

Subject to section 403–1(i) of this title, relating to the protection of intelligence sources and methods, the Director shall provide for the sharing of the list, and information on the list, with such departments and agencies of the Federal Government, State and local government agencies, and entities of foreign governments and international organizations as the Director considers appropriate.

(d) Report on criteria for information sharing

(1) Not later then March 1, 2003, the Director shall submit to the congressional intelligence committees a report describing the criteria used to determine which types of information on the list required by subsection (a) of this section are to be shared, and which types of information are not to be shared, with various departments and agencies of the Federal Government, State and local government agencies, and entities of foreign governments and international organizations.

(2) The report shall include a description of the circumstances in which the Director has determined that sharing information on the list with the departments and agencies of the Federal Government, and of State and local governments, described by subsection (c) of this section would be inappropriate due to the concerns addressed by section 403–3(c)(7) of this title, relating to the protection of sources and methods, and any instance in which the sharing of information on the list has been inappropriate in light of such concerns.
(e) System administration requirements

(1) The Director shall, to the maximum extent practicable, ensure the interoperability of the Terrorist Identification Classification System with relevant information systems of the departments and agencies of the Federal Government, and of State and local governments, described by subsection (c) of this section.

(2) The Director shall ensure that the System utilizes technologies that are effective in aiding the identification of individuals in the field.

(f) Report on status of System

(1) Not later than one year after November 27, 2002, the Director shall, in consultation with the Director of Homeland Security, submit to the congressional intelligence committees a report on the status of the Terrorist Identification Classification System. The report shall contain a certification on the following:

(A) Whether the System contains the intelligence information necessary to facilitate the contribution of the System to the domestic security of the United States.

(B) Whether the departments and agencies having access to the System have access in a manner that permits such departments and agencies to carry out appropriately their domestic security responsibilities.

(C) Whether the System is operating in a manner that maximizes its contribution to the domestic security of the United States.

(D) If a certification under subparagraph (A), (B), or (C) is in the negative, the modifications or enhancements of the System necessary to ensure a future certification in the positive.

(2) The report shall be submitted in unclassified form, but may include a classified annex.

(g) Congressional intelligence committees defined

In this section, the term “congressional intelligence committees” means—

(1) the Select Committee on Intelligence of the Senate; and

(2) the Permanent Select Committee on Intelligence of the House of Representatives.

Effective Date of Repeal

Repeal effective Dec. 31, 2003, see section 361(n) of Pub. L. 108–177, set out as an Effective Date of 2003 Amendment note under section 1611 of Title 10, Armed Forces.

50 USC § 404o. National Counterterrorism Center

(a) Establishment of Center

There is within the Office of the Director of National Intelligence a National Counterterrorism Center.

(b) Director of National Counterterrorism Center

(1) There is a Director of the National Counterterrorism Center, who shall be the head of the National Counterterrorism Center, and who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) The Director of the National Counterterrorism Center may not simultaneously serve in any other capacity in the executive branch.

(c) Reporting

(1) The Director of the National Counterterrorism Center shall report to the Director of National Intelligence with respect to matters described in paragraph (2) and the President with respect to matters described in paragraph (3).

(2) The matters described in this paragraph are as follows:

(A) The budget and programs of the National Counterterrorism Center.
(B) The activities of the Directorate of Intelligence of the National Counterterrorism Center under subsection (i).

(C) The conduct of intelligence operations implemented by other elements of the intelligence community; and

(3) The matters described in this paragraph are the planning and progress of joint counterterrorism operations (other than intelligence operations).

(d) **Primary missions**

The primary missions of the National Counterterrorism Center shall be as follows:

(1) To serve as the primary organization in the United States Government for analyzing and integrating all intelligence possessed or acquired by the United States Government pertaining to terrorism and counterterrorism, excepting intelligence pertaining exclusively to domestic terrorists and domestic counterterrorism.

(2) To conduct strategic operational planning for counterterrorism activities, integrating all instruments of national power, including diplomatic, financial, military, intelligence, homeland security, and law enforcement activities within and among agencies.

(3) To assign roles and responsibilities as part of its strategic operational planning duties to lead Departments or agencies, as appropriate, for counterterrorism activities that are consistent with applicable law and that support counterterrorism strategic operational plans, but shall not direct the execution of any resulting operations.

(4) To ensure that agencies, as appropriate, have access to and receive all-source intelligence support needed to execute their counterterrorism plans or perform independent, alternative analysis.

(5) To ensure that such agencies have access to and receive intelligence needed to accomplish their assigned activities.

(6) To serve as the central and shared knowledge bank on known and suspected terrorists and international terror groups, as well as their goals, strategies, capabilities, and networks of contacts and support.

(e) **Domestic counterterrorism intelligence**
(1) The Center may, consistent with applicable law, the direction of the President, and the guidelines referred to in section 403–1(b) of this title, receive intelligence pertaining exclusively to domestic counterterrorism from any Federal, State, or local government or other source necessary to fulfill its responsibilities and retain and disseminate such intelligence.

(2) Any agency authorized to conduct counterterrorism activities may request information from the Center to assist it in its responsibilities, consistent with applicable law and the guidelines referred to in section 403–1(b) of this title.

(f) Duties and responsibilities of Director

(1) The Director of the National Counterterrorism Center shall—

(A) serve as the principal adviser to the Director of National Intelligence on intelligence operations relating to counterterrorism;

(B) provide strategic operational plans for the civilian and military counterterrorism efforts of the United States Government and for the effective integration of counterterrorism intelligence and operations across agency boundaries, both inside and outside the United States;

(C) advise the Director of National Intelligence on the extent to which the counterterrorism program recommendations and budget proposals of the departments, agencies, and elements of the United States Government conform to the priorities established by the President;

(D) disseminate terrorism information, including current terrorism threat analysis, to the President, the Vice President, the Secretaries of State, Defense, and Homeland Security, the Attorney General, the Director of the Central Intelligence Agency, and other officials of the executive branch as appropriate, and to the appropriate committees of Congress;

(E) support the Department of Justice and the Department of Homeland Security, and other appropriate agencies, in fulfillment of their responsibilities to disseminate terrorism information, consistent with applicable law, guidelines referred to in section 403–1(b) of this title, Executive orders and other Presidential guidance, to State and local government officials, and other entities, and coordinate dissemination of terrorism information to foreign governments as approved by the Director of National Intelligence;

(F) develop a strategy for combining terrorist travel intelligence operations and law enforcement planning and operations into a cohesive effort to intercept terrorists, find terrorist travel facilitators, and constrain terrorist mobility;
(G) have primary responsibility within the United States Government for conducting net assessments of terrorist threats;

(H) consistent with priorities approved by the President, assist the Director of National Intelligence in establishing requirements for the intelligence community for the collection of terrorism information; and

(I) perform such other duties as the Director of National Intelligence may prescribe or are prescribed by law.

(2) Nothing in paragraph (1)(G) shall limit the authority of the departments and agencies of the United States to conduct net assessments.

(g) Limitation

The Director of the National Counterterrorism Center may not direct the execution of counterterrorism operations.

(h) Resolution of disputes

The Director of National Intelligence shall resolve disagreements between the National Counterterrorism Center and the head of a department, agency, or element of the United States Government on designations, assignments, plans, or responsibilities under this section. The head of such a department, agency, or element may appeal the resolution of the disagreement by the Director of National Intelligence to the President.

(i) Directorate of Intelligence

The Director of the National Counterterrorism Center shall establish and maintain within the National Counterterrorism Center a Directorate of Intelligence which shall have primary responsibility within the United States Government for analysis of terrorism and terrorist organizations (except for purely domestic terrorism and domestic terrorist organizations) from all sources of intelligence, whether collected inside or outside the United States.

(j) Directorate of Strategic Operational Planning

(1) The Director of the National Counterterrorism Center shall establish and maintain within the National Counterterrorism Center a Directorate of Strategic Operational Planning which shall provide strategic operational plans for counterterrorism operations conducted by the United States Government.
(2) Strategic operational planning shall include the mission, objectives to be achieved, tasks to be performed, interagency coordination of operational activities, and the assignment of roles and responsibilities.

(3) The Director of the National Counterterrorism Center shall monitor the implementation of strategic operational plans, and shall obtain information from each element of the intelligence community, and from each other department, agency, or element of the United States Government relevant for monitoring the progress of such entity in implementing such plans.


50 USC § 4040–1. National Counter Proliferation Center

(a) Establishment

(1) The President shall establish a National Counter Proliferation Center, taking into account all appropriate government tools to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(2) The head of the National Counter Proliferation Center shall be the Director of the National Counter Proliferation Center, who shall be appointed by the Director of National Intelligence.

(3) The National Counter Proliferation Center shall be located within the Office of the Director of National Intelligence.

(b) Missions and objectives

In establishing the National Counter Proliferation Center, the President shall address the following missions and objectives to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies:

(1) Establishing a primary organization within the United States Government for analyzing and integrating all intelligence possessed or acquired by the United States pertaining to proliferation.

(2) Ensuring that appropriate agencies have full access to and receive all-source intelligence support needed to execute their counter proliferation plans or activities, and perform independent, alternative analyses.
(3) Establishing a central repository on known and suspected proliferation activities, including the goals, strategies, capabilities, networks, and any individuals, groups, or entities engaged in proliferation.

(4) Disseminating proliferation information, including proliferation threats and analyses, to the President, to the appropriate departments and agencies, and to the appropriate committees of Congress.

(5) Conducting net assessments and warnings about the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(6) Coordinating counter proliferation plans and activities of the various departments and agencies of the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(7) Conducting strategic operational counter proliferation planning for the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(c) National security waiver

The President may waive the requirements of this section, and any parts thereof, if the President determines that such requirements do not materially improve the ability of the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies. Such waiver shall be made in writing to Congress and shall include a description of how the missions and objectives in subsection (b) of this section are being met.

(d) Report to Congress

(1) Not later than nine months after the implementation of this Act, the President shall submit to Congress, in classified form if necessary, the findings and recommendations of the President’s Commission on Weapons of Mass Destruction established by Executive Order in February 2004, together with the views of the President regarding the establishment of a National Counter Proliferation Center.

(2) If the President decides not to exercise the waiver authority granted by subsection (c) of this section, the President shall submit to Congress from time to time updates and plans regarding the establishment of a National Counter Proliferation Center.
(e) Sense of Congress

It is the sense of Congress that a central feature of counter proliferation activities, consistent with the President’s Proliferation Security Initiative, should include the physical interdiction, by air, sea, or land, of weapons of mass destruction, their delivery systems, and related materials and technologies, and enhanced law enforcement activities to identify and disrupt proliferation networks, activities, organizations, and persons.


50 USC § 4040–2. National Intelligence Centers

(a) Authority to establish

The Director of National Intelligence may establish one or more national intelligence centers to address intelligence priorities, including, but not limited to, regional issues.

(b) Resources of directors of centers

(1) The Director of National Intelligence shall ensure that the head of each national intelligence center under subsection (a) of this section has appropriate authority, direction, and control of such center, and of the personnel assigned to such center, to carry out the assigned mission of such center.

(2) The Director of National Intelligence shall ensure that each national intelligence center has appropriate personnel to accomplish effectively the mission of such center.

(c) Information sharing

The Director of National Intelligence shall, to the extent appropriate and practicable, ensure that each national intelligence center under subsection (a) of this section and the other elements of the intelligence community share information in order to facilitate the mission of such center.

(d) Mission of centers

Pursuant to the direction of the Director of National Intelligence, each national intelligence center under subsection (a) of this section may, in the area of intelligence responsibility assigned to such center—
(1) have primary responsibility for providing all-source analysis of intelligence based upon intelligence gathered both domestically and abroad;

(2) have primary responsibility for identifying and proposing to the Director of National Intelligence intelligence collection and analysis and production requirements; and

(3) perform such other duties as the Director of National Intelligence shall specify.

(e) **Review and modification of centers**

The Director of National Intelligence shall determine on a regular basis whether—

(1) the area of intelligence responsibility assigned to each national intelligence center under subsection (a) of this section continues to meet appropriate intelligence priorities; and

(2) the staffing and management of such center remains appropriate for the accomplishment of the mission of such center.

(f) **Termination**

The Director of National Intelligence may terminate any national intelligence center under subsection (a) of this section.

(g) **Separate budget account**

The Director of National Intelligence shall, as appropriate, include in the National Intelligence Program budget a separate line item for each national intelligence center under subsection (a) of this section.

SUBCHAPTER II—MISCELLANEOUS AND
CONFORMING PROVISIONS

50 USC § 405. Advisory committees; appointment;
compensation of part-time personnel; applicability of
other laws

(a) The Director of the Office of Defense Mobilization, the Director of National
Intelligence, and the National Security Council, acting through its Executive
Secretary, are authorized to appoint such advisory committees and to employ,
consistent with other provisions of this Act, such part-time advisory personnel as
they may deem necessary in carrying out their respective functions and the
functions of agencies under their control. Persons holding other offices or
positions under the United States for which they receive compensation, while
serving as members of such committees, shall receive no additional
compensation for such service. Retired members of the uniformed services
employed by the Director of National Intelligence who hold no other office or
position under the United States for which they receive compensation, other
members of such committees and other part-time advisory personnel so
employed may serve without compensation or may receive compensation at a
daily rate not to exceed the daily equivalent of the rate of pay in effect for grade
GS–18 of the General Schedule established by section 5332 of title 5, as
determined by the appointing authority.

(b) Service of an individual as a member of any such advisory committee, or in
any other part-time capacity for a department or agency hereunder, shall not be
considered as service bringing such individual within the provisions of section
203, 205, or 207 of title 18, unless the act of such individual, which by such
section is made unlawful when performed by an individual referred to in such
section, is with respect to any particular matter which directly involves a
department or agency which such person is advising or in which such department
or agency is directly interested.

(July 26, 1947, ch. 343, title III, §303, 61 Stat. 507; Aug. 10, 1949, ch. 412, §10(c),
§53(b), 68A Stat. 676, 684; 1958 Reorg. Plan No. 1, §2, eff. July 1, 1958, 23 F.R.
103, 4–102, July 20, 1979, 44 F.R. 43239; Pub. L. 97–89, title V, §504, Dec. 4,
50 USC § 406. Omitted

Codification

Section, act June 24, 1948, ch. 632, 62 Stat. 648, which related to authority of former Chairman of National Security Resources Board to appoint advisory committee members and part-time advisory personnel at rates up to $50 per day, has been superseded by section 405(a) of this title.

50 USC § 407. Study or plan of surrender; use of appropriations

No part of the funds appropriated in any act shall be used to pay (1) any person, firm, or corporation, or any combinations of persons, firms, or corporations, to conduct a study or to plan when and how or in what circumstances the Government of the United States should surrender this country and its people to any foreign power, (2) the salary or compensation of any employee or official of the Government of the United States who proposes or contracts or who has entered into contracts for the making of studies or plans for the surrender by the Government of the United States of this country and its people to any foreign power in any event or under any circumstances.


50 USC § 408. Applicable laws

Except to the extent inconsistent with the provisions of this Act, the provisions of title 4 of the Revised Statutes as now or hereafter amended shall be applicable to the Department of Defense.

(July 26, 1947, ch. 343, title II, §201(d), as added Aug. 10, 1949, ch. 412, §4, 63 Stat. 579.)

50 USC § 409. Definitions of military departments

(a) The term “Department of the Army” as used in this Act shall be construed to mean the Department of the Army at the seat of the government and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Department of the Army.

(b) The term “Department of the Navy” as used in this Act shall be construed to mean the Department of the Navy at the seat of the government; the headquarters, United States Marine Corps; the entire operating forces of the United States Navy, including naval aviation, and of the United States Marine Corps, including the reserve components of such forces; all field activities,
headquarters, forces, bases, installations, activities, and functions under the control or supervision of the Department of the Navy; and the United States Coast Guard when operating as a part of the Navy pursuant to law.

(c) The term “Department of the Air Force” as used in this Act shall be construed to mean the Department of the Air Force at the seat of the government and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Department of the Air Force.

(July 26, 1947, ch. 343, title II, §§205(c), 206(a), 207(c), 61 Stat. 501, 502.)

50 USC § 409a. National Security Agency voluntary separation

(a) Short title

This section may be cited as the “National Security Agency Voluntary Separation Act”.

(b) Definitions

For purposes of this section—

(1) the term “Director” means the Director of the National Security Agency; and

(2) the term “employee” means an employee of the National Security Agency, serving under an appointment without time limitation, who has been currently employed by the National Security Agency for a continuous period of at least 12 months prior to the effective date of the program established under subsection (c) of this section, except that such term does not include—

(A) a reemployed annuitant under subchapter III of chapter 83 or chapter 84 of title 5 or another retirement system for employees of the Government; or

(B) an employee having a disability on the basis of which such employee is or would be eligible for disability retirement under any of the retirement systems referred to in subparagraph (A).

(c) Establishment of program

Notwithstanding any other provision of law, the Director, in his sole discretion, may establish a program under which employees may, after October 1, 2000, be eligible for early retirement, offered separation pay to separate from service voluntarily, or both.
(d) Early retirement

An employee who—

(1) is at least 50 years of age and has completed 20 years of service; or

(2) has at least 25 years of service,

may, pursuant to regulations promulgated under this section, apply and be retired from the National Security Agency and receive benefits in accordance with chapter 83 or 84 of title 5 if the employee has not less than 10 years of service with the National Security Agency.

(e) Amount of separation pay and treatment for other purposes

(1) Amount

Separation pay shall be paid in a lump sum and shall be equal to the lesser of—

(A) an amount equal to the amount the employee would be entitled to receive under section 5595(c) of title 5 if the employee were entitled to payment under such section; or

(B) $25,000.

(2) Treatment

Separation pay shall not—

(A) be a basis for payment, and shall not be included in the computation, of any other type of Government benefit; and

(B) be taken into account for the purpose of determining the amount of any severance pay to which an individual may be entitled under section 5595 of title 5 based on any other separation.

(f) Reemployment restrictions

An employee who receives separation pay under such program may not be reemployed by the National Security Agency for the 12-month period beginning on the effective date of the employee’s separation. An employee who receives separation pay under this section on the basis of a separation occurring on or after March 30, 1994, and accepts employment with the Government of the
United States within 5 years after the date of the separation on which payment of the separation pay is based shall be required to repay the entire amount of the separation pay to the National Security Agency. If the employment is with an Executive agency (as defined by section 105 of title 5), the Director of the Office of Personnel Management may, at the request of the head of the agency, waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position. If the employment is with an entity in the legislative branch, the head of the entity or the appointing official may waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position. If the employment is with the judicial branch, the Director of the Administrative Office of the United States Courts may waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position.

(g) Bar on certain employment

(1) Bar

An employee may not be separated from service under this section unless the employee agrees that the employee will not—

(A) act as agent or attorney for, or otherwise represent, any other person (except the United States) in any formal or informal appearance before, or, with the intent to influence, make any oral or written communication on behalf of any other person (except the United States) to the National Security Agency; or

(B) participate in any manner in the award, modification, or extension of any contract for property or services with the National Security Agency,

during the 12-month period beginning on the effective date of the employee's separation from service.

(2) Penalty

An employee who violates an agreement under this subsection shall be liable to the United States in the amount of the separation pay paid to the employee pursuant to this section multiplied by the proportion of the 12-month period during which the employee was in violation of the agreement.

(h) Limitations

Under this program, early retirement and separation pay may be offered only—
(1) with the prior approval of the Director;

(2) for the period specified by the Director; and

(3) to employees within such occupational groups or geographic locations, or subject to such other similar limitations or conditions, as the Director may require.

(i) Regulations

Before an employee may be eligible for early retirement, separation pay, or both, under this section, the Director shall prescribe such regulations as may be necessary to carry out this section.

(j) Notification of exercise of authority

The Director may not make an offer of early retirement, separation pay, or both, pursuant to this section until 15 days after submitting to the congressional intelligence committees a report describing the occupational groups or geographic locations, or other similar limitations or conditions, required by the Director under subsection (h) of this section, and includes the proposed regulations issued pursuant to subsection (i) of this section.

(k) Remittance of funds

In addition to any other payment that is required to be made under subchapter III of chapter 83 or chapter 84 of title 5, the National Security Agency shall remit to the Office of Personnel Management for deposit in the Treasury of the United States to the credit of the Civil Service Retirement and Disability Fund, an amount equal to 15 percent of the final basic pay of each employee to whom a voluntary separation payment has been or is to be paid under this section. The remittance required by this subsection shall be in lieu of any remittance required by section 4(a) of the Federal Workforce Restructuring Act of 1994 (5 U.S.C. 8331 note).


50 USC § 409b. Authority of Federal Bureau of Investigation to award personal services contracts

(a) In general
The Director of the Federal Bureau of Investigation may enter into personal services contracts if the personal services to be provided under such contracts directly support the intelligence or counterintelligence missions of the Federal Bureau of Investigation.

(b) Inapplicability of certain requirements

Contracts under subsection (a) of this section shall not be subject to the annuity offset requirements of sections 8344 and 8468 of title 5, the requirements of section 3109 of title 5, or any law or regulation requiring competitive contracting.

(c) Contract to be appropriate means of securing services

The Chief Contracting Officer of the Federal Bureau of Investigation shall ensure that each personal services contract entered into by the Director under this section is the appropriate means of securing the services to be provided under such contract.


Prior Provisions


50 USC § 409b–1. Reports on exercise of authority

(1) Not later than one year after December 13, 2003, and annually thereafter, the Director of the Federal Bureau of Investigation shall submit to the appropriate committees of Congress a report on the exercise of the authority in section 409b of this title.

(2) Each report under this section shall include, for the one-year period ending on the date of such report, the following:

(A) The number of contracts entered into during the period.

(B) The cost of each such contract.

(C) The length of each such contract.
(D) The types of services to be provided under each such contract.

(E) The availability, if any, of United States Government personnel to perform functions similar to the services to be provided under each such contract.

(F) The efforts of the Federal Bureau of Investigation to fill available personnel vacancies, or request additional personnel positions, in areas relating to the intelligence or counterintelligence mission of the Bureau.

(3) Each report under this section shall be submitted in unclassified form, but may include a classified annex.

(4) In this section—

(A) for purposes of the submittal of the classified annex to any report under this section, the term “appropriate committees of Congress” means—

(i) the Select Committee on Intelligence of the Senate; and

(ii) the Permanent Select Committee on Intelligence of the House of Representatives; and

(B) for purposes of the submittal of the unclassified portion of any report under this section, the term “appropriate committees of Congress” means—

(i) the committees specified in subparagraph (A);

(ii) the Committees on Appropriations, Governmental Affairs, and the Judiciary of the Senate; and

(iii) the Committees on Appropriations, Government Reform and Oversight, and the Judiciary of the House of Representatives.


50 USC § 410. “Function” and “Department of Defense” defined

(a) As used in this Act, the term “function” includes functions, powers, and duties.
(b) As used in this Act, the term “Department of Defense” shall be deemed to include the military departments of the Army, the Navy, and the Air Force, and all agencies created under title II of this Act.


50 USC § 411. Authorization of appropriations

There are authorized to be appropriated such sums as may be necessary and appropriate to carry out the provisions and purposes of this Act (other than the provisions and purposes of sections 102, 103, 104, 105 [50 U.S.C. 403, 403–3, 403–4, 403–5] and titles V, VI, and VII [50 U.S.C. 413 et seq., 421 et seq., 431 et seq.]).


50 USC § 412. Repealing and savings provisions

All laws, orders, and regulations inconsistent with the provisions of this title are repealed insofar as they are inconsistent with the powers, duties, and responsibilities enacted hereby: Provided, That the powers, duties, and responsibilities of the Secretary of Defense under this title shall be administered in conformance with the policy and requirements for administration of budgetary and fiscal matters in the Government generally, including accounting and financial reporting, and that nothing in this title shall be construed as eliminating or modifying the powers, duties, and responsibilities of any other department, agency, or officer of the Government in connection with such matters, but no such department, agency, or officer shall exercise any such powers, duties, or responsibilities in a manner that will render ineffective the provisions of this title.

(July 26, 1947, ch. 343, title IV, §411, as added Aug. 10, 1949, ch. 412, §11, 63 Stat. 590.)
SUBCHAPTER III—ACCOUNTABILITY FOR INTELLIGENCE ACTIVITIES

50 USC § 413. General congressional oversight provisions

(a) Reports to congressional committees of intelligence activities and anticipated activities

(1) The President shall ensure that the congressional intelligence committees are kept fully and currently informed of the intelligence activities of the United States, including any significant anticipated intelligence activity as required by this subchapter.

(2) Nothing in this subchapter shall be construed as requiring the approval of the congressional intelligence committees as a condition precedent to the initiation of any significant anticipated intelligence activity.

(b) Reports concerning illegal intelligence activities

The President shall ensure that any illegal intelligence activity is reported promptly to the congressional intelligence committees, as well as any corrective action that has been taken or is planned in connection with such illegal activity.

(c) Procedures for reporting information

The President and the congressional intelligence committees shall each establish such written procedures as may be necessary to carry out the provisions of this subchapter.

(d) Procedures to protect from unauthorized disclosure

The House of Representatives and the Senate shall each establish, by rule or resolution of such House, procedures to protect from unauthorized disclosure all classified information, and all information relating to intelligence sources and methods, that is furnished to the congressional intelligence committees or to Members of Congress under this subchapter. Such procedures shall be established in consultation with the Director of National Intelligence. In accordance with such procedures, each of the congressional intelligence committees shall promptly call to the attention of its respective House, or to any appropriate committee or committees of its respective House, any matter relating to intelligence activities requiring the attention of such House or such committee or committees.

(e) Construction of authority conferred
Nothing in this Act shall be construed as authority to withhold information from the congressional intelligence committees on the grounds that providing the information to the congressional intelligence committees would constitute the unauthorized disclosure of classified information or information relating to intelligence sources and methods.

(f) “Intelligence activities” defined

As used in this section, the term “intelligence activities” includes covert actions as defined in section 413b(e) of this title, and includes financial intelligence activities.


50 USC § 413a. Reporting of intelligence activities other than covert actions

(a) In general

To the extent consistent with due regard for the protection from unauthorized disclosure of classified information relating to sensitive intelligence sources and methods or other exceptionally sensitive matters, the Director of National Intelligence and the heads of all departments, agencies, and other entities of the United States Government involved in intelligence activities shall—

(1) keep the congressional intelligence committees fully and currently informed of all intelligence activities, other than a covert action (as defined in section 413b(e) of this title), which are the responsibility of, are engaged in by, or are carried out for or on behalf of, any department, agency, or entity of the United States Government, including any significant anticipated intelligence activity and any significant intelligence failure; and

(2) furnish the congressional intelligence committees any information or material concerning intelligence activities (including the legal basis under which the intelligence activity is being or was conducted), other than covert actions, which is within their custody or control, and which is requested by either of the congressional intelligence committees in order to carry out its authorized responsibilities.

(b) Form and contents of certain reports
Any report relating to a significant anticipated intelligence activity or a significant intelligence failure that is submitted to the congressional intelligence committees for purposes of subsection (a)(1) of this section shall be in writing, and shall contain the following:

(1) A concise statement of any facts pertinent to such report.

(2) An explanation of the significance of the intelligence activity or intelligence failure covered by such report.

(c) Standards and procedures for certain reports

The Director of National Intelligence, in consultation with the heads of the departments, agencies, and entities referred to in subsection (a) of this section, shall establish standards and procedures applicable to reports covered by subsection (b) of this section.

(50 USC § 413b. Presidential approval and reporting of covert actions)

(a) Presidential findings

The President may not authorize the conduct of a covert action by departments, agencies, or entities of the United States Government unless the President determines such an action is necessary to support identifiable foreign policy objectives of the United States and is important to the national security of the United States, which determination shall be set forth in a finding that shall meet each of the following conditions:

(1) Each finding shall be in writing, unless immediate action by the United States is required and time does not permit the preparation of a written finding, in which case a written record of the President's decision shall be contemporaneously made and shall be reduced to a written finding as soon as possible but in no event more than 48 hours after the decision is made.

(2) Except as permitted by paragraph (1), a finding may not authorize or sanction a covert action, or any aspect of any such action, which already has occurred.
(3) Each finding shall specify each department, agency, or entity of the United States Government authorized to fund or otherwise participate in any significant way in such action. Any employee, contractor, or contract agent of a department, agency, or entity of the United States Government other than the Central Intelligence Agency directed to participate in any way in a covert action shall be subject either to the policies and regulations of the Central Intelligence Agency, or to written policies or regulations adopted by such department, agency, or entity, to govern such participation.

(4) Each finding shall specify whether it is contemplated that any third party which is not an element of, or a contractor or contract agent of, the United States Government, or is not otherwise subject to United States Government policies and regulations, will be used to fund or otherwise participate in any significant way in the covert action concerned, or be used to undertake the covert action concerned on behalf of the United States.

(5) A finding may not authorize any action that would violate the Constitution or any statute of the United States.

(b) Reports to congressional intelligence committees; production of information

To the extent consistent with due regard for the protection from unauthorized disclosure of classified information relating to sensitive intelligence sources and methods or other exceptionally sensitive matters, the Director of National Intelligence and the heads of all departments, agencies, and entities of the United States Government involved in a covert action—

(1) shall keep the congressional intelligence committees fully and currently informed of all covert actions which are the responsibility of, are engaged in by, or are carried out for or on behalf of, any department, agency, or entity of the United States Government, including significant failures; and

(2) shall furnish to the congressional intelligence committees any information or material concerning covert actions (including the legal basis under which the covert action is being or was conducted) which is in the possession, custody, or control of any department, agency, or entity of the United States Government and which is requested by either of the congressional intelligence committees in order to carry out its authorized responsibilities.

(c) Timing of reports; access to finding

(1) The President shall ensure that any finding approved pursuant to subsection (a) of this section shall be reported in writing to the congressional intelligence committees as soon as possible after such approval and before the initiation of
the covert action authorized by the finding, except as otherwise provided in paragraph (2) and paragraph (3).

(2) If the President determines that it is essential to limit access to the finding to meet extraordinary circumstances affecting vital interests of the United States, the finding may be reported to the chairmen and ranking minority members of the congressional intelligence committees, the Speaker and minority leader of the House of Representatives, the majority and minority leaders of the Senate, and such other member or members of the congressional leadership as may be included by the President.

(3) Whenever a finding is not reported pursuant to paragraph (1) or (2) of this section, the President shall fully inform the congressional intelligence committees in a timely fashion and shall provide a statement of the reasons for not giving prior notice.

(4) In a case under paragraph (1), (2), or (3), a copy of the finding, signed by the President, shall be provided to the chairman of each congressional intelligence committee.

(5)(A) When access to a finding, or a notification provided under subsection (d)(1), is limited to the Members of Congress specified in paragraph (2), a written statement of the reasons for limiting such access shall also be provided.

(B) Not later than 180 days after a statement of reasons is submitted in accordance with subparagraph (A) or this subparagraph, the President shall ensure that—

(i) all members of the congressional intelligence committees are provided access to the finding or notification; or

(ii) a statement of reasons that it is essential to continue to limit access to such finding or such notification to meet extraordinary circumstances affecting vital interests of the United States is submitted to the Members of Congress specified in paragraph (2).

(d) Changes in previously approved actions

(1) The President shall ensure that the congressional intelligence committees, or, if applicable, the Members of Congress specified in subsection (c)(2) of this section, are notified in writing of any significant change in a previously approved covert action, or any significant undertaking pursuant to a previously approved finding, in the same manner as findings are reported pursuant to subsection (c) of this section.
(2) In determining whether an activity constitutes a significant undertaking for purposes of paragraph (1), the President shall consider whether the activity—

(A) involves significant risk of loss of life;

(B) requires an expansion of existing authorities, including authorities relating to research, development, or operations;

(C) results in the expenditure of significant funds or other resources;

(D) requires notification under section 414 of this title;

(E) gives rise to a significant risk of disclosing intelligence sources or methods; or

(F) presents a reasonably foreseeable risk of serious damage to the diplomatic relations of the United States if such activity were disclosed without authorization.

(e) “Covert action” defined

As used in this subchapter, the term “covert action” means an activity or activities of the United States Government to influence political, economic, or military conditions abroad, where it is intended that the role of the United States Government will not be apparent or acknowledged publicly, but does not include—

(1) activities the primary purpose of which is to acquire intelligence, traditional counterintelligence activities, traditional activities to improve or maintain the operational security of United States Government programs, or administrative activities;

(2) traditional diplomatic or military activities or routine support to such activities;

(3) traditional law enforcement activities conducted by United States Government law enforcement agencies or routine support to such activities; or

(4) activities to provide routine support to the overt activities (other than activities described in paragraph (1), (2), or (3)) of other United States Government agencies abroad.

(f) Prohibition on covert actions intended to influence United States political processes, etc.
No covert action may be conducted which is intended to influence United States political processes, public opinion, policies, or media.

(g) Notice and general description where access to finding or notification limited; maintenance of records and written statements

(1) In any case where access to a finding reported under subsection (c) or notification provided under subsection (d)(1) is not made available to all members of a congressional intelligence committee in accordance with subsection (c)(2), the President shall notify all members of such committee that such finding or such notification has been provided only to the members specified in subsection (c)(2).

(2) In any case where access to a finding reported under subsection (c) or notification provided under subsection (d)(1) is not made available to all members of a congressional intelligence committee in accordance with subsection (c)(2), the President shall provide to all members of such committee a general description regarding the finding or notification, as applicable, consistent with the reasons for not yet fully informing all members of such committee.

(3) The President shall maintain—

(A) a record of the members of Congress to whom a finding is reported under subsection (c) or notification is provided under subsection (d)(1) and the date on which each member of Congress receives such finding or notification; and

(B) each written statement provided under subsection (c)(5).


50 USC § 413c. Communications with the Committees on Armed Services of the Senate and the House of Representatives

(a) Requests of committees

The Director of the National Counterterrorism Center, the Director of a national intelligence center, or the head of any element of the intelligence community shall, not later than 45 days after receiving a written request from the Chair or ranking minority member of the Committee on Armed Services of the Senate or the Committee on Armed Services of the House of Representatives for any
existing intelligence assessment, report, estimate, or legal opinion relating to matters within the jurisdiction of such Committee, make available to such committee such assessment, report, estimate, or legal opinion, as the case may be.

(b) Assertion of privilege

(1) In general

In response to a request covered by subsection (a), the Director of the National Counterterrorism Center, the Director of a national intelligence center, or the head of any element of the intelligence community shall provide to the Committee making such request the document or information covered by such request unless the President determines that such document or information shall not be provided because the President is asserting a privilege pursuant to the Constitution of the United States.

(2) Submission to Congress

The White House Counsel shall submit to Congress in writing any assertion by the President under paragraph (1) of a privilege pursuant to the Constitution.

(c) Definitions

In this section:

(1) Intelligence community

The term “intelligence community” has the meaning given the term in section 401a(4) of this title.

(2) Intelligence assessment

The term “intelligence assessment” means an intelligence-related analytical study of a subject of policy significance and does not include building-block papers, research projects, and reference aids.

(3) Intelligence estimate

The term “intelligence estimate” means an appraisal of available intelligence relating to a specific situation or condition with a view to determining the courses of action open to an enemy or potential enemy and the probable order of adoption of such courses of action.

50 USC § 414. Funding of intelligence activities

(a) Obligations and expenditures for intelligence or intelligence-related activity; prerequisites

Appropriated funds available to an intelligence agency may be obligated or expended for an intelligence or intelligence-related activity only if—

(1) those funds were specifically authorized by the Congress for use for such activities; or

(2) in the case of funds from the Reserve for Contingencies of the Central Intelligence Agency and consistent with the provisions of section 413b of this title concerning any significant anticipated intelligence activity, the Director of the Central Intelligence Agency has notified the appropriate congressional committees of the intent to make such funds available for such activity; or

(3) in the case of funds specifically authorized by the Congress for a different activity—

(A) the activity to be funded is a higher priority intelligence or intelligence-related activity;

(B) the use of such funds for such activity supports an emergent need, improves program effectiveness, or increases efficiency; and

(C) the Director of National Intelligence, the Secretary of Defense, or the Attorney General, as appropriate, has notified the appropriate congressional committees of the intent to make such funds available for such activity;

(4) nothing in this subsection prohibits obligation or expenditure of funds available to an intelligence agency in accordance with sections 1535 and 1536 of title 31.

(b) Activities denied funding by Congress

Funds available to an intelligence agency may not be made available for any intelligence or intelligence-related activity for which funds were denied by the Congress.

(c) Presidential finding required for expenditure of funds on covert action
No funds appropriated for, or otherwise available to, any department, agency, or entity of the United States Government may be expended, or may be directed to be expended, for any covert action, as defined in section 413b(e) of this title, unless and until a Presidential finding required by subsection (a) of section 413b of this title has been signed or otherwise issued in accordance with that subsection.

(d) Report to Congressional committees required for expenditure of nonappropriated funds for intelligence activity

(1) Except as otherwise specifically provided by law, funds available to an intelligence agency that are not appropriated funds may be obligated or expended for an intelligence or intelligence-related activity only if those funds are used for activities reported to the appropriate congressional committees pursuant to procedures which identify—

(A) the types of activities for which nonappropriated funds may be expended; and

(B) the circumstances under which an activity must be reported as a significant anticipated intelligence activity before such funds can be expended.

(2) Procedures for purposes of paragraph (1) shall be jointly agreed upon by the congressional intelligence committees and, as appropriate, the Director of National Intelligence or the Secretary of Defense.

(e) Definitions

As used in this section—

(1) the term “intelligence agency” means any department, agency, or other entity of the United States involved in intelligence or intelligence-related activities;

(2) the term “appropriate congressional committees” means the Permanent Select Committee on Intelligence and the Committee on Appropriations of the House of Representatives and the Select Committee on Intelligence and the Committee on Appropriations of the Senate; and

(3) the term “specifically authorized by the Congress” means that—

(A) the activity and the amount of funds proposed to be used for that activity were identified in a formal budget request to the Congress, but funds shall be deemed to be specifically authorized for that activity only to the extent that the
Congress both authorized the funds to be appropriated for that activity and appropriated the funds for that activity; or

(B) although the funds were not formally requested, the Congress both specifically authorized the appropriation of the funds for the activity and appropriated the funds for the activity.


50 USC § 415. Notice to Congress of certain transfers of defense articles and defense services

(a)(1) The transfer of a defense article or defense service, or the anticipated transfer in any fiscal year of any aggregation of defense articles or defense services, exceeding $1,000,000 in value by an intelligence agency to a recipient outside that agency shall be considered a significant anticipated intelligence activity for the purpose of this subchapter.

(2) Paragraph (1) does not apply if—

(A) the transfer is being made to a department, agency, or other entity of the United States (so long as there will not be a subsequent retransfer of the defense articles or defense services outside the United States Government in conjunction with an intelligence or intelligence-related activity); or

(B) the transfer—

(i) is being made pursuant to authorities contained in part II of the Foreign Assistance Act of 1961 [22 U.S.C. 2301 et seq.], the Arms Export Control Act [22 U.S.C. 2751 et seq.], title 10 (including a law enacted pursuant to section 7307(a) of that title), or chapters 1 to 11 of title 40 and division C (except sections 3302, 3307(e), 3501(b), 3509, 3906, 4710, and 4711) of subtitle I of title 41, and

(ii) is not being made in conjunction with an intelligence or intelligence-related activity.
(3) An intelligence agency may not transfer any defense articles or defense services outside the agency in conjunction with any intelligence or intelligence-related activity for which funds were denied by the Congress.

(b) As used in this section—

(1) the term “intelligence agency” means any department, agency, or other entity of the United States involved in intelligence or intelligence-related activities;

(2) the terms “defense articles” and “defense services” mean the items on the United States Munitions List pursuant to section 38 of the Arms Export Control Act [22 U.S.C. 2778] (22 CFR part 121);

(3) the term “transfer” means—

(A) in the case of defense articles, the transfer of possession of those articles; and

(B) in the case of defense services, the provision of those services; and

(4) the term “value” means—

(A) in the case of defense articles, the greater of—

(i) the original acquisition cost to the United States Government, plus the cost of improvements or other modifications made by or on behalf of the Government; or

(ii) the replacement cost; and

(B) in the case of defense services, the full cost to the Government of providing the services.


50 USC § 415a. Specificity of National Intelligence Program budget amounts for counterterrorism,
counterproliferation, counternarcotics, and counterintelligence

(a) In general

The budget justification materials submitted to Congress in support of the budget of the President for a fiscal year that is submitted to Congress under section 1105(a) of title 31 shall set forth separately the aggregate amount requested for that fiscal year for the National Intelligence Program for each of the following:

(1) Counterterrorism.

(2) Counterproliferation.

(3) Counternarcotics.

(4) Counterintelligence.

(b) Election of classified or unclassified form

Amounts set forth under subsection (a) of this section may be set forth in unclassified form or classified form, at the election of the Director of National Intelligence.


50 USC § 415a–1. Budget treatment of costs of acquisition of major systems by the intelligence community

(a) Independent cost estimates

(1) The Director of National Intelligence shall, in consultation with the head of each element of the intelligence community concerned, prepare an independent cost estimate of the full life-cycle cost of development, procurement, and operation of each major system to be acquired by the intelligence community.

(2)(A) Each independent cost estimate for a major system shall, to the maximum extent practicable, specify the amount required to be appropriated and obligated to develop, procure, and operate the major system in each fiscal year of the
proposed period of development, procurement, and operation of the major system.

(B) For major system acquisitions requiring a service or capability from another acquisition or program to deliver the end-to-end functionality for the intelligence community end users, independent cost estimates shall include, to the maximum extent practicable, all estimated costs across all pertinent elements of the intelligence community. For collection programs, such cost estimates shall include the cost of new analyst training, new hardware and software for data exploitation and analysis, and any unique or additional costs for data processing, storing, and power, space, and cooling across the life cycle of the program. If such costs for processing, exploitation, dissemination, and storage are scheduled to be executed in other elements of the intelligence community, the independent cost estimate shall identify and annotate such costs for such other elements accordingly.

(3)(A) In the case of a program of the intelligence community that qualifies as a major system, an independent cost estimate shall be prepared before the submission to Congress of the budget of the President for the first fiscal year in which appropriated funds are anticipated to be obligated for the development or procurement of such major system.

(B) In the case of a program of the intelligence community for which an independent cost estimate was not previously required to be prepared under this section, including a program for which development or procurement commenced before December 13, 2003, if the aggregate future costs of development or procurement (or any combination of such activities) of the program will exceed $500,000,000 (in current fiscal year dollars), the program shall qualify as a major system for purposes of this section, and an independent cost estimate for such major system shall be prepared before the submission to Congress of the budget of the President for the first fiscal year thereafter in which appropriated funds are anticipated to be obligated for such major system.

(4) The independent cost estimate for a major system shall be updated upon—

(A) the completion of any preliminary design review associated with the major system;

(B) any significant modification to the anticipated design of the major system; or

(C) any change in circumstances that renders the current independent cost estimate for the major system inaccurate.
(5) Any update of an independent cost estimate for a major system under paragraph (4) shall meet all requirements for independent cost estimates under this section, and shall be treated as the most current independent cost estimate for the major system until further updated under that paragraph.

(b) Preparation of independent cost estimates

(1) The Director shall establish within the Office of the Director of National Intelligence for Community Management an office which shall be responsible for preparing independent cost estimates, and any updates thereof, under subsection (a) of this section, unless a designation is made under paragraph (2).

(2) In the case of the acquisition of a major system for an element of the intelligence community within the Department of Defense, the Director and the Secretary of Defense shall provide that the independent cost estimate, and any updates thereof, under subsection (a) of this section be prepared by an entity jointly designated by the Director and the Secretary in accordance with section 2434(b)(1)(A) of title 10.

(c) Utilization in budgets of President

(1) If the budget of the President requests appropriations for any fiscal year for the development or procurement of a major system by the intelligence community, the President shall, subject to paragraph (2), request in such budget an amount of appropriations for the development or procurement, as the case may be, of the major system that is equivalent to the amount of appropriations identified in the most current independent cost estimate for the major system for obligation for each fiscal year for which appropriations are requested for the major system in such budget.

(2) If the amount of appropriations requested in the budget of the President for the development or procurement of a major system is less than the amount of appropriations identified in the most current independent cost estimate for the major system for obligation for each fiscal year for which appropriations are requested for the major system in such budget, the President shall include in the budget justification materials submitted to Congress in support of such budget—

(A) an explanation for the difference between the amount of appropriations requested and the amount of appropriations identified in the most current independent cost estimate;

(B) a description of the importance of the major system to the national security;

(C) an assessment of the consequences for the funding of all programs of the National Intelligence Program in future fiscal years if the most current
independent cost estimate for the major system is accurate and additional appropriations are required in future fiscal years to ensure the continued development or procurement of the major system, including the consequences of such funding shortfalls on the major system and all other programs of the National Intelligence Program; and

(D) such other information on the funding of the major system as the President considers appropriate.

(d) Inclusion of estimates in budget justification materials

The budget justification materials submitted to Congress in support of the budget of the President shall include the most current independent cost estimate under this section for each major system for which appropriations are requested in such budget for any fiscal year.

(e) Definitions

In this section:

(1) The term “budget of the President” means the budget of the President for a fiscal year as submitted to Congress under section 1105(a) of title 31.

(2)(A) The term “independent cost estimate” means a pragmatic and neutral analysis, assessment, and quantification of all costs and risks associated with the development, acquisition, procurement, operation, and sustainment of a major system across its proposed life cycle, which shall be based on programmatic and technical specifications provided by the office within the element of the intelligence community with primary responsibility for the development, procurement, or operation of the major system.

(B) In accordance with subsection (a)(2)(B), each independent cost estimate shall include all costs required across elements of the intelligence community to develop, acquire, procure, operate, and sustain the system to provide the end-to-end intelligence functionality of the system, including—

(i) for collection programs, the cost of new analyst training, new hardware and software for data exploitation and analysis, and any unique or additional costs for data processing, storing, and power, space, and cooling across the life cycle of the program; and

(ii) costs for processing, exploitation, dissemination, and storage scheduled to be executed in other elements of the intelligence community.
(3) The term “major system” means any significant program of an element of the intelligence community with projected total development and procurement costs exceeding $500,000,000 (based on fiscal year 2010 constant dollars), which costs shall include all end-to-end program costs, including costs associated with the development and procurement of the program and any other costs associated with the development and procurement of systems required to support or utilize the program.


50 USC § 415a–2. Exhibits for inclusion with budget justification books

Beginning with the fiscal year 2010 budget request, the Director of National Intelligence shall include the budget exhibits identified in paragraphs (1) and (2) as described in the Department of Defense Financial Management Regulation with the congressional budget justification books.

(1) For procurement programs requesting more than $20,000,000 in any fiscal year, the P–1, Procurement Program; P–5, Cost Analysis; P–5a, Procurement History and Planning; P–21, Production Schedule; and P–40 Budget Item Justification.

(2) For research, development, test and evaluation projects requesting more than $10,000,000 in any fiscal year, the R–1, RDT&E Program; R–2, RDT&E Budget Item Justification; R–3, RDT&E Project Cost Analysis; and R–4, RDT&E Program Schedule Profile.


50 USC § 415a–4. Annual personnel level assessments for the intelligence community

(a) Requirement to provide

The Director of National Intelligence shall, in consultation with the head of each element of the intelligence community, prepare an annual personnel level assessment for such element that assesses the personnel levels for such element for the fiscal year following the fiscal year in which the assessment is submitted.

(b) Schedule

Each assessment required by subsection (a) shall be submitted to the congressional intelligence committees each year at the time that the President submits to Congress the budget for a fiscal year pursuant to section 1105 of title 31.

(c) Contents

Each assessment required by subsection (a) submitted during a fiscal year shall contain the following information for the element of the intelligence community concerned:

(1) The budget submission for personnel costs for the upcoming fiscal year.

(2) The dollar and percentage increase or decrease of such costs as compared to the personnel costs of the current fiscal year.

(3) The dollar and percentage increase or decrease of such costs as compared to the personnel costs during the prior 5 fiscal years.

(4) The number of full-time equivalent positions that is the basis for which personnel funds are requested for the upcoming fiscal year.

(5) The numerical and percentage increase or decrease of the number referred to in paragraph (4) as compared to the number of full-time equivalent positions of the current fiscal year.

(6) The numerical and percentage increase or decrease of the number referred to in paragraph (4) as compared to the number of full-time equivalent positions during the prior 5 fiscal years.

(7) The best estimate of the number and costs of core contract personnel to be funded by the element for the upcoming fiscal year.
(8) The numerical and percentage increase or decrease of such costs of core contract personnel as compared to the best estimate of the costs of core contract personnel of the current fiscal year.

(9) The numerical and percentage increase or decrease of such number and such costs of core contract personnel as compared to the number and cost of core contract personnel during the prior 5 fiscal years.

(10) A justification for the requested personnel and core contract personnel levels.

(11) The best estimate of the number of intelligence collectors and analysts employed or contracted by each element of the intelligence community.

(12) A statement by the Director of National Intelligence that, based on current and projected funding, the element concerned will have sufficient—

(A) internal infrastructure to support the requested personnel and core contract personnel levels;

(B) training resources to support the requested personnel levels; and

(C) funding to support the administrative and operational activities of the requested personnel levels.


50 USC § 415a–5. Vulnerability assessments of major systems

(a) Initial vulnerability assessments

(1)(A) Except as provided in subparagraph (B), the Director of National Intelligence shall conduct and submit to the congressional intelligence committees an initial vulnerability assessment for each major system and its significant items of supply—

(i) except as provided in clause (ii), prior to the completion of Milestone B or an equivalent acquisition decision for the major system; or

(ii) prior to the date that is 1 year after October 7, 2010, in the case of a major system for which Milestone B or an equivalent acquisition decision—

(I) was completed prior to such date; or
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(II) is completed on a date during the 180-day period following such date.

(B) The Director may submit to the congressional intelligence committees an initial vulnerability assessment required by clause (ii) of subparagraph (A) not later than 180 days after the date such assessment is required to be submitted under such clause if the Director notifies the congressional intelligence committees of the extension of the submission date under this subparagraph and provides a justification for such extension.

(C) The initial vulnerability assessment of a major system and its significant items of supply shall include use of an analysis-based approach to—

(i) identify vulnerabilities;

(ii) define exploitation potential;

(iii) examine the system's potential effectiveness;

(iv) determine overall vulnerability; and

(v) make recommendations for risk reduction.

(2) If an initial vulnerability assessment for a major system is not submitted to the congressional intelligence committees as required by paragraph (1), funds appropriated for the acquisition of the major system may not be obligated for a major contract related to the major system. Such prohibition on the obligation of funds for the acquisition of the major system shall cease to apply on the date on which the congressional intelligence committees receive the initial vulnerability assessment.

(b) Subsequent vulnerability assessments

(1) The Director of National Intelligence shall, periodically throughout the procurement of a major system or if the Director determines that a change in circumstances warrants the issuance of a subsequent vulnerability assessment, conduct a subsequent vulnerability assessment of each major system and its significant items of supply within the National Intelligence Program.

(2) Upon the request of a congressional intelligence committee, the Director of National Intelligence may, if appropriate, recertify the previous vulnerability assessment or may conduct a subsequent vulnerability assessment of a particular
major system and its significant items of supply within the National Intelligence Program.

(3) Any subsequent vulnerability assessment of a major system and its significant items of supply shall include use of an analysis-based approach and, if applicable, a testing-based approach, to monitor the exploitation potential of such system and reexamine the factors described in clauses (i) through (v) of subsection (a)(1)(C).

(c) Major system management

The Director of National Intelligence shall give due consideration to the vulnerability assessments prepared for a given major system when developing and determining the National Intelligence Program budget.

(d) Congressional oversight

(1) The Director of National Intelligence shall provide to the congressional intelligence committees a copy of each vulnerability assessment conducted under subsection (a) or (b) not later than 10 days after the date of the completion of such assessment.

(2) The Director of National Intelligence shall provide the congressional intelligence committees with a proposed schedule for subsequent periodic vulnerability assessments of a major system under subsection (b)(1) when providing such committees with the initial vulnerability assessment under subsection (a) of such system as required by paragraph (1).

(e) Definitions

In this section:

(1) The term “item of supply” has the meaning given that term in section 4(10) of the Office of Federal Procurement Policy Act (41 U.S.C. 403(10)).

(2) The term “major contract” means each of the 6 largest prime, associate, or Government-furnished equipment contracts under a major system that is in excess of $40,000,000 and that is not a firm, fixed price contract.

(3) The term “major system” has the meaning given that term in section 415a–1(e) of this title.

(4) The term “Milestone B” means a decision to enter into major system development and demonstration pursuant to guidance prescribed by the Director of National Intelligence.
(5) The term “vulnerability assessment” means the process of identifying and quantifying vulnerabilities in a major system and its significant items of supply.


50 USC § 415a–6. Intelligence community business system transformation

(a) Limitation on obligation of funds

(1) Subject to paragraph (3), no funds appropriated to any element of the intelligence community may be obligated for an intelligence community business system transformation that will have a total cost in excess of $3,000,000 unless—

(A) the Director of the Office of Business Transformation of the Office of the Director of National Intelligence makes a certification described in paragraph (2) with respect to such intelligence community business system transformation; and

(B) such certification is approved by the board established under subsection (f).

(2) The certification described in this paragraph for an intelligence community business system transformation is a certification made by the Director of the Office of Business Transformation of the Office of the Director of National Intelligence that the intelligence community business system transformation—

(A) complies with the enterprise architecture under subsection (b) and such other policies and standards that the Director of National Intelligence considers appropriate; or

(B) is necessary—

(i) to achieve a critical national security capability or address a critical requirement; or

(ii) to prevent a significant adverse effect on a project that is needed to achieve an essential capability, taking into consideration any alternative solutions for preventing such adverse effect.
(3) With respect to a fiscal year after fiscal year 2010, the amount referred to in paragraph (1) in the matter preceding subparagraph (A) shall be equal to the sum of—

(A) the amount in effect under such paragraph (1) for the preceding fiscal year (determined after application of this paragraph), plus

(B) such amount multiplied by the annual percentage increase in the consumer price index (all items; U.S. city average) as of September of the previous fiscal year.

(b) Enterprise architecture for intelligence community business systems

(1) The Director of National Intelligence shall, acting through the board established under subsection (f), develop and implement an enterprise architecture to cover all intelligence community business systems, and the functions and activities supported by such business systems. The enterprise architecture shall be sufficiently defined to effectively guide, constrain, and permit implementation of interoperable intelligence community business system solutions, consistent with applicable policies and procedures established by the Director of the Office of Management and Budget.

(2) The enterprise architecture under paragraph (1) shall include the following:

(A) An information infrastructure that will enable the intelligence community to—

(i) comply with all Federal accounting, financial management, and reporting requirements;

(ii) routinely produce timely, accurate, and reliable financial information for management purposes;

(iii) integrate budget, accounting, and program information and systems; and

(iv) provide for the measurement of performance, including the ability to produce timely, relevant, and reliable cost information.

(B) Policies, procedures, data standards, and system interface requirements that apply uniformly throughout the intelligence community.
(c) Responsibilities for intelligence community business system transformation

The Director of National Intelligence shall be responsible for the entire life cycle of an intelligence community business system transformation, including review, approval, and oversight of the planning, design, acquisition, deployment, operation, and maintenance of the business system transformation.

(d) Intelligence community business system investment review

(1) The Director of the Office of Business Transformation of the Office of the Director of National Intelligence shall establish and implement, not later than 60 days after October 7, 2010, an investment review process for the intelligence community business systems for which the Director of the Office of Business Transformation is responsible.

(2) The investment review process under paragraph (1) shall—

(A) meet the requirements of section 11312 of title 40; and

(B) specifically set forth the responsibilities of the Director of the Office of Business Transformation under such review process.

(3) The investment review process under paragraph (1) shall include the following elements:

(A) Review and approval by an investment review board (consisting of appropriate representatives of the intelligence community) of each intelligence community business system as an investment before the obligation of funds for such system.

(B) Periodic review, but not less often than annually, of every intelligence community business system investment.

(C) Thresholds for levels of review to ensure appropriate review of intelligence community business system investments depending on the scope, complexity, and cost of the system involved.

(D) Procedures for making certifications in accordance with the requirements of subsection (a)(2).

(e) Budget information
For each fiscal year after fiscal year 2011, the Director of National Intelligence shall include in the materials the Director submits to Congress in support of the budget for such fiscal year that is submitted to Congress under section 1105 of title 31 the following information:

(1) An identification of each intelligence community business system for which funding is proposed in such budget.

(2) An identification of all funds, by appropriation, proposed in such budget for each such system, including—

(A) funds for current services to operate and maintain such system;

(B) funds for business systems modernization identified for each specific appropriation; and

(C) funds for associated business process improvement or reengineering efforts.

(3) The certification, if any, made under subsection (a)(2) with respect to each such system.

(f) Intelligence community business system transformation governance board

(1) The Director of National Intelligence shall establish a board within the intelligence community business system transformation governance structure (in this subsection referred to as the “Board”).

(2) The Board shall—

(A) recommend to the Director policies and procedures necessary to effectively integrate all business activities and any transformation, reform, reorganization, or process improvement initiatives undertaken within the intelligence community;

(B) review and approve any major update of—

(i) the enterprise architecture developed under subsection (b); and

(ii) any plans for an intelligence community business systems modernization;
(C) manage cross-domain integration consistent with such enterprise architecture;

(D) coordinate initiatives for intelligence community business system transformation to maximize benefits and minimize costs for the intelligence community, and periodically report to the Director on the status of efforts to carry out an intelligence community business system transformation;

(E) ensure that funds are obligated for intelligence community business system transformation in a manner consistent with subsection (a); and

(F) carry out such other duties as the Director shall specify.

(g) **Relation to annual registration requirements**

Nothing in this section shall be construed to alter the requirements of section 8083 of the Department of Defense Appropriations Act, 2005 (Public Law 108–287; 118 Stat. 989), with regard to information technology systems (as defined in subsection (d) of such section).

(h) **Relationship to defense business enterprise architecture**

Nothing in this section shall be construed to exempt funds authorized to be appropriated to the Department of Defense from the requirements of section 2222 of title 10 to the extent that such requirements are otherwise applicable.

(i) **Relation to Clinger-Cohen Act**

(1) Executive agency responsibilities in chapter 113 of title 40 for any intelligence community business system transformation shall be exercised jointly by—

(A) the Director of National Intelligence and the Chief Information Officer of the Intelligence Community; and

(B) the head of the executive agency that contains the element of the intelligence community involved and the chief information officer of that executive agency.

(2) The Director of National Intelligence and the head of the executive agency referred to in paragraph (1)(B) shall enter into a Memorandum of Understanding to carry out the requirements of this section in a manner that best meets the needs of the intelligence community and the executive agency.

(j) **Reports**
Not later than March 31 of each of the years 2011 through 2015, the Director of National Intelligence shall submit to the congressional intelligence committees a report on the compliance of the intelligence community with the requirements of this section. Each such report shall—

(1) describe actions taken and proposed for meeting the requirements of subsection (a), including—

(A) specific milestones and actual performance against specified performance measures, and any revision of such milestones and performance measures; and

(B) specific actions on the intelligence community business system transformations submitted for certification under such subsection;

(2) identify the number of intelligence community business system transformations that received a certification described in subsection (a)(2); and

(3) describe specific improvements in business operations and cost savings resulting from successful intelligence community business systems transformation efforts.

(k) Definitions

In this section:

(1) The term “enterprise architecture” has the meaning given that term in section 3601(4) of title 44.

(2) The terms “information system” and “information technology” have the meanings given those terms in section 11101 of title 40.

(3) The term “intelligence community business system” means an information system, including a national security system, that is operated by, for, or on behalf of an element of the intelligence community, including a financial system, mixed system, financial data feeder system, and the business infrastructure capabilities shared by the systems of the business enterprise architecture, including people, process, and technology, that build upon the core infrastructure used to support business activities, such as acquisition, financial management, logistics, strategic planning and budgeting, installations and environment, and human resource management.

(4) The term “intelligence community business system transformation” means—
(A) the acquisition or development of a new intelligence community business system; or

(B) any significant modification or enhancement of an existing intelligence community business system (other than necessary to maintain current services).

(5) The term “national security system” has the meaning given that term in section 3542 of title 44.

(6) The term “Office of Business Transformation of the Office of the Director of National Intelligence” includes any successor office that assumes the functions of the Office of Business Transformation of the Office of the Director of National Intelligence as carried out by the Office of Business Transformation on October 7, 2010.


50 USC § 415a–7. Reports on the acquisition of major systems

(a) Definitions

In this section:

(1) The term “cost estimate”—

(A) means an assessment and quantification of all costs and risks associated with the acquisition of a major system based upon reasonably available information at the time the Director establishes the 2010 adjusted total acquisition cost for such system pursuant to subsection (h) or restructures such system pursuant to section 415a–8(c) of this title; and

(B) does not mean an “independent cost estimate”.

(2) The term “critical cost growth threshold” means a percentage increase in the total acquisition cost for a major system of at least 25 percent over the total acquisition cost for the major system as shown in the current Baseline Estimate for the major system.
(3)(A) The term “current Baseline Estimate” means the projected total acquisition cost of a major system that is—

(i) approved by the Director, or a designee of the Director, at Milestone B or an equivalent acquisition decision for the development, procurement, and construction of such system;

(ii) approved by the Director at the time such system is restructured pursuant to section 415a–8(c) of this title; or

(iii) the 2010 adjusted total acquisition cost determined pursuant to subsection (h).

(B) A current Baseline Estimate may be in the form of an independent cost estimate.

(4) Except as otherwise specifically provided, the term “Director” means the Director of National Intelligence.

(5) The term “independent cost estimate” has the meaning given that term in section 415a–1(e) of this title.

(6) The term “major contract” means each of the 6 largest prime, associate, or Government-furnished equipment contracts under a major system that is in excess of $40,000,000 and that is not a firm, fixed price contract.

(7) The term “major system” has the meaning given that term in section 415a–1(e) of this title.

(8) The term “Milestone B” means a decision to enter into major system development and demonstration pursuant to guidance prescribed by the Director.

(9) The term “program manager” means—

(A) the head of the element of the intelligence community that is responsible for the budget, cost, schedule, and performance of a major system; or

(B) in the case of a major system within the Office of the Director of National Intelligence, the deputy who is responsible for the budget, cost, schedule, and performance of the major system.
(10) The term “significant cost growth threshold” means the percentage increase in the total acquisition cost for a major system of at least 15 percent over the total acquisition cost for such system as shown in the current Baseline Estimate for such system.

(11) The term “total acquisition cost” means the amount equal to the total cost for development and procurement of, and system-specific construction for, a major system.

(b) Major system cost reports

(1) The program manager for a major system shall, on a quarterly basis, submit to the Director a major system cost report as described in paragraph (2).

(2) A major system cost report shall include the following information (as of the last day of the quarter for which the report is made):

(A) The total acquisition cost for the major system.

(B) Any cost variance or schedule variance in a major contract for the major system since the contract was entered into.

(C) Any changes from a major system schedule milestones or performances that are known, expected, or anticipated by the program manager.

(D) Any significant changes in the total acquisition cost for development and procurement of any software component of the major system, schedule milestones for such software component of the major system, or expected performance of such software component of the major system that are known, expected, or anticipated by the program manager.

(3) Each major system cost report required by paragraph (1) shall be submitted not more than 30 days after the end of the reporting quarter.

(c) Reports for breach of significant or critical cost growth thresholds

If the program manager of a major system for which a report has previously been submitted under subsection (b) determines at any time during a quarter that there is reasonable cause to believe that the total acquisition cost for the major system has increased by a percentage equal to or greater than the significant cost growth threshold or critical cost growth threshold and if a report indicating an increase of such percentage or more has not previously been submitted to the Director, then the program manager shall immediately submit to the Director a
major system cost report containing the information, determined as of the date of the report, required under subsection (b).

(d) Notification to Congress of cost growth

(1) Whenever a major system cost report is submitted to the Director, the Director shall determine whether the current acquisition cost for the major system has increased by a percentage equal to or greater than the significant cost growth threshold or the critical cost growth threshold.

(2) If the Director determines that the current total acquisition cost has increased by a percentage equal to or greater than the significant cost growth threshold or critical cost growth threshold, the Director shall submit to Congress a Major System Congressional Report pursuant to subsection (e).

(e) Requirement for Major System Congressional Report

(1) Whenever the Director determines under subsection (d) that the total acquisition cost of a major system has increased by a percentage equal to or greater than the significant cost growth threshold for the major system, a Major System Congressional Report shall be submitted to Congress not later than 45 days after the date on which the Director receives the major system cost report for such major system.

(2) If the total acquisition cost of a major system (as determined by the Director under subsection (d)) increases by a percentage equal to or greater than the critical cost growth threshold for the program or subprogram, the Director shall take actions consistent with the requirements of section 415a–8 of this title.

(f) Major System Congressional Report elements

(1) Except as provided in paragraph (2), each Major System Congressional Report shall include the following:

(A) The name of the major system.

(B) The date of the preparation of the report.

(C) The program phase of the major system as of the date of the preparation of the report.

(D) The estimate of the total acquisition cost for the major system expressed in constant base-year dollars and in current dollars.
(E) The current Baseline Estimate for the major system in constant base-year dollars and in current dollars.

(F) A statement of the reasons for any increase in total acquisition cost for the major system.

(G) The completion status of the major system—

(i) expressed as the percentage that the number of years for which funds have been appropriated for the major system is of the number of years for which it is planned that funds will be appropriated for the major system; and

(ii) expressed as the percentage that the amount of funds that have been appropriated for the major system is of the total amount of funds which it is planned will be appropriated for the major system.

(H) The fiscal year in which the major system was first authorized and in which funds for such system were first appropriated by Congress.

(I) The current change and the total change, in dollars and expressed as a percentage, in the total acquisition cost for the major system, stated both in constant base-year dollars and in current dollars.

(J) The quantity of end items to be acquired under the major system and the current change and total change, if any, in that quantity.

(K) The identities of the officers responsible for management and cost control of the major system.

(L) The action taken and proposed to be taken to control future cost growth of the major system.

(M) Any changes made in the performance or schedule milestones of the major system and the extent to which such changes have contributed to the increase in total acquisition cost for the major system.

(N) The following contract performance assessment information with respect to each major contract under the major system:

(i) The name of the contractor.

(ii) The phase that the contract is in at the time of the preparation of the report.
(iii) The percentage of work under the contract that has been completed.

(iv) Any current change and the total change, in dollars and expressed as a percentage, in the contract cost.

(v) The percentage by which the contract is currently ahead of or behind schedule.

(vi) A narrative providing a summary explanation of the most significant occurrences, including cost and schedule variances under major contracts of the major system, contributing to the changes identified and a discussion of the effect these occurrences will have on the future costs and schedule of the major system.

(O) In any case in which one or more problems with a software component of the major system significantly contributed to the increase in costs of the major system, the action taken and proposed to be taken to solve such problems.

(2) A Major System Congressional Report prepared for a major system for which the increase in the total acquisition cost is due to termination or cancellation of the entire major system shall include only—

(A) the information described in subparagraphs (A) through (F) of paragraph (1); and

(B) the total percentage change in total acquisition cost for such system.

(g) Prohibition on obligation of funds

If a determination of an increase by a percentage equal to or greater than the significant cost growth threshold is made by the Director under subsection (d) and a Major System Congressional Report containing the information described in subsection (f) is not submitted to Congress under subsection (e)(1), or if a determination of an increase by a percentage equal to or greater than the critical cost growth threshold is made by the Director under subsection (d) and the Major System Congressional Report containing the information described in subsection (f) and section 415a–8(b)(3) of this title and the certification required by section 415a–8(b)(2) of this title are not submitted to Congress under subsection (e)(2), funds appropriated for construction, research, development, test, evaluation, and procurement may not be obligated for a major contract under the major system. The prohibition on the obligation of funds for a major system shall cease to apply at the end of the 45-day period that begins on the date—
(1) on which Congress receives the Major System Congressional Report under subsection (e)(1) with respect to that major system, in the case of a determination of an increase by a percentage equal to or greater than the significant cost growth threshold (as determined in subsection (d)); or

(2) on which Congress receives both the Major System Congressional Report under subsection (e)(2) and the certification of the Director under section 415a–8(b)(2) of this title with respect to that major system, in the case of an increase by a percentage equal to or greater than the critical cost growth threshold (as determined under subsection (d)).

(h) Treatment of cost increases prior to October 7, 2010

(1) Not later than 180 days after October 7, 2010, the Director—

(A) shall, for each major system, determine if the total acquisition cost of such major system increased by a percentage equal to or greater than the significant cost growth threshold or the critical cost growth threshold prior to such date;

(B) shall establish for each major system for which the total acquisition cost has increased by a percentage equal to or greater than the significant cost growth threshold or the critical cost growth threshold prior to such date a revised current Baseline Estimate based upon an updated cost estimate;

(C) may, for a major system not described in subparagraph (B), establish a revised current Baseline Estimate based upon an updated cost estimate; and

(D) shall submit to Congress a report describing—

(i) each determination made under subparagraph (A);

(ii) each revised current Baseline Estimate established for a major system under subparagraph (B); and

(iii) each revised current Baseline Estimate established for a major system under subparagraph (C), including the percentage increase of the total acquisition cost of such major system that occurred prior to October 7, 2010.

(2) The revised current Baseline Estimate established for a major system under subparagraph (B) or (C) of paragraph (1) shall be the 2010 adjusted total acquisition cost for the major system and may include the estimated cost of conducting any vulnerability assessments for such major system required under section 415a–5 of this title.
(i) Requirements to use base year dollars

Any determination of a percentage increase under this section shall be stated in terms of constant base year dollars.

(j) Form of report

Any report required to be submitted under this section may be submitted in a classified form.


50 USC § 415a–8. Critical cost growth in major systems

(a) Reassessment of major system

If the Director of National Intelligence determines under section 415a–7(d) of this title that the total acquisition cost of a major system has increased by a percentage equal to or greater than the critical cost growth threshold for the major system, the Director shall—

(1) determine the root cause or causes of the critical cost growth, in accordance with applicable statutory requirements, policies, procedures, and guidance; and

(2) carry out an assessment of—

(A) the projected cost of completing the major system if current requirements are not modified;

(B) the projected cost of completing the major system based on reasonable modification of such requirements;

(C) the rough order of magnitude of the costs of any reasonable alternative system or capability; and

(D) the need to reduce funding for other systems due to the growth in cost of the major system.

(b) Presumption of termination

(1) After conducting the reassessment required by subsection (a) with respect to a major system, the Director shall terminate the major system unless the Director submits to Congress a Major System Congressional Report containing a certification in accordance with paragraph (2) and the information described in
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paragraph (3). The Director shall submit such Major System Congressional Report and certification not later than 90 days after the date the Director receives the relevant major system cost report under subsection (b) or (c) of section 415a–7 of this title.

(2) A certification described by this paragraph with respect to a major system is a written certification that—

(A) the continuation of the major system is essential to the national security;

(B) there are no alternatives to the major system that will provide acceptable capability to meet the intelligence requirement at less cost;

(C) the new estimates of the total acquisition cost have been determined by the Director to be reasonable;

(D) the major system is a higher priority than other systems whose funding must be reduced to accommodate the growth in cost of the major system; and

(E) the management structure for the major system is adequate to manage and control the total acquisition cost.

(3) A Major System Congressional Report accompanying a written certification under paragraph (2) shall include, in addition to the requirements of section 415a–7(e) of this title, the root cause analysis and assessment carried out pursuant to subsection (a), the basis for each determination made in accordance with subparagraphs (A) through (E) of paragraph (2), and a description of all funding changes made as a result of the growth in the cost of the major system, including reductions made in funding for other systems to accommodate such cost growth, together with supporting documentation.

(c) Actions if major system not terminated

If the Director elects not to terminate a major system pursuant to subsection (b), the Director shall—

(1) restructure the major system in a manner that addresses the root cause or causes of the critical cost growth, as identified pursuant to subsection (a), and ensures that the system has an appropriate management structure as set forth in the certification submitted pursuant to subsection (b)(2)(E);

(2) rescind the most recent Milestone approval for the major system;
(3) require a new Milestone approval for the major system before taking any action to enter a new contract, exercise an option under an existing contract, or otherwise extend the scope of an existing contract under the system, except to the extent determined necessary by the Milestone Decision Authority, on a nondelegable basis, to ensure that the system may be restructured as intended by the Director without unnecessarily wasting resources;

(4) establish a revised current Baseline Estimate for the major system based upon an updated cost estimate; and

(5) conduct regular reviews of the major system.

(d) Actions if major system terminated

If a major system is terminated pursuant to subsection (b), the Director shall submit to Congress a written report setting forth—

(1) an explanation of the reasons for terminating the major system;

(2) the alternatives considered to address any problems in the major system; and

(3) the course the Director plans to pursue to meet any intelligence requirements otherwise intended to be met by the major system.

(e) Form of report

Any report or certification required to be submitted under this section may be submitted in a classified form.

(f) Waiver

(1) The Director may waive the requirements of subsections (d)(2), (e), and (g) of section 415a–7 of this title and subsections (a)(2), (b), (c), and (d) of this section with respect to a major system if the Director determines that at least 90 percent of the amount of the current Baseline Estimate for the major system has been expended.

(2)(A) If the Director grants a waiver under paragraph (1) with respect to a major system, the Director shall submit to the congressional intelligence committees written notice of the waiver that includes—

(i) the information described in section 415a–7(f) of this title; and

(ii) if the current total acquisition cost of the major system has increased by a percentage equal to or greater than the critical cost growth threshold—
(I) a determination of the root cause or causes of the critical cost growth, as described in subsection (a)(1); and

(II) a certification that includes the elements described in subparagraphs (A), (B), and (E) of subsection (b)(2).

(B) The Director shall submit the written notice required by subparagraph (A) not later than 90 days after the date that the Director receives a major system cost report under subsection (b) or (c) of section 415a–7 of this title that indicates that the total acquisition cost for the major system has increased by a percentage equal to or greater than the significant cost growth threshold or critical cost growth threshold.

(g) Definitions

In this section, the terms “cost estimate”, “critical cost growth threshold”, “current Baseline Estimate”, “major system”, and “total acquisition cost” have the meaning given those terms in section 415a–7(a) of this title.


50 USC § 415a–9. Future budget projections

(a) Future Year Intelligence Plans

(1) The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall provide to the congressional intelligence committees a Future Year Intelligence Plan, as described in paragraph (2), for—

(A) each expenditure center in the National Intelligence Program; and

(B) each major system in the National Intelligence Program.

(2)(A) A Future Year Intelligence Plan submitted under this subsection shall include the year-by-year proposed funding for each center or system referred to in subparagraph (A) or (B) of paragraph (1), for the budget year for which the Plan is submitted and not less than the 4 subsequent fiscal years.
(B) A Future Year Intelligence Plan submitted under subparagraph (B) of paragraph (1) for a major system shall include—

(i) the estimated total life-cycle cost of such major system; and

(ii) major milestones that have significant resource implications for such major system.

(b) Long-term Budget Projections

(1) The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall provide to the congressional intelligence committees a Long-term Budget Projection for each element of the intelligence community funded under the National Intelligence Program acquiring a major system that includes the budget for such element for the 5-year period that begins on the day after the end of the last fiscal year for which year-by-year proposed funding is included in a Future Year Intelligence Plan for such major system in accordance with subsection (a)(2)(A).

(2) A Long-term Budget Projection submitted under paragraph (1) shall include—

(A) projections for the appropriate element of the intelligence community for—

(i) pay and benefits of officers and employees of such element;

(ii) other operating and support costs and minor acquisitions of such element;

(iii) research and technology required by such element;

(iv) current and planned major system acquisitions for such element;

(v) any future major system acquisitions for such element; and

(vi) any additional funding projections that the Director of National Intelligence considers appropriate;

(B) a budget projection based on effective cost and schedule execution of current or planned major system acquisitions and application of Office of Management and Budget inflation estimates to future major system acquisitions;

(C) any additional assumptions and projections that the Director of National Intelligence considers appropriate; and
(D) a description of whether, and to what extent, the total projection for each year exceeds the level that would result from applying the most recent Office of Management and Budget inflation estimate to the budget of that element of the intelligence community.

(c) Submission to Congress

The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall submit to the congressional intelligence committees each Future Year Intelligence Plan or Long-term Budget Projection required under subsection (a) or (b) for a fiscal year at the time that the President submits to Congress the budget for such fiscal year pursuant section 1105 of title 31.

(d) Major system affordability report

(1) The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall prepare a report on the acquisition of a major system funded under the National Intelligence Program before the time that the President submits to Congress the budget for the first fiscal year in which appropriated funds are anticipated to be obligated for the development or procurement of such major system.

(2) The report on such major system shall include an assessment of whether, and to what extent, such acquisition, if developed, procured, and operated, is projected to cause an increase in the most recent Future Year Intelligence Plan and Long-term Budget Projection submitted under this section for an element of the intelligence community.

(3) The Director of National Intelligence shall update the report whenever an independent cost estimate must be updated pursuant to section 415a–1(a)(4) of this title.

(4) The Director of National Intelligence shall submit each report required by this subsection at the time that the President submits to Congress the budget for a fiscal year pursuant to section 1105 of title 31.

(e) Definitions

In this section:

(1) Budget year

The term “budget year” means the next fiscal year for which the President is required to submit to Congress a budget pursuant to section 1105 of title 31.
(2) Independent cost estimate; major system

The terms “independent cost estimate” and “major system” have the meaning given those terms in section 415a–1(e) of this title.


50 USC § 415a–10. Reports on security clearances

(a) Quadrennial audit of position requirements

(1) The President shall every four years conduct an audit of the manner in which the executive branch determines whether a security clearance is required for a particular position in the United States Government.

(2) Not later than 30 days after the completion of an audit conducted under paragraph (1), the President shall submit to Congress the results of such audit.

(b) Report on security clearance determinations

(1) Not later than February 1 of each year, the President shall submit to Congress a report on the security clearance process. Such report shall include, for each security clearance level—

(A) the number of employees of the United States Government who—

(i) held a security clearance at such level as of October 1 of the preceding year; and

(ii) were approved for a security clearance at such level during the preceding fiscal year;

(B) the number of contractors to the United States Government who—

(i) held a security clearance at such level as of October 1 of the preceding year; and

(ii) were approved for a security clearance at such level during the preceding fiscal year; and
(C) for each element of the intelligence community—

(i) the total amount of time it took to process the security clearance determination for such level that—

(I) was among the 80 percent of security clearance determinations made during the preceding fiscal year that took the shortest amount of time to complete; and

(II) took the longest amount of time to complete;

(ii) the total amount of time it took to process the security clearance determination for such level that—

(I) was among the 90 percent of security clearance determinations made during the preceding fiscal year that took the shortest amount of time to complete; and

(II) took the longest amount of time to complete;

(iii) the number of pending security clearance investigations for such level as of October 1 of the preceding year that have remained pending for—

(I) 4 months or less;

(II) between 4 months and 8 months;

(III) between 8 months and one year; and

(IV) more than one year;

(iv) the percentage of reviews during the preceding fiscal year that resulted in a denial or revocation of a security clearance;

(v) the percentage of investigations during the preceding fiscal year that resulted in incomplete information;

(vi) the percentage of investigations during the preceding fiscal year that did not result in enough information to make a decision on potentially adverse information; and
(vii) for security clearance determinations completed or pending during the preceding fiscal year that have taken longer than one year to complete—

(I) the number of security clearance determinations for positions as employees of the United States Government that required more than one year to complete;

(II) the number of security clearance determinations for contractors that required more than one year to complete;

(III) the agencies that investigated and adjudicated such determinations; and

(IV) the cause of significant delays in such determinations.

(2) For purposes of paragraph (1), the President may consider—

(A) security clearances at the level of confidential and secret as one security clearance level; and

(B) security clearances at the level of top secret or higher as one security clearance level.

(c) Form

The results required under subsection (a)(2) and the reports required under subsection (b)(1) shall be submitted in unclassified form, but may include a classified annex.


50 USC § 415a–11. Summary of intelligence relating to terrorist recidivism of detainees held at United States Naval Station, Guantanamo Bay, Cuba

(a) In general

The Director of National Intelligence, in consultation with the Director of the Central Intelligence Agency and the Director of the Defense Intelligence Agency, shall make publicly available an unclassified summary of—

(1) intelligence relating to recidivism of detainees currently or formerly held at the Naval Detention Facility at Guantanamo Bay, Cuba, by the Department of Defense; and
(2) an assessment of the likelihood that such detainees will engage in terrorism or communicate with persons in terrorist organizations.

(b) Updates

Not less frequently than once every 6 months, the Director of National Intelligence, in consultation with the Director of the Central Intelligence Agency and the Secretary of Defense, shall update and make publicly available an unclassified summary consisting of the information required by subsection (a) and the number of individuals formerly detained at Naval Station, Guantanamo Bay, Cuba, who are confirmed or suspected of returning to terrorist activities after release or transfer from such Naval Station.


50 USC § 415b. Dates for submittal of various annual and semiannual reports to the congressional intelligence committees

(a) Annual reports

(1) The date for the submittal to the congressional intelligence committees of the following annual reports shall be the date each year provided in subsection (c)(1)(A) of this section:

(A) The annual report on the protection of the identities of covert agents required by section 423 of this title.

(B) The annual report of the Inspectors Generals of the intelligence community on proposed resources and activities of their offices required by section 8H(g) of the Inspector General Act of 1978.

(C) The annual report on the acquisition of technology relating to weapons of mass destruction and advanced conventional munitions required by section 2366 of this title.

(D) The annual report on commercial activities as security for intelligence collection required by section 437(c) of title 10.

(E) The annual report on certifications for immunity in interdiction of aircraft engaged in illicit drug trafficking required by section 2291–4(c)(2) of title 22.

(G) The annual report on hiring and retention of minority employees in the intelligence community required by section 404i(c) of this title.

(H) The annual report on outside employment of employees of elements of the intelligence community required by section 403–1(u)(2) of this title.

(I) The annual report on financial intelligence on terrorist assets required by section 404m of this title.

(2) The date for the submittal to the congressional intelligence committees of the following annual reports shall be the date each year provided in subsection (c)(1)(B) of this section:

(A) The annual report on the safety and security of Russian nuclear facilities and nuclear military forces required by section 404i(a) of this title.

(B) The annual report on the threat of attack on the United States from weapons of mass destruction required by section 404i(c) of this title.

(b) Semiannual reports

The dates for the submittal to the congressional intelligence committees of the following semiannual reports shall be the dates each year provided in subsection (c)(2) of this section:

(1) The semiannual reports on the Office of the Inspector General of the Central Intelligence Agency required by section 403q(d)(1) of this title.

(2) The semiannual reports on decisions not to prosecute certain violations of law under the Classified Information Procedures Act (18 U.S.C. App.) as required by section 13 of that Act.

(3) The semiannual reports on the disclosure of information and consumer reports to the Federal Bureau of Investigation for counterintelligence purposes required by section 1681u(h)(2) of title 15.

(4) The semiannual provision of information on requests for financial information for foreign counterintelligence purposes required by section 3414(a)(5)(C) of title 12.
(c) Submittal dates for reports

(1)(A) Except as provided in subsection (d) of this section, each annual report listed in subsection (a)(1) of this section shall be submitted not later than February 1.

(B) Except as provided in subsection (d) of this section, each annual report listed in subsection (a)(2) of this section shall be submitted not later than December 1.

(2) Except as provided in subsection (d) of this section, each semiannual report listed in subsection (b) of this section shall be submitted not later than February 1 and August 1.

(d) Postponement of submittal

(1) Subject to paragraph (3), the date for the submittal of—

(A) an annual report listed in subsection (a)(1) of this section may be postponed until March 1;

(B) an annual report listed in subsection (a)(2) of this section may be postponed until January 1; and

(C) a semiannual report listed in subsection (b) of this section may be postponed until March 1 or September 1, as the case may be,

if the official required to submit such report submits to the congressional intelligence committees a written notification of such postponement.

(2)(A) Notwithstanding any other provision of law and subject to paragraph (3), the date for the submittal to the congressional intelligence committees of any report described in subparagraph (B) may be postponed by not more than 30 days from the date otherwise specified in the provision of law for the submittal of such report if the official required to submit such report submits to the congressional intelligence committees a written notification of such postponement.

(B) A report described in this subparagraph is any report on intelligence or intelligence-related activities of the United States Government that is submitted under a provision of law requiring the submittal of only a single report.

(3)(A) The date for the submittal of a report whose submittal is postponed under paragraph (1) or (2) may be postponed beyond the time provided for the
submittal of such report under such paragraph if the official required to submit such report submits to the congressional intelligence committees a written certification that preparation and submittal of such report at such time will impede the work of officers or employees of the intelligence community in a manner that will be detrimental to the national security of the United States.

(B) A certification with respect to a report under subparagraph (A) shall include a proposed submittal date for such report, and such report shall be submitted not later than that date.


50 USC § 415c. Availability to public of certain intelligence funding information

(a) Budget request

At the time that the President submits to Congress the budget for a fiscal year pursuant to section 1105 of title 31, the President shall disclose to the public the aggregate amount of appropriations requested for that fiscal year for the National Intelligence Program.

(b) Amounts appropriated each fiscal year

Not later than 30 days after the end of each fiscal year, the Director of National Intelligence shall disclose to the public the aggregate amount of funds appropriated by Congress for the National Intelligence Program for such fiscal year.

(c) Waiver

(1) In general

The President may waive or postpone the disclosure required by subsection (a) or (b) for a fiscal year by submitting to the Select Committee on Intelligence of the Senate and Permanent Select Committee on Intelligence of the House of Representatives—

(A) a statement, in unclassified form, that the disclosure required in subsection (a) or (b) for that fiscal year would damage national security; and
(B) a statement detailing the reasons for the waiver or postponement, which may be submitted in classified form.

(2) Submission dates

The President shall submit the statements required under paragraph (1)—

(A) in the case of a waiver or postponement of a disclosure required under subsection (a), at the time of the submission of the budget for the fiscal year for which such disclosure is waived or postponed; and

(B) in the case of a waiver or postponement of a disclosure required under subsection (b), not later than 30 days after the date of the end of the fiscal year for which such disclosure is waived or postponed.

(d) Definition

As used in this section, the term “National Intelligence Program” has the meaning given the term in section 401a(6) of this title.


50 USC § 415d. Certification of compliance with oversight requirements

The head of each element of the intelligence community shall annually submit to the congressional intelligence committees—

(1) a certification that, to the best of the knowledge of the head of such element—

(A) the head of such element is in full compliance with the requirements of this subchapter; and

(B) any information required to be submitted by the head of such element under this Act before the date of the submission of such certification has been properly submitted; or

(2) if the head of such element is unable to submit a certification under paragraph (1), a statement—

(A) of the reasons the head of such element is unable to submit such a certification;
(B) describing any information required to be submitted by the head of such element under this Act before the date of the submission of such statement that has not been properly submitted; and

(C) that the head of such element will submit such information as soon as possible after the submission of such statement.

SUBCHAPTER IV—PROTECTION OF CERTAIN NATIONAL SECURITY INFORMATION

50 USC § 421. Protection of identities of certain United States undercover intelligence officers, agents, informants, and sources

(a) Disclosure of information by persons having or having had access to classified information that identifies covert agent

Whoever, having or having had authorized access to classified information that identifies a covert agent, intentionally discloses any information identifying such covert agent to any individual not authorized to receive classified information, knowing that the information disclosed so identifies such covert agent and that the United States is taking affirmative measures to conceal such covert agent's intelligence relationship to the United States, shall be fined under title 18 or imprisoned not more than 15 years, or both.

(b) Disclosure of information by persons who learn identity of covert agents as result of having access to classified information

Whoever, as a result of having authorized access to classified information, learns the identity of a covert agent and intentionally discloses any information identifying such covert agent to any individual not authorized to receive classified information, knowing that the information disclosed so identifies such covert agent and that the United States is taking affirmative measures to conceal such covert agent’s intelligence relationship to the United States, shall be fined under title 18 or imprisoned not more than 10 years, or both.

(c) Disclosure of information by persons in course of pattern of activities intended to identify and expose covert agents

Whoever, in the course of a pattern of activities intended to identify and expose covert agents and with reason to believe that such activities would impair or impede the foreign intelligence activities of the United States, discloses any information that identifies an individual as a covert agent to any individual not authorized to receive classified information, knowing that the information disclosed so identifies such individual and that the United States is taking affirmative measures to conceal such individual's classified intelligence relationship to the United States, shall be fined under title 18 or imprisoned not more than three years, or both.

(d) Imposition of consecutive sentences
A term of imprisonment imposed under this section shall be consecutive to any other sentence of imprisonment.


50 USC § 422. Defenses and exceptions

(a) Disclosure by United States of identity of covert agent

It is a defense to a prosecution under section 421 of this title that before the commission of the offense with which the defendant is charged, the United States had publicly acknowledged or revealed the intelligence relationship to the United States of the individual the disclosure of whose intelligence relationship to the United States is the basis for the prosecution.

(b) Conspiracy, misprision of felony, aiding and abetting, etc.

(1) Subject to paragraph (2), no person other than a person committing an offense under section 421 of this title shall be subject to prosecution under such section by virtue of section 2 or 4 of title 18 or shall be subject to prosecution for conspiracy to commit an offense under such section.

(2) Paragraph (1) shall not apply (A) in the case of a person who acted in the course of a pattern of activities intended to identify and expose covert agents and with reason to believe that such activities would impair or impede the foreign intelligence activities of the United States, or (B) in the case of a person who has authorized access to classified information.

(c) Disclosure to select Congressional committees on intelligence

It shall not be an offense under section 421 of this title to transmit information described in such section directly to either congressional intelligence committee.

(d) Disclosure by agent of own identity

It shall not be an offense under section 421 of this title for an individual to disclose information that solely identifies himself as a covert agent.

50 USC § 423. Report

(a) Annual report by President to Congress on measures to protect identities of covert agents

The President, after receiving information from the Director of National Intelligence, shall submit to the congressional intelligence committees an annual report on measures to protect the identities of covert agents, including an assessment of the need, if any, for modification of this subchapter for the purpose of improving legal protections for covert agents, and on any other matter relevant to the protection of the identities of covert agents. The date for the submittal of the report shall be the date provided in section 415b of this title.

(b) Exemption from disclosure

The report described in subsection (a) of this section shall be exempt from any requirement for publication or disclosure.


50 USC § 424. Extraterritorial jurisdiction

There is jurisdiction over an offense under section 421 of this title committed outside the United States if the individual committing the offense is a citizen of the United States or an alien lawfully admitted to the United States for permanent residence (as defined in section 1101(a)(20) of title 8).


50 USC § 425. Providing information to Congress

Nothing in this subchapter may be construed as authority to withhold information from the Congress or from a committee of either House of Congress.


50 USC § 426. Definitions

For the purposes of this subchapter:
(1) The term “classified information” means information or material designated and clearly marked or clearly represented, pursuant to the provisions of a statute or Executive order (or a regulation or order issued pursuant to a statute or Executive order), as requiring a specific degree of protection against unauthorized disclosure for reasons of national security.

(2) The term “authorized”, when used with respect to access to classified information, means having authority, right, or permission pursuant to the provisions of a statute, Executive order, directive of the head of any department or agency engaged in foreign intelligence or counterintelligence activities, order of any United States court, or provisions of any Rule of the House of Representatives or resolution of the Senate which assigns responsibility within the respective House of Congress for the oversight of intelligence activities.

(3) The term “disclose” means to communicate, provide, impart, transmit, transfer, convey, publish, or otherwise make available.

(4) The term “covert agent” means—

(A) a present or retired officer or employee of an intelligence agency or a present or retired member of the Armed Forces assigned to duty with an intelligence agency—

(i) whose identity as such an officer, employee, or member is classified information, and

(ii) who is serving outside the United States or has within the last five years served outside the United States; or

(B) a United States citizen whose intelligence relationship to the United States is classified information, and—

(i) who resides and acts outside the United States as an agent of, or informant or source of operational assistance to, an intelligence agency, or

(ii) who is at the time of the disclosure acting as an agent of, or informant to, the foreign counterintelligence or foreign counterterrorism components of the Federal Bureau of Investigation; or

(C) an individual, other than a United States citizen, whose past or present intelligence relationship to the United States is classified information and who is
a present or former agent of, or a present or former informant or source of operational assistance to, an intelligence agency.

(5) The term “intelligence agency” means the Central Intelligence Agency, a foreign intelligence component of the Department of Defense, or the foreign counterintelligence or foreign counterterrorism components of the Federal Bureau of Investigation.

(6) The term “informant” means any individual who furnishes information to an intelligence agency in the course of a confidential relationship protecting the identity of such individual from public disclosure.

(7) The terms “officer” and “employee” have the meanings given such terms by section 2104 and 2105, respectively, of title 5.

(8) The term “Armed Forces” means the Army, Navy, Air Force, Marine Corps, and Coast Guard.

(9) The term “United States”, when used in a geographic sense, means all areas under the territorial sovereignty of the United States and the Trust Territory of the Pacific Islands.

(10) The term “pattern of activities” requires a series of acts with a common purpose or objective.

SUBCHAPTER V—PROTECTION OF OPERATIONAL FILES

50 USC § 431. Operational files of the Central Intelligence Agency

(a) Exemption by Director of Central Intelligence Agency

The Director of the Central Intelligence Agency, with the coordination of the Director of National Intelligence, may exempt operational files of the Central Intelligence Agency from the provisions of section 552 of title 5 (Freedom of Information Act) which require publication or disclosure, or search or review in connection therewith.

(b) “Operational files” defined

In this section, the term “operational files” means—

(1) files of the National Clandestine Service which document the conduct of foreign intelligence or counterintelligence operations or intelligence or security liaison arrangements or information exchanges with foreign governments or their intelligence or security services;

(2) files of the Directorate for Science and Technology which document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems; and

(3) files of the Office of Personnel Security which document investigations conducted to determine the suitability of potential foreign intelligence or counterintelligence sources;

except that files which are the sole repository of disseminated intelligence are not operational files.

(c) Search and review for information

Notwithstanding subsection (a) of this section, exempted operational files shall continue to be subject to search and review for information concerning—

(1) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 of title 5 (Freedom of Information Act) or section 552a of title 5 (Privacy Act of 1974);
(2) any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5 (Freedom of Information Act); or

(3) the specific subject matter of an investigation by the congressional intelligence committees, the Intelligence Oversight Board, the Department of Justice, the Office of General Counsel of the Central Intelligence Agency, the Office of Inspector General of the Central Intelligence Agency, or the Office of the Director of National Intelligence for any impropriety, or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity.

(d) Information derived or disseminated from exempted operational files

(1) Files that are not exempted under subsection (a) of this section which contain information derived or disseminated from exempted operational files shall be subject to search and review.

(2) The inclusion of information from exempted operational files in files that are not exempted under subsection (a) of this section shall not affect the exemption under subsection (a) of this section of the originating operational files from search, review, publication, or disclosure.

(3) Records from exempted operational files which have been disseminated to and referenced in files that are not exempted under subsection (a) of this section and which have been returned to exempted operational files for sole retention shall be subject to search and review.

(e) Supersedure of prior law

The provisions of subsection (a) of this section shall not be superseded except by a provision of law which is enacted after October 15, 1984, and which specifically cites and repeals or modifies its provisions.

(f) Allegation; improper withholding of records; judicial review

Whenever any person who has requested agency records under section 552 of title 5 (Freedom of Information Act), alleges that the Central Intelligence Agency has improperly withheld records because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5, except that—

(1) in any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interest of national defense or foreign relations which is filed with, or produced for, the court by the
Central Intelligence Agency, such information shall be examined ex parte, in camera by the court;

(2) the court shall, to the fullest extent practicable, determine issues of fact based on sworn written submissions of the parties;

(3) when a complaint alleges that requested records were improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission, based upon personal knowledge or otherwise admissible evidence;

(4)(A) when a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, the Central Intelligence Agency shall meet its burden under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted operational files likely to contain responsive records currently perform the functions set forth in subsection (b) of this section; and

(B) the court may not order the Central Intelligence Agency to review the content of any exempted operational file or files in order to make the demonstration required under subparagraph (A) of this paragraph, unless the complainant disputes the Central Intelligence Agency’s showing with a sworn written submission based on personal knowledge or otherwise admissible evidence;

(5) in proceedings under paragraphs (3) and (4) of this subsection, the parties shall not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admission may be made pursuant to rules 26 and 36;

(6) if the court finds under this subsection that the Central Intelligence Agency has improperly withheld requested records because of failure to comply with any provision of this section, the court shall order the Central Intelligence Agency to search and review the appropriate exempted operational file or files for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5 (Freedom of Information Act), and such order shall be the exclusive remedy for failure to comply with this section; and

(7) if at any time following the filing of a complaint pursuant to this subsection the Central Intelligence Agency agrees to search the appropriate exempted operational file or files for the requested records, the court shall dismiss the claim based upon such complaint.

(g) Decennial review of exempted operational files
Not less than once every ten years, the Director of the Central Intelligence Agency and the Director of National Intelligence shall review the exemptions in force under subsection (a) of this section to determine whether such exemptions may be removed from any category of exempted files or any portion thereof.

The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

A complainant who alleges that the Central Intelligence Agency has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court's review shall be limited to determining the following:

(A) Whether the Central Intelligence Agency has conducted the review required by paragraph (1) before October 15, 1994, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether the Central Intelligence Agency, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.


50 USC § 432. Operational files of the National Geospatial-Intelligence Agency

(a) Exemption of certain operational files from search, review, publication, or disclosure

(1) The Director of the National Geospatial-Intelligence Agency, with the coordination of the Director of National Intelligence, may exempt operational files of the National Geospatial-Intelligence Agency from the provisions of section 552 of title 5 which require publication, disclosure, search, or review in connection therewith.

(2)(A) Subject to subparagraph (B), for the purposes of this section, the term “operational files” means files of the National Geospatial-Intelligence Agency
(hereafter in this section referred to as “NGA”) concerning the activities of NGA that before the establishment of NGA were performed by the National Photographic Interpretation Center of the Central Intelligence Agency (NPIC), that document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems.

(B) Files which are the sole repository of disseminated intelligence are not operational files.

(3) Notwithstanding paragraph (1), exempted operational files shall continue to be subject to search and review for information concerning—

(A) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 or 552a of title 5;

(B) any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5; or

(C) the specific subject matter of an investigation by any of the following for any impropriety, or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity:

(i) The congressional intelligence committees.

(ii) The Intelligence Oversight Board.

(iii) The Department of Justice.

(iv) The Office of General Counsel of NGA.

(v) The Office of the Director of NGA.


(4)(A) Files that are not exempted under paragraph (1) which contain information derived or disseminated from exempted operational files shall be subject to search and review.

(B) The inclusion of information from exempted operational files in files that are not exempted under paragraph (1) shall not affect the exemption under
paragraph (1) of the originating operational files from search, review, publication, or disclosure.

(C) Records from exempted operational files which have been disseminated to and referenced in files that are not exempted under paragraph (1) and which have been returned to exempted operational files for sole retention shall be subject to search and review.

(5) The provisions of paragraph (1) may not be superseded except by a provision of law which is enacted after December 3, 1999, and which specifically cites and repeals or modifies its provisions.

(6)(A) Except as provided in subparagraph (B), whenever any person who has requested agency records under section 552 of title 5 alleges that NGA has withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5.

(B) Judicial review shall not be available in the manner provided for under subparagraph (A) as follows:

(i) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by NGA, such information shall be examined ex parte, in camera by the court.

(ii) The court shall, to the fullest extent practicable, determine the issues of fact based on sworn written submissions of the parties.

(iii) When a complainant alleges that requested records are improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission based upon personal knowledge or otherwise admissible evidence.

(iv)(I) When a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, NGA shall meet its burden under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted operational files likely to contain responsive records currently perform the functions set forth in paragraph (2).

(II) The court may not order NGA to review the content of any exempted operational file or files in order to make the demonstration required under subclause (I), unless the complainant disputes NGA's showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.
(v) In proceedings under clauses (iii) and (iv), the parties may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36.

(vi) If the court finds under this paragraph that NGA has improperly withheld requested records because of failure to comply with any provision of this subsection, the court shall order NGA to search and review the appropriate exempted operational file or files for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5, and such order shall be the exclusive remedy for failure to comply with this subsection.

(vii) If at any time following the filing of a complaint pursuant to this paragraph NGA agrees to search the appropriate exempted operational file or files for the requested records, the court shall dismiss the claim based upon such complaint.

(viii) Any information filed with, or produced for the court pursuant to clauses (i) and (iv) shall be coordinated with the Director of National Intelligence prior to submission to the court.

(b) Decennial review of exempted operational files

(1) Not less than once every 10 years, the Director of the National Geospatial-Intelligence Agency and the Director of National Intelligence shall review the exemptions in force under subsection (a)(1) of this section to determine whether such exemptions may be removed from the category of exempted files or any portion thereof. The Director of National Intelligence must approve any determination to remove such exemptions.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

(3) A complainant that alleges that NGA has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court's review shall be limited to determining the following:

(A) Whether NGA has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on December 3, 1999, or before the expiration of the 10-year period beginning on the date of the most recent review.
(B) Whether NGA, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.


50 USC § 432a. Operational files of the National Reconnaissance Office

(a) Exemption of certain operational files from search, review, publication, or disclosure

(1) The Director of the National Reconnaissance Office, with the coordination of the Director of National Intelligence, may exempt operational files of the National Reconnaissance Office from the provisions of section 552 of title 5 which require publication, disclosure, search, or review in connection therewith.

(2)(A) Subject to subparagraph (B), for the purposes of this section, the term “operational files” means files of the National Reconnaissance Office (hereafter in this section referred to as “NRO”) that document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems.

(B) Files which are the sole repository of disseminated intelligence are not operational files.

(3) Notwithstanding paragraph (1), exempted operational files shall continue to be subject to search and review for information concerning—

(A) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 or 552a of title 5;

(B) any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5; or
(C) the specific subject matter of an investigation by any of the following for any impropriety, or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity:

(i) The Permanent Select Committee on Intelligence of the House of Representatives.

(ii) The Select Committee on Intelligence of the Senate.

(iii) The Intelligence Oversight Board.

(iv) The Department of Justice.

(v) The Office of General Counsel of NRO.

(vi) The Office of the Director of NRO.

(vii) The Office of the Inspector General of the NRO.

(4)(A) Files that are not exempted under paragraph (1) which contain information derived or disseminated from exempted operational files shall be subject to search and review.

(B) The inclusion of information from exempted operational files in files that are not exempted under paragraph (1) shall not affect the exemption under paragraph (1) of the originating operational files from search, review, publication, or disclosure.

(C) The declassification of some of the information contained in exempted operational files shall not affect the status of the operational file as being exempt from search, review, publication, or disclosure.

(D) Records from exempted operational files which have been disseminated to and referenced in files that are not exempted under paragraph (1) and which have been returned to exempted operational files for sole retention shall be subject to search and review.

(5) The provisions of paragraph (1) may not be superseded except by a provision of law which is enacted after November 27, 2002, and which specifically cites and repeals or modifies its provisions.

(6)(A) Except as provided in subparagraph (B), whenever any person who has requested agency records under section 552 of title 5 alleges that NRO has
withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5.

(B) Judicial review shall not be available in the manner provided for under subparagraph (A) as follows:

(i) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by NRO, such information shall be examined ex parte, in camera by the court.

(ii) The court shall, to the fullest extent practicable, determine the issues of fact based on sworn written submissions of the parties.

(iii) When a complainant alleges that requested records are improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission based upon personal knowledge or otherwise admissible evidence.

(iv)(I) When a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, NRO shall meet its burden under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted operational files likely to contain responsive records currently perform the functions set forth in paragraph (2).

(II) The court may not order NRO to review the content of any exempted operational file or files in order to make the demonstration required under subclause (I), unless the complainant disputes NRO’s showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.

(v) In proceedings under clauses (iii) and (iv), the parties may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36.

(vi) If the court finds under this paragraph that NRO has improperly withheld requested records because of failure to comply with any provision of this subsection, the court shall order NRO to search and review the appropriate exempted operational file or files for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5 and such order shall be the exclusive remedy for failure to comply with this subsection.
(vii) If at any time following the filing of a complaint pursuant to this paragraph NRO agrees to search the appropriate exempted operational file or files for the requested records, the court shall dismiss the claim based upon such complaint.

(viii) Any information filed with, or produced for the court pursuant to clauses (i) and (iv) shall be coordinated with the Director of National Intelligence prior to submission to the court.

(b) Decennial review of exempted operational files

(1) Not less than once every 10 years, the Director of the National Reconnaissance Office and the Director of National Intelligence shall review the exemptions in force under subsection (a)(1) of this section to determine whether such exemptions may be removed from the category of exempted files or any portion thereof. The Director of National Intelligence must approve any determination to remove such exemptions.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

(3) A complainant that alleges that NRO has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court's review shall be limited to determining the following:

(A) Whether NRO has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on November 27, 2002, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether NRO, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.

50 USC § 432b. Operational files of the National Security Agency

(a) Exemption of certain operational files from search, review, publication, or disclosure

The Director of the National Security Agency, in coordination with the Director of National Intelligence, may exempt operational files of the National Security Agency from the provisions of section 552 of title 5 which require publication, disclosure, search, or review in connection therewith.

(b) Operational files defined

(1) In this section, the term “operational files” means—

(A) files of the Signals Intelligence Directorate of the National Security Agency (and any successor organization of that directorate) that document the means by which foreign intelligence or counterintelligence is collected through technical systems; and

(B) files of the Research Associate Directorate of the National Security Agency (and any successor organization of that directorate) that document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems.

(2) Files that are the sole repository of disseminated intelligence, and files that have been accessioned into the National Security Agency Archives (or any successor organization) are not operational files.

(c) Search and review for information

Notwithstanding subsection (a) of this section, exempted operational files shall continue to be subject to search and review for information concerning any of the following:

(1) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 or 552a of title 5.

(2) Any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5.
(3) The specific subject matter of an investigation by any of the following for any impropriety, or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity:

(A) The Committee on Armed Services and the Permanent Select Committee on Intelligence of the House of Representatives.

(B) The Committee on Armed Services and the Select Committee on Intelligence of the Senate.

(C) The Intelligence Oversight Board.

(D) The Department of Justice.

(E) The Office of General Counsel of the National Security Agency.


(G) The Office of the Director of the National Security Agency.


(d) Information derived or disseminated from exempted operational files

(1) Files that are not exempted under subsection (a) of this section that contain information derived or disseminated from exempted operational files shall be subject to search and review.

(2) The inclusion of information from exempted operational files in files that are not exempted under subsection (a) of this section shall not affect the exemption under subsection (a) of this section of the originating operational files from search, review, publication, or disclosure.

(3) The declassification of some of the information contained in exempted operational files shall not affect the status of the operational file as being exempt from search, review, publication, or disclosure.

(4) Records from exempted operational files that have been disseminated to and referenced in files that are not exempted under subsection (a) of this section and that have been returned to exempted operational files for sole retention shall be subject to search and review.

(e) Supersedure of other laws
The provisions of subsection (a) of this section may not be superseded except by a provision of law that is enacted after November 24, 2003, and that specifically cites and repeals or modifies such provisions.

(f) Allegation; improper withholding of records; judicial review

(1) Except as provided in paragraph (2), whenever any person who has requested agency records under section 552 of title 5 alleges that the National Security Agency has withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5.

(2) Judicial review shall not be available in the manner provided for under paragraph (1) as follows:

(A) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by the National Security Agency, such information shall be examined ex parte, in camera by the court.

(B) The court shall determine, to the fullest extent practicable, the issues of fact based on sworn written submissions of the parties.

(C) When a complainant alleges that requested records are improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission based upon personal knowledge or otherwise admissible evidence.

(D)(i) When a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, the National Security Agency shall meet its burden under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted operational files likely to contain responsive records currently perform the functions set forth in subsection (b) of this section.

(ii) The court may not order the National Security Agency to review the content of any exempted operational file or files in order to make the demonstration required under clause (i), unless the complainant disputes the National Security Agency's showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.

(E) In proceedings under subparagraphs (C) and (D), the parties may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36.
(F) If the court finds under this subsection that the National Security Agency has improperly withheld requested records because of failure to comply with any provision of this subsection, the court shall order the Agency to search and review the appropriate exempted operational file or files for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5, and such order shall be the exclusive remedy for failure to comply with this section (other than subsection (g) of this section).

(G) If at any time following the filing of a complaint pursuant to this paragraph the National Security Agency agrees to search the appropriate exempted operational file or files for the requested records, the court shall dismiss the claim based upon such complaint.

(H) Any information filed with, or produced for the court pursuant to subparagraphs (A) and (D) shall be coordinated with the Director of National Intelligence before submission to the court.

(g) Decennial review of exempted operational files

(1) Not less than once every 10 years, the Director of the National Security Agency and the Director of National Intelligence shall review the exemptions in force under subsection (a) of this section to determine whether such exemptions may be removed from a category of exempted files or any portion thereof. The Director of National Intelligence must approve any determination to remove such exemptions.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of a particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

(3) A complainant that alleges that the National Security Agency has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court's review shall be limited to determining the following:

(A) Whether the National Security Agency has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on November 24, 2003, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether the National Security Agency, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.

50 USC § 432c. Omitted


50 USC § 432d. Protection of certain files of the Office of the Director of National Intelligence

(a) Inapplicability of FOIA to exempted operational files provided to ODNI

(1) Subject to paragraph (2), the provisions of section 552 of title 5 that require search, review, publication, or disclosure of a record shall not apply to a record provided to the Office of the Director of National Intelligence by an element of the intelligence community from the exempted operational files of such element.

(2) Paragraph (1) shall not apply with respect to a record of the Office that—

(A) contains information derived or disseminated from an exempted operational file, unless such record is created by the Office for the sole purpose of organizing such exempted operational file for use by the Office;

(B) is disseminated by the Office to a person other than an officer, employee, or contractor of the Office; or

(C) is no longer designated as an exempted operational file in accordance with this subchapter.

(b) Effect of providing files to ODNI

Notwithstanding any other provision of this subchapter, an exempted operational file that is provided to the Office by an element of the intelligence community
shall not be subject to the provisions of section 552 of title 5 that require search, review, publication, or disclosure of a record solely because such element provides such exempted operational file to the Office.

**(c) Search and review for certain purposes**

Notwithstanding subsection (a) or (b), an exempted operational file shall continue to be subject to search and review for information concerning any of the following:

(1) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 or 552a of title 5.

(2) Any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5.

(3) The specific subject matter of an investigation for any impropriety or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity by any of the following:

(A) The Select Committee on Intelligence of the Senate.

(B) The Permanent Select Committee on Intelligence of the House of Representatives.

(C) The Intelligence Oversight Board.

(D) The Department of Justice.

(E) The Office of the Director of National Intelligence.

(F) The Office of the Inspector General of the Intelligence Community.

**(d) Decennial review of exempted operational files**

(1) Not less than once every 10 years, the Director of National Intelligence shall review the exemptions in force under subsection (a) to determine whether such exemptions may be removed from any category of exempted files or any portion thereof.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.
(3) A complainant that alleges that the Director of National Intelligence has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court's review shall be limited to determining the following:

(A) Whether the Director has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on October 7, 2010, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether the Director of National Intelligence, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.

(e) Supersedeure of other laws

The provisions of this section may not be superseded except by a provision of law that is enacted after October 7, 2010, and that specifically cites and repeals or modifies such provisions.

(f) Allegation; improper withholding of records; judicial review

(1) Except as provided in paragraph (2), whenever any person who has requested agency records under section 552 of title 5 alleges that the Office has withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5.

(2) Judicial review shall not be available in the manner provided for under paragraph (1) as follows:

(A) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by the Office, such information shall be examined ex parte, in camera by the court.

(B) The court shall determine, to the fullest extent practicable, the issues of fact based on sworn written submissions of the parties.

(C)(i) When a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, the Office may meet the burden of the Office under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted files likely to contain responsive records are records provided to the Office by an element of the intelligence community from the exempted operational files of such element.
(ii) The court may not order the Office to review the content of any exempted file in order to make the demonstration required under clause (i), unless the complainant disputes the Office's showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.

(D) In proceedings under subparagraph (C), a party may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36 of the Federal Rules of Civil Procedure.

(E) If the court finds under this subsection that the Office has improperly withheld requested records because of failure to comply with any provision of this section, the court shall order the Office to search and review each appropriate exempted file for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5 (commonly referred to as the Freedom of Information Act), and such order shall be the exclusive remedy for failure to comply with this section.

(F) If at any time following the filing of a complaint pursuant to this paragraph the Office agrees to search each appropriate exempted file for the requested records, the court shall dismiss the claim based upon such complaint.

(g) Definitions

In this section:

(1) The term “exempted operational file” means a file of an element of the intelligence community that, in accordance with this subchapter, is exempted from the provisions of section 552 of title 5 that require search, review, publication, or disclosure of such file.

(2) Except as otherwise specifically provided, the term “Office” means the Office of the Director of National Intelligence.

SUBCHAPTER VI—ACCESS TO CLASSIFIED INFORMATION

50 USC § 435. Procedures

(a) Not later than 180 days after October 14, 1994, the President shall, by Executive order or regulation, establish procedures to govern access to classified information which shall be binding upon all departments, agencies, and offices of the executive branch of Government. Such procedures shall, at a minimum—

(1) provide that, except as may be permitted by the President, no employee in the executive branch of Government may be given access to classified information by any department, agency, or office of the executive branch of Government unless, based upon an appropriate background investigation, such access is determined to be clearly consistent with the national security interests of the United States;

(2) establish uniform minimum requirements governing the scope and frequency of background investigations and reinvestigations for all employees in the executive branch of Government who require access to classified information as part of their official responsibilities;

(3) provide that all employees in the executive branch of Government who require access to classified information shall be required as a condition of such access to provide to the employing department or agency written consent which permits access by an authorized investigative agency to relevant financial records, other financial information, consumer reports, travel records, and computers used in the performance of Government duties, as determined by the President, in accordance with section 436 of this title, during the period of access to classified information and for a period of three years thereafter;

(4) provide that all employees in the executive branch of Government who require access to particularly sensitive classified information, as determined by the President, shall be required, as a condition of maintaining access to such information, to submit to the employing department or agency, during the period of such access, relevant information concerning their financial condition and foreign travel, as determined by the President, as may be necessary to ensure appropriate security; and

(5) establish uniform minimum standards to ensure that employees in the executive branch of Government whose access to classified information is being denied or terminated under this subchapter are appropriately advised of the reasons for such denial or termination and are provided an adequate opportunity to respond to all adverse information which forms the basis for such denial or termination before final action by the department or agency concerned.
(b)(1) Subsection (a) of this section shall not be deemed to limit or affect the responsibility and power of an agency head pursuant to other law or Executive order to deny or terminate access to classified information if the national security so requires. Such responsibility and power may be exercised only when the agency head determines that the procedures prescribed by subsection (a) of this section cannot be invoked in a manner that is consistent with the national security.

(2) Upon the exercise of such responsibility, the agency head shall submit a report to the congressional intelligence committees.


50 USC § 435a. Limitation on handling, retention, and storage of certain classified materials by the Department of State

(a) Certification regarding full compliance with requirements

The Director of Central Intelligence shall certify to the appropriate committees of Congress whether or not each covered element of the Department of State is in full compliance with all applicable directives of the Director of Central Intelligence relating to the handling, retention, or storage of covered classified material.

(b) Limitation on certification

The Director of Central Intelligence may not certify a covered element of the Department of State as being in full compliance with the directives referred to in subsection (a) of this section if the covered element is currently subject to a waiver of compliance with respect to any such directive.

(c) Report on noncompliance

Whenever the Director of Central Intelligence determines that a covered element of the Department of State is not in full compliance with any directive referred to in subsection (a) of this section, the Director shall promptly notify the appropriate committees of Congress of such determination.

(d) Effects of certification of non-full compliance
(1) Subject to subsection (e) of this section, effective as of January 1, 2001, a covered element of the Department of State may not retain or store covered classified material unless the Director has certified under subsection (a) of this section as of such date that the covered element is in full compliance with the directives referred to in subsection (a) of this section.

(2) If the prohibition in paragraph (1) takes effect in accordance with that paragraph, the prohibition shall remain in effect until the date on which the Director certifies under subsection (a) of this section that the covered element involved is in full compliance with the directives referred to in that subsection.

(e) Waiver by Director of Central Intelligence

(1) The Director of Central Intelligence may waive the applicability of the prohibition in subsection (d) of this section to an element of the Department of State otherwise covered by such prohibition if the Director determines that the waiver is in the national security interests of the United States.

(2) The Director shall submit to appropriate committees of Congress a report on each exercise of the waiver authority in paragraph (1).

(3) Each report under paragraph (2) with respect to the exercise of authority under paragraph (1) shall set forth the following:

(A) The covered element of the Department of State addressed by the waiver.

(B) The reasons for the waiver.

(C) The actions that will be taken to bring such element into full compliance with the directives referred to in subsection (a) of this section, including a schedule for completion of such actions.

(D) The actions taken by the Director to protect any covered classified material to be handled, retained, or stored by such element pending achievement of full compliance of such element with such directives.

(f) Definitions

In this section:

(1) The term “appropriate committees of Congress” means the following:

(A) The Select Committee on Intelligence and the Committee on Foreign Relations of the Senate.
(2) The term “covered classified material” means any material classified at the Sensitive Compartmented Information (SCI) level.

(3) The term “covered element of the Department of State” means each element of the Department of State that handles, retains, or stores covered classified material.

(4) The term “material” means any data, regardless of physical form or characteristic, including written or printed matter, automated information systems storage media, maps, charts, paintings, drawings, films, photographs, engravings, sketches, working notes, papers, reproductions of any such things by any means or process, and sound, voice, magnetic, or electronic recordings.

(5) The term “Sensitive Compartmented Information (SCI) level”, in the case of classified material, means a level of classification for information in such material concerning or derived from intelligence sources, methods, or analytical processes that requires such information to be handled within formal access control systems established by the Director of Central Intelligence.


50 USC § 435b. Security clearances

(a) Definitions

In this section:

(1) The term “agency” means—

(A) an executive agency (as that term is defined in section 105 of title 5);

(B) a military department (as that term is defined in section 102 of title 5); and

(C) an element of the intelligence community.

(2) The term “authorized investigative agency” means an agency designated by the head of the agency selected pursuant to subsection (b) of this section to conduct a counterintelligence investigation or investigation of persons who are...
proposed for access to classified information to ascertain whether such persons satisfy the criteria for obtaining and retaining access to such information.

(3) The term “authorized adjudicative agency” means an agency authorized by law, regulation, or direction of the Director of National Intelligence to determine eligibility for access to classified information in accordance with Executive Order 12968.

(4) The term “highly sensitive program” means—

(A) a government program designated as a Special Access Program (as that term is defined in section 4.1(h) of Executive Order 12958 or any successor Executive order); or

(B) a government program that applies restrictions required for—

(i) restricted data (as that term is defined in section 2014(y) of title 42; or

(ii) other information commonly referred to as “sensitive compartmented information”.

(5) The term “current investigation file” means, with respect to a security clearance, a file on an investigation or adjudication that has been conducted during—

(A) the 5-year period beginning on the date the security clearance was granted, in the case of a Top Secret Clearance, or the date access was granted to a highly sensitive program;

(B) the 10-year period beginning on the date the security clearance was granted in the case of a Secret Clearance; and

(C) the 15-year period beginning on the date the security clearance was granted in the case of a Confidential Clearance.

(6) The term “personnel security investigation” means any investigation required for the purpose of determining the eligibility of any military, civilian, or government contractor personnel to access classified information.

(7) The term “periodic reinvestigations” means investigations conducted for the purpose of updating a previously completed background investigation—
(A) every 5 years in the case of a top secret clearance or access to a highly sensitive program; 

(B) every 10 years in the case of a secret clearance; or 

(C) every 15 years in the case of a Confidential Clearance.

(8) The term “appropriate committees of Congress” means—

(A) the Permanent Select Committee on Intelligence and the Committees on Armed Services, Homeland Security, Government Reform, and the Judiciary of the House of Representatives; and 

(B) the Select Committee on Intelligence and the Committees on Armed Services, Homeland Security and Governmental Affairs, and the Judiciary of the Senate. 

(b) Selection of entity

Not later than 90 days after December 17, 2004, the President shall select a single department, agency, or element of the executive branch to be responsible for—

(1) directing day-to-day oversight of investigations and adjudications for personnel security clearances, including for highly sensitive programs, throughout the United States Government; 

(2) developing and implementing uniform and consistent policies and procedures to ensure the effective, efficient, and timely completion of security clearances and determinations for access to highly sensitive programs, including the standardization of security questionnaires, financial disclosure requirements for security clearance applicants, and polygraph policies and procedures; 

(3) serving as the final authority to designate an authorized investigative agency or authorized adjudicative agency; 

(4) ensuring reciprocal recognition of access to classified information among the agencies of the United States Government, including acting as the final authority to arbitrate and resolve disputes involving the reciprocity of security clearances and access to highly sensitive programs pursuant to subsection (d) of this section; 

(5) ensuring, to the maximum extent practicable, that sufficient resources are available in each agency to achieve clearance and investigative program goals; and
(6) reviewing and coordinating the development of tools and techniques for enhancing the conduct of investigations and granting of clearances.

(c) Performance of security clearance investigations

(1) Notwithstanding any other provision of law, not later than 180 days after December 17, 2004, the President shall, in consultation with the head of the entity selected pursuant to subsection (b) of this section, select a single agency of the executive branch to conduct, to the maximum extent practicable, security clearance investigations of employees and contractor personnel of the United States Government who require access to classified information and to provide and maintain all security clearances of such employees and contractor personnel. The head of the entity selected pursuant to subsection (b) of this section may designate other agencies to conduct such investigations if the head of the entity selected pursuant to subsection (b) of this section considers it appropriate for national security and efficiency purposes.

(2) The agency selected under paragraph (1) shall—

(A) take all necessary actions to carry out the requirements of this section, including entering into a memorandum of understanding with any agency carrying out responsibilities relating to security clearances or security clearance investigations before December 17, 2004;

(B) as soon as practicable, integrate reporting of security clearance applications, security clearance investigations, and determinations of eligibility for security clearances, with the database required by subsection (e) of this section; and

(C) ensure that security clearance investigations are conducted in accordance with uniform standards and requirements established under subsection (b) of this section, including uniform security questionnaires and financial disclosure requirements.

(d) Reciprocity of security clearance and access determinations

(1) All security clearance background investigations and determinations completed by an authorized investigative agency or authorized adjudicative agency shall be accepted by all agencies.

(2) All security clearance background investigations initiated by an authorized investigative agency shall be transferable to any other authorized investigative agency.

(3)(A) An authorized investigative agency or authorized adjudicative agency may not establish additional investigative or adjudicative requirements (other than
requirements for the conduct of a polygraph examination) that exceed requirements specified in Executive Orders establishing security requirements for access to classified information without the approval of the head of the entity selected pursuant to subsection (b) of this section.

(B) Notwithstanding subparagraph (A), the head of the entity selected pursuant to subsection (b) of this section may establish such additional requirements as the head of such entity considers necessary for national security purposes.

(4) An authorized investigative agency or authorized adjudicative agency may not conduct an investigation for purposes of determining whether to grant a security clearance to an individual where a current investigation or clearance of equal level already exists or has been granted by another authorized adjudicative agency.

(5) The head of the entity selected pursuant to subsection (b) of this section may disallow the reciprocal recognition of an individual security clearance by an agency under this section on a case-by-case basis if the head of the entity selected pursuant to subsection (b) of this section determines that such action is necessary for national security purposes.

(6) The head of the entity selected pursuant to subsection (b) of this section shall establish a review procedure by which agencies can seek review of actions required under this section.

(e) Database on security clearances

(1) Not later than 12 months after December 17, 2004, the Director of the Office of Personnel Management shall, in cooperation with the heads of the entities selected pursuant to subsections (b) and (c) of this section, establish and commence operating and maintaining an integrated, secure, database into which appropriate data relevant to the granting, denial, or revocation of a security clearance or access pertaining to military, civilian, or government contractor personnel shall be entered from all authorized investigative and adjudicative agencies.

(2) The database under this subsection shall function to integrate information from existing Federal clearance tracking systems from other authorized investigative and adjudicative agencies into a single consolidated database.

(3) Each authorized investigative or adjudicative agency shall check the database under this subsection to determine whether an individual the agency has identified as requiring a security clearance has already been granted or denied a security clearance, or has had a security clearance revoked, by any other authorized investigative or adjudicative agency.
(4) The head of the entity selected pursuant to subsection (b) of this section shall evaluate the extent to which an agency is submitting information to, and requesting information from, the database under this subsection as part of a determination of whether to certify the agency as an authorized investigative agency or authorized adjudicative agency.

(5) The head of the entity selected pursuant to subsection (b) of this section may authorize an agency to withhold information about certain individuals from the database under this subsection if the head of the entity considers it necessary for national security purposes.

(f) Evaluation of use of available technology in clearance investigations and adjudications

(1) The head of the entity selected pursuant to subsection (b) of this section shall evaluate the use of available information technology and databases to expedite investigative and adjudicative processes for all and to verify standard information submitted as part of an application for a security clearance.

(2) The evaluation shall assess the application of the technologies described in paragraph (1) for—

(A) granting interim clearances to applicants at the secret, top secret, and special access program levels before the completion of the appropriate full investigation;

(B) expediting investigations and adjudications of security clearances, including verification of information submitted by the applicant;

(C) ongoing verification of suitability of personnel with security clearances in effect for continued access to classified information;

(D) use of such technologies to augment periodic reinvestigations;

(E) assessing the impact of the use of such technologies on the rights of applicants to verify, correct, or challenge information obtained through such technologies; and

(F) such other purposes as the head of the entity selected pursuant to subsection (b) of this section considers appropriate.

(3) An individual subject to verification utilizing the technology described in paragraph (1) shall be notified of such verification, shall provide consent to such
use, and shall have access to data being verified in order to correct errors or
challenge information the individual believes is incorrect.

(4) Not later than one year after December 17, 2004, the head of the entity
selected pursuant to subsection (b) of this section shall submit to the President
and the appropriate committees of Congress a report on the results of the
evaluation, including recommendations on the use of technologies described in
paragraph (1).

(g) Reduction in length of personnel security clearance process

(1) The head of the entity selected pursuant to subsection (b) of this section shall,
within 90 days of selection under that subsection, develop, in consultation with
the appropriate committees of Congress and each authorized adjudicative agency,
a plan to reduce the length of the personnel security clearance process.

(2)(A) To the extent practical the plan under paragraph (1) shall require that each
authorized adjudicative agency make a determination on at least 90 percent of all
applications for a personnel security clearance within an average of 60 days after
the date of receipt of the completed application for a security clearance by an
authorized investigative agency. Such 60-day average period shall include—

(i) a period of not longer than 40 days to complete the investigative phase of the
clearance review; and

(ii) a period of not longer than 20 days to complete the adjudicative phase of the
clearance review.

(B) Determinations on clearances not made within 60 days shall be made without
delay.

(3)(A) The plan under paragraph (1) shall take effect 5 years after December 17,
2004.

(B) During the period beginning on a date not later than 2 years after December
17, 2004, and ending on the date on which the plan under paragraph (1) takes
effect, each authorized adjudicative agency shall make a determination on at least
80 percent of all applications for a personnel security clearance pursuant to this
section within an average of 120 days after the date of receipt of the application
for a security clearance by an authorized investigative agency. Such 120-day
average period shall include—
(i) a period of not longer than 90 days to complete the investigative phase of the clearance review; and

(ii) a period of not longer than 30 days to complete the adjudicative phase of the clearance review.

(h) Reports

(1) Not later than February 15, 2006, and annually thereafter through 2011, the head of the entity selected pursuant to subsection (b) of this section shall submit to the appropriate committees of Congress a report on the progress made during the preceding year toward meeting the requirements of this section.

(2) Each report shall include, for the period covered by such report—

(A) the periods of time required by the authorized investigative agencies and authorized adjudicative agencies for conducting investigations, adjudicating cases, and granting clearances, from date of submission to ultimate disposition and notification to the subject and the subject’s employer;

(B) a discussion of any impediments to the smooth and timely functioning of the requirements of this section; and

(C) such other information or recommendations as the head of the entity selected pursuant to subsection (b) of this section considers appropriate.

(i) Authorization of appropriations

There is authorized to be appropriated such sums as may be necessary for fiscal year 2005 and each fiscal year thereafter for the implementation, maintenance, and operation of the database required by subsection (e) of this section.


50 USC § 435c. Security clearances; limitations

(a) Definitions

In this section:

(1) Controlled substance

The term “controlled substance” has the meaning given that term in section 802 of title 21.
(2) Covered person

The term “covered person” means—

(A) an officer or employee of a Federal agency;

(B) a member of the Army, Navy, Air Force, or Marine Corps who is on active duty or is in an active status; and

(C) an officer or employee of a contractor of a Federal agency.

(3) Restricted Data

The term “Restricted Data” has the meaning given that term in section 2014 of title 42.

(4) Special access program

The term “special access program” has the meaning given that term in section 4.1 of Executive Order No. 12958 (60 Fed. Reg. 19825).

(b) Prohibition

After January 1, 2008, the head of a Federal agency may not grant or renew a security clearance for a covered person who is an unlawful user of a controlled substance or an addict (as defined in section 802(1) of title 21).

(c) Disqualification

(1) In general

After January 1, 2008, absent an express written waiver granted in accordance with paragraph (2), the head of a Federal agency may not grant or renew a security clearance described in paragraph (3) for a covered person who—

(A) has been convicted in any court of the United States of a crime, was sentenced to imprisonment for a term exceeding 1 year, and was incarcerated as a result of that sentence for not less than 1 year;

(B) has been discharged or dismissed from the Armed Forces under dishonorable conditions; or

(C) is mentally incompetent, as determined by an adjudicating authority, based on an evaluation by a duly qualified mental health professional employed by, or
acceptable to and approved by, the United States Government and in accordance with the adjudicative guidelines required by subsection (d).

(2) Waiver authority

In a meritorious case, an exception to the disqualification in this subsection may be authorized if there are mitigating factors. Any such waiver may be authorized only in accordance with—

(A) standards and procedures prescribed by, or under the authority of, an Executive order or other guidance issued by the President; or

(B) the adjudicative guidelines required by subsection (d).

(3) Covered security clearances

This subsection applies to security clearances that provide for access to—

(A) special access programs;

(B) Restricted Data; or

(C) any other information commonly referred to as “sensitive compartmented information”.

(4) Annual report

(A) Requirement for report

Not later than February 1 of each year, the head of a Federal agency shall submit a report to the appropriate committees of Congress if such agency employs or employed a person for whom a waiver was granted in accordance with paragraph (2) during the preceding year. Such annual report shall not reveal the identity of such person, but shall include for each waiver issued the disqualifying factor under paragraph (1) and the reasons for the waiver of the disqualifying factor.

(B) Definitions

In this paragraph:

(i) Appropriate committees of Congress

The term “appropriate committees of Congress” means, with respect to a report submitted under subparagraph (A) by the head of a Federal agency—
(I) the congressional defense committees;

(II) the congressional intelligence committees;

(III) the Committee on Homeland Security and Governmental Affairs of the Senate;

(IV) the Committee on Oversight and Government Reform of the House of Representatives; and

(V) each Committee of the Senate or the House of Representatives with oversight authority over such Federal agency.

(ii) Congressional defense committees

The term “congressional defense committees” has the meaning given that term in section 101(a)(16) of title 10.

(iii) Congressional intelligence committees

The term “congressional intelligence committees” has the meaning given that term in section 401a of this title.

(d) Adjudicative guidelines

(1) Requirement to establish

The President shall establish adjudicative guidelines for determining eligibility for access to classified information.

(2) Requirements related to mental health

The guidelines required by paragraph (1) shall—

(A) include procedures and standards under which a covered person is determined to be mentally incompetent and provide a means to appeal such a determination; and

(B) require that no negative inference concerning the standards in the guidelines may be raised solely on the basis of seeking mental health counseling.

50 USC § 435d. Classification training program

(a) In general

The head of each Executive agency, in accordance with Executive Order 13526, shall require annual training for each employee who has original classification authority. For employees who perform derivative classification, or are responsible for analysis, dissemination, preparation, production, receipt, publication, or otherwise communication of classified information, training shall be provided at least every two years. Such training shall—

(1) educate the employee, as appropriate, regarding—

(A) the guidance established under subparagraph (G) of section 403–1(g)(1) of this title, as added by section 5(a)(3), regarding the formatting of finished intelligence products;

(B) the proper use of classification markings, including portion markings that indicate the classification of portions of information; and

(C) any incentives and penalties related to the proper classification of intelligence information; and

(2) ensure such training is a prerequisite, once completed successfully, as evidenced by an appropriate certificate or other record, for—

(A) obtaining original classification authority or derivatively classifying information; and

(B) maintaining such authority.

(b) Relationship to other programs

The head of each Executive agency shall ensure that the training required by subsection (a) is conducted efficiently and in conjunction with any other required security, intelligence, or other training programs to reduce the costs and administrative burdens associated with carrying out the training required by subsection (a).

50 USC § 436. Requests by authorized investigative agencies

(a) Generally

(1) Any authorized investigative agency may request from any financial agency, financial institution, or holding company, or from any consumer reporting agency, such financial records, other financial information, and consumer reports as may be necessary in order to conduct any authorized law enforcement investigation, counterintelligence inquiry, or security determination. Any authorized investigative agency may also request records maintained by any commercial entity within the United States pertaining to travel by an employee in the executive branch of Government outside the United States.

(2) Requests may be made under this section where—

(A) the records sought pertain to a person who is or was an employee in the executive branch of Government required by the President in an Executive order or regulation, as a condition of access to classified information, to provide consent, during a background investigation and for such time as access to the information is maintained, and for a period of not more than three years thereafter, permitting access to financial records, other financial information, consumer reports, and travel records; and

(B)(i) there are reasonable grounds to believe, based on credible information, that the person is, or may be, disclosing classified information in an unauthorized manner to a foreign power or agent of a foreign power;

(ii) information the employing agency deems credible indicates the person has incurred excessive indebtedness or has acquired a level of affluence which cannot be explained by other information known to the agency; or

(iii) circumstances indicate the person had the capability and opportunity to disclose classified information which is known to have been lost or compromised to a foreign power or an agent of a foreign power.

(3) Each such request—

(A) shall be accompanied by a written certification signed by the department or agency head or deputy department or agency head concerned, or by a senior official designated for this purpose by the department or agency head concerned (whose rank shall be no lower than Assistant Secretary or Assistant Director), and shall certify that—
(i) the person concerned is or was an employee within the meaning of paragraph (2)(A);

(ii) the request is being made pursuant to an authorized inquiry or investigation and is authorized under this section; and

(iii) the records or information to be reviewed are records or information which the employee has previously agreed to make available to the authorized investigative agency for review;

(B) shall contain a copy of the agreement referred to in subparagraph (A)(iii);

(C) shall identify specifically or by category the records or information to be reviewed; and

(D) shall inform the recipient of the request of the prohibition described in subsection (b) of this section.

(b) Prohibition of certain disclosure

(1) If an authorized investigative agency described in subsection (a) certifies that otherwise there may result a danger to the national security of the United States, interference with a criminal, counterterrorism, or counterintelligence investigation, interference with diplomatic relations, or danger to the life or physical safety of any person, no governmental or private entity, or officer, employee, or agent of such entity, may disclose to any person (other than those to whom such disclosure is necessary to comply with the request or an attorney to obtain legal advice or legal assistance with respect to the request) that such entity has received or satisfied a request made by an authorized investigative agency under this section.

(2) The request shall notify the person or entity to whom the request is directed of the nondisclosure requirement under paragraph (1).

(3) Any recipient disclosing to those persons necessary to comply with the request or to an attorney to obtain legal advice or legal assistance with respect to the request shall inform such persons of any applicable nondisclosure requirement. Any person who receives a disclosure under this subsection shall be subject to the same prohibitions on disclosure under paragraph (1).

(4) At the request of the authorized investigative agency, any person making or intending to make a disclosure under this section shall identify to the requesting official of the authorized investigative agency the person to whom such disclosure
will be made or to whom such disclosure was made prior to the request, except that nothing in this section shall require a person to inform the requesting official of the identity of an attorney to whom disclosure was made or will be made to obtain legal advice or legal assistance with respect to the request under subsection (a).

(c) Records or information; inspection or copying

(1) Notwithstanding any other provision of law (other than section 6103 of title 26), an entity receiving a request for records or information under subsection (a) of this section shall, if the request satisfies the requirements of this section, make available such records or information within 30 days for inspection or copying, as may be appropriate, by the agency requesting such records or information.

(2) Any entity (including any officer, employee, or agent thereof) that discloses records or information for inspection or copying pursuant to this section in good faith reliance upon the certifications made by an agency pursuant to this section shall not be liable for any such disclosure to any person under this subchapter, the constitution of any State, or any law or regulation of any State or any political subdivision of any State.

(d) Reimbursement of costs

Any agency requesting records or information under this section may, subject to the availability of appropriations, reimburse a private entity for any cost reasonably incurred by such entity in responding to such request, including the cost of identifying, reproducing, or transporting records or other data.

(e) Dissemination of records or information received

An agency receiving records or information pursuant to a request under this section may disseminate the records or information obtained pursuant to such request outside the agency only—

(1) to the agency employing the employee who is the subject of the records or information;

(2) to the Department of Justice for law enforcement or counterintelligence purposes; or

(3) with respect to dissemination to an agency of the United States, if such information is clearly relevant to the authorized responsibilities of such agency.

(f) Construction of section
Nothing in this section may be construed to affect the authority of an investigative agency to obtain information pursuant to the Right to Financial Privacy Act (12 U.S.C. 3401 et seq.) or the Fair Credit Reporting Act (15 U.S.C. 1681 et seq.).


50 USC § 437. Exceptions

Except as otherwise specifically provided, the provisions of this subchapter shall not apply to the President and Vice President, Members of the Congress, Justices of the Supreme Court, and Federal judges appointed by the President.


50 USC § 438. Definitions

For purposes of this subchapter—

(1) the term “authorized investigative agency” means an agency authorized by law or regulation to conduct a counterintelligence investigation or investigations of persons who are proposed for access to classified information to ascertain whether such persons satisfy the criteria for obtaining and retaining access to such information;

(2) the term “classified information” means any information that has been determined pursuant to Executive Order No. 12356 of April 2, 1982, or successor orders, or the Atomic Energy Act of 1954 [42 U.S.C. 2011 et seq.], to require protection against unauthorized disclosure and that is so designated;

(3) the term “consumer reporting agency” has the meaning given such term in section 1681a of title 15;

(4) the term “employee” includes any person who receives a salary or compensation of any kind from the United States Government, is a contractor of the United States Government or an employee thereof, is an unpaid consultant of the United States Government, or otherwise acts for or on behalf of the United States Government, except as otherwise determined by the President;

(5) the terms “financial agency” and “financial institution” have the meanings given to such terms in section 5312(a) of title 31 and the term “holding company” has the meaning given to such term in section 3401(6) of title 12;
(6) the terms “foreign power” and “agent of a foreign power” have the same meanings as set forth in sections 1801(a) and (b), respectively, of this title;

(7) the term “State” means each of the several States of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Commonwealth of the Northern Mariana Islands, the United States Virgin Islands, Guam, American Samoa, the Republic of the Marshall Islands, the Federated States of Micronesia, and the Republic of Palau, and any other possession of the United States; and

(8) the term “computer” means any electronic, magnetic, optical, electrochemical, or other high speed data processing device performing logical, arithmetic, or storage functions, and includes any data storage facility or communications facility directly related to or operating in conjunction with such device and any data or other information stored or contained in such device.

SUBCHAPTER VII—APPLICATION OF SANCTIONS
LAWS TO INTELLIGENCE ACTIVITIES

50 USC § 441. Stay of sanctions

Notwithstanding any provision of law identified in section 441c of this title, the President may stay the imposition of an economic, cultural, diplomatic, or other sanction or related action by the United States Government concerning a foreign country, organization, or person when the President determines and reports to Congress in accordance with section 441b of this title that to proceed without delay would seriously risk the compromise of an ongoing criminal investigation directly related to the activities giving rise to the sanction or an intelligence source or method directly related to the activities giving rise to the sanction. Any such stay shall be effective for a period of time specified by the President, which period may not exceed 120 days, unless such period is extended in accordance with section 441a of this title.

(July 26, 1947, ch. 343, title IX, §901, as added Pub. L. 104–93, title III, §303(a), Jan. 6, 1996, 109 Stat. 964.)

50 USC § 441a. Extension of stay

Whenever the President determines and reports to Congress in accordance with section 441b of this title that a stay of sanctions or related actions pursuant to section 441 of this title has not afforded sufficient time to obviate the risk to an ongoing criminal investigation or to an intelligence source or method that gave rise to the stay, he may extend such stay for a period of time specified by the President, which period may not exceed 120 days. The authority of this section may be used to extend the period of a stay pursuant to section 441 of this title for successive periods of not more than 120 days each.


50 USC § 441b. Reports

Reports to Congress pursuant to sections 441 and 441a of this title shall be submitted promptly upon determinations under this subchapter. Such reports shall be submitted to the Committee on International Relations of the House of Representatives and the Committee on Foreign Relations of the Senate. With respect to determinations relating to intelligence sources and methods, reports shall also be submitted to the congressional intelligence committees. With respect to determinations relating to ongoing criminal investigations, reports shall also be submitted to the Committees on the Judiciary of the House of Representatives and the Senate.
The President may use the authority of sections 441 and 441a of this title to stay the imposition of an economic, cultural, diplomatic, or other sanction or related action by the United States Government related to the proliferation of weapons of mass destruction, their delivery systems, or advanced conventional weapons otherwise required to be imposed by the Chemical and Biological Weapons Control and Warfare Elimination Act of 1991 (title III of Public Law 102–182) [22 U.S.C. 5601 et seq.]; the Nuclear Proliferation Prevention Act of 1994 (title VIII of Public Law 103–236); title XVII of the National Defense Authorization Act for Fiscal Year 1991 (Public Law 101–510) (relating to the nonproliferation of missile technology); the Iran-Iraq Arms Nonproliferation Act of 1992 (title XVI of Public Law 102–484); section 573 of the Foreign Operations, Export Financing Related Programs Appropriations Act, 1994 (Public Law 103–87); section 563 of the Foreign Operations, Export Financing Related Programs Appropriations Act, 1995 (Public Law 103–306); and comparable provisions.
SUBCHAPTER VII–A—EDUCATION IN SUPPORT OF NATIONAL INTELLIGENCE

Part A—Science and Technology

50 USC § 441g. Scholarships and work-study for pursuit of graduate degrees in science and technology

(a) Program authorized

The Director of National Intelligence may carry out a program to provide scholarships and work-study for individuals who are pursuing graduate degrees in fields of study in science and technology that are identified by the Director as appropriate to meet the future needs of the intelligence community for qualified scientists and engineers.

(b) Administration

If the Director of National Intelligence carries out the program under subsection (a) of this section, the Director of National Intelligence shall administer the program through the Office of the Director of National Intelligence.

(c) Identification of fields of study

If the Director of National Intelligence carries out the program under subsection (a) of this section, the Director shall identify fields of study under subsection (a) of this section in consultation with the other heads of the elements of the intelligence community.

(d) Eligibility for participation

An individual eligible to participate in the program is any individual who—

(1) either—

(A) is an employee of the intelligence community; or

(B) meets criteria for eligibility for employment in the intelligence community that are established by the Director of National Intelligence;

(2) is accepted in a graduate degree program in a field of study in science or technology identified under subsection (a) of this section; and
(3) is eligible for a security clearance at the level of Secret or above.

(e) Regulations

If the Director of National Intelligence carries out the program under subsection (a) of this section, the Director shall prescribe regulations for purposes of the administration of this section.


50 USC § 441g–1. Framework for cross-disciplinary education and training

The Director of National Intelligence shall establish an integrated framework that brings together the educational components of the intelligence community in order to promote a more effective and productive intelligence community through cross-disciplinary education and joint training.


Savings Provision

Pub. L. 111–259, title III, §313(b)(2), Oct. 7, 2010, 124 Stat. 2666, provided that: “Notwithstanding the repeals made by paragraph (1) [repealing this section, amending provisions set out as a note under section 403 of this title, and repealing provisions set out as a note under section 402 of this title], nothing in this subsection [repealing this section, amending provisions set out as a note under section 403 of this title, and repealing provisions set out as a note under section 402 of this title] shall be construed to amend, modify, or abrogate any agreement, contract, or employment relationship that was in effect in relation to the provisions repealed under paragraph (1) on the day prior to the date of the enactment of this Act [Oct. 7, 2010].”
Part B—Foreign Languages Program

50 USC § 441j. Program on advancement of foreign languages critical to the intelligence community

(a) In general

The Secretary of Defense and the Director of National Intelligence may jointly carry out a program to advance skills in foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States (hereinafter in this part referred to as the “Foreign Languages Program”).

(b) Identification of requisite actions

In order to carry out the Foreign Languages Program, the Secretary of Defense and the Director of National Intelligence shall jointly identify actions required to improve the education of personnel in the intelligence community in foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States and to meet the long-term intelligence needs of the United States.


50 USC § 441j–1. Education partnerships

(a) In general

In carrying out the Foreign Languages Program, the head of a covered element of the intelligence community may enter into one or more education partnership agreements with educational institutions in the United States in order to encourage and enhance the study in such educational institutions of foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States.

(b) Assistance provided under educational partnership agreements

Under an educational partnership agreement entered into with an educational institution pursuant to this section, the head of a covered element of the intelligence community may provide the following assistance to the educational institution:
(1) The loan of equipment and instructional materials of the element of the intelligence community to the educational institution for any purpose and duration that the head of the element considers appropriate.

(2) Notwithstanding any other provision of law relating to the transfer of surplus property, the transfer to the educational institution of any computer equipment, or other equipment, that is—

(A) commonly used by educational institutions;

(B) surplus to the needs of the element of the intelligence community; and

(C) determined by the head of the element to be appropriate for support of such agreement.

(3) The provision of dedicated personnel to the educational institution—

(A) to teach courses in foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States; or

(B) to assist in the development for the educational institution of courses and materials on such languages.

(4) The involvement of faculty and students of the educational institution in research projects of the element of the intelligence community.

(5) Cooperation with the educational institution in developing a program under which students receive academic credit at the educational institution for work on research projects of the element of the intelligence community.

(6) The provision of academic and career advice and assistance to students of the educational institution.

(7) The provision of cash awards and other items that the head of the element of the intelligence community considers appropriate.

50 USC § 441j–2. Voluntary services

(a) Authority to accept services

Notwithstanding section 1342 of title 31 and subject to subsection (b) of this section, the Foreign Languages Program under section 441j of this title shall include authority for the head of a covered element of the intelligence community to accept from any dedicated personnel voluntary services in support of the activities authorized by this part.

(b) Requirements and limitations

(1) In accepting voluntary services from an individual under subsection (a) of this section, the head of a covered element of the intelligence community shall—

(A) supervise the individual to the same extent as the head of the element would supervise a compensated employee of that element providing similar services; and

(B) ensure that the individual is licensed, privileged, has appropriate educational or experiential credentials, or is otherwise qualified under applicable law or regulations to provide such services.

(2) In accepting voluntary services from an individual under subsection (a) of this section, the head of a covered element of the intelligence community may not—

(A) place the individual in a policymaking position, or other position performing inherently governmental functions; or

(B) compensate the individual for the provision of such services.

(c) Authority to recruit and train individuals providing services

The head of a covered element of the intelligence community may recruit and train individuals to provide voluntary services under subsection (a) of this section.

(d) Status of individuals providing services

(1) Subject to paragraph (2), while providing voluntary services under subsection (a) of this section or receiving training under subsection (c) of this section, an individual shall be considered to be an employee of the Federal Government only for purposes of the following provisions of law:

Page 1704
(A) Section 552a of title 5 (relating to maintenance of records on individuals).

(B) Chapter 11 of title 18 (relating to conflicts of interest).

(2)(A) With respect to voluntary services under paragraph (1) provided by an individual that are within the scope of the services accepted under that paragraph, the individual shall be deemed to be a volunteer of a governmental entity or nonprofit institution for purposes of the Volunteer Protection Act of 1997 (42 U.S.C. 14501 et seq.).

(B) In the case of any claim against such an individual with respect to the provision of such services, section 4(d) of such Act (42 U.S.C. 14503(d)) shall not apply.

(3) Acceptance of voluntary services under this section shall have no bearing on the issuance or renewal of a security clearance.

(e) Reimbursement of incidental expenses

(1) The head of a covered element of the intelligence community may reimburse an individual for incidental expenses incurred by the individual in providing voluntary services under subsection (a) of this section. The head of a covered element of the intelligence community shall determine which expenses are eligible for reimbursement under this subsection.

(2) Reimbursement under paragraph (1) may be made from appropriated or nonappropriated funds.

(f) Authority to install equipment

(1) The head of a covered element of the intelligence community may install telephone lines and any necessary telecommunication equipment in the private residences of individuals who provide voluntary services under subsection (a) of this section.

(2) The head of a covered element of the intelligence community may pay the charges incurred for the use of equipment installed under paragraph (1) for authorized purposes.

(3) Notwithstanding section 1348 of title 31, the head of a covered element of the intelligence community may use appropriated funds or nonappropriated funds of the element in carrying out this subsection.
50 USC § 441j–3. Regulations

(a) In general

The Secretary of Defense and the Director of National Intelligence shall jointly prescribe regulations to carry out the Foreign Languages Program.

(b) Elements of the intelligence community

The head of each covered element of the intelligence community shall prescribe regulations to carry out sections 441j–1 and 441j–2 of this title with respect to that element including the following:

(1) Procedures to be utilized for the acceptance of voluntary services under section 441j–2 of this title.

(2) Procedures and requirements relating to the installation of equipment under section 441j–2(f) of this title.

50 USC § 441j–4. Definitions

In this part:

(1) The term “covered element of the intelligence community” means an agency, office, bureau, or element referred to in subparagraphs (B) through (L) of section 401a(4) of this title.

(2) The term “educational institution” means—

(A) a local educational agency (as that term is defined in section 7801(26) of title 20);

(B) an institution of higher education (as defined in section 1002 of title 20, other than institutions referred to in subsection (a)(1)(C) of such section); or

(C) any other nonprofit institution that provides instruction of foreign languages in languages that are critical to the capability of the intelligence community to carry out national security activities of the United States.
(3) The term “dedicated personnel” means employees of the intelligence community and private citizens (including former civilian employees of the Federal Government who have been voluntarily separated, and members of the United States Armed Forces who have been honorably discharged, honorably separated, or generally discharged under honorable circumstances and rehired on a voluntary basis specifically to perform the activities authorized under this part).

Part C—Additional Education Provisions

50 USC § 441m. Assignment of intelligence community personnel as language students

(a) In general

The Director of National Intelligence, acting through the heads of the elements of the intelligence community, may assign employees of such elements in analyst positions requiring foreign language expertise as students at accredited professional, technical, or other institutions of higher education for training at the graduate or undergraduate level in foreign languages required for the conduct of duties and responsibilities of such positions.

(b) Authority for reimbursement of costs of tuition and training

(1) The Director of National Intelligence may reimburse an employee assigned under subsection (a) of this section for the total cost of the training described in that subsection, including costs of educational and supplementary reading materials.

(2) The authority under paragraph (1) shall apply to employees who are assigned on a full-time or part-time basis.

(3) Reimbursement under paragraph (1) may be made from appropriated or nonappropriated funds.

(c) Relationship to compensation as an analyst

Reimbursement under this section to an employee who is an analyst is in addition to any benefits, allowances, travel expenses, or other compensation the employee is entitled to by reason of serving in such an analyst position.


50 USC § 441n. Program on recruitment and training

(a) Program

(1) The Director of National Intelligence shall carry out a program to ensure that selected students or former students are provided funds to continue academic training, or are reimbursed for academic training previously obtained, in areas of specialization that the Director, in consultation with the other heads of the elements of the intelligence community, identifies as areas in which the current
capabilities of the intelligence community are deficient or in which future capabilities of the intelligence community are likely to be deficient.

(2) A student or former student selected for participation in the program shall commit to employment with an element of the intelligence community, following completion of appropriate academic training, under such terms and conditions as the Director considers appropriate.

(3) The program shall be known as the Pat Roberts Intelligence Scholars Program.

(b) Elements

In carrying out the program under subsection (a), the Director shall—

(1) establish such requirements relating to the academic training of participants as the Director considers appropriate to ensure that participants are prepared for employment as intelligence professionals; and

(2) periodically review the areas of specialization of the elements of the intelligence community to determine the areas in which such elements are, or are likely to be, deficient in capabilities.

(c) Use of funds

Funds made available for the program under subsection (a) shall be used—

(1) to provide a monthly stipend for each month that a student is pursuing a course of study;

(2) to pay the full tuition of a student or former student for the completion of such course of study;

(3) to pay for books and materials that the student or former student requires or required to complete such course of study;

(4) to pay the expenses of the student or former student for travel requested by an element of the intelligence community in relation to such program; or

(5) for such other purposes the Director considers reasonably appropriate to carry out such program.

50 USC § 4410. Educational scholarship program

The head of a department or agency containing an element of the intelligence community may establish an undergraduate or graduate training program with respect to civilian employees and prospective civilian employees of such element similar in purpose, conditions, content, and administration to the program that the Secretary of Defense is authorized to establish under section 16 of the National Security Agency Act of 1959 (50 U.S.C. 402 note).


50 USC § 441p. Intelligence officer training program

(a) Programs

(1) The Director of National Intelligence may carry out grant programs in accordance with subsections (b) and (c) to enhance the recruitment and retention of an ethnically and culturally diverse intelligence community workforce with capabilities critical to the national security interests of the United States.

(2) In carrying out paragraph (1), the Director shall identify the skills necessary to meet current or emergent needs of the intelligence community and the educational disciplines that will provide individuals with such skills.

(b) Institutional grant program

(1) The Director may provide grants to institutions of higher education to support the establishment or continued development of programs of study in educational disciplines identified under subsection (a)(2).

(2) A grant provided under paragraph (1) may, with respect to the educational disciplines identified under subsection (a)(2), be used for the following purposes:

(A) Curriculum or program development.

(B) Faculty development.

(C) Laboratory equipment or improvements.

(D) Faculty research.

(c) Grant program for historically black colleges and universities
(1) The Director may provide grants to historically black colleges and universities to provide programs of study in educational disciplines identified under subsection (a)(2) or described in paragraph (2).

(2) A grant provided under paragraph (1) may be used to provide programs of study in the following educational disciplines:

(A) Intermediate and advanced foreign languages deemed in the immediate interest of the intelligence community, including Farsi, Pashto, Middle Eastern, African, and South Asian dialects.

(B) Study abroad programs and cultural immersion programs.

(d) Application

An institution of higher education seeking a grant under this section shall submit an application describing the proposed use of the grant at such time and in such manner as the Director may require.

(e) Reports

An institution of higher education that receives a grant under this section shall submit to the Director regular reports regarding the use of such grant, including—

(1) a description of the benefits to students who participate in the course of study funded by such grant;

(2) a description of the results and accomplishments related to such course of study; and

(3) any other information that the Director may require.

(f) Regulations

The Director shall prescribe such regulations as may be necessary to carry out this section.

(g) Definitions

In this section:

(1) The term “Director” means the Director of National Intelligence.
(2) Historically black college and university.—The term “historically black college and university” has the meaning given the term “part B institution” in section 1061 of title 20.

(3) The term “institution of higher education” has the meaning given the term in section 1001 of title 20.

(4) Study abroad program.—The term “study abroad program” means a program of study that—

(A) takes places outside the geographical boundaries of the United States;

(B) focuses on areas of the world that are critical to the national security interests of the United States and are generally underrepresented in study abroad programs at institutions of higher education, including Africa, Asia, Central and Eastern Europe, Eurasia, Latin America, and the Middle East; and

(C) is a credit or noncredit program.

50 USC § 442. Applicability to United States intelligence activities of Federal laws implementing international treaties and agreements

(a) In general

No Federal law enacted on or after December 27, 2000, that implements a treaty or other international agreement shall be construed as making unlawful an otherwise lawful and authorized intelligence activity of the United States Government or its employees, or any other person to the extent such other person is carrying out such activity on behalf of, and at the direction of, the United States, unless such Federal law specifically addresses such intelligence activity.

(b) Authorized intelligence activities

An intelligence activity shall be treated as authorized for purposes of subsection (a) of this section if the intelligence activity is authorized by an appropriate official of the United States Government, acting within the scope of the official duties of that official and in compliance with Federal law and any applicable Presidential directive.

50 USC § 442a. Counterintelligence initiatives

(a) Inspection process

In order to protect intelligence sources and methods from unauthorized disclosure, the Director of National Intelligence shall establish and implement an inspection process for all agencies and departments of the United States that handle classified information relating to the national security of the United States intended to assure that those agencies and departments maintain effective operational security practices and programs directed against counterintelligence activities.

(b) Annual review of dissemination lists

The Director of National Intelligence shall establish and implement a process for all elements of the intelligence community to review, on an annual basis,
individuals included on distribution lists for access to classified information. Such process shall ensure that only individuals who have a particularized “need to know” (as determined by the Director) are continued on such distribution lists.

(c) Completion of financial disclosure statements required for access to certain classified information

The Director of National Intelligence shall establish and implement a process by which each head of an element of the intelligence community directs that all employees of that element, in order to be granted access to classified information referred to in subsection (a) of section 1.3 of Executive Order No. 12968 (August 2, 1995; 60 Fed. Reg. 40245; 50 U.S.C. 435 note), submit financial disclosure forms as required under subsection (b) of such section.

(d) Arrangements to handle sensitive information

The Director of National Intelligence shall establish, for all elements of the intelligence community, programs and procedures by which sensitive classified information relating to human intelligence is safeguarded against unauthorized disclosure by employees of those elements.

(50 USC § 442b. Misuse of the Office of the Director of National Intelligence name, initials, or seal)

(a) Prohibited acts

No person may, except with the written permission of the Director of National Intelligence, or a designee of the Director, knowingly use the words “Office of the Director of National Intelligence”, the initials “ODNI”, the seal of the Office of the Director of National Intelligence, or any colorable imitation of such words, initials, or seal in connection with any merchandise, impersonation, solicitation, or commercial activity in a manner reasonably calculated to convey the impression that such use is approved, endorsed, or authorized by the Director of National Intelligence.

(b) Injunction

Whenever it appears to the Attorney General that any person is engaged or is about to engage in an act or practice which constitutes or will constitute conduct prohibited by subsection (a), the Attorney General may initiate a civil proceeding
in a district court of the United States to enjoin such act or practice. Such court shall proceed as soon as practicable to the hearing and determination of such action and may, at any time before final determination, enter such restraining orders or prohibitions, or take such other action as is warranted, to prevent injury to the United States or to any person or class of persons for whose protection the action is brought.

CHAPTER 33—WAR POWERS RESOLUTION

50 USC § 1541. Purpose and policy

(a) Congressional declaration

It is the purpose of this chapter to fulfill the intent of the framers of the Constitution of the United States and insure that the collective judgment of both the Congress and the President will apply to the introduction of United States Armed Forces into hostilities, or into situations where imminent involvement in hostilities is clearly indicated by the circumstances, and to the continued use of such forces in hostilities or in such situations.

(b) Congressional legislative power under necessary and proper clause

Under article I, section 8, of the Constitution, it is specifically provided that the Congress shall have the power to make all laws necessary and proper for carrying into execution, not only its own powers but also all other powers vested by the Constitution in the Government of the United States, or in any department or officer hereof.

(c) Presidential executive power as Commander-in-Chief; limitation

The constitutional powers of the President as Commander-in-Chief to introduce United States Armed Forces into hostilities, or into situations where imminent involvement in hostilities is clearly indicated by the circumstances, are exercised only pursuant to (1) a declaration of war, (2) specific statutory authorization, or (3) a national emergency created by attack upon the United States, its territories or possessions, or its armed forces.


Short Title

Pub. L. 93–148, §1, Nov. 7, 1973, 87 Stat. 555, provided that: “This joint resolution [enacting this chapter] may be cited as the ‘War Powers Resolution’.”

50 USC § 1542. Consultation; initial and regular consultations

The President in every possible instance shall consult with Congress before introducing United States Armed Forces into hostilities or into situations where imminent involvement in hostilities is clearly indicated by the circumstances, and after every such introduction shall consult regularly with the Congress until
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United States Armed Forces are no longer engaged in hostilities or have been removed from such situations.


50 USC § 1543. Reporting requirement

(a) Written report; time of submission; circumstances necessitating submission; information reported

In the absence of a declaration of war, in any case in which United States Armed Forces are introduced—

(1) into hostilities or into situations where imminent involvement in hostilities is clearly indicated by the circumstances;

(2) into the territory, airspace or waters of a foreign nation, while equipped for combat, except for deployments which relate solely to supply, replacement, repair, or training of such forces; or

(3) in numbers which substantially enlarge United States Armed Forces equipped for combat already located in a foreign nation;

the President shall submit within 48 hours to the Speaker of the House of Representatives and to the President pro tempore of the Senate a report, in writing, setting forth—

(A) the circumstances necessitating the introduction of United States Armed Forces;

(B) the constitutional and legislative authority under which such introduction took place; and

(C) the estimated scope and duration of the hostilities or involvement.

(b) Other information reported

The President shall provide such other information as the Congress may request in the fulfillment of its constitutional responsibilities with respect to committing the Nation to war and to the use of United States Armed Forces abroad.

(c) Periodic reports; semiannual requirement
Whenever United States Armed Forces are introduced into hostilities or into any situation described in subsection (a) of this section, the President shall, so long as such armed forces continue to be engaged in such hostilities or situation, report to the Congress periodically on the status of such hostilities or situation as well as on the scope and duration of such hostilities or situation, but in no event shall he report to the Congress less often than once every six months.


50 USC § 1544. Congressional action

(a) Transmittal of report and referral to Congressional committees; joint request for convening Congress

Each report submitted pursuant to section 1543(a)(1) of this title shall be transmitted to the Speaker of the House of Representatives and to the President pro tempore of the Senate on the same calendar day. Each report so transmitted shall be referred to the Committee on Foreign Affairs of the House of Representatives and to the Committee on Foreign Relations of the Senate for appropriate action. If, when the report is transmitted, the Congress has adjourned sine die or has adjourned for any period in excess of three calendar days, the Speaker of the House of Representatives and the President pro tempore of the Senate, if they deem it advisable (or if petitioned by at least 30 percent of the membership of their respective Houses) shall jointly request the President to convene Congress in order that it may consider the report and take appropriate action pursuant to this section.

(b) Termination of use of United States Armed Forces; exceptions; extension period

Within sixty calendar days after a report is submitted or is required to be submitted pursuant to section 1543(a)(1) of this title, whichever is earlier, the President shall terminate any use of United States Armed Forces with respect to which such report was submitted (or required to be submitted), unless the Congress (1) has declared war or has enacted a specific authorization for such use of United States Armed Forces, (2) has extended by law such sixty-day period, or (3) is physically unable to meet as a result of an armed attack upon the United States. Such sixty-day period shall be extended for not more than an additional thirty days if the President determines and certifies to the Congress in writing that unavoidable military necessity respecting the safety of United States Armed Forces requires the continued use of such armed forces in the course of bringing about a prompt removal of such forces.

(c) Concurrent resolution for removal by President of United States Armed Forces
Notwithstanding subsection (b) of this section, at any time that United States Armed Forces are engaged in hostilities outside the territory of the United States, its possessions and territories without a declaration of war or specific statutory authorization, such forces shall be removed by the President if the Congress so directs by concurrent resolution.


50 USC § 1545. Congressional priority procedures for joint resolution or bill

(a) Time requirement; referral to Congressional committee; single report

Any joint resolution or bill introduced pursuant to section 1544(b) of this title at least thirty calendar days before the expiration of the sixty-day period specified in such section shall be referred to the Committee on Foreign Affairs of the House of Representatives or the Committee on Foreign Relations of the Senate, as the case may be, and such committee shall report one such joint resolution or bill, together with its recommendations, not later than twenty-four calendar days before the expiration of the sixty-day period specified in such section, unless such House shall otherwise determine by the yeas and nays.

(b) Pending business; vote

Any joint resolution or bill so reported shall become the pending business of the House in question (in the case of the Senate the time for debate shall be equally divided between the proponents and the opponents), and shall be voted on within three calendar days thereafter, unless such House shall otherwise determine by yeas and nays.

(c) Referral to other House committee

Such a joint resolution or bill passed by one House shall be referred to the committee of the other House named in subsection (a) of this section and shall be reported out not later than fourteen calendar days before the expiration of the sixty-day period specified in section 1544(b) of this title. The joint resolution or bill so reported shall become the pending business of the House in question and shall be voted on within three calendar days after it has been reported, unless such House shall otherwise determine by yeas and nays.

(d) Disagreement between Houses

In the case of any disagreement between the two Houses of Congress with respect to a joint resolution or bill passed by both Houses, conferees shall be promptly
appointed and the committee of conference shall make and file a report with respect to such resolution or bill not later than four calendar days before the expiration of the sixty-day period specified in section 1544(b) of this title. In the event the conferees are unable to agree within 48 hours, they shall report back to their respective Houses in disagreement. Notwithstanding any rule in either House concerning the printing of conference reports in the Record or concerning any delay in the consideration of such reports, such report shall be acted on by both Houses not later than the expiration of such sixty-day period.


50 USC § 1546. Congressional priority procedures for concurrent resolution

(a) Referral to Congressional committee; single report

Any concurrent resolution introduced pursuant to section 1544(c) of this title shall be referred to the Committee on Foreign Affairs of the House of Representatives or the Committee on Foreign Relations of the Senate, as the case may be, and one such concurrent resolution shall be reported out by such committee together with its recommendations within fifteen calendar days, unless such House shall otherwise determine by the yeas and nays.

(b) Pending business; vote

Any concurrent resolution so reported shall become the pending business of the House in question (in the case of the Senate the time for debate shall be equally divided between the proponents and the opponents) and shall be voted on within three calendar days thereafter, unless such House shall otherwise determine by yeas and nays.

(c) Referral to other House committee

Such a concurrent resolution passed by one House shall be referred to the committee of the other House named in subsection (a) of this section and shall be reported out by such committee together with its recommendations within fifteen calendar days and shall thereupon become the pending business of such House and shall be voted upon within three calendar days, unless such House shall otherwise determine by yeas and nays.

(d) Disagreement between Houses

In the case of any disagreement between the two Houses of Congress with respect to a concurrent resolution passed by both Houses, conferees shall be promptly appointed and the committee of conference shall make and file a report with
respect to such concurrent resolution within six calendar days after the legislation is referred to the committee of conference. Notwithstanding any rule in either House concerning the printing of conference reports in the Record or concerning any delay in the consideration of such reports, such report shall be acted on by both Houses not later than six calendar days after the conference report is filed. In the event the conferees are unable to agree within 48 hours, they shall report back to their respective Houses in disagreement.


**50 USC § 1546a. Expedited procedures for certain joint resolutions and bills**

Any joint resolution or bill introduced in either House which requires the removal of United States Armed Forces engaged in hostilities outside the territory of the United States, its possessions and territories, without a declaration of war or specific statutory authorization shall be considered in accordance with the procedures of section 601(b) of the International Security Assistance and Arms Export Control Act of 1976, except that any such resolution or bill shall be amendable. If such a joint resolution or bill should be vetoed by the President, the time for debate in consideration of the veto message on such measure shall be limited to twenty hours in the Senate and in the House shall be determined in accordance with the Rules of the House.


**References in Text**

Section 601(b) of the International Security Assistance and Arms Export Control Act of 1976, referred to in text, is section 601(b) of Pub. L. 94–329, title VI, June 30, 1976, 90 Stat. 765, which was not classified to the Code.

**50 USC § 1547. Interpretation of joint resolution**

(a) Inferences from any law or treaty

Authority to introduce United States Armed Forces into hostilities or into situations wherein involvement in hostilities is clearly indicated by the circumstances shall not be inferred—

(1) from any provision of law (whether or not in effect before November 7, 1973), including any provision contained in any appropriation Act, unless such provision specifically authorizes the introduction of United States Armed Forces into hostilities or into such situations and states that it is intended to constitute specific statutory authorization within the meaning of this chapter; or
(2) from any treaty heretofore or hereafter ratified unless such treaty is implemented by legislation specifically authorizing the introduction of United States Armed Forces into hostilities or into such situations and stating that it is intended to constitute specific statutory authorization within the meaning of this chapter.

(b) Joint headquarters operations of high-level military commands

Nothing in this chapter shall be construed to require any further specific statutory authorization to permit members of United States Armed Forces to participate jointly with members of the armed forces of one or more foreign countries in the headquarters operations of high-level military commands which were established prior to November 7, 1973, and pursuant to the United Nations Charter or any treaty ratified by the United States prior to such date.

(c) Introduction of United States Armed Forces

For purposes of this chapter, the term “introduction of United States Armed Forces” includes the assignment of members of such armed forces to command, coordinate, participate in the movement of, or accompany the regular or irregular military forces of any foreign country or government when such military forces are engaged, or there exists an imminent threat that such forces will become engaged, in hostilities.

(d) Constitutional authorities or existing treaties unaffected; construction against grant of Presidential authority respecting use of United States Armed Forces

Nothing in this chapter—

(1) is intended to alter the constitutional authority of the Congress or of the President, or the provisions of existing treaties; or

(2) shall be construed as granting any authority to the President with respect to the introduction of United States Armed Forces into hostilities or into situations wherein involvement in hostilities is clearly indicated by the circumstances which authority he would not have had in the absence of this chapter.


50 USC § 1548. Separability

If any provision of this chapter or the application thereof to any person or circumstance is held invalid, the remainder of the chapter and the application of such provision to any other person or circumstance shall not be affected thereby.
CHAPTER 36—FOREIGN INTELLIGENCE SURVEILLANCE

SUBCHAPTER I—ELECTRONIC SURVEILLANCE

50 USC § 1801. Definitions

As used in this subchapter:

(a) “Foreign power” means—

(1) a foreign government or any component thereof, whether or not recognized by the United States;

(2) a faction of a foreign nation or nations, not substantially composed of United States persons;

(3) an entity that is openly acknowledged by a foreign government or governments to be directed and controlled by such foreign government or governments;

(4) a group engaged in international terrorism or activities in preparation therefor;

(5) a foreign-based political organization, not substantially composed of United States persons;

(6) an entity that is directed and controlled by a foreign government or governments; or

(7) an entity not substantially composed of United States persons that is engaged in the international proliferation of weapons of mass destruction.

(b) “Agent of a foreign power” means—

(1) any person other than a United States person, who—

(A) acts in the United States as an officer or employee of a foreign power, or as a member of a foreign power as defined in subsection (a)(4) of this section;

(B) acts for or on behalf of a foreign power which engages in clandestine intelligence activities in the United States contrary to the interests of the United States, when the circumstances of such person's presence in the United States indicate that such person may engage in such activities in the United States, or
when such person knowingly aids or abets any person in the conduct of such activities or knowingly conspires with any person to engage in such activities;

(C) engages in international terrorism or activities in preparation therefore;

(D) engages in the international proliferation of weapons of mass destruction, or activities in preparation therefor; or

(E) engages in the international proliferation of weapons of mass destruction, or activities in preparation therefor for or on behalf of a foreign power; or

(2) any person who—

(A) knowingly engages in clandestine intelligence gathering activities for or on behalf of a foreign power, which activities involve or may involve a violation of the criminal statutes of the United States;

(B) pursuant to the direction of an intelligence service or network of a foreign power, knowingly engages in any other clandestine intelligence activities for or on behalf of such foreign power, which activities involve or are about to involve a violation of the criminal statutes of the United States;

(C) knowingly engages in sabotage or international terrorism, or activities that are in preparation therefor, for or on behalf of a foreign power;

(D) knowingly enters the United States under a false or fraudulent identity for or on behalf of a foreign power or, while in the United States, knowingly assumes a false or fraudulent identity for or on behalf of a foreign power; or

(E) knowingly aids or abets any person in the conduct of activities described in subparagraph (A), (B), or (C) or knowingly conspires with any person to engage in activities described in subparagraph (A), (B), or (C).

(c) “International terrorism” means activities that—

(1) involve violent acts or acts dangerous to human life that are a violation of the criminal laws of the United States or of any State, or that would be a criminal violation if committed within the jurisdiction of the United States or any State;

(2) appear to be intended—
(A) to intimidate or coerce a civilian population;

(B) to influence the policy of a government by intimidation or coercion; or

(C) to affect the conduct of a government by assassination or kidnapping; and

(3) occur totally outside the United States, or transcend national boundaries in terms of the means by which they are accomplished, the persons they appear intended to coerce or intimidate, or the locale in which their perpetrators operate or seek asylum.

(d) ―Sabotage‖ means activities that involve a violation of chapter 105 of title 18, or that would involve such a violation if committed against the United States.

(e) ―Foreign intelligence information‖ means—

(1) information that relates to, and if concerning a United States person is necessary to, the ability of the United States to protect against—

(A) actual or potential attack or other grave hostile acts of a foreign power or an agent of a foreign power;

(B) sabotage, international terrorism, or the international proliferation of weapons of mass destruction by a foreign power or an agent of a foreign power; or

(C) clandestine intelligence activities by an intelligence service or network of a foreign power or by an agent of a foreign power; or

(2) information with respect to a foreign power or foreign territory that relates to, and if concerning a United States person is necessary to—

(A) the national defense or the security of the United States; or

(B) the conduct of the foreign affairs of the United States.

(f) ―Electronic surveillance‖ means—
(1) the acquisition by an electronic, mechanical, or other surveillance device of the contents of any wire or radio communication sent by or intended to be received by a particular, known United States person who is in the United States, if the contents are acquired by intentionally targeting that United States person, under circumstances in which a person has a reasonable expectation of privacy and a warrant would be required for law enforcement purposes;

(2) the acquisition by an electronic, mechanical, or other surveillance device of the contents of any wire communication to or from a person in the United States, without the consent of any party thereto, if such acquisition occurs in the United States, but does not include the acquisition of those communications of computer trespassers that would be permissible under section 2511(2)(i) of title 18;

(3) the intentional acquisition by an electronic, mechanical, or other surveillance device of the contents of any radio communication, under circumstances in which a person has a reasonable expectation of privacy and a warrant would be required for law enforcement purposes, and if both the sender and all intended recipients are located within the United States; or

(4) the installation or use of an electronic, mechanical, or other surveillance device in the United States for monitoring to acquire information, other than from a wire or radio communication, under circumstances in which a person has a reasonable expectation of privacy and a warrant would be required for law enforcement purposes.

(g) “Attorney General” means the Attorney General of the United States (or Acting Attorney General), the Deputy Attorney General, or, upon the designation of the Attorney General, the Assistant Attorney General designated as the Assistant Attorney General for National Security under section 507A of title 28.

(h) “Minimization procedures”, with respect to electronic surveillance, means—

(1) specific procedures, which shall be adopted by the Attorney General, that are reasonably designed in light of the purpose and technique of the particular surveillance, to minimize the acquisition and retention, and prohibit the dissemination, of nonpublicly available information concerning unconsenting United States persons consistent with the need of the United States to obtain, produce, and disseminate foreign intelligence information;

(2) procedures that require that nonpublicly available information, which is not foreign intelligence information, as defined in subsection (e)(1) of this section, shall not be disseminated in a manner that identifies any United States person,
with such person’s consent, unless such person’s identity is necessary to understand foreign intelligence information or assess its importance;

(3) notwithstanding paragraphs (1) and (2), procedures that allow for the retention and dissemination of information that is evidence of a crime which has been, is being, or is about to be committed and that is to be retained or disseminated for law enforcement purposes; and

(4) notwithstanding paragraphs (1), (2), and (3), with respect to any electronic surveillance approved pursuant to section 1802(a) of this title, procedures that require that no contents of any communication to which a United States person is a party shall be disclosed, disseminated, or used for any purpose or retained for longer than 72 hours unless a court order under section 1805 of this title is obtained or unless the Attorney General determines that the information indicates a threat of death or serious bodily harm to any person.

(i) “United States person” means a citizen of the United States, an alien lawfully admitted for permanent residence (as defined in section 1101(a)(20) of title 8), an unincorporated association a substantial number of members of which are citizens of the United States or aliens lawfully admitted for permanent residence, or a corporation which is incorporated in the United States, but does not include a corporation or an association which is a foreign power, as defined in subsection (a)(1), (2), or (3) of this section.

(j) “United States”, when used in a geographic sense, means all areas under the territorial sovereignty of the United States and the Trust Territory of the Pacific Islands.

(k) “Aggrieved person” means a person who is the target of an electronic surveillance or any other person whose communications or activities were subject to electronic surveillance.

(l) “Wire communication” means any communication while it is being carried by a wire, cable, or other like connection furnished or operated by any person engaged as a common carrier in providing or operating such facilities for the transmission of interstate or foreign communications.

(m) “Person” means any individual, including any officer or employee of the Federal Government, or any group, entity, association, corporation, or foreign power.
(n) “Contents”, when used with respect to a communication, includes any information concerning the identity of the parties to such communication or the existence, substance, purport, or meaning of that communication.

(o) “State” means any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Trust Territory of the Pacific Islands, and any territory or possession of the United States.

(p) “Weapon of mass destruction” means—

(1) any explosive, incendiary, or poison gas device that is designed, intended, or has the capability to cause a mass casualty incident;

(2) any weapon that is designed, intended, or has the capability to cause death or serious bodily injury to a significant number of persons through the release, dissemination, or impact of toxic or poisonous chemicals or their precursors;

(3) any weapon involving a biological agent, toxin, or vector (as such terms are defined in section 178 of title 18) that is designed, intended, or has the capability to cause death, illness, or serious bodily injury to a significant number of persons; or

(4) any weapon that is designed, intended, or has the capability to release radiation or radioactivity causing death, illness, or serious bodily injury to a significant number of persons.


Amendment of Section

For termination of amendment by Pub. L. 108–458, see Termination Date of 2004 Amendment note below.

Amendments


Subsec. (b)(1)(D), (E). Pub. L. 110–261, §110(a)(2), added subpars. (D) and (E).

Subsec. (e)(1)(B). Pub. L. 110–261, §110(a)(3), substituted “sabotage, international terrorism, or the international proliferation of weapons of mass destruction” for “sabotage or international terrorism”.


2006—Subsec. (g). Pub. L. 109–177 substituted “, the Deputy Attorney General, or, upon the designation of the Attorney General, the Assistant Attorney General designated as the Assistant Attorney General for National Security under section 507A of title 28” for “or the Deputy Attorney General”.


2001—Subsec. (f)(2). Pub. L. 107–56, §314(c)(2), inserted “, but does not include the acquisition of those communications of computer trespassers that would be permissible under section 2511(2)(i) of title 18” before semicolon at end.


1999—Subsec. (b)(2)(D), (E). Pub. L. 106–120 added subpar. (D) and redesignated former subpar. (D) as (E).

Effective Date of 2008 Amendment

Pub. L. 110–261, title IV, §402, July 10, 2008, 122 Stat. 2473, provided that: “Except as provided in section 404 [set out as a note under this section], the amendments made by this Act [see Short Title of 2008 Amendment note below] shall take effect on the date of the enactment of this Act [July 10, 2008].”

Termination Date of 2004 Amendment


“(1) In general.—Except as provided in paragraph (2), the amendment made by subsection (a) [amending this section] shall cease to have effect on June 1, 2015.

Page 1730
“(2) Exception.—With respect to any particular foreign intelligence investigation that began before the date on which the provisions referred to in paragraph (1) cease to have effect, or with respect to any particular offense or potential offense that began or occurred before the date on which the provisions cease to have effect, such provisions shall continue in effect.”

**Effective Date of 2001 Amendment**


**Effective Date; Exception**


**Short Title of 2011 Amendment**

Pub. L. 112–14, §1, May 26, 2011, 125 Stat. 216, provided that: “This Act [amending sections 1805, 1861, and 1862 of this title and provisions set out as notes under this section and section 1805 of this title] may be cited as the ‘PATRIOT Sunsets Extension Act of 2011’.”

Pub. L. 112–3, §1, Feb. 25, 2011, 125 Stat. 5, provided that: “This Act [amending sections 1805, 1861, and 1862 of this title and provisions set out as notes under this section and section 1805 of this title] may be cited as the ‘FISA Sunsets Extension Act of 2011’.”
Short Title of 2008 Amendment

Pub. L. 110–261, §1(a), July 10, 2008, 122 Stat. 2436, provided that: “This Act [enacting section 1812 and subchapters VI and VII of this chapter, amending this section, sections 1803 to 1805, 1806, 1808, 1809, 1821 to 1825, 1843, and 1871 of this title, and section 2511 of Title 18, Crimes and Criminal Procedure, repealing sections 1805a to 1805c of this title and subchapter VI of this chapter, enacting provisions set out as notes under this section, section 1881 of this title, and section 2511 of Title 18, amending provisions set out as a note under section 1803 of this title, and repealing provisions set out as a note under this section] may be cited as the ‘Foreign Intelligence Surveillance Act of 1978 Amendments Act of 2008’ or the ‘FISA Amendments Act of 2008’.”

Short Title of 2007 Amendment

Pub. L. 110–55, §1, Aug. 5, 2007, 121 Stat. 552, provided that: “This Act [enacting sections 1805a to 1805c of this title, amending section 1803 of this title, and enacting provisions set out as a note under section 1803 of this title] may be cited as the ‘Protect America Act of 2007’.”

Short Title of 2000 Amendment

Pub. L. 106–567, title VI, §601, Dec. 27, 2000, 114 Stat. 2850, provided that: “This title [enacting section 9A of the Classified Information Procedures Act, set out in the Appendix to Title 18, Crimes and Criminal Procedure, amending sections 402a, 1804, 1805, 1808, 1823, and 1824 of this title, and enacting provisions set out as notes under this section and section 1806 of this title] may be cited as the ‘Counterintelligence Reform Act of 2000’.”

Short Title


Severability

Pub. L. 110–261, title IV, §401, July 10, 2008, 122 Stat. 2473, provided that: “If any provision of this Act [see Short Title of 2008 Amendment note above], any amendment made by this Act, or the application thereof to any person or circumstances is held invalid, the validity of the remainder of the Act, of any such amendments, and of the application of such provisions to other persons and circumstances shall not be affected thereby.”
Pub. L. 106–567, title VI, §608, Dec. 27, 2000, 114 Stat. 2856, provided that: “If any provision of this title [see Short Title of 2000 Amendment note above] (including an amendment made by this title), or the application thereof, to any person or circumstance, is held invalid, the remainder of this title (including the amendments made by this title), and the application thereof, to other persons or circumstances shall not be affected thereby.”

Transition Procedures


“(a) Transition Procedures for Protect America Act of 2007 Provisions.—

“(1) Continued effect of orders, authorizations, directives.—Except as provided in paragraph (7), notwithstanding any other provision of law, any order, authorization, or directive issued or made pursuant to section 105B of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1805b], as added by section 2 of the Protect America Act of 2007 (Public Law 110–55; 121 Stat. 552), shall continue in effect until the expiration of such order, authorization, or directive.

“(2) Applicability of protect america act of 2007 to continued orders, authorizations, directives.—Notwithstanding any other provision of this Act [see Short Title of 2008 Amendment note above], any amendment made by this Act, or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.)—

“(A) subject to paragraph (3), section 105A of such Act [50 U.S.C. 1805a], as added by section 2 of the Protect America Act of 2007 (Public Law 110–55; 121 Stat. 552), shall continue to apply to any acquisition conducted pursuant to an order, authorization, or directive referred to in paragraph (1); and

“(B) sections 105B and 105C of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1805b, 1805c], as added by sections 2 and 3, respectively, of the Protect America Act of 2007, shall continue to apply with respect to an order, authorization, or directive referred to in paragraph (1) until the later of—

“(i) the expiration of such order, authorization, or directive; or

“(ii) the date on which final judgment is entered for any petition or other litigation relating to such order, authorization, or directive.

“(3) Use of information.—Information acquired from an acquisition conducted pursuant to an order, authorization, or directive referred to in paragraph (1) shall be deemed to be information acquired from an electronic surveillance pursuant to title I of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.).
seq.) for purposes of section 106 of such Act (50 U.S.C. 1806), except for purposes of subsection (j) of such section.

“(4) Protection from liability.—Subsection (l) of section 105B of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1805b(l)], as added by section 2 of the Protect America Act of 2007, shall continue to apply with respect to any directives issued pursuant to such section 105B.

“(5) Jurisdiction of foreign intelligence surveillance court.—Notwithstanding any other provision of this Act or of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), section 103(e) of the Foreign Intelligence Surveillance Act [of 1978] (50 U.S.C. 1803(e)), as amended by section 5(a) of the Protect America Act of 2007 (Public Law 110–55; 121 Stat. 556), shall continue to apply with respect to a directive issued pursuant to section 105B of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1805b], as added by section 2 of the Protect America Act of 2007, until the later of—

“(A) the expiration of all orders, authorizations, or directives referred to in paragraph (1); or

“(B) the date on which final judgment is entered for any petition or other litigation relating to such order, authorization, or directive.

“(6) Reporting requirements.—

“(A) Continued applicability.—Notwithstanding any other provision of this Act, any amendment made by this Act, the Protect America Act of 2007 (Public Law 110–55) [see Short Title of 2007 Amendment note above], or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), section 4 of the Protect America Act of 2007 [121 Stat. 555] shall continue to apply until the date that the certification described in subparagraph (B) is submitted.

“(B) Certification.—The certification described in this subparagraph is a certification—

“(i) made by the Attorney General;

“(ii) submitted as part of a semi-annual report required by section 4 of the Protect America Act of 2007;

“(iii) that states that there will be no further acquisitions carried out under section 105B of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1805b], as added by section 2 of the Protect America Act of 2007, after the date of such certification; and
“(iv) that states that the information required to be included under such section 4 relating to any acquisition conducted under such section 105B has been included in a semi-annual report required by such section 4.

“(7) Replacement of orders, authorizations, and directives.—

“(A) In general.—If the Attorney General and the Director of National Intelligence seek to replace an authorization issued pursuant to section 105B of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1805b], as added by section 2 of the Protect America Act of 2007 (Public Law 110–55), with an authorization under section 702 of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1881a] (as added by section 101(a) of this Act), the Attorney General and the Director of National Intelligence shall, to the extent practicable, submit to the Foreign Intelligence Surveillance Court (as such term is defined in section 701(b)(2) of such Act [50 U.S.C. 1881(b)(2)] (as so added)) a certification prepared in accordance with subsection (g) of such section 702 and the procedures adopted in accordance with subsections (d) and (e) of such section 702 at least 30 days before the expiration of such authorization.

“(B) Continuation of existing orders.—If the Attorney General and the Director of National Intelligence seek to replace an authorization made pursuant to section 105B of the Foreign Intelligence Surveillance Act of 1978, as added by section 2 of the Protect America Act of 2007 (Public Law 110–55; 121 Stat. 522), by filing a certification in accordance with subparagraph (A), that authorization, and any directives issued thereunder and any order related thereto, shall remain in effect notwithstanding the expiration provided for in subsection (a) of such section 105B, until the Foreign Intelligence Surveillance Court (as such term is defined in section 701(b)(2) of the Foreign Intelligence Surveillance Act of 1978 (as so added)) issues an order with respect to that certification under section 702(i)(3) of such Act (as so added) at which time the provisions of that section and of section 702(i)(4) of such Act (as so added) shall apply.

“(8) Effective date.—Paragraphs (1) through (7) shall take effect as if enacted on August 5, 2007.

“(b) Transition Procedures for FISA Amendments Act of 2008 Provisions.—

“(1) Orders in effect on december 31, 2012.—Notwithstanding any other provision of this Act, any amendment made by this Act, or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), any order, authorization, or directive issued or made under title VII of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1881 et seq.], as amended by section 101(a), shall continue in effect until the date of the expiration of such order, authorization, or directive.
“(2) Applicability of title vii of fisa to continued orders, authorizations, directives.—Notwithstanding any other provision of this Act, any amendment made by this Act, or the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), with respect to any order, authorization, or directive referred to in paragraph (1), title VII of such Act, as amended by section 101(a), shall continue to apply until the later of—

“(A) the expiration of such order, authorization, or directive; or

“(B) the date on which final judgment is entered for any petition or other litigation relating to such order, authorization, or directive.

“(3) Challenge of directives; protection from liability; use of information.—Notwithstanding any other provision of this Act or of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.)—

“(A) section 103(e) of such Act [50 U.S.C. 1803(e)], as amended by section 403(a)(1)(B)(ii), shall continue to apply with respect to any directive issued pursuant to section 702(h) of such Act [50 U.S.C. 1881a(h)], as added by section 101(a);

“(B) section 702(h)(3) of such Act (as so added) shall continue to apply with respect to any directive issued pursuant to section 702(h) of such Act (as so added);

“(C) section 703(e) of such Act [50 U.S.C. 1881b(e)] (as so added) shall continue to apply with respect to an order or request for emergency assistance under that section;

“(D) section 706 of such Act [50 U.S.C. 1881e] (as so added) shall continue to apply to an acquisition conducted under section 702 or 703 of such Act (as so added); and

“(E) section 2511(2)(a)(ii)(A) of title 18, United States Code, as amended by section 101(c)(1), shall continue to apply to an order issued pursuant to section 704 of the Foreign Intelligence Surveillance Act of 1978, [50 U.S.C. 1881c] as added by section 101(a).

“(4) Reporting requirements.—

“(A) Continued applicability.—Notwithstanding any other provision of this Act or of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), section 601(a) of such Act (50 U.S.C. 1871(a)), as amended by section 101(c)(2), and sections 702(l) and 707 of such Act, [50 U.S.C. 1881a(l), 1881f] as added by
section 101(a), shall continue to apply until the date that the certification described in subparagraph (B) is submitted.

“(B) Certification.—The certification described in this subparagraph is a certification—

“(i) made by the Attorney General;

“(ii) submitted to the Select Committee on Intelligence of the Senate, the Permanent Select Committee on Intelligence of the House of Representatives, and the Committees on the Judiciary of the Senate and the House of Representatives;

“(iii) that states that there will be no further acquisitions carried out under title VII of the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1881 et seq.], as amended by section 101(a), after the date of such certification; and

“(iv) that states that the information required to be included in a review, assessment, or report under section 601 of such Act [50 U.S.C. 1871], as amended by section 101(c), or section 702(l) or 707 of such Act, as added by section 101(a), relating to any acquisition conducted under title VII of such Act, as amended by section 101(a), has been included in a review, assessment, or report under such section 601, 702(l), or 707.

“(5) Transition procedures concerning the targeting of United States persons overseas.—Any authorization in effect on the date of enactment of this Act [July 10, 2008] under section 2.5 of Executive Order 12333 [50 U.S.C. 401 note] to intentionally target a United States person reasonably believed to be located outside the United States shall continue in effect, and shall constitute a sufficient basis for conducting such an acquisition targeting a United States person located outside the United States until the earlier of—

“(A) the date that authorization expires; or

“(B) the date that is 90 days after the date of the enactment of this Act [July 10, 2008].”

**Termination of Trust Territory of the Pacific Islands**

For termination of Trust Territory of the Pacific Islands, see note set out preceding section 1681 of Title 48, Territories and Insular Possessions.

**50 USC § 1802. Electronic surveillance authorization without court order; certification by Attorney General; reports to Congressional committees; transmittal under**
Notwithstanding any other law, the President, through the Attorney General, may authorize electronic surveillance without a court order under this subchapter to acquire foreign intelligence information for periods of up to one year if the Attorney General certifies in writing under oath that—

(A) the electronic surveillance is solely directed at—

(i) the acquisition of the contents of communications transmitted by means of communications used exclusively between or among foreign powers, as defined in section 1801(a)(1), (2), or (3) of this title; or

(ii) the acquisition of technical intelligence, other than the spoken communications of individuals, from property or premises under the open and exclusive control of a foreign power, as defined in section 1801(a)(1), (2), or (3) of this title;

(B) there is no substantial likelihood that the surveillance will acquire the contents of any communication to which a United States person is a party; and

(C) the proposed minimization procedures with respect to such surveillance meet the definition of minimization procedures under section 1801(h) of this title; and

if the Attorney General reports such minimization procedures and any changes thereto to the House Permanent Select Committee on Intelligence and the Senate Select Committee on Intelligence at least thirty days prior to their effective date, unless the Attorney General determines immediate action is required and notifies the committees immediately of such minimization procedures and the reason for their becoming effective immediately.

An electronic surveillance authorized by this subsection may be conducted only in accordance with the Attorney General's certification and the minimization procedures adopted by him. The Attorney General shall assess compliance with such procedures and shall report such assessments to the House Permanent Select Committee on Intelligence and the Senate Select Committee on Intelligence under the provisions of section 1808(a) of this title.

The Attorney General shall immediately transmit under seal to the court established under section 1803(a) of this title a copy of his certification.
certification shall be maintained under security measures established by the Chief Justice with the concurrence of the Attorney General, in consultation with the Director of National Intelligence, and shall remain sealed unless—

(A) an application for a court order with respect to the surveillance is made under sections 1801(h)(4) and 1804 of this title; or

(B) the certification is necessary to determine the legality of the surveillance under section 1806(f) of this title.

(4) With respect to electronic surveillance authorized by this subsection, the Attorney General may direct a specified communication common carrier to—

(A) furnish all information, facilities, or technical assistance necessary to accomplish the electronic surveillance in such a manner as will protect its secrecy and produce a minimum of interference with the services that such carrier is providing its customers; and

(B) maintain under security procedures approved by the Attorney General and the Director of National Intelligence any records concerning the surveillance or the aid furnished which such carrier wishes to retain.

The Government shall compensate, at the prevailing rate, such carrier for furnishing such aid.

(b) Applications for a court order under this subchapter are authorized if the President has, by written authorization, empowered the Attorney General to approve applications to the court having jurisdiction under section 1803 of this title, and a judge to whom an application is made may, notwithstanding any other law, grant an order, in conformity with section 1805 of this title, approving electronic surveillance of a foreign power or an agent of a foreign power for the purpose of obtaining foreign intelligence information, except that the court shall not have jurisdiction to grant any order approving electronic surveillance directed solely as described in paragraph (1)(A) of subsection (a) of this section unless such surveillance may involve the acquisition of communications of any United States person.

Amendments


Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.


Ex. Ord. No. 12139. Exercise of Certain Authority Respecting Electronic Surveillance


By the authority vested in me as President by Sections 102 and 104 of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1802 and 1804), in order to provide as set forth in that Act [this chapter] for the authorization of electronic surveillance for foreign intelligence purposes, it is hereby ordered as follows:

1–101. Pursuant to Section 102(a)(1) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1802(a)), the Attorney General is authorized to approve electronic surveillance to acquire foreign intelligence information without a court order, but only if the Attorney General makes the certifications required by that Section.

1–102. Pursuant to Section 102(b) of the Foreign Intelligence Act of 1978 (50 U.S.C. 1802(b)), the Attorney General is authorized to approve applications to the court having jurisdiction under Section 103 of that Act [50 U.S.C. 1803] to obtain orders for electronic surveillance for the purpose of obtaining foreign intelligence information.
Pursuant to Section 104(a)(6) of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1804(a)(6)), the following officials, each of whom is employed in the area of national security or defense, is designated to make the certifications required by Section 104(a)(6) of the Act in support of applications to conduct electronic surveillance:

(a) Secretary of State.

(b) Secretary of Defense.

(c) Director of National Intelligence.

(d) Director of the Federal Bureau of Investigation.

(e) Deputy Secretary of State.

(f) Deputy Secretary of Defense.

(g) Director of the Central Intelligence Agency.

(h) Principal Deputy Director of National Intelligence.

(i) Deputy Director of the Federal Bureau of Investigation.

None of the above officials, nor anyone officially acting in that capacity, may exercise the authority to make the above certifications, unless that official has been appointed by the President with the advice and consent of the Senate. The requirement of the preceding sentence that the named official must be appointed by the President with the advice and consent of the Senate does not apply to the Deputy Director of the Federal Bureau of Investigation.

Section 2–202 of Executive Order No. 12036 [set out under section 401 of this title] is amended by inserting the following at the end of that section: “Any electronic surveillance, as defined in the Foreign Intelligence Surveillance Act of 1978, shall be conducted in accordance with that Act as well as this Order.”.

Section 2–203 of Executive Order No. 12036 [set out under section 401 of this title] is amended by inserting the following at the end of that section: “Any monitoring which constitutes electronic surveillance as defined in the Foreign Intelligence Surveillance Act of 1978 shall be conducted in accordance with that Act as well as this Order.”.
50 USC § 1803. Designation of judges

(a) Court to hear applications and grant orders; record of denial; transmittal to court of review

(1) The Chief Justice of the United States shall publicly designate 11 district court judges from at least seven of the United States judicial circuits of whom no fewer than 3 shall reside within 20 miles of the District of Columbia who shall constitute a court which shall have jurisdiction to hear applications for and grant orders approving electronic surveillance anywhere within the United States under the procedures set forth in this chapter, except that no judge designated under this subsection (except when sitting en banc under paragraph (2)) shall hear the same application for electronic surveillance under this chapter which has been denied previously by another judge designated under this subsection. If any judge so designated denies an application for an order authorizing electronic surveillance under this chapter, such judge shall provide immediately for the record a written statement of each reason of his decision and, on motion of the United States, the record shall be transmitted, under seal, to the court of review established in subsection (b) of this section.

(2)(A) The court established under this subsection may, on its own initiative, or upon the request of the Government in any proceeding or a party under section 1861(f) of this title or paragraph (4) or (5) of section 1881a(h) of this title, hold a hearing or rehearing, en banc, when ordered by a majority of the judges that constitute such court upon a determination that—

(i) en banc consideration is necessary to secure or maintain uniformity of the court’s decisions; or

(ii) the proceeding involves a question of exceptional importance.

(B) Any authority granted by this chapter to a judge of the court established under this subsection may be exercised by the court en banc. When exercising such authority, the court en banc shall comply with any requirements of this chapter on the exercise of such authority.

(C) For purposes of this paragraph, the court en banc shall consist of all judges who constitute the court established under this subsection.

(b) Court of review; record, transmittal to Supreme Court

The Chief Justice shall publicly designate three judges, one of whom shall be publicly designated as the presiding judge, from the United States district courts
or courts of appeals who together shall comprise a court of review which shall have jurisdiction to review the denial of any application made under this chapter. If such court determines that the application was properly denied, the court shall immediately provide for the record a written statement of each reason for its decision and, on petition of the United States for a writ of certiorari, the record shall be transmitted under seal to the Supreme Court, which shall have jurisdiction to review such decision.

(c) Expeditious conduct of proceedings; security measures for maintenance of records

Proceedings under this chapter shall be conducted as expeditiously as possible. The record of proceedings under this chapter, including applications made and orders granted, shall be maintained under security measures established by the Chief Justice in consultation with the Attorney General and the Director of National Intelligence.

(d) Tenure

Each judge designated under this section shall so serve for a maximum of seven years and shall not be eligible for redesignation, except that the judges first designated under subsection (a) of this section shall be designated for terms of from one to seven years so that one term expires each year, and that judges first designated under subsection (b) of this section shall be designated for terms of three, five, and seven years.

(e) Jurisdiction and procedures for review of petitions

(1) Three judges designated under subsection (a) who reside within 20 miles of the District of Columbia, or, if all of such judges are unavailable, other judges of the court established under subsection (a) as may be designated by the presiding judge of such court, shall comprise a petition review pool which shall have jurisdiction to review petitions filed pursuant to section 1861(f)(1) or 1881a(h)(4) of this title.

(2) Not later than 60 days after March 9, 2006, the court established under subsection (a) shall adopt and, consistent with the protection of national security, publish procedures for the review of petitions filed pursuant to section 1861(f)(1) or 1881a(h)(4) of this title by the panel established under paragraph (1). Such procedures shall provide that review of a petition shall be conducted in camera and shall also provide for the designation of an acting presiding judge.

(f) Stay of order
(1) A judge of the court established under subsection (a), the court established under subsection (b) or a judge of that court, or the Supreme Court of the United States or a justice of that court, may, in accordance with the rules of their respective courts, enter a stay of an order or an order modifying an order of the court established under subsection (a) or the court established under subsection (b) entered under any subchapter of this chapter, while the court established under subsection (a) conducts a rehearing, while an appeal is pending to the court established under subsection (b), or while a petition of certiorari is pending in the Supreme Court of the United States, or during the pendency of any review by that court.

(2) The authority described in paragraph (1) shall apply to an order entered under any provision of this chapter.

(g) Establishment and transmittal of rules and procedures

(1) The courts established pursuant to subsections (a) and (b) may establish such rules and procedures, and take such actions, as are reasonably necessary to administer their responsibilities under this chapter.

(2) The rules and procedures established under paragraph (1), and any modifications of such rules and procedures, shall be recorded, and shall be transmitted to the following:

(A) All of the judges on the court established pursuant to subsection (a).

(B) All of the judges on the court of review established pursuant to subsection (b).

(C) The Chief Justice of the United States.

(D) The Committee on the Judiciary of the Senate.

(E) The Select Committee on Intelligence of the Senate.

(F) The Committee on the Judiciary of the House of Representatives.

(G) The Permanent Select Committee on Intelligence of the House of Representatives.

(3) The transmissions required by paragraph (2) shall be submitted in unclassified form, but may include a classified annex.

(h) Compliance with orders, rules, and procedures
Nothing in this chapter shall be construed to reduce or contravene the inherent authority of the court established under subsection (a) to determine or enforce compliance with an order or a rule of such court or with a procedure approved by such court.


References in Text

This chapter, referred to in subsecs. (a), (b), (c), (f), (g)(1), and (h), was in the original “this Act”, meaning Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Amendments


2008—Subsec. (a). Pub. L. 110–261, §109(a)–(b)(2)(A), redesignated existing provisions as par. (1), inserted “at least” before “seven of the United States judicial circuits” and “(except when sitting en banc under paragraph (2))” before “shall hear”, and added par. (2).

Subsec. (e)(1), (2). Pub. L. 110–261, §403(a)(1)(B)(ii), which directed substitution of “1861(f)(1) or 1881a(h)(4)” for “1805b(h) or 1861(f)(1)”, was executed by making the substitution for “1861(f)(1) to reflect the probable intent of Congress and termination of the temporary amendment by Pub. L. 110–55, §5(a). See 2007 Amendment note and Effective and Termination Dates of 2007 Amendment note below.

Subsecs. (f), (g). Pub. L. 110–261, §109(c), added subsec. (f) and redesignated former subsec. (f) as (g).


2006—Subsecs. (e), (f). Pub. L. 109–177 added subsecs. (e) and (f).


2001—Subsec. (a). Pub. L. 107–56 substituted “11 district court judges” for “seven district court judges” and inserted “of whom no fewer than 3 shall reside within 20 miles of the District of Columbia” after “judicial circuits”.

Effective Date of 2008 Amendment


Effective and Termination Dates of 2007 Amendment


“(a) Effective Date.—Except as otherwise provided, the amendments made by this Act [enacting sections 1805a to 1805c of this title and amending this section] shall take effect immediately after the date of the enactment of this Act [Aug. 5, 2007].


“(c) Sunset.—Except as provided in subsection (d), sections 2, 3, 4, and 5 of this Act [enacting sections 1805a to 1805c of this title and amending this section], and the amendments made by this Act [enacting sections 1805a to 1805c of this title and amending this section], shall cease to have effect 195 days after the date of the enactment of this Act.

“(d) Authorizations in Effect.—Authorizations for the acquisition of foreign intelligence information pursuant to the amendments made by this Act, and directives issued pursuant to such authorizations, shall remain in effect until their expiration. Such acquisitions shall be governed by the applicable provisions
of such amendments and shall not be deemed to constitute electronic
surveillance as that term is defined in section 101(f) of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1801(f)).”

[Repeal by Pub. L. 110–261 of section 6(b) of Pub. L. 110–55, set out above,
effective July 10, 2008, except as provided in section 404 of Pub. L. 110–261, set
out as a Transition Procedures note under section 1801 of this title, see section
402 of Pub. L. 110–261, set out as an Effective Date of 2008 Amendment note
under section 1801 of this title.]

Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect
on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21,
2005, 70 F.R. 23925, set out as a note under section 401 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17,
2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–
458, set out in an Effective Date of 2004 Amendment; Transition Provisions note
under section 401 of this title.

50 USC § 1804. Applications for court orders

(a) Submission by Federal officer; approval of Attorney General;
contents

Each application for an order approving electronic surveillance under this
subchapter shall be made by a Federal officer in writing upon oath or affirmation
to a judge having jurisdiction under section 1803 of this title. Each application
shall require the approval of the Attorney General based upon his finding that it
satisfies the criteria and requirements of such application as set forth in this
subchapter. It shall include—

(1) the identity of the Federal officer making the application;

(2) the identity, if known, or a description of the specific target of the electronic
surveillance;

(3) a statement of the facts and circumstances relied upon by the applicant to
justify his belief that—

(A) the target of the electronic surveillance is a foreign power or an agent of a
foreign power; and
(B) each of the facilities or places at which the electronic surveillance is directed is being used, or is about to be used, by a foreign power or an agent of a foreign power;

(4) a statement of the proposed minimization procedures;

(5) a description of the nature of the information sought and the type of communications or activities to be subjected to the surveillance;

(6) a certification or certifications by the Assistant to the President for National Security Affairs, an executive branch official or officials designated by the President from among those executive officers employed in the area of national security or defense and appointed by the President with the advice and consent of the Senate, or the Deputy Director of the Federal Bureau of Investigation, if designated by the President as a certifying official—

(A) that the certifying official deems the information sought to be foreign intelligence information;

(B) that a significant purpose of the surveillance is to obtain foreign intelligence information;

(C) that such information cannot reasonably be obtained by normal investigative techniques;

(D) that designates the type of foreign intelligence information being sought according to the categories described in section 1801(e) of this title; and

(E) including a statement of the basis for the certification that—

(i) the information sought is the type of foreign intelligence information designated; and

(ii) such information cannot reasonably be obtained by normal investigative techniques;

(7) a summary statement of the means by which the surveillance will be effected and a statement whether physical entry is required to effect the surveillance;

(8) a statement of the facts concerning all previous applications that have been made to any judge under this subchapter involving any of the persons, facilities,
or places specified in the application, and the action taken on each previous application; and

(9) a statement of the period of time for which the electronic surveillance is required to be maintained, and if the nature of the intelligence gathering is such that the approval of the use of electronic surveillance under this subchapter should not automatically terminate when the described type of information has first been obtained, a description of facts supporting the belief that additional information of the same type will be obtained thereafter.

(b) Additional affidavits or certifications

The Attorney General may require any other affidavit or certification from any other officer in connection with the application.

(c) Additional information

The judge may require the applicant to furnish such other information as may be necessary to make the determinations required by section 1805 of this title.

(d) Personal review by Attorney General

(1)(A) Upon written request of the Director of the Federal Bureau of Investigation, the Secretary of Defense, the Secretary of State, the Director of National Intelligence, or the Director of the Central Intelligence Agency, the Attorney General shall personally review under subsection (a) of this section an application under that subsection for a target described in section 1801(b)(2) of this title.

(B) Except when disabled or otherwise unavailable to make a request referred to in subparagraph (A), an official referred to in that subparagraph may not delegate the authority to make a request referred to in that subparagraph.

(C) Each official referred to in subparagraph (A) with authority to make a request under that subparagraph shall take appropriate actions in advance to ensure that delegation of such authority is clearly established in the event such official is disabled or otherwise unavailable to make such request.

(2)(A) If as a result of a request under paragraph (1) the Attorney General determines not to approve an application under the second sentence of subsection (a) of this section for purposes of making the application under this section, the Attorney General shall provide written notice of the determination to the official making the request for the review of the application under that paragraph. Except when disabled or otherwise unavailable to make a determination under the preceding sentence, the Attorney General may not
delegate the responsibility to make a determination under that sentence. The Attorney General shall take appropriate actions in advance to ensure that delegation of such responsibility is clearly established in the event the Attorney General is disabled or otherwise unavailable to make such determination.

(B) Notice with respect to an application under subparagraph (A) shall set forth the modifications, if any, of the application that are necessary in order for the Attorney General to approve the application under the second sentence of subsection (a) of this section for purposes of making the application under this section.

(C) Upon review of any modifications of an application set forth under subparagraph (B), the official notified of the modifications under this paragraph shall modify the application if such official determines that such modification is warranted. Such official shall supervise the making of any modification under this subparagraph. Except when disabled or otherwise unavailable to supervise the making of any modification under the preceding sentence, such official may not delegate the responsibility to supervise the making of any modification under that preceding sentence. Each such official shall take appropriate actions in advance to ensure that delegation of such responsibility is clearly established in the event such official is disabled or otherwise unavailable to supervise the making of such modification.


Amendments


2008—Subsec. (a)(2) to (4). Pub. L. 110–261, §104(1)(A), (B), redesignated pars. (3) to (5) as (2) to (4), respectively, and struck out former par. (2) which read as follows: “the authority conferred on the Attorney General by the President of the United States and the approval of the Attorney General to make the application;”.

Subsec. (a)(5). Pub. L. 110–261, §104(1)(B), (C), redesignated par. (6) as (5) and struck out “detailed” before “description”. Former par. (5) redesignated (4).
Subsec. (a)(6). Pub. L. 110–261, §104(1)(B), (D), redesignated par. (7) as (6) and substituted “Affairs,” for “Affairs or” and “Senate, or the Deputy Director of the Federal Bureau of Investigation, if designated by the President as a certifying official—” for “Senate—” in introductory provisions. Former par. (6) redesignated (5).

Subsec. (a)(7). Pub. L. 110–261, §104(1)(B), (E), redesignated par. (8) as (7) and substituted “summary statement of” for “statement of”. Former par. (7) redesignated (6).

Subsec. (a)(8) to (11). Pub. L. 110–261, §104(1)(A), (B), redesignated pars. (9) and (10) as (8) and (9), respectively, and struck out par. (11) which read as follows: “whenever more than one electronic, mechanical or other surveillance device is to be used with respect to a particular proposed electronic surveillance, the coverage of the devices involved and what minimization procedures apply to information acquired by each device.” Former par. (8) redesignated (7).

Subsecs. (b) to (e). Pub. L. 110–261, §104(2)–(4), redesignated subsecs. (c) to (e) as (b) to (d), respectively, in subsec. (d)(1)(A) substituted “the Director of National Intelligence, or the Director of the Central Intelligence Agency” for “or the Director of National Intelligence”, and struck out former subsec. (b) which related to exclusion of certain information respecting foreign power targets.


2001—Subsec. (a)(7)(B). Pub. L. 107–56 substituted “a significant purpose” for “the purpose”.


Effective Date of 2008 Amendment


Effective Date of 2004 Amendment
For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.


Designation of Certain Officials To Make Certifications

For designation of certain officials to make certifications required by subsec. (a)(7) of this section, see Ex. Ord. No. 12139, May 23, 1979, 44 F.R. 30311, set out under section 1802 of this title.

50 USC § 1805. Issuance of order

(a) Necessary findings

Upon an application made pursuant to section 1804 of this title, the judge shall enter an ex parte order as requested or as modified approving the electronic surveillance if he finds that—

(1) the application has been made by a Federal officer and approved by the Attorney General;

(2) on the basis of the facts submitted by the applicant there is probable cause to believe that—

(A) the target of the electronic surveillance is a foreign power or an agent of a foreign power: Provided, That no United States person may be considered a foreign power or an agent of a foreign power solely upon the basis of activities protected by the first amendment to the Constitution of the United States; and

(B) each of the facilities or places at which the electronic surveillance is directed is being used, or is about to be used, by a foreign power or an agent of a foreign power;

(3) the proposed minimization procedures meet the definition of minimization procedures under section 1801(h) of this title; and

(4) the application which has been filed contains all statements and certifications required by section 1804 of this title and, if the target is a United States person,
the certification or certifications are not clearly erroneous on the basis of the statement made under section 1804(a)(7)(E) of this title and any other information furnished under section 1804(d) of this title.

(b) Determination of probable cause

In determining whether or not probable cause exists for purposes of an order under subsection (a)(2) of this section, a judge may consider past activities of the target, as well as facts and circumstances relating to current or future activities of the target.

(c) Specifications and directions of orders

(1) Specifications

An order approving an electronic surveillance under this section shall specify—

(A) the identity, if known, or a description of the specific target of the electronic surveillance identified or described in the application pursuant to section 1804(a)(3) of this title;

(B) the nature and location of each of the facilities or places at which the electronic surveillance will be directed, if known;

(C) the type of information sought to be acquired and the type of communications or activities to be subjected to the surveillance;

(D) the means by which the electronic surveillance will be effected and whether physical entry will be used to effect the surveillance; and

(E) the period of time during which the electronic surveillance is approved.

(2) Directions

An order approving an electronic surveillance under this section shall direct—

(A) that the minimization procedures be followed;

(B) that, upon the request of the applicant, a specified communication or other common carrier, landlord, custodian, or other specified person, or in circumstances where the Court finds, based upon specific facts provided in the application, that the actions of the target of the application may have the effect of thwarting the identification of a specified person, such other persons, furnish the applicant forthwith all information, facilities, or technical assistance necessary to accomplish the electronic surveillance in such a manner as will protect its secrecy.
and produce a minimum of interference with the services that such carrier, landlord, custodian, or other person is providing that target of electronic surveillance;

(C) that such carrier, landlord, custodian, or other person maintain under security procedures approved by the Attorney General and the Director of National Intelligence any records concerning the surveillance or the aid furnished that such person wishes to retain; and

(D) that the applicant compensate, at the prevailing rate, such carrier, landlord, custodian, or other person for furnishing such aid.

(3) Special directions for certain orders

An order approving an electronic surveillance under this section in circumstances where the nature and location of each of the facilities or places at which the surveillance will be directed is unknown shall direct the applicant to provide notice to the court within ten days after the date on which surveillance begins to be directed at any new facility or place, unless the court finds good cause to justify a longer period of up to 60 days, of—

(A) the nature and location of each new facility or place at which the electronic surveillance is directed;

(B) the facts and circumstances relied upon by the applicant to justify the applicant’s belief that each new facility or place at which the electronic surveillance is directed is or was being used, or is about to be used, by the target of the surveillance;

(C) a statement of any proposed minimization procedures that differ from those contained in the original application or order, that may be necessitated by a change in the facility or place at which the electronic surveillance is directed; and

(D) the total number of electronic surveillances that have been or are being conducted under the authority of the order.

(d) Duration of order; extensions; review of circumstances under which information was acquired, retained or disseminated

(1) An order issued under this section may approve an electronic surveillance for the period necessary to achieve its purpose, or for ninety days, whichever is less, except that (A) an order under this section shall approve an electronic surveillance targeted against a foreign power, as defined in section 1801(a)(1), (2), or (3) of this title, for the period specified in the application or for one year, whichever is less, and (B) an order under this chapter for a surveillance targeted
against an agent of a foreign power who is not a United States person may be for
the period specified in the application or for 120 days, whichever is less.

(2) Extensions of an order issued under this subchapter may be granted on the
same basis as an original order upon an application for an extension and new
findings made in the same manner as required for an original order, except that
(A) an extension of an order under this chapter for a surveillance targeted against
a foreign power, as defined in paragraph (5), (6), or (7) of section 1801(a) of this
title, or against a foreign power as defined in section 1801(a)(4) of this title that is
not a United States person, may be for a period not to exceed one year if the judge
finds probable cause to believe that no communication of any individual United
States person will be acquired during the period, and (B) an extension of an order
under this chapter for a surveillance targeted against an agent of a foreign power
who is not a United States person may be for a period not to exceed 1 year.

(3) At or before the end of the period of time for which electronic surveillance is
approved by an order or an extension, the judge may assess compliance with the
minimization procedures by reviewing the circumstances under which
information concerning United States persons was acquired, retained, or
disseminated.

(e) Emergency orders

(1) Notwithstanding any other provision of this subchapter, the Attorney General
may authorize the emergency employment of electronic surveillance if the
Attorney General—

(A) reasonably determines that an emergency situation exists with respect to the
employment of electronic surveillance to obtain foreign intelligence information
before an order authorizing such surveillance can with due diligence be obtained;

(B) reasonably determines that the factual basis for the issuance of an order
under this subchapter to approve such electronic surveillance exists;

(C) informs, either personally or through a designee, a judge having jurisdiction
under section 1803 of this title at the time of such authorization that the decision
has been made to employ emergency electronic surveillance; and

(D) makes an application in accordance with this subchapter to a judge having
jurisdiction under section 1803 of this title as soon as practicable, but not later
than 7 days after the Attorney General authorizes such surveillance.
(2) If the Attorney General authorizes the emergency employment of electronic surveillance under paragraph (1), the Attorney General shall require that the minimization procedures required by this subchapter for the issuance of a judicial order be followed.

(3) In the absence of a judicial order approving such electronic surveillance, the surveillance shall terminate when the information sought is obtained, when the application for the order is denied, or after the expiration of 7 days from the time of authorization by the Attorney General, whichever is earliest.

(4) A denial of the application made under this subsection may be reviewed as provided in section 1803 of this title.

(5) In the event that such application for approval is denied, or in any other case where the electronic surveillance is terminated and no order is issued approving the surveillance, no information obtained or evidence derived from such surveillance shall be received in evidence or otherwise disclosed in any trial, hearing, or other proceeding in or before any court, grand jury, department, office, agency, regulatory body, legislative committee, or other authority of the United States, a State, or political subdivision thereof, and no information concerning any United States person acquired from such surveillance shall subsequently be used or disclosed in any other manner by Federal officers or employees without the consent of such person, except with the approval of the Attorney General if the information indicates a threat of death or serious bodily harm to any person.

(6) The Attorney General shall assess compliance with the requirements of paragraph (5).

(f) Testing of electronic equipment; discovering unauthorized electronic surveillance; training of intelligence personnel

Notwithstanding any other provision of this subchapter, officers, employees, or agents of the United States are authorized in the normal course of their official duties to conduct electronic surveillance not targeted against the communications of any particular person or persons, under procedures approved by the Attorney General, solely to—

(1) test the capability of electronic equipment, if—

(A) it is not reasonable to obtain the consent of the persons incidentally subjected to the surveillance;

(B) the test is limited in extent and duration to that necessary to determine the capability of the equipment;
(C) the contents of any communication acquired are retained and used only for the purpose of determining the capability of the equipment, are disclosed only to test personnel, and are destroyed before or immediately upon completion of the test; and:

(D) Provided, That the test may exceed ninety days only with the prior approval of the Attorney General;

(2) determine the existence and capability of electronic surveillance equipment being used by persons not authorized to conduct electronic surveillance, if—

(A) it is not reasonable to obtain the consent of persons incidentally subjected to the surveillance;

(B) such electronic surveillance is limited in extent and duration to that necessary to determine the existence and capability of such equipment; and

(C) any information acquired by such surveillance is used only to enforce chapter 119 of title 18, or section 605 of title 47, or to protect information from unauthorized surveillance; or

(3) train intelligence personnel in the use of electronic surveillance equipment, if—

(A) it is not reasonable to—

(i) obtain the consent of the persons incidentally subjected to the surveillance;

(ii) train persons in the course of surveillances otherwise authorized by this subchapter; or

(iii) train persons in the use of such equipment without engaging in electronic surveillance;

(B) such electronic surveillance is limited in extent and duration to that necessary to train the personnel in the use of the equipment; and

(C) no contents of any communication acquired are retained or disseminated for any purpose, but are destroyed as soon as reasonably possible.
(g) Retention of certifications, applications and orders

Certifications made by the Attorney General pursuant to section 1802(a) of this title and applications made and orders granted under this subchapter shall be retained for a period of at least ten years from the date of the certification or application.

(h) Bar to legal action

No cause of action shall lie in any court against any provider of a wire or electronic communication service, landlord, custodian, or other person (including any officer, employee, agent, or other specified person thereof) that furnishes any information, facilities, or technical assistance in accordance with a court order or request for emergency assistance under this chapter for electronic surveillance or physical search.

(i) Pen registers and trap and trace devices

In any case in which the Government makes an application to a judge under this subchapter to conduct electronic surveillance involving communications and the judge grants such application, upon the request of the applicant, the judge shall also authorize the installation and use of pen registers and trap and trace devices, and direct the disclosure of the information set forth in section 1842(d)(2) of this title.


Amendment of Subsection (c)(2)

with certain exceptions, subsec. (c)(2) of this section is amended to read as it read on Oct. 25, 2001:

(2) direct—

(A) that the minimization procedures be followed;

(B) that, upon the request of the applicant, a specified communication or other common carrier, landlord, custodian, or other specified person furnish the applicant forthwith all information, facilities, or technical assistance necessary to accomplish the electronic surveillance in such a manner as will protect its secrecy and produce a minimum of interference with the services that such carrier, landlord, custodian, or other person is providing that target of electronic surveillance;

(C) that such carrier, landlord, custodian, or other person maintain under security procedures approved by the Attorney General and the Director of Central Intelligence any records concerning the surveillance or the aid furnished that such person wishes to retain; and

(D) that the applicant compensate, at the prevailing rate, such carrier, landlord, custodian, or other person for furnishing such aid.


References in Text


Section 1804(d) of this title, referred to in subsec. (a)(4), was redesignated section 1804(c) of this title by Pub. L. 110–261, title I, §104(3), July 10, 2008, 122 Stat. 2461.

This chapter, referred to in subsecs. (d) and (h), was in the original “this Act”, meaning Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Codification

273, §4005(c), made amendments retroactive to the date of enactment of Pub. L. 107–56 which had the effect of redesignating subsec. (h), relating to bar of legal action, as subsec. (i) and transferring it to appear at the end of this section. See 2001 Amendment notes, Effective Date of 2002 Amendment note, and Effective Date of 2001 Amendment note below.

Amendments


2008—Subsec. (a). Pub. L. 110–261, §105(a)(1), redesignated pars. (2) to (5) as (1) to (4), respectively, and struck out former par. (1) which read as follows: “the President has authorized the Attorney General to approve applications for electronic surveillance for foreign intelligence information;”.


Subsec. (c)(1)(D) to (F). Pub. L. 110–261, §105(a)(3), inserted “and” after semicolon at and of subpar. (D), substituted a period for “; and” in subpar. (E), and struck out subpar. (F) which read as follows: “whenever more than one electronic, mechanical, or other surveillance device is to be used under the order, the authorized coverage of the devices involved and what minimization procedures shall apply to information subject to acquisition by each device.”

Subsec. (d). Pub. L. 110–261, §105(a)(4), (5), redesignated subsec. (e) as (d) and struck out former subsec. (d) which related to exclusion of certain information respecting foreign power targets from ex parte order.

Subsec. (d)(2). Pub. L. 110–261, §110(c)(1), substituted “paragraph (5), (6), or (7) of section 1801(a)” for “section 1801(a)(5) or (6)”.
Subsec. (e). Pub. L. 110–261, §105(a)(5), (6), redesignated subsec. (f) as (e) and amended it generally. Prior to amendment, subsec. (e) related to authority of the Attorney General to authorize emergency employment of electronic surveillance and required application to a judge within 72 hours after authorization. Former subsec. (e) redesignated (d).

Subsecs. (f) to (i). Pub. L. 110–261, §105(a)(5), (7), added subsec. (i) and redesignated former subsecs. (g) to (i) as (f) to (h), respectively. Former subsec. (f) redesignated (e).

2006—Subsec. (c)(1). Pub. L. 109–177, §108(b)(1), substituted “(1) Specifications.—An order approving an electronic surveillance under this section shall specify—” for “An order approving an electronic surveillance under this section shall—

“(1) specify—”.

Subsec. (c)(1)(A). Pub. L. 109–177, §108(a)(2)(A), substituted “specific target of the electronic surveillance identified or described in the application pursuant to section 1804(a)(3) of this title” for “target of the electronic surveillance”.


Subsec. (c)(2). Pub. L. 109–177, §108(b)(3), inserted par. heading and substituted “An order approving an electronic surveillance under this section shall direct” for “direct” in introductory provisions.


Subsec. (c)(2)(B). Pub. L. 109–177, §108(a)(2)(B), substituted “where the Court finds, based upon specific facts provided in the application,” for “where the Court finds”.


Subsec. (e)(1)(B). Pub. L. 109–177, §105(a)(1), substituted “who is not a United States person” for “, as defined in section 1801(b)(1)(A) of this title”.

Subsec. (e)(2)(B). Pub. L. 109–177, §105(a)(2), substituted “who is not a United States person” for “as defined in section 1801(b)(1)(A) of this title”.
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Subsec. (c)(2)(B). Pub. L. 107–56, §206, inserted “, or in circumstances where the Court finds that the actions of the target of the application may have the effect of thwarting the identification of a specified person, such other persons,” after “specified person”.

Subsec. (e)(1). Pub. L. 107–56, §207(a)(1), inserted “(A)” after “except that” and “, and (B) an order under this chapter for a surveillance targeted against an agent of a foreign power, as defined in section 1801(b)(1)(A) of this title may be for the period specified in the application or for 120 days, whichever is less” before period at end.

Subsec. (e)(2). Pub. L. 107–56, §207(b)(1), as amended by Pub. L. 107–108, §314(c)(1), inserted “(A)” after “except that” and “, and (B) an extension of an order under this chapter for a surveillance targeted against an agent of a foreign power as defined in section 1801(b)(1)(A) of this title may be for a period not to exceed 1 year” before period at end.


2000—Subsecs. (b), (c). Pub. L. 106–567, §602(b)(1), (2), added subsec. (b) and redesignated former subsec. (b) as (c). Former subsec. (c) redesignated (d).

Subsec. (d). Pub. L. 106–567, §602(b)(1), (3), redesignated subsec. (c) as (d) and substituted “subsection (c)(1)” for “subsection (b)(1)”. Former subsec. (d) redesignated (e).

Subsecs. (e) to (h). Pub. L. 106–567, §602(b)(1), redesignated subsecs. (d) to (g) as (e) to (h), respectively.

1984—Subsec. (f)(2)(C). Pub. L. 98–549 substituted “section 705” for “section 605” in the original to accommodate renumbering of sections in subchapter VI (section 601 et seq.) of chapter 5 of Title 47, Telegraphs, Telephones, and Radiotelegraphs, by section 6(a) of Pub. L. 98–549. Because both sections translate as “section 605 of Title 47”, the amendment by Pub. L. 98–549 resulted in no change in text.

Effective Date of 2008 Amendment


Effective Date of 2006 Amendment


“(1) In general.—Effective June 1, 2015, the Foreign Intelligence Surveillance Act of 1978 [50 U.S.C. 1801 et seq.] is amended so that sections 501, 502, and 105(c)(2) [50 U.S.C. 1861, 1862, and 1805(c)(2)] read as they read on October 25, 2001.

“(2) Exception.—With respect to any particular foreign intelligence investigation that began before the date on which the provisions referred to in paragraph (1) cease to have effect, or with respect to any particular offense or potential offense that began or occurred before the date on which such provisions cease to have effect, such provisions shall continue in effect.”

Effective Date of 2004 Amendment
For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.


**Effective Date of 2002 Amendment**


**Effective Date of 2001 Amendment**


**Effective Date of 1984 Amendment**

Amendment by Pub. L. 98–549 effective 60 days after Oct. 30, 1984, except where otherwise expressly provided, see section 9(a) of Pub. L. 98–549, set out as a note under section 521 of Title 47, Telecommunications.


**Effective Date of Repeal**

Repeal effective July 10, 2008, except as provided in section 404 of Pub. L. 110–261, set out as a Transition Procedures note under section 1801 of this title, see
section 402 of Pub. L. 110–261, set out as an Effective Date of 2008 Amendment note under section 1801 of this title.

50 USC § 1806. Use of information

(a) Compliance with minimization procedures; privileged communications; lawful purposes

Information acquired from an electronic surveillance conducted pursuant to this subchapter concerning any United States person may be used and disclosed by Federal officers and employees without the consent of the United States person only in accordance with the minimization procedures required by this subchapter. No otherwise privileged communication obtained in accordance with, or in violation of, the provisions of this subchapter shall lose its privileged character. No information acquired from an electronic surveillance pursuant to this subchapter may be used or disclosed by Federal officers or employees except for lawful purposes.

(b) Statement for disclosure

No information acquired pursuant to this subchapter shall be disclosed for law enforcement purposes unless such disclosure is accompanied by a statement that such information, or any information derived therefrom, may only be used in a criminal proceeding with the advance authorization of the Attorney General.

(c) Notification by United States

Whenever the Government intends to enter into evidence or otherwise use or disclose in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of the United States, against an aggrieved person, any information obtained or derived from an electronic surveillance of that aggrieved person pursuant to the authority of this subchapter, the Government shall, prior to the trial, hearing, or other proceeding or at a reasonable time prior to an effort to so disclose or so use that information or submit it in evidence, notify the aggrieved person and the court or other authority in which the information is to be disclosed or used that the Government intends to so disclose or so use such information.

(d) Notification by States or political subdivisions

Whenever any State or political subdivision thereof intends to enter into evidence or otherwise use or disclose in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of a State or a political subdivision thereof, against an aggrieved person any information obtained or derived from an electronic surveillance of that aggrieved
person pursuant to the authority of this subchapter, the State or political subdivision thereof shall notify the aggrieved person, the court or other authority in which the information is to be disclosed or used, and the Attorney General that the State or political subdivision thereof intends to so disclose or so use such information.

(e) Motion to suppress

Any person against whom evidence obtained or derived from an electronic surveillance to which he is an aggrieved person is to be, or has been, introduced or otherwise used or disclosed in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of the United States, a State, or a political subdivision thereof, may move to suppress the evidence obtained or derived from such electronic surveillance on the grounds that—

(1) the information was unlawfully acquired; or

(2) the surveillance was not made in conformity with an order of authorization or approval.

Such a motion shall be made before the trial, hearing, or other proceeding unless there was no opportunity to make such a motion or the person was not aware of the grounds of the motion.

(f) In camera and ex parte review by district court

Whenever a court or other authority is notified pursuant to subsection (c) or (d) of this section, or whenever a motion is made pursuant to subsection (e) of this section, or whenever any motion or request is made by an aggrieved person pursuant to any other statute or rule of the United States or any State before any court or other authority of the United States or any State to discover or obtain applications or orders or other materials relating to electronic surveillance or to discover, obtain, or suppress evidence or information obtained or derived from electronic surveillance under this chapter, the United States district court or, where the motion is made before another authority, the United States district court in the same district as the authority, shall, notwithstanding any other law, if the Attorney General files an affidavit under oath that disclosure or an adversary hearing would harm the national security of the United States, review in camera and ex parte the application, order, and such other materials relating to the surveillance as may be necessary to determine whether the surveillance of the aggrieved person was lawfully authorized and conducted. In making this determination, the court may disclose to the aggrieved person, under appropriate
security procedures and protective orders, portions of the application, order, or other materials relating to the surveillance only where such disclosure is necessary to make an accurate determination of the legality of the surveillance.

**(g) Suppression of evidence; denial of motion**

If the United States district court pursuant to subsection (f) of this section determines that the surveillance was not lawfully authorized or conducted, it shall, in accordance with the requirements of law, suppress the evidence which was unlawfully obtained or derived from electronic surveillance of the aggrieved person or otherwise grant the motion of the aggrieved person. If the court determines that the surveillance was lawfully authorized and conducted, it shall deny the motion of the aggrieved person except to the extent that due process requires discovery or disclosure.

**(h) Finality of orders**

Orders granting motions or requests under subsection (g) of this section, decisions under this section that electronic surveillance was not lawfully authorized or conducted, and orders of the United States district court requiring review or granting disclosure of applications, orders, or other materials relating to a surveillance shall be final orders and binding upon all courts of the United States and the several States except a United States court of appeals and the Supreme Court.

**(i) Destruction of unintentionally acquired information**

In circumstances involving the unintentional acquisition by an electronic, mechanical, or other surveillance device of the contents of any communication, under circumstances in which a person has a reasonable expectation of privacy and a warrant would be required for law enforcement purposes, and if both the sender and all intended recipients are located within the United States, such contents shall be destroyed upon recognition, unless the Attorney General determines that the contents indicate a threat of death or serious bodily harm to any person.

**(j) Notification of emergency employment of electronic surveillance; contents; postponement, suspension or elimination**

If an emergency employment of electronic surveillance is authorized under section 1805(e) of this title and a subsequent order approving the surveillance is not obtained, the judge shall cause to be served on any United States person named in the application and on such other United States persons subject to electronic surveillance as the judge may determine in his discretion it is in the interest of justice to serve, notice of—
(1) the fact of the application;

(2) the period of the surveillance; and

(3) the fact that during the period information was or was not obtained.

On an ex parte showing of good cause to the judge the serving of the notice required by this subsection may be postponed or suspended for a period not to exceed ninety days. Thereafter, on a further ex parte showing of good cause, the court shall forego ordering the serving of the notice required under this subsection.

(k) Coordination with law enforcement on national security matters

(1) Federal officers who conduct electronic surveillance to acquire foreign intelligence information under this subchapter may consult with Federal law enforcement officers or law enforcement personnel of a State or political subdivision of a State (including the chief executive officer of that State or political subdivision who has the authority to appoint or direct the chief law enforcement officer of that State or political subdivision) to coordinate efforts to investigate or protect against—

(A) actual or potential attack or other grave hostile acts of a foreign power or an agent of a foreign power;

(B) sabotage, international terrorism, or the international proliferation of weapons of mass destruction by a foreign power or an agent of a foreign power; or

(C) clandestine intelligence activities by an intelligence service or network of a foreign power or by an agent of a foreign power.

(2) Coordination authorized under paragraph (1) shall not preclude the certification required by section 1804(a)(7)(B) of this title or the entry of an order under section 1805 of this title.

References in Text

This chapter, referred to in subsec. (f), was in the original “this Act”, meaning Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.


Amendments


Subsec. (k)(1)(B). Pub. L. 110–261, §110(b)(1), substituted “sabotage, international terrorism, or the international proliferation of weapons of mass destruction” for “sabotage or international terrorism”.

2002—Subsec. (k)(1). Pub. L. 107–296, in introductory provisions, inserted “or law enforcement personnel of a State or political subdivision of a State (including the chief executive officer of that State or political subdivision who has the authority to appoint or direct the chief law enforcement officer of that State or political subdivision)” after “law enforcement officers”.


Effective Date of 2008 Amendment


Effective Date of 2002 Amendment

Amendment by Pub. L. 107–296 effective 60 days after Nov. 25, 2002, see section 4 of Pub. L. 107–296, set out as an Effective Date note under section 101 of Title 6, Domestic Security.


Pub. L. 106–567, title VI, §604(b), Dec. 27, 2000, 114 Stat. 2853, provided that:
“(1) The Attorney General shall submit to the appropriate committees of Congress a report on the authorities and procedures utilized by the Department of Justice for determining whether or not to disclose information acquired under the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.) for law enforcement purposes.

“(2) In this subsection, the term ‘appropriate committees of Congress’ means the following:

“(A) The Select Committee on Intelligence and the Committee on the Judiciary of the Senate.

“(B) The Permanent Select Committee on Intelligence and the Committee on the Judiciary of the House of Representatives.”

50 USC § 1807. Report to Administrative Office of the United States Court and to Congress

In April of each year, the Attorney General shall transmit to the Administrative Office of the United States Court and to Congress a report setting forth with respect to the preceding calendar year—

(a) the total number of applications made for orders and extensions of orders approving electronic surveillance under this subchapter; and

(b) the total number of such orders and extensions either granted, modified, or denied.


50 USC § 1808. Report of Attorney General to Congressional committees; limitation on authority or responsibility of information gathering activities of Congressional committees; report of Congressional committees to Congress

(a)(1) On a semiannual basis the Attorney General shall fully inform the House Permanent Select Committee on Intelligence and the Senate Select Committee on Intelligence, and the Committee on the Judiciary of the Senate, concerning all electronic surveillance under this subchapter. Nothing in this subchapter shall be deemed to limit the authority and responsibility of the appropriate committees of
each House of Congress to obtain such information as they may need to carry out their respective functions and duties.

(2) Each report under the first sentence of paragraph (1) shall include a description of—

(A) the total number of applications made for orders and extensions of orders approving electronic surveillance under this subchapter where the nature and location of each facility or place at which the electronic surveillance will be directed is unknown;

(B) each criminal case in which information acquired under this chapter has been authorized for use at trial during the period covered by such report; and

(C) the total number of emergency employments of electronic surveillance under section 1805(e) of this title and the total number of subsequent orders approving or denying such electronic surveillance.

(b) On or before one year after October 25, 1978, and on the same day each year for four years thereafter, the Permanent Select Committee on Intelligence and the Senate Select Committee on Intelligence shall report respectively to the House of Representatives and the Senate, concerning the implementation of this chapter. Said reports shall include but not be limited to an analysis and recommendations concerning whether this chapter should be (1) amended, (2) repealed, or (3) permitted to continue in effect without amendment.


References in Text

This chapter, referred to in subsec. (b), was in the original “this Act”, meaning Pub. L. 95—511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Amendments

2006—Subsec. (a)(1). Pub. L. 109–177, §108(c)(1), inserted “, and the Committee on the Judiciary of the Senate,” after “Senate Select Committee on Intelligence”.

Subsec. (a)(2). Pub. L. 109–177, §108(c)(2), amended par. (2) generally. Prior to amendment, par. (2) read as follows: “Each report under the first sentence of paragraph (1) shall include a description of—

“(A) each criminal case in which information acquired under this chapter has been passed for law enforcement purposes during the period covered by such report; and

“(B) each criminal case in which information acquired under this chapter has been authorized for use at trial during such reporting period.”

2000—Subsec. (a). Pub. L. 106–567 designated existing provisions as par. (1) and added par. (2).

Effective Date of 2008 Amendment


50 USC § 1809. Criminal sanctions

(a) Prohibited activities

A person is guilty of an offense if he intentionally—

(1) engages in electronic surveillance under color of law except as authorized by this chapter, chapter 119, 121, or 206 of title 18, or any express statutory authorization that is an additional exclusive means for conducting electronic surveillance under section 1812 of this title;

(2) discloses or uses information obtained under color of law by electronic surveillance, knowing or having reason to know that the information was obtained through electronic surveillance not authorized by this chapter, chapter 119, 121, or 206 of title 18, or any express statutory authorization that is an additional exclusive means for conducting electronic surveillance under section 1812 of this title.

(b) Defense
It is a defense to a prosecution under subsection (a) of this section that the
defendant was a law enforcement or investigative officer engaged in the course of
his official duties and the electronic surveillance was authorized by and
conducted pursuant to a search warrant or court order of a court of competent
jurisdiction.

(c) Penalties

An offense described in this section is punishable by a fine of not more than
$10,000 or imprisonment for not more than five years, or both.

(d) Federal jurisdiction

There is Federal jurisdiction over an offense under this section if the person
committing the offense was an officer or employee of the United States at the
time the offense was committed.

2010, 124 Stat. 2746.)

References in Text

This chapter, referred to in subsec. (a), was in the original “this Act”, meaning
Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this
chapter. For complete classification of this Act to the Code, see Short Title note
set out under section 1801 of this title and Tables.

Amendments

this title;” for “section 1812 of this title.;”.


2008—Subsec. (a). Pub. L. 110–261 substituted “authorized by this chapter,
chapter 119, 121, or 206 of title 18, or any express statutory authorization that is
an additional exclusive means for conducting electronic surveillance under
section 1812 of this title.” for “authorized by statute” in pars. (1) and (2).

Effective Date of 2008 Amendment

Amendment by Pub. L. 110–261 effective July 10, 2008, except as provided in
section 404 of Pub. L. 110–261, set out as a Transition Procedures note under
section 1801 of this title, see section 402 of Pub. L. 110–261, set out as an Effective Date of 2008 Amendment note under section 1801 of this title.

50 USC § 1810. Civil liability

An aggrieved person, other than a foreign power or an agent of a foreign power, as defined in section 1801(a) or (b)(1)(A) of this title, respectively, who has been subjected to an electronic surveillance or about whom information obtained by electronic surveillance of such person has been disclosed or used in violation of section 1809 of this title shall have a cause of action against any person who committed such violation and shall be entitled to recover—

(a) actual damages, but not less than liquidated damages of $1,000 or $100 per day for each day of violation, whichever is greater;

(b) punitive damages; and

(c) reasonable attorney's fees and other investigation and litigation costs reasonably incurred.


50 USC § 1811. Authorization during time of war

Notwithstanding any other law, the President, through the Attorney General, may authorize electronic surveillance without a court order under this subchapter to acquire foreign intelligence information for a period not to exceed fifteen calendar days following a declaration of war by the Congress.


50 USC § 1812. Statement of exclusive means by which electronic surveillance and interception of certain communications may be conducted

(a) Except as provided in subsection (b), the procedures of chapters 119, 121, and 206 of title 18 and this chapter shall be the exclusive means by which electronic surveillance and the interception of domestic wire, oral, or electronic communications may be conducted.

(b) Only an express statutory authorization for electronic surveillance or the interception of domestic wire, oral, or electronic communications, other than as an amendment to this chapter or chapters 119, 121, or 206 of title 18 shall constitute an additional exclusive means for the purpose of subsection (a).

References in Text

This chapter, referred to in text, was in the original “this Act”, meaning Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Effective Date of 2008 Amendment

SUBCHAPTER II—PHYSICAL SEARCHES

50 USC § 1821. Definitions

As used in this subchapter:

(1) The terms “foreign power”, “agent of a foreign power”, “international terrorism”, “sabotage”, “foreign intelligence information”, “Attorney General”, “United States person”, “United States”, “person”, “weapon of mass destruction”, and “State” shall have the same meanings as in section 1801 of this title, except as specifically provided by this subchapter.

(2) “Aggrieved person” means a person whose premises, property, information, or material is the target of physical search or any other person whose premises, property, information, or material was subject to physical search.

(3) “Foreign Intelligence Surveillance Court” means the court established by section 1803(a) of this title.

(4) “Minimization procedures” with respect to physical search, means—

(A) specific procedures, which shall be adopted by the Attorney General, that are reasonably designed in light of the purposes and technique of the particular physical search, to minimize the acquisition and retention, and prohibit the dissemination, of nonpublicly available information concerning unconsenting United States persons consistent with the need of the United States to obtain, produce, and disseminate foreign intelligence information;

(B) procedures that require that nonpublicly available information, which is not foreign intelligence information, as defined in section 1801(e)(1) of this title, shall not be disseminated in a manner that identifies any United States person, without such person’s consent, unless such person’s identity is necessary to understand such foreign intelligence information or assess its importance;

(C) notwithstanding subparagraphs (A) and (B), procedures that allow for the retention and dissemination of information that is evidence of a crime which has been, is being, or is about to be committed and that is to be retained or disseminated for law enforcement purposes; and

(D) notwithstanding subparagraphs (A), (B), and (C), with respect to any physical search approved pursuant to section 1822(a) of this title, procedures that require that no information, material, or property of a United States person shall be disclosed, disseminated, or used for any purpose or retained for longer than 72 hours unless a court order under section 1824 of this title is obtained or unless
the Attorney General determines that the information indicates a threat of death or serious bodily harm to any person.

(5) “Physical search” means any physical intrusion within the United States into premises or property (including examination of the interior of property by technical means) that is intended to result in a seizure, reproduction, inspection, or alteration of information, material, or property, under circumstances in which a person has a reasonable expectation of privacy and a warrant would be required for law enforcement purposes, but does not include (A) “electronic surveillance”, as defined in section 1801(f) of this title, or (B) the acquisition by the United States Government of foreign intelligence information from international or foreign communications, or foreign intelligence activities conducted in accordance with otherwise applicable Federal law involving a foreign electronic communications system, utilizing a means other than electronic surveillance as defined in section 1801(f) of this title.


Prior Provisions

A prior section 301 of Pub. L. 95–511 was renumbered section 701 and was set out as a note under section 1801 of this title, prior to repeal by Pub. L. 110–261.

Amendments


2008—Par. (1). Pub. L. 110–261 which directed the insertion of “weapon of mass destruction,” after “person,” was executed by making the insertion after “person,” to reflect the probable intent of Congress.


Effective Date of 2008 Amendment

50 USC § 1822. Authorization of physical searches for foreign intelligence purposes

(a) Presidential authorization

(1) Notwithstanding any other provision of law, the President, acting through the Attorney General, may authorize physical searches without a court order under this subchapter to acquire foreign intelligence information for periods of up to one year if—

(A) the Attorney General certifies in writing under oath that—

(i) the physical search is solely directed at premises, information, material, or property used exclusively by, or under the open and exclusive control of, a foreign power or powers (as defined in section 1801(a)(1), (2), or (3) of this title);

(ii) there is no substantial likelihood that the physical search will involve the premises, information, material, or property of a United States person; and

(iii) the proposed minimization procedures with respect to such physical search meet the definition of minimization procedures under paragraphs (1) through (4) of section 1821(4) of this title; and

(B) the Attorney General reports such minimization procedures and any changes thereto to the Permanent Select Committee on Intelligence of the House of Representatives before the date of enactment of this Act.
Representatives and the Select Committee on Intelligence of the Senate at least 30 days before their effective date, unless the Attorney General determines that immediate action is required and notifies the committees immediately of such minimization procedures and the reason for their becoming effective immediately.

(2) A physical search authorized by this subsection may be conducted only in accordance with the certification and minimization procedures adopted by the Attorney General. The Attorney General shall assess compliance with such procedures and shall report such assessments to the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate under the provisions of section 1826 of this title.

(3) The Attorney General shall immediately transmit under seal to the Foreign Intelligence Surveillance Court a copy of the certification. Such certification shall be maintained under security measures established by the Chief Justice of the United States with the concurrence of the Attorney General, in consultation with the Director of National Intelligence, and shall remain sealed unless—

(A) an application for a court order with respect to the physical search is made under section 1821(4) of this title and section 1823 of this title; or

(B) the certification is necessary to determine the legality of the physical search under section 1825(g) of this title.

(4)(A) With respect to physical searches authorized by this subsection, the Attorney General may direct a specified landlord, custodian, or other specified person to—

(i) furnish all information, facilities, or assistance necessary to accomplish the physical search in such a manner as will protect its secrecy and produce a minimum of interference with the services that such landlord, custodian, or other person is providing the target of the physical search; and

(ii) maintain under security procedures approved by the Attorney General and the Director of National Intelligence any records concerning the search or the aid furnished that such person wishes to retain.
(B) The Government shall compensate, at the prevailing rate, such landlord, custodian, or other person for furnishing such aid.

(b) Application for order; authorization

Applications for a court order under this subchapter are authorized if the President has, by written authorization, empowered the Attorney General to approve applications to the Foreign Intelligence Surveillance Court. Notwithstanding any other provision of law, a judge of the court to whom application is made may grant an order in accordance with section 1824 of this title approving a physical search in the United States of the premises, property, information, or material of a foreign power or an agent of a foreign power for the purpose of collecting foreign intelligence information.

(c) Jurisdiction of Foreign Intelligence Surveillance Court

The Foreign Intelligence Surveillance Court shall have jurisdiction to hear applications for and grant orders approving a physical search for the purpose of obtaining foreign intelligence information anywhere within the United States under the procedures set forth in this subchapter, except that no judge (except when sitting en banc) shall hear the same application which has been denied previously by another judge designated under section 1803(a) of this title. If any judge so designated denies an application for an order authorizing a physical search under this subchapter, such judge shall provide immediately for the record a written statement of each reason for such decision and, on motion of the United States, the record shall be transmitted, under seal, to the court of review established under section 1803(b) of this title.

(d) Court of review; record; transmittal to Supreme Court

The court of review established under section 1803(b) of this title shall have jurisdiction to review the denial of any application made under this subchapter. If such court determines that the application was properly denied, the court shall immediately provide for the record a written statement of each reason for its decision and, on petition of the United States for a writ of certiorari, the record shall be transmitted under seal to the Supreme Court, which shall have jurisdiction to review such decision.

(e) Expeditious conduct of proceedings; security measures for maintenance of records

Judicial proceedings under this subchapter shall be concluded as expeditiously as possible. The record of proceedings under this subchapter, including applications made and orders granted, shall be maintained under security measures.
established by the Chief Justice of the United States in consultation with the Attorney General and the Director of National Intelligence.


Amendments


2008—Subsec. (c). Pub. L. 110–261 inserted “(except when sitting en banc)” after “except that no judge”.


Effective Date of 2008 Amendment


Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.


Ex. Ord. No. 12949. Foreign Intelligence Physical Searches

By the authority vested in me as President by the Constitution and the laws of the 
United States, including sections 302 and 303 of the Foreign Intelligence 
Law 103–359 [50 U.S.C. 1822, 1823], and in order to provide for the 
authorization of physical searches for foreign intelligence purposes as set forth in 
the Act, it is hereby ordered as follows:

Section 1. Pursuant to section 302(a)(1) of the Act, the Attorney General is 
authorized to approve physical searches, without a court order, to acquire foreign 
intelligence information for periods of up to one year, if the Attorney General 
makes the certifications required by that section.

Sec. 2. Pursuant to section 302(b) of the Act, the Attorney General is authorized 
to approve applications to the Foreign Intelligence Surveillance Court under 
section 303 of the Act to obtain orders for physical searches for the purpose of 
collecting foreign intelligence information.

Sec. 3. Pursuant to section 303(a)(6) of the Act, the following officials, each of 
whom is employed in the area of national security or defense, is designated to 
make the certifications required by section 303(a)(6) of the Act in support of 
applications to conduct physical searches:

(a) Secretary of State;
(b) Secretary of Defense;
[(c)] Director of National Intelligence;
(d) Director of the Federal Bureau of Investigation,
(e) Deputy Secretary of State;
(f) Deputy Secretary of Defense;
(g) Director of the Central Intelligence Agency;
(h) Principal Deputy Director of National Intelligence; and
(i) Deputy Director of the Federal Bureau of Investigation.

None of the above officials, nor anyone officially acting in that capacity, may 
exercise the authority to make the above certifications, unless that official has 
been appointed by the President, by and with the advice and consent of the 
Senate. The requirement of the preceding sentence that the named official must
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be appointed by the President with the advice and consent of the Senate does not apply to the Deputy Director of the Federal Bureau of Investigation.

**50 USC § 1823. Application for order**

(a) Submission by Federal officer; approval of Attorney General; contents

Each application for an order approving a physical search under this subchapter shall be made by a Federal officer in writing upon oath or affirmation to a judge of the Foreign Intelligence Surveillance Court. Each application shall require the approval of the Attorney General based upon the Attorney General’s finding that it satisfies the criteria and requirements for such application as set forth in this subchapter. Each application shall include—

(1) the identity of the Federal officer making the application;

(2) the identity, if known, or a description of the target of the search, and a description of the premises or property to be searched and of the information, material, or property to be seized, reproduced, or altered;

(3) a statement of the facts and circumstances relied upon by the applicant to justify the applicant’s belief that—

(A) the target of the physical search is a foreign power or an agent of a foreign power;

(B) the premises or property to be searched contains foreign intelligence information; and

(C) the premises or property to be searched is or is about to be owned, used, possessed by, or is in transit to or from a foreign power or an agent of a foreign power;

(4) a statement of the proposed minimization procedures;

(5) a statement of the nature of the foreign intelligence sought and the manner in which the physical search is to be conducted;

(6) a certification or certifications by the Assistant to the President for National Security Affairs, an executive branch official or officials designated by the
President from among those executive branch officers employed in the area of national security or defense and appointed by the President, by and with the advice and consent of the Senate, or the Deputy Director of the Federal Bureau of Investigation, if designated by the President as a certifying official—

(A) that the certifying official deems the information sought to be foreign intelligence information;

(B) that a significant purpose of the search is to obtain foreign intelligence information;

(C) that such information cannot reasonably be obtained by normal investigative techniques;

(D) that designates the type of foreign intelligence information being sought according to the categories described in section 1801(e) of this title; and

(E) includes a statement explaining the basis for the certifications required by subparagraphs (C) and (D);

(7) where the physical search involves a search of the residence of a United States person, the Attorney General shall state what investigative techniques have previously been utilized to obtain the foreign intelligence information concerned and the degree to which these techniques resulted in acquiring such information; and

(8) a statement of the facts concerning all previous applications that have been made to any judge under this subchapter involving any of the persons, premises, or property specified in the application, and the action taken on each previous application.

(b) Additional affidavits or certifications

The Attorney General may require any other affidavit or certification from any other officer in connection with the application.

(c) Additional information

The judge may require the applicant to furnish such other information as may be necessary to make the determinations required by section 1824 of this title.

(d) Personal review by Attorney General
(1)(A) Upon written request of the Director of the Federal Bureau of Investigation, the Secretary of Defense, the Secretary of State, the Director of National Intelligence, or the Director of the Central Intelligence Agency, the Attorney General shall personally review under subsection (a) of this section an application under that subsection for a target described in section 1801(b)(2) of this title.

(B) Except when disabled or otherwise unavailable to make a request referred to in subparagraph (A), an official referred to in that subparagraph may not delegate the authority to make a request referred to in that subparagraph.

(C) Each official referred to in subparagraph (A) with authority to make a request under that subparagraph shall take appropriate actions in advance to ensure that delegation of such authority is clearly established in the event such official is disabled or otherwise unavailable to make such request.

(2)(A) If as a result of a request under paragraph (1) the Attorney General determines not to approve an application under the second sentence of subsection (a) of this section for purposes of making the application under this section, the Attorney General shall provide written notice of the determination to the official making the request for the review of the application under that paragraph. Except when disabled or otherwise unavailable to make a determination under the preceding sentence, the Attorney General may not delegate the responsibility to make a determination under that sentence. The Attorney General shall take appropriate actions in advance to ensure that delegation of such responsibility is clearly established in the event the Attorney General is disabled or otherwise unavailable to make such determination.

(B) Notice with respect to an application under subparagraph (A) shall set forth the modifications, if any, of the application that are necessary in order for the Attorney General to approve the application under the second sentence of subsection (a) of this section for purposes of making the application under this section.

(C) Upon review of any modifications of an application set forth under subparagraph (B), the official notified of the modifications under this paragraph shall modify the application if such official determines that such modification is warranted. Such official shall supervise the making of any modification under this subparagraph. Except when disabled or otherwise unavailable to supervise the making of any modification under the preceding sentence, such official may not delegate the responsibility to supervise the making of any modification under that preceding sentence. Each such official shall take appropriate actions in advance to ensure that delegation of such responsibility is clearly established in the event such official is disabled or otherwise unavailable to supervise the making of such modification.

Amendments


2008—Subsec. (a)(2). Pub. L. 110–261, §107(a)(1)(A)–(C), redesignated par. (3) as (2), struck out “detailed” before “description of the premises”, and struck out former par. (2) which read as follows: “the authority conferred on the Attorney General by the President and the approval of the Attorney General to make the application;”.

Subsec. (a)(3). Pub. L. 110–261, §107(a)(1)(B), (D), redesignated par. (4) as (3) and inserted “or is about to be” before “owned” in subpar. (C). Former par. (3) redesignated (2).

Subsec. (a)(4), (5). Pub. L. 110–261, §107(a)(1)(B), redesignated pars. (5) and (6) as (4) and (5), respectively. Former par. (4) redesignated (3).

Subsec. (a)(6). Pub. L. 110–261, §107(a)(1)(B), (E), redesignated par. (7) as (6) and substituted “Affairs,” for “Affairs or” and “Senate, or the Deputy Director of the Federal Bureau of Investigation, if designated by the President as a certifying official—” for “Senate—” in introductory provisions. Former par. (6) redesignated (5).

Subsec. (a)(7) to (9). Pub. L. 110–261, §107(a)(1)(B), redesignated pars. (8) and (9) as (7) and (8), respectively. Former par. (7) redesignated (6).

Subsec. (d)(1)(A). Pub. L. 110–261, §107(a)(2), substituted “the Director of National Intelligence, or the Director of the Central Intelligence Agency” for “or the Director of National Intelligence”.


2001—Subsec. (a)(7)(B). Pub. L. 107–56 substituted “a significant purpose” for “the purpose”.

____________________________________________________
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Effective Date of 2008 Amendment


Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.


Officials Designated To Make Certifications

For provisions listing officials designated by President to make certifications required by subsec. (a)(7) of this section, see Ex. Ord. No. 12949, §3, Feb. 9, 1995, 60 F.R. 8169, set out as a note under section 1822 of this title.

50 USC § 1824. Issuance of order

(a) Necessary findings

Upon an application made pursuant to section 1823 of this title, the judge shall enter an ex parte order as requested or as modified approving the physical search if the judge finds that—

(1) the application has been made by a Federal officer and approved by the Attorney General;

(2) on the basis of the facts submitted by the applicant there is probable cause to believe that—

(A) the target of the physical search is a foreign power or an agent of a foreign power, except that no United States person may be considered an agent of a foreign power solely upon the basis of activities protected by the first amendment to the Constitution of the United States; and
(B) the premises or property to be searched is or is about to be owned, used, possessed by, or is in transit to or from an agent of a foreign power or a foreign power;

(3) the proposed minimization procedures meet the definition of minimization contained in this subchapter; and

(4) the application which has been filed contains all statements and certifications required by section 1823 of this title, and, if the target is a United States person, the certification or certifications are not clearly erroneous on the basis of the statement made under section 1823(a)(6)(E) of this title and any other information furnished under section 1823(c) of this title.

(b) Determination of probable cause

In determining whether or not probable cause exists for purposes of an order under subsection (a)(2), a judge may consider past activities of the target, as well as facts and circumstances relating to current or future activities of the target.

(c) Specifications and directions of orders

An order approving a physical search under this section shall—

(1) specify—

(A) the identity, if known, or a description of the target of the physical search;

(B) the nature and location of each of the premises or property to be searched;

(C) the type of information, material, or property to be seized, altered, or reproduced;

(D) a statement of the manner in which the physical search is to be conducted and, whenever more than one physical search is authorized under the order, the authorized scope of each search and what minimization procedures shall apply to the information acquired by each search; and

(E) the period of time during which physical searches are approved; and

(2) direct—
(A) that the minimization procedures be followed;

(B) that, upon the request of the applicant, a specified landlord, custodian, or other specified person furnish the applicant forthwith all information, facilities, or assistance necessary to accomplish the physical search in such a manner as will protect its secrecy and produce a minimum of interference with the services that such landlord, custodian, or other person is providing the target of the physical search;

(C) that such landlord, custodian, or other person maintain under security procedures approved by the Attorney General and the Director of National Intelligence any records concerning the search or the aid furnished that such person wishes to retain;

(D) that the applicant compensate, at the prevailing rate, such landlord, custodian, or other person for furnishing such aid; and

(E) that the Federal officer conducting the physical search promptly report to the court the circumstances and results of the physical search.

(d) Duration of order; extensions; assessment of compliance

(1) An order issued under this section may approve a physical search for the period necessary to achieve its purpose, or for 90 days, whichever is less, except that (A) an order under this section shall approve a physical search targeted against a foreign power, as defined in paragraph (1), (2), or (3) of section 1801(a) of this title, for the period specified in the application or for one year, whichever is less, and (B) an order under this section for a physical search targeted against an agent of a foreign power who is not a United States person may be for the period specified in the application or for 120 days, whichever is less.

(2) Extensions of an order issued under this subchapter may be granted on the same basis as the original order upon an application for an extension and new findings made in the same manner as required for the original order, except that an extension of an order under this chapter for a physical search targeted against a foreign power, as defined in paragraph (5), (6), or (7) of section 1801(a) of this title, or against a foreign power, as defined in section 1801(a)(4) of this title, that is not a United States person, or against an agent of a foreign power who is not a United States person, may be for a period not to exceed one year if the judge finds probable cause to believe that no property of any individual United States person will be acquired during the period.

(3) At or before the end of the period of time for which a physical search is approved by an order or an extension, or at any time after a physical search is carried out, the judge may assess compliance with the minimization procedures
by reviewing the circumstances under which information concerning United States persons was acquired, retained, or disseminated.

(e) Emergency orders

(1) Notwithstanding any other provision of this subchapter, the Attorney General may authorize the emergency employment of a physical search if the Attorney General—

(A) reasonably determines that an emergency situation exists with respect to the employment of a physical search to obtain foreign intelligence information before an order authorizing such physical search can with due diligence be obtained;

(B) reasonably determines that the factual basis for issuance of an order under this subchapter to approve such physical search exists;

(C) informs, either personally or through a designee, a judge of the Foreign Intelligence Surveillance Court at the time of such authorization that the decision has been made to employ an emergency physical search; and

(D) makes an application in accordance with this subchapter to a judge of the Foreign Intelligence Surveillance Court as soon as practicable, but not more than 7 days after the Attorney General authorizes such physical search.

(2) If the Attorney General authorizes the emergency employment of a physical search under paragraph (1), the Attorney General shall require that the minimization procedures required by this subchapter for the issuance of a judicial order be followed.

(3) In the absence of a judicial order approving such physical search, the physical search shall terminate when the information sought is obtained, when the application for the order is denied, or after the expiration of 7 days from the time of authorization by the Attorney General, whichever is earliest.

(4) A denial of the application made under this subsection may be reviewed as provided in section 1803 of this title.

(5) In the event that such application for approval is denied, or in any other case where the physical search is terminated and no order is issued approving the physical search, no information obtained or evidence derived from such physical search shall be received in evidence or otherwise disclosed in any trial, hearing, or other proceeding in or before any court, grand jury, department, office, agency, regulatory body, legislative committee, or other authority of the United States.
States, a State, or political subdivision thereof, and no information concerning
any United States person acquired from such physical search shall subsequently
be used or disclosed in any other manner by Federal officers or employees
without the consent of such person, except with the approval of the Attorney
General if the information indicates a threat of death or serious bodily harm to
any person.

(6) The Attorney General shall assess compliance with the requirements of
paragraph (5).

(f) Retention of applications and orders

Applications made and orders granted under this subchapter shall be retained for
a period of at least 10 years from the date of the application.

109–177, title I, §105(b), Mar. 9, 2006, 120 Stat. 195; Pub. L. 110–261, title I,
§§107(b), (c)(1), 110(c)(3), July 10, 2008, 122 Stat. 2463, 2464, 2467; Pub. L. 111–

References in Text

This chapter, referred to in subsec. (d)(2), was in the original “this Act”, meaning
Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, as amended, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Amendments

“subsection (a)(3)”.


2008—Subsec. (a). Pub. L. 110–261, §107(b)(1), (c)(1), redesignated pars. (2) to
(5) as (1) to (4), respectively, inserted “or is about to be” before “owned” in par.
(2)(B), substituted “1823(a)(6)(E)” for “1823(a)(7)(E)” in par. (4), and struck out
former par. (1) which read as follows: “the President has authorized the Attorney
General to approve applications for physical searches for foreign intelligence
purposes;”.
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Subsec. (d)(2). Pub. L. 110–261, §110(c)(3), substituted “paragraph (5), (6), or (7) of section 1801(a)” for “section 1801(a)(5) or (6)”.

Subsec. (e). Pub. L. 110–261, §107(b)(2), amended subsec. (e) generally. Prior to amendment, subsec. (e) related to the power of the Attorney General to authorize the emergency employment of a physical search and required an application be made to a judge within 72 hours after the authorization.

2006—Subsec. (d)(1)(B), (2). Pub. L. 109–177 substituted “who is not a United States person” for “as defined in section 1801(b)(1)(A) of this title”.


2001—Subsec. (d)(1). Pub. L. 107–56, §207(a)(2), substituted “90 days,” for “forty-five days,” and inserted “(A)” after “except that” and “, and (B) an order under this section for a physical search targeted against an agent of a foreign power as defined in section 1801(b)(1)(A) of this title may be for the period specified in the application or for 120 days, whichever is less” before period at end.

Subsec. (d)(2). Pub. L. 107–56, §207(b)(2), inserted “or against an agent of a foreign power as defined in section 1801(b)(1)(A) of this title,” after “not a United States person,”.


2000—Subsecs. (b) to (f). Pub. L. 106–567 added subsec. (b) and redesignated former subsecs. (b) to (e) as (c) to (f), respectively.

Effective Date of 2008 Amendment


Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.
50 USC § 1825. Use of information

(a) Compliance with minimization procedures; lawful purposes

Information acquired from a physical search conducted pursuant to this subchapter concerning any United States person may be used and disclosed by Federal officers and employees without the consent of the United States person only in accordance with the minimization procedures required by this subchapter. No information acquired from a physical search pursuant to this subchapter may be used or disclosed by Federal officers or employees except for lawful purposes.

(b) Notice of search and identification of property seized, altered, or reproduced

Where a physical search authorized and conducted pursuant to section 1824 of this title involves the residence of a United States person, and, at any time after the search the Attorney General determines there is no national security interest in continuing to maintain the secrecy of the search, the Attorney General shall provide notice to the United States person whose residence was searched of the fact of the search conducted pursuant to this chapter and shall identify any property of such person seized, altered, or reproduced during such search.

(c) Statement for disclosure

No information acquired pursuant to this subchapter shall be disclosed for law enforcement purposes unless such disclosure is accompanied by a statement that such information, or any information derived therefrom, may only be used in a criminal proceeding with the advance authorization of the Attorney General.

(d) Notification by United States

Whenever the United States intends to enter into evidence or otherwise use or disclose in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of the United States, against an aggrieved person, any information obtained or derived from a physical search pursuant to the authority of this subchapter, the United States shall, prior to the trial, hearing, or the other proceeding or at a reasonable time prior to an effort to so disclose or so use that information or submit it in evidence, notify the aggrieved person and the court or other authority in which
the information is to be disclosed or used that the United States intends to so disclose or so use such information.

(e) Notification by States or political subdivisions

Whenever any State or political subdivision thereof intends to enter into evidence or otherwise use or disclose in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of a State or a political subdivision thereof against an aggrieved person any information obtained or derived from a physical search pursuant to the authority of this subchapter, the State or political subdivision thereof shall notify the aggrieved person, the court or other authority in which the information is to be disclosed or used, and the Attorney General that the State or political subdivision thereof intends to so disclose or so use such information.

(f) Motion to suppress

(1) Any person against whom evidence obtained or derived from a physical search to which he is an aggrieved person is to be, or has been, introduced or otherwise used or disclosed in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of the United States, a State, or a political subdivision thereof, may move to suppress the evidence obtained or derived from such search on the grounds that—

(A) the information was unlawfully acquired; or

(B) the physical search was not made in conformity with an order of authorization or approval.

(2) Such a motion shall be made before the trial, hearing, or other proceeding unless there was no opportunity to make such a motion or the person was not aware of the grounds of the motion.

(g) In camera and ex parte review by district court

Whenever a court or other authority is notified pursuant to subsection (d) or (e) of this section, or whenever a motion is made pursuant to subsection (f) of this section, or whenever any motion or request is made by an aggrieved person pursuant to any other statute or rule of the United States or any State before any court or other authority of the United States or any State to discover or obtain applications or orders or other materials relating to a physical search authorized by this subchapter or to discover, obtain, or suppress evidence or information obtained or derived from a physical search authorized by this subchapter, the
United States district court or, where the motion is made before another authority, the United States district court in the same district as the authority shall, notwithstanding any other provision of law, if the Attorney General files an affidavit under oath that disclosure or any adversary hearing would harm the national security of the United States, review in camera and ex parte the application, order, and such other materials relating to the physical search as may be necessary to determine whether the physical search of the aggrieved person was lawfully authorized and conducted. In making this determination, the court may disclose to the aggrieved person, under appropriate security procedures and protective orders, portions of the application, order, or other materials relating to the physical search, or may require the Attorney General to provide to the aggrieved person a summary of such materials, only where such disclosure is necessary to make an accurate determination of the legality of the physical search.

(h) Suppression of evidence; denial of motion

If the United States district court pursuant to subsection (g) of this section determines that the physical search was not lawfully authorized or conducted, it shall, in accordance with the requirements of law, suppress the evidence which was unlawfully obtained or derived from the physical search of the aggrieved person or otherwise grant the motion of the aggrieved person. If the court determines that the physical search was lawfully authorized or conducted, it shall deny the motion of the aggrieved person except to the extent that due process requires discovery or disclosure.

(i) Finality of orders

Orders granting motions or requests under subsection (h) of this section, decisions under this section that a physical search was not lawfully authorized or conducted, and orders of the United States district court requiring review or granting disclosure of applications, orders, or other materials relating to the physical search shall be final orders and binding upon all courts of the United States and the several States except a United States Court of Appeals or the Supreme Court.

(j) Notification of emergency execution of physical search; contents; postponement, suspension, or elimination

(1) If an emergency execution of a physical search is authorized under section 1824(d) of this title and a subsequent order approving the search is not obtained, the judge shall cause to be served on any United States person named in the application and on such other United States persons subject to the search as the judge may determine in his discretion it is in the interests of justice to serve, notice of—
(A) the fact of the application;

(B) the period of the search; and

(C) the fact that during the period information was or was not obtained.

(2) On an ex parte showing of good cause to the judge, the serving of the notice required by this subsection may be postponed or suspended for a period not to exceed 90 days. Thereafter, on a further ex parte showing of good cause, the court shall forego ordering the serving of the notice required under this subsection.

(k) Coordination with law enforcement on national security matters

(1) Federal officers who conduct physical searches to acquire foreign intelligence information under this subchapter may consult with Federal law enforcement officers or law enforcement personnel of a State or political subdivision of a State (including the chief executive officer of that State or political subdivision who has the authority to appoint or direct the chief law enforcement officer of that State or political subdivision) to coordinate efforts to investigate or protect against—

(A) actual or potential attack or other grave hostile acts of a foreign power or an agent of a foreign power;

(B) sabotage, international terrorism, or the international proliferation of weapons of mass destruction by a foreign power or an agent of a foreign power; or

(C) clandestine intelligence activities by an intelligence service or network of a foreign power or by an agent of a foreign power.

(2) Coordination authorized under paragraph (1) shall not preclude the certification required by section 1823(a)(6) of this title or the entry of an order under section 1824 of this title.


References in Text
This chapter, referred to in subsec. (b), was in the original “this Act”, meaning Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Section 1824(d) of this title, referred to in subsec. (j)(1), was redesignated section 1824(e) of this title by Pub. L. 106–567, title VI, §603(b)(1), Dec. 27, 2000, 114 Stat. 2853.

Amendments

2008—Subsec. (k)(1)(B). Pub. L. 110–261, §110(b)(2), substituted “sabotage, international terrorism, or the international proliferation of weapons of mass destruction” for “sabotage or international terrorism”.


2002—Subsec. (k)(1). Pub. L. 107–296, in introductory provision, inserted “or law enforcement personnel of a State or political subdivision of a State (including the chief executive officer of that State or political subdivision who has the authority to appoint or direct the chief law enforcement officer of that State or political subdivision)” after “law enforcement officers”.


Effective Date of 2008 Amendment


Effective Date of 2002 Amendment

Amendment by Pub. L. 107–296 effective 60 days after Nov. 25, 2002, see section 4 of Pub. L. 107–296, set out as an Effective Date note under section 101 of Title 6, Domestic Security.

50 USC § 1826. Congressional oversight

On a semiannual basis the Attorney General shall fully inform the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate, and the Committee on the Judiciary of the Senate, concerning all physical searches conducted pursuant to this
subchapter. On a semiannual basis the Attorney General shall also provide to those committees and the Committee on the Judiciary of the House of Representatives a report setting forth with respect to the preceding six-month period—

(1) the total number of applications made for orders approving physical searches under this subchapter;

(2) the total number of such orders either granted, modified, or denied;

(3) the number of physical searches which involved searches of the residences, offices, or personal property of United States persons, and the number of occasions, if any, where the Attorney General provided notice pursuant to section 1825(b) of this title; and

(4) the total number of emergency physical searches authorized by the Attorney General under section 1824(e) of this title and the total number of subsequent orders approving or denying such physical searches.


Amendments

2006—Pub. L. 109–177, §109(a)(1), (2), in introductory provisions, inserted “, and the Committee on the Judiciary of the Senate,” after “Select Committee on Intelligence of the Senate” and substituted “and the Committee on the Judiciary of the House of Representatives” for “and the Committees on the Judiciary of the House of Representatives and the Senate”.


50 USC § 1827. Penalties

(a) Prohibited activities

A person is guilty of an offense if he intentionally—

(1) under color of law for the purpose of obtaining foreign intelligence information, executes a physical search within the United States except as authorized by statute; or

(2) discloses or uses information obtained under color of law by physical search within the United States, knowing or having reason to know that the information
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was obtained through physical search not authorized by statute, for the purpose of obtaining intelligence information.

(b) Defense

It is a defense to a prosecution under subsection (a) of this section that the defendant was a law enforcement or investigative officer engaged in the course of his official duties and the physical search was authorized by and conducted pursuant to a search warrant or court order of a court of competent jurisdiction.

(c) Fine or imprisonment

An offense described in this section is punishable by a fine of not more than $10,000 or imprisonment for not more than five years, or both.

(d) Federal jurisdiction

There is Federal jurisdiction over an offense under this section if the person committing the offense was an officer or employee of the United States at the time the offense was committed.


50 USC § 1828. Civil liability

An aggrieved person, other than a foreign power or an agent of a foreign power, as defined in section 1801(a) or (b)(1)(A), respectively, of this title, whose premises, property, information, or material has been subjected to a physical search within the United States or about whom information obtained by such a physical search has been disclosed or used in violation of section 1827 of this title shall have a cause of action against any person who committed such violation and shall be entitled to recover—

(1) actual damages, but not less than liquidated damages of $1,000 or $100 per day for each day of violation, whichever is greater;

(2) punitive damages; and

(3) reasonable attorney's fees and other investigative and litigation costs reasonably incurred.

50 USC § 1829. Authorization during time of war

Notwithstanding any other provision of law, the President, through the Attorney General, may authorize physical searches without a court order under this subchapter to acquire foreign intelligence information for a period not to exceed 15 calendar days following a declaration of war by the Congress.

SUBCHAPTER III—PEN REGISTERS AND TRAP AND TRACE DEVICES FOR FOREIGN INTELLIGENCE PURPOSES

50 USC § 1841. Definitions

As used in this subchapter:

(1) The terms “foreign power”, “agent of a foreign power”, “international terrorism”, “foreign intelligence information”, “Attorney General”, “United States person”, “United States”, “person”, and “State” shall have the same meanings as in section 1801 of this title.

(2) The terms “pen register” and “trap and trace device” have the meanings given such terms in section 3127 of title 18.

(3) The term “aggrieved person” means any person—

(A) whose telephone line was subject to the installation or use of a pen register or trap and trace device authorized by this subchapter; or

(B) whose communication instrument or device was subject to the use of a pen register or trap and trace device authorized by this subchapter to capture incoming electronic or other communications impulses.


Prior Provisions

A prior section 401 of Pub. L. 95–511 was renumbered section 701 and was set out as a note under section 1801 of this title, prior to repeal by Pub. L. 110–261.

50 USC § 1842. Pen registers and trap and trace devices for foreign intelligence and international terrorism investigations

(a) Application for authorization or approval

(1) Notwithstanding any other provision of law, the Attorney General or a designated attorney for the Government may make an application for an order or an extension of an order authorizing or approving the installation and use of a pen register or trap and trace device for any investigation to obtain foreign intelligence information not concerning a United States person or to protect
against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution which is being conducted by the Federal Bureau of Investigation under such guidelines as the Attorney General approves pursuant to Executive Order No. 12333, or a successor order.

(2) The authority under paragraph (1) is in addition to the authority under subchapter I of this chapter to conduct the electronic surveillance referred to in that paragraph.

(b) Form of application; recipient

Each application under this section shall be in writing under oath or affirmation to—

(1) a judge of the court established by section 1803(a) of this title; or

(2) a United States Magistrate Judge under chapter 43 of title 28 who is publicly designated by the Chief Justice of the United States to have the power to hear applications for and grant orders approving the installation and use of a pen register or trap and trace device on behalf of a judge of that court.

(c) Executive approval; contents of application

Each application under this section shall require the approval of the Attorney General, or a designated attorney for the Government, and shall include—

(1) the identity of the Federal officer seeking to use the pen register or trap and trace device covered by the application; and

(2) a certification by the applicant that the information likely to be obtained is foreign intelligence information not concerning a United States person or is relevant to an ongoing investigation to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution.

(d) Ex parte judicial order of approval

(1) Upon an application made pursuant to this section, the judge shall enter an ex parte order as requested, or as modified, approving the installation and use of a pen register or trap and trace device if the judge finds that the application satisfies the requirements of this section.
(2) An order issued under this section—

(A) shall specify—

(i) the identity, if known, of the person who is the subject of the investigation;

(ii) the identity, if known, of the person to whom is leased or in whose name is listed the telephone line or other facility to which the pen register or trap and trace device is to be attached or applied; and

(iii) the attributes of the communications to which the order applies, such as the number or other identifier, and, if known, the location of the telephone line or other facility to which the pen register or trap and trace device is to be attached or applied and, in the case of a trap and trace device, the geographic limits of the trap and trace order;

(B) shall direct that—

(i) upon request of the applicant, the provider of a wire or electronic communication service, landlord, custodian, or other person shall furnish any information, facilities, or technical assistance necessary to accomplish the installation and operation of the pen register or trap and trace device in such a manner as will protect its secrecy and produce a minimum amount of interference with the services that such provider, landlord, custodian, or other person is providing the person concerned;

(ii) such provider, landlord, custodian, or other person—

(I) shall not disclose the existence of the investigation or of the pen register or trap and trace device to any person unless or until ordered by the court; and

(II) shall maintain, under security procedures approved by the Attorney General and the Director of National Intelligence pursuant to section 1805(b)(2)(C) of this title, any records concerning the pen register or trap and trace device or the aid furnished; and

(iii) the applicant shall compensate such provider, landlord, custodian, or other person for reasonable expenses incurred by such provider, landlord, custodian, or other person in providing such information, facilities, or technical assistance; and
(C) shall direct that, upon the request of the applicant, the provider of a wire or electronic communication service shall disclose to the Federal officer using the pen register or trap and trace device covered by the order—

(i) in the case of the customer or subscriber using the service covered by the order (for the period specified by the order)—

(I) the name of the customer or subscriber;

(II) the address of the customer or subscriber;

(III) the telephone or instrument number, or other subscriber number or identifier, of the customer or subscriber, including any temporarily assigned network address or associated routing or transmission information;

(IV) the length of the provision of service by such provider to the customer or subscriber and the types of services utilized by the customer or subscriber;

(V) in the case of a provider of local or long distance telephone service, any local or long distance telephone records of the customer or subscriber;

(VI) if applicable, any records reflecting period of usage (or sessions) by the customer or subscriber; and

(VII) any mechanisms and sources of payment for such service, including the number of any credit card or bank account utilized for payment for such service; and

(ii) if available, with respect to any customer or subscriber of incoming or outgoing communications to or from the service covered by the order—

(I) the name of such customer or subscriber;

(II) the address of such customer or subscriber;

(III) the telephone or instrument number, or other subscriber number or identifier, of such customer or subscriber, including any temporarily assigned network address or associated routing or transmission information; and

(IV) the length of the provision of service by such provider to such customer or subscriber and the types of services utilized by such customer or subscriber.

(e) Time limitation
(1) Except as provided in paragraph (2), an order issued under this section shall authorize the installation and use of a pen register or trap and trace device for a period not to exceed 90 days. Extensions of such an order may be granted, but only upon an application for an order under this section and upon the judicial finding required by subsection (d) of this section. The period of extension shall be for a period not to exceed 90 days.

(2) In the case of an application under subsection (c) where the applicant has certified that the information likely to be obtained is foreign intelligence information not concerning a United States person, an order, or an extension of an order, under this section may be for a period not to exceed one year.

(f) Cause of action barred

No cause of action shall lie in any court against any provider of a wire or electronic communication service, landlord, custodian, or other person (including any officer, employee, agent, or other specified person thereof) that furnishes any information, facilities, or technical assistance under subsection (d) of this section in accordance with the terms of an order issued under this section.

(g) Furnishing of results

Unless otherwise ordered by the judge, the results of a pen register or trap and trace device shall be furnished at reasonable intervals during regular business hours for the duration of the order to the authorized Government official or officials.

References in Text

Executive Order No. 12333, referred to in subsec. (a)(1), is set out as a note under section 401 of this title.


Amendments


Subsec. (e). Pub. L. 109–177, §105(c), designated existing provisions as par. (1), substituted “Except as provided in paragraph (2), an order issued” for “An order issued”, and added par. (2).


2001—Subsec. (a)(1). Pub. L. 107–56, §214(a)(1), substituted “for any investigation to obtain foreign intelligence information not concerning a United States person or to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution” for “for any investigation to gather foreign intelligence information or information concerning international terrorism”.


Subsec. (c)(2). Pub. L. 107–56, §214(a)(2), amended par. (2) generally. Prior to amendment, par. (2) read as follows: “a certification by the applicant that the information likely to be obtained is relevant to an ongoing foreign intelligence or international terrorism investigation being conducted by the Federal Bureau of Investigation under guidelines approved by the Attorney General; and”.

Subsec. (c)(3). Pub. L. 107–56, §214(a)(3), struck out par. (3) which read as follows: “information which demonstrates that there is reason to believe that the telephone line to which the pen register or trap and trace device is to be attached, or the communication instrument or device to be covered by the pen register or trap and trace device, has been or is about to be used in communication with—

“(A) an individual who is engaging or has engaged in international terrorism or clandestine intelligence activities that involve or may involve a violation of the criminal laws of the United States; or

“(B) a foreign power or agent of a foreign power under circumstances giving reason to believe that the communication concerns or concerned international
terrorism or clandestine intelligence activities that involve or may involve a violation of the criminal laws of the United States.”


“(i) the identity, if known, of the person who is the subject of the foreign intelligence or international terrorism investigation;

“(ii) in the case of an application for the installation and use of a pen register or trap and trace device with respect to a telephone line—

“(I) the identity, if known, of the person to whom is leased or in whose name the telephone line is listed; and

“(II) the number and, if known, physical location of the telephone line; and

“(iii) in the case of an application for the use of a pen register or trap and trace device with respect to a communication instrument or device not covered by clause (ii)—

“(I) the identity, if known, of the person who owns or leases the instrument or device or in whose name the instrument or device is listed; and

“(II) the number of the instrument or device; and”.


**Effective Date of 2004 Amendment**

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 401 of this title.


**50 USC § 1843. Authorization during emergencies**

**(a) Requirements for authorization**
Notwithstanding any other provision of this subchapter, when the Attorney General makes a determination described in subsection (b) of this section, the Attorney General may authorize the installation and use of a pen register or trap and trace device on an emergency basis to gather foreign intelligence information not concerning a United States person or information to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution if—

(1) a judge referred to in section 1842(b) of this title is informed by the Attorney General or his designee at the time of such authorization that the decision has been made to install and use the pen register or trap and trace device, as the case may be, on an emergency basis; and

(2) an application in accordance with section 1842 of this title is made to such judge as soon as practicable, but not more than 7 days, after the Attorney General authorizes the installation and use of the pen register or trap and trace device, as the case may be, under this section.

(b) Determination of emergency and factual basis

A determination under this subsection is a reasonable determination by the Attorney General that—

(1) an emergency requires the installation and use of a pen register or trap and trace device to obtain foreign intelligence information not concerning a United States person or information to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution before an order authorizing the installation and use of the pen register or trap and trace device, as the case may be, can with due diligence be obtained under section 1842 of this title; and

(2) the factual basis for issuance of an order under such section 1842 of this title to approve the installation and use of the pen register or trap and trace device, as the case may be, exists.

(c) Effect of absence of order

(1) In the absence of an order applied for under subsection (a)(2) of this section approving the installation and use of a pen register or trap and trace device authorized under this section, the installation and use of the pen register or trap and trace device, as the case may be, shall terminate at the earlier of—

(A) when the information sought is obtained;
(B) when the application for the order is denied under section 1842 of this title; or

(C) 7 days after the time of the authorization by the Attorney General.

(2) In the event that an application for an order applied for under subsection (a)(2) of this section is denied, or in any other case where the installation and use of a pen register or trap and trace device under this section is terminated and no order under section 1842 of this title is issued approving the installation and use of the pen register or trap and trace device, as the case may be, no information obtained or evidence derived from the use of the pen register or trap and trace device, as the case may be, shall be received in evidence or otherwise disclosed in any trial, hearing, or other proceeding in or before any court, grand jury, department, office, agency, regulatory body, legislative committee, or other authority of the United States, a State, or political subdivision thereof, and no information concerning any United States person acquired from the use of the pen register or trap and trace device, as the case may be, shall subsequently be used or disclosed in any other manner by Federal officers or employees without the consent of such person, except with the approval of the Attorney General if the information indicates a threat of death or serious bodily harm to any person.


Amendments


2001—Subsec. (a). Pub. L. 107–56, §214(b)(1), substituted “foreign intelligence information not concerning a United States person or information to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution” for “foreign intelligence information or information concerning international terrorism” in introductory provisions.

Subsec. (b)(1). Pub. L. 107–56, §214(b)(2), substituted “foreign intelligence information not concerning a United States person or information to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution” for
“foreign intelligence information or information concerning international terrorism”.

**Effective Date of 2008 Amendment**


**50 USC § 1844. Authorization during time of war**

Notwithstanding any other provision of law, the President, through the Attorney General, may authorize the use of a pen register or trap and trace device without a court order under this subchapter to acquire foreign intelligence information for a period not to exceed 15 calendar days following a declaration of war by Congress.


**50 USC § 1845. Use of information**

**(a) In general**

(1) Information acquired from the use of a pen register or trap and trace device installed pursuant to this subchapter concerning any United States person may be used and disclosed by Federal officers and employees without the consent of the United States person only in accordance with the provisions of this section.

(2) No information acquired from a pen register or trap and trace device installed and used pursuant to this subchapter may be used or disclosed by Federal officers or employees except for lawful purposes.

**(b) Disclosure for law enforcement purposes**

No information acquired pursuant to this subchapter shall be disclosed for law enforcement purposes unless such disclosure is accompanied by a statement that such information, or any information derived therefrom, may only be used in a criminal proceeding with the advance authorization of the Attorney General.

**(c) Notification of intended disclosure by United States**

Whenever the United States intends to enter into evidence or otherwise use or disclose in any trial, hearing, or other proceeding in or before any court,
department, officer, agency, regulatory body, or other authority of the United States against an aggrieved person any information obtained or derived from the use of a pen register or trap and trace device pursuant to this subchapter, the United States shall, before the trial, hearing, or the other proceeding or at a reasonable time before an effort to so disclose or so use that information or submit it in evidence, notify the aggrieved person and the court or other authority in which the information is to be disclosed or used that the United States intends to so disclose or so use such information.

(d) Notification of intended disclosure by State or political subdivision

Whenever any State or political subdivision thereof intends to enter into evidence or otherwise use or disclose in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of the State or political subdivision thereof against an aggrieved person any information obtained or derived from the use of a pen register or trap and trace device pursuant to this subchapter, the State or political subdivision thereof shall notify the aggrieved person, the court or other authority in which the information is to be disclosed or used, and the Attorney General that the State or political subdivision thereof intends to so disclose or so use such information.

(e) Motion to suppress

(1) Any aggrieved person against whom evidence obtained or derived from the use of a pen register or trap and trace device is to be, or has been, introduced or otherwise used or disclosed in any trial, hearing, or other proceeding in or before any court, department, officer, agency, regulatory body, or other authority of the United States, or a State or political subdivision thereof, may move to suppress the evidence obtained or derived from the use of the pen register or trap and trace device, as the case may be, on the grounds that—

(A) the information was unlawfully acquired; or

(B) the use of the pen register or trap and trace device, as the case may be, was not made in conformity with an order of authorization or approval under this subchapter.

(2) A motion under paragraph (1) shall be made before the trial, hearing, or other proceeding unless there was no opportunity to make such a motion or the aggrieved person concerned was not aware of the grounds of the motion.

(f) In camera and ex parte review
(1) Whenever a court or other authority is notified pursuant to subsection (c) or (d) of this section, whenever a motion is made pursuant to subsection (e) of this section, or whenever any motion or request is made by an aggrieved person pursuant to any other statute or rule of the United States or any State before any court or other authority of the United States or any State to discover or obtain applications or orders or other materials relating to the use of a pen register or trap and trace device authorized by this subchapter or to discover, obtain, or suppress evidence or information obtained or derived from the use of a pen register or trap and trace device authorized by this subchapter, the United States district court or, where the motion is made before another authority, the United States district court in the same district as the authority shall, notwithstanding any other provision of law and if the Attorney General files an affidavit under oath that disclosure or any adversary hearing would harm the national security of the United States, review in camera and ex parte the application, order, and such other materials relating to the use of the pen register or trap and trace device, as the case may be, as may be necessary to determine whether the use of the pen register or trap and trace device, as the case may be, was lawfully authorized and conducted.

(2) In making a determination under paragraph (1), the court may disclose to the aggrieved person, under appropriate security procedures and protective orders, portions of the application, order, or other materials relating to the use of the pen register or trap and trace device, as the case may be, or may require the Attorney General to provide to the aggrieved person a summary of such materials, only where such disclosure is necessary to make an accurate determination of the legality of the use of the pen register or trap and trace device, as the case may be.

(g) Effect of determination of lawfulness

(1) If the United States district court determines pursuant to subsection (f) of this section that the use of a pen register or trap and trace device was not lawfully authorized or conducted, the court may, in accordance with the requirements of law, suppress the evidence which was unlawfully obtained or derived from the use of the pen register or trap and trace device, as the case may be, or otherwise grant the motion of the aggrieved person.

(2) If the court determines that the use of the pen register or trap and trace device, as the case may be, was lawfully authorized or conducted, it may deny the motion of the aggrieved person except to the extent that due process requires discovery or disclosure.

(h) Binding final orders

Orders granting motions or requests under subsection (g) of this section, decisions under this section that the use of a pen register or trap and trace device was not lawfully authorized or conducted, and orders of the United States district court...
court requiring review or granting disclosure of applications, orders, or other materials relating to the installation and use of a pen register or trap and trace device shall be final orders and binding upon all courts of the United States and the several States except a United States Court of Appeals or the Supreme Court.


50 USC § 1846. Congressional oversight

(a) On a semiannual basis, the Attorney General shall fully inform the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate, and the Committee on the Judiciary of the House of Representatives and the Committee on the Judiciary of the Senate, concerning all uses of pen registers and trap and trace devices pursuant to this subchapter.

(b) On a semiannual basis, the Attorney General shall also provide to the committees referred to in subsection (a) of this section and to the Committees on the Judiciary of the House of Representatives and the Senate a report setting forth with respect to the preceding 6-month period—

(1) the total number of applications made for orders approving the use of pen registers or trap and trace devices under this subchapter;

(2) the total number of such orders either granted, modified, or denied; and

(3) the total number of pen registers and trap and trace devices whose installation and use was authorized by the Attorney General on an emergency basis under section 1843 of this title, and the total number of subsequent orders approving or denying the installation and use of such pen registers and trap and trace devices.


Amendments

2006—Subsec. (a). Pub. L. 109–177, §128(b), inserted “, and the Committee on the Judiciary of the House of Representatives and the Committee on the Judiciary of the Senate,” after “Select Committee on Intelligence of the Senate”.

SUBCHAPTER IV—ACCESS TO CERTAIN BUSINESS RECORDS FOR FOREIGN INTELLIGENCE PURPOSES

50 USC § 1861. Access to certain business records for foreign intelligence and international terrorism investigations

(a) Application for order; conduct of investigation generally

(1) Subject to paragraph (3), the Director of the Federal Bureau of Investigation or a designee of the Director (whose rank shall be no lower than Assistant Special Agent in Charge) may make an application for an order requiring the production of any tangible things (including books, records, papers, documents, and other items) for an investigation to obtain foreign intelligence information not concerning a United States person or to protect against international terrorism or clandestine intelligence activities, provided that such investigation of a United States person is not conducted solely upon the basis of activities protected by the first amendment to the Constitution.

(2) An investigation conducted under this section shall—

(A) be conducted under guidelines approved by the Attorney General under Executive Order 12333 (or a successor order); and

(B) not be conducted of a United States person solely upon the basis of activities protected by the first amendment to the Constitution of the United States.

(3) In the case of an application for an order requiring the production of library circulation records, library patron lists, book sales records, book customer lists, firearms sales records, tax return records, educational records, or medical records containing information that would identify a person, the Director of the Federal Bureau of Investigation may delegate the authority to make such application to either the Deputy Director of the Federal Bureau of Investigation or the Executive Assistant Director for National Security (or any successor position). The Deputy Director or the Executive Assistant Director may not further delegate such authority.

(b) Recipient and contents of application

Each application under this section—

(1) shall be made to—
(A) a judge of the court established by section 1803(a) of this title; or

(B) a United States Magistrate Judge under chapter 43 of title 28, who is publicly designated by the Chief Justice of the United States to have the power to hear applications and grant orders for the production of tangible things under this section on behalf of a judge of that court; and

(2) shall include—

(A) a statement of facts showing that there are reasonable grounds to believe that the tangible things sought are relevant to an authorized investigation (other than a threat assessment) conducted in accordance with subsection (a)(2) to obtain foreign intelligence information not concerning a United States person or to protect against international terrorism or clandestine intelligence activities, such things being presumptively relevant to an authorized investigation if the applicant shows in the statement of the facts that they pertain to—

(i) a foreign power or an agent of a foreign power;

(ii) the activities of a suspected agent of a foreign power who is the subject of such authorized investigation; or

(iii) an individual in contact with, or known to, a suspected agent of a foreign power who is the subject of such authorized investigation; and

(B) an enumeration of the minimization procedures adopted by the Attorney General under subsection (g) that are applicable to the retention and dissemination by the Federal Bureau of Investigation of any tangible things to be made available to the Federal Bureau of Investigation based on the order requested in such application.

(c) Ex parte judicial order of approval

(1) Upon an application made pursuant to this section, if the judge finds that the application meets the requirements of subsections (a) and (b), the judge shall enter an ex parte order as requested, or as modified, approving the release of tangible things. Such order shall direct that minimization procedures adopted pursuant to subsection (g) be followed.

(2) An order under this subsection—
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(A) shall describe the tangible things that are ordered to be produced with sufficient particularity to permit them to be fairly identified;

(B) shall include the date on which the tangible things must be provided, which shall allow a reasonable period of time within which the tangible things can be assembled and made available;

(C) shall provide clear and conspicuous notice of the principles and procedures described in subsection (d);

(D) may only require the production of a tangible thing if such thing can be obtained with a subpoena duces tecum issued by a court of the United States in aid of a grand jury investigation or with any other order issued by a court of the United States directing the production of records or tangible things; and

(E) shall not disclose that such order is issued for purposes of an investigation described in subsection (a).

(d) Nondisclosure

(1) No person shall disclose to any other person that the Federal Bureau of Investigation has sought or obtained tangible things pursuant to an order under this section, other than to—

(A) those persons to whom disclosure is necessary to comply with such order;

(B) an attorney to obtain legal advice or assistance with respect to the production of things in response to the order; or

(C) other persons as permitted by the Director of the Federal Bureau of Investigation or the designee of the Director.

(2)(A) A person to whom disclosure is made pursuant to paragraph (1) shall be subject to the nondisclosure requirements applicable to a person to whom an order is directed under this section in the same manner as such person.

(B) Any person who discloses to a person described in subparagraph (A), (B), or (C) of paragraph (1) that the Federal Bureau of Investigation has sought or obtained tangible things pursuant to an order under this section shall notify such person of the nondisclosure requirements of this subsection.

(C) At the request of the Director of the Federal Bureau of Investigation or the designee of the Director, any person making or intending to make a disclosure
under subparagraph (A) or (C) of paragraph (1) shall identify to the Director or such designee the person to whom such disclosure will be made or to whom such disclosure was made prior to the request.

(e) Liability for good faith disclosure; waiver

A person who, in good faith, produces tangible things under an order pursuant to this section shall not be liable to any other person for such production. Such production shall not be deemed to constitute a waiver of any privilege in any other proceeding or context.

(f) Judicial review of FISA orders

(1) In this subsection—

(A) the term “production order” means an order to produce any tangible thing under this section; and

(B) the term “nondisclosure order” means an order imposed under subsection (d).

(2)(A)(i) A person receiving a production order may challenge the legality of that order by filing a petition with the pool established by section 1803(e)(1) of this title. Not less than 1 year after the date of the issuance of the production order, the recipient of a production order may challenge the nondisclosure order imposed in connection with such production order by filing a petition to modify or set aside such nondisclosure order, consistent with the requirements of subparagraph (C), with the pool established by section 1803(e)(1) of this title.

(ii) The presiding judge shall immediately assign a petition under clause (i) to 1 of the judges serving in the pool established by section 1803(e)(1) of this title. Not later than 72 hours after the assignment of such petition, the assigned judge shall conduct an initial review of the petition. If the assigned judge determines that the petition is frivolous, the assigned judge shall immediately deny the petition and affirm the production order or nondisclosure order. If the assigned judge determines the petition is not frivolous, the assigned judge shall promptly consider the petition in accordance with the procedures established under section 1803(e)(2) of this title.

(iii) The assigned judge shall promptly provide a written statement for the record of the reasons for any determination under this subsection. Upon the request of the Government, any order setting aside a nondisclosure order shall be stayed pending review pursuant to paragraph (3).
(B) A judge considering a petition to modify or set aside a production order may grant such petition only if the judge finds that such order does not meet the requirements of this section or is otherwise unlawful. If the judge does not modify or set aside the production order, the judge shall immediately affirm such order, and order the recipient to comply therewith.

(C)(i) A judge considering a petition to modify or set aside a nondisclosure order may grant such petition only if the judge finds that there is no reason to believe that disclosure may endanger the national security of the United States, interfere with a criminal, counterterrorism, or counterintelligence investigation, interfere with diplomatic relations, or endanger the life or physical safety of any person.

(ii) If, upon filing of such a petition, the Attorney General, Deputy Attorney General, an Assistant Attorney General, or the Director of the Federal Bureau of Investigation certifies that disclosure may endanger the national security of the United States or interfere with diplomatic relations, such certification shall be treated as conclusive, unless the judge finds that the certification was made in bad faith.

(iii) If the judge denies a petition to modify or set aside a nondisclosure order, the recipient of such order shall be precluded for a period of 1 year from filing another such petition with respect to such nondisclosure order.

(D) Any production or nondisclosure order not explicitly modified or set aside consistent with this subsection shall remain in full effect.

(3) A petition for review of a decision under paragraph (2) to affirm, modify, or set aside an order by the Government or any person receiving such order shall be made to the court of review established under section 1803(b) of this title, which shall have jurisdiction to consider such petitions. The court of review shall provide for the record a written statement of the reasons for its decision and, on petition by the Government or any person receiving such order for writ of certiorari, the record shall be transmitted under seal to the Supreme Court of the United States, which shall have jurisdiction to review such decision.

(4) Judicial proceedings under this subsection shall be concluded as expeditiously as possible. The record of proceedings, including petitions filed, orders granted, and statements of reasons for decision, shall be maintained under security measures established by the Chief Justice of the United States, in consultation with the Attorney General and the Director of National Intelligence.

(5) All petitions under this subsection shall be filed under seal. In any proceedings under this subsection, the court shall, upon request of the Government, review ex parte and in camera any Government submission, or portions thereof, which may include classified information.
(g) Minimization procedures

(1) In general

Not later than 180 days after March 9, 2006, the Attorney General shall adopt specific minimization procedures governing the retention and dissemination by the Federal Bureau of Investigation of any tangible things, or information therein, received by the Federal Bureau of Investigation in response to an order under this subchapter.

(2) Defined

In this section, the term “minimization procedures” means—

(A) specific procedures that are reasonably designed in light of the purpose and technique of an order for the production of tangible things, to minimize the retention, and prohibit the dissemination, of nonpublicly available information concerning unconsenting United States persons consistent with the need of the United States to obtain, produce, and disseminate foreign intelligence information;

(B) procedures that require that nonpublicly available information, which is not foreign intelligence information, as defined in section 1801(e)(1) of this title, shall not be disseminated in a manner that identifies any United States person, without such person’s consent, unless such person’s identity is necessary to understand foreign intelligence information or assess its importance; and

(C) notwithstanding subparagraphs (A) and (B), procedures that allow for the retention and dissemination of information that is evidence of a crime which has been, is being, or is about to be committed and that is to be retained or disseminated for law enforcement purposes.

(h) Use of information

Information acquired from tangible things received by the Federal Bureau of Investigation in response to an order under this subchapter concerning any United States person may be used and disclosed by Federal officers and employees without the consent of the United States person only in accordance with the minimization procedures adopted pursuant to subsection (g). No otherwise privileged information acquired from tangible things received by the Federal Bureau of Investigation in accordance with the provisions of this subchapter shall lose its privileged character. No information acquired from tangible things received by the Federal Bureau of Investigation in response to an order under this subchapter may be used or disclosed by Federal officers or employees except for lawful purposes.

Amendment of Section


§1861. Definitions

As used in this subchapter:

(1) The terms “foreign power”, “agent of a foreign power”, “foreign intelligence information”, “international terrorism”, and “Attorney General” shall have the same meanings as in section 1801 of this title.

(2) The term “common carrier” means any person or entity transporting people or property by land, rail, water, or air for compensation.

(3) The term “physical storage facility” means any business or entity that provides space for the storage of goods or materials, or services related to the storage of goods or materials, to the public or any segment thereof.

(4) The term “public accommodation facility” means any inn, hotel, motel, or other establishment that provides lodging to transient guests.

(5) The term “vehicle rental facility” means any person or entity that provides vehicles for rent, lease, loan, or other similar use to the public or any segment thereof.


References in Text

Executive Order No. 12333, referred to in subsec. (a)(2)(A), is set out as a note under section 401 of this title.
Prior Provisions


Amendments


Subsec. (a)(1). Pub. L. 109–177, §106(a)(1), substituted “Subject to paragraph (3), the Director” for “The Director”.


Subsec. (b)(2). Pub. L. 109–177, §106(b), amended par. (2) generally. Prior to amendment, par. (2) read as follows: “shall specify that the records concerned are sought for an authorized investigation conducted in accordance with subsection (a)(2) of this section to obtain foreign intelligence information not concerning a United States person or to protect against international terrorism or clandestine intelligence activities.”

Subsec. (c). Pub. L. 109–177, §106(c), (d), amended subsec. (c) generally. Prior to amendment, text read as follows:

“(1) Upon an application made pursuant to this section, the judge shall enter an ex parte order as requested, or as modified, approving the release of records if the judge finds that the application meets the requirements of this section.
“(2) An order under this subsection shall not disclose that it is issued for purposes of an investigation described in subsection (a) of this section.”

Subsec. (d). Pub. L. 109–177, §106(e), amended subsec. (d) generally. Prior to amendment, text read as follows: “No person shall disclose to any other person (other than those persons necessary to produce the tangible things under this section) that the Federal Bureau of Investigation has sought or obtained tangible things under this section.”

Subsec. (d)(2)(C). Pub. L. 109–178, §4(a), amended subpar. (C) generally. Prior to amendment, subpar. (C) read as follows: “At the request of the Director of the Federal Bureau of Investigation or the designee of the Director, any person making or intending to make a disclosure under this section shall identify to the Director or such designee the person to whom such disclosure will be made or to whom such disclosure was made prior to the request, but in no circumstance shall a person be required to inform the Director or such designee that the person intends to consult an attorney to obtain legal advice or legal assistance.”


Subsecs. (g), (h). Pub. L. 109–177, §106(g), added subsecs. (g) and (h).

2001—Subsec. (a)(1). Pub. L. 107–108 inserted “to obtain foreign intelligence information not concerning a United States person or” after “an investigation”.

Effective Date of 2006 Amendment

Amendment by section 102(b)(1) of Pub. L. 109–177 effective June 1, 2015, except that former provisions to continue in effect with respect to any particular foreign intelligence investigation that began before June 1, 2015, or with respect to any particular offense or potential offense that began or occurred before June 1, 2015, see section 102(b) of Pub. L. 109–177, set out as a note under section 1805 of this title.

50 USC § 1862. Congressional oversight

(a) On an annual basis, the Attorney General shall fully inform the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence and the Committee on the Judiciary of the Senate concerning all requests for the production of tangible things under section 1861 of this title.
(b) In April of each year, the Attorney General shall submit to the House and Senate Committees on the Judiciary and the House Permanent Select Committee on Intelligence and the Senate Select Committee on Intelligence a report setting forth with respect to the preceding calendar year—

(1) the total number of applications made for orders approving requests for the production of tangible things under section 1861 of this title;

(2) the total number of such orders either granted, modified, or denied; and

(3) the number of such orders either granted, modified, or denied for the production of each of the following:

(A) Library circulation records, library patron lists, book sales records, or book customer lists.

(B) Firearms sales records.

(C) Tax return records.

(D) Educational records.

(E) Medical records containing information that would identify a person.

(c)(1) In April of each year, the Attorney General shall submit to Congress a report setting forth with respect to the preceding year—

(A) the total number of applications made for orders approving requests for the production of tangible things under section 1861 of this title; and

(B) the total number of such orders either granted, modified, or denied.

(2) Each report under this subsection shall be submitted in unclassified form.

Amendment of Section


§1862. Access to certain business records for foreign intelligence and international terrorism investigations

(a) Application for authorization

The Director of the Federal Bureau of Investigation or a designee of the Director (whose rank shall be no lower than Assistant Special Agent in Charge) may make an application for an order authorizing a common carrier, public accommodation facility, physical storage facility, or vehicle rental facility to release records in its possession for an investigation to gather foreign intelligence information or an investigation concerning international terrorism which investigation is being conducted by the Federal Bureau of Investigation under such guidelines as the Attorney General approves pursuant to Executive Order No. 12333, or a successor order.

(b) Recipient and contents of application

Each application under this section—

(1) shall be made to—

(A) a judge of the court established by section 1803(a) of this title; or

(B) a United States Magistrate Judge under chapter 43 of title 28 who is publicly designated by the Chief Justice of the United States to have the power to hear applications and grant orders for the release of records under this section on behalf of a judge of that court; and

(2) shall specify that—

(A) the records concerned are sought for an investigation described in subsection (a); and

________________________________________________________________________
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(B) there are specific and articulable facts giving reason to believe that the person to whom the records pertain is a foreign power or an agent of a foreign power.

(c) **Ex parte judicial order of approval**

(1) Upon application made pursuant to this section, the judge shall enter an ex parte order as requested, or as modified, approving the release of records if the judge finds that the application satisfies the requirements of this section.

(2) An order under this subsection shall not disclose that it is issued for purposes of an investigation described in subsection (a) of this section.

(d) **Compliance; nondisclosure**

(1) Any common carrier, public accommodation facility, physical storage facility, or vehicle rental facility shall comply with an order under subsection (c).

(2) No common carrier, public accommodation facility, physical storage facility, or vehicle rental facility, or officer, employee, or agent thereof, shall disclose to any person (other than those officers, agents, or employees of such common carrier, public accommodation facility, physical storage facility, or vehicle rental facility necessary to fulfill the requirement to disclose information to the Federal Bureau of Investigation under this section) that the Federal Bureau of Investigation has sought or obtained records pursuant to an order under this section.


**Prior Provisions**


**Amendments**


Subsec. (a). Pub. L. 111–259 substituted “an annual” for “a annual”.


Subsec. (a). Pub. L. 109–177, §106(h)(1), substituted “annual basis” for “semiannual basis” and inserted “and the Committee on the Judiciary” after “and the Select Committee on Intelligence”.

Subsec. (b). Pub. L. 109–177, §106(h)(2)(A), in introductory provisions, substituted “In April of each year, the Attorney General shall submit to the House and Senate Committees on the Judiciary and the House Permanent Select Committee on Intelligence and the Senate Select Committee on Intelligence a report setting forth with respect to the preceding calendar year” for “On a semiannual basis, the Attorney General shall provide to the Committees on the Judiciary of the House of Representatives and the Senate a report setting forth with respect to the preceding 6-month period”.


Effective Date of 2006 Amendment

Amendment by section 102(b)(1) of Pub. L. 109–177 effective June 1, 2015, except that former provisions to continue in effect with respect to any particular foreign intelligence investigation that began before June 1, 2015, or with respect to any particular offense or potential offense that began or occurred before June 1, 2015, see section 102(b) of Pub. L. 109–177, set out as a note under section 1805 of this title.

SUBCHAPTER V—REPORTING REQUIREMENT

50 USC § 1871. Semiannual report of the Attorney General

(a) Report

On a semiannual basis, the Attorney General shall submit to the Permanent Select Committee on Intelligence of the House of Representatives, the Select Committee on Intelligence of the Senate, and the Committees on the Judiciary of the House of Representatives and the Senate, in a manner consistent with the protection of the national security, a report setting forth with respect to the preceding 6-month period—

(1) the aggregate number of persons targeted for orders issued under this chapter, including a breakdown of those targeted for—

(A) electronic surveillance under section 1805 of this title;

(B) physical searches under section 1824 of this title;

(C) pen registers under section 1842 of this title;

(D) access to records under section 1861 of this title;

(E) acquisitions under section 1881b of this title; and

(F) acquisitions under section 1881c of this title;

(2) the number of individuals covered by an order issued pursuant to section 1801(b)(1)(C) of this title;

(3) the number of times that the Attorney General has authorized that information obtained under this chapter may be used in a criminal proceeding or any information derived therefrom may be used in a criminal proceeding;

(4) a summary of significant legal interpretations of this chapter involving matters before the Foreign Intelligence Surveillance Court or the Foreign Intelligence Surveillance Court of Review, including interpretations presented in applications or pleadings filed with the Foreign Intelligence Surveillance Court or the Foreign Intelligence Surveillance Court of Review by the Department of Justice; and
(5) copies of all decisions, orders, or opinions of the Foreign Intelligence Surveillance Court or Foreign Intelligence Surveillance Court of Review that include significant construction or interpretation of the provisions of this chapter.

(b) Frequency

The first report under this section shall be submitted not later than 6 months after December 17, 2004. Subsequent reports under this section shall be submitted semi-annually thereafter.

(c) Submissions to Congress

The Attorney General shall submit to the committees of Congress referred to in subsection (a)—

(1) a copy of any decision, order, or opinion issued by the Foreign Intelligence Surveillance Court or the Foreign Intelligence Surveillance Court of Review that includes significant construction or interpretation of any provision of this chapter, and any pleadings, applications, or memoranda of law associated with such decision, order, or opinion, not later than 45 days after such decision, order, or opinion is issued; and

(2) a copy of each such decision, order, or opinion, and any pleadings, applications, or memoranda of law associated with such decision, order, or opinion, that was issued during the 5-year period ending on July 10, 2008, and not previously submitted in a report under subsection (a).

(d) Protection of national security

The Attorney General, in consultation with the Director of National Intelligence, may authorize redactions of materials described in subsection (c) that are provided to the committees of Congress referred to in subsection (a), if such redactions are necessary to protect the national security of the United States and are limited to sensitive sources and methods information or the identities of targets.

(e) Definitions

In this section:

(1) Foreign Intelligence Surveillance Court

The term “Foreign Intelligence Surveillance Court” means the court established under section 1803(a) of this title.
(2) Foreign Intelligence Surveillance Court of Review

The term “Foreign Intelligence Surveillance Court of Review” means the court established under section 1803(b) of this title.


Amendment of Subsection (a)(1)


References in Text

This chapter, referred to in subsecs. (a) and (c)(1), was in the original “this Act”, meaning Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Prior Provisions

A prior section 601 of Pub. L. 95–511 was renumbered section 701 and was set out as a note under section 1801 of this title, prior to repeal by Pub. L. 110–261.

Amendments


Subsec. (a)(5). Pub. L. 110–261, §103(a), substituted “, orders,” for “(not including orders)”.

Subsecs. (c), (d). Pub. L. 110–261, §103(b), added subsecs. (c) and (d).


Effective Date of 2008 Amendment
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SUBCHAPTER VI—ADDITIONAL PROCEDURES REGARDING CERTAIN PERSONS OUTSIDE THE UNITED STATES

50 USC § 1881. Definitions

(a) In general

The terms “agent of a foreign power”, “Attorney General”, “contents”, “electronic surveillance”, “foreign intelligence information”, “foreign power”, “person”, “United States”, and “United States person” have the meanings given such terms in section 1801 of this title, except as specifically provided in this subchapter.

(b) Additional definitions

(1) Congressional intelligence committees

The term “congressional intelligence committees” means—

(A) the Select Committee on Intelligence of the Senate; and

(B) the Permanent Select Committee on Intelligence of the House of Representatives.

(2) Foreign Intelligence Surveillance Court; Court

The terms “Foreign Intelligence Surveillance Court” and “Court” mean the court established under section 1803(a) of this title.

(3) Foreign Intelligence Surveillance Court of Review; Court of Review

The terms “Foreign Intelligence Surveillance Court of Review” and “Court of Review” mean the court established under section 1803(b) of this title.

(4) Electronic communication service provider

The term “electronic communication service provider” means—

(A) a telecommunications carrier, as that term is defined in section 153 of title 47;

(B) a provider of electronic communication service, as that term is defined in section 2510 of title 18;
(C) a provider of a remote computing service, as that term is defined in section 2711 of title 18;

(D) any other communication service provider who has access to wire or electronic communications either as such communications are transmitted or as such communications are stored; or

(E) an officer, employee, or agent of an entity described in subparagraph (A), (B), (C), or (D).

(5) **Intelligence community**

The term “intelligence community” has the meaning given the term in section 401a(4) of this title.


**Repeal of Section**


**Prior Provisions**

A prior section 701 of Pub. L. 95–511 was set out as a note under section 1801 of this title, prior to repeal by Pub. L. 110–261.

**Effective Date of Repeal**


**50 USC § 1881a. Procedures for targeting certain persons outside the United States other than United States persons**

(a) **Authorization**

Notwithstanding any other provision of law, upon the issuance of an order in accordance with subsection (i)(3) or a determination under subsection (c)(2), the Attorney General and the Director of National Intelligence may authorize jointly,
for a period of up to 1 year from the effective date of the authorization, the targeting of persons reasonably believed to be located outside the United States to acquire foreign intelligence information.

(b) Limitations

An acquisition authorized under subsection (a)—

(1) may not intentionally target any person known at the time of acquisition to be located in the United States;

(2) may not intentionally target a person reasonably believed to be located outside the United States if the purpose of such acquisition is to target a particular, known person reasonably believed to be in the United States;

(3) may not intentionally target a United States person reasonably believed to be located outside the United States;

(4) may not intentionally acquire any communication as to which the sender and all intended recipients are known at the time of the acquisition to be located in the United States; and

(5) shall be conducted in a manner consistent with the fourth amendment to the Constitution of the United States.

(c) Conduct of acquisition

(1) In general

An acquisition authorized under subsection (a) shall be conducted only in accordance with—

(A) the targeting and minimization procedures adopted in accordance with subsections (d) and (e); and

(B) upon submission of a certification in accordance with subsection (g), such certification.

(2) Determination

A determination under this paragraph and for purposes of subsection (a) is a determination by the Attorney General and the Director of National Intelligence that exigent circumstances exist because, without immediate implementation of an authorization under subsection (a), intelligence important to the national security of the United States may be lost or not timely acquired and time does not
permit the issuance of an order pursuant to subsection (i)(3) prior to the implementation of such authorization.

(3) Timing of determination

The Attorney General and the Director of National Intelligence may make the determination under paragraph (2)—

(A) before the submission of a certification in accordance with subsection (g); or

(B) by amending a certification pursuant to subsection (i)(1)(C) at any time during which judicial review under subsection (i) of such certification is pending.

(4) Construction

Nothing in subchapter I shall be construed to require an application for a court order under such subchapter for an acquisition that is targeted in accordance with this section at a person reasonably believed to be located outside the United States.

(d) Targeting procedures

(1) Requirement to adopt

The Attorney General, in consultation with the Director of National Intelligence, shall adopt targeting procedures that are reasonably designed to—

(A) ensure that any acquisition authorized under subsection (a) is limited to targeting persons reasonably believed to be located outside the United States; and

(B) prevent the intentional acquisition of any communication as to which the sender and all intended recipients are known at the time of the acquisition to be located in the United States.

(2) Judicial review

The procedures adopted in accordance with paragraph (1) shall be subject to judicial review pursuant to subsection (i).

(e) Minimization procedures

(1) Requirement to adopt
The Attorney General, in consultation with the Director of National Intelligence, shall adopt minimization procedures that meet the definition of minimization procedures under section 1801(h) of this title or section 1821(4) of this title, as appropriate, for acquisitions authorized under subsection (a).

(2) Judicial review

The minimization procedures adopted in accordance with paragraph (1) shall be subject to judicial review pursuant to subsection (i).

(f) Guidelines for compliance with limitations

(1) Requirement to adopt

The Attorney General, in consultation with the Director of National Intelligence, shall adopt guidelines to ensure—

(A) compliance with the limitations in subsection (b); and

(B) that an application for a court order is filed as required by this chapter.

(2) Submission of guidelines

The Attorney General shall provide the guidelines adopted in accordance with paragraph (1) to—

(A) the congressional intelligence committees;

(B) the Committees on the Judiciary of the Senate and the House of Representatives; and

(C) the Foreign Intelligence Surveillance Court.

(g) Certification

(1) In general

(A) Requirement

Subject to subparagraph (B), prior to the implementation of an authorization under subsection (a), the Attorney General and the Director of National Intelligence shall provide to the Foreign Intelligence Surveillance Court a written certification and any supporting affidavit, under oath and under seal, in accordance with this subsection.
(B) Exception

If the Attorney General and the Director of National Intelligence make a determination under subsection (c)(2) and time does not permit the submission of a certification under this subsection prior to the implementation of an authorization under subsection (a), the Attorney General and the Director of National Intelligence shall submit to the Court a certification for such authorization as soon as practicable but in no event later than 7 days after such determination is made.

(2) Requirements

A certification made under this subsection shall—

(A) attest that—

(i) there are procedures in place that have been approved, have been submitted for approval, or will be submitted with the certification for approval by the Foreign Intelligence Surveillance Court that are reasonably designed to—

(I) ensure that an acquisition authorized under subsection (a) is limited to targeting persons reasonably believed to be located outside the United States; and

(II) prevent the intentional acquisition of any communication as to which the sender and all intended recipients are known at the time of the acquisition to be located in the United States;

(ii) the minimization procedures to be used with respect to such acquisition—

(I) meet the definition of minimization procedures under section 1801(h) or 1821(4) of this title, as appropriate; and

(II) have been approved, have been submitted for approval, or will be submitted with the certification for approval by the Foreign Intelligence Surveillance Court;

(iii) guidelines have been adopted in accordance with subsection (f) to ensure compliance with the limitations in subsection (b) and to ensure that an application for a court order is filed as required by this chapter;
(iv) the procedures and guidelines referred to in clauses (i), (ii), and (iii) are consistent with the requirements of the fourth amendment to the Constitution of the United States;

(v) a significant purpose of the acquisition is to obtain foreign intelligence information;

(vi) the acquisition involves obtaining foreign intelligence information from or with the assistance of an electronic communication service provider; and

(vii) the acquisition complies with the limitations in subsection (b);

(B) include the procedures adopted in accordance with subsections (d) and (e);

(C) be supported, as appropriate, by the affidavit of any appropriate official in the area of national security who is—

(i) appointed by the President, by and with the advice and consent of the Senate; or

(ii) the head of an element of the intelligence community;

(D) include—

(i) an effective date for the authorization that is at least 30 days after the submission of the written certification to the court; or

(ii) if the acquisition has begun or the effective date is less than 30 days after the submission of the written certification to the court, the date the acquisition began or the effective date for the acquisition; and

(E) if the Attorney General and the Director of National Intelligence make a determination under subsection (c)(2), include a statement that such determination has been made.

(3) Change in effective date

The Attorney General and the Director of National Intelligence may advance or delay the effective date referred to in paragraph (2)(D) by submitting an
amended certification in accordance with subsection (i)(1)(C) to the Foreign Intelligence Surveillance Court for review pursuant to subsection (i).

(4) Limitation

A certification made under this subsection is not required to identify the specific facilities, places, premises, or property at which an acquisition authorized under subsection (a) will be directed or conducted.

(5) Maintenance of certification

The Attorney General or a designee of the Attorney General shall maintain a copy of a certification made under this subsection.

(6) Review

A certification submitted in accordance with this subsection shall be subject to judicial review pursuant to subsection (i).

(h) Directives and judicial review of directives

(1) Authority

With respect to an acquisition authorized under subsection (a), the Attorney General and the Director of National Intelligence may direct, in writing, an electronic communication service provider to—

(A) immediately provide the Government with all information, facilities, or assistance necessary to accomplish the acquisition in a manner that will protect the secrecy of the acquisition and produce a minimum of interference with the services that such electronic communication service provider is providing to the target of the acquisition; and

(B) maintain under security procedures approved by the Attorney General and the Director of National Intelligence any records concerning the acquisition or the aid furnished that such electronic communication service provider wishes to maintain.

(2) Compensation

The Government shall compensate, at the prevailing rate, an electronic communication service provider for providing information, facilities, or assistance in accordance with a directive issued pursuant to paragraph (1).

(3) Release from liability
No cause of action shall lie in any court against any electronic communication service provider for providing any information, facilities, or assistance in accordance with a directive issued pursuant to paragraph (1).

(4) Challenging of directives

(A) Authority to challenge

An electronic communication service provider receiving a directive issued pursuant to paragraph (1) may file a petition to modify or set aside such directive with the Foreign Intelligence Surveillance Court, which shall have jurisdiction to review such petition.

(B) Assignment

The presiding judge of the Court shall assign a petition filed under subparagraph (A) to 1 of the judges serving in the pool established under section 1803(e)(1) of this title not later than 24 hours after the filing of such petition.

(C) Standards for review

A judge considering a petition filed under subparagraph (A) may grant such petition only if the judge finds that the directive does not meet the requirements of this section, or is otherwise unlawful.

(D) Procedures for initial review

A judge shall conduct an initial review of a petition filed under subparagraph (A) not later than 5 days after being assigned such petition. If the judge determines that such petition does not consist of claims, defenses, or other legal contentions that are warranted by existing law or by a nonfrivolous argument for extending, modifying, or reversing existing law or for establishing new law, the judge shall immediately deny such petition and affirm the directive or any part of the directive that is the subject of such petition and order the recipient to comply with the directive or any part of it. Upon making a determination under this subparagraph or promptly thereafter, the judge shall provide a written statement for the record of the reasons for such determination.

(E) Procedures for plenary review

If a judge determines that a petition filed under subparagraph (A) requires plenary review, the judge shall affirm, modify, or set aside the directive that is the subject of such petition not later than 30 days after being assigned such petition. If the judge does not set aside the directive, the judge shall immediately affirm or affirm with modifications the directive, and order the recipient to comply with
the directive in its entirety or as modified. The judge shall provide a written statement for the record of the reasons for a determination under this subparagraph.

(F) Continued effect

Any directive not explicitly modified or set aside under this paragraph shall remain in full effect.

(G) Contempt of Court

Failure to obey an order issued under this paragraph may be punished by the Court as contempt of court.

(5) Enforcement of directives

(A) Order to compel

If an electronic communication service provider fails to comply with a directive issued pursuant to paragraph (1), the Attorney General may file a petition for an order to compel the electronic communication service provider to comply with the directive with the Foreign Intelligence Surveillance Court, which shall have jurisdiction to review such petition.

(B) Assignment

The presiding judge of the Court shall assign a petition filed under subparagraph (A) to 1 of the judges serving in the pool established under section 1803(e)(1) of this title not later than 24 hours after the filing of such petition.

(C) Procedures for review

A judge considering a petition filed under subparagraph (A) shall, not later than 30 days after being assigned such petition, issue an order requiring the electronic communication service provider to comply with the directive or any part of it, as issued or as modified, if the judge finds that the directive meets the requirements of this section and is otherwise lawful. The judge shall provide a written statement for the record of the reasons for a determination under this paragraph.

(D) Contempt of Court

Failure to obey an order issued under this paragraph may be punished by the Court as contempt of court.

(E) Process
Any process under this paragraph may be served in any judicial district in which the electronic communication service provider may be found.

(6) Appeal

(A) Appeal to the Court of Review

The Government or an electronic communication service provider receiving a directive issued pursuant to paragraph (1) may file a petition with the Foreign Intelligence Surveillance Court of Review for review of a decision issued pursuant to paragraph (4) or (5). The Court of Review shall have jurisdiction to consider such petition and shall provide a written statement for the record of the reasons for a decision under this subparagraph.

(B) Certiorari to the Supreme Court

The Government or an electronic communication service provider receiving a directive issued pursuant to paragraph (1) may file a petition for a writ of certiorari for review of a decision of the Court of Review issued under subparagraph (A). The record for such review shall be transmitted under seal to the Supreme Court of the United States, which shall have jurisdiction to review such decision.

(i) Judicial review of certifications and procedures

(1) In general

(A) Review by the Foreign Intelligence Surveillance Court

The Foreign Intelligence Surveillance Court shall have jurisdiction to review a certification submitted in accordance with subsection (g) and the targeting and minimization procedures adopted in accordance with subsections (d) and (e), and amendments to such certification or such procedures.

(B) Time period for review

The Court shall review a certification submitted in accordance with subsection (g) and the targeting and minimization procedures adopted in accordance with subsections (d) and (e) and shall complete such review and issue an order under paragraph (3) not later than 30 days after the date on which such certification and such procedures are submitted.

(C) Amendments
The Attorney General and the Director of National Intelligence may amend a certification submitted in accordance with subsection (g) or the targeting and minimization procedures adopted in accordance with subsections (d) and (e) as necessary at any time, including if the Court is conducting or has completed review of such certification or such procedures, and shall submit the amended certification or amended procedures to the Court not later than 7 days after amending such certification or such procedures. The Court shall review any amendment under this subparagraph under the procedures set forth in this subsection. The Attorney General and the Director of National Intelligence may authorize the use of an amended certification or amended procedures pending the Court's review of such amended certification or amended procedures.

(2) Review

The Court shall review the following:

(A) Certification

A certification submitted in accordance with subsection (g) to determine whether the certification contains all the required elements.

(B) Targeting procedures

The targeting procedures adopted in accordance with subsection (d) to assess whether the procedures are reasonably designed to—

(i) ensure that an acquisition authorized under subsection (a) is limited to targeting persons reasonably believed to be located outside the United States; and

(ii) prevent the intentional acquisition of any communication as to which the sender and all intended recipients are known at the time of the acquisition to be located in the United States.

(C) Minimization procedures

The minimization procedures adopted in accordance with subsection (e) to assess whether such procedures meet the definition of minimization procedures under section 1801(h) of this title or section 1821(4) of this title, as appropriate.

(3) Orders

(A) Approval
If the Court finds that a certification submitted in accordance with subsection (g) contains all the required elements and that the targeting and minimization procedures adopted in accordance with subsections (d) and (e) are consistent with the requirements of those subsections and with the fourth amendment to the Constitution of the United States, the Court shall enter an order approving the certification and the use, or continued use in the case of an acquisition authorized pursuant to a determination under subsection (c)(2), of the procedures for the acquisition.

(B) Correction of deficiencies

If the Court finds that a certification submitted in accordance with subsection (g) does not contain all the required elements, or that the procedures adopted in accordance with subsections (d) and (e) are not consistent with the requirements of those subsections or the fourth amendment to the Constitution of the United States, the Court shall issue an order directing the Government to, at the Government's election and to the extent required by the Court's order—

(i) correct any deficiency identified by the Court's order not later than 30 days after the date on which the Court issues the order; or

(ii) cease, or not begin, the implementation of the authorization for which such certification was submitted.

(C) Requirement for written statement

In support of an order under this subsection, the Court shall provide, simultaneously with the order, for the record a written statement of the reasons for the order.

(4) Appeal

(A) Appeal to the Court of Review

The Government may file a petition with the Foreign Intelligence Surveillance Court of Review for review of an order under this subsection. The Court of Review shall have jurisdiction to consider such petition. For any decision under this subparagraph affirming, reversing, or modifying an order of the Foreign Intelligence Surveillance Court, the Court of Review shall provide for the record a written statement of the reasons for the decision.

(B) Continuation of acquisition pending rehearing or appeal

Any acquisition affected by an order under paragraph (3)(B) may continue—
(i) during the pendency of any rehearing of the order by the Court en banc; and

(ii) if the Government files a petition for review of an order under this section, until the Court of Review enters an order under subparagraph (C).

(C) Implementation pending appeal

Not later than 60 days after the filing of a petition for review of an order under paragraph (3)(B) directing the correction of a deficiency, the Court of Review shall determine, and enter a corresponding order regarding, whether all or any part of the correction order, as issued or modified, shall be implemented during the pendency of the review.

(D) Certiorari to the Supreme Court

The Government may file a petition for a writ of certiorari for review of a decision of the Court of Review issued under subparagraph (A). The record for such review shall be transmitted under seal to the Supreme Court of the United States, which shall have jurisdiction to review such decision.

(5) Schedule

(A) Reauthorization of authorizations in effect

If the Attorney General and the Director of National Intelligence seek to reauthorize or replace an authorization issued under subsection (a), the Attorney General and the Director of National Intelligence shall, to the extent practicable, submit to the Court the certification prepared in accordance with subsection (g) and the procedures adopted in accordance with subsections (d) and (e) at least 30 days prior to the expiration of such authorization.

(B) Reauthorization of orders, authorizations, and directives

If the Attorney General and the Director of National Intelligence seek to reauthorize or replace an authorization issued under subsection (a) by filing a certification pursuant to subparagraph (A), that authorization, and any directives issued thereunder and any order related thereto, shall remain in effect, notwithstanding the expiration provided for in subsection (a), until the Court issues an order with respect to such certification under paragraph (3) at which time the provisions of that paragraph and paragraph (4) shall apply with respect to such certification.

(j) Judicial proceedings

(1) Expedited judicial proceedings
Judicial proceedings under this section shall be conducted as expeditiously as possible.

(2) Time limits

A time limit for a judicial decision in this section shall apply unless the Court, the Court of Review, or any judge of either the Court or the Court of Review, by order for reasons stated, extends that time as necessary for good cause in a manner consistent with national security.

(k) Maintenance and security of records and proceedings

(1) Standards

The Foreign Intelligence Surveillance Court shall maintain a record of a proceeding under this section, including petitions, appeals, orders, and statements of reasons for a decision, under security measures adopted by the Chief Justice of the United States, in consultation with the Attorney General and the Director of National Intelligence.

(2) Filing and review

All petitions under this section shall be filed under seal. In any proceedings under this section, the Court shall, upon request of the Government, review ex parte and in camera any Government submission, or portions of a submission, which may include classified information.

(3) Retention of records

The Attorney General and the Director of National Intelligence shall retain a directive or an order issued under this section for a period of not less than 10 years from the date on which such directive or such order is issued.

(l) Assessments and reviews

(1) Semiannual assessment

Not less frequently than once every 6 months, the Attorney General and Director of National Intelligence shall assess compliance with the targeting and minimization procedures adopted in accordance with subsections (d) and (e) and the guidelines adopted in accordance with subsection (f) and shall submit each assessment to—

(A) the Foreign Intelligence Surveillance Court; and
(B) consistent with the Rules of the House of Representatives, the Standing Rules of the Senate, and Senate Resolution 400 of the 94th Congress or any successor Senate resolution—

(i) the congressional intelligence committees; and

(ii) the Committees on the Judiciary of the House of Representatives and the Senate.

(2) Agency assessment

The Inspector General of the Department of Justice and the Inspector General of each element of the intelligence community authorized to acquire foreign intelligence information under subsection (a), with respect to the department or element of such Inspector General—

(A) are authorized to review compliance with the targeting and minimization procedures adopted in accordance with subsections (d) and (e) and the guidelines adopted in accordance with subsection (f);

(B) with respect to acquisitions authorized under subsection (a), shall review the number of disseminated intelligence reports containing a reference to a United States-person identity and the number of United States-person identities subsequently disseminated by the element concerned in response to requests for identities that were not referred to by name or title in the original reporting;

(C) with respect to acquisitions authorized under subsection (a), shall review the number of targets that were later determined to be located in the United States and, to the extent possible, whether communications of such targets were reviewed; and

(D) shall provide each such review to—

(i) the Attorney General;

(ii) the Director of National Intelligence; and

(iii) consistent with the Rules of the House of Representatives, the Standing Rules of the Senate, and Senate Resolution 400 of the 94th Congress or any successor Senate resolution—

(I) the congressional intelligence committees; and

(II) the Committees on the Judiciary of the House of Representatives and the Senate.
(3) Annual review

(A) Requirement to conduct

The head of each element of the intelligence community conducting an acquisition authorized under subsection (a) shall conduct an annual review to determine whether there is reason to believe that foreign intelligence information has been or will be obtained from the acquisition. The annual review shall provide, with respect to acquisitions authorized under subsection (a)—

(i) an accounting of the number of disseminated intelligence reports containing a reference to a United States-person identity;

(ii) an accounting of the number of United States-person identities subsequently disseminated by that element in response to requests for identities that were not referred to by name or title in the original reporting;

(iii) the number of targets that were later determined to be located in the United States and, to the extent possible, whether communications of such targets were reviewed; and

(iv) a description of any procedures developed by the head of such element of the intelligence community and approved by the Director of National Intelligence to assess, in a manner consistent with national security, operational requirements and the privacy interests of United States persons, the extent to which the acquisitions authorized under subsection (a) acquire the communications of United States persons, and the results of any such assessment.

(B) Use of review

The head of each element of the intelligence community that conducts an annual review under subparagraph (A) shall use each such review to evaluate the adequacy of the minimization procedures utilized by such element and, as appropriate, the application of the minimization procedures to a particular acquisition authorized under subsection (a).

(C) Provision of review

The head of each element of the intelligence community that conducts an annual review under subparagraph (A) shall provide such review to—

(i) the Foreign Intelligence Surveillance Court;

(ii) the Attorney General;
(iii) the Director of National Intelligence; and

(iv) consistent with the Rules of the House of Representatives, the Standing Rules of the Senate, and Senate Resolution 400 of the 94th Congress or any successor Senate resolution—

(I) the congressional intelligence committees; and

(II) the Committees on the Judiciary of the House of Representatives and the Senate.


Repeal of Section


References in Text

This chapter, referred to in subsecs. (f)(1)(B) and (g)(2)(A)(iii), was in the original “this Act”, meaning Pub. L. 95–511, Oct. 25, 1978, 92 Stat. 1783, which is classified principally to this chapter. For complete classification of this Act to the Code, see Short Title note set out under section 1801 of this title and Tables.

Senate Resolution 400 of the 94th Congress, referred to in subsec. (I), was agreed to May 19, 1976, and was subsequently amended by both Senate resolution and public law. The Resolution, which established the Senate Select Committee on Intelligence, is not classified to the Code.

Effective Date of Repeal


50 USC § 1881b. Certain acquisitions inside the United States targeting United States persons outside the United States

(a) Jurisdiction of the Foreign Intelligence Surveillance Court
(1) In general

The Foreign Intelligence Surveillance Court shall have jurisdiction to review an application and to enter an order approving the targeting of a United States person reasonably believed to be located outside the United States to acquire foreign intelligence information, if the acquisition constitutes electronic surveillance or the acquisition of stored electronic communications or stored electronic data that requires an order under this chapter, and such acquisition is conducted within the United States.

(2) Limitation

If a United States person targeted under this subsection is reasonably believed to be located in the United States during the effective period of an order issued pursuant to subsection (c), an acquisition targeting such United States person under this section shall cease unless the targeted United States person is again reasonably believed to be located outside the United States while an order issued pursuant to subsection (c) is in effect. Nothing in this section shall be construed to limit the authority of the Government to seek an order or authorization under, or otherwise engage in any activity that is authorized under, any other subchapter of this chapter.

(b) Application

(1) In general

Each application for an order under this section shall be made by a Federal officer in writing upon oath or affirmation to a judge having jurisdiction under subsection (a)(1). Each application shall require the approval of the Attorney General based upon the Attorney General's finding that it satisfies the criteria and requirements of such application, as set forth in this section, and shall include—

(A) the identity of the Federal officer making the application;

(B) the identity, if known, or a description of the United States person who is the target of the acquisition;

(C) a statement of the facts and circumstances relied upon to justify the applicant's belief that the United States person who is the target of the acquisition is—

(i) a person reasonably believed to be located outside the United States; and
(ii) a foreign power, an agent of a foreign power, or an officer or employee of a foreign power;

(D) a statement of proposed minimization procedures that meet the definition of minimization procedures under section 1801(h) or 1821(4) of this title, as appropriate;

(E) a description of the nature of the information sought and the type of communications or activities to be subjected to acquisition;

(F) a certification made by the Attorney General or an official specified in section 1804(a)(6) of this title that—

(i) the certifying official deems the information sought to be foreign intelligence information;

(ii) a significant purpose of the acquisition is to obtain foreign intelligence information;

(iii) such information cannot reasonably be obtained by normal investigative techniques;

(iv) designates the type of foreign intelligence information being sought according to the categories described in section 1801(e) of this title; and

(v) includes a statement of the basis for the certification that—

(I) the information sought is the type of foreign intelligence information designated; and

(II) such information cannot reasonably be obtained by normal investigative techniques;

(G) a summary statement of the means by which the acquisition will be conducted and whether physical entry is required to effect the acquisition;

(H) the identity of any electronic communication service provider necessary to effect the acquisition, provided that the application is not required to identify the specific facilities, places, premises, or property at which the acquisition authorized under this section will be directed or conducted;
(I) a statement of the facts concerning any previous applications that have been made to any judge of the Foreign Intelligence Surveillance Court involving the United States person specified in the application and the action taken on each previous application; and

(J) a statement of the period of time for which the acquisition is required to be maintained, provided that such period of time shall not exceed 90 days per application.

(2) Other requirements of the Attorney General

The Attorney General may require any other affidavit or certification from any other officer in connection with the application.

(3) Other requirements of the judge

The judge may require the applicant to furnish such other information as may be necessary to make the findings required by subsection (c)(1).

(c) Order

(1) Findings

Upon an application made pursuant to subsection (b), the Foreign Intelligence Surveillance Court shall enter an ex parte order as requested or as modified by the Court approving the acquisition if the Court finds that—

(A) the application has been made by a Federal officer and approved by the Attorney General;

(B) on the basis of the facts submitted by the applicant, for the United States person who is the target of the acquisition, there is probable cause to believe that the target is—

(i) a person reasonably believed to be located outside the United States; and

(ii) a foreign power, an agent of a foreign power, or an officer or employee of a foreign power;

(C) the proposed minimization procedures meet the definition of minimization procedures under section 1801(h) or 1821(4) of this title, as appropriate; and
(D) the application that has been filed contains all statements and certifications required by subsection (b) and the certification or certifications are not clearly erroneous on the basis of the statement made under subsection (b)(1)(F)(v) and any other information furnished under subsection (b)(3).

(2) Probable cause

In determining whether or not probable cause exists for purposes of paragraph (1)(B), a judge having jurisdiction under subsection (a)(1) may consider past activities of the target and facts and circumstances relating to current or future activities of the target. No United States person may be considered a foreign power, agent of a foreign power, or officer or employee of a foreign power solely upon the basis of activities protected by the first amendment to the Constitution of the United States.

(3) Review

(A) Limitation on review

Review by a judge having jurisdiction under subsection (a)(1) shall be limited to that required to make the findings described in paragraph (1).

(B) Review of probable cause

If the judge determines that the facts submitted under subsection (b) are insufficient to establish probable cause under paragraph (1)(B), the judge shall enter an order so stating and provide a written statement for the record of the reasons for the determination. The Government may appeal an order under this subparagraph pursuant to subsection (f).

(C) Review of minimization procedures

If the judge determines that the proposed minimization procedures referred to in paragraph (1)(C) do not meet the definition of minimization procedures under section 1801(h) or 1821(4) of this title, as appropriate, the judge shall enter an order so stating and provide a written statement for the record of the reasons for the determination. The Government may appeal an order under this subparagraph pursuant to subsection (f).

(D) Review of certification

If the judge determines that an application pursuant to subsection (b) does not contain all of the required elements, or that the certification or certifications are clearly erroneous on the basis of the statement made under subsection (b)(1)(F)(v) and any other information furnished under subsection (b)(3), the
judge shall enter an order so stating and provide a written statement for the record of the reasons for the determination. The Government may appeal an order under this subparagraph pursuant to subsection (f).

(4) Specifications

An order approving an acquisition under this subsection shall specify—

(A) the identity, if known, or a description of the United States person who is the target of the acquisition identified or described in the application pursuant to subsection (b)(1)(B);

(B) if provided in the application pursuant to subsection (b)(1)(H), the nature and location of each of the facilities or places at which the acquisition will be directed;

(C) the nature of the information sought to be acquired and the type of communications or activities to be subjected to acquisition;

(D) a summary of the means by which the acquisition will be conducted and whether physical entry is required to effect the acquisition; and

(E) the period of time during which the acquisition is approved.

(5) Directives

An order approving an acquisition under this subsection shall direct—

(A) that the minimization procedures referred to in paragraph (1)(C), as approved or modified by the Court, be followed;

(B) if applicable, an electronic communication service provider to provide to the Government forthwith all information, facilities, or assistance necessary to accomplish the acquisition authorized under such order in a manner that will protect the secrecy of the acquisition and produce a minimum of interference with the services that such electronic communication service provider is providing to the target of the acquisition;

(C) if applicable, an electronic communication service provider to maintain under security procedures approved by the Attorney General any records concerning the acquisition or the aid furnished that such electronic communication service provider wishes to maintain; and
(D) if applicable, that the Government compensate, at the prevailing rate, such electronic communication service provider for providing such information, facilities, or assistance.

(6) Duration

An order approved under this subsection shall be effective for a period not to exceed 90 days and such order may be renewed for additional 90-day periods upon submission of renewal applications meeting the requirements of subsection (b).

(7) Compliance

At or prior to the end of the period of time for which an acquisition is approved by an order or extension under this section, the judge may assess compliance with the minimization procedures referred to in paragraph (1)(C) by reviewing the circumstances under which information concerning United States persons was acquired, retained, or disseminated.

(d) Emergency authorization

(1) Authority for emergency authorization

Notwithstanding any other provision of this chapter, if the Attorney General reasonably determines that—

(A) an emergency situation exists with respect to the acquisition of foreign intelligence information for which an order may be obtained under subsection (c) before an order authorizing such acquisition can with due diligence be obtained, and

(B) the factual basis for issuance of an order under this subsection to approve such acquisition exists,

the Attorney General may authorize such acquisition if a judge having jurisdiction under subsection (a)(1) is informed by the Attorney General, or a designee of the Attorney General, at the time of such authorization that the decision has been made to conduct such acquisition and if an application in accordance with this section is made to a judge of the Foreign Intelligence Surveillance Court as soon as practicable, but not more than 7 days after the Attorney General authorizes such acquisition.

(2) Minimization procedures
If the Attorney General authorizes an acquisition under paragraph (1), the Attorney General shall require that the minimization procedures referred to in subsection (c)(1)(C) for the issuance of a judicial order be followed.

(3) Termination of emergency authorization

In the absence of a judicial order approving an acquisition under paragraph (1), such acquisition shall terminate when the information sought is obtained, when the application for the order is denied, or after the expiration of 7 days from the time of authorization by the Attorney General, whichever is earliest.

(4) Use of information

If an application for approval submitted pursuant to paragraph (1) is denied, or in any other case where the acquisition is terminated and no order is issued approving the acquisition, no information obtained or evidence derived from such acquisition, except under circumstances in which the target of the acquisition is determined not to be a United States person, shall be received in evidence or otherwise disclosed in any trial, hearing, or other proceeding in or before any court, grand jury, department, office, agency, regulatory body, legislative committee, or other authority of the United States, a State, or political subdivision thereof, and no information concerning any United States person acquired from such acquisition shall subsequently be used or disclosed in any other manner by Federal officers or employees without the consent of such person, except with the approval of the Attorney General if the information indicates a threat of death or serious bodily harm to any person.

(e) Release from liability

No cause of action shall lie in any court against any electronic communication service provider for providing any information, facilities, or assistance in accordance with an order or request for emergency assistance issued pursuant to subsection (c) or (d), respectively.

(f) Appeal

(1) Appeal to the Foreign Intelligence Surveillance Court of Review

The Government may file a petition with the Foreign Intelligence Surveillance Court of Review for review of an order issued pursuant to subsection (c). The Court of Review shall have jurisdiction to consider such petition and shall provide a written statement for the record of the reasons for a decision under this paragraph.

(2) Certiorari to the Supreme Court
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The Government may file a petition for a writ of certiorari for review of a decision of the Court of Review issued under paragraph (1). The record for such review shall be transmitted under seal to the Supreme Court of the United States, which shall have jurisdiction to review such decision.

(g) Construction

Except as provided in this section, nothing in this chapter shall be construed to require an application for a court order for an acquisition that is targeted in accordance with this section at a United States person reasonably believed to be located outside the United States.
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50 USC § 1881c. Other acquisitions targeting United States persons outside the United States

(a) Jurisdiction and scope

(1) Jurisdiction

The Foreign Intelligence Surveillance Court shall have jurisdiction to enter an order pursuant to subsection (c).
(2) Scope

No element of the intelligence community may intentionally target, for the purpose of acquiring foreign intelligence information, a United States person reasonably believed to be located outside the United States under circumstances in which the targeted United States person has a reasonable expectation of privacy and a warrant would be required if the acquisition were conducted inside the United States for law enforcement purposes, unless a judge of the Foreign Intelligence Surveillance Court has entered an order with respect to such targeted United States person or the Attorney General has authorized an emergency acquisition pursuant to subsection (c) or (d), respectively, or any other provision of this chapter.

(3) Limitations

(A) Moving or misidentified targets

If a United States person targeted under this subsection is reasonably believed to be located in the United States during the effective period of an order issued pursuant to subsection (c), an acquisition targeting such United States person under this section shall cease unless the targeted United States person is again reasonably believed to be located outside the United States during the effective period of such order.

(B) Applicability

If an acquisition for foreign intelligence purposes is to be conducted inside the United States and could be authorized under section 1881b of this title, the acquisition may only be conducted if authorized under section 1881b of this title or in accordance with another provision of this chapter other than this section.

(C) Construction

Nothing in this paragraph shall be construed to limit the authority of the Government to seek an order or authorization under, or otherwise engage in any activity that is authorized under, any other subchapter of this chapter.

(b) Application

Each application for an order under this section shall be made by a Federal officer in writing upon oath or affirmation to a judge having jurisdiction under subsection (a)(1). Each application shall require the approval of the Attorney General based upon the Attorney General's finding that it satisfies the criteria and requirements of such application as set forth in this section and shall include—
(1) the identity of the Federal officer making the application;

(2) the identity, if known, or a description of the specific United States person who is the target of the acquisition;

(3) a statement of the facts and circumstances relied upon to justify the applicant’s belief that the United States person who is the target of the acquisition is—

(A) a person reasonably believed to be located outside the United States; and

(B) a foreign power, an agent of a foreign power, or an officer or employee of a foreign power;

(4) a statement of proposed minimization procedures that meet the definition of minimization procedures under section 1801(h) or 1821(4) of this title, as appropriate;

(5) a certification made by the Attorney General, an official specified in section 1804(a)(6) of this title, or the head of an element of the intelligence community that—

(A) the certifying official deems the information sought to be foreign intelligence information; and

(B) a significant purpose of the acquisition is to obtain foreign intelligence information;

(6) a statement of the facts concerning any previous applications that have been made to any judge of the Foreign Intelligence Surveillance Court involving the United States person specified in the application and the action taken on each previous application; and

(7) a statement of the period of time for which the acquisition is required to be maintained, provided that such period of time shall not exceed 90 days per application.

(c) Order

(1) Findings
Upon an application made pursuant to subsection (b), the Foreign Intelligence Surveillance Court shall enter an ex parte order as requested or as modified by the Court if the Court finds that—

(A) the application has been made by a Federal officer and approved by the Attorney General;

(B) on the basis of the facts submitted by the applicant, for the United States person who is the target of the acquisition, there is probable cause to believe that the target is—

(i) a person reasonably believed to be located outside the United States; and

(ii) a foreign power, an agent of a foreign power, or an officer or employee of a foreign power;

(C) the proposed minimization procedures, with respect to their dissemination provisions, meet the definition of minimization procedures under section 1801(h) or 1821(4) of this title, as appropriate; and

(D) the application that has been filed contains all statements and certifications required by subsection (b) and the certification provided under subsection (b)(5) is not clearly erroneous on the basis of the information furnished under subsection (b).

(2) Probable cause

In determining whether or not probable cause exists for purposes of paragraph (1)(B), a judge having jurisdiction under subsection (a)(1) may consider past activities of the target and facts and circumstances relating to current or future activities of the target. No United States person may be considered a foreign power, agent of a foreign power, or officer or employee of a foreign power solely upon the basis of activities protected by the first amendment to the Constitution of the United States.

(3) Review

(A) Limitations on review

Review by a judge having jurisdiction under subsection (a)(1) shall be limited to that required to make the findings described in paragraph (1). The judge shall not have jurisdiction to review the means by which an acquisition under this section may be conducted.
(B) Review of probable cause

If the judge determines that the facts submitted under subsection (b) are insufficient to establish probable cause to issue an order under this subsection, the judge shall enter an order so stating and provide a written statement for the record of the reasons for such determination. The Government may appeal an order under this subparagraph pursuant to subsection (e).

(C) Review of minimization procedures

If the judge determines that the minimization procedures applicable to dissemination of information obtained through an acquisition under this subsection do not meet the definition of minimization procedures under section 1801(h) or 1821(4) of this title, as appropriate, the judge shall enter an order so stating and provide a written statement for the record of the reasons for such determination. The Government may appeal an order under this subparagraph pursuant to subsection (e).

(D) Scope of review of certification

If the judge determines that an application under subsection (b) does not contain all the required elements, or that the certification provided under subsection (b)(5) is clearly erroneous on the basis of the information furnished under subsection (b), the judge shall enter an order so stating and provide a written statement for the record of the reasons for such determination. The Government may appeal an order under this subparagraph pursuant to subsection (e).

(4) Duration

An order under this paragraph shall be effective for a period not to exceed 90 days and such order may be renewed for additional 90-day periods upon submission of renewal applications meeting the requirements of subsection (b).

(5) Compliance

At or prior to the end of the period of time for which an order or extension is granted under this section, the judge may assess compliance with the minimization procedures referred to in paragraph (1)(C) by reviewing the circumstances under which information concerning United States persons was disseminated, provided that the judge may not inquire into the circumstances relating to the conduct of the acquisition.

(d) Emergency authorization

(1) Authority for emergency authorization
Notwithstanding any other provision of this section, if the Attorney General reasonably determines that—

(A) an emergency situation exists with respect to the acquisition of foreign intelligence information for which an order may be obtained under subsection (c) before an order under that subsection can, with due diligence, be obtained, and

(B) the factual basis for the issuance of an order under this section exists,

the Attorney General may authorize the emergency acquisition if a judge having jurisdiction under subsection (a)(1) is informed by the Attorney General or a designee of the Attorney General at the time of such authorization that the decision has been made to conduct such acquisition and if an application in accordance with this section is made to a judge of the Foreign Intelligence Surveillance Court as soon as practicable, but not more than 7 days after the Attorney General authorizes such acquisition.

(2) Minimization procedures

If the Attorney General authorizes an emergency acquisition under paragraph (1), the Attorney General shall require that the minimization procedures referred to in subsection (c)(1)(C) be followed.

(3) Termination of emergency authorization

In the absence of an order under subsection (c), an emergency acquisition under paragraph (1) shall terminate when the information sought is obtained, if the application for the order is denied, or after the expiration of 7 days from the time of authorization by the Attorney General, whichever is earliest.

(4) Use of information

If an application submitted to the Court pursuant to paragraph (1) is denied, or in any other case where the acquisition is terminated and no order with respect to the target of the acquisition is issued under subsection (c), no information obtained or evidence derived from such acquisition, except under circumstances in which the target of the acquisition is determined not to be a United States person, shall be received in evidence or otherwise disclosed in any trial, hearing, or other proceeding in or before any court, grand jury, department, office, agency, regulatory body, legislative committee, or other authority of the United States, a State, or political subdivision thereof, and no information concerning any United States person acquired from such acquisition shall subsequently be used or disclosed in any other manner by Federal officers or employees without
the consent of such person, except with the approval of the Attorney General if the information indicates a threat of death or serious bodily harm to any person.

(e) Appeal

(1) Appeal to the Court of Review

The Government may file a petition with the Foreign Intelligence Surveillance Court of Review for review of an order issued pursuant to subsection (c). The Court of Review shall have jurisdiction to consider such petition and shall provide a written statement for the record of the reasons for a decision under this paragraph.

(2) Certiorari to the Supreme Court

The Government may file a petition for a writ of certiorari for review of a decision of the Court of Review issued under paragraph (1). The record for such review shall be transmitted under seal to the Supreme Court of the United States, which shall have jurisdiction to review such decision.
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50 USC § 1881d. Joint applications and concurrent authorizations

(a) Joint applications and orders

If an acquisition targeting a United States person under section 1881b or 1881c of this title is proposed to be conducted both inside and outside the United States, a judge having jurisdiction under section 1881b(a)(1) or 1881c(a)(1) of this title may issue simultaneously, upon the request of the Government in a joint application complying with the requirements of sections 1881b(b) and 1881c(b) of this title, orders under sections 1881b(c) and 1881c(c) of this title, as appropriate.

(b) Concurrent authorization

If an order authorizing electronic surveillance or physical search has been obtained under section 1805 or 1824 of this title, the Attorney General may authorize, for the effective period of that order, without an order under section 1881b or 1881c of this title, the targeting of that United States person for the purpose of acquiring foreign intelligence information while such person is reasonably believed to be located outside the United States.
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50 USC § 1881e. Use of information acquired under this subchapter

(a) Information acquired under section 1881a

Information acquired from an acquisition conducted under section 1881a of this title shall be deemed to be information acquired from an electronic surveillance
pursuant to subchapter I for purposes of section 1806 of this title, except for the purposes of subsection (j) of such section.

(b) Information acquired under section 1881b

Information acquired from an acquisition conducted under section 1881b of this title shall be deemed to be information acquired from an electronic surveillance pursuant to subchapter I for purposes of section 1806 of this title.
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50 USC § 1881f. Congressional oversight

(a) Semiannual report

Not less frequently than once every 6 months, the Attorney General shall fully inform, in a manner consistent with national security, the congressional intelligence committees and the Committees on the Judiciary of the Senate and the House of Representatives, consistent with the Rules of the House of Representatives, the Standing Rules of the Senate, and Senate Resolution 400 of the 94th Congress or any successor Senate resolution, concerning the implementation of this subchapter.

(b) Content

Each report under subsection (a) shall include—

(1) with respect to section 1881a of this title—

(A) any certifications submitted in accordance with section 1881a(g) of this title during the reporting period;
(B) with respect to each determination under section 1881a(c)(2) of this title, the reasons for exercising the authority under such section;

(C) any directives issued under section 1881a(h) of this title during the reporting period;

(D) a description of the judicial review during the reporting period of such certifications and targeting and minimization procedures adopted in accordance with subsections (d) and (e) of section 1881a of this title and utilized with respect to an acquisition under such section, including a copy of an order or pleading in connection with such review that contains a significant legal interpretation of the provisions of section 1881a of this title;

(E) any actions taken to challenge or enforce a directive under paragraph (4) or (5) of section 1881a(h) of this title;

(F) any compliance reviews conducted by the Attorney General or the Director of National Intelligence of acquisitions authorized under section 1881a(a) of this title;

(G) a description of any incidents of noncompliance—

(i) with a directive issued by the Attorney General and the Director of National Intelligence under section 1881a(h) of this title, including incidents of noncompliance by a specified person to whom the Attorney General and Director of National Intelligence issued a directive under section 1881a(h) of this title; and

(ii) by an element of the intelligence community with procedures and guidelines adopted in accordance with subsections (d), (e), and (f) of section 1881a of this title; and

(H) any procedures implementing section 1881a of this title;

(2) with respect to section 1881b of this title—

(A) the total number of applications made for orders under section 1881b(b) of this title;

(B) the total number of such orders—

(i) granted;
(ii) modified; and

(iii) denied; and

(C) the total number of emergency acquisitions authorized by the Attorney General under section 1881b(d) of this title and the total number of subsequent orders approving or denying such acquisitions; and

(3) with respect to section 1881c of this title—

(A) the total number of applications made for orders under section 1881c(b) of this title;

(B) the total number of such orders—

(i) granted;

(ii) modified; and

(iii) denied; and

(C) the total number of emergency acquisitions authorized by the Attorney General under section 1881c(d) of this title and the total number of subsequent orders approving or denying such applications.


Repeal of Section


References in Text

Senate Resolution 400 of the 94th Congress, referred to in subsec. (a), was agreed to May 19, 1976, and was subsequently amended by both Senate
resolution and public law. The Resolution, which established the Senate Select Committee on Intelligence, is not classified to the Code.
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50 USC § 1881g. Savings provision

Nothing in this subchapter shall be construed to limit the authority of the Government to seek an order or authorization under, or otherwise engage in any activity that is authorized under, any other subchapter of this chapter.
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In this subchapter:

(1) Assistance

The term “assistance” means the provision of, or the provision of access to, information (including communication contents, communications records, or other information relating to a customer or communication), facilities, or another form of assistance.

(2) Civil action

The term “civil action” includes a covered civil action.

(3) Congressional intelligence committees

The term “congressional intelligence committees” means—

(A) the Select Committee on Intelligence of the Senate; and

(B) the Permanent Select Committee on Intelligence of the House of Representatives.

(4) Contents

The term “contents” has the meaning given that term in section 1801(n) of this title.

(5) Covered civil action

The term “covered civil action” means a civil action filed in a Federal or State court that—

(A) alleges that an electronic communication service provider furnished assistance to an element of the intelligence community; and

(B) seeks monetary or other relief from the electronic communication service provider related to the provision of such assistance.

(6) Electronic communication service provider
The term “electronic communication service provider” means—

(A) a telecommunications carrier, as that term is defined in section 153 of title 47;

(B) a provider of electronic communication service, as that term is defined in section 2510 of title 18;

(C) a provider of a remote computing service, as that term is defined in section 2711 of title 18;

(D) any other communication service provider who has access to wire or electronic communications either as such communications are transmitted or as such communications are stored;

(E) a parent, subsidiary, affiliate, successor, or assignee of an entity described in subparagraph (A), (B), (C), or (D); or

(F) an officer, employee, or agent of an entity described in subparagraph (A), (B), (C), (D), or (E).

(7) Intelligence community

The term “intelligence community” has the meaning given the term in section 401a(4) of this title.

(8) Person

The term “person” means—

(A) an electronic communication service provider; or

(B) a landlord, custodian, or other person who may be authorized or required to furnish assistance pursuant to—

(i) an order of the court established under section 1803(a) of this title directing such assistance;

(ii) a certification in writing under section 2511(2)(a)(ii)(B) or 2709(b) of title 18; or

(iii) a directive under section 1802(a)(4), 1805b(e), as added by section 2 of the Protect America Act of 2007 (Public Law 110–55), or 1881a(h) of this title.

(9) State
The term “State” means any State, political subdivision of a State, the Commonwealth of Puerto Rico, the District of Columbia, and any territory or possession of the United States, and includes any officer, public utility commission, or other body authorized to regulate an electronic communication service provider.
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50 USC § 1885a. Procedures for implementing statutory defenses

(a) Requirement for certification

Notwithstanding any other provision of law, a civil action may not lie or be maintained in a Federal or State court against any person for providing assistance to an element of the intelligence community, and shall be promptly dismissed, if the Attorney General certifies to the district court of the United States in which such action is pending that—

(1) any assistance by that person was provided pursuant to an order of the court established under section 1803(a) of this title directing such assistance;

(2) any assistance by that person was provided pursuant to a certification in writing under section 2511(2)(a)(ii)(B) or 2709(b) of title 18;

(3) any assistance by that person was provided pursuant to a directive under section 1802(a)(4), 1805b(e), as added by section 2 of the Protect America Act of 2007 (Public Law 110–55), or 1881a(h) of this title directing such assistance;

(4) in the case of a covered civil action, the assistance alleged to have been provided by the electronic communication service provider was—

(A) in connection with an intelligence activity involving communications that was—

(i) authorized by the President during the period beginning on September 11, 2001, and ending on January 17, 2007; and
(ii) designed to detect or prevent a terrorist attack, or activities in preparation for a terrorist attack, against the United States; and

(B) the subject of a written request or directive, or a series of written requests or directives, from the Attorney General or the head of an element of the intelligence community (or the deputy of such person) to the electronic communication service provider indicating that the activity was—

(i) authorized by the President; and

(ii) determined to be lawful; or

(5) the person did not provide the alleged assistance.

(b) Judicial review

(1) Review of certifications

A certification under subsection (a) shall be given effect unless the court finds that such certification is not supported by substantial evidence provided to the court pursuant to this section.

(2) Supplemental materials

In its review of a certification under subsection (a), the court may examine the court order, certification, written request, or directive described in subsection (a) and any relevant court order, certification, written request, or directive submitted pursuant to subsection (d).

(c) Limitations on disclosure

If the Attorney General files a declaration under section 1746 of title 28 that disclosure of a certification made pursuant to subsection (a) or the supplemental materials provided pursuant to subsection (b) or (d) would harm the national security of the United States, the court shall—

(1) review such certification and the supplemental materials in camera and ex parte; and

(2) limit any public disclosure concerning such certification and the supplemental materials, including any public order following such in camera and
ex parte review, to a statement as to whether the case is dismissed and a
description of the legal standards that govern the order, without disclosing the
paragraph of subsection (a) that is the basis for the certification.

(d) Role of the parties

Any plaintiff or defendant in a civil action may submit any relevant court order,
certification, written request, or directive to the district court referred to in
subsection (a) for review and shall be permitted to participate in the briefing or
argument of any legal issue in a judicial proceeding conducted pursuant to this
section, but only to the extent that such participation does not require the
disclosure of classified information to such party. To the extent that classified
information is relevant to the proceeding or would be revealed in the
determination of an issue, the court shall review such information in camera and
ex parte, and shall issue any part of the court's written order that would reveal
classified information in camera and ex parte and maintain such part under seal.

(e) Nondelegation

The authority and duties of the Attorney General under this section shall be
performed by the Attorney General (or Acting Attorney General) or the Deputy
Attorney General.

(f) Appeal

The courts of appeals shall have jurisdiction of appeals from interlocutory orders
of the district courts of the United States granting or denying a motion to dismiss
or for summary judgment under this section.

(g) Removal

A civil action against a person for providing assistance to an element of the
intelligence community that is brought in a State court shall be deemed to arise
under the Constitution and laws of the United States and shall be removable
under section 1441 of title 28.

(h) Relationship to other laws

Nothing in this section shall be construed to limit any otherwise available
immunity, privilege, or defense under any other provision of law.

(i) Applicability

This section shall apply to a civil action pending on or filed after July 10, 2008.
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50 USC § 1885b. Preemption

(a) In general

No State shall have authority to—

(1) conduct an investigation into an electronic communication service provider's alleged assistance to an element of the intelligence community;

(2) require through regulation or any other means the disclosure of information about an electronic communication service provider's alleged assistance to an element of the intelligence community;

(3) impose any administrative sanction on an electronic communication service provider for assistance to an element of the intelligence community; or

(4) commence or maintain a civil action or other proceeding to enforce a requirement that an electronic communication service provider disclose information concerning alleged assistance to an element of the intelligence community.

(b) Suits by the United States

The United States may bring suit to enforce the provisions of this section.

(c) Jurisdiction

The district courts of the United States shall have jurisdiction over any civil action brought by the United States to enforce the provisions of this section.

(d) Application

This section shall apply to any investigation, action, or proceeding that is pending on or commenced after July 10, 2008.

50 USC § 1885c. Reporting

(a) Semiannual report

Not less frequently than once every 6 months, the Attorney General shall, in a manner consistent with national security, the Rules of the House of Representatives, the Standing Rules of the Senate, and Senate Resolution 400 of the 94th Congress or any successor Senate resolution, fully inform the congressional intelligence committees, the Committee on the Judiciary of the Senate, and the Committee on the Judiciary of the House of Representatives concerning the implementation of this subchapter.

(b) Content

Each report made under subsection (a) shall include—

(1) any certifications made under section 1885a of this title;

(2) a description of the judicial review of the certifications made under section 1885a of this title; and

(3) any actions taken to enforce the provisions of section 1885b of this title.